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Hazirlamis oldugum tez ozgiin bir calisma olup YOK ve ITICU Lisansiistii
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etik kurallarina tamamiyla uydugumu; yararlandigim tim kaynaklar1 gdsterdigimi ve
higbir kaynaktan yaptigim ayrintili alinti olmadigini beyan ederim. Bu tezin ihtiva ettigi
tiim hususlar sahsi goriisiim olup Istanbul Ticaret Universitesinin resmi goriisiinii
yansitmamaktadir.

Hicran ATMACA



Ozet

Is diinyas1, insanlardan neredeyse tamamen bagimsiz olarak kendi kendilerini koordine
ederek en uygun seckilde iiretim yapabilen hemen hemen bir¢ok seyin bilgisayarlarla
yonetildigi bunun yaninda hem operasyonel hem finansal hem de siber risklerle karsi
karsiya kalabilecegi bir donem olan 4.sanayi devrimi siirecine girmistir. Bununla birlikte
is diinyasinda da biiylik degisiklikler meydana gelmis artik eski anlayislar ve modeller
yetersiz kalmaya baslamistir. Yeni modeller gelistirilmesi zorunlulugu ortaya ¢ikmistir.
Bu calismada, i¢ kontrol, kurumsal risk ve i¢ denetim kavramlari, 6zellikleri, unsurlari,
amag¢ ve hedeflerine, deginilmistir. Diger boliimlerde ii¢lii savunma hattt modelinin
ortaya ¢ikist ile yapisina; Uglii Hat Modeli ile Uglii Savunma Hatti arasindaki farkliliklar
incelenmistir. Ayrica, Uclii Savunma Hatt1 Modeli ile Uglii Hat Modeli arasindaki
farkliliklar incelenerek, yeni model gergevesinde i¢ denetim biriminin gelecekteki

durumu incelenmistir.

Anahtar Kelimeler: Uclii Savunma Hatt1 Modeli, Uclii Hat Modeli, i¢ Denetim, I¢
kontrol Kurumsal Risk.



Abstract

The business world have entered the fourth industrial revolution period, where new
technologies in coordination can self-produce new solution without any involvement and
interaction of people, that emerges operational, financial and cyber risks. While, we have
seen great changes in business world, we can say that old models and understandings are
insufficient to meet today’s needs. There is a need for new models to address changing
world. In this study, internal control, corporate risk and internal audit concepts, their
characteristics, elements, goals and objectives are briefly mentioned. Following that, in
next section, Triple Line of Defense Model emerge and development was explained and
the differences between the Triple Line Model and the Triple Line of Defense was
discussed. In addition, the differences between the Triple Line of Defense Model and the
Triple Line Model is evaluated and the future status of the internal audit unit was
discussed in this context.

Keywords: Triple Line of Defense Model, Triple Line Model, Internal Audit, Internal
Control Enterprise Risk.
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Giris

Diinyada ortaya ¢ikan kiiresel sirket iflaslari ile glindeme gelen hileler ve yolsuzluklar
nedeniyle bir isletmenin varligini siirdiirebilmek ve kamuoyuna sunacagi finansal verilerin
giivenilirligini saglamak i¢in dogru ve giivenilir bilgilere ulagsmasi1 gerekir. Bu bilgilere
ulagabilmesi ve faaliyetlerini siirdiirebilmesi i¢in etkin isleyen bir i¢ kontrol sistemine
ithtiyaci vardir. Ayrica diinya genelinde rekabetin artmasi isletmelerin karsilastigi risklerin

cesitlerinin artmasina yol agmustir.

Isletmelerin oniine ¢ikan riskler gerceklesmis ya da heniiz gerceklesmemis olsalar da
gergeklesme ihtimalleri {izerinden tahmin edilebilirler bu tahminleri basarili oldugunda
isletmeler bu riskleri ortadan kaldirabilmek ya da kabul edilebilir seviyelere indirebilmek
iizere cesitli dnlemler alirlar. Iste bunun igin sirketlerde kurumsal risk yonetimine ihtiyag

duyulur.

Bir isletmede ani olarak ortaya ¢ikabilecek durumlarin en aza indirilmesi, kayiplardan
dogacak maliyetlerin azaltilmasi, gelirin devaminin saglanmasi, yasal diizenlemelere uyum
saglama gibi nedenler isletmelerin kurumsal risk yonetimine olan ihtiyaci ortaya
koymaktadir. Glinimiiz degisken kosullarinda firmalar riskleri dogru zamanda ve dogru bir
sekilde tespit edip riski ortadan kaldirma veya azaltmak icin gerekli olan sistemi kuramazsa
kisitli olan kaynaklari olumsuz yonde etkilenebilir. Cilinkii degisimin hizli olmas1 demek ayni
zamanda kurumlarin kars1 karsiya oldugu risklerinde siirekli degistigi anlaminda

degerlendirilip kayiplari minimize etmek gerekir.

Riski her zaman olumsuz olarak degerlendirmemeliyiz bu kavram igin iki yaklagim
vardir. Bunlardan biri geleneksel yaklagim bir digeri ise modern yaklagimdir. Geleneksel

yaklasima gore; risk kontrol edilmesi gereken olumsuz bir faktordiir.

Yenilik¢i yaklasima gore ise; risk bir firsattir. Her iki yaklasimda bize kurumlarinda
ayni bireyler gibi siirdiiriilebilir ve devam ettirilebilir olabilmesi i¢in iyi bir risk yonetim
sisteminin kurulmasi gerektigini gosterir. Sadece i¢ kontrol ve risk yonetiminin diizgiin
islemesi yeterli degildir. isletmenin faaliyetlerini gelistirmek ve katkida bulunmak amaciyla
tasarlanmis bagimsiz ve tarafsiz bir giivence ve damismanlik faaliyeti olarak i¢ denetim

karsimiza cikar.



I¢ denetim; Isletmenin risk yonetimi kontrol ve ydnetisim siireclerinin etkinligini
degerlendirmek ve gelistirmek amacina yonelik sistemli ve disiplinli bir yaklagim getirerek

isletmenin amaglarina ulagsmasina yardimci olur. (ITA)

Kurumlarin amag ve hedeflerine daha rahat ve ¢abuk ulasabilmesi i¢in risk ve kontrol
yapilarinin gii¢lendirilmesi amaciyla Uluslararasi i¢ Denetgiler Enstitiisii (ITA), 2013 yilinda
iiclii savunma hatt1 modelini tasarlamistir. Uclii savunma hatt1, kolay, anlasilir ve genis
kesimlerce uygulanmasina ragmen finansal hizmetlere dayanmasi nedeniyle daha ¢ok finans
sektoriinde kabul gérmiistiir. Bu sistemde risk sorumlulugu kurumun tiim calisanlarina
yiiklenmis yonetim kurulu ve iist yonetim sistemin i¢ine dahil edilmemistir. Bu da bir¢ok
elestiriye neden olmustur. Daha sonra uygulayici goriislerini de dikkate alarak tiglii savunma

hatt1 modelini gelistirerek, 2020 yilinda {iglii hat modeli olarak giincellemistir.

Bu ¢alismada, i¢ kontrol ve i¢ denetim kavramlari, ozellikleri, unsurlari, amag ve
hedeflerine, deginilmistir. Diger boliimlerde {i¢lii savunma hatti modelinin ortaya ¢ikisi ile
yapisina; {i¢lii hat modelinin yapisi ile ii¢lii savunma hatt1 ile arasindaki farkliliklar
incelenmistir. Ayrica, Uglii Savunma Hatt: Modeli ile Uclii Hat Modeli arasindaki farkliliklar
incelenerek, yeni model cergevesinde i¢ denetim fonksiyonunun gelecek pozisyonu

incelenmistir.



BIiRINCi BOLUM
1.iC KONTROL SiSTEMINE GENEL BAKIS

Bu boliimde i¢ kontrol sisteminin yapisi, unsurlart ve i¢ kontrol sistemine iliskin

diizenlemeleri inceleyecegiz.

1.1.  I¢ Kontrol Yapisi

Diinyada ortaya c¢ikan kiiresel sirket iflaslar1 ile giindeme gelen muhasebe
uygulamalarindan kaynaklanan hatalar, hileler ve yolsuzluklar nedeniyle bir isletmenin
varhigint siirdiirebilmek ve muhasebe verilerinin giivenilirligini saglamak, bu sebeplerle
dogru ve giivenilir bilgiye ulasmak i¢in isletmelerde i¢ kontrol sisteminin kurulmasi ve etkin
bir sekilde yiiriitiilmesi gerekliligi dogmustur. Ayrica diinya genelinde rekabetin artmasi
isletmelerin karsilastig risklerin ¢esitlerinin artmasina yol agmistir. Kars1 karsiya kalinan
risklerin tamaminin yok edilmesi miimkiin olmadigindan maruz kalinan risklerin etkilerinin
ve ihtimallerinin minimuma indirilmesi igin risklerin etkin bir sekilde yonetilmesi
gerekmektedir. Bu ise etkin bir i¢ kontrol sisteminin olusturulmasi ve yiiriitiilmesi ile
miimkiin olmaktadir. Etkin ve siirdiiriilebilir bir i¢ kontrol yapisi olusturabilmek icin

isletmedeki tim yoneticilerin bunun 6nemini kavramalari gerekir.

Amerikan Sertifikali Kamu Muhasebecileri Enstitiisii (AICPA)’nin 1947 yilinda
yaymnlamis oldugu “I¢ Kontrol” isimli raporda i¢ kontrol kavrami; “Bir isletmenin varliklarini
korumak, muhasebe verilerinin giivenilirligini saglamak, faaliyetlerin etkinligini arttirmak ve
olusturulmus isletme politikalarina uygunlugu saglamak i¢in yonetim tarafindan kabul

edilmis metotlar ve ayrmtili orgiit planlarindan olusmaktadir” seklinde tanimlanmustir.

(Kayahan ve Memis, 2012: 98)

I¢c kontroliin tarihsel gelisimine bakildiginda diger bir ¢alisma ise I¢ Denetgiler

Enstitiisii’nilin yayinladigi rapordur.



I¢c Denetgiler Enstitiisii Raporu (Institute of Internal Auditors — IIA) tarafindan 1978
yilinda yayimlanan *‘I¢ Denetim Mesleki Uygulama Standartlar1’’ adl1 raporda i¢ kontrol en
kapsaml1 hali ile ele alinmistir. Raporda i¢ denetim ve i¢ kontrol iligskisinde faaliyet alaninin,
orgiitin i¢ kontrol sisteminin etkinliginin, yeterliliginin degerlendirilmesi ve

denetlenmesinden olustugu belirtilmektedir.

I¢ kontrol sisteminin gelisiminde ve giiniimiize kadar gegerliligini korumasinda en
onemli olaylardan bir tanesi de COSO raporudur. Amerika Birlesik Devletleri’nde 1970’11
yillarin sonu ve 1980°1i yillarin basinda hileli finansal rapor sayisindaki artis nedeni ile
olusturulan Hileli Finansal Raporlama Ulusal Komisyonu (National Commission on
Fradulent Financial Reporting — The Treadway Commission), i¢ kontrol kavraminin yeniden
diizenlenmesi gerektigini fark etmistir. Ve i¢ kontrol kavramsal olarak yeniden
diizenlenmistir. ‘‘Committe of Sponsoring Organizations of The Treadway Commission —
Treadway Komisyonu’nu Destekleyen Kuruluslar Komitesi’® (COSO); is etigi, etkili i¢
kontroller ve kurumsal yonetim araciligi ile mali raporlamalarin kalitesini arttirmaya yonelik
caligmalar yapan goniillii bir organizasyon olup asagida belirtilen bes profesyonel kurulus

tarafindan 1985 yilinda kurulmustur. (Aksoy, 2020:220)

American Institute of Certified Public Accountants (Amerikan Sertifikali Kamu

Muhasebecileri Enstitiisii)

American Accounting Association (Amerikan Muhasebe Birligi)
Financial Executives Institute (Finansal Yoneticiler Enstitiisii)

Institute of Internal Auditors (I¢ Denetgiler Enstitiisii)

Institute of Management Accountants (Y netim Muhasebecileri Enstitiisii)

Treadway Komisyonunu Destekleyen Kuruluslar Komitesi (Committee of Sponsoring
Organizations of Treadway Commission) COSO’nun 1992 yilinda yayinladig1 “I¢ Kontrol —
Biitiinlesik Cergeve” baslikli raporunda i¢ kontrolii; “Genel olarak bir isletmenin yonetim
kurulu, yoneticileri ve ¢alisanlarindan etkilenen, faaliyetlerin etkinligi ve verimliligi, finansal
raporlama sisteminin giivenilirligi, ilgili yasa ve diizenlemelere uygunlugun saglanmasi ve
bu konularda makul bir giivence saglamak {izere isletme igerisinde tasarlanmis bir siire¢”

olarak tanimlamistir.



Avrupa Birligi“nde, mali kontrol alaninda yiiriitilen ¢alismalar sonucunda COSO
modeline dayali bir i¢ kontrol sistemi benimsenmistir. Bu komite, uzun ve sistematik bir
calisma siirecinden sonra 1992 yilinda "i¢ Kontrol- Biitiinlestirilmis Yap1 (Internal Control-
Integrated Framework)" isimli bir rapor yayinlamistir. Bu rapor ile i¢ kontroliin temel
kriterlerini ortaya koyan bir model gelistirilmistir. Bu ¢alismanin ismi "Integrated
Framework" olmasina ragmen, daha ¢ok komisyonun ismi ile yani "COSO Raporu" olarak

anilmaktadir.

COSO raporunun amact, igletme yonetimi ve isletme yonetimi ile ilgili kisilerin isletme
faaliyetlerini daha iyi kontrol etmelerine yardimeci olmasidir. Bu amagla gesitli i¢ kontrol
kavramlarinin ortak bir ¢at1 altinda toparlanarak ortak bir tanim olusturulmasi ve kontrol
unsurlarmin belirlenmesi amaglanmigtir. Boylece her tiir ve biiyiikliikteki isletmelerin kendi
i¢ kontrollerini degerleyebilecekleri, yasa koyucular ve egitmenler i¢in ortak bir hareket

noktasi saglayacak cogunlukla genel kabul goren bir yap1 olusturulmaya ¢aligiimistir

COSO Modeline gore i¢ kontrol sistemi bes bilesenden olugmaktadir. Bu bilesenler

“Coso Piramidi” veya “Coso Kiipii” ile agiklanmaktadir.

a) Coso Piramidi: Coso piramidi ile, i¢ kontrol unsurlarinin birbirleriyle olan iligkisi
ele alinmistir. Kontrol ortami temelde yer alirken, kontrol faaliyetleri ve risk degerlendirmesi
yapilarak, bilgi ve iletisim kanallarmin kullanilmasiyla gézetimin ihtiya¢ duydugu bilgiler

saglanmis olur.

izleme
£
&
=¥ Kontrol
& Eylemleri
&
<@
Risk Degerlendirme

Sekil 1.COSO i¢ Kontrol Piramidi. Kaynak: Cémert, 2013: 56.
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b) Coso Kiipii: Coso Kiipii ile, i¢ kontrol sistemi, ti¢ boyutlu ve birbirleriyle etkilesim
halinde olacak sekilde tasarlanmislardir. Kiipiin dikey kisminda i¢ kontrol sisteminin
amagclar1 faaliyetler, finansal raporlama ve uygunluk olarak yerleri belirlenmistir. Kiipiin

yatay kisminda ise asagidaki bilesenler yer alir.

Kontrol Cevresi
Risk Degerlendirmesi
Kontrol Faaliyetleri

Bilgi ve iletisim

YV V V V V

[zleme

Izleme

Kontrol Faalivetleri

Risk Degerlendirme

Kontrol Ortami

Sekil 2.Moeller, R. Robert. (2014). Executive’s Guide to COSO Internal Controls-
Understanding and Implementing the New Framework



1.2. i¢c Kontroliin Unsurlar

Yonetimin i¢ kontrol yapisini olusturmasinda ¢esitli amaglart vardir:
» Mali raporlamanin giivenilir olmasin1 saglamak,

Isletme faaliyetlerinin verimli ve etkin olmasini saglamak,

Yasa ve mevzuata uyum,

Varliklarin korunmasini saglar.

YV V V V

Hata ve diizensizlikleri 6nler, azaltir veya belirler

Isletmelerin bu amaclara ulasmasi icin etkin bir i¢ kontrol sistemi kurmalar1 ve
ylriitmeleri gerekmektedir. Bu nedenle i¢ kontrol sistemi unsurlart ve bunlarin temelini
olusturan ilkeler birbiri ile uyumlu olarak ¢aligmak zorundadir. S6z konusu bilesenlere iliskin

aciklamalara agagida yer verilmistir

1.2.1.Kontrol Ortami

Kontrol ortamu, i¢ kontrol sisteminin temel unsurudur. I¢ kontrol sisteminin amaclarma

ulagmasi i¢in etkin bir yap1 ve disiplin ortam1 saglamaktadir.

Kontrol ortami i¢ kontroliin basarili olup olamayacagini belirleyen temel unsurudur.
Isletmenin faaliyetlerini yapma bigimini ifade eder. isletmedeki i¢ kontrol ortamimin saglikli
ve etkin galisabilmesi igin {ist yonetim ve ¢alisanlarin sorumluluk ve yetkilerinin sinirini iyi
bilmesi gereklidir. Bir kurumun ¢alisma disiplinin olusumunda esas belirleyici olan yonetim
kurulu ile {ist yoneticilerdir. Yani kontrol ortaminin ana belirleyicisi olan kurum ¢alisanlarinin
kontrol bilincinin {ist yonetim tarafindan etkilenebilme derecesidir (Tiiredi ve Karakaya, 2015:
70)

Kontrol ortamu diiriistliik ve etik degerlere baglilik; i¢ kontrol sisteminin yonetim
tarafindan bagimsiz olarak izlenmesi; amaclara uygun organizasyon yapisi, raporlama, yetki
ve sorumluluklarin belirlenmesi; yetkinlige 6nem verilmesi ve i¢ kontrol sorumluluklarina

iliskin hesap verebilirlik ilkelerinden meydana gelmektedir (www.coso.org, 2013).



1.1.2.1.Risk Degerleme

Risk degerlendirme isletmenin hedeflerine ulagmasini engelleyen onemli riskleri
belirleme, analiz etme ve bu risklerin nasil ydnetilecegini tespit etme siireci olarak
tanimlanabilir. Bu sebeple isletmenin i¢ kontrol faaliyetlerini risk odakli yiirlitmesi
gerckmektedir. Risk degerlendirmesi i¢in isletmenin hedefleri agik ve anlasilir sekilde
belirlenmelidir. Isletme bu risklere kars1 gerekli tedbirleri almak zorundadir. Hedefler
belirlendikten sonra hedeflere iliskin i¢ ve dis risklerin tespit ve analiz edilmesi ve firmanin
risklere nasil tepki verileceginin arastirilip buna uygun bir erken uyart sisteminin kurulmasi

gerekmektedir (Saltik, N., 2007:15).

Risk degerlendirme dogru ve uygun amaglarin net ve anlasilir bir sekilde belirlenmesi;
hedeflere ulagilmasina yo6nelik risklerin tespit edilip bu risklerin nasil yonetilecegine iliskin
analiz yapilmasi; olast hile risklerinin ortaya cikartilip i¢ kontrol sistemini 6nemli derecede
etkileyebilecek  degisiklilerin ~ sinirlandirilmasit  ve  degerlendirilmesi  ilkelerinden

olusmaktadir.

1.1.2.2.Kontrol Faaliyetleri
Kontrol faaliyetleri firmalarin hedeflerine ulagsmasma yonelik karsilasabilecegi
risklerin tespit edilip tespit edilen bu risklerin 6nlenmesi igin gerekli 6nlemlerin alinmasina

katki saglayan politika ve prosediirlerdir.

Bundan dolay1 isletmenin faaliyetlerinin her asamasinda ve her bir biriminde
uygulanmaktadir. Kontrol faaliyetleri yetkilendirme, onaylama, bagimsiz mutabakat,

dogrulama ve performans degerlendirmeleri gibi faaliyetleri kapsamaktadir.

Kontrol faaliyetleri dnleyici, tespit edici ve yonlendirici faaliyetler olmak tizere {i¢
gruba ayrilmistir. Onleyici kontroller istenmeyen bir sonucun onlenmesine yonelik
kontrollerdir. Tespit edici kontroller istenmeyen olaylarin tespitine iliskin kontrollerdir.
Yonlendirici kontroller ise bilgi verme, koruma, tutum ve davranis seklini belirleme ve

istenen bir hedefe yonlendirme gibi faaliyetler ile riskleri kontrol altina alma yontemleridir

Kontrol faaliyetlerinin gelistirilmesi i¢in uygun kontrol faaliyetlerinin se¢ilmesi ve

uygulanmasi; teknolojiye dayali genel bilgi sistemlerinin secilmesi ve uygulanmasi ve



isletme tarafindan belirlenen politika ve yontemler ile kontrollerin uygulanmasi ilkelerinin

dikkate alinmasi gerekmektedir. (Tiredi, vd, 2015:95)
Bagslica 6zel kontrol faaliyetleri agagida belirtilmistir.

Gorevlerin ayrimi ilkesi; varliklarin korunmasi, islemleri gergeklestirme ve islemlerin

muhasebe kayitlarina alinmasinin farkl kisilerce yapilmasini ifade etmektedir.

Sermaye islemleri yapma izni; Islemlerin belirli yetki ve sorumluluklara sahip kisiler

tarafindan yapilmasi gerektigini tanimlar.

Belgelerin ve muhasebe kayitlarimin yeterliligi; Bir kurumdaki islemlerin
gergeklestigine dair belgeler (fatura, irsaliye, makbuz vs.) bilgisayar ortaminda veya disarda
saklanmalidir. Bu belgeler firmanin hesap verebilirligini, sistem verimliligini saglamak i¢in

Onemlidir.

Islemlerin muhasebe kayitlarna aktarilmasi icin muhasebe sisteminin kurulmasina

ihtiyac vardir.

Yeterli seviyede i¢ kontrol i¢in firmanin kayitlarinin ve evraklarinin fiziksel olarak
da korunmasi gerekir. Glintimiizde muhasebe kayitlar1 bilgisayar ortaminda tutulmaktadir bu
nedenle bu kayitlarin korunmasina ¢ok dikkat edilmelidir. Firmanin varliklar1 ve muhasebe

kayitlar1 cesitli fiziksel onlemlerle de korunmalidir.

Bagimsiz mutabakatlarin yapilmasi; Hata ve hilelerle karsilasmamak igin sistemin

isleyisinin siirecin disindaki bagimsiz kisilerce, degerlendirilmesini anlatmaktadir.

1.1.2.3.Bilgi ve Tletisim

Bilgi ve iletisim, i¢ kontrolle ilgili fonksiyonlarin ve belirlenen amaglarin ortaya
¢ikmasinda igletmeler i¢in gereklidir. Sistemin genelindeki kurumsal faaliyet alanlarina
yonelik bilginin ortaya ¢ikarilmasinda ve ortaya ¢ikan bilginin ¢esitli iletisim araglari
(Yatay ve dikey iletisim kanallari, raporlama vb.) yardimiyla ilgililere iletilmesine yonelik

yapilan tiim faaliyetleri ifade etmektedir.



Bilgi ve iletisim 6geleri, ayn1 zamanda i¢ kontroliin diger 6geleri arasindaki iliskiyi ve
etkilesimi saglamakta ve bu 6zelligi nedeniyle i¢ kontrol sistemi agisindan 6zel bir amag

icermektedir.

Iletisim hem firma ici hem de firma dis1 seklinde ortaya ¢ikmaktadir ve isletmenin
giinliik i¢ kontrol ¢alismalari ile ilgili bilgi ihtiyaglarii saglamaktadir. Iletisim, personelin i¢
kontrolle ilgili gorevlerini ve bunlarin onemini anlamalarimi saglar. Bilgi ve iletisim
sistemleri dogru islemedigi takdirde firma yoneticileri ve ilgili personel dogru karar
alamama, alinan kararlar1 uygulayamama ve sonucta hedeflere gerektigi gibi ulasamama gibi
risklerle karsilagabilir. Bu sebeple bilgi dogru, gilivenilebilir, az maliyetle zamaninda,

kolaylikla ulasilabilir eksiksiz ve giincel olmalidir.

Etkili bir iletisim sistemi i¢in 6nemli olan dogru bir siirecin islemesidir. Bunun igin,
firmanin en alt kademesindeki ¢alisanindan, en tistteki yoneticisine kadar tiim g¢alisanlar
icerisine alacak sekilde bir iletisim agi olusturulmalidir. Biitiin ¢alisanlara i¢ kontrol
sistemindeki yiikiimliiliikleri ve goérevleri dogru bir sekilde eksiksiz anlatilmalidir. I¢
kontroliin etkinligi i¢in sadece gerekli olan bilginin elde edilmesi yeterli degildir, ayni
zamanda bu bilginin kurum igerisinde etkili bir iletisimle oOrgiit icinde paylasilmasi
gerekmektedir. Mali tablolar icin bilgi sistemi; Isletmenin ilgili varlk ve borglarini
kaydetmek, hazirlamak, islemek, 6zetlemek, analiz etmek ve raporlamak i¢in kullanilan
muhasebe sistemi de dahil olmak tizere islemleri, kosullar1 kaydetmek igin kullanilan teknik

ve yontemlerden olusur.

Bilgi ve Iletisim ortaminda, bilginin paylasilabilir iletisim kanallarina sahip olmasi ve
bu bilginin rahatlikla faaliyetlerin tiim siireglerinde kullanilmasi, eksiksiz zamaninda ve

ihtiyaclara uygun bir sekilde ulasabilir olmasi, saklanabilmesi ve depolaniyor olmasi gerekir.

Bilgi ve iletisim, uygun ve giivenilir bilginin elde edilmesi ve kullanilmas; i¢ iletisimin

kurulmasi ve dis iletisimin kurulmas ilkelerinden olugsmaktadir. (Tigdemir, S., 2014)
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1.1.2.4.izleme

Izleme, Firmanin hedeflerine ulasmasinda makul bir giivence saglayan i¢ kontrol
sisteminin etkin ve verimli bir sekilde yiiriitiilmesini degisen kosullar karsisinda zayif

yonlerini tespit ederek i¢ kontrol sisteminin diizgiin islemesini saglayan bir siirectir.

I¢ kontrol sistemi diizenli ve siirekli bir sekilde izlenerek, sistemin eksik yonleri
belirlenir ve boylece sistemin etkinligi artirilir. Zamanla uygulanan kontrol prosediirleri ile
ic kontrol sistemi gelisir. Bu siiregte izleme, yoOnetimin sartlar degisirken ne gibi
degisikliklerin yapilmasi gerektiginin belirlemesine yardimei olur. Izleme siirekli veya ayri
ayr1 degerlendirmeler seklinde olabilecegi gibi her iki yontemin birlikte uygulanmasi
seklinde de olabilir. Yonetim, tiim kontrol sistemini degerlendirmeyi tercih edebilecegi gibi

belli kontrolleri degerlendirmeyi de tercih edebilir

Izleme, I¢ kontroliin kalitesinin belirlenmesi igin &nemlidir. Bu sebeple Kontrol

faaliyetleri uygun personel tarafindan yapilmalidir.

1.1.2.6. i¢ Kontroliin Onemi ve Amaclar

I¢ kontrol sistemi isletmelerin sinirli olan kaynaklarmin etkin bir sekilde kullanilarak
elde edilen dogru sonuglarin devamliligini saglamaktadir. Yonetime amaglarini
gerceklestirebilmesi igin makul giivence veren politika ve prosediirlerden olusur. Bu politika
ve prosediirlerin tamamina isletmenin i¢ kontrol yapisi denir. Karsimiza ¢ikacak riskleri
stirekli bicimde uygulanan i¢ kontrol sistemi ile erken tespit ederek olas1 biiyiik zararlardan
ve sorunlardan kurtarma imkani sunmaktadir. i¢ kontrol sisteminin giivenirligi yonetim
tarafinda almacak kararlara dogruluk kazandirir. Islemler yonetimin belirledigi genel ve dzel
yetkilere uygun olarak yiiriitiilmeli ve genel kabul gérmiis muhasebe ilkelerine uygun hesap
verilebilir olarak kaydedilmelidir. Varliklara ve belgelere erisim izni sadece yetki verilen
personeller tarafindan yapilmalidir. Varliklar ve belgelerin kayitlar1 karsilastirilmali ve fark

olup olmadig1 incelenmeli, fark varsa gerekli sorusturma yapilmalidir.

I¢ kontrol genelde ydnetim kurulu tarafindan ydnlendirilir. Giiniimiizde i¢ kontrol
sistemleri yonetim kuruluna yatay olarak dogrudan bagli olmaktadir. Fakat ydnetim
kurulunun da hata yapabilme olasiliginin oldugu ve denetlenmeye ihtiyact oldugu gergegini

goz ard1 edemeyiz. I¢ kontrol sistemlerinin faydalaridan birisi de i¢ kontroliin ydnetim
11



kurulu tarafindan yonlendirilmesine gerek kalmadan sistemin ihtiyag ve Onem seviyesi

dogrultusunda denetimi yonlendirmesidir.

Bu gergevede i¢ kontrol sisteminin amaglari su sekilde siralanabilir (Tim, K. , Memis,
2012:153):

> Isletme varliklarini her tiirlii hata ve hilelere kars1 korumak,

» Muhasebe bilgilerinin ve finansal raporlarin dogruluk ve giivenilirligini
saglamak,

> Isletme faaliyetlerinin yonetim politikalarina, planlara ve yasalara
uygunlugunu saglamak,

> Isletme kaynaklarmin ekonomik ve verimli kullanimim saglamak,

» Isletme faaliyetleri icin belirlenmis amagclara ve hedeflere ulasilmasini

saglamaktir.

1.1.3. Etkin Bir i¢c Kontrol Yapisimin Ozellikleri
I¢c Kontroliin temel unsurlart Muhasebe Kontrolleri ve Yonetsel Kontrollerdir.

Yonetsel Kontroller, Orgiit kiiltiiriine ve projelerine uyumu 6zendiren ve faaliyetlerin

verimliligini iyilestirmeyi amaclayan kontrollerdir.

Mubhasebe kontrolii, genel olarak gorevlendirmek ve tasdik etmek, kayit tutma ve muhasebe
raporlarinin hazirlanmasi gibi gorevler ile varliklarin korunmasi igin yapilan varliklar

iizerindeki fiziki kontroller gibi faaliyetlerin siirdiiriilmesine yonelik i¢ kontrol faaliyetleridir.

Muhasebe kontrolleri, firmalarda mali tablolarda esasina uygun kayitlarin tutulmasi
ve hatalarin 6nceden belirlenip 6nlenmesidir. Muhasebe kontrolii, kaynaklarin muhafaza
edilmesine ve mali kayit ve raporlarin aslina uygunluguna dair uygun giivence elde etmek

icin yapilir (Akbulut E., 2010:53).

Isletmelerde etkin bir i¢ kontrol yapisinin uygulanabilmesi igin i¢ kontrol yapisin
olusturan ilkelerin esas alindig1 bir diizenin kurulmasi gerekir. Bu diizenin kurulabilmesi i¢in

asagidaki kosullara ihtiya¢ vardir (Giiven, F. M., 2008:44).
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> I¢ kontrol tam ve devamli olmalidur.

> I¢ kontrol yalnizca muhasebe ve mali servislere 6zgii degil, isletmenin tiim servisleri
ile ilgili olmaldir.

> I¢ kontrol, temel bir amacin veya isin gerceklesmesi i¢in kurulmus olmali ve bu isi
ylriiten uzman bir personelin hayal giiciinii isleterek arastirmalarinda kendi yetenek

ve elestirisini kullanmas1 gerekmektedir.

Etkin bir i¢ kontrol i¢in gerekli temel ilkeler;

» Gorevlerin ayirimi ilkest,

» Kiymet hareketlerinin yetkilendirilmis olmas: ilkesi,

» Uygun belgeleme ve muhasebe kayit diizeninin var olmasi ilkesi,

» Varliklarin ve muhasebe kayitlariin fiziki korumasi ilkesi, bagimsiz mutabakatlarin

yapilmasi ilkesidir. (Ergiiden, 2020)

> Gérevlerin Ayirimi ilkesi;

Isletme organizasyonunda bir isin tiim asamalarindan bir kisi sorumlu tutuldugu
zaman, yapilabilecek hata sayisi artmakta ve yolsuzluklarin ortaya ¢ikma olasiligt
azalmaktadir. Isletmenin kapasitesi gz oOniinde bulundurularak gérevler, hata ve

yolsuzluklar1 ortaya ¢ikarip en aza indirebilecek kisiler arasinda dagitilmalidir.

Genel olarak gorevlerin ayrimi ilkesi, bir kiymet hareketinin baslangicindan,
muhasebe kayitlarina alinmasina ve tamamlanmasina kadar sorumlulugun tek bir kisi
tarafindan degil, birkag gorevli tarafindan paylasilmasini1 dngéren bir ilkedir. Ornegin; higbir
durumda siparis veren servis ile saglayan servis ayni olmamalidir. Faturalama servisi, mallar1
kabul etme servisi, 6deme servisi, birbirinden ayri1 oldugu takdirde hile yapma olasilig1

zorlasacaktir (Kuyucu, C., 2003:49).
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> Kiymet Hareketlerinin Yetkilendirilmis Olmas ilkesi;

Isletme personellerinin gérev ve sorumluluklarinin ayrintili bir bigimde yazili olarak
belirtmesi etkin bir i¢ kontrol sisteminin temel unsurlarindandir. Tiim islemler muhakkak

etkilendirilmis kisiler tarafindan yapilmalidir.

» Uygun belgeleme ve muhasebe kayit diizeninin var olmasi ilkesi;

Etkin bir i¢ kontroliin saglanmasi, uygun bir belgeleme diizeninin varligini gerektirir.
Kiymet hareketine neden olunmasi ve muhasebe kayitlarina gegirilmesi belge ile
gerceklestirilir ve sorumluluk belge iizerinde incelenir. Glivenilir muhasebe kayitlarinin
tutulabilmesi ve muhasebe bilgilerinin uygun zamanda raporlanabilmesi i¢in isletmede bir
hesap plan1 ve muhasebe el kitabi olmalidir. Etkin bir kontroliin gergeklestirilmesi i¢in

isletmede 1yi isleyen bir muhasebe organizasyonunun bulunmasi gerekir (Giiredin, E., 2000:45).

Is ve islemlerin belgelenmesi tam ve dogru olmali ve bu amagla belgeler

hazirlanirken birtakim ilkelerin dikkate alinmasi gerekmektedir. Bunlar (Arens, A., 2005:294);

» Belgeler kayiplarin anlasilabilmesi veya gerektiginde kolayca bulunabilmeleri i¢in
sira numarali olarak diizenlenmeli,

> Belgelerin uygun olarak tamamlanmasini ve sistemde uygun yerlere akisini saglamak
icin gerekli agiklamalara yer verilmelidir,

» Belgeler islemin meydana geldigi zamanda diizenlenmeli,

A\

Belgeler kolayca anlagilmay1 saglayacak sekilde diizenlenmelidir,
> Belgeler, gergekleri yansitma amacma yonelik olarak tasarlanmalidir. Ornegin,
belgede aciklama yerinin olmasi, yetki ve onay i¢in paraf yerinin olmasi, belgenin

mutlaka iki yetkili tarafindan imzalanmasi zorunlulugu gibi.

Varlhklarin ve muhasebe kayitlarinin fiziki korumasi ilkesi, bagimsiz mutabakatlarin

yapilmasi ilkesi;

Etkin bir bagimsiz mutabakat i¢in, asagidaki tic kosulun saglanmasi gerekir (Acindi, 2007:
53);

» Mutabakat islemi, varliklarin korunmasindan ve kaydedilmesinden sorumlu olmayan

personel tarafindan yerine getirilmelidir.

14



» Mutabakat, belirli araliklarla toplam olarak veya Ornekleme esas alinarak
yapilmalidir.
» Mevcut hata ve yanlisliklar gerekli olan diizeltmelerin yapilmasi amaciyla personele

bildirilmeli.

1.1.5. i¢ Kontrol Sistemine iliskin Diizenlemeler

Bu ¢alismada, i¢ kontrol sistemine iliskin belli basli ulusal ve uluslararas: diizenlemeler

incelenmeye calisilmistir.

1.1.5.1. IIA (Uluslararasi i¢c Denetciler Enstitiisii) Tarafindan Yapilan Diizenlemeler

2004 senesinde I¢ Denetgiler Enstitiisii (IIA) tarafindan Uluslararas1 I¢ Denetim
Standartlarinin kesin hali belirlenmis ve i¢ denetcilerin gérev ve sorumluluklariin sinirlar
netlestirilmistir. Standartlarin amaci, temel ilkeleri goz 6niinde bulundurarak uygulamay1
gerceklestirmek, i¢ denetim g¢aligmalarinin yiiriitiilebilmesi i¢in kurallar koymak ve i¢
denetcilere iliskin verimlilik kontrolii saglamaktir. Yap1, verimlilik ve uygulama standartlari
olmak iizere 3 kisimdan meydana gelen bu standartlar, i¢ kontrol sisteminin takip edilip

degerlendirilmesine dair planlamalar1 kapsar (Uyar, S., 2010:40).

1.1.5.2. SEC (Amerikan Sermaye Piyasasi1 Kurulu) Tarafindan Yapilan Diizenlemeler

I¢ kontrol ile ilgili planlamalar1 iceren SEC, i¢ kontrol sistemini muhasebeyle
ilgilendirerek tarihsel bir bakis agisiyla yorumlar. SEC’e gore i¢ kontrol sistemi, mali
tablolarin dogrulugu, giivenirlili§i ve muhasebe prensiplerine goére olusturulmalidir. SEC,
ilaveten bagimsiz dis denetgilere iliskin bazi diizenlemeler yapmistir. Bagimsiz denetgilere
denetim ¢alismalar1 sirasinda, idarece diizenlenen i¢ kontrol raporuna onay verme
mecburiyeti getirmistir. Bu ydntemle muhasebe skandallari nedeniyle yatirimcilarda
meydana gelen itimatsizlig1 ortadan kaldirarak, i¢ kontrol noktasinda sorumlulugu firma
yoneticilerine ve bagimsiz denetgilere vermislerdir. Bu diizenlemeyle, her yil firma
yonetimince, i¢ kontrol sistemlerinin faaliyetlerine dair bir rapor hazirlamalar1 ve bu raporlari

bagimsiz denetgilere onaylatip ¢alisma faaliyetlerinin raporlarinin eklenmesi gerekmektedir.
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1.1.5.3. Treadway Komisyonu Tarafindan Yapilan Diizenlemeler

Treadway Komisyonunun hazirladigi i¢ kontrol sistemi raporuna gore, alaninda
uzman ve hakim olan insanlardan meydana gelen bir denetim komitesi olusturulmalidir.
Verimli bir i¢ denetim ve Kaliteli bir i¢ kontrol sisteminde olmasi1 gereken énemli hususlara
dikkat edilmesi gerektigi, ayn1 zamanda davranis sekilleri, verimli bir denetim atmosferinin

olusturulmasi gerektigini ifade etmislerdir (Alikadiogullari, A., 2010:37) .

1.1.5.4. AICPA (Amerikan Sertifikalh Kamu Muhasebecileri Enstitiisii) Tarafindan
Yapilan Diizenlemeler

1947 yilinda Amerikan Sertifikali Kamu Muhasebecileri Enstitiisii tarafindan “Genel
Kabul Gérmiis Denetim Standartlart” duyurulmustur. Bu standartlar, genel standartlar, is
standartlar1 ve raporlama standartlar1 olmak tizere 10 adet standarttan olusmaktadir. GKGDS,
bagimsiz dis denetgilerin, firma i¢ kontrol sistemine iliskin yorumlamalar yapmalarini

ongormistiir (Uyar, 2010, s. 41)

1.1.5.5. IFAC (Uluslararas1 Muhasebeciler Federasyonu) Tarafindan Yapilan
Diizenlemeler

Kaliteli bir i¢ kontrol sisteminin, denetim tehlikesini tamamiyla ortadan
kaldiramayacagin1 6ne siiren IFAC, bagimsiz kontrol ¢alismalarinda denetginin, i¢ kontrol
sisteminin sadece muhasebe kayit ve raporlarinin dogru ve giivenirliligini saglamaya dair
tedbirlere yonelmeleri gerektigini ifade etmistir. Bu kapsamda, firma adina ehemmiyeti olan
ancak mali tablolara direkt bir tesiri bulunmayan politikalara odaklanmasinin gerekli

olmadig1 savunulmustur (Canbay, 2018:24).

1.1.5.6. Basel II’de Yapilan Diizenlemeler

Basel 1l prensipleri, 2004 senesinde BIS (Bank for International Settlements)
tarafindan duyurulmustur. Bu prensibe gore, mali raporlar seffaf olmalidir. Firmalarda i¢

kontroliin verimli olabilmesi igin baz1 prensipler belirlenmistir. Bu prensipler su sekilde ifade

edilebilir (Uyar, 2010:42);
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» Firma yonetimi, verimli bir i¢ kontrol sistemi olusturmali ve sistemin yeterliligini
denetlemelidir.

» Olusturulan i¢ kontrol sistemi, i¢ denetimin biriminin ¢alismalarin1 bagimsiz olarak
devam ettirmesini saglamalidir.

» Olusturulan i¢ kontrol sistemine mevzuat hazirlanmalidir,

> Olusturulan i¢ kontrol sisteminin igindeki I¢ denetim birimi yeterli derecede uzman
olmalidir.

> I¢ kontrol sistemi, Firmanmn kars1 karsiya kalabilecegi riskleri degerlendirilebilir
olmalidir,

» Firma i¢ kontrol sisteminin saglamlasmasi i¢in kontrol komitesi olusturulmaldir,

> I¢ kontrol sisteminin gelismesi ve saglamlasmasi adina dis kaynaklardan

yararlanilmalidir.

1.1.5.7. COSO Tarafindan Yapilan Diizenlemeler

Amerika Birlesik Devletleri’nde 1971’11 yillarin sonu ve 1980°1i yillarin basinda hileli
finansal rapor sayisindaki artis nedeniyle olusturulan Hileli Finansal raporlama Ulusal
Komisyonu (National Commission on Fradulent Financial Reporting) (Treadway
Commission), i¢ kontrol kavraminin yeniden diizenlenmesi gerekliligini anlamistir. Bu
komisyonun ¢alismalar1 sayesinde i¢ kontrol kavramsal olarak yeniden diizenlenmistir. Bu
amagla komisyon, Sponsor Organizasyonlar Komitesini (COSO) (Committee of Sponsorring

Organizations of treadway Commission) olusturmustur.

COSO tarafindan i¢ kontrol sistemine iliskin yapilan 6nemli ¢alismalardan birisi ABD
halka agik sirketlerin 1987-1997 yillar1 arasindaki hileli finansal analiz raporlarinin analiz
edildigi calismadir. Daha sonra 1992 yilinsa yaymlanan I¢ Kontrol ve Biitiinlesik Sistem adl1
rapor ve raporda onerilen i¢ kontrol sistemine iligkin yayinlanan diger ¢alimalar; Guidance
on monitoring Internal Control Systems’’ ve kii¢iik isletmeler i¢in olusturulan’’Internal

Control over financial Reporting Guidance for Smaller Public Companies’” adli ¢aligmadir.
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1.1.6. i¢ Kontrol Modelleri

I¢ kontrol sisteminin Diinya’da ve Tiirkiye’de genel kabul gormiis modelleri Coso,
COCO, Sarbanes-Oxley yasasi, Turnbull raporu, INTOSAI rehberi, CoBIT modeli ve

Tiirkiye’de 5018 sayili Kamu Mali Y6netimi ve Kontrol Kanunu olarak siralanabilir.

Genel kabul goérmiis i¢ kontrol modellerinin baslicalar sunlardir:

1.1.6.1. COSO I¢ Kontrol Modeli (The Committee of Sponsoring Organizations of the
Treadway Commission - Internal Control- Integrated Framework)

Genel kabul gormiis tanimiyla i¢ kontrol, yonetimin amaglarini ger¢eklestirmek ve
hedeflerine rahatlikla ulasabilmesi icin makul giivence saglamak {izere tasarlanmis bir
siirectir. I¢ Kontroliin uluslararas1 diizeyde en kabul edilir modeli olan Comittee of
Sponsoring Organizations (COSQO)’dur. COSO modelinde i¢ kontrol; firmanin faaliyetlerinin
mevzuata uygunlugunu, mali ve mali olmayan raporlamanin giivenilirligini, faaliyetlerin
varliklarin muhafaza edilmesini saglamay1 amaglar. COSO i¢ kontrol modeli birbirine bagli
olan bes bilesenden olusur; kontrol ortamu, risk yonetimi, kontrol etkinlikleri, bilgi ve iletisim
ve izleme. Bu bilesenleri gosteren COSO Piramidi ve COSO Kiipii olmak {izere iki model
vardir. COSO i¢ kontrol modeli kiipi bir kurumun tiim birimlerinin ve bu birimlerin
faaliyetlerinin, i¢ kontroliin ilkelerinin yardimiyla amaglarina erismesini ifade eder. COSO
piramidi ise i¢ kontroliin bilesenlerinin birbiriyle iliskisine dikkat ¢eker. COSO Kiipiinde
etkinlik ve birimler, amaglar ve i¢ kontroliin unsurlar1 bir kiipiin farkli ylizeylerini olusturur
ve ayrilmaz bir biitiindiir. I¢ kontrol sistemi bir¢ok uluslararasi kuruluslarca da kaynak olarak

kabul edilen ve tavsiye edilen bir modeldir.

1.1.6.2. CoCo Kanada i¢ Kontrol Modeli (Canadian Institute of Chartered
Accountants’ Criteria of Control Framework),

COSO modelinin ortaya ¢ikmasiyla birlikte 1995 yilinda, “Kanada Yetki Belgeli
Kamu Muhasebecileri Enstitiisii” kendi tilkelerindeki i¢ kontrol sistemine yonelik bir model
olusturmak i¢in “Kontrol Olgiitleri Komitesi-CoCo” yu kurmuslar ve “Kontrol Rehberi”
olarak da adlandirilan <’CoCo Raporu’’ adli calismay1 yaymlamislardir. Boylece ortaya fikri
acidan COSO modelinden daha kapsamli bir model ortaya ¢ikmistir. Modelin adindan da

anlasilacagi tizere CoCo, i¢ kontrol terimi yerine kontrol terimini kullanmigtir. COSO’nun i¢
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kontroliin igerigine dahil etmedigi amacg belirleme, stratejik yonetim, risk yOnetimi ve
diizeltici 6nlemler gibi yonetim faaliyetlerini CoCo, kontrol goriisiiniin bir unsuru olarak

kabul etmistir.

COCO, kontrol rehberinde i¢ kontrol hedeflerinin degerlendirilmesinde kullanilmak
tizere yirmi tane spesifik kriter belirlemis ve bu Kriterleri 5 kriterden olusan amag (purpose),
4 kriterden olusan sorumluluk (commitment), 5 kriterden olusan yeterlilik (capability), 6
kriterden olusan izleme ve 6grenme (monitoring and learning) olarak dort ana baglik altinda

toplamustir (IFAC, 2006)

COCO, belirledigi 20 kriteri i¢ kontroliin herhangi bir bileseninin degerlendirilmesin
de her gesit spesifik amaca uygulanabilecegini savunmaktadir. COCO, kurumun amaglarina

ulasmasinda kontroliin verecegi makul gilivence kontroliin etkinligiyle dogru orantili

oldugunu belirtmektedir (Root, Steven, 1998:147-149)

1.1.6.3. Turnbull Raporu Modeli (Financial Reporting Council; Internal Control;
Revised Guidance for Directors on the Combined Code),

Turnbull raporu adini, ¢alismay1 yapan komisyonun baskani Nigel Turnbull’dan
almustir. [k defa 1999°da yayinlanan raporun igerigi COSO modeline benzemektedir. COSO
bir uygulama rehberi 6zelligi tasimaktadir turnbull raporu ise, i¢ kontrol yapisiyla ilgili
ilkeleri belirlemektedir. Bu sebeple Turnbull raporuna i¢ kontrolle ilgili ilkeler rehberi
denilebilir. Tlk olarak yayinlandigi 1999 yilinda yayinlanan raporun gelistirilmis yeni siiriimii
2005’te yayimlanmistir. Turnbull’da Rapordan en ¢ok yarar saglayan firmalarin, i¢ kontrol
ve risk yonetimi siireglerini firmalarin esas faaliyetlerinin igine yerlestirenler oldugu tespit
edilmistir. Bu sebeple bu rapor i¢in, firmalar bu rapordaki ilkeleri uyguladiklarinda i¢ kontrol

ile 1lgili en isabetli hamleleri yapmaya ¢aligmalarini saglamaktadir diyebiliriz.

1.1.6.4. INTOSAI Rehberi
2001 yilinda Seul’de diizenlenen 17. INTOSALI toplantisinda, 1992 yilinda INTOSAI

tarafindan yayimlanan i¢ kontrol standartlar1 rehberi, COSO tarafindan yayimlanan “I¢
Kontrol: Biitiinlesik Cer¢eve Raporu”na uygun sekilde degistirilip giincellenmesine karar

verilmistir.
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INTOSAI I¢ Kontrol Standartlar1 Komitesi, kamu sektdriiniin sosyal ve politik
amaclara odaklanmasi, kamu fonlarinin ve biitce dongiisiiniin 6nemi, kamuda basari
Ol¢timiiniin karigik olmasi ve oldukca genis bir kitleye hesap verme sorumlulugu gibi
niteliksel 6zellikleri dikkate alarak “Kamu Sektérii Igin I¢ Kontrol Standartlar1 Rehberi”
(Guidelines for Internal Control Standards for the Public Sector)’ni hazirlamis, s6z konusu

rehber 2004 yilinda Briiksel’de yapilan komite toplantisinda kabul edilmistir.

INTOSATI'nin 2004 yilinda kabul edilen raporunda i¢ kontrol su sekilde tanimlanmustir.
I¢ kontrol; bir kurumun yonetimi ve personeli tarafindan hayata gecirilen tamamlayici bir
sire¢ olup asagida siralanan amaglar gerceklestirmek suretiyle; kurumun misyonunu

basarmasi i¢in riskleri gdglislemek ve makul bir giivence saglamak {izere tasarlanmistir:

» Faaliyetleri diizenli, ahlak kurallarina uygun, ekonomik, verimli ve etkili bicimde
gerceklestirme,

» Hesap verme sorumlulugunun gerektirdigi yiikiimliiliikleri yerine getirme,

Y

Yirtirliikteki yasalara ve diizenlemelere uyma,
> Kayiplara, kotii kullanima ve hasarlara karsi kaynaklari koruma. (Ibis,Catikbas,
2012:109)

INTOSATI'nin COSO modeline ¢ok benzeyen kontrol gercevesinin temel dzellikleri i¢
kontrollerin biitiinlesik bir siire¢ olmasi, i¢ kontrollerin yonetim ve diger personel tarafindan
hayata gecirilmesi, kontrollerin risklere yonelik olmasi, makul giivence saglamasi ve

amaglara ulasmak i¢in olusturulmasi seklinde aciklanmustir (Ibis, Catikbas,2012:109)

1.1.6.6. Sarbanes-Oxley yasasi

Sarbanes-Oxley, basta ABD ve Avrupa’da yasanilan ekonomik krizler, diinya devi
firmalarin mali tablolarinda oynamalar hileler yaptiklarinin ortaya ¢ikmasiyla meydana gelen
muhasebe skandallar1 neticesinde 2002 yilinda Sarbanes Oxley Kanunu (SOX) yiiriirliige
girmistir.

Sarbanes-Oxley Yasasi, 1930’lardan sonra sermaye piyasalarinda yapilan en 6énemli

degisikliklerden biri olarak kabul edilebilir. (Robert B. Thompson, 2003:99)
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Enron vakasi ABD’de yasanan en biiyiik iflas nedeniyle etkileri de cok biiylik
olmustur. Enron 62,8 milyar dolarlik varliga sahip olan bir sirket iken sirkette yapilan
yolsuzluklarin ortaya c¢ikmasi ile 2 Aralik 2001 tarihinde goniilli iflas bagvurusunda

bulunmus ve kamuya duyurmustur. (Gerald Vinten,, 2002:5)

2000’1 yillarda Enron ve WorldCom gibi skandallarinin ortaya ¢ikmasi ile, 2002
yilinda Sarbanes-Oxley Yasasi giindeme gelmistir. Enron Skandalinin, sermaye piyasalari
acisindan ¢ok gii¢lii olan bir iilke olan Amerika’da meydana gelmis olmasi, diinyada bir¢ok
iilkede de bu tiir skandallarin meydana gelme olasiligini giindeme getirmistir. Ayrica bu
skandala bagimsiz denetim alaninda diinyanin en biiyiik bes bagimsiz denetim firmalarindan
biri olan Arthur Andersen’in adinin karismis olmast diger denetim sirketlerinin de itibar
kaybetmelerine neden olmustur. Benzer skandallarin tekrarlanmamasi i¢in bir takim yasal

diizenlemeler yapilmistir. Bu diizenlemelerden biri de Sarbanes-Oxley Yasasidir.

Sarbanes-Oxley Yasasi ile halka agik sirketlerde Denetim Kurulu olusturma ve
Denetginin  denetim faaliyetlerini bagimsiz bir sekilde yiiriitmesi sarti getirilmistir.
Firmalarin iist yonetim seviyesinde agiklama yiikiimliiliigiiniin artirilmasi, halka acgik
firmalarin mali raporlama siirecindeki kalite ve seffafligin saglanmasi ve kurumsal yonetim
alanlarinda getirdigi diizenlemelerle yeni bir dénem baslamistir. Skandallar (Enron,
Worldcom gibi) neticesinde ortaya ¢ikan kurumsal yoOnetisim (corporate governance)

gereksinimi sonucunda gelisen bir yasadir.

Ozellikle ABD basta olmak iizere Avrupa’da da meydana gelen skandallardan sonra,
2002 yilinda yiriirliige giren Sarbanes Oxley Kanunu (“SOX”) ile bilhassa halka agik
sirketlerin denetiminin incelenmesi, denetgi bagimsizhiginin kuvvetlendirilmesi, sirket
yikiimliliigiinin ve iist yonetim seviyesinde agiklama sorumlulugunun artirilmasi, halka
acik sirketlerin mali raporlama siirecindeki kalite ve seffafligin saglanmasi ve kurumsal

yonetim alanlarinda getirdigi yeniliklerle yeni bir donem baglamistir.

Amerika’da meydana gelen ve Enron, WorldCom ve Adelphia gibi biiyiik sirketlerin
gerceklestirdigi yolsuzluklar sonucu iflas etmeleri tiim diinyada biiyiik bir yanki uyandirmis
sitket hissedarlar1 da olumsuz etkilemistir. Amerika, yasanan iflas olaylarindan sonra
denetim faaliyetlerinin bireysel ¢ikarlar dogrultusunda sirket faydasi 6n planda tutularak

potansiyel yatirimcilar ve kamuoyu yaniltilmaya yonelik faaliyetler seklinde yiiriitildigii
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anlasilmis ve sirket iist yonetim ve denetim firmalarmnin hile unsurlarina basvurmalarini
engellemek ve paydas haklarini korumak i¢in gesitli cezai yaptirimlar igeren Sarbanes-Oxley
Yasast’n1 yiiriirlige koymustur. Meydana gelen bu gelismelerin etkisinde Tiirkiye’de sessiz
kalmamuis ve iilkemizde vuku bulabilecek benzer yolsuzluk durumlarinin 6niine gecebilmek
adina SOX Yasasi’'na paralel ilerleyen SPK Seri X, No:19 ve No:22 Sayili tebligleri

yayimlamustir.

1.1.6.7. Tiirkiye’de 5018 sayih Kamu Mali Yonetimi

Bu yasa, kamu idarelerinin mali yonetim ve kontroliinii kapsar. Merkezi yonetim

kapsamindaki kamu idareleri, sosyal giivenlik kurumlar1 ve mahalli idarelerden olusur.

24.12.2003 tarihli ve 25326 Sayili Resmi Gazetede yayimlanarak ytiriirliige giren
5018 Sayili Kamu Mali Yonetimi ve Kontrol Kanunuyla kamu mali yonetim sistemimiz
Uluslararasi olgiitler ve Avrupa Birligi icraatlarina elverisli olarak yeniden diizenlenmis ve
bu diizenlemeyle kamuda etkili bir i¢ kontrol sisteminin olusturulmasi amaglanmistir. 5018
Sayilt kanunun 1’inci maddesinde “Kanunun amaci, kalkinma planlar1 ve programlarda yer
alan politika ve hedefler dogrultusunda kamu kaynaklarinin etkili, ekonomik ve verimli bir
sekilde elde edilmesi ve kullanilmasini, hesap verebilirligi ve mali saydamlig1 saglamak
iizere, kamu mali yOnetiminin yapisint ve isleyisini, kamu biitcelerinin hazirlanmasini,
uygulanmasini, tiim mali islemlerin muhasebelestirilmesini, raporlanmasini ve mali kontrolii
diizenlemektir” seklinde agiklanmistir. (5018 sayili Kamu Mali Yonetimi ve Kontrol

Kanunu: madde:55)

5018 Sayili Kanunun 55’inci maddesinde; “I¢ kontrol sistemi, idarenin amaglarina,
belirlenmis politikalara ve mevzuata uygun olarak faaliyetlerin etkili, ekonomik ve verimli
bir sekilde yiiriitiilmesini, varlik ve kaynaklarin korunmasini, muhasebe kayitlarinin dogru
ve tam olarak tutulmasini, mali bilgi ve yonetim bilgisinin zamaninda ve giivenilir olarak
iiretilmesini saglamak {izere idare tarafindan olusturulan organizasyon, yontem ve siirecle ic

denetimi kapsayan mali ve diger kontroller biitiinii” seklinde tanimlanmistir. ( Tiimer, S.,

2010:11-45)
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IKiINCi BOLUM

2.1. RISK KAVRAMI

Riskin ele alinig yoniine gore bir¢ok tanimi vardir. Genel itibariyle risk, “Bir olay ya

da olaylar setinin ortaya ¢ikma olasiligidir (Karacan, 2000:144)

Bir diger tanima gore ise, “planlananin gerceklesmeme olasiligi, alinan kararin dogru

olmama tehlikesi, zarar etme veya kar etmeme durumudur (Bolak, 2004:3).

Finansal sistemde risk, "isletmelerin varolus nedenlerini ve stratejilerini basariyla
yonetmelerini olumsuz sekilde etkileyecek herhangi bir olay" olarak tanimlanabilmektedir
(Anderson, A., 2001:12)

Riskin en belirgin 6zelligi tam ve net olarak bilinememesi, zamanla degiskenlik
gostermesi, olumsuz sonuglar dogurabilmesi ve yonetilebilir nitelikte olmasidir (Babuscu, S.,
2005:4)

Tanimlarda da goriildiigii {lizere ¢esitlenen risk kelimesine genel bir gerceve
belirlemek adina bu kavrama bagli olarak gelisen alt kavramlar1 da bilmek gerekmektedir.

Bunlar;

> Risk Istah1

» Risk Toleransi

> Risk Kapasitesi

» Risk Zekasi

» Kalitsal Risk (Yapisal Risk)
» Artik Risk

» Risk Kiitiigii
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2.1.1.Risk Istah

Sirketler risk istahini tanimlarken; makul biiylime, risk ve kar oran1 ya da paydaslara
deger katma Olciilerini belirleme seklinde; kar amaci olmayan kurumlar ise paydaslarina
deger katmak veya memnuniyeti/hizmeti artirmak adina kabul edebilecekleri risk seviyesi

olarak ifade etmektedir (COSO, 2004)

Risk igtahi, genis anlamiyla bir degeri elde edebilmek amaciyla bir isletmenin almay1
kabul ettigi risk oranini ifade etmektedir. Risk istahi, bir isletmenin risk yonetim felsefesini
yansitmaktadir. Ayni zamanda isletmenin kiiltiiriinii ve isletme stilini de etkilemektedir. Bir
baska tanima gore ise risk istahi, misyon, vizyon, amag ve hedefler dogrultusunda herhangi
bir zaman diliminde, isletmenin kabul etmeye hazir oldugu risk miktaridir. (Hazine ve Maliye
Bakanligi, 2013: 21)

Isletmenin, {ist yonetimin goriisii dahilinde risk istahin1 tespit etmesi isletmede risk

degerlemesine baslanmadan 6nce yapilmasi gereken bir faaliyettir.

Risk istah1 kolay ve anlasilir bir kavram degildir. Bu sebeple mutlaka 6l¢iilebilir
olmalidir. Risk istahi, temel getirilerinin yam1 sira farkli yatirnm alanlar1 firsatlarinin
belirlenmesinde iist yonetime katkida saglamaktadir. Risk istah1 kurumun kisa, orta ve uzun
vadeli planlar1 dogrultusunda olusturulmalidir. Bu sekilde planlar dahilinde yapilmadig:
takdirde kurumu bulunmak istedigi noktanin ¢ok uzagina gotiirmesi muhtemeldir.
Beklenmedik i¢ ve dis ¢evre kosullarinda kurumlarin risk istahlarinda azalma olabilecegini

sOylemek miimkiindiir.

2.1.2. Risk Toleransi

Belirli bir hedefin basarmak i¢in katlanilabilecek risk miktarini ifade etmektedir. Risk
toleransi, isletmenin hedefleri ile ilgilidir. Hedefler etrafindaki kabul edilebilir degiskenligi
belirtir. Risk istahi ve risk toleransi kavramlari risk alma ile ilgili sinirlar1 ifade etmektedirler

(Usman,O., 2018)

Risk toleransi, organizasyonun ya da kisinin katlanabilecegi risk derecesi, miktari
veya hacmidir. Bireylerin veya kurumlarin risklere karsi hassasiyetinde yiiksek tolerans risk

alma istegini, diisiik tolerans risk isteksizligini géstermektedir.
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Risk toleransi, isletme hedeflerine ulasmak i¢in her bir birimin kabul edilebilir risk
seviyesini ifade etmektedir. Risk toleransi ve risk istah1 karigtirilmamalidir. Risk toleransi,
esneklik derecesini gosterirken, risk istahi, arti bir riskin alinmamasi i¢in bir {ist sinir

belirlemektedir. Risk istah1 genis kapsamli iken, risk toleransi birim bazlidir.

2.1.3. Risk Kapasitesi

Yaygin bir agiklamayla risk kapasitesi, kurumlarin karsi karsiya kalabilecekleri
risklerin iistesinden gelebilme kapasitesini ifade etmektedir. Risklere karsi olgunluk

seviyesidir.

2.1.4. Risk Zekasi

Risk zekasi, gerceklestirilen risk yonetimi siireclerinin sonunda olusan ve kuruma has
olan bir kiiltiirdiir. Bu anlamda risk zekasi, kurumlarin risklerini verimli bir sekilde
yonetebilmeleri  adina  kazanmalar1  gereken  bir  yetenek/yetkinlik  olarak

degerlendirilmektedir (Apgar, D., 2006)

2.1.5. Kalitsal Risk (Yapisal Risk)

Kurumlarin riske iligkin siireglerini ne kadar yonetebilirsek yonetelim yine de riski
tamamen ortadan kaldiramayiz ancak makul sinirlar i¢inde riski ortadan kaldirabiliriz. Riski
yonetemedigimiz, herhangi bir miidahalede bulunamadigimiz alanlar kalitsal risk olarak

tanimlanmaktadir.

2.1.6. Artik Risk

Artik risk, kurumun zararli bir durumun olma ihtimalini veya bunlarmn tesirini
azaltmak i¢in almis oldugu tedbirlere ragmen, tam anlamiyla miidahale edemedigi, etkisini

oradan kaldiramadig: riski ifade eder.

2.1.7 Risk Kiitiigii

Risk kiitiigli; kurumun sahip oldugu temel riskler, bu risklerin etki ve olasilik
seviyeleri, kurumda bulunan risk yetkilileri ve sorumlulari ile risklerin yonetimi ve kontrol
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faaliyetleri sonucunda mevcut durum degerlendirmeleri gibi bilgilerin yer aldig1 bir belgedir.
Belgede, risklerin tiirii, alani, etkisi siniflandirilir, karsilasilabilecek riskler tanimlanir, risk

yonetiminden sorumlu yetkililerin kimligi yer alir.

2.2. RISKLERIN SINIFLANDIRILMASI

Bir kurum faaliyet gosterdigi sektorde degisik zamanlarda ve degisik sekillerde
riskler ile kars1 karsiya kalabilmektedir. Bu firmanin kurumsallagsma seviyesine, faaliyette
bulundugu sektoriin 6zelliklerine, cografi bolge dagilimina, insan kaynagina ve teknolojisine

bagli olarak risk tiirleri de farklilik gostermektedir (Bozkurt, C., 2010:20).

En yaygin siniflandirmaya gore riskleri dort ana baslik altinda toplayabiliriz. Bunlar;
finansal riskler, operasyonel riskler, stratejik riskler ve dis ¢evre riskleridir. Bir risk tiiri,
sonuglart ile itibari bagka bir risk tiirline girerken, nedenleri itibari ile bagka bir risk tiiriine

ait olabilmektedir.

Risklerin Siniflandiriimasi

Finansal Riskler Operasyonel Riskler
Piyasa Kredi ve Likidite s Operasyonian i
o Patx & Bores Sderenense = Masteri memnuniyeti - l'.l_\’all.lln.d
e R R = Urn gelistirme = Zamamnin dolmas
o Trev ol vralan = Verimlilik = Uyguniuk

S 4 * Kapasite * Is kesilmesi
EnstrOmaniar s Odeme * Crin govrin * Uriin/Servis kesintisi
* Fiyat * Yaunm yenilenmes: ® Performans * Cevre etkileri
* Nakit transfen « Kaynak o Sahtekarhk
Sermaye Finansal Raporlama Teknoloji Varhk Farisn
Yapusa * Baige ve Planlama - Gizlilik o Fiziksel Kaltara
* Sermaye * Eksiksizlik ve Dogruluk - Baranlak * Marka bozulmas: * Insan
S Bows *Mulmachs ve Hesaphima = Erigilebiliriik - Veri Kaynakkan
* Varhik / Borg - Rap< lendirmesi  tigili bilgs - Bilgi = Egitim
Dengesi = Vergilendirme < Saygbik
* Yatinm Degerlendirme
A -

Stratejik Riskler
Piyasa Santlan Yonetim Hgili Taraflarla Hligkiles
* Rekabet * Finansal Piyasalar = Liderlik « Dig kaynak = Hissedarlar « Deviet
* Hassashik = Derecelendimme * Otorite * Hedef belirleme « Iy Ortaklan = Tedarikgiler
* Sermaye yeterliligi Kurulusian * Limitler * lletigtim * Musteriler
* Sckdirel * ReasOrans

D1y Cevre Riskleri

Hukuksal Politik Diazenleme Felaket

Sekil 3. Risklerin siniflandirilmasi (Saka, Kurumsal Risk Yonetimi ve 2008 Y1l Risk
Onggriileri, s:7)
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2.2.1. Finansal Riskler

Finansal riskler, isletmenin finansal pozisyonunun ve tercihlerinin sonucunda
meydana c¢ikan risklerdir. Diger bir ifadeyle; piyasalarda olusabilecek dalgalanmalar
sonucunda veya isletmenin alacak risklerinde meydana gelebilecek olumsuzluklar sonucu,

isletmenin zarar gérmesini ifade etmektedir (Uziimcii, 2007:51).

Finansal riski; kredi ve likidite, piyasa, sermaye, finansal raporlama olarak 4 baslik

altinda toplayabiliriz.

» Kredi ve Likidite: Borcun 6denememesi, teminat, is taraflari, 6deme, yatirim
yenilenmesi ve nakit transferi.

» Piyasa Kosullari: Faiz, kur, tiirev enstriimanlar ve fiyat

Y

Sermaye Yapisi: Sermaye, borg ve varlik/bor¢ dengesi
» Finansal Raporlama: Biitge ve planlama, eksiksizlik ve dogruluk, muhasebe ve

hesaplama, rapor degerlendirmesi, vergilendirme ve yatirim degerlendirme

2.2.2. Operasyonel Riskler

Operasyonel riskler bir isletmenin temel is faaliyetlerini yerine getirmesini
engelleyebilecek hatalar, hileler, isletme i¢i yapisal diizensizlik, bilgi aligverisinin yetersiz
olmasi, pazarlama, satin alma ve finans boliimlerindeki iletisimsizlikten ve uyumsuzluktan

meydana gelen riskleri ifade eder (TUSIAD, 2008:20).
Operasyonel riskler su bes baslik altinda toplanabilir. Bunlar;

> Is Operasyonlar1: Miisteri memnuniyeti, Uriin gelistirme, verimlilik, kapasite, {irtin

cevirimi, performans, kaynak, fiyatlama, zamanin dolmasi, uygunluk, is kesilmesi,
tirlin/servis kalitesi, ¢evre etkileri ve sahtekarlik

» Teknoloji: Gizlilik, biitiinliik, erisilebilirlik ve ilgili bilgi

A\

Varlik: Fiziksel, marka bozulmasi, veri, bilgi ve sayginlik

> Kurum Kiiltiirii: Insan kaynaklari ve egitim
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2.2.3. Stratejik Riskler

Bir kurumun kisa, orta veya uzun vadelerde belirlemis oldugu hedeflerine ulagmasini
engelleyebilecek yapisal riskler vardir. Bu risklere stratejik riskler denir ve firma bu risklere
kars1 etkin bir stratejik yonetime sahip olmalidir. Stratejik riskler su ii¢ baslik altinda

toplanabilir. Bunlar;

» Piyasa Sartlari: Rekabet, hassaslik, sermaye yeterliligi, sektdrel sartlar, finansal

piyasalar, derecelendirme kuruluslar1 ve reasiirans
» Yonetim: Liderlik, otorite, limitler, dis kaynaklar, hedef belirleme ve iletisim

> llgili Taraflarla iliskiler: Hissedarlar, is ortaklar1, miisteriler, devlet ve tedarikgiler

2.2.4. D1s Cevre Riskleri

Bu riskler kurumun faaliyetlerinden bagimsiz olarak ortaya c¢ikan ancak kurumun
aldig1 kararlara bagh olarak sirketi etkileyebilecek risklerdir. Katastrofik riskler, yasal
diizenlemeler, miisteri trendleri, ekonomik ve politik degisiklikler, rakipler, sektdrdeki

degisiklikler bu kategorideki risklere drnektir. (TUSIAD, 2008:20).

2.3. RISK YONETIMi

Risk yonetimi ile ilgili birgok tanimlama vardir fakat tiim tanimlamalarin vardigi
ortak sonug risk vardir ve yonetilmesi gereken bir siiregtir. Bu siireg, yapilacak yatirimlar
karsisinda ortaya ¢ikabilecek riskler ve bu risklerin boyutunun saptanmasi ile alinacak
onlemlerin uygulanmasi olarak devam eder. Giiniimiiz degisken kosullarinda insanlar normal
olmayani zor anliyor ve dar alanda karar veriyor. Risk yonetilmedigi zaman kisith olan

kaynaklar olumsuz yonde etkileniyor.

Isletmeleri etkileyebilecek olan maddi kayiplar, ahlaki olmayan davranislar,
giivenirliligin zarar gérmesi ve yasal gereklere uygun olmama tiiriinden bir olayin isletmeyi
olumsuz bir bicimde etkilemesi risk olarak ifade edilmekteydi (Kishali & Pehlivanli,

2006:75)
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Zamanla risk beraberinde riskle miicadeleyi giindem getirmis ve ‘’risk yOnetimi

“’kavrami ortaya ¢ikmistir

Risk yonetiminde yalnizca igletme i¢in olumsuz sayilabilecek durumlardan kaginmak
degil aym sekilde olumlu durumlarn da elde edebilmek amaglanmaktadir. Risk yonetimi
sayesinde isletmelerde olumsuz durumlara kars1 savunma yapabilmenin yaninda s6z konusu
olabilecek firsatlara karsi da hazirlikli olmak miimkindiir (Uzun A. , 2011:1). Esas amag

deger tiretmektir.

Risk yonetimi, isletmelerin amaglarina ulasmasini engelleyen risklerin ve amaglarina
ulagmasii kolaylastiran firsatlarin daha onceden belirlenerek yonetilmesini saglayan

disiplinli ve dinamik bir sistemdir. (Kizilboga, 2012:83)

Risk yonetim sisteminin amaci sirketin kars1 karsiya kaldigi risklerin tiimiinii ortadan
kaldirmak degil, sirketin saglikli ve siirdiiriilebilir biiyiimesine katki saglayabilmeyi ve

sirketin risk istahina uygun riskleri almay1 amacglamaktadir. Diger bir ifadeyle;

Kisaca, risk yonetimi, sirketlerin gelecekte belirsizlik yaratacak muhtemel olaylar ile
etkin bir sekilde ilgilenmesine ve olaylarin sonug¢larinin olumsuz olma olasiligin1 azaltacak,

olumlu olma olasiligin1 artiracak tarzda tepki vermesine yardimci olarak deger yaratma

siirecine katkida bulunur. (Ozsoy, 2012:166)

2.3.1. Risk Yonetiminin Onemi

Risk yonetimi, hangi riskler daha 6nemli belirlenip bu risklerin olumsuz etkilerinin
azaltilmasi i¢in gerekli plan ve stratejilerin olusturulup risklerin etkilerinin kabul edilebilir

bir risk diizeyine getirilmesi siirecidir.

Risk yonetimi tanimina bagli olarak, belirli bir durumu siirdiirme veya belirli bir
faaliyeti gergeklestirme amacini, amaglanan hedefleri dogrultusunda ve belirli bir garantiyle
ifade etmek miimkiindiir. Ayrica, risk yonetiminin hedefleri, isletme yaklasimini yansitan
politikalara uygun olarak tanimlanmalidir. (Kaan H Aksel, 2002:1-7)

Risk yonetimi ile kurumsal yonetim arasinda oldukga yakin bir iliski bulunmaktadar.
Kurumsal yonetim; risk yonetiminin énemini dikkate alan, meslek ahlak kurallarina bagl,

dogru ve giivenilir bir yonetim felsefesini ifade etmektedir. (Dallas, 2004:47)
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Diger 6nemli risk yonetimi amaglar1 asagidaki gibidir:

Yoneticiler icin rahat bir diisiinme ortami saglamak,
Gelir istikrar saglamak

Faaliyetlerin veya iiretimin kesilmesini 6nlemek,
Stirekli bliytime firsatlarina erigim,

Olas1 kayiplar1 azaltmak, maliyetleri diisiirmek.
Hesap verebilirligi artirmak.

Mevzuata ve diizenlemelere uygunlugu saglamak.

YV V. V V V V V V

Kamuoyunda daha olumlu bir imaj olusturmak.

2.3.2. Kurumsal Risk Yonetimi

Temel olarak, bir isletmede ani olarak ortaya ¢ikabilecek durumlarin en aza
indirilmesi, kayiplar nedeniyle olusacak maliyetlerin azaltilmasi, gelirdeki siirdiiriilebilirligin
saglanmasi, yasal diizenlemelere uyum saglama gibi nedenler isletmelerde risk yonetimine

duyulan ihtiyaci ortaya koymaktadir. (Duygu Celayir, Pinar Basar, 2020)

» En cok kabul gbrmiis tanimiyla kurumsal risk yonetimi;

» Potansiyel olaylar1 belirlemek,

> Isletmenin risk alma yetenegine uygun olarak riski yonetmek,

> Isletmenin amaglarma ulasilmasi konusunda makul bir giivence saglamak amaciyla
kurulan, isletme genelinde uygulanan ve Kurul, iist yonetim ve diger tiim
calisanlardan etkilenen ve stratejileri tanimlamak icin kullanilan sistematik bir

stirectir. (PwC Business School, 22 Aralik 2009)

Kurumsal Risk Yonetimi, ¢esitli biiytikliikte ve farkli amaclar dogrultusunda faaliyet
gosteren tiim isletmeler icin risklerin biitliinlesik ve stratejik kararlar cergevesinde
yoOnetilmesi, belirlenen hedeflerle, faaliyetlerin etkin olarak gergeklestirilmesini amaglayan,
risk ile fayda-maliyet dengesinin saglanmasi igin gelistirilmis genis kapsamli ve sistemli bir
yaklasimdir. (Karalar, 2015)

Sirketin finansal ve ticari performans: hakkindaki bilgilerin kapsamli ve detayh

olarak, gercege uygun, dogru ve zamaninda agiklanmasi, bagimsiz denetim yapilmasi ve
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sirket yonetim kurulunun gézetim altinda tutulmasi gibi faktorler, iyi bir kurumsal yonetimin

vazgecilmez bir pargasidir. (Aktas ve digerleri, 2013:15.)

Gliniimiiz kosullart siirekli bir degisim i¢inde, degisimin siirekli olmasi kurumlarinda

kars1 karsiya olduklar1 risklerinde siirekli degistigi anlaminda degerlendiriliyor.

Riski, Gelecekte ortaya ¢ikabilecek i¢ ve dis etkenlerin idarelerin amag¢ ve
hedeflerinin ger¢eklesmesi tizerindeki olumlu ya da olumsuz etkileridir diye tanimlayabiliriz.
Hangi konuda olursa olsun her yonettigimiz olayda her attigimiz adimda bir riskle
karsilasabiliriz. Riskin nerden ve nasil gelecegini tahmin edemeyiz fakat onu dogru
yonetirsek istedigimiz sonuca ulasabiliriz. Iste bu yiizden kurumsal risk ydnetimine ihtiyac
duyulmustur. Riski, is zekdsim kullanarak, diisiinerek ve anlayarak yonettigimiz takdirde
firmalar1 etkileyecek biiylik zararlarla karsilasmayiz firmalarin siirdiiriilebilir ve basarili

olmast1 i¢in kurumsal risk yonetimine ihtiyag¢ vardir.

2.3.2.1. COSO “Kurumsal Risk Yonetimi- Biitiinlesik Cerceve” Raporu

COSO tarafindan yaymlanan COSO Biitiinlesik I¢ Kontrol Cergevesi (I Control
Framework )ntegrated Internal olarak adlandirilan rapor hem 6zel ve hem de kamu
sektoriinde faaliyet gosteren birgok isletmenin biinyesinde i¢ kontrol sistemi kurmasina ve

bu sistemi gelistirmesine olanak saglamistir.

2001 yilinda COSO ve Pricewaterhouse Coopers is birligi ile yoneticiler tarafindan
risk yonetiminde uygulanabilecek rehber niteliginde bir calisma hazirlanmaya baslanmistir.
Bu donem ortaya cikan sirket iflaslari ve skandallar1 sonucunda, pek ¢ok isletme paydasi
(yatirnmcilar, hissedarlar ve galisanlar) zarara ugramistir. Bu siire¢ kurumsal yonetim ve risk
yOnetimi alaninda yeni kanun, yonetmelik ve standartlara duyulan ihtiyaci daha da artirmistir.
Bu amagla, COSO 2004 yilinda “Kurumsal Risk Yonetimi- Biitiinlesik Cerceve “adli
raporunu yayinlamistir. (Saltik, 2007)

Bu rapor, mali tablolarin giivenilirligi, faaliyetlerin etkinligi ve mevzuata uygunluk
amaclarina ulasmada makul bir glivence saglamak iizere hazirlanmis ve isletmelere i¢

denetimin etkinligi ve tarafsizligi konularinda kaynak olmustur.
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Rapor, kurumsal risk yonetimi i¢in bir yol haritas1 olarak da kullanilmaktadir.
COSO’nun hazirladigi rapor ¢esitli risk yonetim araglariyla isletmenin kurumsal risk yonetim

caligmalarini giiglendirmesini saglamistir.

Ik defa 2004 yilinda yayinlanan COSO Biitiinlesik I¢ Kontrol Cergevesi (I Control

Framework zamanla yenilenmistir. En son giincelleme 2017 yilinda yapilmustir.

2.3.2.1. Kurumsal Risk Yonetim Yapisimin Unsurlar:

COSO raporuna gore, kurumsal risk yonetim tanimi asagidaki 6zelliklere sahiptir.
(Madendere, 2005:4)

» Kurumsal risk yonetimi devam eden bir siiregtir.
> Isletme biinyesindeki her birim ve birimdeki ¢alisan tarafindan uygulanir ve

etkilenir.

Y

Is stratejilerini tantmlamak icin kullanilir.

Y

Olumsuz olaylarin olasiligin1 azaltir ve firsatlari maksimize ederek is itibarini
korumay1 ve iyilestirmeyi amaglar.

Isletme yonetim kuruluna ve ydneticilerine makul bir giivence saglar.

Daha verimli uygulamalarla kurumsal tiretkenligi artirilmasi saglar.

Isletmeyi etkileyebilecek olaylari tanimlar ve risk istah1 kapsaminda riski yonetir.

Farkli ama ortiisen kategorilerle hedeflere ulagilmasini saglar.

YV V. V VYV V

Kurumsal risk yonetim, sonuca ulagmak i¢in bir aractir.

2.3.2.2. Kurumsal Risk yonetimi Amaglari

Son yillarda meydana gelen muhasebe skandallar1 ve son derece yogun bir rekabetin
yasandig1 kiiresel piyasalarda isletmelerin faaliyetlerini silirdiirmek zorunda olmalari
firmalarin st diizey yonetimlerinin kurumsal yonetimin énemini anlamasini ve i¢ kontrol

sistemlerinin etkinligini arttirmalarini zorunlu hale getirmistir.

Kurumsal risk yonetiminin kurumsal degeri yaratma, koruma ve arttirma amaci
bulunmaktadir. Kurumsal risk yonetimi, isletme degerini lic yoldan arttirabilmektedir.

(Y1lmaz, 2007).
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» Siirdiirtilebilir rekabet¢i avantaj olusturulmasina yardimei olur.
» Risk yonetmenin maliyetini en uygun diizeye ¢eker.

> Isletme basarisini arttirmaya yardimei olur.

2.4, Kurumsal Risk Yonetiminin isletmelere Sagladigi Faydalar

Kurumsal risk, kurumlar i¢in ¢ok sey ifade ediyor. Kurumlarin da aynen bireyler
gibi siirdiiriilebilir ve devam ettirilebilir olmas1 gerekir. Clinkili yonetemedigimiz, kontrol
edemedigimiz kurumlar siirdiiriilebilir kilma, yani yeni nesillere gelecek kusaklara
gotiirme olanagimiz yoktur. Hem i¢ g¢evre hem dis ¢evre kaynakli tehditler olabilir.
Kurumsal risk yonetimi bu tehditleri onceden g6z Oniinde bulundurarak sirketin

stirdiiriilebilirliginin olasiligini yiikseltir.

Kurumsal risk yonetimi, Firmalarin finansal yapilarinda meydana gelebilecek
kendilerinin kontrolleri disindaki etmenlerin gerceklesmesi durumunu da goz Oniinde
bulundurup 6nlemler alarak sirketin Omriinii uzatir ve finansal olarak saglikli bir yapiya

kavusmasini saglar.

Giliniimliz degisken kosullarinda sirketler teknoloji ile i¢ igedirler. Firmalar
teknolojik ilerlemeyi yakalamaya calisirken ¢esitli teknolojik riskler ile karsilasabilirler.
Kurumsal risk yonetimi faaliyetleri teknolojik riskleri dnceden belirleyip bu risklere kars:

onlem alinmasini veya ortadan kaldirilmasina olanak saglar.

Her iilkenin bir mevzuati vardir. Bu mevzuatlarda meydana gelecek degisiklikler
sirketlerin gelismesini veya varliklarin1 siirdiirebilmesini engelleyebilir. Kurumsal risk

yonetiminin bir faydas1 da mevzuatlara uyumu saglamaktir.

Kurumsal risk yonetimi gelecekte meydana gelecek olaylart 6nceden tespit edip
firma sahibi ve yonetim kurulunun gelecegi planlamasinda karar vermesine destek olan

bir mekanizmadir.

Kurumsal risk yonetimi, projelerin nerede dikkat edilmesi gerektigini ve bunlarin
hangi projeler oldugunu sirketlerin gérmesini saglar. Bu projelerin sirketlerin saglig: i¢in

ne kadar 6nemli oldugunu fark etmesini saglar

Sonug olarak, risk yonetim siireci:



Alman kararlarin uygun planlama ve verilerle desteklenerek firmanin finansal

kaynaklarin1 daha etkin bir sekilde kullanilmasini saglayip ciddi mali kayiplarin 6niine

gecilmesini ve belirledigi hedeflere ulagsmasini saglar.

Baska bir bakis acis1 olarak kurumsal risk yonetim sisteminin temel faydalar1 asagida

siralanmistir: (Tung, Kasimoglu, Bakkal, 2016)

YV V V V V VYV V

KRY sadece islevsel bazda, degil kurumun biitiiniinde uygulanir.

Kurumun her seviyedeki tiim personeli tarafindan etkilenir

Kurumsal yoOnetimin isleyisini artirarak, yoneticilerin daha gegerli kontroller
saglamasina imkan saglar.

Isletme risklerin en aza indirilmesinde onemli bir islev goriir ve bdylece risk
maliyetlerinin azalmasini saglar

Tehditleri onceden tespit edip Onlem almaya olanak saglar ve firsatlardan
faydalanarak kurum itibarinin zedelenmesini engelleyip gelistirilmesine yardimci
olur.

Risklerin en uygun seviyede yonetilmesini de saglar.

Y oneticilerin dogru, zamaninda ve uygun kararlar almasini kolaylastirir.

Kurum tarafindan siirdiiriilen faaliyetlerinin  etkinligini  ve verimliligini
kuvvetlendirir.

Tiim is risklerinin etkilerinin yonetilebilmesi i¢in uygun sistemin olusturulmasini
saglar.

Kurumun amag¢ ve hedeflerin gergeklestirilebilmesinde makul derecede giivence
saglayan onemli bir aractir.

Risklerin rutin olarak izlenerek kurum faaliyetlerine olan etkisinin belirlenmesini
saglar.

Kurumsal hafizay1 giiclendirerek gelecek yonetimlere avantaj saglar.

Karliligin artmasi,

Risk bilgisine daha etkin ve ¢abuk ulasilmasi,

Yatirimcilarin ilgisinin artmast,

Birimler aras1 koordinasyonu saglar ve is birligini arttirir,

Yatirimcilarin haklarini giivence altina alir.

Saglam bir risk yonetimi olusturulmasina yardimci olur.
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Sekil 4. Kurumsal Risk Yonetiminin Faydalar

Kaynak: (Saka ve Ugural)’ in Kurumsal Risk Y6netimi Sunumundan alinmstir.

2.5. Risk Yonetim Siireci
Risk yonetim siireci birbirine bagimli bes islem basamagindan olusur. Bu basamaklar:
Riskin tanimlanmasi, riskin degerlendirilmesi ve hesaplanmasi, alternatif risk diizeltme

araglari arasindan bir se¢im yapilmasi, se¢ilen alternatiflerin uygulanmasi, degerlendirme ve

kontrol siireglerini kapsamaktadir (Richard L. Daft, 1991:185).

Risk; “Kurum ya da isletmenin amag ve hedeflerine ulasmasina ve gorevlerin ifasina
engel olabilecek veya belirlenmeyen zararlara (sonuglara) yol agabilecek durum ya da

olaylar” seklinde ifade edilebilir (I¢ Denetim Koordinasyon Kurulu , 2014).
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Risk yonetimi’ ’risklerin tanimlanmasi, degerlendirilmesi ve etkisinin kabul edilebilir
bir seviyede tutulabilmesi i¢in gerekli kontrollerin uygulanmasi, gézden gecirilmesi ve

raporlanmasini saglayan bir yonetim siirecidir” (Gazi Universitesi I¢ Denetim Rehberi)

2.5.1. Risklerin Tanimlanmasi

Riskin tanimlanmasi, riskin teshisi anlamina gelmektedir. Risk tanimlama siirecinde
elde edilen bilgiler sorunlara ¢oziim getirme siirecini kapsar. Konuyla ilgili caligmalar yapan
aragtirmacilar bu siirecin teknolojik, sosyal, politik belirsizliklerin azaltilmas1 ve olasi

kayiplarin minimize edilmesi islemini kapsadigini belirtmektedirler (Hertz, Howard , 1983:9)

Riskin tanimlanmasiyla, riskli oldugu diisiiniilen 6nemli durumlarin belirsizlikleri aza
indirgenmeye calisilir. Onemli degiskenler ve onlarm belirsiz etkisini ortaya koymak igin
gelecege yonelik planlama araclar1 kullamlabilir. Ornegin, gelecekteki isletme firsatlarini
tanimak icin en iyi, en muhtemel ve en kotii bigiminde gelecege iliskin senaryolar gelistirilir
ve bu senaryolara iligskin ¢esitli olaylar tanimlanir. Bu ve bunun gibi araglar belirsizligin

azaltilmasinda yonetime yardimeci olabilir (Arman T.Tevfik, 1997:2)

2.5.2. Riskin Degerlendirilmesi ve Hesaplanmasi

Risk tanimlandiginda, risk yoneticileri onu degerlendirmelidirler. Potansiyel kaybin
ve ger¢geklesme ihtimalinin Sl¢iilmesi anlamina gelen bu islem, degerlendirme onceliklerinin
siralanmasini gerektirir. Bu siralama asagidaki gibi belirtilebilir (Therese Vaughan, Emet-
Vaughan, 1995):

> Cok dnemli riskler: Iflasla sonuclanabilecek dnemli riskleri kapsar,
> Onemli riskler: Iflasla sonuglanmayacak firmay1 borca sokacak risklerdir,

> Onemsiz riskler: Miilkiyeti veya giinliik gelirleri etkileyen finansal risklerdir.

Riskler degerlendirilirken, somut faktorler kadar soyut faktorlerde dikkate alinmadar.
Soyut faktorler, kurumun stratejik yonleri, rekabet faktorleri, gelisim ve degisim faktorleri

ve sosyal faktorlerdir.
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2.5.3. Risklere Karsiik (Cevap) Verme

Isletme y&netimi, risklerin degerlendirilmesinden sonra risklerin olusabilme
ihtimallerini, yaratacagi etkileri agisindan tahminde bulunarak, bu risklere karsi hangi
Onlemlerin alinmasi1 gerektigini belirlemektedir. Riske karsi verilebilecek karsiliklar

sunlardir:

2.5.4. Riski Kabul Etmek

Yonetimlerin, listlenmeyi daha uygun bulduklar1 seklinde cevap verme yontemidir.

Asagidaki durumlarda riskler kabul edilebilir (Tiiredi, 2020:165-177).
Dogal risk, risk istah1 i¢inde ise kabul edilir.

Riske verilecek cevaplardan (alinacak dnlemlerden kontrol etmek, devretmek veya
kacinmak) elde edilecek yararin, ilgili cevaplarin maliyetinden daha kiiciik olmasi
durumunda kabul edilir. Bazi riskler faaliyet sonlandirilmadan ortadan kalkmazlar. Faaliyeti

sonlandirmakta o kadar kolay degildir veya istenmez. Bdyle durumlarda riskler kabul edilir.

2.5.5. Riski Kontrol Etmek
Riskleri kabul edilebilir bir seviyede tutmak amaci ile kontrol faaliyetlerinden
yararlanmak yontemidir. Bu yontem g¢esitli sekillerde, yonlendirici, dnleyici, tespit edici ve

diizeltici kontroller seklinde uygulanmaktadir (Maliye Bakanlig1 , 2014).

Yapilan kontrollerle mevcut riskin korunmas: veya daha fazla olumsuz etkiler

gostermemesi saglamaktadir.

2.5.6. Riski Devretmek

Yonetimin ya da isletmenin dogrudan faaliyet alanina girmeyen ya da fayda-maliyet
karsilagtirmas1 yapildiginda isletme ya da kurum tarafindan siirdiiriilmesi uygun goriilmeyen
ve bu nedenle de risklerin yiiksek oldugu degerlendirilen faaliyetler, donanimi, mali
kaynaklar1 ve yetkinligi daha uygun olan sirket ya da kuruma devredilerek riske cevap

verilmesi yontemidir (Hasan Tiiredi, 2020:165-177).
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2.5.7. Riskten Ka¢cinmak

Isletmeler ihtiyatlilik kavrami geregi ileride karsilasabilecekleri riskleri énceden 6n
gormeli ve Onlem almalidir. Bu kavram da ileride olusabilecek riskin yonetilemeyecek derece
de biiyiik ve tehlikeli olmas1 durumunda ilgili faaliyetten vazgegilmesi veya o faaliyete son

verilmesidir.

2.6. Risk Yonetimi ve Kurumsal Yonetim iliskisi

Kurumsal Risk Yonetimi (KRY); isletmeyi etkileyebilecek diizeydeki olaylar
belirlemek, riskleri isletmenin kurumsal risk alma profiline uygun olarak yonetmek ve
isletmenin hedeflerine ulagmasiyla ilgili olarak makul bir seviyede giivence saglamak i¢in
olusturulmus; isletmenin yonetim kurulu, iist yonetimi ve diger tiim ¢alisanlar tarafindan
etkilenen ve stratejilerin entegreli sekilde belirlenmesinde kullanilan, isletmenin biitiiniinde

devam eden sistematik bir siirectir.

Kurumsal risk yonetimi faaliyetlerinin amacina uygun, verimli bir sekilde
gergeklestirilmesi i¢in en temel sartlardan biri kurumsal yonetimdir. Dolayisiyla isletmelerde
kurumsal yonetim ve buna bagli risk yonetimi uygulamalarinin amaca uygun ve etkin bir
sekilde yapilamamasi, ortaklarin ve menfaat sahiplerin finansal durum hakkinda gergegi

yansitan, dogru bilgiye ulasamamasina neden olabilmektedir.

Sirketlerin/kurumlarin toplumla olan iligkilerinin artti1 (ortakliklar, hissedarliklar,
vb.) piyasa sartlarinin gecerli oldugu bu dénemlerde kurumsal yonetim kavrami ve ilkeleri
daha cok tartisilmaya baslanmistir. Sirket biinyelerinde gerceklesen finansal ya da yonetsel

sorunlara kars1 kurumsal yonetim anlayisi yapisal ¢oziimler sunmaya caligmaktadir (Tiiredi

vd. 2015:56).
Bu ¢oziimlerden biri de KRY anlayisidir.

Kurumun geneline yayilan biitiinciil kurumsal yonetim tutumu, KRY ’nin en biiyiik
destekgisidir. Bu durumda goriliiyor ki her iki kavram birbiriyle ilintilidir. Profesyonelce
ylriitiilemeyen, yetersiz kalmig bir kurumsal yonetimin varligi, o kurumda KRY ’nin istenilen

diizeyde olamayacaginin gostergesidir.
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Kurumsal yonetim ve risk yonetimi; kurumsal politikalar1 ve yasal diizenlemelerine
uyum noktasinda ayni endiseleri tasimaktadir (Basel Committee, 2004; COSO, 2004,
Aktaran: Bhimani, 2009: 4).

» Kurumsal yonetimin hakim oldugu isletmelerin tamaminda kurumsal risk
yonetimi, i¢ kontrol yapisi siiregleri goriilmektedir (Tiredi, vd.: 71).

» Etkili KY, risk yonetimi ve raporlama, hissedar degerine biiyiik Olciide
katkida bulunup bir kuruma (PWC, 2008):

» Risk ve firsatlara iliskin daha agik ve gelistirilmis stratejik is kararlarinin
verilmesi, Operasyonel siirprizlerin etkin ve aktif gozlemlemeyle en aza
indirilmesi,

» Olumsuz olaylarin gerceklesme ihtimalinin azaltilarak ve firsatlardan
olabildigince yararlanilarak marka ve sirket itibarinin korunup gelistirilmesi,

» Dabha etkin uygulamalarla kurumsal verimliligin artmasi, konularinda yardim

eder.

Kurumsallagma siirecinin ii¢ temel 6zelligi olarak ifade edilebilen (Alayoglu, 2003:
62); degisimlerin takibi, cari olan degisikliklere uygun sekilde degisimin tesisi ve yeni
duruma ait standartlarin gelistirilmesi ilkeleri ayn1 zamanda kurumsal yonetimin tesisi ve

devami noktasinda ¢ok 6nemli hususlar olarak ortaya ¢ikmaktadir.

Ozel sektor kuruluslari acgisindan kurumsal yénetim faaliyetinin neden gerekli
oldugunu anlayabilmek i¢in gerek yerel gerekse de uluslararasi piyasalarda bas gdsteren
yonetimsel etkisizlige bagli olarak ortaya c¢ikan, isletme iflaslarina, yolsuzluk iddialarina

bakmanin faydali olacagi diistiniilmektedir (Tiiredi, vd.: 58).

Uluslararas1 baglamda kurumsal yonetim alaninda OECD kurumsal yonetim ilkeleri
gibi genel kabul gérmiis ilke ve kriterler bulunmaktadir. Tiirkiye de ise Sermaye Piyasasi
Kurulu tarafindan temel diizeyde Kurumsal Yonetim ilkeleri diizenlenmistir. Ayrica he kamu

kurumlarin1 hem 6zel sektorii kapsayacak 6102 sayili Tiirk Ticaret Kanunu diizenlenmistir.

6102 sayil1 Tiirk Ticaret Kanunu sirketlere finansal raporlama, bagimsiz denetim vb.
gibi konularm yam sira, sirketlerin yonetim kurullarinin adil, seffaf, hesap verebilir ve
sorumluluk bilincine sahip olmak gibi nitelikler yiikleyerek, kurumsal yonetim anlayisina

yenilikler getirmistir (Génen ve Yirekli, 2016: 130).
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Kurumsal yonetimin uygulanabilir olmasi i¢in yeni T.T.K.” da y6netim kurulunun
sorumluluklart agikca belirtilmistir. S6z konusu sorumluluklar (T.T.K, md.378); “Y6netim
kurulu, sirketin varligini, gelismesini ve devamini tehlikeye diistiren sebeplerin erken teshisi,
bunun i¢in gerekli onlemler ile carelerin uygulanmasi ve riskin yonetilmesi amactyla, uzman
bir komite kurmak ve gelistirmekle yiikiimliidiir. Bu madde baglaminda; kurumsal risk
yOnetimi olusturulmasi ve gézetlenmesinin de yonetim kurulunun sorumluluklar1 arasinda

oldugu anlasilmaktadir” seklinde ifade edilmistir
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UCUNCU BOLUM

3. 1. IC DENETIM SISTEMINE GENEL BiR BAKIS

I¢ denetim, i¢ kontrol yapisi risk ydnetimi ve kurumsal yonetimi denetleyen bir
faaliyettir. i¢ denetim; bir isletmenin faaliyetlerini gelistirmek ve katkida bulunmak amaciyla
tasarlanmig bagimsiz, tarafsiz ve giivence saglayan bir siire¢ olarak tanimlanmaktadir (Sinan

Aslan, 2003)

I¢ denetim, bir kurulusun i¢ kontrollerini degerlendirmek, kayitlarinin kalitesini ve
giivenligini 6l¢gmek icin kullanilan prosediirler biitiiniidiir. I¢ denetimde, degisiklikler ve
prosediirler gozlemlenir, arastirilir, sorgulanir, kontrol edilir. Eger isletme belirli bir
biiytikliigiin lizerindeyse, diizenli bir denetime yasal olarak ihtiya¢ duyulur. Tiim biiyiik

sirketler i¢ ve dis denetim departmanina sahip olmak zorundadir.
I¢ denetim ile ilgili birgok tanimlama vardir.
Uluslararas1 I¢ Denetgiler Enstitiisii (IIA) tarafindan yapilan tanima gére;

Amaci isletemeye hizmet vermek olan i¢ denetim ’isletme igerisinde kurulmus
uzman bir bagimsiz denetim islevidir. Kontrollerin ve etkinligini ve yeterliligini

degerlendirmek ve incelemek yoluyla faaliyetlerin kontrol edilmesidir’’.

Gelisen ve degisen kosullar, I¢ denetgiler Enstitiisii’niin (11A) yapmis oldugu bu
tanimlamay1 zaman igerisinde degistirmesine sebep olmustur. Uzun siire gecerli olan bu
tanimlama, isletme ¢evrelerinde meydana gelen biiyiik degisimlerle yerini ITA ‘nin 1999

yilinda yaptigi tanimlamaya birakmistir (Duygu Celayir, 2021).
1999 yilinda ITA nin yaptig1 ve uluslararasi kabul goren i¢ denetim tanimi ise sdyledir

Uluslararasi i¢ Denetgiler Enstitiisii (IIA) tarafindan yapilan tanima gore i¢ denetim,
bir firmanin faaliyetlerini gelistirmek ve onlara deger katmak amacini giiden bagimsiz ve
objektif bir giivence ve danismanlik faaliyetidir. I¢ denetim, kurumun risk yénetim, kontrol
ve yonetisim siireglerinin etkili olmasim1 degerlendirmek ve gelistirmek amacina yonelik

sistemli ve disiplinli bir yaklagim getirerek kurumun amaglarina ulagmasina yardimeci olur.
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I¢ denetim, isletme igerisinde hata ve hile gibi isletmeye zarar verebilecek nitelikteki
fiillerin O6nlenmesi hususunda isletme biinyesinde yonetime bagli olarak yiiriitiilen

denetimdir. (Dabbagoglu, 2007:164)

I¢ denetim tamiminda yer alan “giivence” ve “danisma” terimleri i¢ denetimin
genisleyen islevlerini ifade etmektedir. Ayrica tanimda yer alan “risk yonetimi” ve “kurumsal
yonetim” kavramlari da i¢ denetimin, denetim kurulunun ve iist yonetimin énemli bir unsuru

oldugunu yansitmaktadir. (Aslan, 2010:77)

Gilivence saglama gorevi, aslinda denetim faaliyetinin en temel olarak
nitelendirilebilecek gorevidir. Gilivence hizmetleri; kurumun risk yonetimi, kontrol ve
kurumsal yonetim stireclerine dair bagimsiz bir degerlendirme saglamak amaciyla kanitlarin

tarafsiz bir sekilde incelenmesidir. (Uzun, 2012:79)

Giivence saglama denetimin en nemli unsurudur. isletmelerde, dzellikle halka agik
sirketlerde iyi bir i¢ denetim sisteminin varlig1 yatirime1 ve ortaklarin sirkete duydugu giiveni
arttiran onemli bir unsurdur. I¢ denetim fonksiyonu artik 6zellikle ¢cok ortakli halka acik
sitketlerde  dogrudan  yoOnetim kuruluna bagli denetim komiteleri tarafindan

surdirilmektedir.

3.1.1. i¢ Denetimin Kapsami ve Onemi

Ozel sektdr sirketleri karmasik bir yapiya sahiptirler ve bu nedenle miisterilerine
hizmet saglama asamasinda baz1 giigliiklerle karsilagabilir. Bu komplike yapilari nedeniyle
zaman zaman teknik ve mali olarak kaynaklarini tam verimli kullanamayabilirler. Firmanin

etkin bir sekilde ¢alismasini saglamak i¢in denetim biriminin galismasi zorunludur.

Denetim; koruma, muhafaza etme kavramlariyla ¢ok yakindan iliskilidir. Kiictik ve
orta biiylkliikteki isletmeler genel olarak sahipleri tarafindan yonetilir ve kontrol edilebilir
bu tiir isletmelerde, kurum iginde ayrica bir denetim birimine veya denetgiye ihtiyag
duyulmaz. Firmalar biiylidiik¢e isletme sahiplerinin islemleri kontrol etmeleri zorlasabilir
iste bu noktadan sonra kurumsal yapinin i¢inden veya disindan gézlem, denetim, inceleme
yapan kisi veya birime ihtiya¢ duyulur. Hatta belli bir biiytikliigiin iistiinde olan firmalar i¢in
bu yasal bir zorunluluktur. Bazi isletmeler cok biiyiik olmasa bile kendi i¢ginde bir denetim

sistemi kurarak verimliliklerin, arttirabilirler.
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I¢ denetim uygulamalariin isletmelere iki onemli alanda katkida bulundugu
belirtilebilir. Risklerin optimum diizeyde degerlendirildigine iliskin tarafsiz bir teminat
verme katkisi ve etkili i¢ kontrol mekanizmalarinin ¢alismasi konusunda miisavirlik hizmeti

verme katkisi olarak bu alanlar agiklanabilir. (Fatma Tektiifekgi, 2008)

I¢ denetimin iki ana islevi bulunmaktadir. Bunlar mali denetim ve ydnetsel

denetimdir.

Mali denetim, aktiflerin varligin1 saptama, hileli iglemlerin yapilmasin1 énleme ve
varsa agiga ¢ikarma, i¢ kontrol sistemlerinin incelenmesini de kapsayan muhasebe ve rapor

verme sistemlerinin giivenilirligini kontrol etme eylemlerinden olusur.

Yonetsel denetim, klasik anlamdaki denetim sadece isletmenin mali ve muhasebe
alanlarina yonelik iken modern i¢ denetim anlayisina gore denetim tiim igletme faaliyetlerinin
ve islemlerinin denetlenmesidir. Muhasebe denetimi temel olarak genel kabul gdérmiis

mubhasebe standartlarini, ulusal ve uluslararasi standartlar1 dikkate alir.

Yonetsel denetimde esas alinacak temel, isletmenin ana sozlesmesi, yonetim ve
isletme politikalar1 ve 6zellikle isletmenin faaliyet alanini ve iretim, satis, pazarlama gibi
faaliyet siireglerini ayrintili olarak tanimlayan, karar alma agsamalarinda yetkili ve sorumlu

kisileri belirleyen yazili usullerdir (Alptiirk, Ercan, 2008)

I¢ denetimin uygulanmasindan tamamlanmasina kadar olan genel akis asagidaki
gibidir.

» Denetim plani: Denetimin ilk asamasi1 denetim plani1 yapmaktir. Sirketin kapasitesi
gz Oniinde bulundurulmali, denetim isinin kapsami ve denetim ekibinin dikkate
almasi gereken yonlerin belirlenmesi gerekmektedir. Denetim plan1 genel olarak
sirketin tiim ticari faaliyetlerini kapsamalidir. Ayrica risk yoOnetimi, kontrol ve
yoOnetim siirecine dikkat edilmesini gerekir. Denetim ekibi personeli de bu asamada
secilir.

> On arastirma ve denetleme: ideal olarak gerekli belgelerin, verilerin arastirildig1 ve
hazirlandig1 stirectir. Gerekli denetim alanlar1 belirlenir. Bu noktada gerekli
verimliligi saglamak agisindan 6nceden bildirimde bulunulabilir ve gerekli personel

ile goristlebilir. Habersiz denetimler miimkiin olsa da etkili denetimler yukarida
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belirtilen hazirliklar1 gerektirir. Habersiz denetimler genellikle hileli muhasebe
islemlerinden siiphelenilen departmanlarda yapilir. I¢ denetciler bu noktada adaletli
davranmaya ve tarafsiz kalmaya biiyiik 6zen gosterilmelidir.

> Degerlendirme raporu: Degerlendirme raporlarinin dogru, bagimsiz, eksiksiz ve
gerekli standartlara uygun olmasi gerekmektedir. Raporlamada, sadece sonuglarin
rapor edilmesi ile yetinilmemeli, ayn1 zamanda bir i¢ denetim departmani olarak
iyilestirme Onerilerinin agikga belirtilmesi de dnemli ve gereklidir.

» Takip: Takip sirasinda goriinen bir sorun bulunursa, i¢ denet¢i nedenini belirlemeli
ve ¢0ziim i¢in 6zel Onerilerde bulunmalidir. Sorun genel yontemler ile ¢oziilemiyorsa,
denetim gorevlisi konuyu bir iist yonetime tasima konusunda gerekli adimlari

atmalidur.
I¢ Denetgiler Enstitiisiiniin 1999 yilinda yapmis oldugu tanima gore i¢ denetim

“Organizasyonun faaliyetlerine deger katmak ve onlar1 gelistirmek i¢in tasarlanmis
bagimsiz ve tarafsiz bir giivence ve danigmanlik aktivitesidir. Risk yonetimi, kontrol ve
kurumsal yonetim siireglerinin sistematik ve disiplinli bir yaklagimla degerlendirilmesi ve
iyilestirilmesi yoluyla iginde bulundugu organizasyona hedeflerini gergeklestirmesine

yardime1 olur” (Uyar,2005,3).

3.1.2. i¢c Denetim Tiirleri

I¢ denetim Bes temel faaliyet alanini kapsayacak sekilde siniflandirilmis. Bunlari asagidaki

gibi siniflandirabiliriz;

> Finansal Denetim
» Uygunluk Denetimi
> Performans Denetimi

> Sistem Denetimi

3.1.2.1. Finansal Denetimler

Finansal denetim, finansal raporlardaki verilerin, varlik ve yiikiimliiliiklerin ger¢ek degeriyle,

finansman kaynaklartyla, varliklarinin yonetimiyle ve tahsis edilen biitge biitinligii ve
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eksiksizligi, finansal tablolarda kullanilan degerlendirme ve tahsis yontemleri, finansal
tablolardaki haklar veya sorumluluklar, sunum ve agiklanmasi siire¢lerinin basarili olup
olmadig1r konularinda giivence sunmayi amaclayan ve s6z konusu siireclerde bir veya

birkagini es zamanl kapsayan denetim faaliyetidir. (Toroslu, M..Vefa, 2014)

Mali denetimde i¢ denet¢i isletme yoOnetiminin hazirladigi raporlari inceler.
Hazirlanan raporlardaki mali tablolar muhasebe standartlarina uygunluklari bakimindan
incelenir. Mali tablolarin dogru ve giivenilir olup olmadig: belirlenir. I¢ denetci
gergeklestirilen faaliyetlerle ilgili mali kayitlarin dogru ve giivenilir olup olmadigini,
muhasebe standartlarina uygunlugunu, muhasebelestirme islemlerinin dogru yapilip
yapilmadigini ve isletmenin tiim faaliyetlerinin mali bilgilerinin eksiksiz bir bigimde kayit
altina alinip alinmadigini inceler. Ayrica bu bilgilerin isletme yonetimine dogru bir bigimde

aktarilip aktarilmadigi da incelenir (Isiklar Serce,Aytiil, 2017)

Mali denetim, bir kurumun mali/finansal tablolarmin genel kabul gérmiis muhasebe
ilkelerine veya isletmenin hukuki statiisu geregi baska bir muhasebe sistemine uygun
diizenlenip diizenlenmedigini belirlemeye yonelik, bu tablolarin ve bunlarin dayanagini
olusturan kayzt, belge ve diger ipuglari iizerinden yiiriitiilen ¢aligmalara dayanan ve bulgulari

denetim raporunda 6zetleyen sistematik incelemedir (Kaval, 2008:10).

Finansal raporlardaki verilerin, denetim altinda bulunan birimin varlik ve
sorumluluklarmin gergek degeriyle, mali olarak elinde bulundurmus, oldugu kaynaklarla,
kaynaklarin dogru bir sekilde yonetimiyle ve ayarlanan biitge olanaklariyla dengede olup
olmadigmin tespit edilmesidir (Alptiirk, 2008:18).

3.1.2.2. Uygunluk Denetimi

Uygunluk denetimi, Bir isletmenin mali islemlerinin ve faaliyetlerinin belirlenmis
yontemlere, kurallara ve mevzuata uygun olup olmadigini belirlemek amaciyla
incelenmesidir. Uygunluk denetimi i¢ denetgiler, dis denetciler ve kamu denetgileri
tarafindan yiirttiilir. Uygunluk denetiminin amaci, alinan kararlarin belirlenen politika ve

prosediirlere uygun olup olmadiginin incelenip hatalarin ve yanlis uygulamalarin tespit
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edilerek gelecekte telafi edilmesi imkansiz olabilecek olaylarin 6nlenmesidir. Bu nedenle

uygunluk denetimi faaliyet donemi igerisinde yapilmalidir.

3.1.3.3. Sistem denetimi

Denetlenen firmanin Yénetisim, I¢ Kontrol ve Risk Yénetimi sistemlerinin, firmanin
amagclarina ulagmasi i¢in yeterli olup olmadiginin, firmanin faaliyetlerini kesintisiz bir

sekilde siirdiirebilmesi i¢in ¢alisip ¢alismayacaginin belirlenmesi i¢in yapilan denetimdir.

Sistem denetimi, denetlenen birimin faaliyet ve i¢ kontrol sisteminin; organizasyon
yapisina katki saglayici bir yaklasimla analiz edilmesi, eksikliklerinin tespit edilmesi, kalite
ve uygunlugunun arastirilmasi, kaynaklarin ve uygulanan yontemlerin yeterliliginin

oOlgiilmesi suretiyle degerlendirilmesidir (Kogak, Kavakoglu., 2010: 119-148).

Sistem denetimi terimi 6zellikle kamu kurumlarinda yapilan denetim faaliyetlerinde

kullanilir.

“Sistem denetiminde mali raporlarin dogruluk ve giivenilirligi, faaliyetlerin
mevzuata uygunlugu ve faaliyetler yiiriitiilirken etkinlik, verimlilik ve ekonomik

unsurlarinin dikkate alinip alinmadigi kontrol edilmektedir ( Kesik, 2005: 94)

3.1.3.4. Bilgi Teknolojisi Denetimi

Bilgi teknolojileri (BT); “bir isletmenin veya kurumun, teknolojik imkanlardan yararlanarak
sistemlerin yonetimini, mali verilerini ve bunlar1 gergeklesmesi siirecinin gesitli teknolojik
metotlar kullanilarak belli araliklarla diizenli ve siirekli olarak izlenmesi, kontrol ve risk
degerlendirmelerinin yapilmasi siireclerinin denetlenmesi olarak tanimlayabiliriz. Bilgi

teknolojileri (BT); zorunlu veya istege bagli yapilabilir.

Zorunlu denetime 6rnek olarak Tiirkiye’de Bankacilik Diizenleme ve Denetleme Kurumu

(BDDK) tarafindan yapilan denetimi gosterebiliriz.

Bankacilik sektorii disinda kalan bagimsiz denetime tabi isletmelerin BT denetimleri istege

bagli olarak diger bagimsiz denetim kuruluslar1 ve denetgiler tarafindan yapilabilmektedir.
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3.1.2. i¢ Denetimin Amac ve Gorevleri

I¢ denetimin temel amaci, isletme hedef ve amaclari dogrultusunda iist yonetim

tarafindan olusturulmus kontrollerin etkinliginin ve yeterlili§inin incelenmesi, isletme

varliklarinin her tiirlii zarara kars1 korunup korunmadiginin, faaliyetlerin isletme politikalar

ile uyum igerisinde yiiriitiiliip yiiriitiilmediginin ve mali tablolara temel olusturan muhasebe

bilgilerinin dogruluk ve giivenilirliginin arastirilmasidir (Ceyhan, 2010:37).

Isletmelerde i¢ denetimin amaglar1 su sekilde dzetlenebilir (Akgiin, 1999:110 ) :

>

I¢

Siireglerin belirlenen ilkelere gore kontrol altinda tutarak dogru ve uygunlugunu
tespit etmek,

Resmi olarak defter kayitlarinda fiziki olarak bulunan isletme varliklarinin
gosterilmesini saglamak,

Uygulanan isletme politikalarinin etkinligini tespit edebilmek,

Muhasebesel olarak genel kabul goren muhasebe ilkeleri c¢ergevesinde
stirekliligini saglamak,

Ortaya ¢ikabilecek yolsuzluklarin 6niine gecerek mevcutta yapilmis yolsuzluklari
tespit etmek,

Ust yonetim dahil tiim personelin sorumluluklarini aktif ve fayda saglayacak
sekilde tistlenip tlistlenmedikleri hakkinda veriler elde etmek,

Yoneticilerin igletme kaynaklarini kullanirken istenilen 6l¢giide faydanin saglanip
saglanamadig1 konularinda kurum sahiplerine bilgi verilmesi,

Ust yonetime danismanlik saglamak, ydnetime destek saglayarak maddi olarak
kazancin arttirilarak karlilik oraninin arttirilmasi.

Yoneticilerin igletme kaynaklarini kullanirken istenilen 6l¢giide faydanin saglanip
saglanamadig1 konularinda kurum sahiplerine bilgi verilmesi,

Yonetime destek saglayarak ve iist yonetim kadrosuna damigsmanlik saglamak,
Yapilan denetimler neticesinde maddi olarak kazancin arttirilarak karlilik

oraninin arttirilmasi.

denetimin temel amaci, sirketin belirledigi stratejiye uygunlugun goézden

gegirilerek karsilagabilecek riskleri 6nceden tespit etmek, bu konuda yonetimi bilgilendirmek

ve yoneticilerin gerekli dnlemleri almasini saglamaktir. I¢ denetimin bir diger dnemli amact,
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sadece iist yOnetimin degil, tiim yoOneticilere bagli olan faaliyetlerin durumunu da
degerlendirmektir. Bu sebeple, i¢ denetcilere isletme yonetiminden sorumlu olanlara gerekli
bilgileri saglamak i¢in gerekli c¢alismalari yapma yetkisi verilmis olmalidir

(Kepekei, 1982:56).

I¢c denetim faaliyetleri sistemli ve disiplinli bir uygulama olup belirli bir plan ve
program cergevesinde gerceklestirilmesi gerekmektedir. I¢ denetim planlamasi, elde edilen
bilgilerin gézden geg¢irilmesi ve degerlendirilmesi, denetim sonucunda elde edilen bulgularin

raporlanmasi ve takibi seklinde yol izleyen sistematik bir siiregtir (Ulutas, 2007)

I¢ denetim, isletme biinyesinde bagimsiz bir degerlendirme unsuru olmakla birlikte i¢
kontrol sisteminin etkinligini Olcerek yonetime hizmet vermektedir. I¢ denetim bunu

yaparken (Sacit Y oriiker, 2004)

> I¢ kontrol sistemini ¢oziimler ve bir denetim programi hazirlar.

» Hedeflere ekonomik ve verimli olarak ulasilabilmesi i¢in kontrolleri tespit eder ve
degerlendirme yapar.

» Tespitleri ve sonuglari raporlar ve gerekmesi halinde tavsiyelerde bulunur

> Incelenen sistemdeki kontrollerin giivenilirligi ile ilgili olarak goriis olusturur ve

sunar.

3.1.3. i¢ Denetime Ihtiya¢ Duyulma Nedenleri

Isletmelerin i¢ denetime ihtiya¢ duymalar1 su nedenlere baglanmaktadir (Tiiredi vd.

2015:64-65)

» Yoneticilerin ve onlara bagl tiim personelin sorumluluklarini etkin ve verimli bir
sekilde yerine getirmelerini 6zendirir,

» Calisanlan belirlenen amaglara ulasilmasi noktasinda organizasyona dahil eder, Tim
personelin faaliyetlerinin neticelerine iliskin hesap vermesine imkan saglar,

> Ust yoneticilerin sirket kaynaklarmi verimli bir sekilde kullanip kullanmadiklari
konusunda analizler yapilir,

> Idarecilere miisavirlik hizmeti, personele egitim hizmeti saglama fonksiyonu getirir,

» Maddi kayiplarin gizlenmesinin oniine gegerek diizeltilmesini ve 6nlenmesini saglar,
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Yapilar1 geregi isletme idaresinde faal bir bigimde rol oynayamayan pay sahiplerinin
haklarinin gézetilmesi ve muhafaza edilmesini saglar.

YoOnetim ve alt kadrolar arasinda koordinasyonu saglar,

Personelin kendi yaptiklar1 isin sonuglarmi gormeleri, kendilerinin isletmeye
katkilarin1 gérme olanagi saglar,

D1s denetimin daha az zamanli ve verimli ¢alismasina imkan saglayarak bagimsiz

denetim maliyetlerini disiiriir
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DORDUNCU BOLUM

4.1.U0CLU HAT MODELI VE KAVRAMSAL CERCEVESI

Bu boliimde ii¢lii savunma hattt modeli ve bu modelin yapisi, neden giincellendigini, Uglii
Hat Modeli ve kavramsal ¢ergevesi hakkinda bilgi veriyoruz.

4.1.1. Uclii Savunma Hatti

Tiim diinyada yasanan finansal kaynakli krizler Teknolojik gelismelerin, ihtiyaglarin,
is siireglerinin degismesi, yonetim anlayisinin degismesi, tek yonlii yonetim modelinin
yetersizligi, yonetimde verimlilik arayislari, sanayi toplumundan bilgi toplumuna ge¢ilmesi
yonetim kademesini ve kararlarii etkilemesi bakimindan doruk noktasina gelmesi yonetim

alaninda hizli degisim ve gelismelerin yaganmasini zorlamstir. (Gtizelsari, S, 2000)

Kurumlar1 karsilastiklar: bu zorluklar nedeniyle birgok kuram ve model ortaya ¢ikmis
bu alanda bir¢ok deneysel ¢alismalar yapilmistir. Bu modellerden biri de “Uclii Savunma
Hatt1” (Three Lines of Defence-3LOD) modelidir.

Uluslararas1 i¢ Denetgiler Orgiitii (11A), 2013 yilinda “Etkili Risk Yonetimi ve
Kontroliinde U¢ Savunma Hatti Pozisyon Belgesi” (The Three Lines Of Defence In Efective
Risk Management and Control) isimli bir belge yaymlamistir. Bu belgeyi yaymlamalarindaki
amaglardan ilki, kurumlarin karsilastig1 riskleri daha iyi yonetebilmesi ve bu alanda ¢alisan
i¢ denetciler, risk uzmanlar1 ve uyum yoneticileri ve ilgili diger boliimler arasinda dagitilan

risk yonetimi ve kontrolii {izerinde bir koordinasyon saglanmasidir.

Bir diger amag¢ da risk yOnetimi alaninda gorev alan departmanlarin gorev ve

sorumluluklarinin net bir sekilde agiklanmasidir.

Uclii savunma hatt, risk yonetiminde tiim birimlerin gorevlerini belirleyerek iletisim
ve koordinasyonu arttirmay1 amaglayarak kurumsal faaliyetlere yeni bir gozle bakilmasini

amaglamaktadir. (11A, 2013)
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4.1.2. Modelin Yapisi ve Gelisimi
Uclii savunma hattt modelinde birinci savunma hattin1 ydnetim kontrolii ve i¢ kontrol
onlemleri, ikinci savunma hattini; risk finansal/mali kontrol, risk yonetimi, kalite ve uyum
gibi destek siiregler, iliglincii savunma hattini; i¢ denetim olusturmaktadir.
Birinci savunma hattinda yer alan birimler iist yoOnetime karsi sorumludur.

Operasyonun gergeklestirilmesi konusundaki riskleri yonetirler. Kurumlarin yiiriittiikleri
operasyon sirasinda alinan dnlemler birinci savunma hatti1 kapsamindadir (ITA, 2013: 3).

Yonetim Kurulu / Denetim Komitesi

I, Savunma I, Savunma lll. Savunma
Hatti Hatti Hatt

wiauaq sig
Jejwnuiny 121Aajuazng

Yonetim Mali Kontrol
Kontrolleri Guvenlik
& Risk Yonetimi Ig Denetim

ic Kontrol Kalite
Onlemleri Teftis
Uyum

Sekil 5.1IA, Etkili Risk Y&netimi ve Kontroliinde Ug Savunma Hatti Pozisyon Belgesi.

Dolayistyla birinci savunma hattindaki tiim ¢alisanlar {ist yonetimle birlikte iist
yonetimin belirledigi kural ve i¢ kontrol 6nlemlerini birlikte gelistirmektedirler.

Kurumlarin karsisina ¢ikabilecek risklere ilk tepki verilen ve miicadele edilen hat
birinci savunma hattidir bu nedenle en 6nemli hat olarak nitelendirilmektedir.

Ikinci savunma hattinda ise iist yonetime raporlama yapan, risk ydnetimini yiiriiten ve
kontrol tasarim hizmeti sunan birimler yer almaktadir. Bu birimler risk yonetimi, finansal
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kontrol, bilgi islem, giivenlik, kalite kontrol, insan kaynaklar1 vb. yonetim birimleridir. Bu
birimler birinci savunma hattinda gerceklesen faaliyetlerin gelistirilmesine yardimer olurlar.
Riskin tespiti ve bildirilmesinde ilgili birimlere yardimci olan destek birimleri seklinde

tasarlanmiglardir.

Ust yonetim, birinci savunma hattiin dogru calisip calismadigini ve geregince
caligmiyorsa nasil ¢alismasi gerektigi konusunda ikinci savunma hattindan faydalanir.

Modelin iigiincii savunma hattinda ise i¢ denetim vardir. I¢ denetim departmaninda
calisanlar yonetim kurulu tarafinda atanir. i¢ denetimin en 6nemli gérevlerinden biri birinci
ve ikinci savunma hatlariin risk yonetimi ve kontrol hedeflerine ulasip ulasamadiklar1 ve
nasil ulasabilecekleri konusunda, {ist yonetim ve yonetim kuruluna rapor diizenlemek ve

boylece giivence ve danismanlik hizmeti saglamaktir.

Uclii savunma hatt1 modelinde bu ii¢ savunma hattinin disinda kurum ile bag1 olmayan
dis denetim birimleri ve diizenleyici kurumlarda vardir. Bu birimlerin kurumun genel
yonetisim ve kontrol yapist agisindan sorumluluklart vardir. Bu sorumluluklart 6zellikle
bankacilik gibi sektorler i¢in gegerlidir. Dis denetim ve diizenleyici kurumlar ilave bir

savunma hatt1 olarak degerlendirilir.

4.1.3.Uclii Savunma Hattinin Temel Bilesenleri

Uglii Savunma Hatti modelinde sorumluluklar, asagidaki gibi siiflandirabiliriz

» Birinci savunma hatti: riskleri alan ve yoneten operasyonel yonetim birimleri.
> Ikinci savunma hatti: riskleri izleyen risk yonetimi ve uygunluk birimleri.

> Ugiincii savunma hatt1: bagimsiz giivence saglayan bir i¢c denetim birimi.

4.1.4. Modelin Eksik Yanlan

Uclii savunma hatt1, kolay, anlasilir ve genis kesimlerce uygulanmasina ragmen finansal
hizmetlere dayanmasi nedeniyle daha cok finans sektoriinde kabul goérmiistiir. Ayrica
uygulamada karsilasilan aksakliklar ve risklere karsi tutumu nedeniyle birgok elestiriye

maruz kalmistir.

Bu sistemde risk sorumlulugu kurumun tiim ¢aliganlarina yiiklenmis yonetim kurulu ve iist

yonetim sistemin igine dahil edilmemistir. Bu da bir¢ok elestiriye neden olmustur.
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Her bir savunma hattindaki birimlerin kendisinden sonra gelen savunma hattinda yer
alan birimlerle birbirinden baglantisiz ve iletisiminin kopuk olmasi diger bir elestiri
konusudur. Bunun en biiyiik sebebi tiim birimlerin sadece iist yonetime bilgi ve raporlama
veriyor olmasidir. Uglii Savunma hattindaki birimler kendinden sonra gelen savunma hattinin
varligi nedeniyle kontrol islemleri ve risk tespitlerini yeterli ve saglikli bir sekilde
yapmayarak, sonra gelen savunma hatlarina sorumluluk yiiklemesi en 6nemli eksiklikler

arasinda gosterilmistir.

Ugiinciisii, risklere karsi sadece savunma durusundan siyrilip, risklerin getirdigi firsatlardan

da yararlanilmasi gerekliligine vurgu yapilmamis olmasidir.

Bu elestiriler Uluslararas1 I¢ Denetciler Enstitiisii tarafindan dikkate alinarak gerekli
caligmalar yapilmis ve bir takdim dokiimani yayinlanmigs. Modelin gozden gegirilme
slirecinin gerekgeleri olarak (Aktaran;Burca, 2020)
» Modelin ilk yaymlandig1 déneme gore birgok degisiklikler olmasi,
» Organizasyonlarin dogalarinin ve operasyonlarini yiiriittiikleri ortamlarin degismesi,
> Ug hattin rolii ve pozisyonlari ile i¢ denetimin kurumsal basariya sagladig1 katkilarin
degismesi,

» Modelin kapsaminin, deger korumaktan, deger yaratmaya dogru genisletilme amaci,

A\

Degisen paydas beklentileri ve organizasyonlarin artan karmasikligi,

» Son yillarda art arda gelen skandallar ve krizler neticesinde kurumlara olan gilivenin
sarsilmasi, modelin zayif taraflar1 gii¢lendirilirse, modelin kurumlara olan giivenin
tekrar insa edilmesine ve onlarin amaglarinaO ulasmasina yardimei olacagi, bdylece
paydaslarmin beklenti ve ihtiyaglarma en iyi sekilde hizmet edebilecekleri

hususlarinin ifade edildigi goriilmektedir.

Takdim dokiimaninda, model ile ilgili olarak yapilan ana elestirilerin;

» Modelin ¢ok siirlt ve siirlayici oldugu,
» Firsat ve tehditlerin belirlenmesi, analizi ve hazirligl i¢in daha proaktif yaklasim
yerine, savunmaya (defansa) odaklandigi,

» Kati (rijit) bir yap1 6nerdigi,

v

Etkin ve verimli olmayan operasyonel silolar olusturmaya egilim olusturdugu,
» Modern organizasyonlarin mevcut gerceklerini yansitmak igin yeterli donaniminin

olmadigy,
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>

Hatlarin belirsizlesmesini (blurring of the lines) (6rnegin; iiclincii hatta yer alan i¢
denetimin ikinci hatta yer alan uyum, risk yonetimi sorumluluklarini da yiiklenmesi

gibi) agiklayamadigi ve buna rehberlik edemedigi hususlarinin oldugu belirtilmistir.

Takdim dokiimaninda, modelde gelistirme firsat1 olan alanlarin;

>

Risk yonetimi ve kontrolleri, yonetisimin (governance), organizasyonel basarimin
desteklenmesi ve deger yaratiminin bir pargasi olarak ele alinmasi,

Organizasyonun amaglarmin daha ileriye tasinmasi i¢in proaktif ve duyarh
yaklagimlari tesvik etmesi,

Stratejik oncelik ve operasyonel ihtiyaglar dogrultusunda is birligi ve koordinasyonun
onemine dikkat ¢ekilmesi,

Bireysel fonksiyonlarin rol ve sorumluluklari ile, onlarin yonetisim, organizasyonun
basarist ve deger olusturmaya ortak katkilarinin daha net ifade edilmesi,

Modelin daha esnek ve ¢evik kullanimi i¢in firsatlarin belirlenmesi,

Ozellikle sektor, biiyiikliik ve olgunluk yénleriyle organizasyonel farkliliklarin
dikkate alinmas1 ve herhangi bir organizasyon icin kullanima hazir olabilmesi,
Modeli ¢ok karmasiklastirmadan, dis paydaslarin yonetisime, kurumsal basariya ve
deger olusturmaya katkilarinin dikkate alinmasi,

o5

I¢ denetimin, “ii¢iincii savunma hatt:” tanimiin, “stratejik ortak” ve “giivenilen
danisman” rollerini icerecek sekilde genisletilmesi,
Hatlarin belirsizlesmesinin ve uygun emniyet noktalarinin agiklanmasi,

Modeldeki iyilestirmelerin grafiksel olarak gdsterimi

Oldugu belirtilmistir.

Takdim dokiimaninda belirtilen tiim bu konular ele alindiginda, modelin gézden gegirilmesi

kararinin yerinde bir karar oldugu goriilmektedir.

Uluslararas1 I¢ Denetim enstitiisii calisma ekibinin lideri ve IIA Kidemli Baskan Yardimcisi

Jenitha John’a gore gibi yirmi yil1 agkin bir siiredir, risk yonetimi ve kontrol

sorumluluklarini {i¢ ayr1 ¢izgide tanimlamadaki sadeliginden etkilenerek kullanilan eski

modeli benimseyen sayisiz kurulus siirekli gelisen bir risk ortami zeminine kars1 amagclarini
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ve kosullarii géz 6niinde bulundurarak kendilerine uygun, pragmatik yapilarini

belirlemeleri i¢in yeni bir modele ihtiya¢ duymaktayd: (11A, 2019)

Ciinkii kurumsal stratejik amag¢ ve hedeflere ulasilmasini saglamak ve giiclii

yonetisim ve risk yonetimini desteklemek i¢in etkili yapilara ve siireclere ihtiyag vardir.

Bu nedenle Uluslararasi I¢ Denetgiler enstitiisii (IIA) 20 Temmuz 2020 tarihinde Uglii
Savunma Hatt1 modelini giincelleyerek Uglii Hat Modelini yayinladi. Bu modelde yapilan en

dikkat ¢eken degisiklik “’savunma’’ kelimesinin kaldirilmis olmasidir.

Ciinki risk yonetiminin; sadece savunma, risk almama, risklerin minimize edilmesi
olmadig, karsilasilacak risklerin dogru degerlendirilip bu riskleri firsata ¢evirme olasiliginin
da gbz oniinde bulundurulmasi gerekmektedir. Bu giincelleme ile dogru miktarda, dogru

riskleri almaya ve firsatlar1 degerlendirmeye tesvik eder nitelikte olmustur.

Uclii Savunma Hatti modelinde risk yonetimi sadece degeri koruma yoniinde
caligmaktaydi. Giincelleme ile artik modele ‘’deger yaratma’ *da eklenmistir. Bu prensip ile
birlikte kurumda ortaklasa ¢alisan tiim birimler birbiriyle ve paydas menfaatleri uyumlu hale

geldiklerinde deger yaratma ve degerin korunmasina katkida bulunabileceklerdir.

2 13

Ilke temelli yap1 olusturulmustur: yeni modelde; “yonetisim”, “ydnetisim organi

b b 13 19 (1% 19 ({5

rolleri”, “yOnetim ve birinci ve ikinci hat rolleri”, “Uiglincii hat rolleri”, “iiclincii hattin

bagimsizhig1”, “deger yaratma ve koruma” adi altinda alt1 ilke olusturulmustur.
Bu ilkeleri su sekilde 6zetleyebiliriz.

1. ilke; bu yap1 ve siireglerin yonetisim organi tarafindan saglanmasi

2. ilke; yonetim basamagini olusturan birinci ve ikinci hat rollerin belirlenmesi

3. ilke; i¢ denetimin bagimsizlig1 ve tarafsizlignin, nesnel giivence ve danigmanlik

faaliyetlerinin 6n plana ¢ikarilmasi

4. ve 5. ilke; hatlardaki tiim rollerin, koordine i¢inde ¢alismasinin gerekliligi
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6. ilke ifade edilerek ilk modelin tersine hatlardaki rol ve sorumluluklar belirlenmistir. Yeni
model, daha etkili uyum, is birligi, hesap verebilirlik ve hedefler elde etmek i¢in yonetim, i¢
denetim ve yonetisimden sorumlu olanlarin etkilesimlerini ve sorumluluklarin1 daha iyi

tanimlamak ve yapilandirmak igin tasarlanmustir. (Ozbilger, 2021:40-54)

4.2.Uclii Hat Modeli

IIA’in 20 Temmuz 2020 tarihinde acikladigi yeni “Uclii Hat Modeli”ne
gore; yonetisim organi, yonetim, i¢ denetim ve dis giivence saglayicilar modelinin ana
unsurlarini  olusturmaktadir. Yukar1 dada bahsettigim gibi {iglii Savunma hattinin
giincellenmesinin en énemli sebeplerinden biri rol ve sorumluluklarin uygun bir bigimde
aciklanmamis olmasidir. Modelin giincellenmis versiyonunda bu rol ve sorumluluklar detayli

bir sekilde agiklanmistir.

YONETISIM ORGANI

Kurumsal gozetim konusunda paydaslara hesap verebilirlik

Yonetisim organi rolleri: diristlik, liderlik ve seffaflik

[l ]

YONETIM ORGANI
Kurumsal amaglara ulagmaya yonelik R
eylemler (risk yonetimi dahil)

iC DENETIM

Bagimsiz giivence

Birinci Hat ikinci Hat B .
. . Uglincli Hat rolii:
Rolleri: Rolleri:

. i X o Amaclara ulagsmakla
"I\a"l.uster_llere Riskle iliskili ilgili tiim konular
riin / hizmet konularda hakkinda bagimsiz

Sun-ulr?ash ) uzn;ahllll(, ve objektif,
riskin estek, izleme giivence/tavsiye
yonetilmesi ve sorgulama

Sekil 6.1IA nin Uclii Hat Modeli.
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Modele gore 6zetle;

» YoOnetisim organi olan yonetim kurulu, gézetimle,

» Yonetim, kurumsal amaglara ulagmaya yonelik (risk yonetimi dahil) gerekli

aksiyonlart almakla,

> I¢ denetim, amaglara ulasmakla ilgili tiim konular hakkinda bagimsiz ve objektif

giivence ve tavsiyeler vermekle,

» Dis giivence saglayicilar ise, paydaslarin menfaatlerine hizmet eden diizenlemelere

iliskin beklentiler ve diizenleyici otorite beklentilerini karsilamakla sorumludur.

Her bir birim kendi sorumlulugunu yerine getirmeli ve diger hatlardan beklememelidir.
Ornegin, kurumsal risk boliimiinde, karsilasilabilecek risklerin tespiti dogru yapilip buna
kars1 onlemler alinmali bir sonraki hatta yer alan birimlerin gerekli dnlemi almasi ve riskleri
yonetmesi beklenmemelidir. Yonetim kurullari/denetim komiteleri i¢ denetimi gozetmekle

yiikimliidiir.

4.2.1. Yonetisim Orgam

Isletmelerin hedeflerine ulasip ulasmadigima dair paydaslara karsi hesap verme gorevi
olan organdir. Hesap verebilirlik; yonetisim organinin paydaslara karsi, diirtistliik, seffaflik
ve liderlik rollerini tasimasini gerektirir. YOnetisim organi; risk dahil kurumsal amaglara
ulasmak icin gerekli gorevleri iistlenmelidir. I¢ denetimin bagimsiz tarafsiz bir sekilde

gorevini yapmasi ve giivence sunmasini saglamakta yonetisim organinin gérevlerindendir.

Y onetisim organi gorevlerini 6zetle su sekilde ifade etmek miimkiindiir (1A, 2020:99):

» Paydaslara hesap verebilirligi kabul eder,

» Paydaslarin Menfaatlerini gozetir,

» Diiriist, Liderlik, Seffaflik ana rol ilkesidir,

> I¢ sistemlere ve destekleyici birimlere iliskin yapilar1 ve siiregleri tesis eder,

gdzetimini yapar,

v

Icraci ve denetleyici komitelerin kurulmast,

A\

Bagimsiz ve gerekli yeterlilikte bir i¢ denetim fonksiyonu olusturulmasi,
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» Yonetime sorumluluk devreder ve kaynak sunar

» Yasal ve etik beklentiler ile diizenleyici otorite beklentilerine uyumun gozetimi

4.2.2.Yonetim Orgam

Birinci ve Ikinci Hat: Yonetim, birinci hat olarak; isletmenin hedeflerine ulasmasi icin
faaliyetleri ve isletme i¢i kaynak kullanimimi yénetir, yonetisimle olan iletisimi saglar. Uriin
veya hizmetin miisteriye ulastirilmasi islevlerini icerir. Risklerin yonetilmesi ile iligkili

konular hakkinda uzmanlik, destek, izleme ve sorgulama saglar.

Ikinci hat rolleri; risk y&netimine iliskin yasal mevzuat ve etik ilkelere uyum, i¢ kontrol
sistemlerinin yiiriitiilmesi, bilgi ve iletisim teknolojilerinde giivenligin saglanmasi,
stirdiiriilebilirlik ve kalite glivence sisteminin saglanmasi gibi rolleri iistlenir. Bu roller ile
birinci hatta ¢alisan kisilere uzmanlik destegi saglar. Birinci ve ikinci hat ¢aligsanlari, rollerini

es zamanli ve birbirleriyle etkilesim ve iletisim i¢inde yiiriitiirler. (Baloglu,2021:113)

4.2.3. Uciincii Hat: i¢ Denetim

Dogrudan iist yonetime karsi sorumlu, bagimsiz ve nesnel bir sekilde kurumlarin risk
yonetimi, kurumsal yonetim ve i¢ kontrol yapilarmin etkinligini degerlendirmek ve
gelistirmek amaciyla tasarlanan nesnel giivence saglama ve danigmanlik faaliyetlerinin

yuriitiilmesi olarak tanimlanan i¢ denetim islevi (Lee, 2016)

Ic denetim fonksiyonu bir kurumun kendi icindeki siireglerini iyilestirmek
faaliyetlerini gelistirmek o faaliyetlere deger katmak amacli yapilan sistematik ve bagimsiz

bir kontrol ve danigmanlik yani kontrol ve rehberlik faaliyetidir.

I¢ denetimi sdyle dzetleyebiliriz i¢ denetim bir kurumun faaliyetlerini gelistirme
amaciyla o faaliyetlere deger katmay1 saglamay1 amaglayan bagimsiz ve tarafsiz giivence ve
danismanlik faaliyetleridir. Modern bir bakis agisinda; siireglere ve bu siireclerin nasil daha
iyi olabilecegine odaklanan bunlar1 bagimsiz ve tarafsiz yani objektif bir goz olarak inceleyip
onerilerini de katan bir danismanlik ve kontrolii de katan bir giivence hizmeti icra etmek

anlamina geliyor. YoOnetisim organina karst sorumlulugu vardir ve ydOnetim
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sorumluluklarindan bagimsizdir. Islerini yaparken istedigi bilgilere istedigi zamanda
ulagabilmesi ve yonetisim organinin bu siirecte miidahale etmemesi gerekir.
Elde ettigi bilgileri hem yonetim hem de yOnetisim organina rapor olarak iletmekle

sorumludur. Bu gorevi yaparken i¢ ve dis glivence saglayicilardan yararlanabilir.

I¢ denetim hatt1, yonetisim organina kars1 hesap verebilirligi kapsaminda kurum risk
yonetiminin etkinligi ve etkililigi hakkinda raporlama yapar. Kurumun amaglarina
ulagmasimi saglama yoOniinde yardimci olmak, gelisme ve iyilesmeyi siirekli tesvik
amaglariyla i¢ kontrol de dahil olmak {izere yonetisimin ve risk yonetiminin yeterliligi ve
etkililigi ile ilgili olarak yOnetime ve yOnetisim organina giivence saglar. Dis giivence
saglayicilari, kurumun, paydaslarin ve diizenleyici otoritelerin mevzuata uyumu konusundaki

beklentilerini karsilama yoluyla giivence saglamaktadir (I11A, 2020:5).

I¢ denetim Uglii Hat Modelinin son halkasi iigiincii hat olarak karsimiza ¢ikmaktadir. Yani
riski karsilay1p ydnetebilecegimiz ve aksiyonlari olusturacagimiz son asamadir. I¢ denetim
biriminin bu hatta ait i¢ kontrol sistemi kurma, risk yonetim sistemi olusturma, diger hatlar
adina ¢aligma gibi bir sorumlulugu bulunmamaktadir. Zira i¢ denetim miistakil bir hat olarak

tiim bu agamalarin giivence noktasidir. (Karakaya,vd, 2022)

I¢ denetim raporlamalarini bagimsiz ve hicbir miidahaleye izin vermeksizin hazirlar ve

incelemelerini gerceklestirir ve raporlamalarini yonetisim organina sunar.

4.2.4.D1s giivence saglayicilari,

Isletme disindan bagimsiz denetgiler, ortak tesebbiis paydaslari, uzman gériislerini

veya liglincii taraf denetim sirketleri gibi konusunda uzman olan kisilerdir.

Dis giivence saglayicilari, kurumun, paydaslarin ve diizenleyici otoritelerin mevzuata

uyumu konusundaki beklentilerini karsilama yoluyla giivence saglamaktadir (ITA, 2020: 5).
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4.3.Uclii Savunma Hatti ile Uclii Hat Arasindaki Farkhliklar

Uclii Savunma Hatti Modeli Uclii Hat Modeli
- Statik; Savunmadan kaynakl Dinamik; Savugma} Xamnda riskin
Model Tiirii durasan bir vapi getirdigi
& yap firsatlardan yararlanma

Reaktif; geleneksel yapi, Savunma Reaklif ve P .roal.(tlf;

Yaklasim odakl1 Mode.r'nles.tlrllmls ve
tek se en’ek giiclendirilmis yap1, Farkli
¢ ) secenekler.

Gorev ve Gorev ve sorumluluklar

Sorumluluklar

belirgin degildir

Gorev ve sorumluluk belirgindir

Koordinasyon

Hatlar aras1 isbirligi, koordinasyon,
esglidiim yoktur.

Hatlar aras1 igbirligi, koordinasyon ve
esglidiim vardir.

Bilgi Akis1 Bilgi paylagimi yok (silo zihniyeti) Bilgi paylagimi mevcut
Hatlar arasi iliski mevcut, iletisim
Hatlar Arasi Iletisim Hatlar aras: iliski diizeyi diistik siirekli ve

eszamanlt sekildedir

Tletisim Yonii

Hatlar aras1 iletisim iliskisi dikey
olarak tek
yonlii iiste dogru

Hatlar aras1 iligki her iki yone dikey
ve
yatay olarak gergeklesmektedir

Tablo 1Hatlarin Farkliliklar1 (Ozbilger,2021)

4.4, Arastirmanin Amaci

Kurumlara ve kurumlarin yonetim birimlerine yeni bir bakis acis1 saglayacak modeller

degerlendirilmekte, bunun igin ne gibi ¢alismalar yapilmali, yeni ¢ikan modelin i¢ denetime

saglayacag1 avantajlar ve i¢ denetimin gelecek rolil yeni bir bakis acisiyla ele alinmaktadir.
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4.5. Arastirmada Kullamilan Veri Toplama Yontemi

Arastirmada veri toplama yontemi olarak; konuyla ilgili mevcut kaynaklarin incelenmesi
yoluyla veri elde etme yontemi kullanilmistir. Genis bir literatiir taramasi yapip teorik bilgiler

ve diizenleyici mesleki kuruluslarin 6nerdigi uygulamalar ¢ercevesinde ¢alisilmistir.

4.6. Arastirma Bulgulan

Veri toplama yontemi olan konuyla ilgili mevcut kaynaklarin incelenmesi yoluyla genis bir

literatiir taramasi yapilmis ve elde edilen sonuglar agsagida agiklanmistir.

5.Sonu¢

Basta ABD ve Avrupa’da yasanilan ekonomik krizler, diinya devi firmalarin mali
tablolarinda oynamalar hileler yaptiklarinin ortaya c¢ikmasiyla meydana gelen muhasebe
skandallar1 neticesinde diinyada bircok tilkede de bu tiir skandallarin meydana gelme olasilig1
giindeme gelmistir. Bu skandallardan sonra, 2002 yilinda yiiriirliige giren Sarbanes Oxley
Kanunu (“SOX”) ile bilhassa halka agik sirketlerin denetiminin incelenmesi, denetgi
bagimsizliginin kuvvetlendirilmesi, sirket ylikiimliiliigiiniin ve {ist yonetim seviyesinde
aciklama sorumlulugunun artirilmasi, halka agik sirketlerin mali raporlama siirecindeki kalite
ve seffafligin saglanmasi ve kurumsal yonetim alanlarinda getirdigi yeniliklerle yeni bir

donem baglamstir.

Glinlimiiz kosullar1 siirekli bir degisim i¢inde, degisimin siirekli olmasi kurumlarinda
kars1 karsiya olduklari risklerinde siirekli degistigi anlaminda degerlendiriliyor. Zamanla risk
beraberinde riskle miicadeleyi giindem getirmis ve “’risk yonetimi *’kavrami ortaya ¢ikmustir.
Risk yonetimi; Isletmelerde yiiriitillen faaliyetlerin devamliligim saglamak igin ortaya
cikabilecek tiim riskleri yorumlayip dikkate alan sistematik bir siiregtir. Yapilan ¢caligmalarda
risk yonetiminin basarili olabilmesi i¢in kurumsal yonetimle birlikte hareket etmesi gerektigi
sonucuna varilmistir. Bu kapsamda kurumsal yonetim ve risk yonetiminin ortak paydasi olan

kurumsal risk yonetimi kavrami ortaya ¢ikmaktadir.

Kurumsal risk yonetimi kurumlarin faaliyet siirecleri igcinde gelecekte olabilecek

olaylar1 tespit edip bunlar1 yonetmesi i¢in gerekli olan strateji ve yontemleri uygulamaktadir.
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Isletmelerde risk yonetim siireglerinin degerlendirilmesi ve faaliyetlerinin gelistirilmesi i¢in
denetim birimine ihtiya¢ vardir. Isletmenin risk yonetimi ve kontrol siireclerinden iist
yonetim ve yonetim kurulu sorumludur. Isletmeler biiyilyiip gelistike hem isletme igin
olumlu olan hemde kontrol edilmeye ¢alisilan olumsuz risklerin tespit edilerek yonetilmesi
i¢ denetimle miimkiindiir. i¢ denetim risklerin tespit edilip kontrol edilmeye veya

diizeltilmeye calisildig1 yonetime objektif ve tarafsiz bir giivence saglayan bir sistematiktir.

Risk bir ihtimal barindirdigindan gergeklesmesi durumunda ortaya ¢ikacagi
ongoriilen kayip biiytlikliigii ve bu kaybin olusma olasilig: ile 6l¢iiliir risklerin varligi ve
isletmeler i¢cin maliyetlerin artmas1 anlamina geldigi ve isletmeyi amaclarina uzaklastirdigi
icin isletmeler bu riskleri yonetebilmek adina bazi onlemler almak zorunda kalmislardir.
Isletmelerin basarili olabilmesi igin kurumsallasmas1 gerekir. Kurumsallasma iginde
isletmelerde kurumsal risk yonetimi, i¢ kontrol ve i¢ denetim sistemlerinin olmasi ve bu
birimlerin birbirleri ile iliskisinin uyum igerisinde ve etkin olmasi gerekir. Giiniimiizde bu
sistemleri blinyesinde barindiran ve isleyislere dikkat eden firma sayis1 maalesef ¢ok fazla
degil bu nedenle diizenleyici kurumlar igletmelerin kurumsallasmasi, ama¢ ve hedeflerine
daha kolay ulasmas: icin risk ve kontrol yapilarinin giiclendirilmesi farkli risklerin etkin
kontrolii ve yonetimi amaciyla Uluslararas1 i¢ Denetciler Enstitiisii (IIA), 2013 yilinda iiglii
savunma hattt modelini tasarlamistir. Bu model, kolay, anlasilir ve genis kesimlerce
uygulanmasina ragmen finansal hizmetlere dayanmasi nedeniyle daha ¢ok finans sektoriinde
kabul gérmiistiir. Uclii Savunma Hatt:1 modelinin, kosullar degistikce yetersiz kalmasi ve
birgok eksigi oldugu yoniinde yapilan elestiriler nedeniyle eski modelin gozden gegcirilmesi
sonucu yeni gelistirilen bir model olan Uglii Hat Modeli 20 Temmuz 2020 yilinda

kamuoyuna sunulmustur.

Bu arastirmayi konu ile ilgili cok fazla kaynak olmamasina ragmen genis bir literatiir
taramasi yapip teorik bilgiler ve diizenleyici mesleki kuruluslarin onerdigi uygulamalar

cercevesinde calistim ve vardigim sonug,

Bu modelde hatlar arasinda is birligi arttirilmis, Uglii Savunma Hatti modelinde risk
yonetimi sadece degeri koruma yoniinde calismaktaydi. Giincelleme ile artik modele “’deger
yaratma’’ da eklenmistir. En 6nemli degisikliklerden biri de savunma kelimesinin kaldirilmis

olmasidir. Ciinkii riskler sadece zararli ve sakinilacak olaylar olmayabilir karsilasilacak
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risklerin dogru degerlendirilip bu riskleri firsata ¢evirme olasiligmmin da goz Oniinde
bulundurulmasi gerekmektedir. Bu gilincelleme dogru miktarda, dogru riskleri almaya ve

firsatlart degerlendirmeye tesvik eder nitelikte olmustur.

Degisen kosullar nedeniyle bu yeni versiyonda zaman iginde birgok giincelleme
gorecektir elbette. Bu modelinde eksiklikleri ortaya ¢ikabilir fakat su anda kurumlara deger
katan ve kurumlarin ihtiya¢ duydugu biitiin sistemleri i¢inde barindiran isletmelerin karsi
karstya kalabilecekleri riskleri yonetebilmesinde biiylik yarar saglayan bir modeldir. Bu
model kolay ve anlasilir ve birgok firmanimn uygulayabilecegi bir modeldir. Ulkemizde de
diinyada oldugu gibi degisen kosullar ve farkli orgiit kiiltiirii tasiyan daha ¢ok aile sirketleri
seklinde yonetilen firmalar nedeniyle bu model yaygin olarak kullanilmamaktadir. Model,
Tiirkiye’de daha c¢ok biiylik Olgekli kurumsal firmalarda ve finans sektoriinde

kullanilmaktadir.
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