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ONSOZz

Bilgi ve iletisim teknolojilerinin ortaya ¢ikmasi ve hizli gelisimi sonucunda yeni
medya araglar1 bireylerin giindelik yasam pratiklerinde 6nemli bir yer edinmistir. internet
ve yeni medya araglar1 bireylere bircok yonden kolaylik ve fayda saglarken bazi
olumsuzluk ve riskleri de beraberinde getirmistir. Ge¢mis donemlerde bireyler medya
karsisinda pasif birer izleyici konumundayken; gilinlimiizde yeni medya araglarmin
yayginlagsmasi sonucunda pasif izleyici konumundan aktif tireten-tiiketici konumuna
dogru doniisiim gecirmislerdir. Glinlimiizde bireyler artik hem igerik iiretip digerleriyle
paylagsmakta, hem de tiretilen igeriklere erismekte, okumakta, izlemektedir. Bu durumda
bireylerin yeni medya okuryazarlig1 yetkinligine ulasabilmesi onemlidir. Yeni medya
ortami herkesin icerik iiretmesine ve iiretilen icerige herkesin ulasmasina olanak
saglamaktadir. Ayni zamanda riskli i¢eriklere ve davraniglara maruz kalma durumunu da
beraberinde getirmektedir. Bu riskli internet davranislarinin basinda siber zorbalik
davranis1 ve buna bagli olarak siber magduriyet durumu gelmektedir.

Bu arastirmada lise 6grencilerinin yeni medya okuryazarlik diizeyleri ile siber
zorbalik ve siber magduriyet davranisi arasindaki iligkilerin incelenmesi amaglanmustir.
Ayn1 zamanda Ogrencilerin demografik ve tanimlayici 6zelliklerine gore yeni medaya
okuryazarlik diizeyleri, siber zorbalik ve siber magduriyet davraniglarinin degisip
degismedigi de arastirma kapsaminda incelenmistir.

Siber zorbalikk ve bunun sonucunda ortaya ¢ikan magduriyet durumu yapilan
alanyazin incelemesi sonucunda yaygin olarak ergenler arasinda yasanmaktadir (Ayas,
Horzum ve Kog, 2017). Ergen bireyler bulunduklari gelisimsel dénem itibariyle
hassasiyet, kimlik, benlik ve bagimsizlik arayis1 igerisinde olmaktadirlar. Bu donemde
bireyler i¢in sosyal aidiyet de 6nem kazanmaktadir, bu nedenle sosyal bir gruba dahil
olmak, onay ve kabul gormek i¢in g¢aba sarfetmektediler. Giindelik yasamlarinda
zamanlarinin 6nemli bir kismmi yeni medya ortamlarinda gegirdikleri disiiniliirse;
internetten gelebilecek risk ve olumsuzluklara kargi daha bilingli olmalar1 gerekmektedir.
Bu nedenle 6rneklem grubu olarak lise 6grencileri tercih edilmistir.

Aragtirmada niceliksel yontem ve iliskisel tarama modelinden yararlanilmistr.

Arastirma evreni izmir ilinde yer alan mesleki ve teknik lise dgrencileridir. Orneklem



grubunu ise 2019-2020 egitim yilinda Izmir ili Konak ilgesinde yer alan bir meslek
lisesinde bulunan tiim 6grenciler olugturmaktadir. Okulda egitim-6gretim yili itibariyle
876 6grenci bulunmaktadir, aragtirmaya dahil edilen 6grenci sayist ise 859°dur. Arastirma
verilerinn toplanmasinda arastirmaci tarafindan hazirlanan Kisisel Bilgi Formu, Yeni
Medya Okuryazarhk Olgegi, Siber Zorbalik Olgegi ve Siber Magduriyet Olgegi
kullanilmistir. Arastirma verileri ylz-ylize anket yontemi ile toplanmis olup; toplanan
verileri SPSS 24.0 wversiyonu ile gerekli olan tum istatistiksel analizler
gerceklestirilmistir. Bulgular ve sonu¢ kisminda da arastirmadan elde edilen veriler
yorumlanmistir. Daha Once calisilmamig bir konu olup alanyazma katki saglamasini

dilerim.
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OZET

Bu arastirmanin amaci lise 6grencilerinin yeni medya okuryazarlik diizeyleri ile
siber zorbalik ve siber magduriyet davraniglar1 arasindaki iliskilerin incelenmesidir.
Arastirmanin evrenini 2019-2020 egitim-dgretim y1linda Izmir ilinde yer alan mesleki ve
teknik lise dgrencileri olusturmaktadir. Orneklem grubunu ise izmir ili Konak ilgesine
bagli bir mesleki ve teknik lisede yer alan tiim 6grenciler olusturmaktadir. Okul mevcudu
876, arastrmaya dahil edilen G6grenci sayisi ise 859’dur. Veriler yiz-yize anket
uygulamasi ile toplanmistir. Arastirma verilerinin toplanmasinda arastirmaci tarafindan
hazirlanan kisisel bilgi formu, Kog¢ ve Barut (2016) tarafindan gelistirilen Yeni Medya
Okuryazarlik Olgegi, Aricak, Kimnay ve Tanrikulu (2011) tarafindan gelistirilen Siber
Zorbalik Olgegi ve Aricak, Tanrikulu ve Kinay (2011) tarafindan gelistirilen Siber
Magduriyet Olgegi kullanilmistir. Arastirma kapsaminda toplanan veriler dnce Microsoft
Excel Programina gerekli sayisal kodlamalar ile birlikte girilmis ardindan veri dosyasi
IBM SPSS 24.0 versiyonuna aktarilarak gerekli tiim istatistiksel analizler s6z konusu
paket program araciligiyla gerceklestirilmistir.

Arastirmanin sonuglarina gore, 6grencilerin % 97.8’1 internet kullanmaktadir.
Ogrencilerin neredeyse tamaminin internete erisimi bulunmaktadir. Ogrencilerin
internete  girme zamami  ve  siireleri ¢ogunlukla  ebeveynleri tarafindan
denetlenmemektedir. Ailelerden % 55.8’1 ¢gocugun internet kullanimini1 denetlememekte,
% 44.2’si denetlemektedir. Ayn1 zamanda Ogrencilerin %70.2°si internete cep
telefonundan baglanmaktadir. Ogrencilerin %68’lik oran ile biiyiik bir kism1 internet
kullanmay1 kendi kendine 6grenmistir ve 6grencilerin %51°1 internette bir sorun ile
karsilastiklarinda ¢ogunlukla kendileri ¢cdzmeye ¢alismaktadirlar. Ogrencilerin %83.5°i
internet kullanimu ile ilgili simdiye kadar herhangi bir egitime katilmamis olup, yalnizca
% 16.5°1 b1 konuda bir egitime katilmistir. Arastirma sonucuna gore, erkek 6grencilerin
yeni medya okuryazarlik diizeyi kiz 6grencilere gore daha yiiksektir. Siber zorbalik
davranig1 bakimindan erkek ve kiz 6grenciler arasinda istatistiksel olarak anlamli bir fark
bulunamamustir. Siber magduriyet agisindan incelendiginde ise; kiz dgrencilerin erkek
ogrencilere gore daha yiiksek siber magduriyet durumunda olduklar1 goriilmiistiir. Ayni
zamanda internet kullanim ile ilgili egitim alinip alimmama durumu ile yeni medya

okuryazarlik diizeyleri ve siber zorbalik davraniglar1 arasinda anlamli bir fark bulunurken,
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siber magduriyet durumu ile arasinda anlamli bir fark bulunmamistir. Bunun disinda
internet kullanimmin ebeveyn denetiminde olup olmamasi ile yeni medya okuryazarlik
diizeyi, siber zorbalik ve siber magduriyet durumu arasinda anlamli bir fark bulunmustur.
Internet kullanimi ebeveyn denetiminde olan &grencilerin yeni medya okuryazarhk
diizeyleri daha yliksek iken; siber zorbalik ve siber magduriyet durumlar1 daha disiiktiir.
Ayrica arastirma sonucundan elde edilen verilere goére; Ogrencilerin yeni medya
okuryazarlik diizeyinin artmasi1 siber zorbalik ve siber magduriyet davraniginin
azalmasina neden olmaktadir. Elde edilen arastrma verilerine goére yeni medya
okuryazarlik, bilin¢li internet kullanimi ve siber zorbalik gibi konularda 6grencilere,
ebeveynlere ve 6gretmenlere yonelik egitimler diizenlenmelidir. Ayn1 zamanda yasada
bilisim suglari ile ilgili maddeler bulunmasma ragmen 6zellikle ergenler bunun bir sug
oldugunun bilincinde degildir; bu konuda farkindalik yaratabilmek i¢in gereken cezai
yaptirimlarin uygulanmasi ve hukuki degerlendirmelerin yapilmasi gerekmektedir.
Anahtar Kelimeler: yeni medya, internet, yeni medya okuryazarligi, siber

zorbalik, siber magduriyet
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ABSTRACT

The purpose of this research is to examine the relationships between high school
students' new media literacy levels and cyberbullying and cyber victimization behaviours.
The study population included the students of vocational and technical high schools in
Izmir in the 2019-2020 academic year. The sample group comprised all students in a
vocational and technical high school in the Konak district of izmir province. The total
number of students in schools was 876, and the total number of research participant
students was 859. Face-to-face paper surveys were collected by the researcher. New
Media Literacy Scale (NMLS) which was developed by Koc and Barut (2016),
Cyberbullying Scale which was developed by Aricak, Kinay and Tanrikulu (2011), and
Cyber Victimization Scale which was developed by Aricak, Tanrikulu and Kinay (2011)
was used for this study. The personal information questionnaire was designed by
researcher to obtain participants personal demographics. The quantitative data were
analyzed using IBM SPSS Statistics v.24.0 (IBM Corp., Armonk, NY, USA) after
collected data were entered into the Microsoft Excel program with the numerical
encoding.

Results show that 97.8% of the students use the internet. Almost all students who
participated in the research have access to the internet. The time and duration of students'
internet access are mostly not supervised by their parents. 55.8% of families do not
monitor their child's internet use, while 44.2% do. Moreover, 70.2% of the participant
students connect to the internet from their mobile phones. Most of the students (68%)
learned to use the internet on their own, and 51% of the students mostly try to solve it
themselves when they encounter a problem on the internet. 83.5% of the students have
not participated in any training on internet use so far, and only 16.5% have attended
training on internet use. The results indicate that the new media literacy level of male
students is higher than that of female students. There was no statistically significant
difference between male and female students in terms of cyberbullying behaviour. The
results also showed that the female students reported higher being cyber-victimized than
male students. Furthermore, there was no significant difference between cyber
victimization and cyber victimization while there was a significant difference between

the status of receiving training on internet use and new media literacy levels and



cyberbullying behaviours. Additionally, a significant difference was found between the
parental control of internet use and the level of new media literacy, cyberbullying and
cyber victimization. Exposure the cyberbullying and cyber victimization are lower while
the new media literacy levels are higher for students who use the internet in parental
control. Lastly, cyberbullying and cyber victimization behaviour decrease when the
students’ new media literacy levels are increased. In light of results, it is suggested that
new media literacy, cyberbullying and awareness training about secure internet use
should be organized for students, parents and teachers. Although there are laws to prevent
people from cyber crimes, especially adolescents are not aware that cyberbullying is a
crime; it is necessary to implement criminal penalties to raise awareness about cyber
crimes.

Keywords: new media, internet, new media literacy, cyberbullying, cyber

victimization
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BOLUM I
GIRIS

Bu boliimde arastirmanin sorunu amaci, hipotezler, arastirmanin 6nemi, sayiltilar ve
smirliliklar tizerinde durulmaktadir.
1.1. Arastirmanin Sorunu

Teknolojinin gelisimine paralel olarak internet, iletisim teknolojileri ve yeni medya
bireylerin hayatinin merkezi konumunda yer edinmeye baslamistir. Giiniimiizde yeni
medya araglar1 vasitasiyla bireyler her giin binlerce mesaj ve enformasyon bombardimani
ile kars1 karsiya kalmaktadirlar. Hemen hemen herkesin yeni medya ortamlarinda hem
icerik treticisi, hem de igerik tiiketicisi oldugu géz oniinde bulundurulursa yeni medya
okuryazarligi becerisinin kazanilmasi 6nemlidir. Yeni medya ortamlarinda bilgiye
ulagma, anlayabilme, yorumlayabilme, elestirel siizgegten gecirerek sentezleyebilme;
ayni zamanda bir icerik Uretirken de hem islevsel hem de elestirel bakimdan belli
becerilere sahip olmak gerekmektedir.

Teknolojinin gelisimi, internet ve yeni medyanin ortaya ¢ikisi bireylerin hayatina
bircok yonden kolaylik ve fayda saglamaktadir. Teknolojik gelismeler sayesinde bilgiye
ulagma, haberlesme, sosyallesme siireci yeniden bigimlenmistir. Bireyler bilgiye kolay ve
hizli bir sekilde ulasabilmekte, zaman ve mekandan bagimsiz bir sekilde iletisim
kurabilmekte, yine ayn1 sekilde zaman ve mekan baskis1 olmadan digerleriyle etkilesime
dayali bir sekilde sosyallesebilmektedirler. Internet ve yeni medya teknolojilerinin
bireylerin gundelik yasamlarinda olumlu ve kolaylastirict yonde etkileri bulunmakla
beraber bazi risk ve olumsuzluklar1 da beraberinde getirmistir. Bunlardan en yaygin
goriilenlerden biri de siber zorbaliktir. Siber zorbalik 6zellikle ergenler arasinda sik
karsilagilan bir durumdur. Ergenler gelisimsel donemleri bakimindan kimlik ve benlik
arayisi igerisinde bulunmaktadirlar. Bu donemde bireyler bagimsizlik arayisi i¢inde
olmakla birlikte 1yi ve kotliyli aywt edemeyerek yanlis sosyallesme bicimlerine de
bagvurabilmektedirler. Siber zorbalik ergen bireyleri sosyal, psikolojik, fizyolojik ve
akademik yonden olumsuz etkilemektedir. Onceki dénemlerde akran zorbalig1 diye de
adlandirilan geleneksel zorbalik davranmisi okullarda sik goriilen bir durum iken

giiniimiizde bunun yerini siber zorbalik almis bulunmaktadir. Geleneksel zorbaligin



aksine siber zorbalikta zaman-mekan kisiti bulunmamakta, bireyler internet ve cep
telefonuna erisimin oldugu her yerde bu davranisi gergeklestirebilmektedirler. Ayni
zamanda yeni medya ortaminda kimlik belirsizligi durumu s6z konusu oldugundan siber
zorbalik davranig1 siklikla gerceklestirilmektedir. Bireyler yiiz yiize iletisimde diger
kisilerin yiiziine sdyleyemeyecekleri her seyi sanal ortamda kimliginin teshis edilmesi zor
oldugundan rahatlikla sdyleyebilmektedirler. Geleneksel zorbalik tekrar edilebilir bir
davranis bicimi olmamasima karsim, siber zorbalik tekrar eden bir bigcimde saldirganca
davraniglarin  kasitli olarak gerceklestirilmesini miimkiin kilmaktadir. Geleneksel
zorbalik genelde okullarda yiliz yiize gergeklestiinden zorbanin yakalanmasi ve
cezalandirilmasi s6z konusu iken, siber zorbanin yakalanmasi ve teshis edilmesi zordur.
Geleneksel zorbalikta genellikle daha giiclii, daha popiiler ve fiziksel agcidan daha 1yi olan
kimseler, gli¢siiz, siradan, popiilaritesi olmayan kisiler iizerinde baski kurmaktadir. Fakat
siber zorbalik davranisinda bulunan kimselerin diger kisilerden {istiin 6zellikler tasimalar1
gerekmemektedir. Gergek hayatinda giigsiiz, fiziksel agidan siradan veya popiiler
olmayan bir kimse sanal oratmda farkli bir kimlige biiriinerek siber zorba davranislarda
bulunabilmektedir. Siber zorbalik zaman ve mekandan bagimsiz olarak ortaya
ciktigindan akran zorbaligina gore daha yaygin goriilmekle beraber risk ve
olumsuzluklar1 da daha fazla olabilmektedir. Ozellikle ergenler hassas bir dénem
icerisinde bulunduklarindan siber zorbalikla miicadele etmekte zorlanabilmektedirler.
Yeni medya okuryazarligi lilkemizde kavram olarak yeni yeni ¢calisilmaya baglanan
bir konudur. Siber zorbalik konusu ise bir¢ok bakimdan ele alinmistir. Alanyazinda siber
zorbaligin nedenlerine, etkilerine, yayginligina, vb. iliskin bir¢ok arastirma bulunmakla
birlikte farkli degiskenler ile iligskilerine yonelik de bircok ¢alisma mevcuttur. Siber
magduriyet de yayginlik, deneyimler, yasantilar, algilar bakimindan incelenmistir. Fakat
alanyazinda siber zorbalik ve siber magduriyet davranis1 yeni medya okuryazarlik diizeyi
bakimimndan ele alimmamistir. Yeni medya okuryazarlik diizeyi ile siber zorba
davraniglarda bulunma ve siber magdur olma durumu arasinda bazi baglantilarin
olabilecegi diisiiniildiigiinden arastirma kapsaminda ele alinmistir. Bu arastirmada lise
ogrencilerinin yeni medya okuryazarlik diizeyleri ile siber zorbalik ve siber magduriyet

davranigi arasindaki iligkinin incelenmesi amag¢lanmaktadir. Yeni medya okuryazarlik



diizeyinin siber zorbalik ve siber magduriyet davranisi lizerinde roliiniin olup olmadigi
arastirilmaktadir.
1.2. Arastirmanin Amaci

Bu arastirmanin amaci lise dgrencilerinin medya okuryazarlik diizeyleri ile siber
zorbalik ve siber magduriyet davraniglar1 arasindaki iligkilerin incelenmesidir. Diger
yandan oOgrencilerin demografik ve tanimlayic1 Ozelliklerine gore yeni medya
okuryazarlik diizeyleri, siber zorbalik ve siber magduriyet durumlarmm degisip
degismediginin incelenmesi de arastirma kapsaminda yer almaktadir.
1.3. Hipotezler

Arastirmanin amacina bagli olarak bu ¢alismanin hipotezleri su sekildedir:
Hipotez 1. Ogrencilerin yeni medya okuryazarlik diizeylerinin siber zorbalik diizeyi
izerinde etkisi var midir?
Hipotez 2. Ogrencilerin yeni medya okuryazarlhk diizeylerinin siber magduriyet diizeyi
tizerinde etkisi var midir?
Hipotez 3. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri cinsiyete gore degismekte midir?
Hipotez 4. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri smif diizeyine gore degismekte midir?
Hipotez 5. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri baba egitim seviyesine gore degismekte midir?
Hipotez 6. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri anne egitim seviyesine gore degismekte midir?
Hipotez 7. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri anne ¢alisma durumuna gore degismekte midir?
Hipotez 8. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri baba ¢aligma durumuna gore degigsmekte midir?
Hipotez 9. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri anne baba birlikte yasama durumuna gore degigsmekte midir?
Hipotez 10. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet

diizeyleri internette gegcirilen siireye gore degismekte midir?



Hipotez 11. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri internet kullanimi ile ilgili egitim alip almama durumuna gore degismekte
midir?
Hipotez 12. Ogrencilerin yeni medya okuryazarlik, siber zorbalik ve siber magduriyet
diizeyleri internet kullanimmnin ebeveyn denetiminde olup olmama durumuna gore
degismekte midir?
1.4 Arastirmani Onemi

Bilgi ve iletisim teknolojilerinin hizla gelisimi ve bunun sonucunda internetin
bireylerin giindelik yasam pratiklerinde dnemli bir yer edinmesi s6z konusudur. Bunun
bireylerin yasaminda bir¢ok kolaylastiric1 ve olumlu yonii olmasmin yanisira olumsuz
birtakim sonuglar da dogurabilmektedir. Geleneksel medya kaynaktan aliciya tek yonlii
bir iletisime olanak saglamakta iken, yeni medya sayesinde ¢ift yonlii ve etkilesime
dayanan yeni bir iletisim bi¢imi ortaya ¢cikmistir. Geleneksel medya ortamlarinda bireyler
medyanin sadece tiiketicisi iken; yeni medyanin ortaya ¢ikisi ile birlikte hem tiretici hem
de tuketici konumda yerlerini almiglardir. Gelinen noktada hemen hemen herkes yeni
medya ortamlarinda birer igerik ireticisidir. Bu durumda bireylerin yeni medya
iceriklerini hem tuketirken, hem de icerik Uretirken bazi becerileri kazanabilmesi 6nemli
hale gelmistir. Yeni medya okuryazarligi dijital medya igeriklerini iiretirken ve tiiketirken
bilingli, elestirel, sorgulayici bir bakis acis1 gelistirebilmek ile alakalidir. Dijital ortamda
bilgiye dogru ve kolay yoldan ulasabilmek, ulasilan bilginin elestirel ve sorgulayici bakis
acis1 ile dogrulugunu teyit edebilmek, yorumlayabilmek gerekmektedir. Ayn1 zamanda
bireylerin sadece icerigi tiikketirken degil, iiretirken de ayn1 becerilere sahip olabilmesini
gerekli kilmaktadir. Ciinkii yeni medya ortamlarinda neredeyse her yastan, her sosyo-
ekonomik gruptan, her meslek grubundan birey medyanin tiiketicisi oldugu kadar ayni
zamanda da tireticisi konumundadir. Chen, Wu ve Wang (2011) tarafindan yeni medya
okuryazarlig1 fonksiyonel tiiketim, fonksiyonel iiretim, elestirel tiikketim ve elestirel
Uretim olmak tizere dort temel bilesen ile agiklanmistir. Fonksiyonel tiiketim ve Uretim
bireylerin bilgiye ulasabilme, ulagilan bilgiyi anlayabilme ve teknolojiyi medya igerigi
Uretebilecek diizeyde kullanabilme becerilerine isaret etmektedir. Elestirel tiiketim ve
Uretim boyutlar1 ise dijital medya ortamlarinda bireylerin hem iiretici, hem de tiiketici

konumlarinda elestirel, sentezleyici ve kendi anlayis-bakis agisini gelistirebilecegi



becerileri icermektedir. Ulkemizde medya okuryazarligi kapsaminda birgok arastirma
yapilmasia ragmen yeni medya okuryazarligi ¢ok fazla ele alinmamustir.

Yeni medya ve iletisim teknolojilerinin gelisimine paralel olarak siber zorbalik ve
bunun sonucunda meydana gelen siber magduriyet durumu da 6zellikle ergenler ve
gengler arasinda siklikla yasanmaktadir. Siber zorbalik bir bireyin ya da grubun yeni
medya ortamlarinda kasitli olarak bir birey ya da gruba zarar vermeye yonelik tekrar eden
diizeyde ve saldirganca davraniglarda bulunmasidir. Akran zorbaliginin yeni bi¢imi olan
siber zorbalik yiliz yiize gerceklesmediginden ve zorba kisinin kimliginin teshis edilmesi
zor oldugundan 6zellikle ergenler arasinda siklikla karsilasilan bir durumdur. Kimligin
teshis edilmesi zor oldugundan bireyler yliz yiize sOyleyemeyecegi veya yapamayacagi
her seyi sanal ortamda yapabilmektedirler. Ayn1 zamanda siber zorbalik davranisi zaman
ve mekandan bagimsiz gergeklesmektedir, internete baglanilabilen her yerde siber
zorbalik davranisinda bulunulabilmektedir. Bu da ergenlerin bu davranisi daha 6zgiir bir
sekilde tekrar edebilmesini kolaylastiran bir etmendir. Siber zorbalik davranigina maruz
kalan kisiler lizerinde ruhsal, fizyolojik, sosyal ve daha bircok yonden olumsuz etkileri
s0z konusu olmaktadir.

Siber zorbalik ve magduriyet iilkemizde son donemlerde ozellikle ergenler
arasinda siklikla karsilasilan bir durumdur. Bu nedenle siber zorbalik-magduriyet
konusunu bir¢ok farkli degisken baglaminda ele alan ¢alismalar mevcuttur. Fakat literattr
incelemesi yapildiginda yeni medya okuryazarlik diizeyi ile siber zorbalik ve siber
magduriyet durumunu ele alan arastirmalara rastlanmamistir. Yeni medya okuryazarlhigi
ile siber zorbalik ve siber magduriyet durumunun birbiriyle baglantili olabilecegi
diisiiniildiigiinden ve alanda bir eksiklik goriildiigiinden bu arastirmada lise 6grencilerinin
yeni medya okuryazarlik diizeyinin siber zorbalik ve siber magduriyet durumu iizerinde
etkisinin olup olmadig1 incelenmektedir. Literatiirdeki agig1 kapatabilmesinin yanisira
aragtirma sonucuna gore dgrencilerin siber zorbalik ve siber magduriyet davraniginin
azaltilmasma ve yeni medya okuryazarlik diizeyinin arttirilmasma yonelik Oneri ve
cikarimlarda bulunulabilmesi adina 6nemlidir. Ayn1 zamanda bundan sonraki siiregte

yapilacak arastirmalar i¢in bir basamak olabilecegi diigiiniilmektedir.



1.5 Sayiltilar

Katilimcilarin veri toplama araglarina verdigi cevaplarin dogru, samimi ve
objektif oldugu, arasgtrma evreninden segilen Orneklemin evreni temsil edebilecek
yeterlilikte oldugu ve arastrma kapsaminda kullanilan o6lgeklerin (Yeni Medya
Okuryazarhik Diizeyi Olgegi, Siber Zorbalik Olgegi, Siber Magduriyet Olgegi) dlgiilmek
istenen tutum ya da davranis1 6lcemede yeterli oldugu varsayilmaktadir.
1.6. Sinirhliklar

Zaman, maddi kisitlamalar ve arastirma uygulama izinleri sebebiyle arastirma
Izmir ili Konak ilgesinde yer alan bir mesleki ve teknik lisede 6grenim gdrmekte olan
ogrencilerle sinirhidir. Arastrmadan elde edilen bulgular, arastirma kapsaminda
kullanilan veri toplama araclariyla ulasilan verilerle smirlidir. Katilimeilarin anket
formunda yoOneltilen sorular1 yanitlandirirken kendilerini olduklarindan daha 1yi1

degerlendirebilecekleri de arastirmanin bir diger sinirhiligidir.



BOLUM lI
ALANYAZIN INCELEMESI
2.1. Yeni Medya Kavram
Yeni medya kavrami 1970'lerde bilgi ve iletisim arastirmalari, sosyal iligkiler,
psikoloji, ekonomi, siyaset ve kiiltiir alanlarinda ¢alisan arastirmacilar tarafindan ortaya
atilmistir. Ancak 70'li yillarda bahsedilen 6nem, 90'l1 yillarda biiyiik bir ivme kazanan

bilgisayar ve internet teknolojisi ile genislemis ve baska boyutlara ulasmistir (Dilmen,

2007,114).

Gilintimiizde en basit uygulamasiyla bilgisayar teknolojilerini ifade eden yeni
medya terimi, aslinda birgok unsuru i¢inde barindiran, sinirlar1 ve etkileri genis olan bir
terimdir. Bilgisayar teknolojileri biitiiniin sadece bir kismini yansitir. Ancak yeni
medyanin taniminda tek tip ve net bir ifade yoktur; Tanimlarmm daha ¢ok kavramin
kapsadig1 teknolojik unsurlar, endiistriyel, sosyal ve Kkiiltiirel etkiler cercevesinde
sekillendigi ortaya ¢ikmaktadir. Bunun temel nedeni, tarihteki kavramlarin uzun bir siire
paralel olarak gelismesidir; ancak birbiriyle kesismeyen iki ayr1 alani, "iletisim ortamlar1”
ve "bilgisayar teknolojileri”ni bir araya getiriyor. Yeni Medya Calismalari ile literatiirde
onemli bir yer tutan Lev Manovich'e gére modern anlamda yeni medyay1 miimkiin kilan

her iki alandaki gelismelerin yakinsamasidir (Manovich’ten akt. Karabulut, 2008,85).

Yeni medya kavrami aslinda uzun yillardir iizerinde ¢alisilan; fakat belirtildigi
gibi 90’11 yillarda diinya ¢apinda gelisimi giderek hizlanan bir konudur. Ayni zamanda
bilisim teknolojilerini ve iletisim ortamlarini bir araya getirerek; her iki alandaki gelisme

ve ilerlemeleri birlestirerek var olmustur.

Yeni medya kavrami lizerinde uzun yillardir tartisilan bir kavram olmakla birlikte
iizerinde uzlasilmis net bir tanimlamasi yoktur. Farkl arastirmacilar, birbirlerinden farkli
bakis acilarindan yaklagarak konuya yonelik kavramsal agiklamalarda bulunmuslardir.

Bir tanima gore yeni medya, “genel olarak var olan medyay1, etkilesimli olarak
sayisal veriye doniistiirmeye yonlendiren ve bilgisayar aracilifiyla tiretim, dagitim ve

paylasim saglayan ortamlardir” (Manovich, 2001,19). Van Dijk yeni medyayi, “dijital



kodlama sistemine temellenen, iletisim silirecinin aktorleri arasinda es zamanli ve ¢ok
yogun kapasitede, yiiksek hizda karsiliklt ve ¢ok katmanli etkilesimin gerceklestigi
multimedya bigimselligine sahip iletisim araglar1” olarak tanimlamistir (Binark,2007,5).
Manovich ve Van Dijk tarafindan yapilan tanimlamalarda yeni medya teknolojilerinin
daha cok teknik 6zelliklerine deginilmistir.

Nurcan Torenli’ye gore ise yeni medya ile birlikte hizin ve kapsama alan biiyiikliigiiniin (hem
cografi, hem de demografik anlamda) one gectigi, iletisimde uzak mesafelerin sorun olmaktan
¢ctktigr, mesajlarm kisiler ve gruplar ol¢eginde se¢ilebildigi ya da adreslenebildigi, insan akliyla
karsilastirilamayacak oranda biiyiik bir bellek kapasitesinin séz konusu oldugu bir iletisim bi¢imi
ortaya ¢kmustir (2005,155-156).

Burada yeni medya teknolojilerinin ortaya ¢ikardigi yeni iletisim bi¢iminin bazi
ozellikleri ele alinmistir. Yeni medya teknolojileri ile birlikte sekillenen yeni iletisim
bicimi; hiz, kapsama glicli, mesafelerin 6nemsizlesmesi ve genis bellek kapasitesi gibi
ozellikler ile 6ne ¢ikmaktadir.

Baska bir tanima gore yeni medya “tek bir medyaya degil, cok sayida ve belli bir
heterojenlik i¢cindeki medya ekolojisine isaret etmektedir. En genis anlamiyla yeni
medya, kisisel bilgisayarlar, bilgisayar aglari, dijital mobil araglar, dijital televizyon ve
radyo gibi geleneksel medyanin ileri ve dijital bigimlerini igermektedir” (Saka,
Dagsalgiiler, 2007,166). Burada yeni medya araglarinin ¢esitliligine ve heterojen yapisina
deginilerek; yeni medyanin neleri kapsadigi 6rneklendirilmistir.

Yeni iletisim teknolojilerinin gelisimi sirasinda altyapida meydana gelen
degisiklikler, teknoloji ilerledik¢e iki donemsel olarak incelenmis ve agiklanmistir.
"Eski" ve "yeni" terimleriyle agiklanan siire¢, kimi arastirmacilar tarafindan "lglincii
biiyilk devrim", kimileri tarafindan ise "ikinci medya ¢agi1" olarak adlandirilmistir.
Gelisim stireci, iletisim teknolojilerinin kullanimi, sunulan igerik ve teknolojik olanaklar
acisindan degerlendirilmekte ve 6nceki medyaya gore “yeni” sifat1 verilmektedir (Timisi,
2003, 80). Geleneksel medya ile yeni medya arasindaki farklar1 ve baglantilari, eski ve
yeninin ne kadar ayirt edildigini ve aralarinda ne tiir bir iligkinin oldugunu anlamak

onemlidir.



Burada tanimlanan "yeni" terimi, eskinin ortadan kalkmasiyla ortaya ¢ikan bir
terim degildir. Eski tamamen gitmis degil. Postmodernizm modernligi reddettigi gibi,
eskiyi de tamamen reddetmez ve eskiyi kullanarak kendini kanitlamaya ve 6ne slirmeye
calismaz. Buradaki "yeni", eskinin iizerine insa edilen ve doniisiimii igeren bir siireci
tamimlar. “Yeni” siirecte yaratilan “cevre”yi ifade etmek igin kullamlir (Dilmen, Ogiit,
2006, 19). Burada “eski” ve “yeni’nin birbiriyle rekabet halinde olmadig, hatta yeninin
eskinin, yani geleneksel medyanin {izerine insa edildigi ve geleneksel medyanin yeni

teknolojilerle donlismeye devam ettiginden bahsedilmektedir.

Eski-yeni arasindaki baglantiyr ve eskinin yeniye olan etkisini/doniigiimiinii
Roger Fidler ‘medyamorfoz’ olarak nitelendirmektedir. Yeni medya aniden ve bir dnceki
teknolojik gelismelerden bagimsiz olarak ortaya ¢ikmamustir, ¢ikmamaktadir. “Iletisim
sistemini bir biitlin olarak inceledigimizde yeni medyanin birden bire ve bagimsiz olarak
ortaya ¢ikmadigini, eski medyanin asamali olarak medyamorfoz gecirmesi sonucu ortaya
cikt1gin1 gdriiriiz. Iletisim medyalarinm daha yeni formlar: ortaya ¢iktiginda eski formlar
genellikle 6lmezler; degisim ve uyum yolu ile varliklarimi siirdiiriirler” (Karabulut,
2008,86). Fidler’in goriisiinii radyo ve televizyonun gecirdigi evrim dogrulamaktadir.
Bilgisayar destekli yeni iletisim teknolojilerinin ortaya c¢ikmasi ile birlikte bir anda
eski/klasik/geleneksel medya konumuna diisen radyo ve televizyon, ortaya ¢ikan yeni
teknolojileri isleyis sistemlerine dahil ederek ‘yeni’nin yaninda yenilenerek yerlerini
almiglardir. Giinlimiizde dijital teknolojiler ile birlikte radyo ve televizyonun
sunduklarina bakilirsa (dijital radyo, dijital televizyon, interaktif televizyon, web
yaymlar1 gibi) onlara eski demenin pek miimkiin olmadig1 goriilmektedir (Karabulut,
2008,86-87).

Belirtildigi gibi yeni medya kendiliginden veya bagimsiz olarak ortaya
ctkmamakla birlikte geleneksel medyalarin doniisiim yani medyamorfoz geg¢irmesi
sonucu dogmustur. Yani yeni medyanin ortaya c¢ikmasiyla geleneksel medyalarin
tamamen ortadan kalkmadigi, aksine yeni teknolojilerden yararlanarak isleyis
sistemlerini yeniledikleri s6z konusudur. Yeni medya adi verilen yeni iletisim ortami
geleneksel medyalarin asamali olarak doniisiimiinii miimkiin kilarken, onlar1 tamamiyla

ortadan kaldirmamistir. Bugiin bir¢ok kisinin giinliik hatta saatlik olarak takip edebildigi



dijital gazeteler de geleneksel medyanin tamamiyla ortadan kalkmadigma bir drnektir.
Kisiler son dakika haberlerini/gelismelerini kolaylikla dijital gazetelerden takip
edebilmektedirler. Gazete gelencksel medya araci olarak diisiiniiliirken, dijital gazeteler
veya dijital haber kanallar1 yeni medya araglar1 kapsamina girmektedir.

Afis, geleneksel medyay1 birinci medya ¢ag1 cergevesine yerlestiriyor ve ilk
medya ¢agin1 merkezi, tek tarafli, devlet egemenligindeki bir zaman olarak tanimliyor.
Postere gore, o yastaki katilimcilar pasif bir izleyiciydi. Afis, ikinci medya ¢cagina geciste
etkilesim unsurunun ¢ok énemli olduguna ve bu ¢agdaki insanlarin biiyiik cogunlugunun
iletisim ve etkilesim kurabildigine dikkat cekti. Ikinci medya ¢aginm ademi merkeziyetci,
iki yonlii ve ¢ok yonlii iletisime dayali, devlet miidahalesinden uzak ve demokratik
cizgide oldugunu da sozlerine ekledi. Afis, yeni medya ¢aginda etkilesim unsurunun ¢ok
onemli olduguna dikkat cekti ve kullanicilar1 aktif bireyler olarak tanimladi (Afiste
aktaran Kirik, 2017,234).

Yeni iletisim teknolojilerinin iletisim siirecine getirdigi en Onemli faktor,
birbirleriyle etkilesim kurma yetenegini artirmalaridir. Geleneksel medya araglari ile yeni
teknolojiler arasindaki ayrimi belirleyen bu etkilesim 6zelligidir. Geleneksel medyanin
cok smirl bir etkilesim diizeyi vardi: mektupla veya telefonla katilmak gibi. Ancak, iki
yonlii kablolar ve telefon hatlari, izleyicinin medyay1 izleme veya kullanma anini
kesintiye ugratma olasiligini artirmustir. Etkilesim, kullanic1 ve kontrol sonrasi arasindaki
ayrimi bulaniklastird1. Iletisim iizerindeki kullanic1 denetimindeki artis, ii¢ tiir kullanim
yaratmistir. 1k olarak, farkli kanallar ve mesajlar arasinda izleyici segimini artirdi.
Mesajlar hedef kitlenin diginda belirlense ve kullanici bu mesajlarin icerigi hakkinda ¢ok
az bilgiye sahip olsa da, kullanici tipk1 biiyiik bir kantinde yemek sececegi gibi mesajlar
arasinda secim yapma olanagna sahiptir. Ikinci olarak, kullanic1 hangi kanalda ne tiir
bilgilere ulasacagmin farkinda olarak araci se¢gmekte dzgiirdiir. Ugiinciisii, kullanict
secenekleri dogrudan segmekte 6zgiirdiir. Etkilesimli bir ortam olarak da degerlendirilen
bu durum, kullanicinin kendi programini ve bilgilerini iletisim kanallarina yiiklemesidir
(aktaran Timisi, Akyazi, 2007,41).

Yeni medya teknolojilerinin en 6nemli 6zelliklerinden biri etkilesim olanagidir.
Geleneksel medya araclar1 birinci medya ¢ag1 kapsaminda degerlendirilirken, yeni medya

araclari kullanicilara saglamis oldugu etkilesim 6zelligi ile ikinci medya ¢agi kapsaminda
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degerlendirilmektedir. Ge¢mis donemlerde pasif birer izleyici, medyanin pasif birer
tuketicisi konumunda olan bireyler giinimuzde aktif ve Ure-tiiketici konumuna dogru
doniisim gegirmislerdir. Giiniimiizde bireyler yeni iletisim teknolojileri sayesinde hem
izleyecegi kanali, hem mesaji, hem de istedigi bilgiye nasil ulasabileceginin farkinda
olarak araci segme sansina sahiptir. Ayn1 zamanda giiniimiiz bireyleri kendi igeriklerini
olusturarak, medyanin hem {ireticisi, hem de tiiketicisi konumunda bulunmaktadir.
Geleneksel medya araglariin sagladigi tek yonlii iletisimin aksine yeni medya araglari
katilimcilara ¢ift yonlii iletisim olanagmi da saglamaktadir. Bugiin gelinen noktada artik
bireylerin gerekli yerlere, gerekli mercilere sesini duyurabilmesi ve gerekli yerlerden
yanit alabilmesi giic degildir. Bir televizyon kanalina, bir tv programima canli yaymda
iken, yeni iletisim teknolojileri araciligiyla ileti gondermek, bir paylasim yapmak, iletisim
haline ge¢mek, bir soru sormak, yanit almak ve goriis bildirmek kolay hale gelmistir.
Dolayisiyla yeni medya bireylerin giindelik yasam pratiklerinde 6nemli bir ara¢ haline
gelmistir.

Yeni medyanin giindelik hayatta yarattig1 sosyal, ekonomik ve siyasal degisimin
nedenlerini irdeleyen Abramson, Arterton ve arkadaslari alt1 baslik tespit etmislerdir.
Bunlar (Timisi, 2003,83-85):

a. Elde edilebilen enformasyon miktarinda artis: Ozellikle yeni medyanin
toplumsal hayatin merkezine oturmasiyla birlikte yatirim oranlar1 artmis ve yeni
medya sirketleri teker teker kurulmaya baslanmistir. Yeni medyanm alt yapisini
olusturan internet teknolojisinin gelisimi ile birlikte farkli enformasyon kanallar
olusturulmus ve haber kaynaklarinda 6nemli bir artis meydana gelmistir. Bilgiye
ulagsmak kolaylasmistir. Sanal kiitiiphaneler kurulmus ve kitaplar elektronik
ortamda taranmaya baglamistir. Ayni zamanda radyo ve 6zellikle televizyon
yaymciliginda karsilasilan frekans sorunu ortadan kalkmis, internet lizerinden
yaym yapan farkli kuruluslar ortaya ¢ikmustir. Boylelikle insanlar birbirinden
farkli kaynaklardan rahatlikla enformasyon almaya baslamustir.

b. Iletisimde hizlanma: Yeni medya teknolojileri zaman ve mekan
smirlandirmalarini ortadan kaldirmistir. Zaman insanoglu i¢in ¢ok kiymetli bir
olgudur. Ciinkii zamanda geriye doniis asla yoktur. Dolayisiyla zamandan tasarruf

saglanabilmesi i¢in iletisim siirecinin hizlanmasi gerekmektedir. Yeni medya bu
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sorunu ortadan kaldrmustir. Ozellikle internet ve sayisal uydu teknolojileri
araciligiyla iletisim siirecinde hizlanma yaganmis ve zamandan 6nemli dlgiide
tasarruf saglanmistir.

Ahcr kontrolii (enformasyonun demokratiklesmesi): Geleneksel medyada
secme sansi yeni medyaya oranla ¢ok daha diisiiktiir. Bireyler sadece kendilerine
sunulan haber ya da igeriklere erisebilmektedir. Yeni medyayla birlikte alici
kontrolii dedigimiz durum meydana gelmistir. Kullanicilara, enformasyon
kanallar1 tizerinden sunulan icerikleri 6zgiir bir sekilde segcme sansi taninmustir.
Bu sayede kisith da olsa denetim kullanicilarin eline gegmeye baslamstir.
Kullanic1 denetiminin artmasi ise belirtildigi gibi icerik se¢imini olanakl
kilmistir. Biitiin bunlara ek olarak kullanicinin istedigi igerigi ya da programi
iletisim kanalina yliklemesine olanak verilmistir. Boylece enformasyon daha
demokratik bir hale gelmistir. Icerik secimi iletisim siirecine olumlu katki
saglamaktadir.

. Kitlesel yaymcihiktan dar yaymcihga gecis: Bilindigi lizere geleneksel
yaymcilikta genis bir kitleye hitap s6z konusudur. Ornegin; bir televizyon
kanalindan sunulan icerigin birden c¢ok izleyiciye ulasmasi i¢in c¢aba
gosterilmektedir. Yeni medya ise dar yayincilik kavramini gelistirmis, bireye 6zel
yayincilik imkani meydana getirilmistir. Kitlesel {iretim ve dagitimin aksine yeni
medyada birebir icerik aktarimi s6z konusu olmustur. Yeni medya teknolojileri
aracilifiyla kitlesel olarak degil, kullanic1 gruplarinin 6zellik ve ihtiyaglarma gore
dagitim saglanmistir.

Medyamin ademi-merkezilesmesi (Sahiplik ve kontrol sorunu): Geleneksel
iletisim araclarina bakildiginda gerek icerik olarak ve gerekse sahiplik noktasinda
merkeziyet¢i bir yapmin oldugu goriilmektedir. Ulusal sinirlar i¢inde yayin yapan
kuruluslar birka¢ kisinin tekelindedir. Bu durum uluslararas1 diizeyde de pek
farkli degildir. Yeni medyanin yaymcilik anlayist ile birlikte tekelci yapinin
kirilmas1 ongoriilmektedir. Yeni medya araciligiyla kullanicilar birer yayinci
durumuna gelebilmektedir. Meydana gelen c¢esitlilik ile birlikte mesaj tizerindeki

kontrol tekeli ¢ok merkezli bir boyut almaktadir. Ciinkii yeni medya teknolojileri
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yillardir var olan tekelci yapmin yikilmasini saglayacak potansiyele sahiptir.
Ekonomik yapidaki degisim dogrudan toplumu etkilemistir.

f. Etkilesim kapasitesinin artisi: Yeni medyanin kullanicilara sundugu bir digger
onemli avantaj karsilikli etkilesim kapasitesinde meydana gelen artistir. Yeni
medyay1 geleneksel medyadan ayiran en temel fark, etkilesim 6gesinin varligidir.
Ciinkii yeni medya tamamen etkilesimli bir yap1 tizerine kurulmustur. Geleneksel
medyada etkilesim sinirli diizeydedir. Geri doniisler mektup, posta ya da telefon
aracilifiyla gerceklestirilmektedir. Cift tarafli kablo ve telefon hatlari, seyircilerin
medya izleme ya da kullanim anma dogrudan miidahale etme sansini arttirmistir.
Etkilesim araciligiyla klasik siire¢ yerini iki yonli siirece birakmistir. Yani kaynak
alic1 durumuna gecebilmis, alic1 da kaynak gorevini iistlenebilmistir. Etkilesim
toplumsal hayatin dinamiklerinin degismesini saglamstir.

Yeni medya teknolojilerinin toplumlarin giindelik hayatlarinda yarattigi 6nemli
degisimler alt1 baslik halinde siralanmistir. Belirtildigi tizere bu degisimlerin ilki bilgi
kaynaklarmdaki muazzam artistir. Onceki dénemlerde bilgiye ulasmak oldukca giictii,
bireyler sadece kendilerine sunulan igeriklerden bilgi sahibi olabiliyorlardi. Giliniimiizde
ise bu sorun tamamiyla ortadan kalkmistir. Birgok farkli enformasyon kaynagi ortaya
¢ikmis, bilgiye ulasmak basit hale gelmistir. Basili kaynaklarm yanisira elektronik
kitaplarin sayis1 artmistir. Dijital televizyon, radyo ve gazetelerden bireyler sorunsuz
olarak istedikleri zaman bilgi alabilir hale gelmislerdir. Ayni1 zamanda iletisimde
hizlanma yeni medya teknolojileriyle birlikte belirtilen degisimler icerisindedir. Ozellikle
internet teknolojileri ile artik iletisim stireci ciddi bir hiz kazanirken, zaman ve mekan
smirlamasmi da ortadan kaldirmistir. Bireyler oturduklar1 yerden, istedikleri an her sey
hakkinda bilgi sahibi olabilmekte ve istedikleri kisilerle iletisime gecebilmektedirler.

Alic1 kontrolii yani enformasyonun demokratiklesmesi de s6z konusu degisimin bir
pargasidir. Gegmis donemlerde, yeni medya daha ortaya ¢ikmadan dnce bireyler pasif
birer alict konumundaydilar. Kendilerine hangi igerikler sunuluyorsa onlara
ulagabiliyorlardi. Suan ise bireyler yeni medya teknolojilerinin sagladigi olanaklar
sayesinde pasif birer izleyici konumundan ¢ikmug, aktif birer katilimci roliinii
tistlenmektedirler. Kanallar, icerikler ve mesajlar arasinda Ozgiirce se¢im yapabilen,

denetimi elinde tutabilen bireyler dogmustur. Ayn1 zamanda giiniimiiz bireyleri goriis ve
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fikirlerini belirtebilir, istedigi icerik ve mesaj1 diger birey ve gruplarla paylasabilir hale
gelmistir. Yasanan bir diger degisim, kitlesel yaymciliktan dar yayinciliga gegistir.
Gecmiste televizyon, radyo, gazete, vb. kanallardan bireylere kitlesel bir dagitim
yapilmaktaydi. Yeni medya bu durumu degistirerek kitlesel yayin yerine bireysel yayin
yapmay1 olanakli hale getirmistir. Bugiin yeni medya teknolojileri sayesinde kitlesel bir
yayin yerine, kisi veya gruplarmn ihtiyag, istek, 6zellik ve tercihlerine uygun bireysel
yayincilik yapilmaktadir. Bu degisimler arasinda sahiplik ve kontrol sorununun ortadan
kalkmasi1 da gosterilmistir. Ulusal yaym kuruluslarina bakildiginda ciddi bir tekellesme
sorunu ile kars1 karsiya kalmmaktadir. Bu hem yayinlanan igerik bakimindan, hem de
sahiplik bakimindan bu sekildedir. Yeni medya teknolojileri sagladigi olanaklar
cercevesinde bu tekelci yapmim oniline ge¢mistir. Bugiin tiim kullanicilar birer yayimci
durumundadirlar, yeni medya geleneksel medyanin aksine ¢ok sesli bir ortam yaratmustir.
Diger bir degisim daha once de belirtildigi gibi yeni medya teknolojilerinin karsilikli
etkilesime olanak yaratmasidir. Onceki dénemlerin tek yonlii iletisim siirecinin aksine,
yeni medya cift yonlii ve karsilikli etkilesime dayali bir iletisim siirecini ortaya
cikarmustir.

2.2. Yeni Medyanin Ozellikleri

Yeni medyanin hizli gelisimi ile iletisim siireci onemli 6lgiide degismistir. Gliniimiizde
iletisim ve iletisim teknolojileri yeni medya ekseni etrafinda donmektedir. iletisim
teknolojilerini sekillendiren yeni medyanin kendine has temel 6zellikleri bulunmaktadir.
Arastirmacilar yeni medyaya farkli agilardan yaklastiklar1 i¢in 6zellikler agisindan
benzerlik bulamamislardir. Yeni medya konusunda oOnemli caligmalara imza atan
akademisyen Richard A. Rogers (akt. Kirik, 2017:235) bu 6zellikleri ii¢ baslik altinda
Ozetlemistir:

1. Etkilesim (interaction): Tiim yeni medya araglarinin etkilesimli bir boyutu
vardir. Tek yonlii veri akis1 yoktur. Kaynak alici, kaynak boyutuna gecebilir.
Etkilesim unsuru yeni medya i¢in vazgeg¢ilmezdir.

2. Kitlesizlestirme (demassification): Yeni medya Kitleleri hedef alsa da 0zele de
inebilir. Yani yikiyor. Bir veri, bilgi veya mesaj akisi, bir kaynak tarafindan birden
fazla alictya saglanabilecegi gibi, bir aliciya Ozel bilgi veya veri akisi da

saglanabilir. Bu, her kullaniciya farkli icerik sunulabilecegi anlamina gelir.
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3. Es zamansizhk (asekronizasyon): Yeni medya, bireyin kontrol edemedigi
zaman olgusuna da ¢dziimler sunmaktadir. Bireyler istedikleri zaman birbirleriyle
mesajlasabilir ve iletisim kurabilirler. Ote yandan alici, bu mesaji uygun
oldugunda (genellikle ¢evrimi¢i olduklarinda) alabilir. Boylece eszamanlilik
durumu ortadan kalkar ve zaman olgusu sorun olmaz.

Rogers’in ortaya koydugu ii¢c oOzellik yeni medya teknolojilerinin temel
ozellikleridir. Daha 6nce de belirtildigi gibi ilk sirada etkilesim 6zelligi yer almaktadir.
Ikinci 6zellik olan kitlesizlestirme ise yeni medya teknolojileri sayesinde Kitlelere yani
biliylik ¢ogunluga bilgi akis1 saglanabilecegi gibi, yeni medya 6zele indirgenebilir bir
yap1iy1 da barindirmaktadir. Bireysel bilgi akis1 miimkiindiir, kullanicilara 6zel bilgi akis1
da s6z konusudur. Bunun disinda bir de es zamansizlik 6zelliginden bahsedilmistir.
Bireyler yeni medya teknolojileri ile herhangi birisine istedigi anda mesaj gonderebilme,
iletisime gegebilme firsatina sahiptirler. Mesaji alan kisi yani karsi taraf ise ¢evrimigi
oldugunda, uygun zamaninda mesaji alabilmektedir. Boylelikle zaman sorunu ortadan
kalkmaktadir.

Bu 6zelliklerin yanisira yeni medyanin teknik 6zelliklerini irdeleyen Manovich
ise yeni medyay1 yeni yapan ozellikleri bes baslik altinda agiklamistir (akt. Ogiit &
Dilmen, 2006,7-8):

1. Sayisal Temsil (Numerical Representation): Sayisal temsil, kodlardan,
yani matematiksel sembollerden ve algoritmalardan olusan ortamdir.
Boylece yeni ortamdaki tiim veriler sayilabilir ve programlanabilir hale
gelir ve daha tutarl davranir.

1. Modulerlik (Modularity): Modiilerlik, yeni ortamlarm sunulma sekliyle
dogrudan iligkilidir. Ornek olarak bir web sayfasini ele alirsak, resim, ses,
metin gibi 6gelerin ayr1 islevleri vardir. Olusturduklar1 web sayfasinda
degisiklik isteniyorsa bu degisiklik her elemana ayr1 ayr1 yapilarak
modiilerlik kazandirilir.

2. Otomasyon (Automation): Otomasyon, kullanici olmadan yeni iletisim
ortamlarinin {iretebilecegi aktiviteleri sembolize eder.Ornegin kelime
islemciler, kullanicinin bir tiklamasiyla davetiye olusturabilir veya bir

komutla sahip olduklar1 fotograflarla bir albiim olusturabilir.
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3. Degiskenlik (Variability): Degiskenlik, sayisal temsil ve modiilerligin
bir uzantisidir. Yeni iletisim ortamlari, birbirinden ¢ok siki1 bir sekilde
ayrilmis nesnelerin, ayni nesnenin uzantilari1 olarak farkli sekillerde
sunulmasina olanak tanir. Bagka bir deyisle, verilen nesnenin birden fazla
bicimde gorinmesi mumkuandur.

4. Kod Cevrimi (Transcoding): Kod doniistiirme, yeni ortamlarin iki ana
katmanmi temsil eder: sosyal katman ve bilgisayar katmani. Geleneksel
medya iiretimi ve yaymciligmin bilgisayarlar tarafindan ele alinmasiyla
birlikte gegmisin kiiltiirel yargilar1 da bilgisayarlarla birlikte degigmistir.
Ayrica sayisallastirilmis verilerin bir formattan digerine doniistiiriilmesini
de icerir. Bilgisayar diinyasinin donanim ve yazilim olarak ikiye ayrildigi
bilinmektedir. Yazilim tamamen kodlardan olusan bir yapidir.
Photoshop'ta olusturulan bir goriintii dosyasinin belirli bir sekli ve bigimi
vardir. Bu ve benzeri bi¢imler dosya uzantilariyla tanimlanir. Bu 6rnekte
olusturulan dosyanin formati1 PSD'dir. Bu format, aym yazilim
kullanilarak da yaygin olarak kullanilan JPEG formatina doniistiiriilebilir.
Benzer bir 6rnek kelime islem yazilimi MS Word i¢in verilebilir. Bu
dosyalarin olusturulan ve metin belgesi olarak kaydedilen bicim
uzantilarma DOC/RTF adi verilir. Ancak, formatlar arasinda gegis
yapmak miimkiindiir. Ornegin, bir metin belgesi olusturarak bir goriintiiyii
JPEG formatinda i¢e aktarmak miimkiindiir. Dosya olusturuldugunda
DOC/RTF formatinda kaydedilir. Dolayisiyla, orijinal olarak bir metin
belgesi format1 olan DOC ile goriintii formatlar1 arasinda bir kod ¢evrimi
vardir.

Yeni medyay1 miimkiin kilan teknik 6zelliklere bakildiginda bu ortamlarda sayisal
yani matematiksel bir 6zelligin oldugu goriilmektedir. Bunun yanisira 6zelliklerin
tiimiiniin isaret ettigi ortak nokta sagladigi hiz ve kolaylik ile birgok seyi yapabilmenin

mumkiin olmasidir.
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2.3.Yeni Medya Okuryazarhgi

Glinlimiizde yeni medya teknolojileri bireylerin giindelik yasamlarinda énemli
birer ara¢ haline gelmistir. Bireyler her giin bu araglar vasitasiyla binlerce mesaj ve
enformasyon bombardimanima maruz kalmaktadirlar. Olumlu anlamda bireylere bir¢ok
kolaylik ve fayda saglasa da olumsuz etkileri de bulunmaktadir. Bu noktada her an yeni
iletisim ortamlarinda vakit gegiren gilinlimiiz bireylerinin yeni medya okuryazarligi
yetkinligine ulasmis olmalari, yani birer yeni medya okuryazari olmalar1 da 6nem
kazanmustir.

Nasil ki yeni medya geleneksel medyanin bir uzantisi, doniistiiriilmiis hali ise yeni
medya okuryazarhigi da medya okuryazarligi kavramimdan gelmektedir. Geleneksel
medyadan yeni medyaya dogru bir doniisiim s6z konusu oldugu gibi medya okuryazarligi
kavramindan da yeni medya okuryazarlig1 kavramina dogru bir doniisiim s6z konusudur.
Kavram olarak yeni medyay1 anlayabilmek i¢in 6ncelikle medya okuryazarligi kavramina
deginmek gerekmektedir.

Medya okuryazarligr 1932'de Amerika Birlesik Devletleri'nde ve 1970'lerden
sonra Avusturya, Belcika, Fransa, Japonya, Ingiltere, Ispanya, Isvicre, Italya ve
Kanada'da gelisti ve bu iilkelerde yeterlilik basladi. Bu iilkelerdeki ortak egitim noktasi,
basta gazete sahipleri olmak iizere medya kuruluslari ile isbirligi; Amag gesitli gazeteleri
okullara ticretsiz gondermek, bu gazeteleri bilgi kaynagi olarak kullanma yontemlerini
O0gretmek ve haber kaynaklarin1 elestirel olarak degerlendirebilme becerisini
kazandirmakti. 1980'lerden itibaren bagimsiz bir aragtirma alani olarak 6nem kazanan
medya okuryazarhgi, asagidaki tanimlardaki benzerliklerin toplamidir (Onal, 2007,338-
339):

a. “Cesitli bicimlerdeki yazili-basili, gorsel, isitsel, elektronik ortamlardaki iletilere
erismektir,

b. Medya iletilerini anlamak ve degerlendirmek i¢in gereken bilgi birikimine sahip
olmaktir;

C. Medyay: etkin ve akilci bigimde kullanmaktir,

d. Medya olarak bilinen bilgi kaynaklarini tanimak, degerlendirmek ve geregince
yararlanmaktir;

e. Farkh kaynaklardan gelen bilginin dogrulugunu degerlendirmektir;
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f.  Medyann kisilerin ve toplumun diisiinceleri, davraniglar: ve degerleri tizerindeki

etkisinin bilincinde olmaktir;

g. Medya kanallar: yoluyla toplumla etkili iletisim kurmaktir;

h. Gereken tepkileri vererek bilginin bilingli ve dogru iiretilmesini saglamaktir;

I.  Fikir tiretmekle kalmaywp diisiinceleri iletme kapasitesine sahip olmaktir.”

Medya okuryazarligi iki temel yapidan olusur. Bunlardan ilki, medya icerigine dogru,
hizly, etkili, verimli ve ekonomik bir sekilde erismek i¢cin gerekli bilgi ve beceriler (bilgi
okuryazarligi, teknoloji kullanim: vb.); Ikincisi, medya igerigini arastirirken,
degerlendirirken ve sorgulayarak/elestirerek kullanirken medya icerigini dogru ve tam
olarak anlama yetenegi olarak agiklanmaktadir (Sarsar&Engin, 2015,168). Belirtildigi
gibi medya okuryazar1 olmanin ilk kriteri icerige ulasabilme becerisi iken, diger kriteri
erisilen icerigi dogru olarak anlama, kullanma, elestirel bir bakis acgisi ile yaklagabilme
ve degerlendirebilme becerisidir. Bireylerin medya okuryazari olabilmesi i¢in bu iki
beceriyi gelistirebilmeleri onemlidir. Ciinkii herhangi bir icerigi degerlendirebilmek,
kullanabilmek ve elestirel bir gozle yaklagsabilmek i¢in dncelikle o igerige hizli, dogru ve
etkili bir sekilde erigebilmek gerekmektedir.

Jolls ve Thoman’a gore; “medya okuryazari olmak demek, medya hakkindaki
gercekleri ve istatistikleri ezberlemek degil, seyrettigi, okudugu ve duyduklar1 hakkinda
dogru sorular sormayr O6grenmek demektir” (2008,33). Burada da yine medya
okuryazarligmin sorgulayici, elestirel bakis agisina sahip olma becerisine deginilmistir.
Herhangi bir medya kanalinda seyredilen, okunulan ve duyulan seylere kayitsiz bir
sekilde, dogrudan inanmamak; bunlar1 bireylerin siizge¢lerinden gegirerek elestirel bir

bakis acisiyla yaklagmak, dogru sorular1 sorabilmek 6nemlidir.

Medya okuryazarhigi gérsel, isitsel medya ile ¢oklu medyanin biiyiik cesitlilik gdosteren
formlardaki mesajlarina ulagma, bunlart ¢oziimleme, degerlendirme ve iletme yetenegi olarak
tamimlanmaktadir. Izleyicinin medyayr bilingli okumasim saglayan medya okuryazarligi, ayni
zamanda insanin kendini ozgiirce ifade etmesi, bireyin toplumsal hayata daha aktif ve yapici
olarak katilimini saglamasi, medyanin iyilestirilmesi ile ilgili hareketleri desteklemek igin biling
olusturmast agisindan onem tasimaktadir (Arslan, 2014,72).

Avrupa Medya Okuryazarligi Merkezi’ne (Europen Centre for Media Literacy)
gore medya okuryazarligimn amaglari soyledir:
a. “Medyann fikir, bilgi ve haberi bir baskasimin bakis acisiyla nakletmek iizere

kuruldugunu anlamak,
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o

Duygusal etki olusturmak igin ozel tekniklerin kullanildigini anlamatk,

Bu tekniklerin amacglandiklar: ve dogurduklar: etkilerin ayirdina varmak,

a o

Medyanin bazi kisilerin yararina ¢alistigini, bazilarini ise disladigini anlamak,
Alternatif bilgi ve eglence kaynaklart aramatk,
Medyayr kendi yarari ve zevki icin kullanmak,

Edilgen olmak yerine aktif olmak,

> @ — oo

Yeni ogrenme kiiltiirii olan dijital okuryazarliga hazirlanmak (Pekman,
2011,41).”

Medya uzun yillardir bireylerin giindelik yasam pratiklerinde 6nemli bir aragtir. Her
giin medya araclar1 vasitasiyla bireyler binlerce mesaj ve enformasyon ile kars1 karsiya
kalmaktadirlar. Bunlardan hangilerinin dogru, hangilerinin sorgulanmasi gerektiginin
bilincinde olabilmek igin bazi yetkinliklere sahip olmak gerekmektedir. Ozellikle
cocuklar ve gengler bu konuda yetigkinlere gére daha fazla risk altindadirlar. Bu nedenle
Ulkemizde okullarda “Medya Okuryazarhigi” dersi mifredata eklenmistir ve bu konuda
cocuklar1 bilinglendirmek amaciyla egitimler verilmektedir. Medya okuryazarhig: ile
amagclanan yetkinliklerden ilki sunulan bilgi, haber veya igerigin bir bagkasinin bakis agis1
ile olusturuldugunu, yani bir baskasinin bakis acisini yansittigni anlayabilmektir.
Bireyler lizerinde duygusal etki olusturularak, sunulan bilgi, haber veya icerige daha ¢ok
ilgi gosterilmesi amaglanmaktadir. Bunun kasith olarak kullanilan bir teknik oldugunun
farkinda olmak da bu yetkinliklerden biridir.

Yaym organlarmin bazi kisi veya gruplarin lehine ¢alisirken, bazilarinin alehinde
calistiginin bilincinde olmak amacglanan bir diger yetkinliktir. Tek bilgi kaynagina bagl
kalmadan, alternatif kaynaklar1 arastirma becerisi de bireylerin kazanmasi gereken
yetkinliklerden biridir. Medya karsisinda edilgen olmamak, aktif bir konumda olmak da
onemlidir. Son olarak dijital okuryazarhiga hazirlanmak bu amaglardan biridir. Dijital
okuryazarliktan kastedilen bireylerin yeni medya okuryazari olmasidir. Yeni medya
araglar1 olumlu anlamda bireylere bir¢ok kolaylik saglasa da, olumsuz etkileri de
bulunmaktadir. Ozellikle yeni medya teknolojilerinin i¢ine dogan geng nesil bu
teknolojilerden hayatmin her noktasinda fazlasiyla yararlanmaktadirlar. Cocuklar ve
gencler yaslar itibariyle yeni medya teknolojilerinin olasi risklerini 6n géremediginden

olumsuz anlamda etkilenmektedirler. Bireylerin zarar gérmelerini engelleyebilmek veya
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bu olumsuz etkileri en aza indirgeyebilmek i¢in hem ¢ocuklarmn, genglerin, hem de anne-
babalarm, egitimcilerin bilinglendirilmesi gerekmektedir.

Kisilerin giindelik hayatlarii kusatan yeni medya ile ortaya yeni bir okuryazarlik tiirii
cikmistir. Medya okuryazarliginin bir uzantist olan yeni medya okuryazarhigi dijital
okuryazarlik, internet okuryazarligi, siber okuryazarlik gibi isimlerle anilmaktadir.

Medya okuryazarligi —ashinda okuryazarlik genel olarak- ¢esitli formlardaki mesajlara erigme,
analiz etme, degerlendirme ve icerik olugturma becerisidir. Bu dort bilesen —erigim, analiz,
degerlendirme ve icerik olugturma- birlikte medya okuryazarligina beceri temelli bir yaklagim
olusturmaktadir. Her bilesen dogrusal olmayan, dinamik 6grenme siirecinin bir par¢ast olarak
digerlerini destekler: igerik olusturmayr 6grenmek baskalar: tarafindan profesyonelce Uretilenleri
analiz etmeye yardimct olur; analiz etme ve degerlendirme becerileri, internetin yeni kullanimlart
icin kapilar agar, erigimi genisletir (Livingstone, 2004,3).

Medya okuryazarhiginin dort temel beceriyi kapsadigi (mesajlara erisim, mesajlarin
analiz edilmesi, mesajlarin degerlendirilmesi ve icerik olusturulmasi) ve her becerinin
birbiriyle baglantili oldugu ve birbirini olumlu yonde destekledigi belirtilmektedir.

Avrupa Birligi (AB) diizeyinde 2000 yilinda Lizbon'da gergeklestirilen Avrupa
Zirvesi'nde, "bilgi toplumu" ile bilgi ve iletisim teknolojileri arasindaki baglanti
tartisilmis, "firsatlar" ve "tehditler" olarak giindeme getirilmistir. "iyi getirdiler" konulu
konusmasinda, bu baglamda medya okuryazarligimin 6nemi vurgulandi. Gelecegin
Avrupa'sinin yeni iletisim teknolojilerine dayanacagi ve buna bagh olarak bilgi
teknolojilerini kullanma becerisinin artirilmasinin yani sira medya okuryazarliginin da
artirtlmas1 gerektigi ifade edildi. bu egitime ayrilan biitce genisletilmelidir "Medya
okuryazarlig1" terimi ile Komisyon, ilgili ancak yeni olan "dijital okuryazarhk" terimi
kapsaminda "yeni" medya diinyalarmm1 ve bu yonde yetkinliklerin kazanilmasini da
vurgulamustir (Asrak Hasdemir, 2012,28). Belirtildigi gibi Lizbon’da gerceklestirilen
Avrupa Zirvesi’'nde gelecekte yeni iletisim teknolojilerinin daha da 6nem kazanacagi ve
medya okuryazarli1 egitiminin yanisira yeni medya araglarmin kullanim becerilerinin
arttirilmasi, yeni medya okuryazarlik becerilerinin de gelistirilmesinin dnemine vurgu

yapilarak, bu yonde bir karara varimustir.
2.3.1. Yeni Medya Okuryazarhginin Cercevesi

Universitat Autdonoma de Barcelona’nin (Barcelona Ozerk Universitesi) dnerdigi

gibi yeni medya okuryazarligi, klasik okuryazarlik, gorsel-isitsel okuryazarlik, dijital
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okuryazarlik ve bilgi okuryazarligi gibi ge¢mis yiizyillar boyunca gelistirilen tim

okuryazarliklarin birlesimidir. Chen ve ark. bu goriise baglant1 noktas1 olarak bakarak,

yeni medya okuryazarligi i¢in bir ¢ergeve Onermislerdir. Bu c¢erceve yeni medya

okuryazarligma iligkin sistematik bir goriinim sunmaktadir. Chen ve ark. analiz ve

sentezlerine dayanarak yeni medya okuryazarliginin

tuketiciden tre-tiketici

okuryazarliga ve islevselden elestirel okuryazarhiga kadar iki stire¢ olarak anlasilmasini
onermektedirler (Chen, Wu ve Wang, 2011,85)

Medya igerigini baglamsal ve sosyal diizeyde
analiz edebilme ve degerlendirebilme

Medya igerigini, gémiilii sosyal anlamlari ve
etkileri elestirebilme ve sentez edebilme, ve
kendi anlayisint gelistirebilme

(A2B1931'] BIPIA [BOBIAD)

131aezesanyQ BAPIAl [PASIH

Medya igerikleri olusturabilme ve sosyal etkilerini
anlayabilme

Zengin medya ortamlarina katilabilme
(6rnegin, Second Life)

Medya igeriklerine metin diizeyinde erisebilme
ve onlar anlayabilme

(Ade.a931] BIPIJA [RUOROUN,])
1diprezefamyQ BAPIIN [9SAJLS]

Teknolojiyi medya igerikleri olusturma i¢in kullanabilme
(6rnegin, e-mail yazabilme ya da kamera kullanabilme)

Tiiketici Medya Okuryazarhg
(Consuming Media Literacy)

Ure-Tiiketici Medya Okuryazarhg
(Prosuming Media Literacy)

Sekil 1. Yeni Medya Okuryazarhgimmin Cercevesi

Kaynak: Chen, D.-T., Wu, J., & Wang, Y.-M. (2011). Unpacking New Media Literacy.

Journal on Systemics, Cybernetics and Informatics, 9(2), 84-88, s.85
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Sekil 1'de goriildiigl gibi, islevsel ve elestirel medya okuryazarligi ile tikketim ve
Uretim-tiiketim medya okuryazarligi boyutlari, birbiriyle ortiisen dort tiir yeni medya
okuryazarlig1 ortaya ¢ikarmustir. Bunlar Sekil 1'de fonksiyonel tiiketim (sol alt kose),
kritik tiikketim (sol iist kose), fonksiyonel tiiketim (sag alt kdse) ve kritik tiikketim olarak
gordlebilir.

Yeni medya okuryazarligr medyay1 tilketmekten, medyay1 ilire-tiikketmeye dogru
bir siire¢ olarak diisiiniilebilmektedir. Tuketici medya okuryazarligi (consuming media
literacy), kisinin medya mesajina erisme ve medyay1 cesitli yeterlilik diizeylerinde
kullanma becerilerini ifade etmektedir. Onceki ddnemlerde medya okuryazarlig: {izerine
kullanicinin medya mesajini tilketme becerilerine biiyilk 6nem verilmekteydi. Medya
okuryazarligi cesitli formlardaki mesaja erisme, analiz etme, degerlendirme ve iletisim
kurma becerisi olarak goriilmekteydi. Bilgi ve iletisim teknolojilerinin hizla gelisimi
erisim sorununu daha onemsiz hale getirmistir. Medyay1 tilketme becerileri “sentez” ve
“elestiri” gibi bilgi isleme konusundaki kritik becerilere uyacak sekilde genisletilmistir.
Ure-tiiketici medya okuryazarlig1 (prosuming media literacy) kisinin tiiketme becerilerine
ek olarak, medya igerigi iiretme kabiliyetini ifade etmektedir. Ure-tiiketici (prosuming)
terimi Oncelikle Toffler tarafindan ortaya atilmistir. Bir Ure-tliketici hem Uretici, hem
tiiketicidir ve liretim ve tiiketim kelimelerinin birlesiminden olusmaktadir. Ure-tiiketiciler
Ozellestirilmis medya iirlinlerini kendileri iiretebilir, yeni medyanin getirdigi tiim
avantajlar1 kullanabilirler. Medya Ure-tiikketiminin iki yoni vardmr: medya igerigi
olusturma/iiretme ve medya kullanimlarna katilma. Ornegin; 8grenciler bir video klip
olusturmak ve YouTube’a yiiklemek i¢in medya araglarini kullanabilirler. Uretim
bireysel ideoloji, kiiltiirel birikim ve amaglara uygun medya iceriklerinin tasarimini
kapsamaktadir. Tiiketici yonii iiretim siirecinde biitiinlesmis ve ima edilmistir. Ornegin;
diger kullanicilar belirli bir klibe yorum yaptiklarinda, i¢erik olusturucunun yorumlari

yanitlamadan 6nce dikkatlice okumasi ve yorumlamasi gerekebilir (Chen, vd. 2011,85-
86).

Medya okuryazarlig1 yalnizca bir bireyin sahip oldugu sistematik teknik beceri
degildir. Bunun yerine belirli bir baglamda yer alan sosyal ve kiiltiirel bir uygulamadir.

Son zamanlarda yapilan aragtirmalar yeni medya okuryazarligimin iglevsellik boyutundan
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ziyade elestirellik boyutunun 6nemini vurgulamistir. Chen ve ark. Buckingham’in
islevsel ve elestirel okuryazarlik kavramini genigleterek, islevsel medya okuryazarligini
bireyin metinsel anlam yaratma ve medya araglarmi/igeriklerini kullanma olarak
goriilmesini onermektedirler. Bu medya mesajini tiiketirken, medya araglarini isletirken
ve medya igerigi olustururken erisme ve tam anlamiyla (metinsel olarak) anlamay1
icermektedir. Ote yandan elestirel okuryazarhk medyay1 analiz etmek, degerlendirmek
ve elestirmektir. Medya igeriginin metinsel ve sosyal anlamlarmimn, sosyal degerlerin,
medya Ureticilerinin amaglarmmn yanisira medya {ireticilerinin ve izleyicilerin gii¢
konumlarmnm anlasilmasmi icermektedir. Kullanicilarin yeni medya teknolojilerini
arzuladiklar1 gibi aktif olarak kullanabilmeleri igin yeni medya araglarinin teknik
Ozelliklerine ve yeni medya diline asina olmalar1 gerektiginden islevsel medya
okuryazarligi 6nemlidir. Bununla beraber, islevsel tiiketici ve iire-tuketici olarak kalmak
yetersiz kalacaktir. Elestirellik yeni medyanin tiiketilmesi ve iire-tiketilmesinde c¢ok
onemlidir. Elestirel bir tiiketici ve Ure-tuketici medya tiketiminin ve retiminin sosyal,
ekonomik, siyasi ve kiiltiirel baglamlarin1 iyi kavramis olur ve bu elestirel goriisleri

medya tuketiminde ve Uretiminde avantaji i¢in kullanabilmektedir (Chen, vd. 2011,86).

Iki siirece dayali olarak tiiketiciden iire-tiiketiciye ve islevselden elestirel medya
okuryazarligma dogru dort farkli yeni medya okuryazarhk tiirii tanimlanabilir. 1. Islevsel
medya tiliketicisi (functional media consumer) medya igerigine erigebilmekte ve neler
iletildigini anlayabilmektedir. 2. Buna kiyasla elestirel medya tiiketicisi (critical media
consumer) medya iceriginin sosyal, ekonomik, siyasi ve kiiltliirel baglamlarini
inceleyecektir. Bu kisi medya mesajimin yapisi, gémiilii sosyal degerler, ideolojiler ve
amaclara hizmet etmeyi amagladigi, medyanin sosyo-kiiltiirel 6zellikleri hakkinda bilgi
sahibidir. Bu kisi medya mesaji hakkinda elestirel bir anlayis gelistirir ve daha da
onemlisi medya tiiketiminde iyi bir karar mantigina sahiptir. 3. Islevsel iire-tiketici
(functional prosumer) yeni medya igerigi olusturma (6rnegin, bir bolg girisi yazma) ve
cesitli yeni medya ortamlarina katilmay1 bilen kisidir. 4. Elestirel tire-tlketici (critical
prosumer) ise medya yapiminda, medya yayminda ve medya katiliminda konumunu ve
kimligini anlayabilir. Medya yapimimda sosyal degerlerini karmasik olarak i¢ ice

gegirebilir ve medya mesajlarmi verimli bir sekilde kullanabilir (Chen, vd. 2011,86).
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Chen ve ark. gore; 21. yiizyilda bir vatandas olarak bireyin medya ve bilgi
toplumunun tiim alanlarina katilabilmesi i¢in hem islevsel hem de elestirel olmasi,
tiikketici ve tiiketici dostu olmasi ve medya okuryazari olmasi gerekmektedir. Yeni medya

okuryazarlig1 bu boyutlarin hepsini kapsamaktadir (2011,86).

Chen ve ark. tarafindan gelistirilen yeni medya okuryazarligi ¢ergevesi yeni
medya okuryazarligini anlayabilmek adina 6nemlidir; fakat konu hala gelistirilmekte ve
tartisilmaktadir. Chen ve arkadaslarmin 2011 yilinda ortaya koyduklar1 gerceve 2013

yilinda Lin ve ark. tarafindan zenginlestirilerek revize edilmistir.

Chen ve ark. gelistirdigi cercevenin en azindan iki sinirlamasi vardir. ilk olarak
cerceve yeni medya okuryazarliginin dort tiirinii kaba bir sekilde karakterize etmistir.
Sekil 1°de goriildiigii gibi cerceve, yeni medya okuryazarliZmmin her bir tiirini
anlayabilmek icin bazi gdstergeler/anahtar kelimeler saglamaktadir. Ornegin islevsel
medya tiiketicisinin ‘medya icerigine metin diizeyinde erisebilmesi ve anlayabilmesi’
beklenmektedir. Buna ek olarak elestirel medya tiliketicileri medya igerigini gomiilii
sosyo-kiiltiirel anlamlarmi/degerlerini diisiinerek analiz edebilir, degerlendirebilir,
elestirebilir ve sentezleyebilir. Fakat bu anahtar kelimelerin belirttigi seyler agikga
tanimlanmamustir. Bu ayrica dort yeni medya okuryazarlik tiirliniin arasindaki smirlar1
belirsiz hale getirebilmektedir. Ornegin; “anlama” (islevsel tiiketici okuryazarligmdan)
ile “analiz” (elestirel tiiketici okuryazarligindan) arasindaki fark ne kadar biiytik? Butun
bunlar daha detaylandirilmis bir yeni medya okuryazarligi ¢ergevesi gelistirilmesinin
gerekliligini gdstermektedir. Ikincisi, ¢ergeve Web 1.0°1 farkli bir medya kiiltiiriinii
sekillendirmede ¢ok dnemli bir rol oynayan Web 2.0°dan ayirmamistir. Sekil 1’de Chen
ve ark. Ure-tliketici medya okuryazarligini 6grencilerin medya igerikleri yaratma ve
zengin medya ortamlarma katilma becerileri olarak aymrmustir. Ure-tiiketici
okuryazarligin bu anlayis1 hem Web 1.0, hem de Web 2.0 ortamlarmi goéz Oniinde
bulundurmaktadir. Web 1.0 ortammda ogrencilerin basili kopyayr dijital bigime
doniistiirme, bir e-posta olusturma ve fotograf diizenleme gibi medya igerigi
olusturmalarina izin verilmektedir. Bununla birlikte Web 1.0 6grencilerin grup olarak
paylasimlarda bulunmalarina izin vermez, bunun yerine bu paylasimlar Web 2.0

ortamlarinda gergeklestirilebilir. Daha da 6nemlisi son zamanlarda bircok arastirmaci
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Web 2.0’1n gengleri seslerini duyurmalari, ideolojilerini- tutumlarini ve degerlerini farkli
kimlikler tizerinden somutlastirmalari, ¢esitli sosyal normlar1 kavrayabilmeleri ve
elestirel fikir aligveriglerine sorumlu bir sekilde katilmalary/fikir olusturmalar1 gibi
konularda tesvik etmesinde 6nemli bir rol oynadigini vurgulamiglardir. TUm bu faydalar
Web 1.0 ortamu i¢in ifade edilememektedir. Dolayisiyla iire-tiiketici medya okuryazarligi
tartisilirken Web 1.0 ve Web 2.0 arasinda bir boliinme yapilmasi gereklidir (Lin, Deng,
Lee, 2013,163).

Lin ve ark. Chen ve arkadaglarinin iki smirlamasini da ele alan diizenlenmis bir
cergeve Onermeyi amaglamiglardir. Sekil 1’°deki gibi bu Onerilen ger¢eve de iki stirece
dayali (yani, islevsel/elestirel ve tiiketici/tire-tliketici ) olarak dort okuryazarlik tiiriinden
olusmaktadir: FC, CC, FP ve CP (functional consuming, critical consuming, functional
prosuming ve critical prosuming). Bundan baska bu ¢ercevede dort yeni medya
okuryazarlik tiiriinii 10 tane daha gostergeye ayirmakta ve Web 1.0’1 Web 2.0°dan ayiran
yeni bir bolinme dnermektedir (Lin ve ark, 2013,163).
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Tiiketici Medya Okuryazarhg Ure-Tiiketici Medya Okuryazarhg
(Consuming Media Literacy) (Prosuming Media Literacy)

Sekil 2. Yeni Medya Okuryazarh@inin Diizenlenmis Bir Cercevesi

Kaynak: LinT. B., Li. J., Deng F. & Lee L. (2013). Understanding New Media L.iteracy:
An Explorative Theoretical Framework. Educational Technology & Society, 16 (4), 160-
170, s.162

Sekil 2’de dort farkli okuryazarlik tiirii olan islevsel tiiketici/iire-tiiketici ve
elestirel tiiketici/iire-tiiketici boyutlar1 ve her bir boyutun kapsadigi gostergeler
goriilmektedir. Islevsel tiiketim okuryazarlik tiirii anlama/tiiketim becerileri
gostergelerini  kapsarken, elestirel tiikketim okuryazarlik tiirii analiz, sentez ve
degerlendirme gostergelerini kapsamaktadir. Islevsel iire-tiiketim boyutu (re-tiiketim
becerisi, liretim ve dagitim seklinde ti¢ gosterge ile agiklanirken, elestirel {ire-tlketim
okuryazarlik tiirli olugturma ve katilim gostergeleri ile agiklanmaktadir. Tablo 1°de her

bir boyutun agimlandig gostergeler ve aciklamalar1 yer almaktadir.
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Tablo 3. Lee ve ark. tarafindan gelistirilen gostergeler ve bu gostergelerin

aciklamalan

Gostergeler

Aciklamalar

Islevsel Tiiketim (Functional Consuming)

Tuketim becerisi
(Consuming skills)

Tuketim becerisi, bireyin medya igeriklerini tiketirken gerekli olan
birtakim teknik beceri anlamindadir. Ornegin bir kisinin, bilgiyi nasil
araylp bulacagmi, bilgi teknolojisini nasil kullanacagmni (6rnegin
internet) bilmesi i¢in bilgisayar1 nasil kullanacagmi bilmesi
gerekmektedir. Bu gosterge donanmmi ve yazilimi kullanma ve bilgi
toplayabilme becerisine odaklanan Buckingham ve ark.’nin (2005)
erigim’1ile benzerlik gostermektedir. Cergeve ayni zamanda medyanin
farkli format/modalitesini kullanabilme becerisini gosteren Chen ve
ark.’nm (2011) erigim’ini de kapsamaktadir.

Anlama
(Understanding)

Bu g0sterge, kisilerin medya igeriklerinin anlamimi tam olarak
kavrayabilme yetenegini kapsamaktadir. Ornekler, kisilerin farkli
platformlarda (kitap, video, blog, Facebook, vb.) yaymlanan
baskalarmin fikirlerini anlayabilme, kisaltmalarin ve yiiz ifadelerini
belirten ikonlarin (emoji) anlamlarini yorumlama becerilerini
icermektedir.

Elestirel Tiiketim (Critical Consuming)

Analiz (Analysis)

Bu gosterge bireylerin medya mesajlarini yapilandirma (yap1 sokiime
ugratma) becerisini ifade etmektedir. Yukarida ele alinan anlama’nin
aksine bu goésterge dil, tiir ve ¢oklu modalitenin kodlarma (6rn; basili,
dijital, vb.) odaklanan go6stergebilimsel metin analizi olarak
goriilebilir. Thoman ve Jolls’un (2008) belirttigi gibi, bireylerin medya
mesajlarin1 yapilandirirken editoryel siirecin (6rnegin; tiim medya
mesajlar1 yapilandirilmistir), formatin (6rnegin; medya mesajlari
yapilandirilirken belli kurallar dahilinde yaratict bir dil kullanilir) ve
izleyicilerin (6rnegin; medya mesajlarinin yorumlanmasi bireyler
arasinda farklilik gosterir) farkinda olmalar1 gerekmektedir. Bireyler
medya igeriklerini gercekligin tarafiz tasiyicilar1 olarak gormemeli,
medya mesajlarinin yapilandirilmasini 6znel ve sosyal bir siire¢ olarak
gormelidirler.

Sentez (Synthesis)

Bu gosterge, bireylerin kendi bakis agilarii entegre ederek medya
mesajlarin1 yeniden bi¢imlendirme ve medya mesajlarint yeniden
yapilandirma becerilerini ifade etmektedir.
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Degerlendirme
(Evaluation)

Bu gosterge bireylerin medya iceriklerinin glivenilirligini sorgulama,
elestirme ve itiraz etme yetenegini igcermektedir. Analiz ve sentez ile
karsilagtirildiginda bu gosterge medya igeriklerinin sadece insan
tarafindan olusturulmus bir temsil oldugunu kabul etmekle birlikte,
daha st diizey elestirelligi temsil etmektedir. Bu, bireylerin medya
icerigini kimlik, gii¢/iktidar iligkileri ve ideoloji gibi konular1 goz
onlinde bulundurarak yorumlamalarini gerektirmektedir. Daha da
onemlisi  degerlendirme aym zamanda agik¢a vurgulanmayan
konularda karar verme siirecini de kapsamaktadir. Ornegin; internet
tizerinden farkli saticilarmn fiyatlarini karsilastirmak bir sentez eylemi
iken, hangi saticidan satin alimacagina karar verilmesi ise bir
degerlendirme eylemidir.

Islevsel Ure-tiiketim (Functional Prosuming)

Ure-tiketim  becerisi
(Prosuming skill)

Bu gosterge, bir kisinin medya icerigi liretmesi/olusturmasi i¢in gerekli
teknik becerileri belirtmektedir. Ornegin; bireylerin online iletigim
hesab1 kurmak (6rn; MSN, Skype, Blog, Facebook, vb.), cesitli dijital
eserler olusturmak igin yazilimi kullanmak (resim, video klip, vb.) ve
programlama yapmak (bilgisayar ve telefon i¢in) icin bazi becerilere
sahip olmas1 gerekmektedir.

Dagitim (Distribution)

Bu gosterge, bireylerin ellerindeki bilgiyi paylasma becerilerini
kapsamaktadir. Buckingham (2009)’in bakis agisna gore, ‘son
yillardaki en oOnemli gelismeler iiretimden ziyade dagitim
teknolojileriyle iliskilidir’. Diger bir deyisle, bilginin dagilimi medyay1
Ure-tiilketmek icin bir bagka (veya daha etkili) bir ara¢ olarak
gorilebilir. Ure-tiketme becerisi ile karsilastirildiginda dagitim
genelde paylasim siirecini icermektedir. ilgili Srnekler arasinda,
bireylerin sosyal paylasim sitelerinde duygularini paylasma (6rn;
begenmek/begenmemek), medya  mesajlarm1  paylasma ve
urin/hizmetlere oy verme becerileri vardir. Bu gosterge “bilgi aramak,
sentezlemek ve yaymak™ iizerine odaklanmaktadir.

Uretim (Production)

Bu gosterge medya iceriklerini gogaltma (kismen veya tamamen) veya
karistirma yeteneklerini kapsamaktadir. Uretim eylemleri, basili bir
belgeyi dijital formatta tarama (veya yazma), goruntileri ve ses
materyallerini karistirarak bir video klibi liretme ve blog veya
Facebook gibi sosyal aglar {izerinden bir seyler yazmay: igermektedir.

Elestirel Ure-Tiiketim (Critical Prosuming)

Katihm (Participation)

Diger ii¢ gostergenin (prosuming skill, distribution, production) aksine
katilim bireylerin daha elestirel olmasin1 gerektirmektedir. Bu gosterge
esasen Chen ve ark. (2011) ve Jenkins vd.(2006) ’nin katilimct
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kultiri’ne  dayandirilmstir.  Ozellikle yeni medya ortamlarina
interaktif bir bicimde ve elestirel olarak katilmay1 ifade etmektedir.
Interaktiflikle bireyler (veya) katihmecilar arasindaki c¢ift yonlii
etkilesim kastedilmektedir. Elestirellik ile bireylerin medya
katiliminda, gomiilii olan sosyo-kiiltirel degerler, ideoloji ve
gii¢/iktidar iligkileri konusundaki farkindaliklarina odaklanilmaktadir

Olusturma (Creation)

Bu gosterge Ozellikle gomilu sosyo-kiiltiirel degerler ve ideoloji
konularinda elestirel bir anlayisla medya igerigi olusturma becerilerini
ifade etmektedir. Dagitim ve iiretim ile karsilastiridiginda, olusturma
bireylerden daha fazla elestirellik gerektirmektedir. Her ikisi de
elestirellik gerektirdigi gibi, olusum ve katilim arasindaki farka dikkat
edilmelidir. Katilimdan farkli olarak olusum, bireyler arasindaki
etkilesimden daha ¢ok bir bireyin kendi inisiyatifini gerektirmektedir.
Ayrica bu gosterge, bireyin elestirel bir blog veya web sayfasi
olusturma, orijinal resmi ¢evrimi¢i yaymnlama veya online icerigi
kendisine gore yeniden diizenlemesi gibi becerileri kapsamaktadir.

Kaynak: LinT. B., Li. J., Deng F. & Lee L. (2013). Understanding New Media Literacy:
An Explorative Theoretical Framework. Educational Technology & Society, 16 (4), 160-
170, s.164-166’dan uyarlanmistir.

2.4. Siber Zorbahk

Siber zorbalik ve geleneksel zorbalik birbiriyle ilintili kavramlardir. Olayin
gergceklesme sekli ve gerceklestigi ortam bakimindan farklilagsmaktadirlar. Her ikisinin de
temelinde saldirgan ve kasitli davraniglar bulunmaktadir. Bu nedenle siber zorbalik
kavramma ge¢meden once geleneksel zorbalik kavramina deginmek ve aralarinda nasil
bir iligki oldugunu anlayabilmek 6nemlidir.

2.4.1. Geleneksel Zorbahk Kavram ve Taninm

Zorbalik genellikle taraflar arasinda gii¢ dengesizligi olan, tekrarlanan saldirgan
davranis olarak tanimlanmaktadir. Geleneksel olarak zorbalik fiziksel eylemleri (6rnegin;
vurma, itme) ve sozlIii tacizi (6rnegin; alay etme, alay etmek i¢in isim takma) ve ayrica
sosyal diglama ve dedikodu yayma gibi daha ince ve dolayli eylemleri de icermektedir
(Kowalski, Limber, 2007:22). Biri suglu, bir digeri kurban olmak iizere en az iki kisiyi
icermektedir. Bununla birlikte, ¢ok sayida insan izleyici olarak dolayl bir bigimde yer
alabilmektedir. Bu gorgii taniklari, zorbalik olayina taniklik eden ancak taraf olmadan
kalan kisiler olabilmektedir. Onlar miidahalede bulunurlarsa bir sonraki kurban olma

konusundan sik sik korkmaktadirlar. Genellikle kendilerini gligsiiz hissetmektedirler ve
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Ozsaygi ve Ozgiivenlerini kaybettiklerini gostermektedirler (Harris ve Petrie’den akt.
Campbell, 2005,2).

Genel olarak geleneksel zorbalik fiziksel, s6zel veya psikolojik/sosyal olarak
ortaya cikabilmektedir. Zorba ile magdur arasinda bir giic dengesizligi s6z konusudur,
yani zorbalik davranisinda bulunan kimse magdurdan herhangi bir yonden giiclii
konumda bulunmaktadir.

Geleneksel olarak zorbalik fiziksel tacize esit olarak goriilse de arastirmacilar
artik sozel veya fiziksel taciz dahil bir saldirganlik bi¢imi olarak tanimlamaktadirlar.
Spesifik olarak bir kisi bir veya daha fazla kisinin olumsuz eylemlerine defalarca ve tekrar
tekrar maruz kaldiginda zorbaliga maruz kalmaktadir. Zorbalik vurma, itme, diismanca
eylemlerde bulunma, tehdit etme, asagilama, utandirma, alay etme, isim takma,
kiiclimseme, igneleme, dil ¢ikarma, gozlerini devirme, karsidaki kisiye tepkisiz kalarak
tepki gosterme, arkadaslik iligkilerini manipiile etme ve dislama gibi sekillerde
gorulebilmektedir (Li, 2007,436).

Zorbalik olgusu ti¢ kriterle karakterize edilmektedir: (a) saldirgan davranis veya
kasith zarar verme, (b) tekrar tekrar ve zaman i¢inde gerceklestirme ve (c) kisilerarasi
iligkide giic dengesizligi. Bir kisi zorbalik davraniginin genellikle goriinen provokasyon
olmadan gergeklestigini ekleyebilir. Bu tanim zorbaligin bir istismar bi¢imi olarak
goriilebildigini ve bazen de olgunun akran istismar1 olarak isimlendirildigini agikca
ortaya koymaktadir. Cocuk istismar1 ve es istismari1 gibi diger istismar bigimlerinden
ayiran sey, gerceklesme sekli ve etkilesimli taraflarin iliski 6zellikleridir (Olweus,
1994,1173).

Zorba-magdur sorunlarini inceleyen arastirmalar olas1 olumsuz zihinsel ve/veya
fiziksel saglik sonuglarma odaklanmislardir. Bunun sonucunda dort olumsuz saglik
durumu kategorisi tanimlanmstir (Rigby, 2003,684):

e Diisiik psikolojik saglik (Low psychological well-being): Bu, genel olarak genel
mutsuzluk, diisiik 6z-saygi, 6tke ve mutsuzluk duygular1 gibi genel olarak hos
olmayan ama agir iizlicli olmayan zihin durumlarmi igermektedir.

e Yetersiz sosyal uyum (Poor social adjustment): Bu, kisinin sosyal ¢evresine karsi

isteksizlik ve nefret duygularini kapsamaktadir. Ornegin; okul veya isyerinden
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acikca hoslanilmadiginin dile getirilmesi, yalnizligin disa vurulmasi, izolasyon ve

devamsizlik.

e Psikolojik sikint1 (Psychological distress): Bu, ilk iki kategoriden daha ciddi kabul
edilmekte ve yiikksek diizeyde kaygi, depresyon ve intihar diigiincesini
icermektedir.

e Fiziksel rahatsizlik (Physical unwellness): Burada belirgin olarak fiziksel
bozukluk belirtileri ve tibbi olarak teshis edilmis hastaliklar bulunmaktadir.
Psikosomatik (psikolojik kaynakli) belirtiler bu kategoriye dahil edilebilmektedir.
Zorbalik davranigina maruz kalan magdurlar birgok yonden olumsuz durumlarla

kars1 karsiya kalmaktadir. Kimi zaman bdylesine olumsuz sonuglar doguracagi tahmin
edilemese de kisilerin sagligini tehdit eden bir olgu olarak degerlendirilmeli ve gereken
onlemler alinmalidir. Ozellikle ¢ocuklar ve ergenler arasinda ortaya ¢ikan zorbalik
davranis1 kisileri daha da olumsuz sonuglara surukleyebilmektedir.

2.4.2. Siber Zorbahk Kavram ve Tanimi

Ergenler ve gencler arasinda siddet davranigi birgok iilkede ciddi bir sorundur.
Son yillarda bilgi ve iletisim teknolojisine dayali yeni saldirganlik bigimleri
(bilgisayarlar, cep telefonlari, vb.) geleneksel siddet bigimlerine eklenmistir (Calvete,
Orue, Estevez, Villardon, Padilla, 2010,1128). Teknolojik araglarin baskalarmna zarar
verme amactyla kullanilmasi ile ortaya ¢ikan siber zorbalik 6zellikle gocuklar ve gencler
arasinda yayginlagsmakla beraber yerli ve yabanci arastirmacilarin da dikkatini gekmeye
baslamustir. Bilgi ve iletisim teknolojilerini kétiiye kullanimi sonucu ortaya ¢ikan siber
zorbalik kavrami alanyazinda “sanal zorbalik”, “e-zorbalik”, “dijital zorbalik”, “internet
zorbalig1”, “elektronik zorbalik”, “online zarar verme” veya “internet tacizi” gibi
isimlerle de anilmaktadir (Peker, 2014,2).

Siber zorbalik alanyazinda farkl sekillerde tanimlanmaktadir. Shariff (2008) siber
zorbaligi, “web siteleri, anlik mesajlagsma, bloglar, sohbet odalari, cep telefonlari,
elektronik posta ve kisisel ¢evrimi¢i profiller araciligtyla diger bireylerin tehdit edilmesi,
agagilanmasi veya onlara cinsel igerikli resimler veya mesajlar gonderilmesi” olarak
tanimlamaktadir (akt. Eroglu, 2011,9). “Bu saldirganlik sekli taciz edici veya utang verici
mesajlar1 bagkalarina gondermek icin cep telefonlari, video kameralar, e-postalar veya

web sayfalar1 gibi bilgi ve iletisim teknolojilerinin kullanimini icermektedir” (akt. Beran,
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Li, 2007,17). Baska bir tanima gore siber zorbalik “zamanla sik sik tekrarlanan, bir grup
veya bir birey tarafindan elektronik araglar kullanilarak gerceklestirilen ve kendisini
kolayca savunamayan bir kurbani hedef alan saldirgan ve kasitli bir davranigtir” (Calvete,
vd. 2010,1128). “Siber zorbalik bir grup veya bireyin elektronik iletisim bigimlerini
kullanarak kendisini kolayca savunamayan magdurlara karsi defalarca ve zamanla
yapilan saldirgan, kasith bir eylemdir” (Smith, Mahdavi, Carvalho, Tippett, 2006,6).
Dilmag (2009,1293) ise siber zorbalig1 “bir birey ya da grubun kasten baska bir birey ya
da gruba teknolojik yollarla kaba metin ve/veya goriintiiler gondererek kasith ve
siiregelen taciz veya tehdidi kolaylastirmak amaciyla elektronik bilgi ve iletisim
teknolojilerini kullanmasi1” olarak tanimlamustir.

Siber zorbalik kavramma yonelik yapilmis tanimlamalar incelendiginde genel
olarak siber zorbaligin bir birey veya grubun bilgi ve iletisim teknolojilerini kullanarak,
elektronik bir iletisim ortami igerisinde kasith olarak, zarar vermeye yonelik ve tekrar
eden bir bicimde baska bir birey veya gruba saldirganca davraniglarda bulunmasidir.
Sanal ortamda genellikle siber zorbanin kimligini teshis etmek zordur, bu bakimdan siber
zorbalik davranisinda bulunan birey daha rahattir ve bu eylemi defalarca
tekrarlamaktadir. Amag, karsisindaki birey veya grubu rahatsiz etmek, korkutmak ve
sindirmektir.

2.4.3. Geleneksel Zorbalik ve Siber Zorbahgin Benzerlik ve Farkhihklari

Geleneksel zorbalik ve siber zorbalik bazi yonlerden benzerlik gostermektedirler.
Siber zorbalik, geleneksel zorbaligm bir uzantisi seklinde diistiniilebilmektedir. Bilgi ve
iletisim teknolojilerinin ortaya ¢ikmasi ve diinya ¢apinda yayginlagmasi neticesinde, bu
teknolojiyi kotii kullanarak geleneksel zorbaligin elektronik ortama tasmmasi siber
zorbalik davranigini ortaya ¢ikarmistir. Geleneksel zorbalik gibi siber zorbalikta da bir
birey veya grubun, diger birey ya da gruplar iizerinde baski kurmasi ve agresif
davranislarda bulunmasi s6z konusudur. ikisinde de kasith bir sekilde rahatsiz etme,
mutsuz etme davranisi bulunmaktadir. Zorbaligin her iki biciminde de hedef segilen
magdurlara kars1 hakaret, alay etme, kiiglimseme, asagilama, kiiciik diisiirme, ifsa etme,
isim takma, tehdit etme gibi olumsuz eylemlerde bulunulmaktadir. Ikisinde de bu
davraniglara maruz kalan magdurlar psikolojik olarak olumsuz sonuglarla kars1 karsiya

kalabilmektedirler.
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Geleneksel zorbalik ve siber zorbaligin benzer yonleri olmasina karsin farkls
sekillerde ortaya ¢ikmaktadir. Hanewald (2008,9) tarafindan ortaya koyulan zorbalik ve
siber zorbalik arasindaki farkliliklar Tablo 1’de goriilmektedir.

Tablo 4. Geleneksel Zorbalik ve Siber Zorbahgin Karsilagtirilmasi

Karsilastirma Geleneksel Zorbalhk Siber Zorbahk

Bigim Yiiz yiize Elektronik medva

siklik Azalan Artan

Zaman Aralig Okulda, okuldan &6nce va | Her zaman, herhangi bir
da sonra ver

Muhattabi Olayi aminda vasavanlar | Diinva ¢capinda teshir

Kurban iizerinde etki Kiiciik dlgekli Biiyiik &lgekli

Failin kimlizi Kurban tarafindan bilinir | Isimsiz, bilinmevyen

Birincil hedef Erkekler Eizlar

~ire Bir defa Bir hafta

Seyirciler Pasif kalir (gérgi tamif | Aktiftir (suclu olarak)
olarak)

Yetigkinlere bildirme Yiiksek bildirim orani Driisiik baldirim orani

Miidahale Kabul edilebilir sevive Yetersiz seviye

Cezalandinici evlemler Siklikla Nadiren

Kaynak: Hanewald, R. (2008). Confronting the Pedagogical Challenge of Cyber Safety.
Australian Journal of Teacher Education. 33(3). s.9

Tablo 1’de Hanewald (2008) tarafindan ortaya koyulan siber zorbalik ve
geleneksel zorbalik arasindaki farkliliklar goriilmektedir. Geleneksel zorbalik yiiz-ylze
gerceklesirken, siber zorbalik elektronik ortamda gergeklesmektedir. Dolayisiyla,
geleneksel zorbalik davraniginin gorgii taniklari o an o ortamda bulunan kisiler iken; siber
zorbalik elektronik ortamda gergeklestiginden diinya ¢apinda bir¢ok gorgii tanig1 ortaya
¢ikmaktadir. Bu nedenle siber zorbaligin magdur tizerindeki olumsuz etkileri geleneksel
zorbaliga oranla daha fazladir. Geleneksel zorbalik davranisinda bulunan kisinin kim
oldugu bilinirken, siber zorbalik davramisinda bulunan kisinin kimligi ise
bilinmemektedir. Geleneksel zorbalik davraniginin yaygmligi azalma gosterirken, siber
zorbalik davraniglarinm goriilme sikligr artis halindedir. Geleneksel zorbalik bir defa
gerceklesirken, siber zorbalik birden fazla tekrarlanmaktadir. Geleneksel zorbaliga maruz
kalan magdurlarin bu durumu aileleri ile paylasma orani daha yiiksek iken; siber

zorbalikta bu diisiik bir seviyededir. Geleneksel zorbalik davraniginda miidahale —
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zorbalik davraniginda bulunan kisinin kim oldugu bilindiginden- daha fazladir. Siber
zorbalara miidahale ise daha diisiiktiir. Siber zorbalarin kim oldugu c¢ogunlukla
bilinmediginden, geleneksel zorbaliga gore cezalandirici eylemler de oldukga azdir.

Geleneksel zorbalik ile siber zorbalig1 birbirinden ayiwran ilk unsur anonimliktir.
Geleneksel kurbanlar genellikle zorbanin kim oldugunu bilirken, siber zorbalik genellikle
anonim olarak gerceklesir. Ikinci unsur, zorbalarin fiziksel 6zellikler (6rnegin yas, boy,
kilo) agisindan kurbanlardan daha giiclii veya daha popiiler olmalari, siber zorbalarin ise
fiziksel olarak kurbanlardan iistiin olmalar1 gerekmemesidir. Bununla birlikte, siber
zorbalar zaman zaman bilgi ve iletisim teknolojilerini veya kimliklerinin anonimligini
kullanma yeteneklerini kullanarak magdurlarin iistesinden gelebilirler. Ugiincii unsur,
geleneksel zorbalik, her yerde, her zaman olur; Siber zorbalik, bir kisinin internete veya
cep telefonuna erisimi olan her yerde olabilir. Dordiinciisti, siber zorbalik ¢ok sayida
insana ¢ok daha hizli ve ayn1 anda ulasabilir ve onlar1 yakalayabilir. Sonug olarak, etkisi
uzun yillar siirer. Son olarak geleneksel zorbalik daha ¢ok okul ortaminda gergeklestigi
icin 6gretmenlerin ve okul yonetiminin bu davraniglara miidahale etmesi daha kolay
olmaktadir (Tiirkileri Inseléz ve Uganok, 2013, 21).

Belirtildigi gibi siber zorbalikta kimligin belirsiz olmasi siber zorba davraniglarda
bulunan kimselere daha 6zgiir bir sekilde eylemlerini siirdiirme olanag1 yaratmaktadir.
Geleneksel zorbalikta ise zorbalik davranisinda bulunan kimsenin kimligi genellikle
aciktir ve magdur bu kisinin kim oldugunu bilmektedir. Bunun yanisira geleneksel
zorbalik eyleminde bulunan kimse magdur konumda bulunan kisiden baz1 yonlerden daha
istiin konumdadir. Geleneksel zorbalik genel olarak okullarda gergeklesmekte ve daha
giiclii, daha popiiler, fiziksel 6zellikler bakimindan daha iyi olan kimseler, zayif, gii¢siiz
ve poplleritesi olmayan kimseler Uzerinde baski kurmaktadir. Buna akran zorbaligi da
denilmektedir. Siber zorba davraniglarda bulunan kimselerin ise herhangi bakimdan diger
kimselere gore Ustilinlik tagimasi1 gerekmemektedir. Fiziksel, kisisel veya sosyal
ozellikler bakimindan normal hayatinda gii¢siiz veya zayif olan bir kimse de internet
ortaminda farkli bir kimlige biiriinerek zorba davranislarda bulunabilmektedir. Hatta
gecmis donemlerde gii¢siiz biri olmanin dezavantajlarmi yasamig bir kimse elektronik
ortamda bunun intikamin1 almak isteyerek, kisisel tatmin yasamak isteyerek siber zorba

davraniglarda bulunabilmektedir. Ayni1 zamanda geleneksel zorbalikk davraniginda
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zorbalik eylemi herhangi bir yer veya zamanda yasanirken; siber zorbalik i¢in bdyle bir
kisitlama bulunmamaktadir. Siber zorbalik kisilerin cep telefonu ve internet erisiminin
oldugu her yerde ve her zaman diliminde gergeklesebilmektedir. Mekan ve zaman
kisitlamasmin olmamasi, siber zorba davranislara maruz kalan kimseler icin daha
korkutucu ve sindirici bir durum olusturmaktadir. Siber zorba davraniglar elektronik
ortamda gerceklestigi icin, yayilimi geleneksel zorbaliga gore daha hizli ve daha
kapsayici olabilmektedir. Ayni anda ¢ok sayida kisiye hizli bir sekilde yayilabildigi i¢in
bu davranislara maruz kalan kimseler i¢in ifsa edilme orani genellikle daha ytiksektir. Bu
bakimdan siber magdurlari olaydan etkilenmesi daha olas1 iken, bu olumsuz olaym
etkilerinden kurtulmak daha zordur. Miidahale unsuru bakimindan diisiiniildiigiinde ise
siber zorba davraniglarda bulunan kimselerin kimlik bilgilerinin anonim olmasi, olaya
miidahale etmeyi zorlastirmaktadir. Geleneksel zorbalik davraniginda bulunan kimsenin
kimligi a¢ik oldugundan, olaya miidahale etmek daha kolaydir.

Siber ortamda kimligin belirsizliginin/anonimligin yaninda buna benzer sekilde
‘disinhibisyon etkisi’ de onemlidir. Disinhibisyon (disinhibition) kavraminin s6zlik
anlami Tirk Psikoloji sozliigiinde su sekilde tanimlanmaktadir
(http://www.psikolojisozlugu.com): “serebral korteks tarafindan saglanan; normal
kontroliin azalmasi ya da kaybolmasi. Bu durumda duygular ya da eylemler kontrol
edilemez ya da dizginlenemez. Ornek: Alkol alimm ilk etkileri arasinda disinhibisyon
vardrr. Kisi normalde sdyleyemecegi seyleri rahatlikla soyer veya normalde yapmayacagi
davraniglarda bulunur. Ancak alinan miktar arttik¢a, disinhibisyonun yerini inhibisyon
alir”. Cevrimi¢i ortamda kimlik belirsiz oldugundan kisiler yiiz-ylze sdyleyemeyecegi
seyler soyleyebilmekte, yapamayacagi seyleri yapabilmektedir. Disinhibisyon etkisi de
siber zorbalig1 geleneksel zorbaliktan farklilastiran; kisilere sanal ortamin verdigi bir gii¢
olarak gorulebilmektedir.

Disinhibisyon bazi olumlu etkilere yol acgabilir; ancak bazi olumsuz veya ters
etkiler de olabilir. Ornegin; bazi kisiler igin diismanca diisiinceleri ¢cevrimici ortamda
bosaltmalar1 rahatlatici olabilir. Giderek daha samimi hale gelen bir ¢evrimigi iliskide
kisiler hizla kisisel bilgileri agiga ¢ikarabilir, daha sonra bundan pismanlik duyabilir ve

kendini savunmasiz ve utanmis hissedebilir. Samimi bir iligki asir1 hizli ve hatta yanlis
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bir sekilde sekillenebilir ve iki taraftan biri kafas: karismis, endiseli veya cani sikkin

hissettiginde bozulabilir (Suler’den akt. Agustina, 2015:42).

Suler (2004) “siber alanin hangi unsurlar1 gizli duygu ve ihtiyaglar1 engelleyen

psikolojik  engellerin zayiflamasina neden olur?” diye sormaktadir. siber ortamin

psikolojisinin 6zelliklerini gelistirirken agsagidaki unsurlar1 siralamaktadir (akt. Agustina,

2015,42-43):

1)

2)

3)

4)

5)

Ayristirict anonimlik (dissociative anonymity): Anonimlik olasilig1 bir kisinin
cevrimici faaliyetinin, iki kimligi birbirinden ayirarak “gergek hayat™ faaliyetleri
ile iliskilendirilmeyeceginden emin olmasi anlamina gelmektedir.

Gorlinmezlik (invisibility): Kisilerin websitelerine veya sohbet odalarma yalniz
isimsiz degil, ayn1 zamanda gizli bir sekilde de girebilmeleri kisilerin higbir
zaman ziyaret edemeyecekleri (her seyden Once utang ve kendi itibarlarmi
olumsuz etkileyecek sonuclarla ilgili) sitelere girmelerine cesaret etmelerini
saglamaktadir.

Eszamansizlik (asynchronicity): Siber ortamda etkilesimlerin es zamanli olarak
gerceklestirilmesi sart degildir. Bu ergenlere daha biiyiik bir giivenlik verirken,
kisinin kendini sunma seklini diisiinmek ve diizenlemek i¢in daha biiytik bir gii¢
saglamaktadir. Bu anlik bir diirtii ile yapilan; 6rnegin bir kisinin ¢ok kisisel,
dismanca veya duygu dolu bir sey yazip daha sonra da kagmasini
kolaylastirmaktadir.

Tekbencilligin ige-yansitilmasi (solipsistic introjection): Diger kisilerle ilgili
giivenilir verinin olmamasiin sonucu, kisi ¢evrimici ortamda etkilesime girdigi
kisilere hayali 6zellikler vermesi ile psikolojik bir etki yaratabilir. Gergek hayatta
da ortaya gikabilecek hayal giiciiniin fantazileri ¢evrimigi ortamda daha az
kisitlaniyor.

Ayristirict hayal giicli (dissociative imagination): Bilingli veya bilingsiz bir
sekilde web kullanicilar1 kendi yarattiklar: hayali karakterlerin bagka bir yerde var
oldugunu algilayabilirler. Ayn1 zamanda dijital benliklerinin diger online kisilerle
birlikte ger¢ek hayatim talep ve sorumluluklarindan ayr1 bir boyutta yasadiklarmni

diistinebilirler.
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6) Statu ve otoritenin en aza indirgenmesi (minimization of status and authority):
Internette herkes asag1 yukar1 ayn1 pozisyondan baslar (iinlii veya belli bir otorite
pozisyonuna sahip olsunlar veya olmasinlar); ¢iinkii tiim insanlar esit erigime
sahiptir. Ayrica belirli bir otorite veya statiiye sahip kisilerin ¢evrimi¢i olmalari,
onlar1 diger 6liimlillerden uzaklastirarak, gercek diinyanin goriiniir niteliklerini

kaybedebilecekleri anlamina gelir.

Siber zorbaligin geleneksel zorbaliktan farklilastigi hususlar g6z Oniinde
bulunduruldugunda, etkilerinin ve zararlarmin daha fazla oldugu diistiniilebilmektedir.
Gunumuzde ergen ve genc kesim de dahil olmak tzere hemen hemen herkesin cep
telefonu ve internet erisimi bulunmaktadir. Siber zorbalik davraniglarinin genellikle cep
telefonu ve internet ortaminda gerceklestigi ve ¢ogu kisinin bu teknolojik araglari
kulland1g1 diisiintildiigiinde; elektronik araglar1 kétiiye kullanimmin bir sonucu olarak

yaygmligiin da yiiksek seviyede olabilecegi diisiiniilebilmektedir.

2.4.4. Siber Zorbahgn Tiirleri

Siber zorbalik alanyazinda farkli sekillerde smiflandiriimaktadir. Genel olarak
siber zorbalik davranigsinin gergeklestirildigi eylem ve kullanilan ara¢ (gergeklestigi
ortam) bakimindan kategorize edilmistir.

Siber zorbalik genglerin bilgisayar ve cep telefonu gibi elektronik araglarin
kullannminin artmasiyla son yillarda daha da belirgin hale gelen bir zorbalik seklidir.
Siber zorbalik bir¢cok sekil alabilmektedir; fakat kullanilan ara¢ bakimindan yedi alt
kategoriye ayrilmistir (Smith, vd., 2006,6):

o “Metin mesaji zorbaligi

e Resim/video Klip zorbaligi (cep telefonu kameralar: araciligiyla)
o Telefonla arama zorbalig: (cep telefonu ile)

o E-posta zorbaligi

o Sohbet odasi zorbaligi

o  Anlik mesajlasma yoluyla zorbalik

o Web siteleri tizerinden zorbalik”
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Kullanilan ara¢ bakimindan yapilan bir baska siniflandirma ise su sekildedir (Metin,

2017,16):

“Anlik mesajlasma araglari: Messenger, WhatsApp, MSN gibi internet iizerinden
kullanilabilen uygulamalar

Cep telefonu: Cep telefonu numarasina dogrudan yapilan zorbaliklardr.
Zorbalar genellikle kurbanlarini cep telefonu araciligi ile sessiz aramalar ve
kufarlt mesajlar ile taciz etmektedirler.

E-posta: E-posta ile aracilig ile yapilan zorbaliklar

Sosyal paylasim siteleri: Facebook, Twitter, Instagram, Snapchat, Vine gibi
sosyal paylasim siteleridir.

Sohbet odalar:: Herkese acik olan, ancak istenildigi anda sohbetin belirli kisilerle
stmirlanabildigi, insanlarin belirli bir konu hakkinda fikirlerini paylastigi, es
zamanli olarak konusmalarin gerceklestigi platformlar

Bloglar: Kolay bir sekilde bashik acarak, metin yazarak yeni bir konu
olusturularak biitiin internet kullanicilart ile paylasilabilen, bilgi aligverisi
saglayabilen, resim, video gibi ¢esitli dokiimanlar eklenebilen, ters tarih sirasina
gore diizenlenmis web sayfasi olarak tamimlanabilir.

Web siteleri: Internet sayfalar

Cevrimigi oyunlar: Birden fazla oyuncunun katilimini gerektiren ve internet
tizerinde oynanilan oyunlar

Forumlar: Insanlarin bir konuyla ilgili birbirleriyle diisiincelerini paylastiklar:

ve birbirlerinin problemlerine ¢éziim sunduklar: platformlar”

Siber zorbaligin ortaya ¢ikmasimna ve yayginlasmasma zemin hazirlayan bircok

ara¢ vardrr. Bunlar kisilerin birbirleri ile hizli ve kolay iletisim kurabilmesine ve

etkilesimde bulunmasina olanak sagladigi gibi, baz1 kisilerce kotii niyetli olarak da

kullanilabilmektedir. Glnimizde hemen hemen herkesin bu platformlarin en az birkag

tanesini kullandig, icerik, goriintii ve video paylagimlarinda bulundugu diisiiniiliirse;

internetin gelisimi ve yayginlagmasi ile birlikte bu tiir zorba davraniglara maruz kalma

riskinin de arttig1 sdylenebilmektedir.
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Yapilan bir arastirmaya gore siber zorbaligin kisileraras: 6rneklerinin ¢ogu anlik
mesajlasma uygulamalari ile ilgilidir. Bir¢ok 6grenci kendilerinin veya tanidiklar1 birinin
hekleme (hack) kurbani oldugunu itiraf etmistir. Bu gibi durumlarda bir baskas1t MSN
hesabint kirmig ve hasabin sifresini degistirmis, kisi listesini silmis ve kisi listesine
asagilayict ve tuhaf mesajlar gondermistir. Katilimcilar ayrica kisisel konusmalari
kopyalayip baskalarina génderme, dedikodu yayma, kisilerin resimlerini manipiile edip
baskalarina gdnderme, web sitelerinde birisiyle ilgili agagilayic1 yorumlar yapma, tehdit
eden e-posta gonderme, birini e-posta yoluyla yaniltma, agik bir chat odasinda birini
asagilama ve cinsel yorumlar iceren mesajlar gonderme gibi zorbalik tiirlerinin
yasandigindan bahsetmislerdir. Ote yandan bazi katilimcilar cep telefonlar: ile ilgili
olumsuz deneyimler yasadiklarini (gece yarisi ¢agri almak, telefonla tehdit edilmek)
belirtmisglerdir. Bazilar1 ise bunu baskalarma yaptigmi itiraf etmistir (VVandebosch,
Cleemput, 2008,501-502). Yapilan arastirma sonucu gostermektedir ki, internet kullanim
becerileri yliksek olan kotii niyetli kisiler elektronik ortamlarda her tiirlii sahtekarligi
gergeklestirebilmektedirler. Bir sosyal paylasim platformunda kisiler bu tiir zorbaliklara
maruz kaldiklarinda, kendilerini kiiclik diisiiriilmiis, incinmis ve asagilanmis
hissedebilmektedirler. Hatta arkadaslik iligskileri de bu durumdan oldukg¢a koti

etkilenebilmektedir, bu da kisinin yalniz kalmasina sebep olabilmektedir.

Literatiirde farkli siber zorbalik tanimlarinin yanisira siber zorbalik tiirlerinin de
farkli Olgiitler temel alinarak smiflandirildigr goriilmektedir. Zorbalik davranisinin
tiirlerinin gergeklestigi ortamdan ziyade eylemin tiiriine gore kategorize edilmesi daha
kolay ve islevseldir. Ciinkii teknolojide hizli bir gelisme s6z konusu oldugundan, siber
zorbalikk davranisinin tiirlerinin ~ gergeklestiriligi ortama gore smiflandirilmasi
kategorilerin i¢ ige ge¢mesi ve giincellenmesi sorununu ortaya ¢ikarmaktadir. Willard
(2007) siber zorbaligin farkl tiirlerini su sekilde smiflandirmistir (akt. Bastiirk Akga,
Sayimer, 2017,5-6):

e Parlama (Flaming): Taraflar arasinda genellikle kiftrlu, kaba, mistehcen dil,
hakaret ve bazen tehdit iceren kisa dmiirlii, hararetli bir tartismadir. Isaret fisekleri
tipik olarak tartigma gruplari, sohbet odalar1 veya oyunlar gibi halka agik iletisim

ortamlarinda meydana gelse de, seyirciler tartigmayr koriiklemeye veya
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sondiirmeye ¢alisabilir.

Taciz (Harassment): Hedef kisiye siirekli olarak saldirgan, incitici mesajlar
gondermektir. Bu sakincali mesajlar genellikle e-posta ve anlik mesajlagsma gibi
kisisel iletisim kanallar1 araciligiyla gonderilir. Taciz, kor edici davranigtan daha
kalict ve tekrarlayicidir ve kurbani tek tarafli olarak incitir. Taciz bazen aracilik
edilebilir; Tacizei, ¢evrimi¢i aglarini kullanarak kurbanin tanimadig: kisilerden
saldirgan mesajlar almasina neden olabilir.

Karalama (Denigration): Hedef kisi hakkinda zararli, dogru olmayan ve
acimasiz sozler paylagsmak. Bu kotii niyetli mesajlar, belirli bir cevrimi¢i ortamda
yayilabilir veya magdurun arkadasliklarin1 bozmak veya itibarini zedelemek icin
baskalarina gonderilebilir. Bu eylemler dedikodu ve soylentileri yaymay1 igerir.
Kiigiik diistirticii davranis s6z konusu oldugunda, magdur genellikle mesajlarin
dogrudan alicis1 degildir ve mesajlar oncelikle baskalarina ulagsmaya yoneliktir.
Bu davranisin en yaygin alt tiirii, dijital olarak degistirilmis sahte bir fotografi,
ornegin kurbanin yliziinli baska bir miistehcen fotografa sokarak, herkese agik
olarak yaymlamak veya ¢evrimici paylagsmaktir.

Baskasinin kimligine biiriinme (Impersonation): Bu, bir siber zorbanin hedef
kisinin kimligine biiriinmesi ve onlar1 kotlii gosteren veya arkadagliklarina zarar
veren igerikler paylastigi zamandir. Bu, magdurun kisisel web sitesinde,
profilinde veya diger herhangi bir iletisim kanalinda yapilabilir. Gengler arasinda
genellikle “arkadashigin™ gercek kanit1 olarak goriilen sifre paylasimi, bu tiir
zorbaliga yol acabilir.

Ifsa ve diizenbazhik (Outing and trickery): ifsa, bir bireyin dzel bilgilerinin,
sirlarinin veya resimlerinin, 6zellikle de gizli veya utang verici niteliktekilerin,
kamuya aciklanmasi veya gonderilmesi anlamma gelir. Bu durumun yaygm bir
ornegi, siber zorbanmn Ozel bilgileri baskalariyla paylasmasi ve bu bilgileri
yalnizca kendisinde tutma istegidir. Ornegin, miistehcen ve miistehcen goriintiiler
bir iliski sona erdikten sonra ifsa edilebilir. Dolandiricilik, ifsa baglaminda da
ortaya ¢ikabilir. Siber zorba, onlarm sirlarin1 6grenip bagkalariyla paylasabilir
veya paylasmakla tehdit ederek hedefin aralarinda samimi ve 6zel bir iletisim

olduguna inanmasin1 saglayabilir.
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e Dislama (Exclusion): Dislama, hedefkisiyi gruptan, ¢evrimigi oyun ortamindan,
grup bloglarindan veya parola korumali bir ortamdan kasitli olarak ¢ikarmak veya
dahil etmemek seklinde olabilir.

e Israrh Siber Takip (Cyberstalking): Hedef kisiye zarar vermekle tehdit eden,
siirekli olarak miistehcen, korkutucu ve asir1 derecede miistehcen mesajlarin
gonderilmesi. Siber takip¢i, kurbanin itibarini zedelemeye ve arkadasliklarini

bozmaya caligabilir.

Goriildigti  gibi siber  zorbalik  davraniglar1  yedi  farkli  tiirde
gOzlemlenebilmektedir. Bunlarin hepsinde amag, magdur olarak hedef segilen kisi veya
gruplar1 tekrarh bir bi¢imde rahatsiz etmek, saldirgan davraniglarda bulunmaktir. Magdur
kimseyi asagilamak, karalamak, iftira atmak, 6zel bilgi veya goriintiilerini baskalarina
gondermek veya herkese agik bir sekilde paylasarak ifsa etmek, kisinin hesabina girerek
arkadas listesi ile kiginin onurunu kiracak sekilde kendisiymis gibi iletisime ge¢cmek,
belirli bir ¢evrimigi gruptan kisiyi ¢ikarma veya gruba dahil etmeme gibi bir¢ok tiirde
ortaya ¢ikabilmektedir. Bunlarin bir¢ogu cep telefonu ve sosyal paylasim platformlari

aracilifiyla gerceklestirilmektedir.

Bunun disinda siber zorbalik konusunda 6nemli ¢caligmalar yapmis olan Aricak'a
(2011) gore siber zorbalik “elektronik zorbalik” ve “iletisim zorbalig1” olmak iizere iki
farkli sekilde incelenebilir. elektronik zorbalik; Asagidakiler gibi diger olaylarin teknik
yonleriyle ilgili davraniglar1 kapsar: B. Baskalarinin sifrelerini hacklemek, web sitelerini
hacklemek, spam veya virlis iceren e-postalar géndermek. Bu tiir zorbaligin amaci,
sistemi veya elektronik araclar1 devre dis1 birakmaktir. iletisimde zorbalik (e-iletisim),
bilgi ve iletisim teknolojileri araciligiyla kisinin rizasi1 olmadan siirekli olarak insanlar1
taciz etme, alay etme, adlandirma, dedikodu yayma, hakaret etme veya baskalariyla
gorlintli paylasma gibi davranislar1 igerir. Elektronik zorbalikta bireyler zorbalik
davranisindan  dolayli olarak etkilenirken, e-iletisim zorbaliginda dogrudan

etkilenmektedirler.

Elektronik zorbalik daha ¢ok olaym teknik boyutu ile ilgili olmakla beraber,

kigilerin hesap ve sifrelerini ele gegirmek, heklemek ve zararli e-postalar yollamak gibi
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davranislar1 igermektedir. E-iletisim zorbalig1 olarak da adlandirilan iletisimsel zorbalik
ise sanal ortamda kisileri rahatsiz etme ile ilgilidir. Iletisim zorbaliginda kisiler baskalar1
tarafindan sanal ortamda rahatsiz edildiginden olay daha tehditkar bir davranig
icermektedir. Bu nedenle kisilerin iletisim zorbaligindan etkilenme oranlar1 da daha
yuksektir.

2.4.5. Siber Zorbahg Aciklayan Kuramlar/Modeller

Bu bolimde siber zorbalik davraniglarini anlayabilme agisindan iligkili olan
psikolojik/sosyolojik kuramlar ve modeller tizerinde durulmaktadir. Ele alinan kuram ve
modeller iilkemizde ve diinya ¢apinda yaygin olarak goriilen siber zorbalik davraniginin
nedenlerinin anlagilmasma yonelik bazi dnemli ipuglart sunmaktadir. Bu kuram/modeller
Sosyal Ekolojk Kuram (Social Ecological Theory), Genel Saldirganlik Modeli (General
Aggression Model), Gerek¢elendirilmis Eylem Kurami ve Planli Davranig Kurami
(Theory of Reasoned Action and Planned Behavior), Barlett-Gentile Siber Zorbalik
Modeli (BGCM) ve Genel Gerilim Kurami (General Strain Theory)’dir. Bu kuram ve
modellerin teorik aciklamalarina yer verilerek; siber zorbalik ile iliskileri
incelenmektedir.

2.4.5.1. Sosyal Ekolojik Kuram (Social Ecological Theory)

En 1yi bilinen model olarak Bronfenbrenner’in ekolojik gelisim kurami hem
dogrudan, hem de dolayli faktorlerin insan davranislar iizerindeki potansiyel etkisini
gostermek i¢in bir dizi Ortiisen sistem ortaya koymaktadir. En yakin diizeyde mikrosistem
bulunmaktadir. Buna gore ¢ocuklarin ev ve aile, okul ve akran gruplar1 dahil olmak tizere
yakin cevreleriyle dogrudan etkilesimleri vardir ve bu etkilesimler belirli tutum ve
davranislar1 etkilemekte ve giiclendirmektedir. Bu ¢evreler aynm1 zamanda birbirini
mezosistem olarak bilinen diizeyde etkileyerek, ¢ocuklarin gelisimini de etkilemektedir.
Ornegin; ev ve aile, okul ve smif dgretmenleri ile etkilesime girmekte ve bu iki ortam
cocugun tizerinde ortak bir etkiye sahip olabilmektedir. Daha uzak sistemler de ¢ocugu
etkileyebilmektedir. Ekzosistem, ¢ocugun dogrudan iliski kurmadigi; ancak yine de
yasamlarini etkileyen ebeveynlerin isyerleri, okul yoneticileri veya kurumsal altyapilari
gibi baglamlar1 igermektedir. Makrosistem cocugun gevresini nihayetinde etkileyen
kurumlar1 ve sosyal egilimleri sekillendiren daha genis toplumsal, kiiltiirel, politik ve

ekonomik ideolojileri icermektedir (Cross, Barnes, Papageorgiou, Hadwen, Hearn,
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Lester, 2015,110). Kronosistem ise bitin sistemleri kapsayan en son sistemdir ve
cocugun i¢inde yasadigi ¢cevrede zaman ig¢inde yasanan degigsimlerin ¢cocugun gelisimini
hangi oOl¢iide etkiledigini ifade etmektedir. Zaman igerisinde meydana gelen bu
degisimlerin bazilar1 normatif (6rn; okula baslama, ergenlik, ise baslama, evlilik,
emeklilik) iken bazilar1 normatif olmayan (ailede 6liim veya agir hastalik, bosanma,
tasinma) gegisler olabilmektedir. Bu gecisler yasam siiresi boyunca meydana gelmekte
ve gelisimsel degisim i¢in dogrudan bir glic olarak hizmet etmektedir (Bronfenbrenner,
1986, 724).

Literatiirde “Ekolojik Sistemler Yaklasim1” veya “Ekolojik Gelisim Kuram1” gibi
isimlerle de yer alan Sosyal Ekolojik Kuram, insan gelisiminde ¢evrenin dnemine vurgu
yapmaktadir. Insan ve gevre arasinda karsilikli etkilesime dayali bir iliski bulunmaktadir,
insan davraniglar1 ¢evreyi, ¢cevre de insani etkilemektedir. Bu yaklasima gore insanlarin
gelisimsel degisimini farkli diizeylerde etkileyen, birbiri ile i¢ ige ge¢mis cevreler
bulunmaktadir. Bunlardan ilki kisinin en sik etkilesimde bulundugu mikrosistemdir.
Mikrosistem aile, akrabalar, arkadaslar, okul cevresi gibi kisinin siirekli etkilesimde
bulundugu yakin ¢evresini kapsamaktadir ve insan davranisi tizerinde dogrudan bir etkiye
sahiptir.

Mezosistem, gelismekte olan kisinin iki veya daha fazla ¢evresi arasinda meydana
gelen baglanti ve siirecleri icermektedir (6rnegin; ev ve okul, okul ve is yeri arasindaki
iligkiler). Bir diger ifadeyle bir mezosistem, mikrosistemlerin baglantisidir
(Bronfenbrenner, 1994,40). Kisinin aile, akranlar, okul, mahalle, akrabalar, vb. gibi
birgok mikrosistemi bulunmaktadir. Mezosistem en genel anlamiyla, kisinin bu
birbirinden farkli mikrosistemlerinin birbiriyle etkilesimini kapsamaktadir. Ornegin;
kisinin aile ve okul arasindaki baglantisi, aile ve arkadaslar arasindaki etkilesimi
mezosistemi olusturmaktadir. Kisiyi mikrosistemdeki gibi dogrudan etkilemese de
dolayl1 yonden bir etkiye sahip olabilmektedir.

Bronfenbrenner’e gore (1994,40) ekzosistem, en az biri gelismekte olan kisiyi
kapsamayan iki veya daha fazla ortam arasinda gergeklesen baglant1 ve siirecleri
icermektedir. Ancak burada kisinin yasadig1 ortamdaki siirecleri dolayli olarak etkiledigi
goriilmektedir (0rnegin; bir cocuk i¢in ev ve anne-babanin is yeri arasindaki iliski; anne-

baba icin ise okul ve mahalle-akran grubu gevresi).
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Mezosistem ve ekzosistem kigiyi mikrosistem gibi dogrudan etkilememekte; fakat
dolayli yonden etkilemektedir. Mezosistemde kisinin iki farkli mikrosisteminin birbiriyle
etkilesimi s0z konusuyken; ekzosistemde kisinin g¢evrelerinden en az birisi yakin
cevreden yani mikrosistemden degildir. Ornegin; ebeveynlerin is yerleri cocugu
dogrudan etkilemese bile dolayli yonlerden etkileri soz konusudur. Ebeveynlerin maas
durumlari, ¢alisma saatleri, sahip olduklar1 statii gocugu saglikli beslenme, iyi bir egitim
alma gibi hususlarda etkilemektedir.

Makrosistem, belirli bir kilturin veya alt kiltiriin daha genis sistemlere gomiilii
olan o6zellikle inang sistemleri, bilgi tabani, maddi olanaklari, gelenekler, yasam
bi¢imleri, firsat yapilari, riskler ve yasam siireci opsiyonlarma iliskin, mikro-mezo ve
ekzosistemlerin karakteristik 6zelliklerini kapsamaktadir. Makrosistem bir kiiltiir veya alt
kiiltir i¢in toplumsal bir plan olarak disiiniilebilir (Bronfenbrenner, 1994,40).
Makrosistem digerlerine gore daha genis ve uzak bir ¢evre olarak sosyal, politik,
ekonomik ve kiiltlirel durumlarla iligkilidir. Bunlara iliskin meydana gelen degisimler
kisinin diger sistemlerini de etkilemektedir. Ayn1 zamanda makrosistemin kapsadigi
alanlar en zor degisim gosteren durumlardir ve kisiyi dolayh olarak etkilemektedirler.
Ornegin; bir iilkenin inang sisteminin, gelenek-gdreneklerinin, kiltirel alt-yapisinmn
degismesi uzun bir siirece dayanmaktadir. Bunun disinda iilkede egitim sisteminin veya
siyasal sistemin degismesi o iilkede yasayan kisileri de dolayl olarak etkilemektedir.

Kronosistem ise tiim katmanlar1 kapsayan (mikrosistem, mezosistem, ekzosistem
ve makrosistem) en genis sistemdir. Kuramn ilk gelistirildigi donemde kronosistem bu

sistemler i¢erisinde yer almiyorken, daha sonradan dahil edilmistir.
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Kronosistem

Zamanla meydana gelen degisimler
Tarihi claylar
Biyolojik degisimler
Fizyolojik degisimler

Makrosistem

Sosyal Degerler - Kulturel Degerler
Gelenek | Gorenekler - Inanglar

Ekzosistem

Ekonomik sistem, editim sitemi , resmi
Kurumiar

Mezosistem

Aile, komsular ve okul arasindaki
baglantilar

Mikrosistem
Birinci dereceden akrabalar

Komsular
Okul

Sekil 3. Bir Cocugun Ekolojik Sistem Semasi

Kaynak: Walker, T. L. (2016). Ecological Systems Theory: Using Spheres of Influence
to Support Small-unit Climate and Training. Army Research Inst For The Behavioral and
Social Sciences Fort Belvoir Va Fort. United States. ss.6

Sosyal ekolojik kuram Ozellikle geleneksel zorbalikk  bigimlerinin
kavramsallasmasinda (yiiz-yiize, sozel ve iligkisel) yararli olmustur. Bu yaklasim saglik
risklerinin bireysel davraniglarin agik veya dogrudan sonuglari olmadigini kabul
etmektedir. Bunun yerine bir birey ile yasadiklar1 baglam arasindaki karmasik
etkilesimler sonucu ortaya ¢ikmaktadir. Dolayisiyla ekolojik bir ¢ercevede siber zorbalik
davranmisin1  ger¢ekgi bir sekilde ele almak igin genglerin ¢evrimigi/¢evrimdist
yasamlarinin sosyal baglamini ve araclarini tanimanin veya baskalariyla ¢evrimici
ortamda nasil etkilesime gegtiklerini anlamanin yanisira ekolojik, bilissel ve psikososyal
risk ve birey, aile, akran, ¢evrimici ve topluluk diizeylerinde diizenlenebilecek ve aracilik
edebilecek koruyucu faktorleri hedeflemek gerekli olacaktir (Cross,vd., 2015,110).

Sosyal ekolojik yaklasima gore geleneksel/siber zorbalik davranislarmin
gerceklesmesinde dogrudan gozlenemeyen karmasik etkilesimler de etkilidir. Siber
zorbalik davranigimda bulunan veya siber magduriyete maruz kalan genclerin ¢evrimigi

ortam ve araglarmni takip etmek veya c¢evrimi¢i ortamda digerleriyle nasil etkilesime
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gectiklerini anlamak yeterli degildir. Siber zorba davranislarin ortaya ¢ikmasina zemin
hazirlayan baska etkenler de etkili olabilmektedir. Bunlar kisilerin her giin iletisime
gectigi ve dogrudan etkilesimde bulundugu en yakin g¢evresinden (mikrosisteminden);
dolayli olarak etkilendigi, tilkenin sosyal, politik, kiiltiirel ve ekonomik durumlariyla
iliskili olarak makrosistemine kadar uzanabilmektedir.

Ergenin mikrosistemi aile, akranlar ve 6gretmenlerden olusur. Mikrosistemi
olusturan bu bireyler arasinda dogrudan eyleme dayali karsilikl etkilesimler vardir. Siber
zorbalik genellikle bir gen¢ ve bir akran arasinda gergeklesir ve siber zorba ile siber
magdurun davraniglari birbirini etkiler. Birinin davranisi, digerinin tepkisel davranigina
neden olur. Bireyin mikrosistemindeki diger kisiler (aile, 6gretmenler vb.) bunun farkinda
olabilir veya olmayabilir. Davranislar1 veya tepkileri, siber zorba veya magdurun
davranis ve tepkilerini etkileyebilir. Mezosistem agisindan siber zorbaligin meydana
geldigi aile ortamu ile okul hayati arasindaki iliski ve sonuglarin gozlemlendigi okul
ortami1 dnemlidir. Daha {ist diizeyde yer alan ekzosistemde, okulun kurallari, genel yapisi,
yonetimi ve ergen de dahil olmak iizere akran grubu tarafindan benimsenen sosyal
kurallar vurgulanmalidir. Makro sistem diizeyinden yaklasilirken genglerin yasadigi yer
ve teknolojiye erisimi géz 6niinde bulundurulmalidir (Akgiil, 2018,7-8).

Sekil 4’te gosterilen ¢cok katmanli kavramsal model, gegmis teorik ve deneysel
arastirmalar tarafindan tanimmlanan etkili olan faktorleri ve siber zorbalikk sucunun
islenmesi iizerine etkili olan cevrimici etkileri icermektedir. Ustiiste gecen dairelerin
kullanimi, siber zorbalik davramigina girmek i¢in mikrosistemdeki diger kisilerle
etkilesimde bulunarak bir bireyin ¢evrimigi ortami kullanma egilimlerini yansitmaktadir

(Cross vd, 2015,111)
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Toplumsal Diizeyde Etkiler

* llkokuldan Ortackula Gecis
* Siber Zorbalkla ilgili Duzenleyici Eylemlere Yénelik Farkindalik

Cevrimigi Duzeyde Etkiler

* Teknolojiye daha Fazla ve Sik Erisim, Artan
Bagimhlik ve Teknolojik Yeterlilik
* Cevrimici Ortamlarda lletisim Kurarken Azalan
ic Denetim
* Yuksek Beklentiler
* Toplumsal Duzeyde Etkiler

Akran Diizeyinde Etkiler

* Zorba ! Siber Zorba ya da Siber Zorbalhigi
Destekleyen Arkadaslara Sahip Olmak
*Siber Zorbaliga Iliskin Algilanan Sosyal
Normlar ve Normatif Beklentiler
*Diger Problem Davramislarina Dahil Olma
* Okeul Tkdimi

Aile Diizeyinde Etkiler

Ebeveynlerin Cevrimici Ortamlan Anlamasi
* Ebeveynler ile lliski
* Ebeveynlerin Cevrimici Davranislan
izlemesi

Bireysel Dlizeyde
Etkiler

*Demografik Ozellikler
*Eksik Empatik Duyarlilik
*Ahlaki Cozdlme ve Siber Zorbalidin Onaylanmasi
*Zorbaliga Iliskin Olumlu Tutumlar
*Zayif Nitelikler ve Problem Cozme Becerileri
*Geleneksel Zorba Olmak

Siber Zorbalik
Davranigini
Gergeklestirme

(e
Py
w fidentiality

J

Sekil 4: Ergenler arasinda siber zorbalik yapmada birey, aile, akran, ¢evrimigi ve

topluluk etkileri

Kaynak: Cross, D., Barnes, A., Papageorgiou, A., Hadwen, K., Hearn, L., Lester, L.
(2015). A Social-Ecological Framework for Understanding and Reducing Cyberbullying
Behaviours. Aggression and Violent Behaviour. 23:109-117. s.11
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Cross ve ark. (2015) tarafindan gelistirilen modelde ergenler arasinda siber zorbalik
yapmada etkili olan faktorler; bireysel dizey, aile diizeyi, akran diizeyi, cevrimigci diizey
ve topluluk diizeyi olmak tizere kategorilendirilmistir. Modelin ¢ekirdek kisminda ise
siber zorbalik davranisini gergeklestirmede dnemli olan 5C’ler tanimlanmistir (context,
contacts, confidentially, conduct ve contact). Modelde O6nerilen faktorler ve
aciklamalarina Tablo 3’te yer verilmistir.

Tablo 5: Ergenler arasinda siber zorbalik yapmada birey, aile, akran, ¢cevrimici ve
topluluk etkileri

Etki Dlzeyi
(Level of Risk/Koruyucu Faktorler (Risk/Protective Factors)
Influence)

Ozellikle ekolojik sistemler yaklasimi agisindan bakildiginda, ergenlerin

gelisiminin anlasilmasinda teknoloji ile temaslar1 géz ardi edilemez.

Bireyin mikrosistemin teknolojiye erisim (6rn; ev, akranlar, okul); ergen,

cevrimici ortam ve gunlik yasamin diger yonleri arasinda siiregiden

karsilikli ve artan etkilesimler oldugu anlamina gelmektedir. Ergenlerin

Siber Zorbahk | ¢evrimigi ortami kullanmasi karmasik ve farkli olabilir, bu ¢ercevede

Davramsim “5C” olarak kavramsallagtirilmistir. Cevrimi¢i ortamu kullanmanin bes

Gergeklestirme | etkilesimli yolu sunlar1 igermektedir:

1. Context: Ergenlerin zaman gegirdigi ¢evrimici ortamlar (6rn;
instagram, sohbet odalar1)

2. Contacts: Ergenin kurdugu ¢evrimigi iliskiler (sosyal iligkiler)

3. Confidentiality: Ergenin mahremiyetini yonettigi alan olarak
gizlilik

4. Conduct: Ergenin c¢evrimici teknik becerileri ve 0z-
dizenlemelerini igeren yonetim davranislari

5. Content: Ergenin yiikledigi, kullandigy, eristigi icerik.

e Demografik ozellikler: Yas, cinsiyet, kiiltiir, etnik koken, sosyo-
ekonomik durum dahil olmak (zere demografik 0Ozellikler
degisen derecelerle siber zorbalikla iligkilidir. Yapilan cesitli
arastirma sonucglarina gore; yasin artmastyla birlikte azalan
gelencksel zorbaligin aksine, muhtemelen ergenlik déneminde
teknolojiye erigimin artmasma bagl olarak, biiylik yastaki
ogrencilerin siber zorba davraniglarda bulunma olasiligi daha
yiiksektir. Irk ve etnik kokene iliskin bulgular birbirinden
farklidir. Bazi arastirmalarda irk i¢in Onemli bir farklilik

Siber Zorbahk bulunmazken, bazilarinda bu konuda farkliliklar bulunmustur. Bu
Davramsim farkliliklar farkli topluluklardaki genclerin ¢evrimici ortamlara
Gergeklestirmede erisme boyutlarina bagli olabilir. Siber zorbalik davramsi
Bireysel Duzeyde sikliginda cinsiyet farkliliklart da  degismektedir. Bazi
Etkiler arastirmacilar cinsiyetler arasinda anlaml bir fark bulamazken,

bazilar1 da cinsiyetin siber zorbalik davranisinda onemli bir
yordayici oldugunu ileri siirmektedirler. Bazilarinda erkeklerin
bazilarinda ise kizlarm siber zorba olma olasiliginin daha yiiksek
oldugu bulunmustur.

48



Eksik Empatik duyarlihk: Eksik empatik duyarhilik gencler
arasinda hem siber, hem de geleneksel zorbalikla
iligkilendirilmektedir. Bazi bulgulara gore siber zorbalik
yapanlarin %40’1 bunu eglenmek i¢in yapiyor. Kimligin belirsiz
olmasi1 birinin digerine kolayca zorbalik yapmasina olanak
sagliyor. Ayni zamanda dogrudan yiizlesme-karsilagma
olmamasi, siber zorbanin daha az empati ve pigsmanlik duymasini;
yuz-ylize ortama gore davramslarmin sonuglarinin daha az
farkinda olmasini saglayabilir. Bu da gelecekteki zorbalik
eylemlerinin olasiligini arttirabilir.

Ahlaki ¢oziilme ve siber zorbaligin onaylanmasi: Bandura’nin
ahlaki muhakeme teorisi ‘ahlaki ¢oziilme’ olarak adlandirdigi,
insanlarin bagkalarma zarar veren eylemlerini hakli gosterdigi bir
dizi mekanizma onermektedir. Bu coziilme kurbam suglama,
insanliktan ¢ikarma, zararli davraniglar1 gerektigi gibi gosterme,
olas1t sonucglari yanlis sunmayi igerebilir. Cesitli arastirmalar
zorbalik ve siber zorbalik davraniglarinin gergeklestirilmesinde,
zorbaliga iliskin olumlu tutumlarm yanisira ahlaki ¢ézilmenin
etkilerini de ortaya koymustur. Ahlakin duygusal yonleri de
zorbalikla iligkildir. Baskalarina zorbalik yapanlar; siber
saldirganligi igeren durumlarda daha diisiik sugluluk, utang ve
pismanlik diizeylerini bildirme egilimindedirler. Siber zorbalik
davramsinda bulunanlar giivenilir, adil ve diiriist olmay1 istemek
gibi ahlakla ilgili degerleri daha az bildirmektedirler. Cevrimigi
ortamin sagladigi anonimlik ve yiiz-yiize iletisimin eksikligi,
gelencksel zorbaliga kiyasla ¢evrimigi zorbalik yaparken ahlaki
¢Oziilme diizeyini arttirabilir.

Zorbaliga iligskin olumlu tutumlar: Genglerin cogunlugu magdur
olanlara yonelik destekleyici tutumlara sahipken; yasla birlikte
destekleyici tutumlar daha az goriilmektedir. Yas arttikca daha
fazla sayida ergen zorbaliga ugrayan kisiden hoslanmadigini ve
magdur olam1 suglama, saldirganligi daha fazla onaylama
egiliminde olduklarmi bildirmistir. Yiiksek diizeyde zorbaliga
kars1 olumlu tutumlar1 olan &grencilerin hem ¢evrimici hem de
diger ortamlarda digerlerine zorbalik yapma olasiliklar1 daha
yuksektir.

Zayif nitelikler ve problem ¢ozme becerileri: Geng bir kisinin
davranis1 dogrudan belli durumlara iliskin kavramalarindan
ortaya cikmaktadir. Zayif sosyal nitelikler ve problem ¢6zme
becerileri  zorbalik  davramiglarda  bulunma  olasiligim
arttirabilmektedir.

Geleneksel zorba olmak: Geleneksel zorbalik davraniginda
bulunmanin hem siber zorbalik, hem de siber magduriyetin
onemli bir yordayicis1 oldugu belirtilmektedir. Ornegin; bir
arastirmada, 2000°den fazla ortaokul ve lise 6grencisinden olusan
orneklemin %25’inin hem siber zorbaliga maruz kaldiklar1 hem
de bagkalarina siber zorbalik yaptiklar1 ortaya cikmistir.
Geleneksel zorbaligin suglular1 biiylik bir olasilikla hem
bagkalarma siber zorbalik yapmakta, hem de siber zorbaliga
maruz kalmaktadirlar.
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Siber Zorbahk
Davramsim
Gergceklestirmede
Aile Duizeyinde
Etkiler

Ebeveynlerin ¢evrimici ortamlart anlamasi: Ebeveynlerden
alinan egitim, teknolojiye yonelik olumlu ebeveyn tutumlar1 ve
ebeveynlerin internet kullanimi, ¢ocuklarm teknolojiyi olumlu
kullanimmin yordayicilaridir. Bununla birlikte ebeveynler ve
diger yetigkinler ¢ocuklarmin zaman gecirdikleri siber ortamlari
smirli  bir sekilde anlamaktadirlar. Ayrica, ebeveynlerin
cocuklarmin ¢evrimigi faaliyetleri hakkinda sinirli farkindaliklar
bulunmaktadir.

Ebeveynler ile iligki: Aile isleyisi ile zorbalik arasinda baglanti
bulunmaktadir. Aile ile sorunlu iligkiler, aile dinamikleri ve
ailenin disiplin bigimleri, genglerin siber zorbaliga karigmasini
yordamaktadir. Giiglii aile destegi hem siber zorbalik, hem de
siber magduriyet bakimindan koruyucu gibi gériinmektedir.
Ebeveynlerin cevrimici davraniglar izlemesi: Yetersiz denetim,
dikkat eksikligi ve ebeveynin saldirgan davranisi modellemesi
gibi faktorler zorbalik ile iliskilidir. Genglerin teknoloji
kullaniminda diisiik ebeveyn kontrolii ve ebeveynlerin ¢ocuklari
ile gecirdikleri zaman miktar1 zorbalik davranisi ile iligkilidir.

Siber Zorbahk
Davramsim
Gergceklestirmede
Akran Dizeyinde
Etkiler

Zorba/siber zorba ya da siber zorbalig1 destekleyen arkadaslara
sahip olmak: Sosyal 6grenme kuramu, bireylerin 6grenmelerinin
dis ¢evreden ve bagkalarinin gézlemlerinden biiylik Olgiide
etkilendigini 6ne siirmektedir. Bu nedenle saldirgan davramslar
gelistirme ve siirdiirme, kotii rol modellerine maruz kalmanin ve
saldirgan davramslarm giiglendirilmesinin sonucu olabilir.
Gengler (6rnegin; digerlerini etkin bir sekilde tesvik ederek veya
siber zorbalik durumlarinda miidahale etmeyerek) siber zorbalik
davramglarim pekistirebilirler. Sosyal paylasim sitelerinde siber
zorbalik davranmisinin pekistirilebilecegi one siiriilmektedir
(6rnegin; diger kullanicilarin saldirgan veya antisosyal bir
paylasimi begendiginde)

Siber zorbaliga iligkin algilanan sosyal normlar ve normatif
beklentiler: Sosyal normlar teorisi akranlarin (akran grubundaki
normlar hakkindaki inanglarmin bir sonucu olarak) siber zorbalik
gibi davraniglarda bulunmay1 etkiledigini 6ne siirmektedir.
Genellikle algilanan ve ger¢ek davranislar arasinda bir tutarsizlik
vardir. Bu da normlarin yanlig anlasilmasina yol agmaktadir. Bu
yanlis algt gencglerin siber zorbalik davramislarinin akranlar
arasinda oldugundan daha fazla yaygin olduguna inanmalarina
neden olabilir ve bu davranisa uymak igin katilimin artmasiyla
sonuglanabilir. Ornegin; bir arastirmada riskli internet
davranislarinda bulunan genglerin, akranlarinin bu davramslari
onayladiklarin1 ve bu davraniglarda bulunduklarini diisiindiikleri
bulunmustur.

Diger problem davramislarina dahil olma: Problem davranig
teorisine goére genglerin problemli davramiglarimin kiimelenme
egiliminin bir nedeni de toplumun her birini kabul edilemez,
sapkin veya isyankar olarak gormesidir. Dolayisiyla, siber
zorbalik davramglarmda bulunan ergenlerin toplumsal normlar
nedeniyle kabul edilebilir davranmig smirlarimi agtiklari ve bu
davraniglarin daha yaygin ve kabul edilebilir oldugu “sapkin” bir
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alt kiltiriin pargasi haline geldikleri diisiiniilebilir. Problem
davraniglar teorisi Ogrencilerin kotii davraniglari i¢in daha az
onaylama veya Otekilestirme hissettikleri takdirde, ortak
,stoplumsal smirlar i¢inde kalma olasiliklarinin daha yiiksek
olabilecegini belirtmektedir. Bagka bir ifadeyle, okullarin siber
zorbaligi sadece bir disiplin sorunu olarak ele almaktan ziyade,
olas1 olumsuz saglik sorunlar1 ve diger sonuglara sebep olabilecek
bir ergen davranigi olarak vurgulamasi yararh olabilir.

Siber Zorbahk
Davranmsim
Gergceklestirmede
Cevrimigi
Duzeyde Etkiler

Teknolojiye daha fazla ve sik erigsim, artan baglhmhihik ve
teknolojik yeterlilik: Genglerin yakin ¢evrelerinde (6rn; ev, okul,
akranlar) ¢evrimici etkilesim i¢in birgok firsat vardir. Cocuklarin
ve ergenlerin neredeyse tliimiiniin okulda bilgisayara erisimi
vardir. Okuryazarlik ve matematiksel becerilerinin yanisira ‘Bilgi
ve lletisim Teknolojileri Becerileri’ de Avustralya ulusal
miifredatinda 6nemli bir beceri olarak tanimlanmustir. Avustralya
hanelerinde internete erisimi bulunan birden fazla cihaz
kullanilmas: yaygindir ve 15-17 yaslar1 arasindaki genglerin
%97’si kendisini internet kullanicisi olarak tammlamaktadir.
Gengler bu teknolojileri hayatlarinin ve kimliklerinin énemli bir
pargast olarak degerlendirmektedirler. Bu nedenle Avustralyali
gencler akranlar1 ve digerleriyle etkilesimde bulunmak igin
internet olanaklarindan yararlanmaya istekli goriiniirken, bu
olanaklar siber zorbaliga da yol agabilir.

Cevrimici ortamlarda iletisim Kurarken azalan i¢ denetim: Siber
alem digerleriyle etkilesime gecmek i¢in biiylik Olclide
genisletilmis firsatlar sunar. Fakat ayni zamanda digerlerinin
duygusal tepkileri gibi ylz-yize ortamlarda belirgin olacak
tiirden sinirli geri bildirim sunar. Ayrisma belirsizligi ve hayal
guct (¢evrimici faaliyetlerin gergek hayattan farkli olma algisi
nedeniyle smirli  ger¢ek diinya sonuglari), uyumsuzluk
(digerlerinin dogrudan tepkilerinden kaginmak) ve cevrimigi
etkilesim yoluyla saglanan otoritenin goriinmezligi ve an aza
indirgenmesi bu etkiye katkida bulunan ve siber zorbalik
davraniginin olasiligim1 arttiran faktorlerden bazilaridir. Bu
faktorler genclerin kendilerini ¢evrimici denetleme olasiliklarinin
azalmasina neden olabilir. CuUnkd kimlikleri gizli kalabilir ve
muhtemelen olumsuz tepkilerden kaginabilirler. Bu tiir gengler
yuz-ylize etkilesimlerinde normalde sodyleyemeyecekleri veya
yapamayacaklar1 ve hatta sorumlulugunu bile kabul
etmeyecekleri seyleri ¢evrimici ortamlarda yapabilirler.

Yiksek beklentiler: Siber zorbaligin gergeklestigi ¢evrimici
ortamlarin dogas1 gere§i, zorbalik yapan kisiler hemen
desteklenmeyebilirler. Ornegin, yiiz-yiize zorbahk davramsinda
bulunan bir kisi korku kullanarak zarar vermek i¢in motive
edilirse, bu davranis igin magdurun viicut dili ve yuz ifadeleriyle
(aym1 zamanda soOzlii yanitla) desteklenecektir. Destek
(pekistirme) hemen ve somut sekildedir. Aksine, sosyal olarak
bagkalarina zarar vermek i¢in motive olan siber zorbalik yapan
bir kisi etkinin ortaya ¢ikmasindan Once beklemek zorunda
kalabilir (en azindan metin mesaji, resim veya diger materyaller
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grup arasinda dagitilincaya kadar). Hareket (Grnegin; sahte bir
websitesi olusturmak) ve sonug (sirlar1 okul ile paylasmak)
arasindaki bu gecikme, magdurun ne yapildigim fark ettigi zaman
kisa bir siire igin beklentinin artmasiyla sonuglanacaktir. Bu
yitksek beklenti kurbamin daha sonraki tepisinden bagimsiz
olarak, siber zorbalik davramisinin bir 6diilii olarak hareket
edebilir.

Siber Zorbahk
Davramsim
Gergceklestirmede
Toplumsal
Duzeyde Etkiler

Ilkokuldan ortaokula gegis: Tlkokuldan ortaokula gegis sirasinda
ogrencilerin korku ve beklenti duygular1 karigikken, orgiitsel ve
sosyal yapilara uyum saglamalar1 gerekmektedir. Siber zorbalik
davrams1 da dahil olmak tizere zorbalik, ilkokuldan ortaokula
gecis siirecinde artmakta ve gegisten sonra okul ve bireysel diizey
faktorlerinin  bir araya gelmesi nedeniyle azalmaktadir.
Elektronik cihazlara erisimin artmasi, akademik rekabete
odaklanmak, okul ortamindaki degisimlere uyum saglarken
yalnizlik duygularindan dolay1 yeni arkadaslar edinme ve yeni
sosyal gruplar olusturma zorunlulugu, 6gretmenlerin zorbaliga
kars1 farkindalik ve tutumlari, okulda giivensiz hissetmek,
kendini okula bagl hissetmeme ve okul toplulugunun yetersizligi
gibi faktorler siber zorbalik ve diger zorbalik bigimlerine sebep
olmaktadir.

Siber zorbalikla ilgili diizenleyici eylemlere yonelik farkindalik:
Okul idareleri ve yasalar siber zorbalik ve diger zorbalik
bi¢imlerini engellemeye yardimci olabilir. Diizenleyici eylemler
siber zorbalik davranisi hakkinda biling ve farkindaligin
artmasina ve toplumsal norm ve standartlar1 belirlemeyle birlikte
uygunsuz ve yasa disi kabul edilen davramislarin agiklik
kazanmasina katkida bulunabilir. Yasalar haberlesmenin kotiiye
kullanilmasi, uygunsuz c¢ekimler, hakaret ve takip ederek taciz
etme gibi bazi siber zorbalik davranislarina karsi caydirict bir rol
oynayabilir.

Kaynak: Cross, D., Barnes, A., Papageorgiou, A., Hadwen, K., Hearn, L., Lester, L. (2015). A
Social-Ecological Framework for Understanding and Reducing Cyberbullying Behaviours.
Aggression and Violent Behaviour. 23:109-117. s.111-114’ten uyarlanmistir.

Cross ve arkadaglar1 (2015) tarafindan gelistirilen kavramsal modelde tanimlanan

araci degiskenler (mediators) Avustralyali gengler, ebeveynler ve yetiskinler iizerinde test

edilmigtir. Daha sonra Siber Dostu Okullar (Cyber Friendly Schools) projesinin bir

pargasi olarak deneysel olarak test edilen bltin okul midahalesinin (whole-school

intervention) tasariminda kullanilmistir. Calismada Siber Dostu Okullar projesinde her

bir siber zorbalik degiskeninin nasil ele alindig1 iizerinde durulmugtur.
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Tablo 3’te goriilen etki diizeyleri ve risk/koruyucu faktorlere bagli olarak
gelistirilen Siber Dostu Okullar (Cyber Friendly Schools) Miidahale Bilesenleri su
sekildedir (Cross ve ark, 2015,114):

Sinif §gretmeni egitimi ve d8renci O8renme modulleri

e FElestirel diistinme

o Dijital itibar

e Cevrimici haklar ve sorumluklar

e Cevrimici ortamda karar verme

e Cevrimici ortamdaki empatik tepkiler

Uvygulama ve kaynaklar bakimindan aile destegi

e (Cocukla ¢gevrimici ortamlar hakkinda iletisim kurma

e (Cocuklar i¢in gelisimsel olarak uygun bigimde ¢evrimigi destek
e Cocuklarin ¢evrimici davranislar1 hakkinda anlasmalar

e Cevrimici beceri gelistirme

Smif 68retmeni egitimi ve 68renci 6grenme modilleri

e Cevrimigci siber iliskileri izleme
e @Gizlilik ayarlar

Tum okul personel egitimi ve kaynaklari

e Sosyal okul ortam1 destegi
e Dabha biiyilik 6grenciler-siber liderler

Tim okul personeli egitimi ve kaynaklari

e Kaynak gelistirme konusunda 6gretmen egitimi ve kapasitesi
e Kaynak gelistirme konusunda okul toplulugu kapasitesi

e Siber zorbaliga cevap vermede personel stratejileri

e Siber zorbalik konusunda sosyal ¢cevre ve politika destekleri

Simif 6gretmenti egitimi ve 68renci 0grenme modiilleri

e Siber zorbalikla ilgili yasalar
Siber dostu okul projesi 6zellikle 6grenciler arasinda yaygin olarak goriilen siber
zorbalik davraniginin 6niine gecebilmek veya goriilme sikligini azaltabilmek bakimindan

onemlidir. Ulkemizde de bilgi ve iletisim teknolojilerinin yaygm olarak kullanilmasma
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bagli olarak geleneksel zorbaligin yeni tiirii olarak karsimiza ¢ikan siber zorbaligin siklig1
g6z Oniinde bulunduruldugunda okullar1 kapsayan bu tir miidahale programlarinin
gelistirilebilmesi onem teskil etmektedir.

2.4.5.2. Genel Saldirganlhik Modeli (General Aggression Model)

Anderson ve Bushman tarafindan gelistirilen genel saldirganlik kurami insanin
saldirgan davranigi hakkinda arastirma yapmak ve arastirmaya yardimei olmak i¢in ¢ok
yonlii sosyal, bilissel ve gelisimsel teorilerin dahil edildigi kapsamli ve biitiinciil bir
kuramsal gercevedir. Genel saldirganlik modelinin (GAM) kapsadigi 6nemli teorilerden
bazilar1 Sosyal Ogrenme Kurami, Bilissel Neo-asosiasyon (neoassociation) Teorisi ve
Davranigsal Senaryo Teorisi (Behavioral Script Theory)’dir. Her bir teori insanlarm

saldirgan davranislarinin nedenlerini anlamak ig¢in O6nemli bilgiler sunmaktadir

(Anderson, Groves, 2013,182).

7\

GIiRDILER iai
Kigi DURUM SOSYAL
(INPUTS)
KARSILASMA
~
MEVCUT iCSEL DURUM
YOLLAR , Duygu |
J, \\
(ROUTES) Bilig --------- Uyariima
v .
Dusunsel Eylem
Degerlendirme
SONUGLAR
& Karar
(OUTCOMES)
Siregleri
glerl Diirtiisel Eylem

Sekil 5. Genel Saldirganhk Modeli Aralikh Siire¢
Kaynak: Anderson, C. A., Bushman, B. J. (2002). Human Aggression. Annual Review
of Psychology. s. 34

54



Sekil 5’te genel saldirganlik modelinin en basit hali goriilmektedir. Burada (g
temel odak nokta bulunmaktadir. Bunlar girdiler (inputs), yollar (routes) ve sonuglar
(outcomes)’dir. Bu temel ti¢ odak noktanin kapsadigi alt boyutlara Tablo 5°te detayli bir
sekilde yer verilmistir.

Tablo 6: Genel Saldirganlik Modeli / U¢ Odak Noktanin Kapsadigi Alt Boyutlar

Temel Ug Odak
Nokta U¢ Odak Noktamin Kapsadig1 Alt Boyutlar

Saldirganlik arastirmasi biyolojik, cevresel, psikolojik ve sosyal
faktorlerin saldirgan davramslart nasil etkiledigini kesfetmeye ve bu
bulgularin nedensiz saldirganligi azaltmak ic¢in nasil kullanilacagina
odaklanir. Bu faktérler durumun 6zellikleri veya durumdaki kisinin
Ozellikleri olarak kategorize edilebilir. Kigisel ve durumsal girdi
degiskenleri temel nedensel faktorlerin agiklayicisidir.  Genel
Saldirganlik Modeli 6zellikle ¢esitli girdilerin saldirgan (veya saldirgan
olmayan) davramsa nasil yol agtigini gérmek i¢in incelenen temel stireg
trlerini belirtir.

Kisisel Faktorler (Person Factors): Kisilik faktorleri kiginin kisilik
Ozellikleri, tutumlari, genetik egilimler gibi duruma getirdigi tiim
Ozellikleri icerir. Sabit kisilik 6zellikleri zamana karsi, duruma karsi
Girdiler (Inputs) | veya her ikisine karsi tutarlibk gosterir. Bu tutarhilik biiyiik 6lgide
kisinin semalarmi, senaryolarim ve diger bilgi yapilarmi tutarli bir
bicimde kullanmasinin sonucudur. Gergek anlamda kisilik, bir kisinin
bilgi yapilarmin toplamidir. Bilgi yapilar1 bir kisinin hangi durumlari
sececegini, hangi durumlardan kagmacagini etkilerken; ayni zamanda
karakter tutarhiligina da katkida bulunur. Birlikte kisilik faktorleri
bireyin saldirmaya hazirlikli olmasin igerir. Kisisel faktorler karakter,
cinsiyet, inanglar, tutumlar, degerler, uzun vadeli hedefler ve
senaryolardan olugmaktadir.

e Karakter (Traits): Bazi ozellikler bireyleri yiiksek diizeyde
saldirganliga yatkinlastirmaktadir. Ornegin; digerlerine karsi
cogunlukla saldirgan davramslar sergileyen bazi kisiler bunu
diismanca nitelik, algi, beklenti ve Onyargilara karsi duyarh
olmalar1 nedeniyle biiylik 6l¢iide gerceklestirmektedirler. Bir
baska gelisme, pek ¢cok kuramci ve halkin uzun siiredir devam
eden inanclari ile geligmektedir: Bir tiir yiiksek 6z-saygi (ve
diisiik olmayan 0z-saygi) yiiksek saldirganlik iiretmektedir.
Ozellikle, abartili veya istikrarsiz 6z-saygisi olan kisiler 6fkeye
egilimlidir ve yiiksek 6z-imaj1 (benlik imaj) tehdit edildiginde
saldirgandirlar.

e Cinsiyet (Sex): Erkekler ve kadinlar saldirgan egilimlerde,
ozellikle cinayet ve agir saldirilar gibi siddet davranislarinda
farklilik gostermektedirler. Amerika’da erkek katillerin kadin
katillere oramt 10:1°dir. Laboratuvar calismalar1 da ayni
sonuglar1 gosterirken, provokasyon fiziksel saldirganliktaki
cinsiyet farkliliklarini 6nemli 6lglide azaltir. Bunun yanisira
belli kiskirtma tiirleri de erkek ve kadin saldirganligini farkl
sekilde etkiler. Tercih edilen saldirganlik tiirleri de erkek ve
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kadinlar i¢in farklidir. Erkekler dogrudan saldirganligi tercih
ederken kadmlar dolayli saldirganligi tercih eder. Gelisimsel
arastrmalar, bu farkliliklarinin ¢ogunun farkli sosyallesme
deneyimlerinden kaynaklandigmi gostermektedir. Ancak bazi
onemli toplumsal cinsiyet farkliliklarmin evrimsel agiklamalari
da mevcuttur. Ornegin erkekler duygusal sadakatsizlikten
ziyade eslerinin cinsel sadakatsizligine daha fazla iiziiliirken;
kadinlarda durum bunun tersidir. Tim bu Orneklerde,
saldirganliktaki cinsiyet farkliliklar1 anlayisimiz farkl duygusal
tepkilerin kesfiyle biiylik 6l¢iide artmaktadir.

inanclar (Beliefs): Pek ¢ok inang tiirii saldirmaya hazirlikli bir
rol oynar. Belirli saldirgan eylemleri (6z-yeterlik) basarili bir
sekilde gerceklestirebileceklerine ve bu eylemlerin istenen
sonuglar1 iretecegine inananlarin (sonug etkisi) saldirgan
davramslart segmesi, saldirgan davramiglarin sonug etkisine
giivenmeyenlere gore ¢ok daha fazladir. Saldirganlikla ilgili
inanglar saldirgan davraniglarin gelecekteki diizeylerini dnemli
Olgiide ongormektedir. Cocuklarda boyle inanglarin kaynagi
genellikle ailedir.

Tutumlar (Attitudes): Tutumlar insanlarin kendileri, diger
insanlar, nesneler ve  sorunlar  hakkindaki  genel
degerlendirmeleridir. Genel olarak siddete karsi olumlu
tutumlar da bireyleri saldirganlik i¢in hazirlar. Belirli insan
gruplarma karsi siddet konusunda daha olumlu tutumlar bu
insanlara karsi saldirganligi arttirmaktadir. Ornegin; kadina
yonelik siddet konusundaki tutumlar, kadma karsi cinsel
saldirganlik ile olumlu yonde iligkilidir. Kadinlara saldirmaya
egilimli erkekler genellikle tiim insanlara karsi her durumda
saldirgan degildirler; bundan ziyade onlar1 kigkirtan kadinlar1
(ama erkekleri degil) 6zellikle hedef alirlar.

Degerler (Values): Degerler de saldirganliga hazirlikta rol
oynar. Bircok kisi icin siddet kisilerarasi catigmalarla basa
cikmada kabul edilebilir bir yontemdir, hatta belki de tercih
edilen bir yontemdir. Ornegin; ABD’nin giiney ve bati
boélgelerinin bazi kisimlarindaki deger sistemi, kisisel onura
hakaret  edilmesi  tercihen  siddete  basvurulmasini
gerektirmektedir. Baz1 genglik ¢ete siddetinin de benzer sekilde
onur ve kisisel saygidan kaynaklandigini gosteren kanitlar
vardir.

Uzun vadeli hedefler (Long-term goals): Uzun vadeli
hedefler de bireyleri saldirganliga hazirlamada etkilidir.
Ornegin; baz1 gete iiyelerinin dncelikli hedefi saygi gérmek ve
korkutmaktir. Boyle bir hedef c¢esitli eylemlerin uygunlugu
hakkinda bireyin degerlerini, algilarin1 ve inanglarini
saptirmaktadir. Benzer sekilde servet elde etme gibi kisisel bir
yasam hedefi kiginin aragsal saldirganlik i¢in hazirhgini
arttirabilir.

Senaryolar (Scripts): Bir kisinin sosyal durumlara getirdigi
yorumsal ve davranmigsal senaryolar kisinin saldirganliga
hazirlikli olmasimi etkiler.
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Durumsal faktorler (Situational factors): Durumsal faktorler
provokasyon veya saldirgan bir isaretin varligi gibi 6énemli durumun
onemli ozelliklerini igerir. Kisisel faktorler gibi durumsal faktorler de
bilig, duygu ve uyarilmayi etkileyerek saldirganligr etkiler.

o Saldirgan isaretler (Aggressive cues): Saldirgan isaretler
bellekte saldirganlikla ilgili kavramlar1 hazirlayan nesnelerdir.
Ornegin; sadece silahlarin varhgmn (badminton raketi ve
badminton topuna karsi) Ofkeli katilimeilarin saldirgan
davranigini arttirdigi bulunmustur. Daha yakin zamanlarda silah
etkisine yonelik anlayisimiz silah resimleri ve kelimelerinin
otomatik olarak saldirgan diisiinceleri baglattig1 kesfiyle
giiclendirilmistir. Siddet igerikli televizyon, film ve video
oyunlarina maruz kalma gibi saldirganligi arttiran diger
durumsal degiskenler de biligsel isaretleme etkileri gibi
gorinmektedir.

e Provokasyon (Provocation): Belki de insan saldirganliginin
en Onemli tek nedeni kisilerarasi provokasyondur.
Provokasyonlar hakaret, kiigimseme, diger sozlii saldirganlik
bicimleri, fiziksel saldirganlik, kisinin 6nemli bir hedefe ulasma
girisimlerine miidahale vb. seyleri kapsamaktadir.

e Hayal kirikhg (Frustration): Hayal kirikligi hedefe
ulasmanin  engellenmesi  olarak  tamimlanabilir.  Cogu
provokasyon bir kisinin hedefe ulagsmakta basarisiz olmasindan
sorumlu olarak tamimlandigi bir hayal kirikligi tiirii olarak
goralebilir.

e Aa ve rahatsizhk (Pain and discomfort): Arastirmalarda
sosyal olmayan kagmmmali durumlarin da (6rnegin; yiiksek
sicakliklar, yiiksek sesler ve hos olmayan kokular) saldirganlig:
arttirdigr goriilmiistiir. Bir eli buzlu suya batirma gibi aci
olusturan durumlar da saldirganligr arttirmaktadir. Sicak bir
odada oturmak gibi iiretilen genel rahatsizlik da saldirganligi
arttirabilir. Bu etkinin Oncelikle olumsuz etkiyi arttirarak
aracilik ettigi goriilmektedir, bununla beraber duygusal siiregler
ve uyarilma siiregleri de gecerlidir.

e Uyusturucu maddeler (Drugs): Alkol ve kafein gibi ¢esitli
maddeler de saldirganligi arttirabilir. Bu etkiler dolayli olarak
goriiniir; saldirganligt  kolaylagtiran faktorlerin  (6rnegin;
provokasyon, hayal kirikligi, saldirgan isaretler) uyusturucu
maddelerin etkisi altinda olan insanlar {iizerinde, olmayan
insanlara gore c¢ok daha giicli bir etkiye sahip oldugu
bulunmustur.

e Guduleyiciler (Incentives): Saldirganligi arttiran giidiileyici
tiirleri insanlarm istedigi veya arzuladigi nesne sayis1 kadardir.
Aslinda tiim reklam endiistrisi insanlarin daha fazla sey
istemelerini saglama amacindadir. Bir nesnenin degerini
arttirmak, Ortiilii veya acik algilanan maliyet/fayda oranlarini
degistirir; boylece onceden tasarlanmis aragsal saldirganligi
arttirir. Masanin tizerine birakilan para gibi giidiileyicinin anlik
goriiniimii, saldirganlif1 daha az planh sekilde etkileyebilir.
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Yollar (Routes)

Girdi degiskenleri nihai sonu¢ davranigini, yarattiklart mevcut igsel
durum araciligryla etkiler. Ornegin; siirekli diismanlik ve siddetli film
sahnelerine maruz kalma saldirgan diisiincelerin, saldirgan duygularin
ve saldirgan davramslari ulagilabilirligini etkilesimli olarak etkiler.
I¢sel durumun en 6nemli konular: bilis, duygu ve uyardmadr.

Bilis (Cognition)

e Diismanca diisiinceler (Hostile thoughts): Bazi girdi
degiskenleri bellekte saldirgan kavramlarla ilgili ulagilabilirligi
arttirarak saldirgan davraniglar1 etkiler. Bir kavramin sikca
etkinlesmesi kronik olarak erisilebilir hale gelmesiyle
sonuglanirken, ani bir durumsal etkinlesme kavramin kisa bir
stire icin  erigilebilir  hale gelmesiyle sonuclanir.
Erigilebilirlikteki gegici artis genellikle hazirlama olarak
adlandirilir. Medya siddeti gibi faktorler saldirgan diisiinceleri
hazirlayabilir.

e Senaryolar (Scripts): Saldirgan ¢ocuklarin karakteristik
ozelliklerinin 6n yargilari, diismanlik ile ilgili senaryolarin
ornekleri olarak gordlebilir.

Duyqu (Affect)

¢ Ruh hali ve duygu (Mood and emotion): Girdi degiskenleri
dogrudan duyguyu da etkileyebilir. Ornegin; ac1 diismanlik ve
Ofke durumunu arttirir. Rahatsiz edici sicakliklar genel olumsuz
duyguda kiiglik bir artis ve saldirgan duygularda daha biiytik bir
artis saglar. Siddet igerikli filmlere maruz kalmak da diismanca
duygular arttiriyor.

e ifadeli motor tepkiler (Expressive motor responses): ifadeli
motor tepkiler belirli duygularla birlikte buyik 6lctide yuzde
meydana gelen otomatik tepkilerdir. Erken bebeklikte bile
(6rnegin bagisiklik asilarinda) oldukca ofkeli bir yiiz ifadesi
olusur.

Uyarilma (Arousal): Uyarilma saldirganlig: iic sekilde etkileyebilir. Tlk
olarak alakasiz bir kaynaktan gelen uyarilma saldirgan egilimler de
dahil olmak iizere baskin eylem egilimini canlandirabilir veya
giiclendirebilir. Bir kisi artan uyarilma meydana geldigi zaman provoke
edilirse veya saldirmaya tesvik edilirse yiiksek saldirganlik ortaya
cikabilir. ikincisi, alakasiz kaynaklardan gelen uyarilma provokasyonu
kapsayan durumlarda 6fke olarak yanlis etiketlenebilir. Boylece 6fke
nedenli agresif davranmislar ortaya cikabilir. Buna uyarim transferi
denilmektedir. Uyarim transferi teorisi bu uyarilma etkisinin uzun siire
boyunca devam edebilecegini 6ne siirmektedir. Uyarilma yok olduktan
sonra bile, birey kendiliginden olan ‘6fkeli’ etiket devam ettigi siirece
potansiyel olarak saldirgan kalabilir. Ugiinciisii, alisiimadik bigimde
yiksek veya diisik seviyeli uyarilmalarin kaginmali durumlar
olabilecegidir. Ve bu nedenle saldirganhigi diger kaginmali ve iiziicii
uyaranlarla ayn sekilde uyarabilir. Cok sayida durumsal degisken hem
fizyolojik, hem psikolojik uyarilmay1 etkilemektedir. Alkol ikisini de
azaltirken, egzersiz ikisini de arttirmaktadir. flging bir sekilde fizyolojik
ve psikolojik uyarilmadaki degisiklikler her zaman uyusmaz. Yiiksek
sicakliklar kalp atiy hizm1 arttirrken, aymi zamanda algilanan
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uyarilmayr azaltr. Bu 1smin uyarima yolu ile saldirganligi
arttirabilecegini gostermektedir.

Sonuglar Sonuglar, nispeten otomatikten ciddi 6l¢iide kontrol edilene kadar gesitli
(Outcomes) karmasik bilgi siireclerini igerir. Sekil 5’te goriildiigii gibi, girdilerden
elde edilen sonuglar bilis, duygu ve uyarilma tlizerindeki etkileri ile
degerlendirme ve karar siireglerine girmektedir. Sekil 6’da daha
kontrollii siirecler ‘yeniden degerlendirme’ olarak adlandirilirken, daha
otomatik siirecler ‘hemen degerlendirme’ olarak adlandirilmaktadir. Bu
karar siireglerinin sonuglari olaym nihai eylemlerini kendileri
belirlerler.

Kaynak: Anderson, C. A., Bushman, B. J. (2002). Human Aggression. Annual Review of
Psychology. s. 34-40’tan tablolastirilmustir.

Genel saldirganlik modelinin ilk versiyonunda mevcut i¢sel duruma bagli olarak
bireyler degerlendirme ve karar siireci sonucunda diirtiisel veya diisiinsel bir eylemde
bulunmaktadirlar. Tablo 5’te genel saldirganlik modelinin kapsadigi temel {i¢ odak nokta
olarak ifade edilen girdiler, yollar ve sonuglarin (inputs, routes, outcomes) her birini
aciklayan alt boyutlar goriilmektedir. Ortaya c¢ikan veya ¢ikabilecek olan saldirgan
davranislar1 anlayabilme acisindan bu alt boyutlar dnemlidir. Ornegin girdiler; kisisel ve
durumsal faktorleri icermektedir. Kisisel faktorler karakter, cinsiyet, inanglar, tutumlar,
degerler, uzun vadeli hedefler ve senaryolar gibi faktorlerini i¢erirken bireyin saldirganlik
egilimine de etki etmektedirler. Durumsal faktorler bireyin icinde bulundugu duruma
iliskin 6nemli etkilere sahip olmakla birlikte; saldirgan isaretler, provokasyon, hayal
kirikligl, aci ve rahatsizlik, uyusturucu maddeler ve giidiileyiciler gibi faktorleri
kapsamaktadir. Bu faktorler bireyin i¢inde bulundugu duruma yonelik olarak saldirgan
davranislarin ortaya ¢ikmasini etkileyen faktorlerdir. Kisisel faktorler; bireyin kisisel
ozellikleri ile iligkili olurken; durumsal faktorler bundan farkli olarak bireyin o an
icerisinde bulundugu duruma baghdir.

Bahsedilen girdi degiskenleri bireylerin nihai davraniglarmi mevcut igsel
durumdan etkilenerek etkilemektedir. Mevcut i¢sel durumda etkili olan faktorler ise bilis,
duygu ve uyarilmadir. Yani kisisel ve durumsal faktorler; bilig, duygu ve uyarilma gibi
etkenlerden etkilenerek bireyi nihai davranisa yonlendirmektedir. Bunun sonucunda birey
herhangi bir eylemde bulunmaktadwr. Siber zorbalikk davramis1 bakimindan

yaklasildiginda kisisel ve durumsal faktorler ve mevcut i¢sel durumu kapsayan bilissel,
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duygusal ve uyarilmaya bagli olan faktorler bu zorbalikk davranisi ig¢in de gegerli

olabilmektedir.

Meveut igsel Durum
A

Y

. 5 ) Dugtinsel Eylem
Aninda Degerlendirme :‘ Yeniden Degerlendirme i
LA
! I
Yooy
Evet
Evet
) Hayir
Kaynaklar Sonug Onemli & Yetersiz? ] / B
Yeterli mi? Hayir . Dirtiisel Eylem
Degerlendirme ve Karar Stirecleri

Sekil 6. Genel Saldirganhik Modeli: Genisletilmis Degerlendirme ve Karar Siirecleri
Kaynak: Anderson, C. A., Bushman, B. J. (2002). Human Aggression. Annual Review
of Psychology. s. 40

Genel saldirganlik modelinin Sekil 6°’da goriilen versiyonunda degerlendirme ve
karar siiregleri genisletilmistir. Aninda degerlendirme (immediate appraisal) otomatiktir,
yani nispeten zahmetsiz ve farkinda olmadan ger¢eklesmektedir. Yeniden degerlendirme
(reappraisal) ise durumun alternatif bir goriinlimiinii arastirmay1 igermektedir. Yeniden
degerlendirme alternatifler g6z onilinde bulunduruldugundan ve ¢ikarildigindan sayisiz
dongu icerebilmektedir (Anderson, Bushman, 2002,41).

Genel saldirganlik modelinin Sekil 6’da goriilen versiyonunda degerlendirme
stiregleri genigletilmistir. Mevcut igsel duruma bagli olarak bir sorun veya duruma karsi
hizli bir degerlendirme yapildiginda kaynaklar yeterli ise ve ortaya ¢ikacak sonuc¢ gok
onemli degilse diirtiisel eylem ile sonu¢lanmaktadir. Fakat hizli degerlendirme sonucunda
ortaya ¢ikan sonu¢ tatmine edici degilse ve sonu¢ Onemli ise kisi bu sorun/durum
karsisinda yeniden degerlendirme siirecine gegis yapmaktadir. Bunun sonucunda ise
diisiinsel bir eylem ortaya c¢ikmaktadir. Siber zorbalik davranist acisindan

yaklasildiginda; kisi 6fkeli veya sinirli bir durumda iken anlik bir degerlendirme yaparak
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baska birisine ¢evrimigi ortamda saldirgan bir davranista bulunabilir. Yani mevcut i¢sel
durumuna (6fkeli, sinirli, vs) bagl olarak diger kisilere zarar verebilir. Bu diirtiisel
eyleme bir ornektir. O anki igsel durumuna yenik diiserek, diirtiileriyle hareket ederek
boyle bir sug islemesine neden olabilmektedir. Fakat 6fkeli ve sinirli bir durumdayken
yeniden degerlendirme yapmasi kisiyi diirtiisel degil, diisiinsel eyleme gotiirebilmektedir.
Yani kisi yeniden degerlendirme yaptig1 takdirde belki de gercgeklestirecegi eylemin
yanlis veya su¢ oldugunun farkina vararak bundan vazgegebilecektir. Durtusel ve
disiinsel eylemlerin birbirinden farki; dirtiisel eylemin anlik karar stireci ile,
dogrulugunun-yanlishgmin degerlendirilmeden, anlik diirtiiler ile sonuglanmasi,
diisiinsel eylemin ise bundan farkli olarak iizerinde daha fazla diistiniilerek, yapilacak
eylemin daha fazla sorgulanarak ve dogrulugunun-yanhshgmin degerlendirilerek

sonu¢lanmasidir. Bunlar siber zorbalikk davranisi bakimimdan da onemli ipuglari

sunmaktadir.
Tekrarlanan Siddet Oyunu Oynama:
Saldirganlikla ilgili bilgi yapilarini 6grenme, tekrar etme ve
pekistirme
Saldirgan inanglar Saldirgan Algisal Saldirgan Beklenti Saldirgan Davranig Sayd}zrganllga
& Tutumlar $ema Semasi Senaryolan arsl
Duyarsizlasma

N b

Saldirgan Kisiligin
Artmasi

O\

e

Genel Saldirganlik Modeli, $ekil 5'teki gibi

Durumsal Degigkenler
Kigisel Degiskenler

Ornegin; Sosyal Durumlar

Ornegin; Saldirgan Kisilik
9 9 s Yeni Akran Grubu

Sekil 7. Genel Saldirganhk Modeli Kisilik Siireci
Kaynak: Anderson, C. A., Bushman, B. J. (2002). Human Aggression. Annual Review
of Psychology. s. 42

61



Cocuklar1 belli faktorlere tekrar tekrar maruz birakmak (medya siddeti, yetersiz
ebeveynlik) saldirgan yetigkinler tiretmektedir. Bu uzun vadeli etkiler, saldirganlikla ilgili
bilgi yapilarinin gelismesi, otomatiklesmesi ve giiclendirilmesinden kaynaklanmaktadir.
Sekil 7°de bu tiir bilgi yapilarinin bes tiirii tanimlanmistir. Esas itibariyle, saldirganlikla
ilgili bu bilgi yapilarmin yaratilmast ve otomatiklestirilmesi ve etkilerin
duyarsizlastirilmas: bireyin kisiligini degistirmektedir. Ornegin; uzun vadeli siddet
icerikli medya tiiketicileri, bakis acilarinda, algisal oOnyargilarinda, tutumlarinda,
inanglarinda ve davranislarinda tekrarlanan maruziyet dncesine veya boyle bir maruziyet
olmadigina gore daha saldirgan olabilmektedirler (Anderson, Bushman, 2002,42).

Belirtildigi gibi saldirgan veya siddet iceren davranislara medya veya yeni medya
araglar1 vasitasiyla slrekli olarak maruz kalmak saldirgan inang ve tutumlari
benimsenmesine, beyinde saldirgan algisal semalarin ve saldirgan beklenti semalarinin
olusmasina, saldirganliga dayali davranis senaryolarmnin gelistirilmesine ve saldirganligin
normallestirilmesine, saldirgan davraniglara karst duyarsizlasma  durumunun
yasanmasma neden olabilmektedir. Biitiin bunlar da saldirgan kisilik yapismin
olusumuna zemin hazirlamaktadir. Bunun sonucunda ise saldirgan davraniglar ortaya
cikmaktadir. Genel saldirganlik modelinin bu versiyonunda saldirgan davraniglara neden
olan en 6nemli etken olarak; siddet igerikli oyunlar ele alinmustir. Giiniimiizde ¢ocuklarin
ve genglerin siddet igerikli olarak kolayca ulasabilecegi bircok oyun mevcuttur. Cocuklar
ve gengler oynadiklari oyundan o an i¢in keyif alsalar bile uzun vadeli olarak
disiiniildiigiinde bu  oyunlar  saldirgan  davranmiglarin  bireylerin ~ zihninde
normallestirilmesine neden olarak saldirgan kisilik yapisinin zeminini olusturmaktadir.
Oyunlar disinda siddet igerikli film, dizi ve videolara maruz kalmak da cocuklar1 ve
gencleri ayni sekilde saldirgan davraniglara gotiirebileegi diisiiniilmektedir.

Kowalski ve digerleri (2014) genel saldirganlik modeline dayanarak 131
arastirmay1 ele alarak mevcut siber zorbalik arastirmasinin elestirel bir incelemesini
saglamak amaciyla bir meta-analiz ¢aligmas1 yapmuslardir. Siber zorbalik ve geleneksel
zorbalik arasindaki iliskinin boyutunu ve siber zorbalik ve diger anlamli davranigsal ve
psikolojik degiskenler arasindaki iligkilerin boyutunu vurgulamak i¢in meta-analiz

calismasindan elde edilen sonuglar sunulmustur.
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Siber Zorbalikta Bulunma

Girdiler Yollar Yakin Siregler Uzak Sonuglar
Kisisel Faktorler Degerlendirme « Psikolojik Saglk
. o Siber Zorbalikla » Fiziksel Saglk
: g;n;WEt Mevcut igsel Durum |, = Birincil Karsilasma « Sosyal Isleyis
» Goailer . B = Ikincil ¢ Davranissal
« Kisilik . DuS u Sorunlar
» . Psikolojik Durum s D l
« Sosyo-ekonomik statd e
ve teknolaji kullanimi * Icsel Durumiarin
« Deferler ve Algilar Etkilesimi Karar Verme
— « Diger Uyumsuz
Davranislar = Distnsel Eylem
« Dortosel Eylem

Durumsal Faktérier

s Kiskirtma / Destek
> s Ailenin ilgisi
« Okul ikiimi

i o

Siber Zorbaliga Maruz Kalma

B S

Girdiler Yollar Yakin Siiregler Uzak Sonuglar
Kisisel Faktérler Degerlendirme » Psikolojik Saglik
o Siber Zorbalikla . o » Fiziksel Saghk
. %HSSIVEt - Karsilasma * Meveut igsel Durum | | | . ﬁ(mnclu » Sosyal isleyis
N ' inci
. Goduler . Bilis | . s Davranigsal
« Kisilik ' Sorunlar
koloii * Duygu '
e « Psikolojik Durum e Uyanima '
« Sosyo-ckonomik statd vy 1
ve teknoloji kullanimi * lesel Durumiarin | 4 y
« Degerler ve Algilar Etkilegimi :
| « Diger Uyumsuz " Karar Verme
D |
avrenisar « Disunsel Eylem
« Dortosel Eylem
Durumsal Faktérier
- = Algilanan Destek <+
« Ailenin llgisi
o Okul iklimi

Sekil 8: Siber Zorbalik ve Genel Saldirganhk Modeli’nin Karsilasmasi1 (Kesik
cizgiler siber zorbalik magdurunun nasil siber zorba olabilecegini gosterir)

Kaynak: Kowalski, R. M., Schroeder, A. N., Giumetti, G. W., Lattanner, M. R. (2014).
Bullying in the digital age: A critical review and meta-analysis of cyberbullying research
among youth. Psychological bulletin, 140(4), 1073. s.1111

Sekil 8’de siber zorbalik ve siber magduriyet davranislarin1 Genel Saldirganlik
Modeli’ne dayanilarak agiklayan biitiinciil bir model goriilmektedir. Siber zorbalikta
bulunma girdilerinde de siber zorbaliga maruz kalma girdilerinde de kisisel faktorler
kisinin yas, cinsiyet, sosyo-ekonomik durum ve teknoloji kullanimi, kisilik, degerler ve
algilar vb. faktorleri kapsarken; durumsal faktorler kiginin o an i¢inde bulundugu duruma

gore farklilik gosterebilecek ailenin ilgisi, okul iklimi gibi faktorleri kapsamaktadir.
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Kisisel ve durumsal bu faktorler, kiginin mevcut i¢sel durumunu biligsel, duygusal
veya uyarilma boyutlarindan birini, birkagini veya bunlarin birbiriyle etkilesimlerini
etkilemektedir. Bir sonraki agamada degerlendirme ve karar siireci gelmektedir. Birincil
degerlendirmede hizli ve otomatik bir degerlendirme s6z konusudur. Bu
degerlendirmenin sonucu kontrol edilmez ise diirtiisel bir karar neticesinde siber zorbalik
davranis1 ortaya cikabilir. Durum ¢ok Onemli ise, vakti var ise veya kisi birincil
degerlendirmenin sonucundan memnun kalmadiysa ikincil bir degerlendirme
yapabilmektedir. Bu bilingli degerlendirme diisiinsel eylem ile sonuc¢lanmaktadir.
Ornegin; kisi birincil bir degerlendirme yaptiginda saldirgan bir davranis sergilemenin
uygun oldugunu diisiinebilir ve hemen ¢evrimig¢i ortamda karsisindakini incitecek bir
yorumda bulunabilir. Bir diger olasilik, kisi hemen tepki vermez, diisiinsel bir eylem
gergeklestirir ve karsisindakine ait 6zel bir seyi baskalar1 ile paylasarak ona zarar vermeye
calisabilir. Zorbalik davranigini sergileyen kisiler belli sonuglarla karsilagsmaktadir, bu
yasanan sonuglar kigisel ve durumsal faktorleri olusturmaktadir. Siber zorbalik
davranisinin tekrarlanmasi halinde uzun donemde arkadaslar1 tarafindan sevilmeme ya
da okulla ilgili sorunlar gibi uzak sonuglar ortaya c¢ikabilmektedir. Genel Salgirganlik
Modeli dongusel bir modeldir; yani sonuglar sonrasinda davranisa neden olusturmaktadir
(Akgul, 2018,11-12).

Savage ve Tokunaga (2017) arastirmalarinda siber zorbalikla ilgili karar alma
siirecine giden girdilerin brlesiminin teorik olarak daha iyi anlagilmasma katkida
bulunmak igin genel saldirganlik modelini kullanmislardir. Geng yetigskin {iniversite
ogrencileri lizerinde kigisel girdilerin (6zellikle sozli saldirganlik, internet 6z-yeterliligi
ve sosyal beceriler) siber zorbalik davranisi {izerinde katkida bulunup bulunmadigi
incelenmistir. Sonuglar sdzel saldirganligin siber zorbalik davranisi ile tutarh bir sekilde
pozitif iliskili oldugunu gdostermistir. Ayrica siber zorbalik konusundaki sozli
saldirganlik ile sosyal beceri arasindaki etkilesimin kisinin internet 6z yeterlilik diizeyine
bagli oldugu ortaya cikmistir. Diisiik diizeydeki internet 6z yeterliliginde kisisel
saldirganlik ve sosyal beceriler siber zorbaligi yordamazken; yiiksek internet 6z
yeterliligi ve yliksek sozlii saldirganliga sahip katilimcilarin sosyal becerileri arttik¢a
internet ve mobil teknolojiler tizerinden incitici ve utang verici mesajlar géndermesi daha

az olasidrr.
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2.4.5.3. Gerekcelendirilmis Eylem Kurami ve Planh Davramis Kuramm
(Theory of Rationed Action & Planned Behavior)

Gerekgelendirilmis Eylem Kurami (Theory of Reasoned Action) ilk olarak 1975
yilinda Ajzen ve Fishbein tarafindan gelistirilmistir. Gerekcelendirilmis eylem kuraminin
amact; insan davranisini belirli bir davranigi benimseme niyeti temelinde ac¢iklamaktir
(Macovei, 2015,16). Kuram bireylerin olumlu sonuclar elde etmek ve beklentilerini
sasirtarak bagkalarmmi hayal kirikligina ugratmamak i¢in rasyonel bir sekilde
davrandiklarmi varsaymaktadir. Kurama gore bireylerin belirli bir sekilde davranma
niyetleri, gercek davraniglarinin dnciil bir degiskenidir. Ayrica bireyin belirli bir sekilde
davranma niyeti, bu davranisa karsi tutumu ve subjektif normlar tarafindan
belirlenmektedir (Hale’den akt. Macovei, 2015,16).

Gerekgelendirilmis eylem kuramimda tutumlarin subjektif normlarla birlikte
insanlarin davranisa yonelik niyetlerini agiklayabildigi, niyetin de davranisin dogrudan
tahmincisi oldugu ifade edilmektedir. Niyet ise kisilerin bir davranis1 gergeklestirme ya
da gergeklestirmeme yOniindeki egilimlerini ve planlarimi icermektedir. Niyet burada,
bireyin herhangi bir davranis1 gerceklestirme konusunda duydugu arzu diizeyi ve ortaya
koymay1 planladigi ¢abanin yogunlugu olarak tanimlanmaktadir (Kocagdz, Dursun,
2010,140). Kuram bireyin herhangi bir davranisi gergeklestirmesinin o davranisi
gerceklestirme konusundaki niyetine bagh oldugunu ifade etmektedir. S6z konusu niyetin
de bireyin o davraniga yonelik tutumunun ve subjektif normunun bir fonksiyonu oldugu
belirtilmektedir. Tutumlar ve subjektif normlar bireyin bir davranisi gerceklestirme
niyetini sekillendirmektedir. Bu niyet de bireyin istenen davranist gerceklestirip
gerceklestirmeyecegini belirlemektedir (Fishbein ve Ajzen’den akt. Cetin, Sentiirk, 2016,
243-244).
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Davranisa Ydénelik Tutum

Subjektif Norm

Sekil 9. Gerekcelendirilmis Eylem Kuramm

Kaynak: Kocagoz, E., & Dursun, Y. (2010). Algilanan Davranigsal Kontrol, Ajzen'in
Teorisinde Nasil Konumlanir? Alternatif Model Analizleri. Karamanoglu Mehmetbey
Universitesi Sosyal Ve Ekonomik Arastirmalar Dergisi, 2010(2), 139-152. ss. 140

Ancak bu teori, davramigsal kontrol sorununun olmadigi durumlar igin
gelistirilmistir. Ama birgok davranis; Ornegin beceriler, bireylerin bu davranisi
gerceklestirmek icin gerekli kaynaklara sahip olup olmadiklari iizerinde tam kontrole
sahip olamayacaklar1 bir araliktadir. Planli davranis teorisi, bireyin izerinde tam bir irade
ve niyete sahip olmadig1 davranislari agiklamak i¢in gerekgeli eylem teorisine “algilanan

davranissal kontrol” degiskeni eklenerek gelistirilmistir (Kocagdz, Dursun, 2010, 140 ) .

Planh davranis teorisi, gerekgeli eylem teorisinin genisletilmis bir seklidir. Planl
davranis teorisinin gelistirilmesi, gerekceli eylem teorisinin, iizerinde goniillii kontrolleri
olmayan bireylerin davranislarim1 agiklamaktaki yetersizligi nedeniyle gerekli hale
gelmistir (Ajzen, 1991, 181). Hakli eylem teorisinin tek eksik yonii, bir davranisin
gerceklesmesinin sadece bireyin iradesine bagli oldugu durumlar1 aciklayabilmesidir
(Karayagiz Muslu, Basbakkal, 2011, 29).

Planli davranis teorisine gore, insanlarin olumlu olarak algiladiklar1 davranigin
(davranisa yonelik tutum) sergilenme olasiligi daha yiiksektir. Ayrica bir davranigla
ilgilenen kisilerin tutumlar1 (siibjektif norm) olumlu oldugunda, o tutum séz konusu
davranisa yol agar. Ayrica, bireyin davranigi kontrol ettigi (algilanan davranigsal kontrol)
seklinde algilanmasi, davranisin daha fazla gerceklesmesine neden olacaktir (Kalkan,

2011, 193).
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Planli davranis teorisi, davranig1 etkileyebilecek degiskenleri agiklamay1
amaglayan kapsamli bir teoridir. davranisa karsi tutum, 6znel norm ve davranist kontrol
etmek i¢in algilanan niyet; Niyet, davranisi a¢iklar. Davranisa yonelik tutum, 6znel norm
ve algilanan davranigsal kontrol, ii¢c degisken birlikte davranigsal niyeti sekillendirir.
Davranisa yonelik tutum ve 6znel norm ne kadar olumlu ve algilanan davranig kontrolii
ne kadar yiiksekse, bireyin bir davranisa kars1 harekete gecme niyeti de o kadar yiiksek
olur (Akgakanat, Ding, 2018,763). Daha once de belirtildigi gibi, herhangi bir davranis
icin niyet, davranist agiklar. Bir kiginin bir davranisi1 gerceklestirme niyeti olumlu ya da
olumsuzdur. Bu davranisa yonelik olumlu bir niyet varsa, niyetin bir davranisa doniismesi
muhtemeldir. Ancak ayni davranisa yonelik olumsuz bir niyet s6z konusu oldugunda,
niyet genellikle bir davranis haline gelmez. Planli davranis teorisine gore davranigsal
niyet de farkli degiskenlerle agiklanmaktadir. Bu degiskenlerin hangi anlamda
kullanildig: belirtilmelidir.

Planli davranis teorisine gore davranigsal niyet {ic degiskenden etkilenir. Bunlar
davranisa yonelik tutum, 6znel norm ve algilanan davranissal kontroldiir. davranisa karsi
tutum; Bir davranisi iyi veya kotii olarak degerlendirmeyi igerirken, bireyin davranisin
sonuglarmi degerlendirmesine ve bu sonuglari1 nasil degerlendirdigine gore dlctiliir. 6znel
norm; bir davranis iizerindeki sosyal baskiy1 ifade eder. Birey i¢in 6nemli olan, bireyin
bireyden beklentileri ve bireyin bu beklentileri karsilama istekliligi ile 6lgiiliir. Algilanan
davranissal kontrol, kisinin bir davranis1 gergeklestirmesinin ne kadar kolay veya zor
oldugu ile ilgilidir. Kisinin belirli bir davranis1 gerceklestirmek i¢in igsel ve digsal
yeterlilik durumlarmin degerlendirilmesi ve bu yeterlilik durumlarinin davranisi
kolaylastiracag1 veya zorlastiracagi inancina dayali olarak ol¢iiliir (Mercan, 2015,6).
Davranis ve siibjektif normlarla ilgili tutumlar, niyeti davranisa karsi agiklamak icin
gerekgelendirilmis eylem teorisi modeline dahil edilmistir. Onerilen davranis kuraminda
bu iki degiskene ek olarak algilanan davranigsal kontrol degiskeni de modele eklenmistir.
algilanan davranigsal kontrol; Bir davranigin performansinin bireyin kontrolii altinda olup

olmadiginm algilanmasidir.
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Davranisa Yé&nelik Tutum

Subjektif Norm

Algilanan Davranigsal
Kontrol

Sekil 10. Planh Davranis Teorisi

Kaynak: Ajzen, 1. (1991). Theory of Planned Behavior. Organizational Behavior and
Human Decision Processes, 50, ss. 182.

Algilanan  davramigsal kontrol, kisinin bir davramis1  gergeklestirip
gergeklestirmeme yetenegi ve yetenegi hakkindaki algisini ifade eder. Birey ne kadar ¢ok
firsata ve kaynaga sahipse ve bireyin oniindeki engeller ne kadar azsa, bireyin davranis
iizerindeki algilanan kontrolii o kadar biiyiik olur. Sekil 10, Planli Davranig Teorisi
modelini gostermektedir. Bu model ayn1 zamanda Gerekgeli Eylem Teorisi Modelini de
icermektedir. Bu model, “davranisa yonelik tutum”, “6znel norm” ve “algilanan davranis
kontrolii” degiskenlerinin davranisi niyete gore agikladigmi gostermektedir. Algilanan
davranissal kontrol ile davranig arasindaki mesafenin noktalarla gosterilmesinin nedeni;
Algilanan davranigsal kontroliin bazen niyetin araciligi olmaksizin (yani dogrudan)
davranisi agiklayabilme olasilig1 vardir (Kocag6z, Dursun, 2010, 140-141).

Doane, Pearson ve Kelly (2014) gerceklestirdikleri arastirmada 375 dgrenci (128
erkek, 246 kiz) tizerinde siber zorbaligin bir agiklayicisi olarak Gerekgelendirilmis Eylem
Kuramz1’n1 test etmislerdir. Sonuglara gore; siber zorbalik magdurlarina kars1 daha diistik
empati siber zorbalik yapmaya kars1 daha olumlu tutumla iliskilidir. Ayn1 zamanda siber

zorbaliga karst daha olumlu tutumlar, siber zorbalik yapmak i¢in daha fazla niyet ile
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iligkidir. Bunun disinda siber zorbaliga yonelik daha fazla niyet, siber zorbalik
davranislarinin daha sik yasanmasini 6ngérmektedir. Siber zorbalikla ilgili buyruksal
normlar (injunctive norms) (6rnegin; akranlarin siber zorbalik yapilmasini onaylamasinin
algilanmasi) kotii ve istenmeyen temas davranislarinda bulunma niyetlerini
ongormektedir. Sonuglar, gerekgelendirilmis eylem teorisinin (GET) siber zorbalik
yapilmasinin anlasilmasi bakimindan yararli bir ¢ergeve oldugunu gostermistir. Heirman
ve Welrave (2012) ergenlerin siber zorbalik davraniglarmi planli davranig teorisi
cercevesinde ele almislardir. Arastirma sonucuna gore iic ana degiskenin -tutum,
subjektif norm ve algilanan davranigsal kontrol- ergenlerin siber zorbalikk yapma
niyetindeki toplam varyansin %44.8’ini agiklamaktadir. Davranigsal niyet siber zorbalik
yapmada varyansmn %32’sini agiklamaktadir. Ayni zamanda arastirma ergenlerin
davranissal niyetinin siber zorbalik yapmada en 6nemli belirleyicisi oldugunu ortaya
koymustur. Ergenlerin siber zorbaliga karsi daha olumlu tutumlarmin olmasi, daha ¢ok
siber zorbalik yapma niyetini gostermistir. Ayrica arastirma sonucuna gore subjektif
norm siber zorbalikla 6nemli 6lgiide iligkidedir. Yani hayatlarinda 6nemli olan diger
kisilerden olumsuz bir sosyal baski algilayan ergenler, siber zorbaliga karigsmaya daha az
niyet etmektedirler. Algilanan davranigsal kontrol de ergenlerin siber zorbaliga yonelik
niyetini énemli 6lgiide etkilemektedir. Yani ergenlerin siber zorbaligi yapilmasi kolay
olarak algiladiklarinda, o davranis1 gergeklestirmeye yonelik daha meyilli olduklar
ortaya ¢ikmistir. Arastirma sonucu planlanmig davranis teorisininin (PDT) siber zorbaligi
aciklama konusunda basarili oldugunu goéstermistir. Siber zorbalik eylemi, ergenlerin
bunu gergeklestirmek i¢in davranigsal niyetleri tarafindan kuvvetle belirlenmektedir.
Pabien ve Vandebosch (2014) ise siber zorbalik niyet ve davranigini agiklamak
icin Planlanmis Davranis Teorisinin esas kavramlarmin altinda yatan inanci temsil eden
degiskenlerden ayrilan bir modelin degerini test etmislerdir. Arastrma 11-17 yas
araliginda bulunan Ogrencilerden toplanmistir ve boylamsal bir arastirma
gerceklestirilmistir. Arastirma sonucuna gore bu inanglarin -subjektif norm, algilanan
davranigsal kontrol ve tutum-’daki varyansin sirasiyla %88.8, %38.2 ve %24.6’sin1
acikladig1 ortaya koyulmustur. Subjektif norm, tutum ve algilanan davranigsal kontrol’iin

siber zorbaliga yonelik niyetin %28.8’ini a¢ikladig1 goriilmiistiir. Ayrica siber zorbalikta
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bulunma niyetinin de alt1 ay igerisinde siber zorbalikta bulunma ile agiklandigi (%8.6)
bulunmustur.

2.4.5.4. Barlett ve Gentile Siber Zorbahk Modeli (BGCM)

Genel gerilim teorisi, gerekceli eylem teorisi veya planli davranig teorisi gibi
teoriler, genel zorbaligi agiklamanin Gtesine ge¢mez; Bu nedenle siber zorbaligi
aciklayacak bir teori olmadigina inanilmaktadir. Bu nedenle, ¢cevrimigi ortamin dogasina
Ozgii bir teori gelistirme ihtiyaci ortaya ¢ikmustir. Barlett ve Gentile “Siber Zorbalik
Modelinin (BGCM) temeli, Genel Saldirganlik Teorisi ve Genel Ogrenme Modellerine”
dayanmaktadir. Ek olarak, bu model, siber zorbaligin anonimligi ve geleneksel zorbalikta
zorba ile kurban arasindaki giic dengesizliginin olmamas1 gibi, siber zorbalik ve

geleneksel zorbalik arasindaki farklari agiklar. (Akgul, 2018,13).

Barlett ve Gentile Siber Zorbalik Modeli (BGCM) siber zorbaligin 6grenilmis bir
stire¢ oldugunu belirtmektedir. Bir birey teknolojiyi kullanarak bagka birine zarar
verdiginde; (a) ¢evrimi¢i diinyada isimsiz (anonymous) olmanin daha kuvvetle muhtemel
oldugunu ve (b) cevrimici diinyanin geleneksel zorbalik diinyasinda sik¢a var olan
fiziksel giicten bagimsiz olarak bagka birine zarar vermek i¢in esitleyici bir oyun alani
oldugunu 6grenmektedir. Devam eden siber zorbalik deneyimleri sonunda siber zorbalik
davranisini 6ngoren, siber zorbaliga kars1 olumlu tutumlar olusturan ve otomatiklestiren

bu fikirleri guclendirmeye devam etmektedir (Barlett, Chamberlin, 2017,3-4).

Son arastirmalar BGCM’nin varsayimlarini (a) anonimlik ve siber zorbalik
tutumlari, (b) birinin fiziksel yapisinin ¢evrimigi diinyada ve siber zorbalik tutumlarinda
Onemsiz oldugu inanci ve (c) siber zorbalik tutumlar1 ve siber zorbalik davraniglari

aralarindaki iligkileri gostererek desteklemistir (akt. Barlett, Chamberlin, 2017,4).
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Sekil 11. Barlett Gentile Siber Zorbahk Modeli

Kaynak: Barlett, C. P. (2017). From theory to practice: Cyberbullying theory and its
application to intervention. Computers in Human Behavior, 72, 269-275. ss. 271

Barlett ve Gentile Siber Zorbalik Modeli Sekil 11°de yer almaktadir. Bir uyarana
maruz kalmak veya onu deneyimlemek bir 6grenme denemesidir. Birey bu deneyim
sonucunda o davranigin biligsel, duygusal, sosyal veya davranigsal sonuglar1 ve ortaya
¢ikan duygular ile olay iliskilendirmektedir. Siber zorbalik bakimindan ele alindiginda
ise; bu tiir yasant1 deneyimleyen saldirgan, kimliginin gizli olmasi, bu ortamda fiziksel
giiclin 6nemsiz olmasi, siber zorbalik davranisi sonucunda fiziksel bir sonu¢ ortaya
¢ikmamasi, siber zorbanin magdurun yasadigi zarar1 veya olumsuz sonucu gérmemesi ve
zorbanin kimliginin belirlenememesi gibi sonuglart 6grenmektedir. Bu sonuglar
gerceklestirilen davranisin igsellestirilmesine ve daha sonra tekrarlanmasina neden

olmaktadir. Bu davranislarin tekrarlanmasi Siber zorbaliga karsi bir tutum olugmasini
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saglamaktadir. Bireyde olusan bu olumlu tutum kisiligin bir pargasi haline gelerek daha
sonra benzer davraniglarin ortaya ¢ikmasini agiklamaktadir (Akgiil, 2018:14).

Barlett ve Gentile Siber Zorbalik Modeli (BGCM) siber zorbalikla ilgili olan
psikolojik siiregleri agiklayan, 6grenmeye dayali bir psikolojik modeldir. Siber zorbalig1
ongdrme giicli, sikligini azaltmaya yonelik miidahaleleri bilgilendirmek i¢in 6nemlidir.
Bilindigi kadartyla BGCM siber zorbaliga 6zgii olan ve siber zorbaligi geleneksel
zorbaliktan agik bir sekilde ayirt eden yayinlanmis tek teoridir. Bu tiir farkliliklar:
vurgulayan BGCM miidahale uzmanlarinin miifredatlarin1 6zellikle siber zorbalik
sikligin1 hedefleyecek sekilde uyarlamalarma olanak vermektedir (Barlett, 2017,270).

BGCM dort temel varsayima dayanmaktadir. Bunlar su sekildedir (Barlett,
2017,271-272):

e ilk BGCM ilkesi siber zorbalik davranisina girme yeteneginin ve 6z-yeterliliginin
birka¢ erken Ogrenme denemesinden gelistirilmesidir. Bir kisi teknolojiyi
kullanarak bagskasina saldirsa saldirganin (1) magdur i¢cin daha anonim olarak
algilandiklari, (2) siber magdur ile siber zorba arasindaki fiziksel boyut farklarinin
onemsiz oldugunu, (3) gevrimi¢i saldirganligin fiziksel olmayan dogasinin
magdur iizerinde herhangi bir fiziksel iz birakmayacagmni (6rnegin; morarmalar
ve yara izleri), (4) saldirganin magdur lizerindeki zararlarmin dogrudan etkisini
fiziksel olarak gormesinin gerekmedigini ve (5) saldirganin ebeveynler ve
yetkililer tarafindan tespit edilmesinin zor olmasi, cezalandirilmadigi halde zarar
vermeyi kolaylastirdigini  Ogrendigi bir Ogrenme denemesi olarak islev
gormektedir.

e Ikinci BGCM varsayimi, yukarida bahsedilen grenilmis sonuglarin otomatik ve
erisilebilir hale gelmesinden sonra, siber zorbaliga karst olumlu tutumlarin
olugmas1 muhtemeldir. Davranis olumlu olarak pekistirilirse, daha sonra durumsal
temelli uyarici-davranis eslestirmesi bu uyariciya karst olumlu tutumlar
olusturmaya yardimci olacak sekilde dgrenilecektir. Barlett ve Gentile saldirgan
arkadaglarin/ailenin siber zorbalig1 pekistirmesinin siber zorbalik taraftar:
tutumlar ve davranislar arasinda anlamli bir iliski oldugunu gostermistir.
Algilanan anonimlik, siber zorbalikta fiziksel giicin 6nemsizligi inanci, Siber

zorbalik tutumlar1 ve siber zorbalik yapma arasindaki iliskiler bu varsayim igin
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cok onemlidir. Bazi aragtirmacilar BGCM igin etkileri olan, algilanan anonimligin
temel farklilik olarak siber ve geleneksel zorbalik ig¢in Onemini ortaya
koymuslardir. Siber zorbalikta fiziksel giiciin 6nemsiz olmasi da sonraki siber
zorbalik  tutumlarmm  Ongoriilmesi bakimindan erken  siber-saldirgan
davranislarin 6nemli bir sonucudur.

Ucgiincii BGCM varsaymm, siber zorbahk tutumlarinin bireyin kisiliginin bir
parcasi olarak basarili bir sekilde biitiinlesmesi durumunda, bu tutumlarin sonraki
davraniglar1 6ngorecegidir. Yani siber zorbalik taraftar1 tutumlar, siber zorbalik
yapilmast ile ilgilidir.

Son varsayim Sekil 11°de gosterilmemistir; ¢linkii modelde tistii kapali bir sekilde
yer almaktadir. Ancak BGCM’nin teorik 6nemi bakimindan easatir. BGCM nin
ilkeleri siber zorbalig1 geleneksel zorbaligin iizerine adim adim agiklamaktadir.
Siber zorbalik ve geleneksel zorbaligin birbirinden aywrt edilebilmesi 6nemlidir.
Geleneksel zorbalik ve siber zorbaligin birbiriyle yiiksek derecede iliskili
olmasina ragmen; anonimligin ve birinin ¢evrimigi diinyadaki fiziksel durumunun
onemsiz oldugu inancinin psikolojik olarak 6grenilmis sonuglari, siber zorbaligin
fiziksel olmayan dogasi ile yan yana gelmektedir. Aslinda burada bu tip ayrimlar
yapmanin Onemi vurgulanmaktadir. Ayrica siber ve geleneksel zorbalarin
profilleri kuramsallastirildig1 kadar benzer olmayabilir. Barlett ve Gentile, her iki
zorbalik tiirii arasindaki anlamli iliskiye ragmen; pozitif siber zorbalik tutumlar1
ile davranig arasindaki korelasyonun pozitif siber zorbalik tutumlari ile geleneksel
zorbalik davranigi arasindaki korelasyondan anlamli derecede giiglii oldugunu
gostermistir.

Barlett, Chamberlin ve Witkower (2017) BGCM’yi test etmek igin ¢ dalga

halinde gergeklestirilen boylamsal bir arastirma tasarimi kullanmiglardir. Katilimeilarin

yas aralig1 18-24’tlir. Sonuclar BGCM i¢in giiclii bir destek oldugunu gostermistir.

Birinci dalgada dlgiilen kimligin gizliligi (anonimlik) algis1 ve ¢evrimici ortamda fiziksel

ozelliklerin nemsiz olmas1 inanci ikinci dalgada siber zorbalik tutumlarini, siber zorbalik

tutumlar1 da Uglincl dalgada siber zorbalikta bulunma davranigini yordamaktadir.
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2.4.5.5. Genel Gerilim Kuram (General Strain Theory)

Agnew (2009)’e gore genel gerilim kuraminin temel fikri oldukga basittir. Bir
gerginlik yasayan veya stres etkeniyle karsilasan bireyler genellikle Gzillr ve bazen de
bununla sug ile basa ¢ikarlar. Bu tur bireyler gerginliklerini sona erdirmek veya ondan
kagmak icin suc islemeye kalkisabilirler. Ornegin; paraya ihtiyaci olan caresiz biri
hirsizlik yapabilir veya babasi tarafindan istismar edilen bir ergen evden kacabilir.
Bireyler gerginliklerinin kaynagina veya ilgili hedeflerine kars1 intikam almak i¢in sug
isleyebilirler. Ornegin; bir dgrenci kendisini taciz eden akranlarina saldirabilir. Veya
bireyler kendilerini daha 1yi hissetmek i¢in yasaya aykir1 sekilde uyusturucu kullanimi
gibi suclara karigabilirler.

Agnew (1992)’e gore pozitif uyaricilarin yoklugu, negatif uyaricilarin yogunlugu
ve bireysel amaglarin engellenmesi gibi durumlar 6fke, kizginlik ve nefret gibi olumsuz
duygusal durumlarin ortaya ¢ikmasina sebep olmaktadir. Durumsal faktorlerin de
etkisiyle 6fke, sinir ve nefret gibi duygular ise bireyleri sug¢ ve suca iligskin davranislari
gerceklestirmeye yonlendirmektedir (akt. Isik, 2006,289).

Genel gerilim kurami bir dizi gerilim ve strese neden olan etkenlerin sug
olasiligimi arttirdigini belirtmektedir. Bu gerilimler pozitif olarak degerli hedeflere
ulagamama (6rnegin; para, statli, bagimsizlik), deger verilen bir uyaricinin kaybedilmesi
(6rnegin; romantik partnerin veya mal/miilkiin kaybedilmesi) ve negatif veya kaginmali
uyaricilarm sunulmasi (6rnegin; sdzel veya fiziksel taciz) gibi tlrleri kapsamaktadir. Bu
gerilim tiirleri insanlarin kendilerini koti hissetmelerine neden olurken; bunun Ustesinden
gelmek i¢in suga bagvurmalarma sebep olabilmektedir. Sug; gerginlikleri azaltmak veya
gerginliklerden kagmak icin bir ydntem olabilir (istenilen parayr g¢almak, kot
ebeveynlerden ka¢cmak), intikam almak (tacizde bulunan akranlara saldirmak) ve
gereginlikten kaynaklanan olumsuz duygular1 hafifletmek (6rnegin; yasa dis1 uyusturucu
kullanimi yolu ile). Bununla birlikte bireylerin su¢ yoluyla gerginliklerle bas edip
edememesi, yasal ve yasadig1 olarak basa ¢ikma becerilerine, sugun maliyetlerine ve
kisilerin suca kars1 egilimlerine baghdir. Bu faktorler sirasiyla basa ¢ikma becerileri ve
kaynaklari, geleneksel sosyal destek, sosyal kontrol, suclu akranlarla birlik, suca elverisli

durumlara maruz kalma gibi ¢esitli degiskenlerden etkilenmektedir (Agnew, 2006,101).
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Agnew’in genel gerilim kuramu gerilimleri nesnel (objective), 6znel (subjective),
deneyimli (experienced), dolayli (vicarious) ve Ongoriilen (anticipated) olarak
tanimlamaktadir. Nesnel gerilim; fiziksel olarak saldiriya ugramak ya da gidadan mahrum
birakilmak gibi ¢ogu kisi tarafindan hoslanilmayan bir olay ya da durumu ifade
etmektedir. Oznel gerilim; bir aile iiyesinin 6liimii veya bosanma gibi, onlar1 yasayan ya
da daha dnce yasamis olan kisilerin sevmedigi olay ya da durumlara odaklanmaktadir.
Bir bireyin gerilim konusundaki deneyimi onun dogrudan suca karisma eylemlerini
etkilemektedir. Bazi1 durumlarda bireyler mevcut gerilimlerin gelecekte devam edecegini
veya yeni gerilimlerin ortaya ¢ikacagini 6ngérmektedirler (Paez, 2016,75).

Genel gerilim kuramina gore gerilim dogrudan suca neden olmamaktadir. Bunun
tersine Agnew (1992) gerilim yasayan bireylerde once 6fke ve hayal kirikligi gibi
olumsuz duygular ortaya ¢iktigini ve sugun gerilim yasayan bireylerin bu olumsuz
duygulara karsilik olarak kullanilabilecek bir adaptasyon ve basa ¢ikma mekanizmasi
oldugunu savunmaktadir. Bu nedenle gerilim yasayan genglerin hepsi sug¢ islemezken;
yalnizca gerilim sonucu sinirlenenler veya hayal kirikligina ugrayanlar suca
yonelmektedir (akt. Patchin, Hinduja, 2011,731).

Patchin ve Hinduja (2011) gengler arasinda geleneksel ve siber zorbalik
davraniglarii genel gerilim kuramina dayanarak incelemislerdir. Ayni zamanda mevcut
calismada her iki saldirganlik tiiriinlin de potansiyel nedenlerine 151k tutulmasi
amaglamaktadir. Sonuglar, gerginlik/gerilim yasayanlarin hem geleneksel, hem de siber
zorbalik tiirlerine katilma ihtimalinin daha yiiksek oldugunu gostermektedir.

Paez (2016) genel gerilim teorisi ile iligkili bireysel ve sosyal faktorlerin
ergenlerin nigin siber zorbalik davranisi ile mesgul olduklarini agiklayip agiklamadigini
incelemistir. Cinsiyete gore erkeklerin siber zorbalikla ugrasma olasiliklar1 %34 daha
fazladir. Ayn1 zamanda Ispanyollarin diger 6grencilere gore siber zorbalikla ugrasma
ihtimali yaklagik %59, siyahilerin diger Ogrencilere gore %65 daha fazladir. Aile
iliskilerinden memnuniyeti diisiik, akranlar1 tarafindan kabul edilme diizeyi diisiik olan
ve okula kars1 olumsuz duygular1 olan dgrencilerin siber zorbalikta bulunma olasiliklar1
daha yuksektir. Bunun disinda bilgisayarda daha fazla vakit gegiren grencilerin siber
zorbalik davraniginda bulunma ihtimali %14 daha fazladwr. Arastirma sonuclar1 gerilim

yasayan Ogrencilerin siber zorbalik davraniginda bulundugunu gdstermistir. Ayni
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zamanda geleneksel zorbaliga katilim ile siber zorbaliga katilim arasinda da anlamli bir
iliski oldugu tespit edilmistir.

Jang, Song ve Kim (2014) genel gerilim kuramina dayanarak geleneksel zorbalik
magduriyeti ve siber zorbalik davranisi arasindaki iliskiyi incelemislerdir. Geleneksel
zorbalik magduriyeti olumsuz duygusal gerilimler yaratabilmektedir. Bu olumsuz
gerilimlerin siber ortamdaki anonimlik ile bir araya gelmesi, gerilime digsal bir tepki
olarak genclerin siber zorbalik davraniglarinda bulunmasina neden olabilir. Teorik
aciklamalar boylamsal arastirma yapilarak (Kore Ulusal Genglik Arastirmasi verileri
kullanilak) test edilmistir. Ik olarak Koreli gengler arasinda siber zorbalik egiliminin
azaldig1 bulunmustur. Ayrica genel gerilim kurami ile uyumlu olarak geleneksel zorbalik
magduriyeti ile siber zorbalik davranisi arasinda anlaml bir iligki oldugu ortaya ¢ikmustir.
Geleneksel zorbalik magduru olan gengler gerilimlerini siber ortamda dissallastirarak
yuksek derecede siber zorbalik saldirgani olma egilimi gostermiglerdir.

Lianos ve McGrath (2017) tarafindan yapilan bir arastirmada ise interneti aktif
kullanan gengler arasinda siber zorbaligmn yaygmligi ve bu davranisin iki kriminolojij
teori tarafindan (genel su¢ kurami ve genel gerilim kurami) ne kadar agiklanabildigi
arastirilmistir. Arastirma sonucuna gore her iki kuram agisindan da destek bulunmustur.
320 geng iizerinde gerceklestirilen arastirma sonucunda, katilimcilarin % 80’in en az bir
defa siber zorbalik davramisinda bulundugunu gdstermistir. iradesi (6z kontrolii) diisiik
olan katilimcilarin siber zorbalik davranisinda bulunma olasiliklar1 daha fazla oldugu
saptanmustir; 6zellikle ¢evrimici ortamda daha fazla vakit gecirenler icin bu daha biyuk
bir firsattir. Ayrica gerilimin siber zorbaligin giiclii bir yordayicisi oldugu bulunmustur;
bu davranisa Agnew’in teorisinde Ongordigii sekilde 6fke eslik etmektedir. Siber
zorbaligin diger 6nemli yordayicilar1 yas ve cinsiyettir, yasi daha geng olan bireylerin ve
erkeklerin siber zorbalik davranisina katilma olasilig1 daha fazladir. Yasi1daha biiyiik olan
kisilerin daha ¢ok irade sahibi oldugu ve bunun sonucu olarak da siber zorbalik
davranisinda bulunma olasiliklarinin daha az oldugu one siiriilmiistiir. Hem diisiik
iradenin (6z kontrol), hem de gerilimin siber zorbalik davranigmin 6énemli yordayicilari
oldugu bulunmustur. Ayni zamanda siber magduriyet deneyimi, siber zorbalik

davranigina katkida bulunan en 6nemli gerginlik kaynagidir.
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2.4.6. Siber Zorbahgin Nedenleri/Motivasyonlari

Inseloz ve Uganok (2013) tarafindan gergeklestirilen arastirmada siber zorbahigin
nedenleri alt1 temel baglik altinda kategorilendirilmistir. Bunlar zorbaya bagli nedenler,
magdura bagli nedenler, zorba-magdur iligkisi, belirgin bir nedenin olmamasi, kiz-erkek
iliskisi ve internete bagli nedenlerdir. Zorbaya bagli nedenler; zorbanin o6zellikleri
(bencillik, saldirganlik, sorumsuzluk, kisilik bozuklugu, saygisizlik, kisilik bozuklugu,
vb) duygusal kazanimlari, sosyal kazanimlar1 (gosteris yapma, iistiin goriinme, dikkat
¢cekme, arkadas-cevre edinme, vb.), fiziksel kazanimlar1 (baz1 fotograf-videolar: tehdit
biciminde kullanarak maddi kazang saglama) ve zorbanin deneyimleridir. Magdura bagh
nedenler; magdurun kisisel 6zelligi (insanlara ¢abuk giivenmek gibi), fiziksel 6zelligi
(sisman-cirkin olma gibi) davramig 6zellikleri (arkadasini iyl secememe, fazla samimi
olma gibi) ve yalniz olma gibi magdurun yalnizligma bagh sebeplerdir. Zorba-magdur
iligkisine bagli nedenler; arkadaslar arasinda goriilen olumsuzluklar, giciklik yapma,
kavgali olma, insanlarin birbirini tanimamasi ve yaris i¢erisinde olmadir. Kiz-erkek
iligkisi romantik kiskanghik durumu ile iligkili olarak gergeklesen siber zorbalik
davramislarmi agiklamaktadir. Internete bagli nedenler ise gizlilife siginma, sanal
ortamdan dolay1 rahatlik, internette kimligin belli olmamas1 gibi nedenlerdir.

Farkl1 bir kaynakta ise siber zorbaligin nedenleri igsel ve dissal kaynakli nedenler

olmak iizere iki temel bashk altinda incelenmistir (akt. Ozer, 2016,32-35):
1. Icsel nedenler; bireyin kisisel, demografik ve gelisimsel o6zelliklerinden
kaynaklanan nedenler olarak ele alinmistir.

o Kisisel nedenler; giic gosterisinde bulunma, maruz kalman geleneksel
zorbaligin intikamini alma, digerlerine ac1 vermekten haz alma, can sikintisini
giderme, eglenme, birine karsi nefret ve diigmanlik duygulari besleme,
birilerinin dikkatini cekme, internette ¢cok fazla zaman gecirme, daha énceki
siber magduriyetine karsilik verme, digerlerinin irk-din-dis goriiniis-cinsel
secimlerine karsi Onyargili olma, digerleri iizerinde hakimiyet kurmayi
isteme, siber zorbalikk davramisi ile giiglii-popller,-havali-eglenceli
olabilecegini diisinme, Ofke-kiskanglik ve giivensizlik duygular1 ile basa

c¢ikma sebeplerinden kaynaklanmaktadir.
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e Demografik degiskenlerden kaynakli nedenler; bireylerin cinsiyetlerine ve
bulunduklar1 yasa gore siber zorbalik davranisinda bulunma diizeyleri
farklilagmaktadir. Sanal ortamda erkekler kizlara gore daha ¢ok siber zorba
davranislarda bulunurken; yasca biiyiik olanlar kii¢iik olanlara gére daha fazla
siber zorbalik olaylarina dahil olmaktadirlar. Bu nedenle yas ve cinsiyet siber
zorbaligin nedenlerini agiklamada 6nemli degiskenlerdir.

e Gelisimsel nedenler; Ergenlik doneminde cocuklar bilissel, duygusal ve
sosyal acidan bircok ani degisim yasamaktadirlar. Buna bagli olarak
ergenlerin beyinlerinde yer alan kortikal alanlarin yeterince gelismemesi ve
donem itibariyle diirtiilerin 6n plana ¢ikmasi neticesinde muhakeme giigleri
yetersiz  olabilmektedir.  Ergenler bu doénemde &zdenetimlerini
saglayabilmeleri, diirtiilerini kontrol edebilmeleri ve mantikli kararlar
alabilmeleri i¢in yeterli olgunluga ulasamamaktadirlar. Ergenler bu donemde
davraniglarii sonuglarmi diistinmeden, o anki duygu ve diislincelerinden
hareketle refleks olarak gerceklestirebilmektedirler. Bunun sonucu olarak da
siber zorbalik davranmisinda bulunabilmektedirler. Dirtiilerine gore hareket
eden ergenler, “simdi” odakl olduklarindan davranislarinin uzun dénemli
sonuglarmi kestiremediklerinden siber zorbalik yapabilmektedirler.

2. Dassal nedenler; aileden kaynakli nedenler, siber zorbaligin dogasindan kaynakli
nedenler ve ¢evreden kaynakli nedenler olarak ele alinmistir.

o Aileden kaynakli nedenler: Bireylerin siber zorbalik davranigi gostermesinin
arkasinda yatan ailevi nedenler; ailede ¢ocuga olumsuz anlamda rol model
olusturabilecek zorbalik davranisinin goriilmesi, cocugun internet davraniginin
denetlenmemesi veya herhangi bir sinirlama yapilmamasi, ¢ocuga kars1 asir1
hosgoriili davranilmasi ve ¢ocugun serbest birakilmasi, aile iligkilerinde
sicaklik olmamasi, ¢ocugun ebeveynlerine baglilik duymamasi, ebeveynlerle
catigma yasanmasi veya yeterli diizeyde iletisim kurulamamasidir.

o Siber zorbaligin dogasindan kaynakli nedenler: Siber zorbalik davraniginda
bulunan kimse kimligini gizleyebildiginden, yakalanma olasiligi geleneksel
zorbalik bi¢cimine gore daha azdir. Sanal ortamda zorbalik davranisi igerisinde

bulunan kimse bu nedenle kendini daha glivende hissetmektedir. Zorbalik
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elektronik araglar vasitasiyla gerceklestirildiginden, siber zorba magdur ile
kargilasmamaktadir. Bu nedenle magdur {izerinde yol agtig1 ¢esitli sorunlarin
ciddiyetinin farkina varamamaktadir. Ayn1 zamanda siber zorbalik elektronik
araglar yardimiyla gerceklestirildiginden geleneksel zorbaliga gore daha
kolaydir.

e Cevreden kaynakli nedenler: Siber zorbalarin arkadaglarinin onayimni almak,
ilgisini ¢ekmek ve saygmligmi kazanmak gibi nedenlerle siber zorbalik
yapildigi ifade edilmektedir. Ayni1 zamanda arkadastan algilanan sosyal destek
azaldik¢a siber zorbalik artmaktadir, bagkalari1 tarafindan onaylanma ve
reddedilme siber zorbalig1 yordamaktadir. Bireyin zorbalik davraniglari
digerleri tarafindan onaylandik¢a ve desteklendikge siber zorbalik
davranisinda bulunma diizeyi de artmaktadir.

Hoff ve Mitchell (2009) tarafindan gergeklestirilen arastirma sonucuna gore siber
zorbalik en yaygin olarak -%91 oraninda- iliski sorunlarindan (ayrilmalar, kiskanclik,
hosgoriisiizliik ve birlik olma/getelenme) ortaya ¢ikmaktadir. Bu analizden 6grencilerin
ozellikle iliski meselelerine odaklanan sosyal gerilimleri idare etmenin yetersizliginin
siber zorbaligin kdkeninde oldugu agiktir. Magdurlar giiglii olumsuz etkiler (6zellikle
sosyal refahlar1 lizerinde) yasamaktadirlar ve okullardan veya arkadaslardan gelen
tepkisel davranislar genellikle uygunsuz, eksik veya etkisizdir. Raskauskaz ve Stoltz
(2007, 570) tarafindan gergeklestirilen bir arastirmada siber zorbalik davraniginda
bulunan ergenlere neden boyle bir davranis icerisine girdikleri sorulmustur. Bunlarin
%381 bunu “eglence amacli” yaptigini, %25°1 “kizdiklar1 birinden intikam almak amagli”
yaptigii, ve % 6’s1 kendini kotii hissettiginden yaptigmni belirtmistir. Arastirmaya
katilanlari %31°1 ise bu eylemi agiklayacak herhangi bir fikri olmadigini belirtmistir.

Topgu, Yidmrim ve Erdur-Baker (2012,145-146) tarafindan gergeklesirilen
arastirmada siber zorbaligin nedenleri saka, intikam alma, kasith zarar ve siber ortamda
zorbaligim kolayligi olmak tizere dort kategoride toplanmistir. Katilimeilar, insanlarin
kurbana zarar verme niyetiyle degil de, saka yapma amaci ile siber zorbalik yaptiklarini
belirtmislerdir. Ayrica insanlarin yiiz-ylize zorbaliktan intikam almanin siber zorbaligin
en Onemli nedenlerinden biri oldugu belirtilmistir. Ornegin; mevcut arastirmada

katilimcilardan biri yasadig: siber zorbaligin nedeninden bahsederken “ayrildigimizdan
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dolay1 intikam almaya ¢alist1” diye belirtmistir. Saka yapmak veya intikam almak diginda
kasitli olarak siber kurbana zarar vermeye ¢alismak siber zorbaligin bir bagska nedeni
olarak beirtilmistir. Katilimcilardan bazirlarnin goriislerine gore, siber zorbalik
tartigmasiz bir bigimde siber kurbani incitmeyi veya tizmeyi hedeflemektedir. Ayni
zamanda siber alanin anonim olmasi ve insanlarin sahte isimlerinin arkasina kolayca
gizlenebilmeleri siber zorbayi takip etmeyi zorlastirmaktadir. Katilimcilardan biri sier
ortamin anonim oldugunu vurgulayarak “internette insanlarin 6z-raporuna guvenmek
zorunday1z, yiizyiize iletisim yetersiz; bu ylizden kimligi gizlemek ve yalan sdylemek de
kolay” seklinde belirtmistir. Ayrica insanlarin birinin siber ortamda sagladig: bilgilere
giivenme egiliminde olduklarmi belirtmistir; ¢linkii yiizyiize temas yetersiz oldugundan
kontrol etmek zordur. Ek olarak bilgi ¢ok sayida insana kolay ve hizli bir sekilde
yayilabilir; bu nedenle insanlar bagkalarma teknolojik araglar vasitasiyla zorbalik
davranisinda bulunmay1 tercih etmektedirler.

Tirk {iniversite Ogrencileri iizerinde gergeklestirilen bir arastirmada 254
katilimcidan 179’u siber zorbaligin nedenlerini belirtmistir. Ogrencilerden % 35.8°i kin
besleme, % 19.5°i belirli bir nedenin olmamasi,, % 16.3’4 birini
kizdirmak/sinirlendirmek, % 15.2’si daha 6nce siber magdur olma, % 10’u intikam alma,
% 3.2’si politik ve dini goriisleri empoze etme gibi nedenler belirtmislerdir (Akbulut,
Eristi, 2011). West (2015) tarafindan gergeklestirilen bir arastirma sonucuna goére siber
zorbaligm nedenleri %41.7°si eglence amagli, %38.9’u intikam amagli, %50°si kizdirma
amacl, %18.1°1 kiskanglik amacglh, %29.2’si kigkirtma amagli, %11.1°i gruba uyma
amacli, %9.7’s1 kimliginin bilinmemesinden, %18.1°1 gii¢/statii amagh ve %12.5°1 ise
nedensiz sekilde siber zorbalik davranisinda bulunmaktadir. Aym1 zamanda mevcut
arastirmada siber zorbalara magdurlarin hangi 6zelliklerinin onlar1 siber zorbaliga tesvik
ettigi sorulmustur. Cevaplar; fiziksel sakatliklar1 (%18.5), 6grenme giigliikleri (%13.8),
fiziksel goriiniis (%29.7), cinsel egilim (%22.7), cinsiyet (%18.5), zeka/yetenek (%38.8),
arkadashk gruplar1 (%36.4), aile (%21.9), din (%19.7) ve etnik koken (%20.6) olarak
belirtilmistir.

Varjas, Talley, Meyers, Parris ve Cuts (2010) tarafindan gerceklestirilen

aragtirmada lise 6grencilerinin bakis agisindan siber zorbaligin algilanan motivasyonlar1
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icsel motivasyonlar ve digsal motivasyonlar olmak Uzere iki ana baslik altinda

kategorilendirilmistir.

Duygular Ydénlendirme

intikam Alma

Kendini Daha lyi Hissetme

Can Sikintisi

Kiskirtma

icsel Motivasyonlar

Koruma

Kiskanchk

Cnay Arayisl

Yeni Bir Kisilik Denemek

Anonimlik / Disinhibisyon

Sonuc Olmayisi

Dissal Motivasyonlar Yizlesme Olmayisi

Hedefin Farkh Olmasi

Sekil 12. Siber Zorbahgin Icsel ve Dissal Motivasyonlar
Kaynak: Varjas, K., Talley, J., Meyers, J., Parris, L., & Cutts, H. (2010). High school
students’ perceptions of motivations for cyberbullying: An exploratory study. Western
Journal of Emergency Medicine, 11(3), 269. s.272

I¢sel motivasyonlar duygulart yonlendirme, intikam alma, kendilerini daha iyi
hissetme, can sikintisi, kigkirtma, koruma, kiskanglik, onay arayisi, yeni bir persona
denemek, anonimlik/disinhibisyon etkisi olmak tizere on alt bashk altinda
kategorilendirilmistir. Arastirma sonucunda ortaya ¢ikan i¢sel motivasyonlarin

aciklamalar1 su sekildedir (Varjas, vd., 2010,270-271):
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Duygular1 yonlendirme (redirect feelings), 0nceki ac1 veren deneyimleri igeren bir
motivasyon olarak tanimlanmistir. Siber zorba gegmiste zorbaliga ugramis veya
yaralanmig olabilir ve buna karsilik masum bir kisiye sanal ortamda zorbalikta
bulunarak hislerini failden bagka birisine yonlendirebilir. Arastirmaya katilan
ogrencilerden biri konuya yonelik sunu belirtmistir: “Biliyorsunuz, insanlar bana
uzun zamandir bunu yapiyor, ben de bunu birisine yapmay1 hak ettim”.

Intikam alma (reverge), siber zorbalarin kiskirtildig1 ve kizdirildig veya faillere
geri donmeyi istedigi durumlar1 tanimlamaktadir. Bu, duygular1 yonlendirme
(redirect feelings)’den farklidir. Clinkii siber zorba savunmasiz olanlar1 rastgele
hedeflemekten ziyade; kendini daha 1yi hissetmek i¢in “kendilerini magdur eden”
ozel bir kisinin pesinden gitmektedir. Bir 6grenci siber zorbalik yaptigini itiraf
ederek sunu belirtmistir: “Gergekten ¢cok kizmistim, bana karsi iyi davranmadi ve
bunu hak etti”.

Kendilerini daha iyi hissetme (make themselves feel better) failin kendini daha iyi
hissetmek i¢cin baskalarina siber zorbalik yapmasi olarak tanimlanmistir. Bu
duygular1 yonlendirme (redirect feelings)’den farkhidir; ¢iinkii siber zorba
gecmiste zarar gormiis olabilir de, olmayabilir de. Ayn1 zamanda intikam alma
(revenge)’dan da farklilasmaktadir; ¢iinkii kisi tahrik edilmemis olabilir.
Ogrencilerden biri “Sahsen ben bdyle diisiiniiyorum; kendilerini daha iyi
hissetmek i¢in herhangi bir kisiyi alasagi ediyorlar” seklinde yorumda
bulunmustur.

Can sikintist (boredom) siber zorbalarin zaman doldurmak veya eglence yaratmak
icin baskalarin1 magdur etmeye yonelik harekete gegmeleri olarak karakterize
edilmistir. Bir 6grenci, “herhangi birisi yapilacak daha iyi seyleri olmadigindan
zorbalik yapabilir” seklinde aciklama yapmistir. Baska bir 68renci ¢evrimici
ortamda genglikten bahsederken “internette ve videolarla zaman ge¢irmekten ve
bunun hakkinda kotii konugmaktan daha iyi yapacak bir seyleri yok™ seklinde
yorumda bulunmustur.

Kiskirtma (instigation) siber zorbalign birinin tepkisini tetiklemek i¢in, bazen de
belirli bir neden olmadan kendini daha iyi hissetmek i¢in kullanilmasi olarak

tanimlanmigtir. Bir 6grenci, “bir kisi bir sey yaymladiginda (6rnegin kotii bir
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sOylenti) bununla ilgili konusacagi birini ister” olarak yorumda bulunmustur.
Bazen de bir kisi internet disindaki olaylara yanit olarak siber zorbalik yapabilir.
Koruma (protection) failin en zorlu/giiglii kisi olabilmek ve siber zorbalik
magduru olmamak i¢in diger kisilere siber zorbalikta bulunmaya motive olmasi
olarak tanmmmlanmustir. Bir 6grenci kasabanin engebeli ve sert bir bolgesinde
biiytidiiklerini, bolgenin yirtict hayvanmi olduklarmi ve hayatta kalmanm tek
yolunun bu oldugunu ve diger insanlar1 avladiklarini belirtmistir.

Kiskanglik (jealousy), kisinin kiskanglik ve kizginliktan bagska birisine zorbalik
yapmaya motive olmasi anlaminda kullanilmustir. Ogrencilerden biri, bir kizla
konustugunu ve ardindan kizin erkek arkadasinin kiskang bir hale geldigini
soylemistir. Ogrenci “erkek arkadasi kiskanclik gosteriyor ve hepsini MySpace
araciligiyla soylityor” seklinde belirrtmistir.

Onay arayis1 (seeking approval), siber zorbaligin onaylanma ve dikkat ¢ekme
amaglari ile yapilmasi olarak tanimlanmistir. Ornegin arkadaslar1 etkilemek igin
siber zorbalik davranisinda bulunulabilir. Bir 6grenci siber zorbalarin dikkat
cekmek istediklerini belirtmistir. Bunu soyle agiklamistir: “Dikkat c¢ekmek
istiyorlar, bu yiizden bdyle kiiclik ve dnemsiz bir sey iizerinde tartisiyorlar. Bence
arkadaslarinin goriislerini duymak kendilerini daha 1yi hissettiriyor”

Yeni bir kisilik denemek (trying out a new persona) siber ortamda gercek hayatta
algilandigindan farkli bir sekilde (6rnegin; daha sert, daha havali) kendini temsil
etmeyi istemek olarak tanimlanmistir. Bir 6rnekte 6grencilerden biri sunu
belirtmistir: “Sadece kotii gériinmeye ¢alistyordum ve hig¢ kimseye boyle bir sey
yapmay1 diisiinmiiyordum; ama sanki gercekten cok sinirlenmistim. insanlarm
‘seni Oldiirecegim’ gibi her sdyledigi hosuma gidiyordu. Simdi diisiiniince ¢ok
komik”.

Anonimlik ~ ve  disinhibisyon  —sarth  refleksin  yitimi-  etkKisi
(anonymity/disinhibition effect); anonim olma gicunin disinhibisyon hisleri
lizerinde dogrudan bir etkiye sahip oldugu i¢in bu iki motivasyon
(anonomity/disinhibition) birlestirilmistir. Anonimlikte, siber zorba c¢evrimici
kurbanin1 tanimayabilir veya suglu kimligini siber magdura agiklamayabilir.

Disinhibisyon etkisinde siber zorba yiiz ylize yapamayacagi seyler yapabilecegini
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veya sOyleyebilecegini hissetmektedir. Ogrencilerden biri
anonimlik/disinhibisyon etkisini su sekilde agiklamistir: “Eger bu kisi
muhtemelen beni tanimiyorsa, o zaman onlar hakkinda bu seyleri kimin
sOyledigini bilmeyeceklerdir; bu yiizden muhtemelen daha fazla sey sdylemekten
veya daha fazlasini yapmaktan daha az engelleyici olacaktir”.

Digsal motivasyonlar siber zorbaligin; siber magdurun 6zelligi veya duruma o6zel

bir sey tarafindan kiskirtilmasmin nedenleri olarak tanimlanmistir. Digsal motivasyonlar

sonu¢ olmamasi, yiizlesme olmayis1 ve hedefin farkli olusu olmak iizere {i¢ baslik altinda

kategorilendirilmistir. Arastirma sonucunda ortaya c¢ikan digsal motivasyonlarin

aciklamalar1 su sekildedir (Varjas, vd., 2010,271):

Sonug olmamasi (no consequences); siber zorbanin dallanip budaklanma korkusu,
magdurdan fiziksel bir misilleme ve kalic1 bir sonu¢ olmadan (6rnegin; hapis
cezas1) veya magdurun duygusal bir tepkisine tanik olmadan siber zorbaliktan
kurtulabilecegini hissetmektedir. Ogrencilerden biri sdyle ifade etmistir: “Eh,
kisiyi tanimiyorum, bunu ona sdylersem bana saldirmaya calismayacak. Bu
yilizden, ne istersem sdyleyecegim”.

Yiizlesme olmayisi (non-confrontational) siber zorbanin magdur ile yiiz yiize
gelmek istememesi veya yiiz yiize gelme korkusu olarak tanimlanmistir. Bir
Ogrenci “ciinkii onlar ‘siber zorbalar’ ylizlesmeyi sevmiyorlar” demistir.

Hedefin farkli olmasi (target was different); farkli goriinen, olumsuz bir itibara
sahip olan veya siber zorbanin olumsuz olarak algilandigi magdur temelli bir siber
zorbalik motivasyonu olarak ifade edilmistir. Siber zorbaligmn ni¢cin meydana
geldigi soruldugunda o6grencilerden biri sunu belirtmistir: “Birisi birilerini
gorlinlisleri veya bagkalarmin onun hakkindaki soylediklerinden dolay1
sevmiyor”.

Yapilan arastirmalar gostermektedir ki siber zorbaligin tek veya belli bir nedene

baglanmasi miimkiin degildir. Siber zorbalik davranismin gergeklestirilmesinin

temelinde bir¢ok degisken rol oynamaktadir. Bazen basit bir saka olarak baslamakta,

eglence amagli yapilmakta iken, bazen herhangi birisinden intikam alma amagh

yapilmaktadir. Bazen de kendisine hi¢bir yonden zarar vermemis masum kisiler iizerinde

zorbalik davranisi sergilenerek; zorbanin daha once yasadigi geleneksel veya siber
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zorbalign intikamini almaya c¢aligtig1 goriilmektedir. Kimligin gizli olmasi siber zorbalik
davranisinin  gerceklestirilmesini daha kolay hale getirmektedir. Ayni zamanda
sonucunda siber magdur ile yliz-ylize gelinmediginden magdurun yasadigi sikintilarin
siber zorba tarafindan goriiniir olmasini engelleyerek zorba kimsenin empati duygusunu
zayiflatmaktadir. Ayn1 zamanda kisiler ¢evrimici ortamda gergek yasamda olduklarindan
farkli bir kimlige biiriinerek ger¢ek yasamda yapamayacaklar1 davranislar1 bu ortamda
gerceklestirebilmektedirler. Bunun digsinda herhangi bir arkadas grubuna dahil olabilme
veya arkadas grubundan onay kazanma, gilic kazanma amaciyla da gergeklestirilebilir.
Siber zorbalikk konusunda farkli arastirmacilar tarafindan ortaya koyulan neden ve
motivasyonlarin her biri konunun anlagilmasina ve buna yonelik 6nlem alinmasina iliskin
onemli ipuglar1 sunmaktadir.
2.4.7. Siber Zorbahgin Etkileri
Cep telefonlar1 ve bilgisayarlar siber zorbaliktan sorumlu degildirler. Sosyal

medya siteleri ¢ocuklarin arkadas ve aileleriyle baglant1 kurma, okula yardimci olma ve
eglence gibi olumlu aktiviteler i¢in kullanilabilir. Ancak bu araglar diger insanlara zarar
vermek icin de kullanilabilir. Yiiz yiize veya teknolojik araclar vasitasiyla yapilsa da
etkileri benzerdir. Siber zorbalik ergenlere ve genglere ¢ok zarar verebilir. Kaygi,
depresyon ve hatta intihara neden olabilir. Ayrica internette bir seyler dolastiginda asla
kaybolmayabilirler, siber zorbaligin acisini yenilemek i¢in sonraki zamanlarda tekrar su
yiizeyine ¢ikabilirler. Siber zorbalik yasayan g¢ocuklarda biiyiik bir olasilikla ortaya
cikabilecek etkiler su sekildedir (Suman, 2016,53):

e Alkol ve uyusturucu kullanimi,

e Okulu asma,

e YUz-ylize zorbalik deneyimi yasama,

e Okula gitmeye kars1 isteksiz olma,

e Diisiik puanlar alma,

e Benlik saygisinin azalmasi,

e Dabha fazla saglik problemi’dir.

Magdurlar i¢in sonuglar agisindan zorbalik ve siber zorbalik benzer etkilere sahiptir.
Siber magdurlar {izerinde intihar diisiinceleri, yeme bozukluklari, kronik rahatsizliklar ve

evden kagma gibi etkileri bulunmaktadir (Mason, 2008,327). Marco ve Tormo-Irun
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(2018)’1n aragtirmasinda da siber zorbaliga maruz kalma ile yeme bozukluklar1 arasinda
bir iligki saptanmistir. Beran ve Li (2005) tarafindan gergeklestirilen aragtirma sonucuna
gore siber zorbaliga maruz kalan bireylerde 6tke, iizlintii/incinme, kaygi, utang, aglama,
korku, kendini su¢lama gibi duygusal etkiler; zay1f konsantrasyon, diisiik okul bagaris1 ve
devamsizlik gibi davranigsal etkiler goriilebilmektedir. Ybarra (2004)’ya gore, depresif
semptomatoloji ile ¢evrimici taciz arasinda anlamli bir iliski bulunmaktadir. Ozellikle
cevrimici taciz hedefi olan genclerin %13.4’li major depresif semptomlar1 gosterirken,
cevrimici taciz magduru olmayan genclerin % 4.6’smin major depresif semptomlari
gosterdigi ortaya ¢ikmistir. Ayrica ¢evrimici taciz magduru olmayan genglerin %81°1
cevrimici taciz magduru olan genglerin %70.1’ine kiyasla ¢ok az depresyon belirtisi
gostermekte ya da hi¢ depresyon belirtisi gostermemektedir (Ybarra, 2004,252). Farkli
bir aragtirma siber zorbaligin olumsuz etkilerinin kaygi, depresyon, yalnizlik, akranlar
tarafindan reddedilme, devamsizligin artis1 ve notlardaki diisiis oldugunu gostermistir
(Johnson, 2011,104).

Siber zorbalik dnemli saglik meseleleri ve psikolojik sorunlarla iliskilidir. Ilgili
semptom ve sorunlar arasinda diisilk benlik saygisi, diisiik akademik performans,
depresyon, duygusal sikinti, bazi durumlarda siddet ve hatta intihar bulunmaktadir
(Mason, 2008,328). Cevrimigi tacize ugrayan genglerde gézaltina alinma, uzaklastirma
alma, okuldan kagma veya okulu asma ve silah tasima gibi olumsuz etkilerin de
bulundugu goézlemlenmstir (Ybarra, Diener-West, Leaf, 2007). Farkli bir arastirmada
siber zorbalik magduru olan genglerde alkol ve uyusturucu kullanimi gibi etkilere de
rastlanmistir. Bu genclerin ortalama olarak ya yasayla kars1 karsiya gelmis, ya da polisle
temasta olma riskini doguracak bir sey yapmis {i¢ yakin arkadasi bulunmaktadir. Bu
genclerin birincil bakicilari ile duygusal iliskileri zayif, bakim verenin takibi yetersiz ve
bdyle bir durumda 6fkeyle cevap verme ihtimali de yiiksektir. Kisacasi, siber zorbaliga
maruz kalan bu gengler saglikli gelisimi olumsuz yonde etkileyen ¢ok sayida kisisel
zorlukla kargt karsiyadirlar (Ybarra, Espelage, Mitchell, 2007). Bununla birlikte
genclerde okuldan kagma, basarisizlik, depresyon, yalnizlik, paranoid diisiinceler, okulu
birakma gibi davranislarm da ortaya ¢iktig1 gozlenmektedir. Yapilan caligmalar siber
zorbalik davramigmna maruz kalan magdurlarm c¢ogunun yasadiklart bu durumlar:

yetkililere soyleyemedikleri ve daha da igine kapandiklar1i da tespit edilmistir
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(Aktepe’den akt. Cift¢i, 2018,1539). Yasanan bu magduriyetin ilgili kisilerle
paylagilamamasinda utan¢ duygusu s6z konusu olabilmektedir. Genglerin bu olumsuz
durumla bas edebilmesine yardimci olabilecek, ¢oziim yollar1 arayacak Kkisilerden
utanmast; kisiyi tek basina ¢oziim arama veya i¢ine kapanma gibi bir durum igerisine
stiriikleyebilmektedir. Bu olumsuz durumla bas edilememesi de genglerin psikolojik ve
sosyal acidan 6nemli sorunlar yasamalarma sebep olabilmektedir.

Ayn1 zamanda arastirmalar siber zorbaliga maruz kalan kisiler tizerinde bas agrisi,
tekrarlayan karin agris1 ve uyku sorunlar1 gibi psikosomatik sorunlarin da s6z konusu
oldugunu gostermektedir (Sourander, Brunstein Klomek, Ikonen, Lindroos, Luntamo,
Koskelainen, Ristkari, Helenius, 2010). Arastirma bulgularma gore siber zorbalik
magduru 6grencilerin otuz giin igerisinde en az bir defa olmak iizere hangi problemli
davraniglarda bulunuldugu ortaya c¢ikmistir. Arastirmaya katilan Ogrencilerin %
33.6’sinda alkol kullanma, % 29.7’sinde simavda kopya ¢ekme, % 24.3’linde bir mazereti
olmaksizin okulu asma, % 18.4’linde akranina saldirma, % 13.0’inda mal/miilke zarar
verme, % 9.5’inde magazada hirsizlik yapma, % 7.9’unda esrar kullanma, % 7.7’sinde
yetigkin birine saldirma, % 6.1’inde evden kagma, % 5.3’linde silah tasima ve %4.5’inde
okuldan uzaklastrma alma gibi olumsuz davranmigsal etkiler goriilmiistiir (Hinduja,
Patchin, 2007).

Farkl1 bir aragtirma sonucuna gore siber zorbaligin magdurlar agisindan duygusal,
sosyal ve akademik bakimdan olumsuz etkilerde bulundugu ortaya ¢ikmustir. Siber
zorbaliga maruz kalan 6grenciler Uzerinde sinir, korku, tedirginlik, intikam ve Uziinti gibi
duygusal etkilerin ortaya ciktigi goriilmiistiir. Ayn1 zamanda magdurlarin yasadiklari
olaylar1 korktuklari, utandiklar1 ve en ¢ok da bilgisayar ve cep telefonlar1 ellerinden
alnacak diye yasanilan olay: aileleriyle paylagmadiklar1 goriilmiistiir. Olay1 gizleyen
Ogrenciler evde sinirli ve gergin davranislar sergilediklerinden aile icerisinde ¢esitli
problemler yasanabilmesine neden olurken, arkadas iliskilerinde de gesitli sorunlarn
ortaya ¢iktig1r goriilmistiir. Akademik agidan da olumsuz sonuglar gozlenirken bu
sonuclar; akademik basarida diisme, derse konsantre olamama, derslere karsi
motivasyonun diigmesi, devamsizlik yapma (tehdit edilme durumundan korkuldugundan
veya uyku sorunlari sebebi ile), derslerde gergin ve sinirli olundugundan 6gretmenlerle

yaganan ¢esitli sorunlar olarak belirtilmistir (Kestel, Akbiyik, 2016,851-854). Siber
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zorbaliga maruz kalan genclerde bazi duygusal sorunlar ve akranlarla iligki sorunlari
gorulme ihtimali daha yiiksek iken; okulda kendini glvensiz hissetme ve dgretmenleri
tarafindan ilgilenilmedigini diisiinme daha yaygindir (Sourander, vd, 2010). Siber
zorbalik magdurlari gesitli sosyal etkilere maruz kalabilmektedirler. Kisisel kimliklerine
zarar verme, daha diisiik 6z-sayg1, daha diisiik kendilik degeri (6z-deger) sosyal zorluklar
icin yiiksek risk olusturabilecek etkilerdir. Yalnizlik ve akran reddi zorbaliga maruz
kalma sonucunda ortaya ¢ikan iki ciddi sorundur (Johnson, 2011,40).

Siber magdurlarmn siber zorbalik sonucunda hissettikleri su sekildedir: kizginlik
(%64), ac1 (%58.1), lizgiinliik (%54), depresif (%44.7), utanmis (%38.2), endiseli (%37),
konsantrasyon giicliigii (%32.6), yalniz (%30.1), kendini su¢lama (%30.1), okula geri
donmeyi istememe (%28.6), korku (%26.4), intihar (%25.5) ve hig etkilenmeme (%22.4).
Ayn1 zamanda magdurlar siber zorbalik sonucunda yasamlarinda bazi olumsuz etkilerin
bulundugunu belirtmislerdir: 6rnegin; 6grenme/akademik performans (%42.4), okula
devam etme (%29.8), ¢evrimici iliskiler gelistirme (%33.3), gercek diinyada iligkiler
gelistirme (%42.4), beslenme ve yemek yeme aligkanliklar1 (%41.6) ve uyku dizenleri
(%47.5) seklindedir (West, 2015,105).

Cesitli arastirma bulgular1 siber zorbalia maruz kalan bireylerde psikolojik,
sosyal ve akademik bakimdan bazi1 olumsuz etkilerin bulundugunu géstermektedir. Siber
magduriyet durumu yasayan kisilerde depresyon, kaygi, liziintii, sinir, korku gibi bireyi
derinden sarsan ve ruh saghgini tehdit eden durumlar s6z konusudur. Bu gibi durumlar
eger onlem alinmaz ise bireyin psikolojisini olumsuz etkilerken, intihar ve hatta 6liimle
bile sonuglanabilmektedir. Ozellikle ergenlik ddneminde bireyler yogun olarak duygusal
calkantilar, psikolojik inis ¢ikislar ve kimlik karmasas1 yasamaktadirlar. I¢inde bulunulan
donem itibariyle bu tiir sorunlar ve degisimler s6z konusuyken, siber zorbaliga maruz
kalimmasi mevcut problemlerin {izerine yenilerinin eklenmesine ve genclerin sorunlarla
basa ¢ikabilmesini zorlastirmaktadir.

Psikolojik sorunlar diginda aile ve arkadaslarla yasanan sorunlar, benlik
saygisinin azalmasi, iliski kurmada giiclik yasama, diger kisilere karsi giivenin
kaybedilmesi gibi bazi sosyal sorunlar da ortaya ¢ikabilmektedir. Ayn1 zamanda yaganan
olaya bagli olarak akranlar tarafindan dislanma/reddedilme durumu da ortaya

¢ikabilmektedir. Bunlar kisinin sosyal iliskilerini zedeleyebilmektedir. Ozellikle gencler
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ve ergenler igin sosyal aidiyet kavrami nem kazanmaktadir. Yasanan siber zorbalik olay1
neticesinde arkadas grubundan dislanma veya arkadas grubuna kabul edilmeme gibi
durumlarin ortaya ¢ikmasi bireyin sosyal anlamda zor bir siire¢ yasamasina neden
olmaktadir. Bunun sonucunda bireyin yalnizlik sorunu ortaya ¢ikabilmektedir. Yalniz
kalma veya arkadas grubundan izole edilme ise bireyi yine birtakim psikolojik sorunlara
gotirebilmektedir.

Siber magduriyet durumunda diger olumsuz etkilere ek olarak akademik
performansin diigmesi de arastirma bulgularinda sik rastlanan bir sorundur. Derslere karsi
motivasyonun azalmasi, 6grenme giicliigli yasanmasi, okula gitmeye karsi isteksizlik,
devamsizlik yapilmasi ve bunun sonucunda da notlarin diismesi gibi bazi sonuglara neden
olabilmektedir. Tablo 6’da siber zorbaligin psikolojik, sosyal ve akademik etkileri
gorulmektedir.

Tablo 6. Siber Zorbahga Maruz Kalmanin Psikolojik, Sosyal ve Akademik Etkileri

Psikolojik Etkileri Sosyal Etkileri Akademik Etkileri

Uzintuli olma Ozsayginin diismesi Okula gitmekten korkma

Yogun bir stres yasama Akran iliskilerinde | Ogrenmede sorun yasama
catisma

Kendini degersiz hissetme | Baskalarina giivenmeme | Okuldan kagma

Kendisi hakkindaki | Arkadashk iligkisi | Ders basarisinin diismesi
bilgilerin kurmada giicliik yasama
Ogrenilmesinden utanma

Kaynak: Korkmaz, A. (2013). Siber Zorbalik: Fizikselden Sanala Yeni Siddet. Anadolu
Universitesi Iletisim Bilimleri Fakiiltesi Uluslararasi Hakemli Dergisi. 24(2). ss. 79

Aslinda bahsedilen psikolojik, sosyal ve akademik etkilerin hepsinin birbiriyle
etkilesim icerisinde oldugu da diisiiniilebilir. Ciinkii birey siber zorbaliga maruz
kaldiginda stres, kaygi ve depresyon gibi durumlar s6z konusu olurken; bu olumsuz
etkiler ayn1 zamanda bireyin sosyal iliskilerine de yansiyabilir, akademik basarisini da
etkileyebilir. Yani her bir olumsuz etki ¢esidinin digerlerini de etkileyebilecegi
diisiiniilebilir. Ornegin; siber zorbalik davranisina maruz kalan bir kimsenin aile ve
akranlariyla catigma yasamasi, benlik saygisini yitirmesi, diger insanlara kars1 glivenini

kaybetmesi kiginin ayni1 zamanda psikolojik bazi sorunlar yasamasma da sebep
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olabilmektedir. Bu sorunlar kisinin okul yasamina da etki edebilmektedir. Okula ve
derslere karsi ilgi ve motivasyonun azalmasma sebep olarak akademik bagariyr da
olumsuz yonde etkileyebilmektedir. I1k basta basit olarak da gériilebilen siber magduriyet
durumu kisilerin hayatint her anlamda olumsuz olarak etkilemekle birlikte; intihar ve
6limle bile sonuglanabilen ciddi bir konudur. Bu olumsuz durumun yasanmasini 6nlemek
veya azaltmak i¢in ailelere, egitimcilere ve saglik personellerine Onemli gorevler
diismektedir.

2.4.8. Siber Zorbahgin Yayginhg

Lai, Mohamad, Mohd Salleh, Sulaiman, Rosli ve Chang (2016) tarafindan
gerceklestirilen arastirmada Malezya’daki liniversite 6grencileri arasinda siber zorbaligin
yayginhigi incelenmistir. 712 devlet/6zel tiniversite 68rencisi arastirmaya dahil edilmistir.
Genel olarak toplam 470 katilimc1 (%66) daha 6nce siber zorbalik yasadigini belirtmistir.
Cinsiyet bakimindan ele alindiginda kadinlarin erkeklere oranla siber zorbalik
davranisina daha fazla maruz kaldigi goriilmiistiir. Kadin katilimcilarin 264’1 (%56.2) ve
erkek katilimcilarin 206°s1 (%43.8) siber zorbaliga maruz kaldigini belirtmistir.

Kowalski ve Limber (2007) Amerika’nin giineydogusu ve kuzeybatisinda 3.767
ortaokul 6grencisi (6, 7 ve 8. siniflar1 kapsayan) iizerinde siber zorbaligin yayginlig
Uzerine bir arastirma gerceklestirmislerdir. Ogrencilerin %111 son birkac ay igerisinde
en az bir defa siber zorbaliga maruz kaldiklarini (sadece magdur), %7’si hem siber zorba
hem de siber magdur olduklarini, %4’ ise 6nceki son birkag ay icerisinde baskalarina
siber zorbalik yaptigini belirtmistir (sadece siber zorba).

Lee ve Shin (2017) Giiney Kore’de 4000 ergen iizerinde aragtirma
gerceklestirerek siber zorbaligin yaygmnligini tespit etmislerdir. 24 ortaokul ve 24 liseyi
kapsayan aragtirma sonucuna gore; arastirmaya katilan 6grencilerin %6.3’1i siber zorba
olarak, % 14.6’s1 siber magdur ve %13.1°1 hem siber zorba-hem siber magdur olarak siber
zorbalik davranisina dahil olmustur.

Selkie, Fales ve Moreno (2016) ABD’ de ortaokul ve lise dgrencileri (10-19 yas
araligin1 kapsayan) arasinda siber zorbalik konusunda yapilmis ¢alismalar1 inceleyerek,
siber zorbaligin yayginligini saptamislardir. Sonug olarak siber zorbalik oran1 %1 ile %41
arasinda, siber magduriyet %3 ile %72 arasinda ve hem siber zorbalik-hem siber

magduriyet %2.3 ile %26.7 arasinda degisim gdstermektedir. Safaria (2016) tarafindan
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Endonezya’nin Jogjakarta kentinde bir ortaokulda gercgeklestirilen arastirma sonucuna
gore; O0grencilerin biiyiik bir ¢ogunlugu (%80°1) hemen hemen her giin siber zorbalik
davranigina maruz kaldigin1 belirtmistir.

Popovié-Citi¢, Djuri¢ ve Cvetkovi¢ (2011) tarafindan gergeklestirilen arastirmada
Sirp ergenler arasinda (ortaokul dgrencileri) siber zorbaligmn yayginligi arastirilmistir.
Belgrad’daki bes devlet okulunda 387 ogrenci (11-15 yas araliginda) Uzerinde
gerceklestirilen arastirma sonucuna gore katilimcilarin %10°u baskalarina siber zorbalik
davranisinda bulunmakta iken; %20’s1 siber zorbalik davraniglarma maruz kalmaktadir.

Modecki, Minchin, Harbaugh, Guerra ve Runions (2014) 80 uluslararasi arastirma
Uzerinde meta-analiz c¢alismasi yapmislardir. Sonuca gore 6grencilerin %15’ siber
zorbalik yapmakta iken; %35°1 geleneksel zorbalik davraniglarinda bulunmaktadir. Ayni
zamanda siber magduriyetin oran1t %15, geleneksel zorbalik magduriyetinin oran ise
%36°d1r.

DeHue, Bolman ve Voéllink (2008) tarafindan Hollanda’da ilk ve orta okul
ogrencileri izerinde gerceklestirilen arastirmaya gore siber zorbalik oran1 %16 iken; siber
magduriyet orani %23 olarak saptanmistir. Yine mevcut aragtirmaya gore siber zorbalik
en ¢ok ad takma ve dedikodu yapma seklinde goriilmektedir. Ayn1 zamanda 6grenciler
cogunlukla siber zorbaliga onu goérmezden gelir gibi davranarak, gercekten gormezden
gelerek veya siber zorbalik yaparak tepki gostemektedirler.

Portekiz’de 23 ortaokul ve lise 6rnekleminde (6., 8. ve 11. Smiflar1 kapsayan)
gerceklestirilen bir arastirma sonucuna gore Ogrencilerin %7.6’s1 siber magdur iken;
%3.9’u bir y1l igerisinde en az bir defa digerlerine kars1 siber zorbalik yapmigslardir
(Matos, Vieira, Amado, Pessoa ve Martins, 2018).

West (2015)’in {niversite Ogrencileri {lizerinde gergeklestirdigi arastirma
sonucuna gore katilimcilarin 93’1 (%1.9°u) daha once siber zorbalik davranisinda
bulundugunu belirtmistir. Siber zorbalarin bagkalarma ka¢ defa bu tiir zorbalik
davranisinda bulundugu soruldugunda ise; bir kez (%44.4), 2-3 kez (%25), 4-6 kez
(%5.6), 7-10 kez (%1.4) ve 10°dan fazla (%23.6) olarak ifade edilmistir.

Mallman, de Macedo Lishoa ve Zanatta Calza (2018) tarafindan Brezilya’da iki
farkli sehirde (Porto Alegre, Rio Grande do Sul) 13-18 yas grubu 6grenciler iizerinde

gerceklestirilen arastirma sonucuna gore Katilimcilarin yarisindan fazlasi (%58’1) siber
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zorbalik i¢erisinde yer almistir. %12.5°1 siber magdur, %10.31i siber zorba ve %35.2’si
hem siber zorba-hem siber magdur oldugunu belirtmistir.

Arslan, Savaser, Hallett ve Balc1 (2012) tarafindan Tirkiye’deki ilkokullarda
gerceklestirilen arastirma sonucuna gore; 65 ogrenci (%17.5) diger 6grencilere siber
zorbalik davraniginda bulundugunu belirtirken, 102 6grenci (%27.4) ise siber zorbalik
davranisina maruz kaldigini belirtmistir. Ayas ve Horzum (2012) da benzer sekilde
ilkdgretim ogrencileri arasinda (6, 7 ve 8. smif) siber zorbalig1 arastirmiglardir. Trabzon
il merkezinde bulunan {i¢ farkli okulda gerceklestirilen arastirma sonucuna gore;
ogrencilerin %11.67s1 (48 kisi) siber zorbalik yapmakta iken; %18.6’s1 (77 kisi) siber
zorbaliga maruz kalmistir. Peker (2015) tarafindan Tiirkiye’de ortaokul 6grencileri
iizerinde gerceklestirilen aragtirma sonucuna gore ise 6grencilerin %10.5’inin bagkalarina
siber zorbalik yaptig1, %17’ sinin siber magdur oldugu, %35.2’sinin ise hem siber zorba-
hem de siber magdur oldugu saptanmistir. Dilmag (2009) tarafindan Selguk Universitesi
ogrencileri iizerinde gergeklestirilen arastirmaya gore dgrencilerin %22.5’1 en az bir defa
siber zorba davraniglarda bulunurken; %55.3’1i yasamlarinda en az bir defa siber zorbalik
magduru olduklarin1 belirtmistir. Mevcut arastirmaya gore erkek Ogrenciler kiz
ogrencilere gore daha fazla siber zorbalik davranisi i¢erisinde bulunmuglardir. Aydogan,
Dilmag ve Deniz (2009)’in ortaokul 06grencileri iizerindeki arastrmasmna gore
ogrencilerden %22.5’1 bir veya daha fazla siber zorbalik yaptigini, %32.6’s1 ise bir veya
daha fazla kez siber zorbaliga maruz kaldigini belirtmistir. Ayas (2011) Hatay ilinde lise
Ogrencileri lizerinde yaptig1 aragtirmada 6grencilerin %15.5’inin siber zorbalik yaptigini,
%17.4’liniin de siber zorbaliga maruz kaldigini tespit etmistir. 12. Smifa devam eden
ogrencilerin diger siiftakilere oranla hem daha fazla siber zorbalik yaptigi, hem de daha
fazla siber zorbaliga maruz kaldig1 bulunmustur.

Tanrikulu (2015,27)’na gore arastirmacilar uluslararasi anlamda genglerin siber
zorbalikla karsi karsiya kaldigmi oy birligiyle kabul etmektedirler. Avusturya,
Avustralya, Kanada, Ingiltere, Yunanistan, Irlanda, Israil, Malezya, Hollanda, Ispanya,
Isvec, Tiirkiye ve ABD’de yapilan ¢esitli caligmalar siber zorbalign genclerin refahm1
olumsuz yonde etkileyen diinya ¢capinda bir sorun olduguna dikkat ¢ekmistir. Bu nedenle,
problemin uluslararas1 yayginligi  siber zorbaligi anlama konusunda bilgimizi

ilerletmenin ve bunu 6nlemek i¢in ¢oziimler gelistirmenin dnemini vurgulamaktadir.
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Incelenen arastirma sonuglar1 siber zorbahgm tilkemizde ve diinyada yaygm bir
sorun oldugunu gostermektedir. Literatirde konuya yonelik en fazla ortaokul ve lise
ogrencilerini kapsayan arastirmalar mevcuttur. {lkokul ve iiniversite dgrencileri iizerinde
de yapilmig aragtirmalar bulunmakla birlikte; ortaokul ve lise Ogrencileri {lizerinde
gerceklestirilen arastirmalara gore daha kisithidir. Siber zorbaligin yayginligi konusunda
yapilmis arastirma verileri sorunun uluslararasi anlamda yaygin oldugunu ifade
etmektedir. Incelenen birgok calismada siber zorbalik, siber magduriyet ve hem siber
zorbalik-hem siber magduriyet oranlar1 diinya genelinde buyik bir sorunun varligma
isaret etmektedir.

2.5. Siber Magduriyet

Siber magduriyet, “bilgi ve iletisim teknolojileri araciligiyla bir birey ya da
grubun, 0zel ya da tiizel bir kisiligin, teknik ya da iligkisel tarzda zarar verici davranislara
maruz kalmasi ve bu davraniglardan maddi ya da manevi olarak magduriyet yasamasi1”
durumudur (Aricak, Tanrikulu, Kinay, 2012,2). Siber magduriyet kavrami siber zorbalik
kavrami ile es zamanli olarak ortaya ¢ikmistir. Giinlimiizde siber zorbalik magdurlarmin
say1s1 azimsanmayacak kadar fazla olmakla birlikte, her gecen giin sayilarina yenileri
eklenmektedir. Siber magduriyet riskli internet kullanimi davranisinin bir sonucu olarak
bireylere, topluma ve ulkelere hem maddi yonden, hem de manevi ydnden zarar
vermektedir (Ciftci, 2018,1539).

Siber magduriyet geleneksel (¢evrimdisi) magduriyet ile bazi benzerlikler
tasimasina karsin; aralarinda birkag 6nemli ayrim bulunmaktadir. En 6nemlisi, siber
magduriyet saldirganlar i¢in kimligin gizli (anonimlik) olmasindan kaynakli; magdurun
korkusunu arttiriken, siber zorbalari empati ve pismanligini azaltmaktadir. Ayrica bilgi
ve iletisim teknolojilerini kullanirken saldirganlar hizli bir sekilde websiteleri
olusturabilmekte, mesajlar gonderebilmekte veya internet ilizerinden magdurlarla ilgili
mesajlar gonderebilmekte; bu sayede kisa siirede daha genis bir Kkitleye
ulagabilmektedirler. Ayn1 zamanda siber magduriyet her yerde veya herhangi bir
zamanda ortaya c¢ikabilir; bu da magdurlari kagmasini olduk¢a zorlastirmaktadir. Bu
nedenle siber magduriyet geleneksel magduriyetten ¢ok daha olumsuz sonuclara sebep
olabilmektedir (akt. Li, Li, Li, Zhou, Sun, Wang ve Li, 2018).
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Deneyimleri ile ilgili roportaj yapilan birgok siber magdur ¢evrimici ortamda
izlerkitlenin daha fazla olmasi ve kendi evlerinde siddete maruz kalmig gibi hissettikleri
icin siber zorbalig1 geleneksel zorbaliktan daha yikici bulduklarmi belirtmiglerdir. Ayrica
baz1 magdurlar, duygusal ve psikolojik zararin etkilerinin iyilesmesinin fiziksel acidan
daha zor oldugunu vurgulamislardir (Blair’den akt. Ozbay, 2013,15).

Tastekin ve Bayhan (2018) tarafindan lise 6grencileri lizerinde gerceklestirilen bir
arastirmaya gore siber zorbaliga ugrayan magdurlar bu durumu ¢ogunlukla arkadaslari
ile (%36.2) paylagsmaktadirlar. %19.2°s1 hi¢ kimse ile paylasmamakta, %7.37s1
ebeveynleri ile paylagmaktadir; Ogretmenler ise en az paylasilan kisileri (%0.45)
olusturmaktadir. Bunun yanisira siber magduriyetin en ¢ok yasandigi yer ise okul dis1
ortamlardir (%54.53).

En sik yasanan siber magduriyet Ornekleri; taciz edici e-postalar veya anlik
mesajlar alma (%81.1), dini veya siyasi igerikli mesajlar alma (%63.9), dedikodular1 ve
uygunsuz sohbetleri iceren sosyal uygulamalara davet edilme (%63.5), anlik mesajlagsma
programlarini kullanirken kiifiir veya argo diliyle karsilasma (%61.8), mustehcen e-
postalar alma (%61.8), iletisimde iken kimliklerini gizleyen kisilerle karsilasma (%61.7)
ve alicinin izni olmadan istenmeyen icerigi alma (% 61.4) olarak belirtilmistir (Akbulut,
Eristi, 2011,1162).

Arastirma sonuglar1 siber zorbalik ve magduriyetin kiiclik cocuklarda da yaygin
oldugunu géstermistir. Ilkokul dgrencileri lizerinde yiiriitiilen arastirma sonucuna gore
ogrencilerin %15.821 siber magdur oldugunu belirtirken; bunlarin %31.7’si siber zorbay1
tanidigini ifade etmistir. Kiz 6grencilerde siber magduriyet erkek dgrencilere gére daha
fazladir. Ayni zamanda, geleneksel zorbaliga maruz kalan 6grencilerin siber zorbaliga da
maruz kaldiklar1 bulunmustur. Arastirma sonuclar1 siber magdur olan 6grencilerin
magdur olmayanlara gére daha az sosyal destek ve biiyiik bir yalnizlik duygusuna sahip
olduklarin1 gostermistir (Olenik-Shemesh, Heiman ve Zuaretz-Hannan (2017).

Universite dgrencileri lizerinde gerceklestirilen farkli bir arastirmaya gore ise kiz
ogrencilerin neredeyse %80°1 son alt1 ay igerisinde siber cinsel tacize maruz kaldigimni
belirtirken; magdurlarin ¢ogu bu durumu bir defadan fazla kez yasadigini belirtmistir.
Kentsel bolgelerde yasayan ve giinliik internette daha fazla zaman harcayan 6grenciler

siber zorbaliga daha fazla maruz kalmaktadirlar. Siber taciz gdren Ogrenciler taciz
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olaylarma kars1 ¢cogunlukla 6fke (%65), korku (%20.1), nefret (%18.5) ve tizlintii (%18.4)
ile tepki vermektedirler (Arafa, Elbahrawe, Saber, Ahmed ve Abbas, 2017).

Siber zorbalik ve buna bagli olarak ortaya ¢ikan siber magduriyet durumu diinya
capinda olduk¢a yaygm bir sorundur. Siber zorbalik bilgi ve iletisim teknolojileri
kullanilarak gergeklestirildiginden; {iretilen iceriklerin (hakaret, dedikoku, taciz edici
mesajlar, kiifiir, fotograf ve videolar, vs.) kisa siirede daha fazla kisiye ulagsmas1 daha
olasidir. Buna bagl olarak siber zorbalik davranisi her an ve her yerde ortaya
cikabildiginden magdurun kendisini daha caresiz hissetmesine neden olabilmektedir.
Cevrimigi ortamim dogas1 geregi zorbanin kimligini gizleme sansina sahip olabilmesi de
mimkindir. Zorbalik davranisi geleneseksel magdurlarda da bazi olumsuz etkilere
neden olabilirken; siber magdurlarda tretilen icerigin silinmemesi ve bir yerlerde var
olabilmesi nedeniyle daha olumsuz sonuglar dogurabilmektedir. Ozellikle baz1 magdurlar
duyduklar1 utan¢ duygusu sebebiyle yasadigi bu olumsuz durumu hi¢ kimseyle
paylasamamaktadirlar. Bu durumda siber magdurun hayatmi ciddi 6l¢iide tehdit eden bir
sorun olarak gorllebilir. Diinya ¢apinda biliyiik bir sorun teskil eden bu durumun
Onlenmesi veya yayginliginin azaltilmas1 adna siber zorbalik miidahale programlari
gelistirilmesi ve uygulanmasi1 6nemlidir. Bunun disinda hukuksal yaptirimlarinin olmasi
da kisileri bu davranislar1 yapmaktan alikoyabilir. Bu baglamda ailelere, 6gretmenlere,
okul yoOnetimlerine, devletlere, saglik personellerine buyik gérev ve sorumluluklar
diismektedir.

2.6. Siber Zorbalik ve Siber Magduriyet Konusunda Yapilmis Arastirmalar

Bilgi ve iletisim teknolojilerinin yayginlasmasi ile yeni medya araclari bireylerin
giindelik yasamlarinin vazgecilmez bir parcast haline gelmistir. Bu teknolojik gelismeler
bireylere sayisiz imkan ve kolaylik saglarken; bazi olumsuz durumlarin yasanmasini da
olanakli hale getirmistir. Bunlar arasinda siber zorba davraniglarda bulunma ve siber
zorba davramslara maruz kalma durumlari da bulunmaktadir. Ozellikle gengler ve
ergenler arasmda yaygim bir durum olan siber zorbalik, iilkemizde ve diinyada bircok
aragtirmacmin ilgisini ¢eken bir konudur. Bireyleri psikolojik, sosyal ve akademik
anlamda olumsuz yonde etkileyen ve hatta intihara, 61ime kadar strlkleyebilen ciddi bir

konudur. Bu nedenle konuya yonelik birgok arastirma gerceklestirilmektedir.
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Siber zorbalikk ve siber magduriyet konusunda yapilan arastirmalar

incelendiginde, arastirmacilar tarafindan konunun bir¢ok farkli yOniiniin ele alindigi
goriilmektedir. Bu nedenle yapilan arastrmalar konularina gore Kkategorilendirilerek

farkl1 basliklar halinde sunulmaktadir.

2.6.1. Siber Zorbahk ve Magduriyerin Yayginhgini Ele Alan Arastirmalar

ARASTIEM
ACTLAR

ARASTIRM
ABASLIGT

ARASTIEMA
EKONUSU

BULGULAR

Eaobin nL
Eowzlsla &
Susan B

Limbar, 2007

Cirtackl

F2 Lari
Araanda Siber
Zorbahk

kuzeyhah ve pinevdoguda
alt ckoulda, toplam 3767
SEranci iizerimnde
yiritilmistir. Verilar
anket yiomterm e
toplamrustr ve Ogrenciler
6 7 wve B Zmflan
kapsamaktadir.

Arazhrmadz ortaokul
Sfrenciler arazimdz siber
zorbahiFm vaygmhii
mcalermmaldedr. A
zamanda  kahlmeilamn
zorhallk Te

siher

de arastmlmaktadir,

Aragechrma somoeuna  gore,
zon  1ka @y ipemsmde
katilmedlarm %% 117°mm
krban (magdur),

%5 77eimin hem krban, ham
zorba, % 4'imim =adecs
zorba clarak elaldronik taci=
olaylanma katldaklam
ulumrmgior, Kuwrban  ve
zorbalar, zorbalilk
yomtarnler clarak daha pok
mezajlar, zohbat odalan ve
e-postalarn  kullamuldigzm
ifzde etrmglerdir.
Eunrbanlarn yansma valom
tacizemin kim  olduFom
hibmermektedit.

M L. Ybhama
& E L
hltehell 2004

Crengler

Camimict

Ameanka'da vaslan 10 ie
17 arazinda degizgen 1301
geng fzernds telafomla
anket vimtermayle
gevTingl taciz konusunda
arazhrma yapilmoshr.

Yaslan 10 1la 17 arasmda
1501 gangla vapilan
arashrmada denelderin %6
19" unum internette zorbalik
olaylanma kanghin, bomlarm
%o d'imim  loorban, %
12zimm =zorba, % 3 inim
ize hem kurban ham zorba
olduklan ortzyva cilomeshr,

Avm  zamanda pevrimugl
tacizin b halk =agh:
saldirganlann  zayif  ale-
kullanoms, sug giba gesith
pstkoo-sosyal zoriuklarla
karm ke kaldi;
belirtilmigtir. Internet
zorbalifn gelenskszel
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zorhalik davranzlamyia
karsilaztmldifeda,  bam
farkh we benzer yanlerinin
oldugn ortzva gkmustr.

M. L. Yhamma
& E. I
Mirchell, 2007

Taciz

Tezvikinin
Yoqmuin ve
SikliF: Ergen
SaEhd g
Oneriler

Aragtrmiada,  gevTimicl
facizin islerme sikhima
dayamlarak genglerin
psikospayal ve davramssal
dzelliklert
incalermektedi
Argtrmia Amerika’da
vaglan 10 il2 17 arasmda
defisen 1300  gemg
dzerinde, teleforla amket
viomtemi ile
gerceklegtinlmiztor,

Genglerin % §'s1 gagen vl
skra, e 'l ara swa, Y
17°:  ise =z sayda
geUTimiC taciz davTamgmda
bubmdusmn  belinmistir
Taciz danTamizims
voRunhiin amtkea, paiko-
zozval  we  dasTamizsal
sorumlar pemel  plarak
artmaktadir.

Fural gigneme sanmian,
decekd il bazkalanm faciz
etmeven benzer genclerls
karsilaztmbdifieda, ara sira
tactz danrarginda
bulmaniarda Gp kat daka
fazlayken, =mkga  fack
davTamzusda buhmanlarda 7
kat dzha fazladic
Saldhrzanlk problemlen jss
berzer ganclerls
karsilasunidifmda, =
sayida taciz davTamgmda
bulmaniarda i mizlovken,
skra  faclz  dawTamzlan
sergileyvenlerds dokzz
rislidir. Erkeklerin
gemmigl faciz sugu islems
olasihfy kazlera oranla g
kat daha fazladir

i, Klpes=mer,
2007

Zibar Zorbahk

Amenka'da ortzokul we
lise Ggrencileri arasmda
sther zorhballk =omummn
ale almak
amarlanmaktadir. Vazlan
13 ile 17 arzamda degizen
814 Gfrenci arashrmaya

katimgtir. Werilar
ceuTimici 2nket yoniemi
ilz toplarmistir,

Eanlmnalann % 433 b
deceki yil samal ortamda

zarhalik davrarslanra
mars kalduklarms
belirmisgtir. Fimbaniar
internet we cep telefonn zrbi
elektronik araclarlz
kendilerine meitibmek ya da
atandinlmak amactyla

ka=zifh olarak mesajlar veya
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e e

belirtmsislerdir
Ancak, T, | Timk Ergenler | Arastmma 260 Turk | Arastrma sopuclarma gore,
Siyahhap, 5., | Arasinda Siber | ort2okul agrenciler | dgrencilerin ¥ 35.7"si zorba
Uznmhaszmog] | Zorbalic Ozerinde, anke! yontemd | dasramglar, % 213870 ise
1, A, il=  gergeklestirilmistiv | hem zorba, hem magdur
Sanbevogl, Amacy, stber zorbahga | dawramislar sergilemektedir
3. Ciplak, 5., vakalanma ve bunanla bas | Ofrencilerin sadece % 5.9
Yilmaz, ¥. & stme stratejilermi | magdur dunmdadr. Daka
Memmedoy, belirlemektr, ok esikek ogrenciler kazlara
C., 2008 zors magdur, zorka ve hem
magdur  hem  zorba
davramslar sergilemektedir
Siber zorba dasTamslaria
kars argya kalindifinda,
dgrencilerin % 2570 ziber
zarbahk olryim 2koanlanes
veya azilelerme sdyledizmi
belirmistir. Orencilarin %
306" Be  facizciv
enzelleme  ziki etkin
cizimler  bulsbildifin

belirtmsistir.
B. Cetinkava, | Ilkozratim Bu arastmmanm amacy, | ARghrma sopucuna  gore,
2010 Tkinci Eademe | ilkdgretim ikinci kadems | iletizim telmolojilen
Ofrencilerinde | dErencilerinin giber | lnllanmi orammm ortzokul
Siber zorbalk dgrencileri arasmda viksek
Zorbahizm davramlarma man:z | oldugn pdnilmdstar. Cep

CayEmliz

kalma we zber zorbahk
dovramislarmi  uygalama
vaypmliklarm  we  bu
yaygmhEm cinsiyete gore
deZisimini  imcelemaksir
Arstmma, Eomva I
Cihambeyli  tgesindeki
reapm ilkdgretim
okullarmam 6., 7. we B
smiflarmeda efitim pdren
2030 laz ve 35371 erkek
olmak dzere toplam G432
GZrenci izerinde

telefomy, imternet, forum
siteleri, sobbet  odalan
zraclizviz vapilan  siber
zarbahk davramzlanm
uygulama sklign ve manz
kalma oram  erkeklerds
kozlara oranla daha fazladie
Ozrencilerin siber zorbahZa
maruz kaldikdarmda
basyarduklan ¢ozim yollan
incelendifinde ise aileden
vardum  alma,  zarbey
uyamma, miemst sitesine
gimeme, zorbabk yapan
kigiye aymmm o yapma,
polize sikayet etme, dovme,
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site youoeticilerine 3ikzvet
efme, yeml e-postz adreal
pma, zorba kigna
silme'enzellems, konoyocu
gifre kovma, arkadaslardan
vardim abma, dgretmenlers
soyleme, zorha kdsinin
zileame sikayet ebme zibi
gozm vollan belirtilmistic
Fakat arastrmayva katlan

dgrencilerin bk
gogunlufmms siber
zorbahk davramslan il
karsilashldannda ne
vapacaklarmi  bilmedikler
tespit adilmistir.

N. Bayram, M

Sayh.

Universits
Orencileri
Amsmia Siber
Zorbalikc

Diavramzn

Arastmmarn amacy
driversite dgrencileri
arazmda ziber zorbahgmn
ne dlgide war oldusum,
bigimini, sk,
magdurlanm me zekilde
kendilerimi konamaya
calstiklanim ya da mna=ml
dnlern abdiklanny  ortaya
clkarmakir, Arastrmamn
dameklemi §171 dmiversite
dgrencizindesn

alusmaktadir.

Arastrmaya kanlan
dgrencilerin %27.8'1 gegen
4§ ay iginde en az bir kez
girkin adlarla hitap
edildifini, %2240 kaszitl
olarak aktivitelerden hang
bmakaldizm, kendisi veya
arkadazlan hakinmda
vaylan kmoy zoylentiler ils
arkadazliklannda gl
vagsadiklanm, w306
tehdit TEVE kngik
diaginilmek amacryla ziber
ortamlardan hirinin
kullamldipm  belirtmistir
Eanhhmalann 153571
gecen & ay iginde en az bir
kez cirkin adlarla hitap
ettigini, %19 0 kasith olarak
birini aktivitelerden hang
bmaknzm, kasith olarak
baskalanm hirbirine
diugaren kmeol  soylentiler
vaydigm, 9229w hirmi
tehdit etmek weyz kiguk
diogarmek amaciyla  siber
ortamlardan birmi
iallandizmy  belirtmistic
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Eanhmolardan %6369
geren G oy irinde en az bir
kezr zanal fackze  famk
oldugarn belirtmiztir. Exkek
dgrencilerin siber zorbahk
davramslan kiz dgrencilers
gore daha fazladir En
vayem gémiler faciz thnd
amasyla  e-postz,  zobkbet
odalan,  yorwmlar'zozyval
paylasum sifelerindeki
faalivetler ve telefon metin
mea:ajlandir,.  Sanal faciz
magdurlan en fazla bu
kisilerden uzak durdufum
belirtirken, daha  sonra
g matervallerd
engellediklerini we zaldmn
iperikli materyallerd
stldiklerin belirmistir
Sanal facize magdur kalan
dgrencilerden %e47'ai bu
olzym onlan  kxzdirdizim,
Y4571 kayzlandwdisin ve
%381 okuly 2ksatma istedi
varathgm belirmigtir.

Williams, ME
& Cuerra NG,
2007

Siber

Zorbahim

Yopmhiin ve
Fordaviclan

Arastrane AMAcL,
ilkokmal, orapial  we

lizelerde GZremim Edren
kiz ve arkek dZrenciler
zrasmda siber zorbabfin
voeunhufimu, fiziksel ve
sozal zorhalik ils
karsilazummakur. Aym
zamanda, fizikss] ve shzel
zorbahfn temel
prediktdrlarinin giber
zorbahza vordamp
vordanamayacagie

Amstmma sopucuma gore,
en yikssk voZunluk sdzel
zarbabk  tombdir.  Siber
zorbahim takiben fizmksel
zarbalhk, en zon da siber
zorballk tini gelmektedic

Ortapkal dgrencilerd
arazmda fiziksel we ziber
zorbahk i g
vidkselmekiedir, lizslerds
iz= amaimakiadie
Ortapkullarda sazel zorbahk
biFa gila1 it vopmhign

vizkselirken, lise égrencileri
arazmda aym gelilds
vidkzek devam stmektedir
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Erkek ogrencilerin fiziksel
zarba davraniglar
gostermesi kaz Gfrencilers
aranla daba muktemsldic

Fakat :ozel ve siber zorbahk
nini bakumedan  cinsiyet
farkhlazmazn
2onilmemistic
Zotkahizm Gp tmd de
zarbahF omaylayvan

normatis inanglarla, negatit
aknl iklimivls ve ohumsiz
ziran desiegi ile dnemli

dlgide dligkilidir,
Akbulat, ¥, & | Timk Bu absma bir devlet | Amstrma sopucona  gore
Erizti, B, 2011 | Uriversita deiverzitesimds  efittm | dZremcilerinyaz, ckuduklarn
O grancileri goren  Tirk dniversite | bolim, gialik imtemet
Amzinga Siber | dZrencilerinin  arazmda | knllamamiam, il
Zorballk  ve | sther zorbahk wve | veterliliklem, E0EVO-
Ziber magduriyet boyuhmn | ekonomik  dumim we
Magduriyat araznrmakiadr. Vazlan 15 | intermeti kullandiklan yere

ve 23 arasinda degizen 154
dfrenci tizerinds amket
iy gulanmpste

Zore siber zorba we siber
magdur  olma  duremlan
zrzzmda farkhhk olmadss
gomilmigmir. Aymca siber
zorbahiin  pedenlerinden
birinin de “daha dnce ziber

magdur  olmak’  clak
sfriimiigrir Bulzular siber
zorbahk ile zibar

magduriyst arazeda deml
{arta diizeyds) bir iligki
oldufarn ortaya kovenstur
Yani siber oftamdz magdo
almak siber zorka olmamn

yizde 23%imi
anklamaktadr, Eriek
dfrencilerin  hem  siber

zorba, hem de siber magdur
alma olazhsl daha
yiksaktir
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Siber zorbalik/magduriyet davraniglarinin yogunlugunu ele alan arastirmalar
cogunlukla ortaokul ve lise 6grencileri lizerinde olmak iizere tiniversite 6grencilerini de
kapsayacak sekilde gergeklestirilmistir. Siber zorba davranislarda bulunma ve siber zorba
davraniglara maruz kalma oranlar1 oldukga yliksektir. Baz1 6grenciler ise hem siber zorba
hem de siber magdur olduklarini belirtmislerdir. Yapilan arastirma sonuglarina gore siber
zorbalik/siber magduriyet davraniglarin yaygin olmasi, konuya daha fazla 6nem verilmesi
gerektigine isaret etmektedir. Bu noktada oncelikle ailelere olmak iizere, 6gretmenlere,
okul yonetimlerine, okullarin rehberlik danismanlarina ve uzman kisilere birtakim
gorevler diismektedir. Oncelikle konunun ciddiyetine ve ortaya cikabilecek olumsuz
durumlara karsi toplumsal farkindalik yaratilmasi ve toplumun bilinglendirilmesi
gerekmektedir. Ebeveynlerin, 6gretmenlerin, okul yOnetiminin bilin¢lendirilmesinin
ardindan, yaygin olarak yasanan bu durumun oOnlenmesi veya azaltilmasi amaciyla

Ozellikle gocuklara ve ergenlere gerekli egitimler verilmelidir.
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2.6.2. Siber Zorbalik ve Magduriyet Davranislarim1 Deneyimler/Yasantilar ve

ARASTIRM | ARASTIRMA ARASTIRMA BULGULAR
ACILAR BASLIGI KONUSU
H. Serin, Ergenlerde Siber | Aragtirmanin amaci | Aragtirma sonucuna gore, siber
2012 Zorbalik/Siber ergenlerde siber | zorbaligin yayginligina
Magduriyet zorbalik/siber bakildiginda  %26.52°s1  siber
Yagantilar1 ve Bu | magduriyet zorbalikla yiiz vyize kaldigs,
Davraniglara yagantilarimi ve bu | %11.79’unun siber zorbalik
Iliskin Ogretmen | davraniglara iliskin | yaptigi, %5.31%inin ise hem siber
ve Egitim | 6gretmenlerin = ve | zorba, hem siber magdur olduklar:
Yoneticilerinin egitim gorilmiigtir. Cinsiyete  gore
Gorugleri yoneticilerinin bakildiginda ise erkek grencilerin
farkindaligim kizlara goére hem daha fazla siber
incelemektir. zorbalik yaptiklari, hem de daha

Arastirma, Istanbul
ilindeki 74 resmi
ilkdgretim
okulunun 5., 6., 7.
ve 8. Smiflarinda
egitim - Ogretim
géren 2226°s1 kiz,
2065’1 erkek olmak
tizere toplam 4291
6grenci  ile  bu
okullarda  gorevli
230’u kadm, 497’si
erkek olmak iizere
toplam 727 mudir
ve miidiir
yardimcisy, 506°s1
kadin, 410°u erkek
olmak tizere toplam
916 ogretmen ile
yuritilmugtir.

fazla siber magdur olduklar
bulunmugtur. Bunun yam
internete giinde bes saat ve tzeri
bagli kalan &grenciler, daha az
baglananlardan daha fazla siber
zorba ve magdur
olmaktadirlar. Sinif diizeyine gore
bakildiginda, wst smifta olan
6grenciler alt simifta  olan
o6grencilerden daha fazla siber
zorbalik  yapmakta iken, alt
smiftaki 6grenciler daha fazla
siber zorbalik magduru
olmaktadirlar. En az bir kez ya da
daha fazla siber zorbalik yapan
o6grencilerin  daha  6nce  hig
yapmayanlara gére bu davranisi
gosterme egilimleri daha fazladir.
Ogrenciler siber zorba
magdur olduklarinda
anne-baba, daha sonra arkadas,
6gretmen ve okul yoneticileriyle
konugmaktadirlar. Okul
yoneticilerinin 2053.2’sinin,
6gretmenlerin %47.6’smin  daha
6nce siber zorbalik kavramim
duymusg olduklar; yoneticilerin
2058.7’sinin, dgretmenlerin
%58.3’tiniin  ise bu kavramin
bildikleri saptanmigtir.
Okul yoneticileri ve 6gretmenlerin
en fazla sahit olduklar1 zorbalik
tiurleri kufurlin yazigmalar, alay
etmek, izinsiz fotograf ve video
paylagmmi ve dedikodu yapmaktir.

sira

siber

veya
oncelikle

tanimini
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Algilamalar Bakimindan Ele Alan Arastirmalar
Bunun diginda bu tiir zorbaliklarm
en fazla 8. Siniflar arasinda yaygin
oldugu da belirtilmigtir. Okul
yoneticilerinin %48.3°1,
o6gretmenlerin = %34.6’s1 siber
zorbaliga kargi onlem aldiklarini
belirtmiglerdir. Okul
yoneticilerinin %6.3°1,
6gretmenlerin 7.67s1 6grencilerden
siber zorba davranmiglar
gordiiklerini belirtmiglerdir.
Maruz  kalinan  davramglarm
tirlerine bakildiginda ise kiifurlia
e-posta, hakaret igeren mesajlar
almak, cep telefonuyla rahatsiz
edilip rahatsiz edici mesajlar alma,
fotograflarda oynama  yapilip
yaymlanmasi ve hakarete
ugramaktir.

H. Ozer, | Ortaokul Bu aragtirmada | Aragtirma sonuglarina gore siber
2014 Ogrencilerinin ortaokul kurbanlik ile yalmizlik arasinda
Siber Zorba/Siber | 6grencilerinin siber | anlamli bir iligki varken, siber
Kurban zorba/kurban zorbalikla  yalnizhk  arasinda
Yagantilari davraniglarnin anlamli bir iliski olmadig1 tespit
yalnizlikla olan | edilmigtir.  Kiz  ve  erkek
iligkisi 6grencilerin  sanal zorba/kurban
aragtirilmagtir. davraniglar farklilagmaktadir.
Ayrica 6grencilerin | Ayrica erkekler kizlara gére daha
siber zorba/kurban | fazla sanal zorba davramglar
davraniglar gostermektedir. Kizlarm  gogu
cinsiyetler bazinda | yasadigi  zorbalign  kimseye
incelenmigtir. anlatmazken; erkeklerin gogu bu
Ogrencilerin durumu aileleriyle ve
sanal zorbalig1 | arkadaglariyla paylagmaktadir.
kimlere Ayrica 6grenciler, sanal zorbalik
yaptiklarvkimlerde | yaptigi/gordigii kigilerin
n gordikkleri, bu | ¢ogunlukla tanmmadigi kisiler
davraniglardan olduklarmi  ifade  etmislerdir.
Stiirti neler | Bunlarin yaninda 6grencilerin en
hissettikleri, fazla sanal zorbalik
yagadiklarini yasadigi/yaptig1 ortamin Facebook
kimlerle oldugu ortaya gikmigtir.

paylastiklar ve
aileyle paylagimlar
durumunda
alabilecekleri
tepkiler
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irdelenmistir.
Aragtirmada tarama

yontemi
kullanilmaigtr.
Aragtirmanin
orneklemi
Gebze’de bir
ilk6gretim
okulunda &grenim
géren 7.  smuf
dgrencilerinden
olugmaktadir (52
kiz, 35 erkek).
Dehue  F., | Siber  Zorbalik: | Siber  zorbaligin | Aragtirma sonucuna gore,
Bolman C. & | Genglerin yogunlugu ve | katilimeilarin % 16’s1 bagkalarina
Vollink, T., | Deneyimleri ve | dogasinin, gengler | internet  veya cep  telefonu
2008 Ebeveyn Algilar1 | ve ebeveyn algilar1 | mesajlartyla bulundugunu, % 23’1
bakimindan ise kurban rolinde oldugunu
incelenmesi belirtmigtir. Siber zorbalik daha
amaglanmaktadir. gok anonim ve bireysel bir
Aragtirmada aktivitedir ve daha ¢ok evde
gengler ve aileleri [ meydana gelmektedir. En ¢ok
igin iki farkli anket | kullanilan zorbalikk bigimi ad
kullanilmagtr. takma ve dedikodu yapmadir.
Toplam 1211 kisi | Gengler siber zorbaliga gérmezden
olmak tizere ilkokul | gelerek, kisiyi engelleyerek veya
son ve ortaokul | siber zorba davraniglar géstererck
birinci smif | tepki gostermektedir.
dgrencileri ve | Birgok aile gocuguna interneti
aileleri  tizerinde | nasil kullanmasi gerektigi
gergeklestirilmigtir. | konusunda kurallar koymaktadir;
Ogrencilere fakat g¢ogu cbeveyn tacizcilerin
okullarinda, ailelere | gergekten farkinda degildir. Kendi
ise evlerinde | gocugunun zorbalik davranigini
uygulanmigtir. hafife aliyor ya da zorbaligin
kurbani olan gocuklariyla ilgili
yetersiz  goriis  ve  bilgiye
sahiptirler.
E. Yaman & | Ergenlerin Siber | Aragtirmanin Aragtirma sonucunda 6grencilerin
A. Peker Zorbalik ve | amaci, ortadgretim | siber dilsel zorbalk, kimligi
Magduriyete 6grencilerinin siber | gizleme ve siber sahtecilik
Mligkin Algilart zorbalik ve | boyutlarinda  siber  zorbalik
magduriyete iligkin | yaptiklart belirlenmigtir. Ayrica,
algilarim arkadag ortami, can sikintisi,
belirlemektir. intikam alma istegi gibi nedenlerle
Caligma  grubunu | siber zorbalik yaptiklari
degigik ortadgretim | saptanmigtir.  Siber  zorbalik
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kurumlarinda
6grenim  gérmekte

davraniglarm1  kendilerini  1yi
hissetmek, arkadaglik iligkilerini

olan 14 &grenci | gelistirme ve zamam keyifli
olugturmaktadir. gegirme isteginden surdurdikleri
Aragtirmada  nitel, | ortaya ¢ikmastir. Siber zorbahiga
olgubilim  deseni | maruz kaldiklarinda ise otke,
kullanilmigtir. Yapi | Giziintth  ve intikam  duygulan
bakimindan yagadiklar1 gériilmiigtiir.
standartlagtirilmag
acik uglu miilakat
yontemi ile veiler
toplanmig ve igerik
analizi ile
¢Oziimlenmigtir.
M. Sahin, S. | Lise Aragtirmanm Aragtirma sonucuna gore
V. Sari, O. | Ogrencilerinin amaci, lise | sergilenen siber zorba davranislar;
Ozer & S. H. | Siber Zorba | 6grencilerinin siber | e-posta ve SMS aracihigr ile
Er, 2010 Davraniglarda zorba davraniglarda | birisine hakaret/cinsel
Bulunma ve | bulunma ve maruz | igerikli/tehdit igeren mesajlar
Maruz Kalma | kalma durumlarina | génderme, izin almadan
Durumlarma iligkin  gériiglerini | bilgisayardaki bilgileri alma, chat
Iligkin Gériigleri | incelemektir. odasinda ve online oyunlarda
Aragtirmada  nitel | hakaret/cinsel igerikli/tehdit igeren
durum  galigmasi | konugmalar yapma, 6zel numara
deseni ille  rahatsiz  etme,  izinsiz
kullanilmigtr. fotograf/video ¢ekme ve yayma,
Caligma  grubunu | Messenger ve e-mail hesaplarinin

Trabzon’da degigik
lise
dgrenim  gérmekte
olan 12 §grenci (6
kiz, 6  erkek)
olusturmaktadir.
Yar1 yapilandirilmig
miilakat formu
kullanilmis ve her
bir Ggrenciyle
bireysel goriigmeler
yapilmagtir.

tirlerinde

sifrelerini alarak &6zel mesajlara
ulagma olarak belirlenmigtir.

Maruz kaliman siber zorba
davraniglar  ise bu sayilanlar
diginda; internet  ortaminda

tanigilan birinden zarar gérme ve
chat/online oyunlarn oynandig
odalardan atilmadir. Ogrencilerin
siber zorbalik davraniglarina karsgi
hissettikleri duygu ve digtinceler
ise sirasiyla ofke, nefret, tiziintii,
intikam istegi ve agagilanmigliktir.
Maruz  kalman siber  zorba
davramglar dile
getirilen duygu ve dugiinceler
cinsiyete gore farklilagmaktadir.
Ofkenin erkekler
arasinda ortak olarak yaganilan tek
duygu oldugu
varilmgtir. Uziintii ve
agagilanmiglik duygusunu sadece

sonucunda da

kizlar  ve

sonucuna

106



kizlarin; nefreti ve intikam istegini
ise sadece erkeklerin yasadig
belirlenmigtir.

Son olarak siber zorbaligin
Onlenmesi veya azaltilmasi igin
dgrenciler; dgretmenlere, ailelere
bireylere birtakim
sorumluluklar yiklemiglerdir.
Ogretmenlerin  konuya yonelik
seminerler diizenleyip, 6grencileri
internet  kullanimi1  konusunda
egitmeleri Onerilirken,
gocuklari ile ilgilenmeleri, internet
kullanimlarini denetlemeleri,
gerektiginde bilgilendirme
yapmalar1 6nerilmistir. Internet

A%~

ailelerin

kullanan bireylerin ise bilingli ve
dikkatli olmalar1, bu ortamda her
seye ve herkese inanmamalari,
gerektiginde ilgili yerlere sikayette
bulunmalari 6nerilmektedir.

H.
Vandebosch,

K. V.

Cleemput,
2008

Siber
Tanmmlamak:
Genglerin
Algilarina
Yonelik
Aragtirma

Zorbalig1

Nitel

Bu
genglerin
zorbaliga  iligkin
bakig agilari
incelenmektedir.
Veriler 10 ile 18 yag
araligm kapsayan,
53  odak  grup
galigmasi ile
toplanmigtir.
Aragtirmaya toplam
278 geng
katilmigtir.
Bunlardan  142’si
erkek, 137’si kiz
olmakla birlikte
katithmcilarin  yas
ortalamas1 14.1°dir
(en geng 10 yaginda,
buyik 19
yasinda).
Gortigmeciler
genglerin  giindelik
bilgi ve iletigim
teknolojileri (BIT)
deneyimlerinden
(pozitif veya

galigmada
siber

cn

Aragtirmaya katilanlarm %98,6°s1
internet kullanmakta ve %90,3%i
cep telefonuna sahiptir.

Odak grup sonuglarina gére,
internet ve cep telefonlan ile ilgili
genglerin en ¢ok ilgisini g¢eken
tehlikeler ve sorunlar sirasiyla
soyledir:  yabancilarla  temas
kurulmasi (52 kez bahsedilmigtir),
bilgisayar viriisleri (49), hekleme
(38), pedofilik girigimler (22),
siber zorbalik (20), tehditler (17),
spam (17), stalking/takip ederek
tacizde bulunma (17), e-reklam
(14), tehdit  (12),
pornografik web siteleri  (11),
istenilmeden web kamerasinin
agilmasi (10), iletigim maliyetleri
(10), teknik bagarisizlik (10),
saglikla ilgili sorunlar (5) ve belirli
web sitelerinin igerigi (3). Aym
zamanda siber zorbaliin tanimi
soruldugunda; gogu 6grenci bunu
“Internet tizerinden zorbalik™ ile

cinsel

egit gormekteydi veya siber
zorbalik ornekleri olarak
gordikleri internet
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negatif) baglayarak,

siber zorbalik
konusuna
gegmiglerdir.  Bu

olgu ile ilgili genel
goriigler ve kigisel
deneyimler (gorgi
tani81, magdur veya

zorba olarak)
edinmeyi
amaglamglardir.

Amag, heterojen bir
kitleden ¢ok gesith

goriig ve
deneyimler  elde
etmektir.

uygulamalaridan bahsetmiglerdir.
Katilimeilara gore siber zorbalik
internet ilizerinden alay etmekten
acikga  farklidw.  Aralarindaki
buyikk bir fark, siber zorbanm
gergekten  bagka bir  kiginin
duygularin1 incitmek istemesidir.
Ogrencilere internet veya cep

telefonu  araciligiyla  neden
bagkalar1 tarafindan incitici olarak
algilanabilecek seyler

yaptiklarinin sorulmasi ¢ok farklh
gudilleri ortaya ¢ikarmigtir. Bazi
durumlarda zorbanin zarar verme
niyeti agiktir. Bazilar1 &rnegin;
(ger¢ek  hayatta  veya
diinyada) kendilerini zorbaliga
ugratanlara kargi veya kendilerine
internet ve cep telefonu yoluyla
saldiranlara ve taciz edenlere karsi
intikam aldiklarin1 belirtmiglerdir.
Bazi durumlarda ise bunun sebebi
eglenmek veya teknolojik
becerileri ve giicti gostermektir.
Aynt zamanda bazi1 katilimcilar

siber

bilgisayar  viriisleri  almanm
gergekten zorbalik
olmadigini(6zellikle  yabancilar

tarafindan gonderilenlerin), fakat
tehdit edilme, korkutulma veya
yaralanmanin  zorbalik  olarak
gorildiginii belirtmiglerdir.
Bunun diginda bir katilimer
MSN’de girkin olarak
adlandirilmanm kendisi igin kabul
edilebilir oldugunu belirtirken;
fahise olarak adlandirilmanm
kabul edilemez oldugunu
belirtmigtir.  Aymt  zamanda
mesajin yorumlanmasinda magdur
ile zorba arasindaki iligki de
Snemli oynamaktadir.
Goériigmelerde  internet ve cep
telefonu ile bagkalarina zarar
verebilecek bir gey yaptiklarim

rol

itiraf eden katilimeilarm
gogunlukla kendilerini isimsiz ve

gizli tuttuklarini ve kurbanlarinin
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gergek dinyada da tamdiklar
kigiler olduklarini belirtmiglerdir.
Bazi durumlarda gergek hayatta
daha giiclii algilanan kigiler siber
saldirilarin hedefi  olmugtur.
Magdurlarm bakig agisindan siber
saldirllarin ardindaki  kiginin
bilinmemesi g¢ogu zaman sinir
bozucu olmakla birlikte giigsiizlitk
duygusunu  arttrmigtir.  Baz
katilmeilar rastgele bir telefon
numarasi aradiklarimi ve kargisina
gikan kigiye hakaret ettiklerinden
bahsetmigtir. Bazilart ise farkh bir
kimlige biiriinerek sohbet
odalarinda  tamgtiklar1  kigileri
yanlig yonlendirmis veya
bilinmeyen bir kiginin e-posta
adresine hakaret veya tehdit edici
mesajlar gondermigtir.

Bu béliimde ele alinan arastirmalar bireylerin siber zorbalik ve buna bagl olarak
siber magduriyet deneyimleri, yasantilari, gorisleri ve algilamalarini igermektedir.
Incelenen arastirma sonuglari, siber zorbalik davranis1 ve siber zorbaliga maruz kalma
durumunun o6zellikle ortaokul ve lise 6grencileri arasinda oldukc¢a yaygin oldugunu
gostermistir. Siber zorbalik ve magduriyet durumu ¢ogunlukla erkek 6grencilerde kiz
ogrencilere oranla daha fazladir. Simif diizeyi bakimindan ise {ist simiftakilerin alt
smiftakilere gore daha fazla siber zorba davranmiglar gosterdigi ve ayni zamanda siber
zorba davranislara maruz kaldiklar1 gériilmiistiir. Siber zorbalik davranislar1 daha ¢ok e-
posta, anlik mesajlagsma ortamlari, sosyal paylasim siteleri, sohbet odalar1 ve cep telefonu
vasitasiyla gergeklestirilmektedir. Kisilere e-posta ve metin mesaji yoluyla rahatsizlik
verme, hakaret/tehdit/cinsel icerikli mesajlar yollama, kisilerin sifrelerini ele gegirip 6zel
mesajlara ulasarak dedikodu yapma, kisiyi rencide edecek sekilde 6zel goriintii ve
videolarin1 herkese agik bicimde paylasma, kisiyi siber ortam igerisinde ifsa etme,
utandiracak girisimlerde bulunma ve gizli telefon numarasi ile rahatsizlik verme,
korkutma davraniglar1 kisilerin siber zorba/magdur olarak yasadiklar1 en yaygin
olaylardir.

Kisiler genellikle tanimadig: kisilere karsi siber zorba davraniglarda bulunurken,

siber magdurlar da ¢ogunlukla zorbalik yapan kisileri tanimamaktadir. Fakat tanidiklar1
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kisilere zorbalik davraniginda bulunan ve tanidiklar1 herhangi bir kisiden zorbalik géren
kisiler de mevcuttur. Siber zorbalik yapan kisiler genellikle bunu intikam alma, keyifli
zaman gec¢irme, can sikintist ve bilisim teknolojilerini kullanma becerisini gosterme
amaciyla gerceklestirmektedirler. Siber zorbalik davranisina maruz kalindiginda ise
kigilerde genellikle 6fke, lizlintii, asagilanmislik, nefret ve intikam istegi gibi duygular
ortaya ¢ikmaktadir. Kisilerin bir kismi siber zorbaliga maruz kaldiginda bu durumu aile,
arkadas, Ogretmenler ve okul yoneticileriyle paylasirken, bir kismi hi¢ kimse ile

paylasmamaktadir.
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2.6.3. Siber Zorbalik/Siber

Bakimindan Ele Alan Arastirmalar

Magduriyet Davranislarini

Farkh

ARASTI
RMACIL
AR

ARASTIRM
A BASLIGI

ARASTIRMA KONUSU

BULGULAR

Li Qing,
2006

Okullarda
Siber
Zorbalik:
Cinsiyet
Farkhiliklar:
Uzerine  Bir
Aragtirma

Aragtimada ergenlerin siber
zorbalik deneyimlerinin
yapisi ve kapsami
incelenmektedir. Aragtirma
¢ farkli liseden 264 lise
birinci  smf  Sgrencisi
tizerinde
gergeklestirilmigtir.

Aragtirma gore,
6grencilerin yartya yakim siber
magdurdur, dort kigiden biri siber
zorbaliga maruz kalmaktadir.
Bunlarm yariya yakim1 kendisine
davraniglarda
bulunan1 tamidigini belirtmigtir.
Siber zorbalarm neredeyse yarisi
elektronik  iletigim  araglarim
kullanarak bagkalarim iig defadan
Siber
magdurlarin ve tgiinci kigilerin
gogunlugu olay1
bildirmemektedir.
Cinsiyet
diugtinuldugiinde,
siber zorbalik bakimmdan 6nemli
farkliliklar tanimlanmistir.
Erkeklerin kiz akranlarmma gore
zorba veya siber zorba olmasi
daha muhtemeldir. Buna ek

sonucuna

siber zorba

fazla taciz etmektedir.
ailelerine

bakimmdan
zorbalik ve

olarak, kiz siber magdurlarin ise
erkek siber magdurlara gore,
ailesine olay hakkinda bilgi
vermesi daha muhtemeldir.

Topeu, C.,
Erdur-
Baker, O.,
Capa-
Aydin, Y.,
2008

Turk
Ogrenciler
Arasinda Siber
Zorbalik
Deneyimlerini
n Farkli Okul
Tiirleri
Bakimindan
Incelenmesi

Aragtirmanin amaci,
Turkiye’de 6zel okul ve
devlet okulu 6grencileri
arasinda zorbalik
yapisini
Aragtirma
yaglar1 14 ile 15 arasinda
degigen 183 katilimecr ile

siber
deneyimlerinin
incelemektir.

gergeklestirilmigtir.

Aragtirma sonucuna gore, Szel
okul 6grencileri
6grencilerine gore daha fazla
internet aracili iletisim araglarimi
kullandiklarini
ragmen, devlet okulu 6grencileri
daha ¢ok siber zorba ve siber
magdur davramiglarda
belirtmiglerdir.
Internet aracili iletigim
araglarmin  kullamim  siklig
devlet okulu 6grencileri igin siber
zorbalikk ve siber magduriyet
bakimindan énemli bir yordayici
iken, 6zel okullar igin bu gegerli
degildir.

Ozel okullardaki
magdurlarin
onemsemedikleri,

devlet okulu

belirtmelerine

bulunduklarim

siber
bunu
ginkii gaka

olarak algiladiklar: ortaya

Degiskenler
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gikmigtir. Devlet okulu
dgrencileri ise boyle bir durumda
sinirlendiklerini  belirtmiglerdir.
Hem 6zel okul, hem devlet okulu

6grencileri arkadaglarinm yardim

igin ilk  tercih  oldugunu
belirtmiglerdir.
Z.Dalmag | Ergenlerde Aragtirmanin amaci | Aragtirma sonucuna gore, siber
Polat & S. | Siber Zorbalik | ergenlerde siber zorbalik ve | zorbalikk ve siber magduriyet
Bayraktar | ve Magduriyet | magduriyet ile  iligkili | 6lgegi  ile  cinsiyet,  yas,
,2016 ile ilgili | oldugu diigiiniilen sosyo- | okuduklari  okul, annelerinin
Degiskenlerin | demografik degiskenlerin, | egitim diizeyi, ailelerin  gelir
Incelenmesi internet kullanimi ile ilgili | durumu, bireylerin kendilerine ait
degigkenlerin, 6fke ve 6fke | bilgisayarinin olup olmamasi, e-
ifade tarzlari, stres ile baga | mail adreslerinde kendi
¢tkma tarzlari ve boyun | isimlerinin  olup  olmamasi,
egme degiskenlerinin | degiskenlerine gére anlamli bir
etkisini incelemektir. fark bulunmamigtir. Bunun yani
Aragtirmanin  Orneklemini | sira  siber zorbalikk ve siber
kolayda 6rnekleme yontemi | magduriyet ile simf degigkeni
ile segilmis 506 lise | arasmda  anlamli  bir  fark
dgrencisidir. bulunmusgtur.
Ayrica  siber  zorbalik ile
bireylerin  babalarinin  egitim
diizeyi, Dbireylerin bilgisayar
oyunu  oynayl)p  oynamama
durumu, bireylerin ne kadar siire
internete girdigi, bireylerin sahip
oldugu davranig bigimi
degiskenlerine gore anlamli bir
fark bulunmustur. Siber
magduriyet ile bireylerin okul
bagar1 dizeyleri arasinda da
anlamli bir fark bulunmustur.
A. Peker, | Ergenlerin Aragtirmanin amact, | Aragtirma sonucuna gore, fiziksel
2015 Saldirganlik ergenlerin saldirganlik ve | ve dolayli saldirganligin siber
ve Siber | siber zorbalik davraniglari | zorbalikk  iizerinde — anlamlh
Zorbalik arasmdaki iligkiyi | yordayicilar oldugu gériilmuigtiir.
Davraniglari incelemektir. Aragtirmanin | Fakat ofke, sozel saldirganlik ve
Arasindaki 6rneklemini  Erzurum il | diigmanlik degigkenleri ise siber
Iligkilerin merkezinde  bulunan 4 | zorbalig1 yordamayan
Incelenmesi ortadgretim  kurumundan | degiskenlerdir.
393 dgrenci
olusturmaktadir. Yaglar1 14-
17 arasinda degigmektedir.
A. Ergenlerde Aragtirmada ergenlerin | Aragtrma  sonucuna  gore,
Civilidag | Siber Zorba ve | (ortadgrenimde  okuyan) | Anadolu lisesinde 6grenim géren

112



& H. T. | Ofkenin siber zorba davraniglan ile | ergenlerin,  genel  liselerde
Cooper, Incelenmesi 6fke durumlarinin cinsiyet, | 6grenim  géren genglere gore
2013 Uzerine Bir | yas, ve  okul tiirii | anlamli diizeyde daha fazla siber
Aragtirma: degiskenlerine gore | zorba davraniglarda bulunduklar
Nigde Ili | incelenmesi belirlenmigtir. Cinsiyet ve yasg
Ornegi amaglanmaktadir. degigkenlerine gore siber zorba
Aragtirma Nigde il | ve otke degigkenleri alt boyutlar
merkezinde bir Anadolu | bakimindan ergenler arasinda
lisesi ve bir Genel Lisede | anlamli diizeyde bir farkhilik
6grenim géren 310 | bulunmamigtir.
dgrencinin katihmiyla
gerceklestirilmigtir.
Katilimeilarin yas
ortalamasi 15-18 arasinda
dagilim gostermektedir.
A. Peker, | Ergenlerin Aragtirmanin amaci | Siber zorbalikla bagsa ¢ikma
2014 Siber ergenlerin siber zorbalikla | davraniglarinin = alt  boyutlan
Zorbalikla baga c¢ikma davramglarmin | garesizlik, yardim arama, teknik
Baga Cikma | cinsiyet ve smif diizeyine | baga gikma, miicadele,
Davramiglarii | gore  farklibik  gésterip | salduwganlhik  ve  6nlemedir.
n Cinsiyet ve | gostermedigini Aragtirma sonucuna gore; yardim
Smif Diizeyi | incelemektir. Aragtirmanin | arama, teknik baga ¢ikma,
Agisindan drneklemini 2013-2014 | miicadele ve 6nleme baga ¢ikma
Incelenmesi egitim yilinda Erzurum | boyutlarinda kiz  6grencilerin

ilinde 6grenim goéren 314
ortadgretim Hgrencisi (9, 10
ve 11.

siniflar)olugturmaktadir.

erkek &grencilere oranla anlamh
bir dizeyde farklilagt1g1
gorillmiigtiir. Erkek 6grencilerin
ise saldirganlik alt boyutunda kiz
Sgrencilere  gore  farklilagtign
bulunmugtur.  Caresizlik  alt
boyutu ile cinsiyet arasinda bir
farklilagma gorilmemigtir.
Aragtirmanin diger bir sonucunda
9. ve 10. smiftaki Sgrencilerin

garesizlik basa ¢ikma
davraniglar 11. siiftaki
dgrencilerden  anlamli  bir
diizeyde farklilagtigr; 11.siniftaki
dgrencilerin 9.simftaki
dgrencilere  gore saldirganlik
baga ¢ikma davramiglar: arasinda
anlamli  bir farklilik oldugu
belirlenmigtir.  Yardim arama,

teknik baga ¢ikma, miicadele ve
6nleme baga gikma boyutlarinda
ise sinif diizeyine gore anlamh bir
farkliligin olmadig1 goriilmugtiir.

113



A. Lise Aragtirmada lise | Aragtirma sonucuna gore
Semerci, | Ogrencilerinin | dgrencilerinin siber zorbahik | 6grencilerin siber
2017 Siber Zorbalik | davranigi sergileme ve siber | zorbalik/magduriyet davraniglar
ve Magduriyet | magdur olma durumlari ile | ile smf diizeyleri arasinda
Durumlarmin | stuf  diizeyi,  internet | anlamli bir iligki bulunmugtur.
Farkh kullanim siiresi, internet | 12. simif 6grencilerinin en fazla
Degiskenler kullanim amaci ve internete | zorbalik gosteren sinif diizeyi
Agisindan baglanma kaynaklari | oldugu, bunu sirasiyla 11. ve 10.
Incelenmesi arasmdaki iligki | siuflarin  takip ettigi, en az
incelenmektedir. zorbalik gosteren sinif diizeyinin
Aragtirmanin galisma | ise 9. stniflar oldugu
grubunu Ankara’da 2014- | bulunmugtur. Bu galigmada, en
2015 yilinda egitim goéren | fazla  zorbalik  davramigmnda
266 lise Ogrencisi | bulunan 6grencilerin en fazla
olugturmaktadir (9, 10, 11 | zorbalik davranigina maruz kalan
ve 12. Siniflar) siif diizeyi olmasi, en az
zorbalik davraniginda bulunan
6grencilerin ise en az zorbaliga
maruz kalan siif diizeyi olmasi
dikkate deger  bulunmugtur.
Zorbalik davranmigt sergilemede
‘bumerang etkisi’ olarak
nitelendirilen bu durumun ilgili
egitimlerde ve rehberlik
uygulamalarinda dikkate
alinmasi gerekmektedir.
Ogrencilerin siber
zorbalik/magduriyet  durumlari
ile internet kullanim siiresi,
internet  kullanom amaci ve
internete baglanma kaynaklan
arasmda anlamli  bir iligki

bulunamamigtir.
S. Akbaba | IIkogretim Aragtirmanin amaci, | Aragtrma sonucuna gore, anne
& Y. | Ogrencilerind | ilkégretim  6grencilerinde | ve  babamin  egitim  diizeyi,
Eroglu, € Siber | siber zorbalik ve | gocuklarn anne ve babalarmin
2013 Zorbalik  ve | magduriyetin internet becerisine iligkin algist
Magduriyet yordayicilarin ve ebeveyn denetimi siber
Yordayicilart | belirlemektir. Aragtirmanin | zorbaligi yordamaktadir. Siber
orneklemini 231 ilk6gretim | magduriyeti ise sadece cinsiyet

6grencisi olugturmaktadir. | yordamaktadir.
M. Lise Aragtirmada siber | Katilimcilarin % 14’tiniin son bir
Ozdemir | Ogrencilerinin | zorbaligin lise 6grencileri | ay igerisinde bir veya daha fazla
& F. | Siber arasmdaki yasanma sikhigy, | siklikta siber zorbaliga maruz
Akar, Zorbaliga siber zorbaligin | kaldiklari; buna karsm %
2011 Iligkin gerceklestigi siber | 10’unun bir ya da daha fazla siber

Goruglerinin | ortamlarin neler oldugu ve
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Bazi siber zorbalik kurbani olma | zorbalik yaptig1 ortaya
Degigkenler ve siber zorba olma | koyulmustur.
Bakimindan durumlarmin yag, cinsiyet, | Siber zorbalik vakalarinm goérece
Incelenmesi simf ve ginlik internet | en fazla yagandigi siber ortam
kullanma  siiresine  gore | facebook’tur. Bunun diginda cep
farklilik gosterip | telefonundan mesaj géndermek,
gostermedigi aramak, interaktif oyun siteleri ve
aragtirilmaktadir. MySpace isimli internet sitesi
Aragtirmaya  Istanbul ve | iizerinden siber zorbalik
Ankara’da yer alan 3 liseden | davraniglari gorillmektedir. Siber
rastsal olarak segilen 336 | zorbalik davramiginin en az
dgrenci katilmigtir. | gériildiigii ortam ise twitter’dur.
Ogrencilerin yag araligi 15- | Demografik degiskenlerin siber
18 arasmdadir. zorbalik ile iligkisine iligkin
yapilan analizlerde cinsiyet, yasg
ve smif diizeyinin siber zorbalik
tizerinde bir etkisinin olmadigi
gorulmiigtiir. Buna kargin, glinlik
internet kullanim siiresi beg saat
ve lizeri olanlar, digerlerine gore
daha fazla siber zorbalik
yapmaktadir.
A. Peker, | Ortaokul Aragtirmada ortaokul | Aragtirma sonucunda
2015 Ogrencilerinin | 6grencilerinin siber zorbahik | 6grencilerin yaklagik %37’sinin
Siber Zorbalik | statillerini yordayan risk | siber zorbaliga karigmadigi,
Statiilerini faktorlerinin  incelenmesi | %17’sinin siber zorbaliga maruz
Yordayan Risk | amaglanmigtir. kaldig1, %10.5’inin bagkalarina
Faktorlerinin | Aragturmanin  6rneklemini | siber zorbalik yaptigi ve yaklagik
Incelenmesi Erzurum’da gesitli | %35’min de siber zorba/magdur
okullarda 6grenim géren | oldugu saptanmigtr. Cinsiyet
400 ortaokul  Ggrencisi | agisindan bakildiginda erkeklerin
olusturmaktadir. kizlardan hem daha fazla siber

zorbalikk yaptigt hem de daha
fazla siber zorba/magdur oldugu,
kizlarin ise erkeklere gére daha
fazla siber zorbahiga maruz
kaldiklar1 gériilmiigtiir.

Ayni zamanda interneti haftada 8
saat ve Uzeri kullanmanin,
internet kullaniminin  ebeveyn
tarafindan denetlenmemesinin ve
sosyallesme giigligiiniin  siber
zorbaligi  arttirdigt  ortaya
¢ikmigtir. Siber magdur olma
olasiligim arttiran degigkenin ise
sosyallesme  giigligiin  oldugu
saptanmigtir.
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0. E. | Akran Aragtrmanin  amaci, lise | Erkek 6grenciler kiz dgrencilere
Baker, F. | Zorbaliginin 6grencilerinin siber zorbalik | oranla hem daha fazla siber
Kavsut, Yeni deneyimlerini, internet ve | zorbalik davranigmda
2007 Yiizii:Siber cep telefonu  kullanim | bulunduklarini, hem de siber
Zorbalik sikliklarimi  incelemektir. | zorbaliga daha fazla maruz
Aragtirmanin  6rneklemini | kaldiklarim belirtmiglerdir.

228 lise ogrencisi (Y44’
erkek, %551 kiz)
olugturmaktadir ve
dgrencilerin yaglar 14 ile 16
arasinda degigmektedir.

Ayrica internet temelli iletigim
kaynaklarini kullanim1 ile siber
zorba ya da kurban olma arasinda
pozitif ~ yonde  bir iligki
bulunmugtur. Bunun diginda okul

tiirii, ailenin ekonomik geliri, yas
ve smf degiskenlerinin siber
zorba ya da siber kurban olma ile
iligkili olmadig1 bulunmustur.

Siber zorbalik ve siber magduriyet davranislarinin cinsiyet ile iligkisine
bakildiginda ¢ogunlukla erkek 6grencilerin kiz 6grencilere oranla hem daha fazla siber
zorba, hem de siber magdur olduklar1 goriilmiistiir. Bunun disinda kiz ve erkek
ogrencilerin siber zorbalikla basa ¢ikma davraniglarinin farklilastigi da saptanmistir. Siif
diizeyi bakimindan ¢ogu arastirma sonucu, simif diizeyinin artisiyla siber zorba ve siber
magdur olma durumlarinin da arttigim ortaya ¢ikarmustir. Giinliik internet kullanim
stireleri ile siber zorbalik/siber magduriyet davraniglar1 arasinda ¢cogu aragtirmada anlaml
bir iligki bulunurken; internete baglanma siireleri arttik¢a kisilerin daha fazla siber
zorba/siber magdur olma durumunun da arttig1 goriilmiistiir.

Ayn1 zamanda Ogrencilerin siber zorba veya siber magdur olma durumlarinda
ebeveyn denetimi ve anne-babanin internet aracili iletisim araglarini kullanma becerileri
onemli rol oynamaktadir. Ebeveyn denetiminin yetersiz oldugu ve ebeveynlerin bilgi ve
iletisim teknolojilerini kullanma becerilerinin diisiikk oldugu durumlarda G6grencilerin
siber zorba/siber magdur davraniglarda bulunmasi daha muhtemeldir. Okul tiiriine gore
yapilan arastirmalarda bazi arastirmalar devlet okullarinda 6grenim gdren 6grencilerin
0zel okullardaki 6grencilere gore siber zorba/magdur davraniglarda bulunmasinin daha
yiiksek ihtimal oldugunu One siirerken, bunun aksini tespit eden arastwrmalar da
mevcuttur. Sosyallesme gii¢liigiliniin de siber zorbalik davraniglarda bulunma {izerinde bir
etkisi bulunmustur. Gergek diinyada veya sanal ortamda sosyal ¢evresiyle iyi iliskiler
gelistiremeyen, sosyallesme yetersizligi yasayan kisilerin de bu sekilde zorba

davraniglarda bulunarak bir sekilde ¢evresi ile etkilesime gegebilecegi diisiiniilebilir. Bu
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da kisinin yasamakta oldugu sosyallesme sorununa gdsterdigi bir tepkinin disavurumu
olarak degerlendirilebilir. Bunun diginda ailenin sosyo-ekonomik durumu ile siber
zorbalik/magduriyet davranislari arasindaki ilisgkide ¢ogu arastirmada anlamli bir fark
bulunmamustir. incelenen arastirmalara gore ailenin i¢inde bulundugu sosyo-ekonomik
durum siber zorbalik/magduriyet davraniglarinda bulunma egilimi iizerinde 6nemli rol
oynamamaktadir.

2.7. Yeni Medya Okuryazarhginin Siber Zorbalik/Siber Magduriyet ile iliskisi

Internet, cocuklar ve gencler i¢in muazzam firsatlar sunuyor. Cevrimigi ortam,
cocuklara ve genglere kisiliklerini gelistirme, arkadasliklar kurma ve siirdiirme, yaratici
icerik olusturma ve dijital beceriler edinme firsat1 sunar. Ancak bu firsatlara ek olarak
cevrimi¢i ortamin bazi dezavantajlari da bulunmaktadir. Cevrimi¢i ortamin 6zellikle
cocuklar ve gengler igin bazi riskleri de bulunmaktadir. Bu risklerin en 6nemlileri siber
zorbalik, zararli igeriklere maruz kalma, kisisel verilerin kotiiye kullanilmasi,
dolandiricilik, iftira ve ¢evrimigi cinsel tacizdir. Cevrimigi ortamlar ¢ocuklar1 ve gengleri
riskli durumlara sokarken; riskli internet davranislarina yonelmelerine neden olabilir (akt.
Narin ve Unal, 2016, 11).

Bilgi ve iletisim teknolojilerinin ortaya ¢ikmasi ve hizli bir sekilde geliserek
bireylerin giindelik yasam pratiklerinde 6nemli bir yer edinmesi birtakim fayda ve
kolayliklar saglamaktadir. Giiniimiizde c¢ocuklar ve gencler de dahil neredeyse tim
bireylerin ¢evrimigi ortamlara erisimi oldukg¢a kolaydir. Bu teknolojilerin sagladigi fayda
ve kolayliklarin yanisira bazi olumsuz etkilerinden de s6z edebilmek miimkiindiir. Onceki
donemlerde —yeni medya araglarinin ortaya ¢ikmasindan 6nceki donemlerde- bireyler
medya karsisinda pasif birer izleyici konumunda bulunmakta iken giiniimiizde yeni
medya araglarmin yayginlasmasi neticesinde pasif izleyici konumundan aktif tire-tiketici
(Ureten-tiiketici) konumuna gegis yapmislardir. Yani giiniimiizde bireyler artik hem igerik
iretip digerleriyle paylagsmakta, hem de iiretilen iceriklere erigsmekte, okumakta,
izlemekte veya bakmaktadir. Onceki donemlerde televizyon, gazete ve radyolarda yer
alan icerikler medya profesyonelleri tarafindan firetilmekte iken; bugin gencinden
yaslisina tiim bireyler icerik liretme olanagina sahiptirler. Bu ac¢idan bakildiginda bugiin
gelinen noktada yeni medya araglar1 vasitasiyla herkes icerik iireticisi konumundadir.

Dolayisiyla c¢evrimi¢i ortam herkesin icerik liretmesine ve iiretilen igerige herkesin
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ulagmasia olanak saglarken; riskli i¢eriklere ve davraniglara maruz kalma durumunu da
olumsuz bir etki olarak beraberinde getirmektedir. Siber zorbalik bu riskli internet
davraniglarmin basinda gelirken, zorbalar i¢cin daha 6zgiir ve rahat bir ortam saglamasi
acisindan gergeklestirilen saldirgan eylemlerin kolay bir sekilde devam edilmesine de
imkan tanimaktadir. Ciinkii ¢evrimi¢i ortamda ‘anonimlik’ esastir, dijital ortamin dogas1
geregi  bireyler kimligini  gizleyerek  digerlerine  zorbalik  davranislarinda
bulunabilmektedir. Bir de yine ‘anonimlik’ ile baglantili olarak c¢evrimi¢i ortamin
‘disinhibisyon etkisi’nden s6z etmek gerekmektedir. Buna gore; bireyler gercek hayatta
soyleyemeyecegi veya yapamayacagi seyleri dijital ortamda soylemekte veya
yapabilmektedirler. Bunun altinda yatan temel ilke siber zorbanin kolaylikla kimligini
gizleyerek digerleriyle iletisime gecebilmesidir. Geleneksel zorbalik belirli bir mekanda
—en sik okullarda- ve belirli bir zamanda ortaya c¢ikarken; siber zorbalik her an ve her
yerde ortaya ¢ikabilmektedir. Bireyler evlerindeyken bile siber zorbalik karsisinda
giivende degildirler; ¢linkii evlerindeyken bile taciz edici, hakaret ve kiifiir iceren, zarar
verici, tehdit iceren mesajlara maruz kalabilmektedirler. Bunun yanisira kisisel hesaplarin
ele gecirilmesi, kisisel fotograf ve videolarin baskalariyla izinsiz paylasilmasi, kisiyi
rencide edecek-utandiracak dedikodularin baskalariyla paylasilmasi gibi birgok sekilde
meydana gelebilir. Dijital ortamda kisiye olumsuz isimler takilmasi, belirli bir ¢cevrimici
gruptan dislanmasi veya ¢ikarilmasi, vb. gibi bir¢ok 6rnegi bulunmaktadir. Cevrimigi
ortamda izlerkitle oldukca genis bir kitleyi kapsadigindan siber zorbaliga maruz kalan
kisilerin depresyon, utang, korku, sinirlilik, kaygi gibi bazi olumsuz duygular
hissetmesine neden olabilmektedir. Ozellikle ¢ocuk ve genglerde akademik basarida
diisiis, okula gitmeye kars1 isteksizlik, 0z-sayginin azalmasi, i¢ine kapanma ve yalnizlik,
psikolojik rahatsizliklar, intihar ve hatta Olime kadar birgok olumsuz etkisi
bulunmaktadir. Bazen sadece 6nemsiz bir saka veya eglenme ile baslayan siber zorbalik,
magdurlarin hayatm tehdit eden ciddi bir sorundur. Ulkemizde ve diinyada oldukga
yaygm olarak gozlenen siber zorbalik ve buna baglh olarak ortaya cikan siber
magduriyetin Oniline ge¢ilmesinde veya azaltilmasinda yeni medya okuryazarligmin
onemli bir adim olabilecegi diisiiniilmektedir. Yeni medya okuryazarligi, c¢evrimici
ortamlarda icerik olusturma veya baskalar1 tarafindan olusturulan igeriklere yaklagim

bakimindan bilingli ve akile1 davranmay1 temel alan birtakim becerileri kapsamaktadir.
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Igerik iiretilirken nelere dikkat edilmeli, cevrimici ortamda tanmmayan kisilerle iletisime
gecilirken nelere dikkat edilmeli, zararli igeriklerle karsilasildiginda (6rnegin; siddet veya
cinsellik iceren) nasil bir yol izlenmeli, bagkalar1 tarafindan olusturulan igerikler nasil bir
bakis agisiyla degerlendirilmeli, vb. kabiliyetlerin kazanilmasmi igermektedir. Yani
kisacasi, yeni medya araglarini bilingli kullanma ve bu ortamlarda karsilagilan igeriklere
elestirel-sorgulayici bir bakis acisiyla yaklasma gibi giinliilk yasamda 6nemli olabilecek
temel kazanimlarin edinilmesine olanak saglamasi gibi iglevleri vardir. Yeni medya
okuryazar1 olmanin hem siber zorbalar, hem de siber magdurlar agisindan 6nemli bir
onleyici etkisinin olabilecegi diisliniilmektedir.

Teknolojik gelismelere bagli olarak giiniimiiz genclerini geleneksel yasaklayici
yontemler kullanarak egitmek veya onlarin da teknolojiden vazgecip geriye donmesi olasi
g0zukmemektedir. Yeni medya okuryazarligi dersi ile bir yandan 6grencilerin teknik
becerileri ve kendi drettikleri igeriklerin etik boyutu bakimindan egitilmeleri; diger
yandan baskalar1 tarafindan iiretilen igerigin giivenilirligini ve amacini sorgulama
becerisi kazanmalar1 oldukca onemlidir. Bu baglamda Ogrencilerin internet etigi
konusunda bilin¢lendirilerek etik kurallara dikkat etmeleri saglandiginda; saldirgan
davraniglarin azaltilmas1 ve riskli durumlara karsi kendilerini koruyacak yetileri
kazanmalar1 miimkiin hale gelmektedir (Bastiirk Ak¢a, Sayimer ve Ergiil, 2015).

Yeni medya okuryazarligi dersinin ilkokullardan baslanarak iiniversite egitimine
kadar miifredatta yer almasi siber zorbalilk ve magduriyetin azaltilmasi veya
onlenmesinde 6nemli bir rol oynayabilir. Buglnlerde Universitelerde “Yiiksekogretimde
Dijital Doniisiim Projesi” kapsaminda sekiz pilot ilde ‘dijital okuryazarlik’ dersi
verilmeye baglanmistir. Ayni zamanda Samsung Tirkiye ve Bilgi Teknolojileri ve
Iletisim Kurumu (BTK) tarafindan siber zorbahigm farkindaligmma yonelik proje
baslatilmistir. Proje kapsaminda belki de farkinda olunmadan gergeklestirilen siber
zorbalik davranigmnin tam olarak ne oldugu, magdurlar iizerinde ne gibi etkilerinin oldugu
anlatilmaya caligmaktadir. Bu projeler konuya yonelik gereken énemin verilmeye
baslandigina bir isarettir. Ortaokullarda ve liselerde 6grenim gdren Ogrencilerin yeni
medya araglarint daha bilingsiz kullandigi ve bunun sonucunda siber zorbalik-siber
magduriyet durumlarmin da sik olarak gézlemlendigi goz oniinde bulunduruldugunda

yeni medya okuryazarligi egitiminin miifredata dahil edilmesini gerekli hale
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getirmektedir. Ayn1 zamanda {niversitelerde baglatilan pilot uygulamanin da {ilke
genelinde yaygin ve surdurulebilir hale getirilmesi, tim ogrencilerin yeni medya
okuryazar1 olabilmeleri agisindan 6nemlidir. Ogrencilerin yeni medya okuryazari olmasi
ile daha bilingli bir neslin yetismesi ve bireylerin internetin risklerine karsi 6z-yeterlilik
sahibi olmalar1, teknik ve iletigimsel becerileri kazanabilmeleri saglanabilir. Ayni
zamanda Ozellikle cocuklar ve ergenler acisindan ebeveyn rolii ve bu konudaki
bilgi/yeterliligi dnemlidir. Artik herkesin ¢evrimig¢i ortamin hem igerik iireticisi/hem de
tiikketicisi oldugu diisiiniiliirse ailelerin de bu konuda belli becerileri kazanmasi gereklidir.
Bu baglamda c¢ocuk ve ergenlerin aileleri de bu konuda bilinglendirilirse internet
ortaminda saldirganlik ve zorbalik bir 6l¢iide de olsa azaltilabilir.

Siber zorbaligin Onlenmesinde yeni medya okuryazarligmin etkili bir yontem
olacag1 savunulmaktadir. Bhat, Chang ve Linscott (2010)’un yeni medya okuryazarligi
egitimi konusundaki 6nerileri ve bu baglamda dikkat edilmesi gerekenler su sekildedir
(akt. Narin ve Unal, 2011,12):

a. “Siber zorbaligin ve siber zorbaligi olusturan davranigsal érnek eylem tiplerinin
tanimlanmasi,

b. Siber zorbalik icin kullanilan enformasyon ve iletigim teknolojisi tlrleri ile ilgili
bilgi ve anlayis saglanmast,

C. Aktif siber zorbalik, ikincil siber zorbalik, siber zorbaligi gozlemek ve hedefi
olmak gibi rollerin 6grenilmesi ve her bir agsmada siber zorbalikia miicadele i¢in
yapilabilecek eylemlerin belirlenmesi (Ornegin acgik bir yapilacaklar ve
yapilamayacaklar listesi hazirlanmast),

d. Her bir teknoloji turl ile iliskili 6zel glvenlik ve raporlama bicimlerinin
olusturulmas: ve égrenilmesi (Ornegin hem Facebook (2010) hem de MySpace
(2010) kapsamli giivenlik enformasyonuna sahiptir),

e. Ogrencilerin siber zorbalikla karsilasirlarsa yapabilecekleri  eylemlerin
belirlenmesi (Bu eylemler ekran goriintiisii almak, kanitlar: basmak, yetigkinlerle
konugmak ve onlara guvenmek, cogunlukla siber zorbaligi daha da arttiracak
sekilde intikam almaya kalkismamak olarak érneklendirilebilir),

f.  Siber zorbaligi durdurabilecek davranis 6rnegi eylem tiplerinin gosterilmesi,

9. Bu tir ataklarin hedefi olanlarin deneyimledikleri psikolojik etkilerin ve
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toplumsal zararlarin anlasiimast,
h. Siber zorbalik durumlart i¢in raporlama prosediirlerinin belirlenmesi ve
gozlemcilerin siber zorbaliktan kaynakli rahatsizligr onlemek igin tesvik edilmesi,

1

I. Siber zorbaliga kalkigan Kisi ile ilgili net 6nlemler alinmast’

Yeni medya okuryazarligi egitiminin kapsamina iliskin gelistirilmis Oneriler
iilkemizde siber zorbalik davranisinin ve bunun sonucunda yasanan siber magduriyet
durumunun azaltilmasi veya 6nlenmesi bakimindan 6nemlidir. Yeni medya okuryazarligi
literatirde yeni yeni yer almaya baslayan bir kavram olarak ¢evrimigi ortamda daha
bilin¢li ve akilct hareket eden bireylerin yetistirilmesi bakimindan gereken 6nemin
verilmesini gerektirmektedir. Okullarda bu egitimin bu konuda profesyonellesmis
kisilerce ve teorik egitimin yanisira giincel ornekler verilerek yiiriitiilmesi gencler icin

daha ilgi gekici hale gelebilir.

Alanyazi incelemesi sonucunda siber zorbalik ve magduriyet konusunda diinya
capinda bir¢ok arastirmaya ulasilmistir. Bu arastirmalar genellikle siber zorbaligi
yordayan faktorler, siber zorbalik ve magduriyetin yayginligi, nedenleri, etkileri, siber
zorbalik/magduriyet deneyimleri, vb. konular1 kapsamaktadir. Fakat siber zorbalik ve
siber magduriyet iizerinde yeni medya okuryazarligmin roliinii ele alan ¢alismalara
rastlanmamistir. Diinya lizerinde neredeyse biitiin iilkelerde 6zellikle de gengler arasinda
yaygim bir sorun olarak goriilen siber zorbalik ve siber magduriyetin dnlenmesi veya
sikligmnin azaltilmasi bakimindan yeni medya okuryazarlik diizeylerinin nasil bir rol
oynadiginin incelenmesi gergeklestirilecek miidahale programlari icin de 6nem teskil
etmektedir. Literatlrdeki bu agig1 kapatabilmek amaciyla mevcut ¢alismada yeni medya
okuryazarlik diizeyinin siber zorbalilk ve siber magduriyet iizerindeki rolii

arastirilmaktadir.
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BOLUM III
YONTEM

Bu boliimde arastirmanin modeli, evren ve drneklem grubu, verilerin toplanmasi,
veri toplama araglar1 ve arastirma kapsaminda elde edilen verilerin ¢oziimlenmesine

iliskin bilgiler yer almaktadir.
3.1 Arastirmanin Modeli

Bu arastrmada yeni medya okuryazarhiginin siber zorbalik ve siber
magduriyetteki rolii tartisilmaktadir. Lise Ogrencilerinin yeni medya okuryazarhk
diizeyleri ile siber zorbalik ve siber magduriyet davranislar1 arasindaki iligkiyi incelemeyi
amaclamaktadir. Ayn1 zamanda 6grencilerin demografik ve tanimlayici 6zelliklerine gore
medya okuryazarligi, siber zorbalik ve siber magduriyet diizeylerinin degisip
degismedigini incelemeyi amaglamaktadir. Arastirma modeli olarak genel tarama
modelinin bir alt tiri olan iliskisel tarama modeli kullanilmustir. Iliskisel tarama modeli,
iki veya daha fazla degisken arasinda ortak bir degisimin varligin1 ve bu degisimin

derecesini belirlemeyi amaglayan bir arastirma modelidir (Karasar, 2005).
3.2 Evren ve Orneklem

Arastirmanin evrenini 2019-2020 egitim-6gretim yilinda Izmir ilinde yer alan
mesleki ve teknik lise 6grencileri olusturmaktadir. MEB istatistiklerine gore (Milli Egitim
Istatistikleri, 2019-2020) evrendeki birey sayis1 87.373’tiir. (Evreni temsil edebilecek
minimum Orneklem sayis1 ise %99 giliven diizeyi ve %5 hata pay1 ile 661 olarak

hesaplanmistir. *

1Gerekli minimum 6rneklem sayist hesabinda kullamlan formiil su sekildedir; (Ozdamar, 2003:116-118)

N.t2.p.q
T d2(N-1)+t2p.q

d=0.05 (Sapma orani, géze alinan sapma orani, giiven aralig1 %5)
p=q=0.50 (Bir olayin goriilme olasiligi p, gériilmeme olasiligi 1-p=q)
.01, w) = 2.326 (a=0.01 ve N>120 icin t tablo degeri)
N=Evrendeki birey sayisi

n= Gerekli minimum 6rneklem sayisi
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Aragtirmanin drneklemini ise Izmir ili Konak ilgesine bagli bir mesleki ve teknik
lisede yer alan tim &grenciler olusturmaktadir. 2019-2020 egitim-6gretim yilinda bu
okulda egitim goren O6grencilerin tiimiine yiliz-yiize anket uygulanmistir. 2019-2020
egitim-0gretim yil1 itibari ile okul mevcudu 876°d1r, anket uygulamasi yapilan giinlerde
okulda bulunmayan ve anketleri diizgiin cevaplamayan 6grenciler ¢ikarildiginda toplam
859 ogrenci arastirmaya dahil edilmistir.

3.3. Arastirmada Kullanilan Veri Toplama Araclan

Arastirma kapsaminda kullanilan veri toplama formu 4 kisimdan olusmaktadir,
ilk kisim kisisel bilgi formu iken, diger kisimlar Yeni Medya Okuryazarhk Olgegi, Siber
Zorbalik Olgegi ve Siber Magduriyet Olgeginden olusmaktadir.

3.3.1. Kisisel Bilgi Formu

Kisisel bilgi formu arastirmaci tarafindan olusturulmus olup, Ogrencilerin
demografik 6zelliklerini ve internet kullanim aliskaniklarmi anlamaya yoneliktir. Formda
cinsiyet, smif diizeyi, anne-baba ¢alisma durumu, anne-baba egitim diizeyi gibi
demografik yapiy1 belirlemeye calisan sorular bulunmaktadir. Bunun disinda, internet
kullanim siireleri, internet kullanimi konusunda ebeveyn denetiminin olup olmamasi,
internet kullanim amaci, internet kullanimimin nereden 6grenildigi, internette bir sorunla
karsilagildiginda ne sekilde ¢oziilmeye calisildigi, internet kullanimi konusunda bir
egitim alinip alinmadigi gibi internet kullanim ile baglantili sorular bulunmaktadir.

3.3.2. Yeni Medya Okuryazarhk Olcegi

Gegerlik-giivenirlik ¢alismasi yapilan Kog¢ ve Barut (2016) tarafindan gelistirilen
“Yeni Medya Okuryazarhigi Olgegi 35 madde ve 4 alt boyuttan (Fonksiyonel Tiiketim,
Elestirel Tiiketim, Fonksiyonel Uretim ve Elestirel Uretim) olusmaktadir. Mevcut élgek
5'li Likert tipi (5: kesinlikle katiliyorum, 4. katilyyorum, 3: kararsizim, 2: katilmiyorum,
1: kesinlikle katilmiyorum)” ile derecelendirilmistir. Katilimcilarin 6lgekten aldiklari
toplam puanin artmasi, yeni medya okuryazarhiginin yiiksek oldugunu géstermektedir.

3.3.3. Siber Zorbahk Ol¢egi

Aricak, Kinay ve Tanrikulu (2011) tarafindan gelistirilen dlgegin yap1 gegerligi
acimlayict faktor analizi ile incelenmistir. Analiz sonucunda olgegin tek faktorlii bir
yapiya sahip oldugu goriilmiistiir. Bulunan bu tek faktor toplam varyansin %50,58'ini

aciklamaktadir “Olgegin Cronbach alfa katsayisi 0.95; Test tekrarlanabilirlik katsayisi
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0.70 olarak bulunmugstur. Bu degerlere dayali olarak olgegin giivenilir oldugu
soylenebilir. Olcek 24 maddeden olusmakta ve 4'lii Likert tipinde (hi¢hir zaman, bazen,
cogu zaman, her zaman) derecelendirilmistir. Olcekten alinabilecek en diisiik puan 24,
en yiiksek puan 96'dir”. Yiksek puanlar yiiksek diizeyde siber zorbalik davranisini
gosterir.

3.3.4. Siber Magduriyet Olcegi

Aricak, Tanrikulu ve Kimnay (2011) tarafindan gelistirilen 6lgegin yap1 gecerligi
acimlayici faktor analizi ile incelenmis ve Olgegin tek faktorlii bir yapiya sahip oldugu
gosterilmistir. Bu tek faktdr toplam varyansmn %30.17'sini agiklamaktadir. Olgegin
tamami i¢in Cronbach alfa katsayis1 0.89 ve test-tekrar test giivenirlik katsayisi 0.75'ir.
Bu degerler Olgegin giivenilir bir dlgek oldugunu gostermektedir. Siber Magduriyet
“Olcegi 24 maddeden olusmaktadir. Olgek “evet” ve “hayir” seklinde yanitlanmaktadr.
Olcekten alinabilecek en diisiik puan 24, en yiiksek puan 48'dir”. YUksek puanlar siber
magduriyet durumunun yiiksek oldugu anlamima gelmektedir.

Olgek degiskenlerinin giivenirlik diizeyleri Cronbach alfa giivenirlik katsayisi
kullanilarak kontrol edilmistir. Bir 6lgekteki sorularin varyanslariin toplamimin toplam
varyansa boliinmesiyle Cronbach's alpha elde edilir. Alfa katsayisi, bir 6l¢ekteki sorularm
belirli gruplarda homojen bir yap1 olusturup olusturmadigini belirlemeye ¢alisir. 0 ile 1
arasinda bir deger alir. Negatif bir alfa degeri, giivenilirligin ihlal edildigi anlamina gelir.
Cronbach alfa katsayisi i¢in sosyal bilimlerde Tablo 1'deki araliklara gore giiven diizeyi
tanimlanabilir.

Tablo 1. Cronbach’s Alpha Referans Degerleri

Arahk Giiven Diizeyvi

Alpha <050 Yetersiz Giivenirlilik Diizevi

0.50=Alpha<0.70 Genel Kabul Géren Giivenirlilik
Diizeyi

0.70=Alpha=0_80 Iyvi Derecede Giivenilir

0.80=Alpha=0.90 Cok Iyi Derecede Giivenilir

0.90=Alpha Miikemmel Derecede Giivenilir

Kaynak: Ozdamar, K. (2016). Ol¢cek ve Test Gelistirme. s.114
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Olgek ve alt boyutlar1 icin hesaplanan Cronbach’s Alpha Giivenirlilik katsayilar1 tablo
2’deki gibidir.
Tablo 2. Cronbach’s Alpha Giivenirlilik Katsayilar:

Alt Bovut /Olcek Madde Sayis1 Cronbach’s Alpha (a)
Fonksiyonel Tiiketim Boyutu 7 0.872

Elestirel Tiiketim Boyutu 11 0.934

Fonksiyonel Uretim Boyutu 7 0.897

Elestirel Uretim Boyutu 9 0.930

Yemi Medya Okur Yazarlik| 34 0.870

Olgegi

Siber Zorbalik Olgegt 24 0.948

Siber Magduriyet Olgegi 23 0.935

Tablo incelendiginde fonksiyonel tiiketim boyutunun ¢ok iyi derecede (0.8<a<0.9), diger
alt boyut ve oOlceklerin ise miilkemmel derecede giivenilir 6lgme araglar1 olduklari

goriilmektedir. (0.9<a<1.0),

3.4. Verilerin Analizi

Anketler kullanilarak arastirma kapsaminda toplanan veriler, gerekli sayisal
kodlama ile 6nce Microsoft Excel programma girilmis, daha sonra veri dosyas1 IBM
SPSS 24.0 versiyonuna aktarilmis ve s6z konusu paket program kullanilarak gerekli tiim

istatistiksel degerlendirmeler yapilmistir.

Elde edilen veriler daha dnce eksik degerler acisindan kontrol edilmis ve herhangi
bir eksik veri bulunmamistir. Daha sonra veri setindeki u¢ degerleri incelemek i¢in
degisken z-skor degerleri hesaplanmis ve z-skoru 3.17'nin Uzerinde olan 8 gozlem
bulunmustur. Ug degerlere sahip gbzlemler toplam gdzlem sayismin %5'inden az oldugu
icin manipiilasyon siliphesi olmayan 8 gozlem ¢alisma dis1 birakilmistir (Tabachnick ve
Fidell, 2013).

Takip eden sonug¢lar bolimiiniin ilk kismi, arastirmaya katilan 6grencilerin

tammlayic1 ve demografik istatistiklerini igermektedir. Ikinci bdliimde arastirmada
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kullanilan 6lgeklere verilen yanitlarin frekans dagilimlari ile ortalama ve standart sapma
degerleri verilmistir. Ugiincii boliimde ise arastrmanin 6lgme araclar1 olan dlcek ve alt
boyutlarin degerlerine iliskin betimsel istatistikler ve normallik testleri yer almaktadir.
Dordiincii boliim, hipotez testleri ile incelenmesi gereken arastirma sorularina uygun
hipotez testlerinin ¢ozliimlerini icermektedir.

Arastirmada kullanilan Olgeklerin normale yakin dagildigi goriildiiglinden

normale yakin dagilim durumunda daha giivenilir olduklar1 bilinen parametrik test
tekniklerinin uygulanmasina karar verilmistir.? (Karag6z, 2016).
Stirekli degiskenler arasindaki iligkilerin incelenmesini igeren arastirma sorularinin
cevaplanmasi amaciyla korelasyon analizleri ile birlikte regresyon modelleri tahmin
edilmistir. Regresyon analizi sirasinda tama yakin g¢oklu dogrusal baginti sorunu
goriildigiinden bagimsiz degiskenlerin bagimli degisken Uzerine teker teker regrese
edilmesine karar verilmistir. Regresyon analizi sonrasinda hata terimleri ile ilgili
otokorelasyon ve degisen varyans sorunlari incelenmis ve goriilen otokorelasyon ve
degisen varyans sorunlarindan kaynaklanacak katsay1 etkinligi sorunlarin1 gidermek
amaciyla NEWEY-WEST direncli standart hatalar yonteminden faydalanilmistir
(Gujarati ve Porter, 2009).

Diger arastirma sorularmin cevaplamasi ise gruplar arasinda 6lgek ve alt boyut
ortalamalarmin karsilastirmasina dayanmaktadir. iki grup ortalamasinin karsilastirilmasi
icin bagimsiz drneklem T-Testi, ikiden fazla grup ortalamasmin karsilastirilmasi i¢in ise
Anova testinden faydalanilmistir. Parametrik testler i¢in karsilastirilacak gruplarin liye
sayisinin 30’dan kiiciik olmamasi ve birbirine oran olarak 4 kat iiye sayis1 olmamasi
varsayimlar1 kontrol edilerek bazi gruplarin birlestirilmek suretiyle test giivenirlilikleri

artirilmistir.

2 Hp dogru oldugu halde arastirma sonucu Hi hipotezinin dogru bulunmasi olarak tanimlanabilecek 1.tip
hata olasilig1 non-parametrik hipotez testlerinde daha ylksektir. (Kalayci, 2006, s.85)
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Bagimsiz 6rneklem T-testi i¢in sifir ve alternatif hipotezler asagidaki gibidir:

“Ho: pa=wz (Tki grubun ortalamalar: arasinda istatistiksel olarak énemli bir fark yoktur.)

Hu: watus (Iki grubun ortalamalar arasinda istatistiksel olarak énemli bir fark vardir.)”

T testi istatistiginin (t) hesaplanan anlamlilik degeri (p) ile se¢ilen anlamlilik diizeyi (%5)
karsilastirildiginda, p > 0,05 olmas1 durumunda HO hipotezi reddedilir ve H1 hipotezi
kabul edilir, aksi halde kabul edilmelidir. HO hipotezi. Test sonucunda istatistiksel olarak
anlamli bir fark bulunursa, grup ortalamalar1 karsilastirilabilir ve hangi grup seviyesinin

daha yiiksek olduguna karar verilebilir.

Diger yandan bagimsiz Orneklem T-Testi gruplarm varyans homojenligi 6zelligi
tasimamas1 durumunda diizeltme faktorii igeren ikinci bir test istatistigi gerektirmektedir.
Bu sebeple oOnce varyans homojenlikleri denetlenmis ardindan varyans

homojenligi/heterojenligi durumuna uygun t istatistigi kullanilmistir (Karagoz,
2016,383-391).

Anova testi i¢in sifir ve alternatif hipotezler asagidaki gibidir.

“Ho. u1=u2=us=um (M adet grup ortalamas: arasinda istatistiksel olarak onemli bir fark
yoktur.)

Hi: atuo#us#um (m adet grup ortalamasindan en az biri digerlerinden istatistiksel
olarak onemli bir sekilde farkhdir.)”

Bagimsiz 6rneklem t testi ile benzer sekilde hesaplanan Anova testi istatistiginin (F)
anlamlilik degeri (p), se¢ilen anlamlilik diizeyiyle (%5) karsilastirildiginda, p > 0.05
olmas1 durumunda HO hipotezi su sekildedir: reddedilir ve H1 hipotezi kabul edilir, aksi
takdirde HO hipotezi kabul edilmelidir.

Anova testi hipotezlerinden de anlagilacagi lizere test karsilastirilan gruplardan en az

birinin digerlerinden manidar bir farklilik gosterip gdstermedigini smamaktadir. Bu
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sebeple gruplar arasinda manidar bir farklilik goriilmesi durumunda farkin hangi grup
veya gruplardan kaynaklandiginin tespiti amaciyla Post Hoc testleri 6nerilmektedir. Post
Hoc testi seciminde ise grup varyanslarinin homojenligi/heterojenligi 6nem arz
etmektedir. Homojen varyans durumunda en sik kullanilan Post Hoc testi Tukey’s testi
iken, heterojen varyans durumu i¢in Tamhane’s T2 testinin kullanilmasi tercih edilmistir
(Karagoz, 2016,419).

Arastrma boyunca anlamlilik diizeyi olarak %35 segilerek bulgularin %95 giiven

diizeylerinde yorumlanmasi saglanmustir.
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BOLUM IV
BULGULAR VE YORUMLAR

Aragtirmanm bu kisminda anket verilerinin analizi sonucu elde edilen bulgular

paylasilmistir.
4.1 Tammmlayic1 Ve Demografik Bulgular

Aragtirmaya dahil edilen 6grencilere dair tanimlayici istatistikler tablo 8’deki
gibidir.

Tablo 8. Demografik ve Tanimlayiei Istatistikler

Ozellik Kategori Frekans(n) Yiizde (%)
Erkek 472 54.9%
Cinsiyet Kadin 387 45.1%
Toplam 859 100.0%
9.Smmf 232 27.0%
10.Simf 198 23.1%
Sinif 11.Simf 251 29.2%
12.Simf 178 20.7%
Toplam 859 100.0%
Okur-Yazar Degil 22 2.6%
Okur-Yazar 32 3.7%
1lkokul 175 20.4%
s Ortaokul 184 21.4%
Beba Hgitm Lise 317 36.9%
Universite 116 13.5%
Yiiksek Lisans-Doktora 13 1.5%
Toplam 859 100.0%
Okur-Yazar Degil 31 3.6%
Okur-Yazar 58 6.8%
Tlkokul 194 22.6%
e Ortaokul 181 21.1%
Anne Egitim Lise 273 31.8%
Universite 112 13.0%
Yiiksek Lisans-Doktora 10 1.2%
Toplam 859 100.0%
Evet 292 34.0%
Anne Calisma Durumu Hayir 567 66.0%
Toplam 859 100.0%
Evet 733 85.3%
Baba Caligma Durumu Hayir 126 14.7%
Toplam 859 100.0%
Bir Arada 640 74.5%
Baba Oli 55 6.4%
; . Anne Oli 23 2.7%
Anne Baba Bir Arada Yasam “Anne Baba Ol 3 0.6%
Anne Baba Sag Fakat Bogandi 136 15.8%
Toplam 859 100.0%

Ogrencilerin cinsiyete gore dagihimlari su sekildedir; %54.9 erkek (n=472), %45.1
kadm (n=387). Ogrencilerin smif diizeylerine gore dagilimlar1 su sekildedir; %27 9.smif
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(n=232), %23.1 10.sm1f (n=198), %29.2 11.smif (n=251), %20.7 12.smif (n=178). Baba
egitim durumuna gore dagilim su sekildedir; %2.6 okur-yazar degil (n=22), %3.7 okur-
yazar (n=32), %20.4 ilkokul (n=175), %21.4 ortaokul (n=184), %36.9 lise (n=317),%13.5
universite (n=116), %1.5 yiiksek lisans-doktora (n=13). Anne egitim durumlarma dair
bulgular ise su sekildedir; %3.6 okur-yazar degil (n=31), %6.8 okur-yazar (n=58), %22.6
ilkokul (n=194), %21.1 ortaokul (n=181), %31.8 lise (n=273), %13 Universite (n=112),
%1.2 yiiksek lisans-doktora (n=10). Anne ¢aligma durumuna gore 6rneklem dagilimi su
sekildedir; %34 calisiyor (n=292),%66 ¢alismiyor (n=567). Baba calisma durumuna dair
orneklem dagilimi su sekildedir; %85.3 calisiyor (n=733), %14.7 ¢alismiyor(n=126).
Ailenin birlikte olmasina dair istatistikler su sekildedir; %74.5 bir arada (n=640), %6.4
baba 6lii (n=55), %2.7 anne 6lii (n=23), %0.6 anne baba 6lii (n=5), %15.8 anne baba sag
fakat bosand1 (n=136).

Ogrencilerin internet kullanimlar1 ile ilgili tammlayic1 6zelliklerine dair

istatistikler tablo 9’daki gibidir.
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Tablo 9. internet Kullanim ile flgili Tanmimlayici istatistikler

Oizellik Eategori Frekanz (=) | Yozde (%5)
Fra B2l 27.8%
Insemmet Hallanmo Hayw i 12
Toplam 50 100.0%
lnsermate gimme mmanmin ve Eva B0 1%
sireeizi denetleyean bmbaler var | Hayor 478 35.B%
zul Toplam 552 100.0%
tutoemats daha gal: hangi (e 4410 32.3%
i BEman | Gace 410 +7.7%
araligmda baglansyarmmus? Toplam L T00.0%
Evde bilgisayardas 177 6%
Cop talefonundas 603 70.2%
Takl:sten 71 R
ﬁ;]“ﬁc“:&_‘“”“ Chalis Eilgizarardan i T
Insermat kafudem B 0a%
Drger 0 [T
Toplam T 100.0%
1 szactem 2z 47 55%
1-1 zxat aran: 1ED 0%
Crtalams olarak gimds kag saatnizi | 2-3 szt araa I17 I5.5%
internets ayrmakiasme’ 3-4 spat araat 146 17.2%
4 szat ve Tatd 158 0%
Toplam 50 100.0%
Ailemdae 154 18.2%
Ariadaglanmdan 70 81%
Insermat kallan=says nasi Cimldan 35 4.1%
aErsndiniz? Fandi kandize 554 68.0%
Tiger 14 1.6%
Toplam BT 100.0%
Arkadaglanma soranm 145 17.0%
) . Crgratmemlarimdan vardm bterim 7 0.E%
ﬁq“;:i{m“““ TR LSOO Y e T ghzerim T 1%
- ! . .-‘..i.l.nm.d.qn:'ud'_m teferim. 1?1 10.5%
Dager 3 0%
Toplam 55 100.0%
Sosral madya kallames 305 135%
Egitimn’ Diars! Aragtirma 160 12.7%
Doaya’ Program indirma 50 5.0%
Insemati sm gok hamgi amagla Habarlojms L] T.0%
Enllanmyorsunes? Chom oymamse 172 10.0%
Mnxik dinlams Film fxhees 4 10.9%
Tiger ] 0.0%
Toplam 50 100.0%
Fizndivs kadar taknelsji vera Evs 152 16.5%
internet kullamm ils ilgili berhamgi | Hayor 717 B3.5%
Tdr editme katldimer w7 Toplam D) 100.0%

Ogrencilerin %97.8°1 internet kullandigin1 (n=840), %2.2’si ise kullanmadigimi
ifade etmistir.(n=19). Ogrencilerin %44.2’si internet kullanirken Internete girme
zamaninizi ve siirenizi denetleyen biri/birileri oldugunu (n=380), %55.8’1 olmadigin1

ifade etmistirler. (n=479). Internete baglanma zamanlar1 ile frekans dagilimi su
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sekildedir; %52.3 giindiiz (n=449), %47.7 gece (n=410). internette en sik baglanilan yer
ile ilgili istatistikler su sekildedir; %20.6 evde bilgisayardan (n=177), %70.2 cep
telefonundan (n=603), %8.3 tabletten (n=71), %0.9 internet kafeden (n=8). Gunlik
internet kullanimina gore 6rneklem dagilimi su sekildedir; %5.5 1 saatten az (n=47), %22
1-2 saat aras1 (n=189), %25.3 2-3 saat aras1 (n=217), %17.2 3-4 saat aras1 (n=148), %30
4 saat ve {istii (n=258). Ogrencilerin internet kullanimin1 8grendikleri kaynaklara gore
dagilimi su sekildedir; %18.2 aile (n=156), %38.1 arkadas (n=70), %4.1 okul (n=35), %68
kendi kendine (n=584), %1.6 diger (n=14). Ogrencilerin internet kullanirken yasadiklar1
sorunlarin ¢oziimleri ile ilgili istatistikleri su sekildedir; %17 arkadaslarima sorarim
(n=145), %0.8 d6gretmenlerimden yardim isterim (n=7), %51.3 kendim ¢6zerim (n=439),
%30.5 ailemden yardim isterim. (n=261), %0.4 diger (n=3). Ogrencilerin internetti
siklikla kullanim amaglarina gore dagilimlart su sekildedir; %35.5 sosyal medya
kullanim1 (n=305), %19.7 egitim/ ders/ arastirma (n=169), %6.9 dosya/ program indirme
(n=59), %7 haberlesme (n=60), %20 oyun oynama (n=172), %10.9 miizik dinleme/film
izleme (n=94). Ogrencilerin %16.5°i internet kullanim ile ilgili egitim aldigini ifade
ederken (n=142), %383.5’i bu konuda herhangi bir egitim almadigini ifade
etmistir.(n=717).

4.2 Frekans Analizleri

Calismanin bu boliimiinde 6l¢ek sorularina verilen cevaplarin frekans dagilimlari

ile madde ortalama degerleri ve standart sapma degerleri sunulmaktadir.
4.2.1 Yeni Medya Okuryazarhk Olcegi Frekans Analizleri

Yeni medya okuryazarlik 6lgegi fonksiyonel tiiketim boyutu maddeleri frekans
analizi bulgular1 tablo 10’daki gibidir.
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Tablo 10. Yeni Medya Okuryazarhk Olcegi Fonksiyonel Tiiketim Boyutu
Maddeleri Frekans Analizi Bulgulan

E| E g g g
g =] =] E E % E
Madde EE E g £ | 5 g |ss
H = = H |"1 H |"1
2| 2 s i i
n|% | n | % |n|%|n| %| o %
Medyada thtiyag duyulan bilgiye
ulagmal igin arama motorlan ve il = - - - = - 5 1s -
ver. tabanlarmm nasil 4451 46) 54|120(15.0( 159 18.5| 481|56.0(415(1.17
kullanacagin bilirim.
Medyadzki yenilikleri ve
degigikliklen takip edebilme 33(3.8( 64 T3|151(17.6| 259|302 352 410(3 87111
noktaznda ylyim.
Bilgiye ulagmada farkl: medya
ortamlarm kullanmak benim igin |85 (99| 32| 6.1|146|17.0) 176 20.5| 400| 46.6|3.88 | 132
kolaydr.
Medvada sunulan agik ve gizhi - - - - .
mesajlarm farkuna varabilirim. 63 (7.6 (120 14.0) 117 [13.6( 245|285 314|366 (372 1.29

Medyadz siddet ve bask: unsuru

igeren mesajlan tespit edebilirim. 3362107123212 24.7) 243283 244|284 | 3601220

Medya igeriklerinin politik,

ekonomik ve sosval boyutlanm 21 (24129150207 (241 157 183 345|402 (3.79(1.19
anlavabilirim.

Medya iizerinde farkh fikir ve - - . 47

diisimeeleri tespit edebilirim. 16(1.9|102)11.9| 145 (175|228 26.5| 364 |424(396(1.11
Fonksiyonel Tiiketim Boyutu 387|091

X : Ortalama, S.S: Standart Sapma

Medyada ihtiyacim olan bilgiyi bulmak i¢in arama motorlarini ve veritabanlarini
nasil kullanacagimi biliyorum. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki
gibidir; %5.1 kesinlikle katilmiyorum (n=44), %5.4 katilmiyorum (n=46), %]I5
kararsizim (n=129), %18,5 katiliyorum (n=159), %56 kesinlikle katiliyorum (n=481).
Madde ortalamasi (4,15 £ 1,17) incelendiginde 6rneklem ortalamasinin katiliyorum

cevabina yakin oldugu goriilmektedir.

Medyadaki yenilikleri ve degisiklikleri iyi takip edebilirim. Maddeye verilen
cevaplarin frekans dagilimlar1 asagidaki gibidir; %3,8 kesinlikle katilmiyorum (n=33),
%7,5 katilmiyorum (n=64), %17.6 kararsizim (n=151), %30,2 katiliyorum (n=259), %41
tamamen katiliyorum (n=352). Maddenin ortalamasi (3.97 £ 1.11) incelendiginde

orneklem ortalamasmin katiliyorum cevabina yakin oldugu goriilmektedir.
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Bilgi almak i¢in farkli medyalar1 kullanmay1 kolay buluyorum. Maddeye verilen
cevaplarin frekans dagilimlar1 asagidaki gibidir; %9,9 kesinlikle katilmiyorum (n=85),
%06,1 katilmiyorum (n=52), %17 kararsizim (n=146), %20,5 katiliyorum (n=176), %46,6
tamamen katiliyorum (n=400). Madde ortalamasi (3.88 + 1.32) incelendiginde 6rneklem

ortalamasimin katiliyorum cevabina yakin oldugu goriilmektedir.

Medyada sunulan agik ve gizli mesajlarin farkina varabilirim. Maddeye verilen
cevaplarin frekans dagilimlar1 asagidaki gibidir; %7.6 hi¢ katilmiyorum (n=65), %14
katilmiyorum (n=120), %13.6 kararsizim (n=117), %28,3 katiliyorum (n=243), %36,6
tamamen katiliyorum (n=314). Madde ortalamasi (3,72 + 1,29) incelendiginde 6rneklem

ortalamasinin katiliyorum yanitina yakin oldugu goriilmektedir.

Medyadaki siddet ve baski mesajlarini anlayabilirim. Maddeye verilen cevaplarin
frekans dagilimlar1 asagidaki gibidir; %6,2 kesinlikle katilmiyorum (n=53), %12,5
katilmiyorum (n=107), %24,7 kararsizim (n=212), %28,3 katiliyorum (n=243), %28.4
tamamen katiliyorum (n=244). Madde ortalamasinin (3,6 + 1,2) incelenmesi, drneklem

ortalamasinin katiliyorum cevabina yakin oldugunu gostermektedir.

Medya igeriginin politik, ekonomik ve sosyal boyutlarii anlayabilirim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %2,4 kesinlikle katilmiyorum
(n=21), %15 katilmiyorum (n=129), %24,1 kararsizim (n=207), %18,3 katiliyorum
(n=157), %40,2 kesinlikle katiliyorum (n=345). Maddenin ortalamas1 (3,79 + 1,19)
incelendiginde oOrneklem ortalamasinin  katiliyorum cevabma yakin oldugu

gorulmektedir.

Medyadaki farkli fikir ve diisiinceleri belirleyebilirim. Maddeye verilen
cevaplarin frekans dagilimlar1 asagidaki gibidir; %1.9 kesinlikle katilmiyorum (n=16),
%11.9 katilmiyorum (n=102), %17.3 kararsizim (n=149), %26.5 katiliyorum (n=228),
%42.4 kesinlikle katiliyorum (n=364). Madde ortalamas1 (3.96 + 1.11) incelendiginde

orneklem ortalamasimim katiliyorum cevabima yakin oldugu goriilmektedir.

Fonksiyonel tiikketim boyutunun (3.87 £ 0.91) ortalamasi incelendiginde 6rneklem

ortalamasmin benim de katildigim cevaba yakin oldugu goriilmektedir. Yeni medya
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okuryazarlig1 6lgeginin elestirel tiikketim boyutu 6gelerinin frekans analizi sonuglar1 Tablo

11'de sunulmaktadir.

Tablo 11. Yeni Medya Okuryazarhk Olcegi Elestirel Tiiketim Boyutu
Maddeleri Frekans Analizi Bulgulan

g g
sE| E g g -
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| 4| 9% | 4 :
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olmadszrm anlayzhilirim 5141 23) 2 31| 36247 |2BE (323 609 4.40| 008
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Medyzmun bireyler Gzermdeki chumlu va : " e . 2
olumsuz etkilarini belirleyebilirim 34)40( 38 |68 | 123|143 |274(319(370| 45.1)4.03] 1.10

Madya ipeniklerini vasal ve stiksel apilardan
(lizanzziz programlar, yasak siteler, kizizel I9)34( B3 | 102|191 | 222|185 (227 (356414389 1.16
haklara savzi vh.) degZerlendirebalivim.

Madva igeriklerini girvenirhik, gegerlik,
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X : Ortalama, S.S: Standart Sapma

Medya igeriginin bilgi, iletisim, eglence vb. Amaglarint ve islevlerini ayirt
edebilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %0,9

kesinlikle katilmiyorum (n=8), %9,8 katilmiyorum (n=84), %7,9 kararsizim (n=68),
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%29,8 katiliyorum (n=256), %51.6 tamamen katiliyorum (n=443). Madde ortalamasi
(4.21 £ 1.01) incelendiginde 6rneklem ortalamasinin katiliyorum cevabina yakim oldugu

gorulmektedir.

Medya iceriginin reklam amag¢li kullanilip kullanilmadigini anlayabilirim.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %4,1 kesinlikle
katilmiyorum (n=35), %2,7 katilmiyorum (n=23), %3,6 kararsizim (n=31), %?28,8
katiliyorum (n=247), %60,9 tamamen katiliyorum (n=523). Madde ortalamas1 (4.4 +
0.98) incelendiginde Orneklem ortalamasmin katiliyorum cevabma yakin oldugu

gorulmektedir.

Medya icerigini kim olusturur, tiirii, amaci vb. Ozelliklerine gore
smiflandirabilecegim maddeye verilen yanitlarin frekans dagilimlar: su sekildedir; %2.2
kesinlikle katilmiyorum (n=19), %7.5 katilmiyorum (n=64), %18.6 kararsizim (n=160),
%30.4 katiliyorum (n=261), %41.3 tamamen katiliyorum (n=355). Maddenin ortalamas1
(4.01 £ 1.05) incelendiginde 6rneklem ortalamasinin katiliyorum cevabina yakin oldugu

gorulmektedir.

Arastirma yoluyla farkli medyalardan bilgi veya haberleri karsilastirabilirim
maddesine verilen yanitlarin frekans dagilimlar1 asagidaki gibidir; %4,4 kesinlikle
katilmiyorum (n=38), %10,4 katilmiyorum (n=89), %15 kararsizim (n=129), %18,9
katiliyorum (n=162), %51,3 kesinlikle katiltyorum (n=441). Maddenin ortalamasi (4.02
+ 1.22) incelendiginde orneklem ortalamasinin katiliyorum cevabina yakin oldugu

gorulmektedir.

Kendi goriislerimi medyadan aldigim bilgilerle iliskilendirebilirim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %3.8 kesinlikle katilmiyorum
(n=33), %12.2 katilmiyorum (n=105), %18.3 kararsizim (n=157), %20.5 katiliyorum
(n=176), %45.2 tamamen katiliyorum (n=388). Maddenin ortalamas1 (3.91 = 1.21)
incelendiginde Orneklem ortalamasmin katiliyorum cevabma yakin oldugu

gorulmektedir.

Akilli sinyallere bakarak medya icerigini kullanip kullanmamaya karar

verebilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %3.7 hi¢
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katilmiyorum (n=32), %5 katilmiyorum (n=43), %17.9 kararsizim (n=154), %28.4
katiliyorum (n=244), %44,9 kesinlikle katiltyorum (n=386). Maddenin ortalamas1 (4.06
+ 1.08) incelendiginde Orneklem ortalamasinin katiliyorum cevabina yakin oldugu

gorulmektedir.

Medyadaki mesajlarin dogrulugu ve yanlhishg: hakkinda yargiya varmayi kolay
buluyorum. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %2.8 hi¢
katilmiyorum (n=24), %5.9 katilmiyorum (n=51), %]17.6 kararsizzim (n=151), %28.9
katiliyorum (n=248), %44.8 tamamen katiliyorum (n=385). Maddenin ortalamasi (4.07 +
1.05) incelendiginde Orneklem ortalamasmin katiliyorum cevabma yakin oldugu

gorulmektedir.

Medyanin bireyler iizerindeki olumlu ve olumsuz etkilerini belirleyebilirim
maddesine verilen yanitlarin frekans dagilimlart su sekildedir; %4 kesinlikle
katilmiyorum (n=34), %6.8 katilmiyorum (n=58), %14.3 kararsizim (n=123), %31.9
katiliyorum (n=274), 43, %1 kesinlikle katiliyorum (n=370). Maddenin ortalamas1 (4.03
+ 1.1) incelendiginde Orneklem ortalamasmin katiliyorum cevabina yakin oldugu

gorulmektedir.

Medya igeriklerini yasal ve etik agilardan degerlendirebilirim (lisanssiz
programlar, yasakli siteler, kisilik haklarina saygi vb.). Maddeye verilen cevaplarin
frekans dagilimlar1 asagidaki gibidir; %3.4 kesinlikle katilmiyorum (n=29), %10.2
katilmiyorum (n=88), %22.2 kararsizim (n=191), %22.7 katiliyorum (n=195), %41.4
tamamen katiliyorum (n=356). Maddenin ortalamasi (3,89 + 1,16) incelendiginde

orneklem ortalamasinin katiliyorum cevabima yakin oldugu goriilmektedir.

Medya igerigini giivenilirlik, gegerlilik, nesnellik ve giincellik ag¢isindan
degerlendirebilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir;
%?2.8 hi¢ katilmiyorum (n=24), %12.2 katilmiyorum (n=105), %17.6 kararsizim (n=151),
%30.2 katiliyorum (n=259), %37.3 kesinlikle katiliyorum (n=320). Maddenin ortalamas1
(3.87 £ 1.13) incelendiginde 6rneklem ortalamasinin katiliyorum cevabina yakin oldugu

gorilmektedir.
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Kendimi medya i¢eriginin sonug¢larindan ve risklerinden koruyabilirim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %4,5 kesinlikle katilmiyorum
(n=39), %2,6 katilmiyorum (n=22), %19,8 kararsizim (n=170), %27,1 katiliyorum
(n=233), %46 tamamen katiliyorum (n=395). Maddenin ortalamas1 (4.07 = 1.08)
incelendiginde Orneklem ortalamasinin  katiliyorum cevabina yakin oldugu
goriilmektedir. Kritik tiikketim boyutunun (4.05 £ 0.86) ortalamasi incelendiginde, 6rnek
ortalamanin benim de katildigim cevaba yakm oldugu goriilmektedir. Yeni medya
okuryazarlik 6lceginin islevsel tiretim boyutu unsurlarmin frekans analizi sonuglar1 Tablo

12'de sunulmustur.

Tablo 12. Yeni Medya Okuryazarhk Olcegi Fonksiyonel Uretim Boyutu
Maddeleri Frekans Analizi Bulgulan
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X : Ortalama, S.S: Standart Sapma

Medya ortamlarinda kullanici hesaplar1 veya profiller olusturabilirim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %2.1 hi¢ katilmiyorum (n=18),

%3 katilmiyorum (n=26), %8.7 kararsizim (n=75), %22.4 katiliyorum (n=192), %63,8
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kesinlikle katiliyorum (n=548). Maddenin ortalamasi (4.43 + 0.92) incelendiginde

orneklem ortalamasmin katiliyorum cevabina yakin oldugu goriilmektedir.

Medya igerigi (resim, video klip, metin vb.) olusturmak icin gerekli donanim
aracglarint kullanabilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki
gibidir; %2.7 hi¢ katilmiyorum (n=23), %35.5 katilmiyorum (n=47), %16.8 kararsizim
(n=144), %18 katiliyorum (n=155), %57 kesinlikle katiliyorum (n=490). Maddenin
ortalamasi (4.21 £ 1.07) incelendiginde 6rneklem ortalamasmin katiliyorum cevabina

yakin oldugu goriilmektedir.

Medya ortamlarinda temel araclari (butonlar, linkler, dosya transferi vb.)
kullanabilirim. Maddeye verilen cevaplarin frekans dagilimlar1 agsagidaki gibidir; %1.9
kesinlikle katilmiyorum (n=16), %2.8 katilmiyorum (n=24), %11.4 kararsizim (n=98),
%29 katiliyorum (n=249), %54,9 kesinlikle katiliyorum (n=472). Maddenin ortalamasi
(4.32 £ 0.92) incelendiginde 6rneklem ortalamasinin katiltyorum cevabina yakin oldugu

gorulmektedir.

Internette dijital medya iceriklerini paylasabilirim. Maddeye verilen cevaplarn
frekans dagilimlar1 asagidaki gibidir; %3 kesinlikle katilmiyorum (n=26), %13.5
katilmiyorum (n=116), %17 kararsizim (n=146), %19.2 katiliyorum (n=165), %47.3
kesinlikle katiliyorum (n=406). Maddenin ortalamasi (3.94 + 1.21) incelendiginde

orneklem ortalamasinin katiliyorum cevabina yakin oldugu goriilmektedir.

Bagkalar1 tarafindan yayinlanan/paylasilan medya igerigini ekleyebilir ve bunlara
yorum yapabilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir;
%?2,4 kesinlikle katilmiyorum (n=21), %9,5 katilmiyorum (n=82), %10,4 kararsizim
(n=89), %224 katiliyorum (n=192), %55,3 kesinlikle katiliyorum (n=475). Madde
ortalamasmin (4,19 + 1,11) incelenmesi, 6rneklem ortalamasmin katiliyorum yanitina

yakin oldugunu gostermektedir.

Medya igerigini kendi ilgi ve tercihlerime gbore puanlayabilir ve
derecelendirebilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir;
%?2 kesinlikle katilmiyorum (n=17), %5 katilmiyorum (n=43), %8.5 kararsizim (n=73),
%36 katiliyorum (n=309), %48,5 kesinlikle katiliyorum ve tamamen katiliyorum (n=417)
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Madde ortalamasinin (4.24 + 0.94) incelenmesi, 6rneklem ortalamasmin katiliyorum

yanitia yakin oldugunu gostermektedir.

Sosyal aglara katilarak bagkalarmin fikir ve diisiincelerini etkileyebilirim.
Maddeye verilen cevaplarin frekans dagilimlart asagidaki gibidir; %3 kesinlikle
katilmiyorum (n=26), %19.6 katilmiyorum (n=168), %16.1 kararsizim (n=138), %23.1
katiliyorum (n=198), %38,3 kesinlikle katiliyorum (n=329). Maddenin ortalamasi (3.74
+ 1.24) incelendiginde O6rneklem ortalamasinin katiliyorum cevabma yakin oldugu

gorulmektedir.

Fonksiyonel iiretim boyutunun (4,15 + 0,84) ortalamasmin incelenmesi, 6rnek
ortalamanin katildigim cevaba yakm oldugunu géstermektedir. Yeni medya okuryazarlik
Olceginin elestirel iiretim boyutu Ogelerinin frekans analizi sonuglari Tablo 13'te

gosterilmektedir.

Tablo 13. Yeni Medya Okuryazarhk Olcegi Elestirel Uretim Boyutu
Maddeleri Frekans Analizi Bulgular
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X : Ortalama, S.S: Standart Sapma
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Giincel olaylar1 farkli agilardan (sosyal, kiiltiirel, ideolojik vb.) degerlendirerek
medya ortamlarina katki saglayabilirim. Maddeye verilen cevaplarin frekans dagilimlari
asagidaki gibidir; %2 kesinlikle katilmiyorum (n=17), %17 katilmiyorum (n=146), %22
kararsizim (n=189), %15,1 katiliyorum (n=130), %43.9 kesinlikle katiliyorum ve
tamamen katiliyorum (n=377) ). Madde ortalamasi (3,82 + 1,22) incelendiginde 6rneklem

ortalamasinin katiliyorum cevabina yakin oldugu gériilmektedir.

Ortak bir amag i¢in medyadaki farkl kullanicilarla etkilesim kurabilir ve isbirligi
yapabilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %5.5
kesinlikle katilmiyorum (n=47), %15 katilmiyorum (n=129), %21.3 kararsizim (n=183),
%20.3 katiliyorum (n=174), %38 kesinlikle katiliyorum (n=326). Maddenin ortalamasi
(3.7 £ 1.26) incelendiginde 6rneklem ortalamasinin katiliyorum cevabina yakin oldugu

gorulmektedir.

Gergek kisilik 6zelliklerime uyan bir sanal kimlik olusturmay1 kolay buluyorum.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %4,3 kesinlikle
katilmiyorum (n=37), %8,8 katilmiyorum (n=76), %15.4 kararsizim (n=132), %18,7
katiliyorum (n=161), %52.7 kesinlikle katiliyorum (n=453). Madde ortalamasi1 (4.07 +
1.19) incelendiginde oOrneklem ortalamasmin katiliyorum cevabina yakm oldugu

gorulmektedir.

Insanlar1 bilgilendirmek veya yonlendirmek i¢in medya ortamlarmda tartismalar
ve yorumlar yaylayabilirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki
gibidir; %3 kesinlikle katilmiyorum (n=26), %13.3 katimiyorum (n=114), %?23.6
kararsizim (n=203), %21.9 katihyorum (n=188), %38, %2 kesinlikle katiliyorum
(n=328). Maddenin ortalamasi (3,79 + 1,17) incelendiginde 6rneklem ortalamasinin

katiliyorum cevabina yakin oldugu goriilmektedir.

Belirli konular hakkinda elestirel diisiinmeyi yansitan medya icerigi tasarlama
konusunda uzmanim. Maddeye verilen cevaplarin frekans dagilimlar1 agagidaki gibidir;
%1.4 kesinlikle katilmiyorum (n=12), %20.7 katilmiyorum (n=178), %24.4 kararsizim
(n=210), %14.2 katiiyorum (n=122), %39.2 tamamen katiliyorum (n=337). Maddenin
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ortalamasi (3,69 + 1,22) incelendiginde drneklem ortalamasinin katiltyorum cevabina

yakin oldugu goriilmektedir.

Medya igerigini elestirerek zit veya alternatif igerik gelistirmede iyiyim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %5,6 kesinlikle katilmiyorum
(n=48), %12.1 katilmiyorum (n=104), %25,6 kararsizim (n=220), %21.5 katiliyorum
(n=185), %35,2 tamamen katiliyorum (n=302). Maddenin ortalamasi1 (3,69 + 1,22)
incelendiginde Orneklem ortalamasinin  katiliyorum cevabma yakin oldugu

gorulmektedir.

Medya igerigi iiretirken farkli goriislere ve insanlarin 6zel hayatlarina saygi
duyarim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %0,7
kesinlikle katilmiyorum (n=6), %6,8 katilmiyorum (n=58), %12.9 kararsizim (n=111),
%20,1 katiliyorum (n=173), %59.5 tamamen katiliyorum (n=511). Maddenin ortalamas1
(4.31 £ 0.98) incelendiginde 6rneklem ortalamasinin katiliyorum cevabina yakin oldugu

gorulmektedir.

Yasal ve etik kurallara uygun medya igerigi iiretmek benim icin 6nemlidir.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %35.6 kesinlikle
katilmiyorum (n=48), %3.1 katilmiyorum (n=27), %14.6 kararsizim (n=125), %24,3
katiliyorum (n=209), %52.4 kesinlikle katiliyorum (n=450). Madde ortalamasinimn (4,15
+ 1,13) incelenmesi, Orneklem ortalamasmin katiliyorum yanitima yakin oldugunu

gostermektedir.

Gorsel ve yazili 6zgiin/6zgiin medya igerigi (poster, video klip, web sayfas1 vb.)
gelistirebilirim. Maddeye verilen cevaplarin frekans dagilimlar1 agsagidaki gibidir; %6,9
kesinlikle katilmiyorum (n=59), %10,5 katilmiyorum (n=90), %18,7 kararsizim (n=161),
%23.9 katiliyorum (n=205), %40 tamamen katiliyorum (n=344). Madde ortalamasinin
(3,8 £ 1,26) incelenmesi, drneklem ortalamasinin katiliyorum cevabina yakin oldugunu

gostermektedir.

Uretimin elestirel boyutunun (3.89 + 0.95) ortalamasi incelendiginde, 6rnek

ortalamanin benim de katildigim cevaba yakin oldugu goriilmektedir.
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4.2.2 Siber Zorbalik Ol¢egi Frekans Analizleri

Siber zorbalik 6lgegi elestirel iiretim boyutu maddeleri frekans analizi bulgular
tablo 14’deki gibidir.
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Tablo 14. Siber Zorbalik Olgegi Frekans Analizi Bulgular

g £
g7 s E 5 2 5
g : S| E | Z&
£z z £ > s >
Madde ZE g £ = gz X |ss
Mg . o,
3 3 2 2 2
n % n % n| % n| % n| %
Internette bagkasinin adim
kullanarak e-mail hesabt MSN, | 41 71 6] 192| 224 11| 13|36 42| 5| 06| 140|007

Yahoo,Gmail, Mynet gibi)
acarim.

Facebook, Twitter gibi sitelerde
bagkalarinin adim gizlice 711 83.2| 117 137116 19]11 1.3 0f 00]121]053
kullanarak hesap agarim.
Internette arkadaglarimin ya da
bagka kisilerin kigisel bilgilerini 753 8771 78 9.1]21 241 7 08| 0 0.0] 1.16| 0.49
kullanirnim.

Internette baska kisilere virasla
mesa) (e-mail) gonderirim.
Arkadaslarimin sifrelerini onlarin
haberi olmadan internette 749 87.2| 86 1001 of 00|24 28| 0| 00
kullaninm.

Internette arkadaglarimin
sifrelerini kullanarak gizlice e-
mail (MSN, Yahoo, Gmail, Mynet | 768 89.4( 59 69| 8 0924 28| 0| 00| 117|057
gibi) adreslerine girmeye
calisirim.

Internette arkadaslarimin
sifrelerini kullanarak gizlice
onlarin oyunlarina girmeye
calisirim.

Internette baska kisilere onlar
tehdit eden mesajlar gonderirim.
Intemette baska kisilere ya da
arkadaglarima onlarin 7
hoglanmayacag mesajlar
gonderirim.

Internette bagka kisilerin ya da
arkadaglarimin fotograflarini
izinlerini almadan farkl sitelerde
yaynlarim.

Internette baska kisilerin ya da
arkadaglarimin fotograflarini 793
onlarin iznini almadan mesaj (e-
mail) ile diger kisilere génderirim.
Internette baska kisilerle ya da
arkadaglarimla ilgili onlarin 759
hoglanmayacag) haberler
yaymlarim.

Internette baska kisilerle ya da
arkadaglarimla ilgili gergek 770 89.6( 71 83|13 1.5] 5| 06| 0| 00
olmayan soylentiler yayarim.
Internette bagka kisilere ya da
arkadaglarima hakaret eden 728 84.7| 104 12118 21| 9 1.0f of 00
mesajlar gonderirim.
Internette bagka kigilerle ya da
arkadaglarimla alay ederim.

748 87.11 74 86| 9 1.01 28 33] 0| 00( 1.20( 062

o0

0.56

735 85.6| 107 1251 3| 03|14 1.6] O 00| 1.18f 0.50

748| 87.1| 96 11.2] 1 01|14 1.6 Of 00
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828(129| 15016 19| 3| 03| 0| 00| 1.20]| 047
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—
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0.42
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0.51

714| 831 114 133221 26| 9 1.0 Of 0.0]1.22)0.53
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Internette arkadaslarima ya da
bagkalarina hoglanmayacaklar 714 83.1| 110 12.8] 23 2.7| 12 1.4] 0 00| 122|056
kotu isim ya da lakap takarim.
Bir insanin ytiziine asla
soyleyemeyecegim seyleri
internette ya da cep telefonunda
rahatlikla séylerim

Cep telefonundan bagka kisilere
onlar1 tehdit eden mesajlar 789 91.9| 36 421271 31| 7|1 08| 0] 00| 1.13] 047
gonderirim.

Cep telefonundan bagka kigilerin
fotograflarim onlarin 1znini 742 86.4( 81 94|28
almadan diger kisilere génderirim.
Cep telefonundan bagka kisilere
onlarin hoglanmayacagi mesajlar | 787 91.6| 48 56|13 15| 11 1.3] 0 0.0f 112 047
gonderirim

Cep telefonunu kullanarak baska
kisilerle ilgihi ger¢ek olmayan 766
soylentiler yayarim.

Cep telefonundan bagka kisilere
hakaret eden mesajlar génderirim
Cep telefonunu kullanarak baska
kisilerle alay ederim.

Telefonla bagkalarini arayarak
onlari rahatsiz ederim.

Siber Zorbahk Olgegi 1.19] 0.37

697 81.1| 78 9.1] 30 35|54 63| 0 0.0] 1.35| 0.82

w
W
0

09] 0 0.0] 119(052

0
o
)

56 6.5] 26 3011 13] 0 0.0] 1.16| 0.52

784 91.3| 50 5

o0
o

5 1.7]1 10 1.2 0 00( 1.13] 0.47

787 91.6( 48 5614 1.6] 10 121 0 0.0 1.12] 0.46

79| 92.0| 35 4113 I:5] 21 241 0| 00f 1.14| 055

X : Ortalama, S.S: Standart Sapma

Internette baska birinin ad1 altinda bir e-posta hesab1 (6rn. MSN, Yahoo, Gmail,
Mynet) acarim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %71.6
kesinlikle katilmiyorum (n=614), %22.4 katilmiyorum (n=192), %1.3 kararsizim (n=11),
%4.2 katiliyorum (n=36), %0.6 tamamen katiliyorum (n=5). Maddenin ortalamas1 (1.4 +
0.77) incelendiginde 6rneklem ortalamasmin “kesinlikle katilmiyorum” yanitina yakin

oldugu goriilmektedir.

Facebook, Twitter gibi sitelerde hesap agarim ve gizlice baskalarmin isimlerini
kullanirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %83.2
kesinlikle katilmiyorum (n=711), %13.7 katilmiyorum (n=117), %1.9 kararsizim (n=16),
%1.3 katiliyorum (n=11), %0 tamamen katiliyorum (n=0). Maddenin ortalamas1 (1.21 +
0.53) incelendiginde 6rneklem ortalamasinin “kesinlikle katilmiyorum” yanitina yakin

oldugu goriilmektedir.

Arkadaglarimin veya internetteki diger kisilerin kisisel bilgilerini kullanirim.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %87.7 kesinlikle
katilmiyorum (n=753), %9.1 katilmiyorum (n=78), %2.4 kararsizim (n=21), %0.8
katiliyorum (n=7), %0 tamamen katiliyorum (n=0). Maddenin ortalamasi (1.16 + 0.49)
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incelendiginde 6rneklem ortalamasmin “kesinlikle katilmiyorum” yanitina yakin oldugu

gorulmektedir.

Internetteki diger kisilere viriislii mesajlar (e-posta) gonderirim. Maddeye verilen
cevaplarin frekans dagilimlar1 agagidaki gibidir; %87.1 kesinlikle katilmiyorum (n=748),
%38.6 katilmiyorum (n=74), %1 kararsizim (n=9), %3.3 katiliyorum (n=28), %0 tamamen
katiliyorum (n=0). Madde ortalamasina (1.2 + 0.62) bakildiginda 6rneklem ortalamasmin

“kesinlikle katilmiyorum” cevabina yakin oldugu goriilmektedir.

Arkadaslarimin sifrelerini onlarin bilgisi disinda ¢evrimigi olarak kullanirim.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %87.2 kesinlikle
katilmiyorum (n=749), %10 katilmiyorum (n=86), %0 kararsizim (n=0), %2.8
katiliyorum (n=24), %0 kesinlikle katiliyorum ve tamamen katiltyorum (n=0 ). Maddenin
ortalamast (1,18 + 0,56) incelendiginde Orneklem ortalamasinin “kesinlikle

katilmiyorum” yanitina yakin oldugu goriilmektedir.

Internetteki arkadaslarimin e-posta adreslerini (6rn. MSN, Yahoo, Gmail, Mynet)
sifreleriyle birlikte gizlice girmeye calisirim. Maddeye verilen cevaplarin frekans
dagilimlar1 asagidaki gibidir; %89.4 kesinlikle katilmiyorum (n=768), %06.9
katilmiyorum (n=59), %0.9 kararsizim (n=8), %2.8 katiliyorum (n=24), %0 tamamen
katiliyorum (n=0). Maddenin ortalamasmna (1.17 £+ 0.57) bakildiginda oOrneklem

ortalamasiin “kesinlikle katilmiyorum” cevabina yakim oldugu goriilmektedir.

Arkadaglarimin internetteki oyunlarina onlarmn sifrelerini kullanarak girmeye
calisrim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %85,6
kesinlikle katilmiyorum (n=735), %12,5 katilmiyorum (n=107), %0,3 kararsizim (n=3),
%1,6 katiliyorum (n=14), %0 tamamen katiliyorum (n=0). Maddenin ortalamas1 (1,18 £
0,5) incelendiginde 6rneklem ortalamasinin “kesinlikle katilmiyorum” yanitina yakin

oldugu goriilmektedir.

Internette diger insanlara tehdit mesajlar1 gonderirim. Maddeye verilen cevaplarmn
frekans dagilimlar1 asagidaki gibidir; %87.1 kesinlikle katilmiyorum (n=748), %11.2

katilmiyorum (n=96), %0.1 kararsizim (n=1), %1.6 katiliyorum (n=14), %0 tamamen
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katiliyorum (n=0). Maddenin ortalamast (1.16 + 0.49) incelendiginde Orneklem

ortalamasimin “kesinlikle katilmiyorum” yanitina yakin oldugu goriilmektedir.

Internetteki diger insanlara veya arkadaslarima hoslanmayacaklar1 mesajlar
gonderirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %82.8 hig
katilmiyorum (n=711), %15 katilmiyorum (n=129), %1.9 kararsizzim (n=16), %0.3
katiliyorum (n=3), %0 tamamen katiliyorum (n=0). Maddenin ortalamasi1 (1.2 + 0.47)
incelendiginde 6rneklem ortalamasinin “kesinlikle katilmiyorum” yanitina yakin oldugu

gorulmektedir.

Baskalarinin veya arkadaslarimin fotograflarini1 izinleri olmadan internetteki
cesitli sitelerde yaymlarim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki
gibidir; %87,8 tamamen katilmiyorum (n=754), %7,9 katilmiyorum (n=68), %2,2
kararsizim (n=19), %0,6 katiliyorum (n=5), %I1,5 tamamen katiliyorum (n=13).
Maddenin ortalamasi incelendiginde (1,2 £ 0,65) 6rneklem ortalamasmin “kesinlikle

katilmiyorum” yanitina yakin oldugu goriilmektedir.

Internetteki diger kisilerin veya arkadaslarimin fotograflarmi, izinleri olmadan
diger kisilere mesaj (e-posta) yoluyla gonderirim. Maddeye verilen cevaplarin frekans
dagilimlar1 asagidaki gibidir; %92.3 hi¢ katilmiyorum (n=793), %2.7 katilmiyorum
(n=23), %1.4 kararsizim (n=12), %3.1 katiliyorum (n=27), %0.5 kesinlikle katiliyorum
(n=4). Maddenin ortalamasi (1.17 + 0.64) incelendiginde Orneklem ortalamasinin

“kesinlikle katilmiyorum” yanitina yakin oldugu goériilmektedir.

Sevmeyebilecekleri diger insanlar veya arkadagslar hakkinda ¢evrimici mesajlar
gonderirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %88,4
tamamen katilmiyorum (n=759), %8 katilmiyorum (n=69), %2,6 kararsizim (n=22), %1
katiliyorum (n=9), %0 kesinlikle katiliyorum ve tamamen katiliyorum (n=0 ). Maddenin
ortalamasi (1,16 £ 0,5) incelendiginde 6rneklem ortalamasmnin “kesinlikle katilmiyorum”

yanitina yakin oldugu goriilmektedir.

Internette diger insanlar veya arkadaslar hakkinda yanlis sdylentiler yayarim.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %89,6 kesinlikle
katilmiyorum (n=770), %8,3 katilmiyorum (n=71), %1,5 kararsizim (n=13), %0,6
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katiliyorum (n=5), %0 tamamen katiliyorum (n=0). Maddenin ortalamasi (1.13 + 0.42)
incelendiginde 6rneklem ortalamasmin “kesinlikle katilmiyorum” yanitina yakin oldugu

gorulmektedir.

Internetteki diger insanlara veya arkadaslarima rahatsiz edici mesajlar génderirim.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %84.7 hig
katilmiyorum (n=728), %12.1 katilmiyorum (n=104), %2.1 kararsizim (n=18), %]l
katiliyorum (n=9), %0 tamamen katiltyorum (n=0). Maddenin ortalamasi (1.19 + 0.51)
incelendiginde 6rneklem ortalamasmin “kesinlikle katilmiyorum” yanitina yakm oldugu

gorulmektedir.

Cevrimici ortamda diger insanlarla veya arkadaslarla dalga gecerim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %83.1 kesinlikle katilmiyorum
(n=714), %13.3 katilmiyorum (n=114), %2.6 kararsizim (n=22), %1 katiliyorum (n=9),
%0 tamamen katiliyorum (n=0). Madde ortalamasi (1,22 + 0,53) incelendiginde 6rneklem

ortalamasimin “kesinlikle katilmiyorum” yanitina yakin oldugu gériilmektedir.

Arkadaglarima veya internette begenmedikleri kisilere kotii isimler veya lakaplar
veririm. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %83.1
kesinlikle katilmiyorum (n=714), %12.8 katilmiyorum (n=110), %2.7 kararsizim (n=23),
%1.4 katiliyorum (n=12), %0 tamamen katiliyorum (n=0). Maddenin ortalamasma (1,22
+ 0,56) bakildiginda, 6rneklemin ortalamasinin “kesinlikle katilmiyorum” yanitina yakin

oldugu goriilmektedir.

Kimsenin yiiziine sdyleyemedigim seyleri internette veya telefonumda rahatlikla
soyleyebilirim. Maddeye verilen cevaplarin frekans dagilimlar1 agagidaki gibidir; %81,1
kesinlikle katilmiyorum (n=697), %9,1 katilmiyorum (n=78), %3,5 kararsizim (n=30),
%06,3 katiliyorum (n=54), %0 tamamen katiliyorum (n=0). Maddenin ortalamas1 (1.35 £
0.82) incelendiginde orneklem ortalamasinin “kesinlikle katilmiyorum” yanitia yakin

oldugu goriilmektedir.

Cep telefonumdan diger insanlara tehdit mesajlar1 gonderirim. Maddeye verilen
cevaplarin frekans dagilimlar1 agagidaki gibidir; %91.9 kesinlikle katilmiyorum (n=789),
%4.2 katilmiyorum (n=36), %3.1 kararsizim (n=27), %0.8 katiliyorum (n=7), %0
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tamamen katiliyorum (n=0). Maddenin ortalamasi (1.13 £ 0.47) incelendiginde 6rneklem

ortalamasimin “kesinlikle katilmiyorum” yanitina yakin oldugu goriilmektedir.

Telefonumdan baskalarmin fotograflarmn1 izinleri olmadan bagkalarina
gonderirim. Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %86,4
tamamen katilmiyorum (n=742), %9.,4 katilmiyorum (n=81), %3,3 kararsizim (n=28),
%0,9 katiliyorum (n=8), %0 tamamen katiliyorum (n=0). Maddenin ortalamas1 (1,19 +
0,52) incelendiginde drneklem ortalamasinin “kesinlikle katilmiyorum” yanitia yakin

oldugu goriilmektedir.

Telefonumdan hoslanmayabilecek diger kisilere mesaj gonderirim. Maddeye
verilen cevaplarm frekans dagilimlar1 asagidaki gibidir; %91.6 kesinlikle katilmiyorum
(n=787), %5.6 katilmiyorum (n=48), %1,5 kararsizim (n=13), %1,3 katiliyorum (n=11),
%0 tamamen katiliyorum (n=0). Maddenin ortalamasi (1.12 + 0.47) incelendiginde

orneklem ortalamasinin “kesinlikle katilmiyorum” yanitina yakin oldugu goriilmektedir.

Cep telefonumu bagkalar1 hakkinda asilsiz sdylentiler yaymak i¢in kullanirim.
Maddeye verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %89.2 kesinlikle
katilmiyorum (n=766), %6.5 katilmiyorum (n=56), %3 kararsizim (n=26), %1.3
katiliyorum (n=11), %0 tamamen katiliyorum (n=0). Maddenin ortalamas1 (1.16 + 0.52)
incelendiginde 6rneklem ortalamasmin “kesinlikle katilmiyorum” yanitina yakin oldugu

gorulmektedir.

Cep telefonumdan diger insanlara rahatsiz edici mesajlar gonderirim. Maddeye
verilen cevaplarin frekans dagilimlar1 asagidaki gibidir; %91,3 kesinlikle katilmiyorum
(n=784), %>5.8 katilmiyorum (n=50), %1,7 kararsizim (n=15), %1,2 katiliyorum (n=10),
%0 tamamen katiltyorum (n=0). Maddenin ortalamasi (1.13 + 0.47) incelendiginde

orneklem ortalamasmin “kesinlikle katilmiyorum” yanitina yakin oldugu goriilmektedir.

Cep telefonumla bagkalariyla dalga gecerim. Maddeye verilen cevaplarin frekans
dagilimlar1 asagidaki gibidir; %91.6 kesinlikle katilmiyorum (n=787), %5.6
katilmiyorum (n=48), %1.6 kararsizim (n=14), %1,2 katiliyorum (n=10), %0 tamamen
katiliyorum (n=0). Maddenin ortalamast (1.12 + 0.46) incelendiginde Orneklem

ortalamasmin “kesinlikle katilmiyorum” yanitina yakin oldugu goriilmektedir.
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Bagkalarini telefonla arayarak rahatsiz ederim. Maddeye verilen cevaplarin

frekans dagilimlar1 asagidaki gibidir; %92 kesinlikle katilmiyorum (n=790), %4.1

katilmiyorum (n=35), %1,5 kararsizim (n=13), %2,4 katiliyorum (n=21), %0 tamamen

katiliyorum (n=0). Maddenin ortalamasi (1,14 =+ 0,55) incelendiginde orneklem

ortalamasmin “kesinlikle katilmiyorum” yanitina yakm oldugu goriilmektedir. Siber

zorbalik Olceginin (1.19 £ 0.37) ortalamasi incelendiginde, 6rneklem ortalamasinin

“Kesinlikle katilmiyorum” yanitina yakin oldugu goriilmektedir.

4.2.3 Siber Magduriyet Olcegi Frekans Analizleri

Siber magduriyet 6lgegi frekans analizi bulgulari tablo 15°deki gibidir.

X : Ortalama, S.S:

Tablo 15. Siber Magduriyet Ol¢egi Frekans Analizi Bulgular

Madde Hapr | Evet | 2 |55
m | % | n| %

Internette bir baskas1 benim admm kullanarak kendisine e-mazil hazaby o Py <
(MEN, Yahoo, Gmail, Mynet gibi) agh. 700] 8131 1391 81.310.1910.33
Facabook, Twittar gibi sitelerde bir baskas gizlice benim admm w00l 815! 167 s0.6l o1e] 040
kullanarak hesap apta.
Internette arkadaslanm yva da bazka kiziler bannm kizisel bilzilerimi 60| g0l 134] 52l 016 036
kullands.
]'.n_tzmett.e arkadaglanm va da baska kiziler bana viriisli mesa) [e-mail) 725 | gaal 131 se.7| 015 036
Egonderdi.
Arkadaglanm va da bagka kasiler benim haberim olmadan infemette .
benim sifralerimi kulland: T2B| B4.T| 84)902)0.10]030
Arkadaglanm va da bagka kasiler internette benim sifrelerimi kullanarak
gizlice e-mail (MEN, Yahoo, Gmail, hMynet zibi) adreslerime ginmaye TIE( 902 104 B7.7(0.12]0.33
galishlar.
Internette sifrelerimi kullanarak gizlice oyunlanma girmeve calishlar. T53|B7.7| 113 | BA.B[D.13]0.34
Internette beni tehdit ettiler. 746| BSR| 155 B2.0| 018|038
Internette bana hoslanmavacagim mesajlar pénderdiler. 704 | B2.0] 193 | 775022042
Internette benim iznim olmadan baz sitelerde fotoZraflarnma g66| 7750 147 528l 017 038
yayvinladilar.
Internette fotograflanng henim immim abnadan mesaj (e-mail) ile digsr 19| g o -
kisilare snderdiler. 712|829 152 B4.6| 0.15]| 036
Internette benimle ilgili hosuma gitmeyen haherler vaymladilar. 727| B4.6| 157 B1.7[D.18] 0.3%
Internette benimle ilzili gerpek olmavan séylentiler yavdilar. TOX) L7174 795 0.20) 040
Internette bana hakaret eden mesajlar gdnderdiler. 632|795 151 778022042
Internette benimle alay stiler. G5B 778 135 B4.3|0.16| 036
Internette bana kitii isim va da lakap takhlar. 724 B4.3] 164 B0.9|0.19]0.39
Yiizrime karsi soylemediklen gevlen infemette ya da cep telefonunda - - -z -

k2 bana sévlediler. 695| B0.9| 211 75.4|0.25) 043
Cep telefonundzn bana tehdit eden mezajlar géndardiler. S4B | 754 140) B3.7(0.18] 0.37
Cep telefommdan benim fotograflannm diger kisilers izinsiz gonderdiler. | 719 | 83.7( 119( B6.1 (014 (035
Cep telefonundzan bana hoguma gitmayen mesajlar génderdiler. T40| B6.1| 1539) B3.B[0.19]0.39
Cep telefonumu kullanarak benimle ilgili gercek olmayan saylentiler 720l s3.2| 150] 525 012 040
yaydilar.
Cep telefomumdan bana hakaret aden mesajlar génderdiler. TO9| B2.5| 153 B2.2(0.18]| 0.36
Cep telefonmumu kullanarak benimle alay ettiler. TO6| B2.2| 102) BR.1[0.15]|0.36
Siber Magdurivet Olgegi 017|024
Standart Sapma
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Internette bir baskas1 benim adimmu kullanarak kendisine e-mail hesabr (MSN,
Yahoo, Gmail, Mynet gibi) agtl. maddesine dgrenciler %81.5 oraninda hayir (n=700),
%81.5 oraninda ise evet (n=159) cevabi vermistirler. Orneklem i¢in madde ortalamasi

(0.1940.39) hayir cevabina yakindir.

Facebook, Twitter gibi sitelerde bir baskas1 gizlice benim adimi1 kullanarak hesap
actl. maddesine 6grenciler %81.5 oraninda hayir (n=700), %80.6 oraninda ise evet
(n=167) cevab1 vermistirler. Orneklem i¢in madde ortalamasi (0.19+0.4) hayir cevabima

yakindir.

Internette arkadaslarim ya da baska kisiler benim kisisel bilgilerimi kullandi.
maddesine dgrenciler %80.6 oraninda hayir (n=692), %84.4 oraninda ise evet (n=134)
cevabr vermistirler. Orneklem icin madde ortalamasi (0.16+0.36) hayir cevabma

yakindir.

Internette arkadaslarim ya da baska kisiler bana viriislii mesaj (e-mail) gonderdi.
maddesine 0grenciler %84.4 oraninda hayir (n=725), %84.7 oraninda ise evet (n=131)
cevabr vermistirler. Orneklem icin madde ortalamasi (0.15+0.36) hayir cevabma

yakindir.

Arkadaslarim ya da baska kisiler benim haberim olmadan internette benim
sifrelerimi kulland1. maddesine dgrenciler %84.7 oraninda hayir (n=728), %90.2 oraninda
ise evet (n=84) cevab1 vermistirler. Orneklem igin madde ortalamas1 (0.1+0.3) hayir

cevabina yakindir.

Arkadaslarim ya da baska kisiler internette benim sifrelerimi kullanarak gizlice e-
mail (MSN, Yahoo, Gmail, Mynet gibi) adreslerime girmeye galistilar. maddesine
ogrenciler %90.2 oraninda hayir (n=775), %87.7 oraninda ise evet (n=106) cevabi

vermistirler. Orneklem igin madde ortalamasi (0.12+0.33) hayir cevabma yakindir.

Internette sifrelerimi kullanarak gizlice oyunlarima girmeye calistilar. maddesine
ogrenciler %87.7 oraninda hayir (n=753), %86.8 oraninda ise evet (n=113) cevabi

vermistirler. Orneklem igin madde ortalamasi (0.13+0.34) hayir cevabma yakindir.
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Internette beni tehdit ettiler. maddesine 6grenciler %86.8 oraninda hayir (n=746),
%82 oraninda ise evet (n=155) cevab1 vermistirler. Orneklem i¢in madde ortalamasi

(0.18+0.38) hayir cevabina yakindir.

Internette bana hoslanmayacagim mesajlar gonderdiler. maddesine 6grenciler
%382 oraninda hayirr (n=704), %77.5 oraninda ise evet (n=193) cevabi vermistirler.

Orneklem i¢in madde ortalamasi (0.22+0.42) hayir cevabina yakindir.

Internette benim iznim olmadan bazi sitelerde fotograflarimi yaymladilar.
maddesine 0grenciler %77.5 oraninda hayir (n=666), %82.9 oraninda ise evet (n=147)
cevabr vermistirler. Orneklem icin madde ortalamasi (0.17+0.38) hayir cevabma

yakindir.

Internette fotograflarimi1 benim iznim olmadan mesaj (e-mail) ile diger kisilere
gonderdiler. maddesine 6grenciler %82.9 oraninda hayir (n=712), %84.6 oraninda ise
evet (n=132) cevab1 vermistirler. Orneklem i¢in madde ortalamas1 (0.15+0.36) hayir

cevabina yakindir.

Internette benimle ilgili hosuma gitmeyen haberler yaymladilar. maddesine
ogrenciler %84.6 oraninda hayir (n=727), %81.7 oraninda ise evet (n=157) cevabi

vermistirler. Orneklem i¢in madde ortalamasi (0.18+0.39) hayir cevabina yakindir.

Internette benimle ilgili gercek olmayan sdylentiler yaydilar. maddesine
ogrenciler %81.7 oraninda hayir (n=702), %79.5 oraninda ise evet (n=176) cevabi

vermistirler. Orneklem igin madde ortalamasi (0.2+0.4) hayir cevabina yakindir.

Internette bana hakaret eden mesajlar gonderdiler. maddesine dgrenciler %79.5
oraninda hayir (n=683), %77.8 oraninda ise evet (n=191) cevab1 vermistirler. Orneklem

icin madde ortalamasi (0.22+0.42) hayir cevabima yakindir.

Internette benimle alay ettiler. maddesine 6grenciler %77.8 oraninda hayir
(n=668), %84.3 oraninda ise evet (n=135) cevabi vermistirler. Orneklem icin madde

ortalamasi (0.16+0.36) hayir cevabina yakindir.
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Internette bana kotii isim ya da lakap taktilar. maddesine dgrenciler %84.3
oraninda hayir (n=724), %80.9 oraninda ise evet (n=164) cevab1 vermistirler. Orneklem

icin madde ortalamas1 (0.19+0.39) hayir cevabina yakindir.

Yiiziime kars1 soylemedikleri seyleri internette ya da cep telefonunda rahatlikla
bana soylediler. maddesine 6grenciler %80.9 oraninda hayir (n=695), %75.4 oraninda ise
evet (n=211) cevabi vermistirler. Orneklem i¢in madde ortalamasi (0.25+0.43) hayir

cevabina yakindir.

Cep telefonundan bana tehdit eden mesajlar gonderdiler. maddesine 6grenciler
%75.4 oraninda hayir (n=648), %83.7 oraninda ise evet (n=140) cevab1 vermistirler.

Orneklem i¢in madde ortalamasi (0.16+0.37) hayir cevabina yakindir.

Cep telefonundan benim fotograflarimi diger kisilere izinsiz gonderdiler.
maddesine 0grenciler %83.7 oraninda hayir (n=719), %86.1 oraninda ise evet (n=119)
cevabr vermistirler. Orneklem icin madde ortalamasi (0.14+0.35) hayir cevabma

yakindir.

Cep telefonundan bana hosuma gitmeyen mesajlar gonderdiler. maddesine
ogrenciler %86.1 oraninda hayir (n=740), %83.8 oraninda ise evet (n=139) cevabi

vermistirler. Orneklem i¢in madde ortalamasi (0.19+0.39) hayir cevabina yakindir.

Cep telefonunu kullanarak benimle ilgili gercek olmayan soylentiler yaydilar.
maddesine 0grenciler %83.8 oraninda hayir (n=720), %82.5 oraninda ise evet (n=150)

cevabi vermistirler. Orneklem igin madde ortalamasi (0.19+0.4) hayir cevabma yakimdir.

Cep telefonundan bana hakaret eden mesajlar gonderdiler. maddesine dgrenciler
%82.5 oraninda hayir (n=709), %82.2 oraninda ise evet (n=153) cevab1 vermistirler.

Orneklem igin madde ortalamasi (0.16+0.36) hayir cevabma yakimndir.

Cep telefonunu kullanarak benimle alay ettiler. maddesine ogrenciler %82.2
oraninda hayir (n=706), %88.1 oraninda ise evet (n=102) cevab1 vermistirler. Orneklem

icin madde ortalamasi (0.15+0.36) hayir cevabina yakindir.

Siber magduriyet 6lgegi icin Orneklem ortalamasi (0.17+£0.24) hayir cevabina

yakindir.
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4.3 Betimsel Istatistikler Ve Normal Dagilim Testleri

Arastrmanin bu kisminda o6lgek ve alt boyutlar1 olusturan maddelerin
ortalamalarindan elde edilen Glcek ve alt boyut degerleri i¢in hesaplanan betimsel

istatistikler ve normal dagilim testleri yer almaktadir.
Olgek ve alt boyut betimsel istatistikleri tablo 16’daki gibidir.

Tablo 16. Olcek Ve Alt Boyut Betimsel Istatistikleri

Degisken N Minimum | Maksimum X S.S

Fonksiyonel Tiketim Boyutu 859 1.429 5.000 3.867 0.904
Elestirel Tiiketim Boyutu 859 1.273 5.000 4.050 0.864
Fonksiyonel Uretim Boyutu 859 1.714 5.000 4.153 0.838
Elestirel Uretim Boyutu 859 1.667 5.000 3.890 0.950
Yeni Medya Okuryazarlhik Olgegi 859 1.607 5.000 3.990 0.811
Siber Zorbalik Olcegi 859 1.000 3.583 1.186 0.372
Siber Magduriyet Olgegi 859 0.000 0.913 0.170 0.240

X: Ortalama, S.S: Standart Sapma

Fonksiyonel Tiiketim Boyutu minimum 1.429 ile maksimum 5.000 degerleri

arasinda 3.867 ortalama etrafinda 0.904 standart sapma degeri ile dagilmaktadir.

Elestirel Tiiketim Boyutu minimum 1.273 ile maksimum 5.000 degerleri arasinda

4.05 ortalama etrafinda 0.864 standart sapma degeri ile dagilmaktadir.

Fonksiyonel Uretim Boyutu minimum 1.714 ile maksimum 5.000 degerleri

arasinda 4.153 ortalama etrafinda 0.838 standart sapma degeri ile dagilmaktadir.

Elestirel Uretim Boyutu minimum 1.667 ile maksimum 5.000 degerleri arasinda

3.89 ortalama etrafinda 0.95 standart sapma degeri ile dagilmaktadir.

Yeni Medya Okuryazarlik Olgegi minimum 1.607 ile maksimum 5.000 degerleri

arasinda 3.99 ortalama etrafinda 0.811 standart sapma degeri ile dagilmaktadir.

Siber Zorbalik Olgegi minimum 1.000 ile maksimum 3.583 degerleri arasinda

1.186 ortalama etrafinda 0.372 standart sapma degeri ile dagilmaktadir.

154



Siber Magduriyet Olgegi minimum 0.000 ile maksimum 0.913 degerleri arasinda

0.17 ortalama etrafinda 0.240 standart sapma degeri ile dagilmaktadir.

Degiskenler ile yapilan normal dagilim testleri ile birlikte degisken garpiklik ve
basiklik degerleri tablo 17°deki gibidir.

Tablo 17. Degisken Normal Dagihm Istatistikleri

Kolmogorov-Smirnov | Shapiro-Wilk
Degisken S K
D(859) Sig. W(859) | Sig.
Fonksiyonel Tiiketim Boyutu 0.123* 0.000 0.925* | 0.000 | -0.686 | -0.307
Elestirel Tiiketim Boyutu 0.146* 0.000 0.899* | 0.000 | -1.010 | 0.592
Fonksiyonel Uretim Boyutu 0.169* 0.000 0.878* | 0.000 | -0.857 | 0.008
Elestirel Uretim Boyutu 0.139* 0.000 0.915* | 0.000 | -0.433 | -0.808
Yeni Medya Okuryazarlik Olgegi 0.128* 0.000 0.928* | 0.000 | -0.718 | -0.110
Siber Zorbalik Olgegi 0.309* 0.000 0.541* | 0.000 | 0.532 | 0.391
Siber Magduriyet Olgegi 0.272* 0.000 0.731* | 0.000 | 1.263 | 0.225

* (%35) Anlamlilik Diizeylerinde Ho hipotezinin reddini ifade eder. Ho: Degiskenler normal dagilima uymaktadir. D:
Kolmogorov-Smirnov Testi Istatistigi, W: Shapiro-Wilk Test Istatistigi, S: Carpiklik, K: Basiklik (parantez igi test
serbestlik derecesini icerir.)

Tablo incelendiginde, tiim degiskenler i¢cin hesaplanan normal dagilim testi
istatistik anlamlilik degerlerine gore degiskenlerin %5 anlamlilik diizeyinde normal
dagilima uymadig1 ortaya ¢ikmaktadir. Durum bilinmektedir. Literatiirde bu tir veriler
icin garpiklik katsayilarini incelemenin ve anlamli bir garpiklik olmadiginda normallik
varsayimiin verildigini varsaymanm dogru olacagi onerilmektedir (Tabachnick &
Fidell, 2013). Calismadaki degiskenler ¢arpiklik katsayilari agisindan incelendiginde
hepsinin mutlak degerinin 1,5'ten kii¢iik oldugu goriilmektedir. Bu durumda
degiskenlerin anlaml bir ¢arpikliginin olmadig1 séylenebilir (|S|<1.5) (Hair, 2013). Bu
bulgular dogrultusunda degiskenler iizerinde yapilacak hipotez testlerinde ayni kosullar
altinda daha giivenilir oldugu bilinen parametrik test tekniklerinin kullanilmasinin uygun

olacagina karar verilmistir®. (Karagoz, 2016).

3 Ho dogru oldugu halde arastirma sonucu Hi hipotezinin dogru bulunmasi olarak tanimlanabilecek 1.tip
hata olasilig1 non-parametrik hipotez testlerinde daha ylksektir. (Kalayci, 2006, s. 85)
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4.4 Hipotez Testleri

Aragtirmanin bu kisminda aragtirma hipotezler uygun test teknikleri ile sinanip

bulgular tablo ve yorumlar ile birlikte paylagilmistir.

Hipotez testleri Oncesinde degiskenler arasindaki korelasyon matrisinin
incelenmesinde fayda goriilmektedir. Zira sitirekli degiskenler arasindaki iliskilerin
incelenmesi esnasinda yapilacak regresyon analizlerinde tama yakin ¢oklu dogrusal
bagint1 sorununa neden olabilecek iligkilerin regresyon analizi dncesinde incelenmesi

olduk¢a 6nemlidir. Tiim degiskenler arasindaki korelasyon matrisi tablo 18’deki gibidir.

Tablo 18. Degiskenler Arasi1 Korelasyon Matrisi

1 2 3 4 5 6 7
) ] Rxv | 1.000 | 0.838* | 0.640* | 0.735* | 0.883* | -0.251* | -0.603*
1.Fonksiyonel Tuketim Boyutu _
Sig.| - 0.000 | 0.000 | 0.000 | 0.000 | 0.000 | 0.000
Rxvy 1.000 |0.782*| 0.858*| 0.954* | -0.279* | -0.667*
2.Elestirel Tiiketim Boyutu _
Sig. - 0.000 | 0.000 | 0.000 | 0.000 | 0.000
] . Rxvy 1.000 | 0.794*| 0.878* | -0.296* | -0.467*
3.Fonksiyonel Uretim Boyutu _
Sig. - 0.000 | 0.000 | 0.000 | 0.000
. Rxy 1.000 | 0.932*|-0.203* | -0.566*
4.Elestirel Uretim Boyutu _
Sig. - 0.000 | 0.000 | 0.000
] . Rxy 1.000 | -0.280* | -0.633*
5.Yeni Medya Okuryazarhk Olcegi |
Sig. - 0.000 | 0.000
.. Rxvy 1.000 | 0.334*
6.Siber Zorbalik Olcegi _
Sig. - 0.000
.. Rxy 1.000
7.Siber Magduriyet Olcegi S
ig. -

* (%5) Anlamlilik Diizeylerinde Ho hipotezinin reddini ifade eder. Ho: Rxy=0, Rxv iki degisken arasindaki

korelasyon katsayisini ifade etmektedir.

Tablo incelendiginde hipotez 1 ve hipotez 2’de agiklayict degiskenler olarak yer
alan Yeni medya okuryazarligi 6lgegi alt boyutlar1 arasinda oldukga yiiksek dereceden
korelasyonlarin oldugu goriilmektedir. S6z konusu korelasyon katsayilarinin 0.640 ile

0.838 arasinda degistigi goriilmektedir. Aciklayic1 degiskenler arasindaki bu derecede
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yuksek korelasyon katsayilarmin tama yakin ¢oklu dogrusal baginti sorununa neden
olacag1 bilinmektedir. (Rxy>0.7, Sig.<0.05) (Gujarati & Porter, 2009, s. 319-323)*

Degiskenler arasindaki iligkiler aciklayict ve agiklanan degiskenler bakimindan
incelendiginde ise medya okuryazarlik dlgegi ve alt boyutlar ile gerek siber zorbalik
Olcegi gerekse siber magduriyet Olcegi ile negatif ve %5 anlamlilik diizeyinde istatistiksel
olarak anlamli orta ve iizeri derecede korelasyon Oriintiilerinin varligi dikkat ¢ekmektedir.

(0.2>ny>0.6, Sig.<0.05)
4.4.1 Hipotez 1

[Ik arastirma hipotezinin sinamas1 amaciyla kurulan regresyon modelinde tama
yakin c¢oklu dogrusal bagmti sorunundan kaginmak adina tiim agiklayict degiskeneler
aciklanan degisken tizerine farkli regresyon modellerinde regrese edilerek bulgular tablo

19°da raporlanmustir.®

Tablo 19. Yeni Medya Okuryazarhgmin Siber Zorbalk Uzerindeki Etkisini

Inceleyen Regresyon Analizi Bulgular

Bagimh Degisken: Siber Zorbahk

Degisken istatistik | Model 1 Model 2 Model 3 Model 4 Model 5
B 1.5 1.4 1.5 1.5 1.4
70 82 50 96 11
0.0 0.0 0.0 0.0 0.0
Hw 60 56 61 57 43
. S
Sabit td. B - - - - -
¢ 26. 26. 25. 27. 32.
231* 575* 364* 804* 954*
S 0.0 0.0 0.0 0.0 0.0
ig 00 00 00 00 00
Yeni Medya p 0.101 ) i i i
Okuryazarligi S 0.0
H 14*

4 Tama yakin ¢oklu dogrusal bagmti sorunu aciklayict degiskenler arasmdaki yiiksek dereceli iliskiler
neticesinde ortaya ¢ikan ve regresyon katsayilarinin anlamsiz olmasma neden olabilen bir regresyon
tanimlama hatasidir. (Gujarati & Porter, 2009, 5.327)

® Aciklayic1 degiskenlerin ayni modelde yer almasi durumunda Varyans Enflasyon Faktorii (VIF)

degerlerinin 3.034 ile 6.485 arasinda degistigi goriildiigiinden s6z konusu modeldeki tama yakin ¢oklu
dogrusal bagmti sorunundan emin olunmustur. (VIF>5)
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td. B 0.280
7.347*
0.0
ig 00
0.081
0.0
Hw 13
Fonksiyonel ) - i i i
Tuketim td. B 0.251
6.039*
0.0
ig 00
0.094
0.0
Hw 14
Elestirel Tiiketim td. B - - 0279 - -
6.794*
0.0
ig 00
0.103
0.0
HW 12
Fonksiyonel ) ) i - i
Uretim td. B 0.296
8.318*
0.0
ig 00
0.062
0.0
lHI'].W 10
Elestirel Uretim td. B - - - - 0203
6.404*
0.0
ig 00
Tamsal istatistikler
FQ, FQ, FQ@, FQ@, FQ@,
wald 850)=72.56* 850)=57.31* 850)=71.99* 850)=81.53* 850)=36.59*
a Sig. Sig. Sig. Sig. Sig.
=0.000 =0.000 =0.000 =0.000 =0.000
. R2= R2= R2= R2= R2=
Determinasyon 0.078 0.062 0.077 0.086 0.040
: DW DW DW DW DW
Durbin Watson =0.020 =0.021 =0.018 =0.027 =0.016
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20 20 20 20 20
B h-P 1)=135.248* 1)=76.061* 1)=143.28* 1)=172.687* 1)=67.042*
reuscn-ragan Sig. Sig. Sig. Sig. Sig.
=0.000 =0.000 =0.000 =0.000 =0.000

*(%35) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, parametre t testi igin Ho: =0, Wald testi i¢in Ho: Bi=0,
Breusch-Pagan Testi icin Ho: Hata terimleri varyansi sabittir. n.w st imi direngli NEWEY-WEST standart hatalari
ifade eder, Std.p: Standartlastirilmus katsay, F: F Test istatistigi, [1% Ki-Kare Test Istatistigi, (parantez icleri test
serbestlik derecelerini igerir.), F(S.D1,S.D2), [12(S.D), R?: Diizeltilmis Determinasyon Katsayisi

Tabloda regresyon modelleri ayr1 ayr1 incelendiginde her modelde sabit degisken
ile birlikte 1 adet agiklayici degisken oldugu goriiliir. Modellere dair tanisal istatistikler
toplu bir sekilde incelendiginde Breusch-Pagan Heteroskedastise testine gore tum
modellerde %5 anlamlilik diizeyinde istatistiksel olarak 6nemli degisen varyans sorunlari
goriiliirken (Sig.<0.05) Durbin Watson istatistiklerinin 2’den oldukca kiigiik olmasi ise
modeldeki ciddi otokorelasyon sorunlarina isaret etmektedir. Tiim modellerde goriilen
degisen varyans ve otokorelasyon sorunlarinin neden olabilecegi etkinlik kayiplarini

onlemek amaciyla modeller NEWEY-WEST direncli standart hatalar ile tahmin

edilmistir.

Tahmin modelleri i¢in istatistiksel anlamliliklar WALD testi ile incelendiginde
tiim modellerin %5 anlamlilik diizeyinde istatistiksel olarak anlamli modeller olduklar1
goriiliirken, diizeltilmis determinasyon (D.R?) katsayilarmnm 0.040 ile 0.086 arasinda
degistigi goriilmektedir.®

Model 1’deki aciklayict degisken Medya okuryazarligi i¢in %5 anlamlilik
diizeyinde istatistiksel olarak anlamli ve negatif bir katsaymm hesaplandigi
goriilmektedir. (=-0.280, Sig.<0.05). Daha a¢ik bir ifade ile 6grencilerin yeni medya
okuryazarlik diizeylerinin artmasi siber zorbalik diizeylerinin azalmasmma neden

olmaktadir.

Model 2°deki agiklayici degisken fonksiyonel tiiketim i¢in %35 anlamlilik

dizeyinde istatistiksel olarak anlamli ve negatif bir katsaymm hesaplandigi
goriilmektedir. (f=-0.251, Sig.<0.05). Daha agik bir ifade ile 6grencilerin fonksiyonel

tilkketim diizeylerinin artmasi siber zorbalik davraniglarinin azalmasma neden olmaktadir.

® Tek degiskenin yer aldig1 basit dogrusal regresyon modeli igin diisiik determinasyon katsayilar1 beklenen
bir durumdur. (Gujarati & Porter, 2009)
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Model 3’teki aciklayict degisken elestirel tiikketim i¢in %5 anlamlilik diizeyinde
istatistiksel olarak anlamli ve negatif bir katsayinin hesaplandigi goriilmektedir. (p=-
0.279, Sig.<0.05). Daha acik bir ifade ile dgrencilerin elestirel tiiketim diizeylerinin

artmasi siber zorbalik davraniglarinin azalmasma neden olmaktadir.

Model 4’teki agiklayici degisken fonksiyonel tiretim i¢in %5 anlamlilik diizeyinde
istatistiksel olarak anlamli ve negatif bir katsaymin hesaplandigi goriilmektedir. (B=-
0.296, Sig.<0.05). Daha acik bir ifade ile 6grencilerin fonksiyonel iiretim diizeylerinin

artmasi siber zorbalik davranislariin azalmasma neden olmaktadir.

Model 5’teki agiklayict degisken elestirel iiretim i¢in %5 anlamlilik diizeyinde
istatistiksel olarak anlamli ve negatif bir katsaymin hesaplandig1 goriilmektedir. (B=-
0.203, Sig.<0.05). Daha agik bir ifade ile 6grencilerin fonksiyonel {iretim diizeylerinin

artmasi siber zorbalik davranislarmin azalmasima neden olmaktadir.
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4.4.2 Hipotez 2

[kinci arastirma hipotezinin stnamas1 amaciyla yapilan regresyon analizi bulgular1

tablo 20’deki gibidir.

Tablo 20. Yeni Medya Okuryazarhgmin Siber Magduriyet Uzerindeki

Etkisini Inceleyen Regresyon Analizi Bulgulari

Bagimh Degisken: Siber Magduriyet

Degisken Model 1 | Model 2 Model 3 Model 4 Model 5
B 0 0.79 0.92 0.72 0.72
.918 0 0 6 7
S. 0 0.03 0.03 0.04 0.03
Hw .040 4 4 8 3
. Std
Sabit B - - - -
T 2 23.5 26.8 15.1 22.0
3.197* 05* 65* 30* 11*
si 0 0.00 0.00 0.00 0.00
91 o000 0 0 0 0
0.187
S. 0
Hw .009
Yeni Medya Std - ) i i i
Okuryazarligi .B 0.633
T | 20855
. 0
SI9 | 000
0.160
S. 0.00
Hn.W 8
Fonksiyonel Std ) - i i i
Tuketim .B 0.603
T 10.824*
Sig . 0.00
B 0.185
S. 0.00
) oy Hw 8
Elestirel Tiiketim Std - - - - -
.B 0.667
T 24.254*
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. 0.00
Sig 00
B 0.134
S. 0.01
HrI.W 1
_ . Std -
Fonksiyonel Uretim B - - - 0.467 -
T 12,559
] 0.00
Sig 0
B 0.143
S. 0.00
HI’LW 7
. Std R
Elestirel Uretim B - - - - 0566
" 19.353*
d 0.00
Sig 0
Tamsal Istatistikler
" 850)_57F F(1.8 F(L8 (L8 F(L8
wald ‘i 50)=490.73* 50)=687.51* 50)=239.04* 50)=404.74*
S Sig.= Sig.= Sig.= Sig.=
ig.=0.000 0.000 0.000 0.000 0.000
- R RZ=0 RZ=0 RZ=0 R2=0
eterminasyon 220,399 363 444 217 320
: D DW DW DW DW
Durbin Watson W=0.483 =0.434 =0.491 =0.413 =0.469
(01)-153 - 20 20 20 20
Breusch-Pagan g 1)=39.954% 1)=111.089% 1)=129.992% 1)=142.335*
S Sig.= Sig.= Sig.= Sig.=
ig.=0.000 0.000 0.000 0.000 0.000

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, parametre t testi icin Ho: p=0, Wald testi i¢in Ho: Bi=0,
Breusch-Pagan Testi i¢in Ho: Hata terimleri varyans: sabittir. n.w tst imi direngli NEWEY-WEST standart hatalar
ifade eder, Std.p: Standartlastirilmus katsayi, F: F Test istatistigi, [1%: Ki-Kare Test Istatistigi, (parantez icleri test
serbestlik derecelerini igerir.), F(S.D1,S.D2), L%(S.D), R% Diizeltilmis Determinasyon Katsay1si

Modellerde Breusch-Pagan Heteroskedastise testine gére tim modellerde %5
anlamlilik diizeyinde istatistiksel olarak onemli degisen varyans sorunlar1 goriiliirken
(Sig.<0.05) Durbin Watson istatistiklerine gore ise modellerde ciddi otokorelasyon
sorunlar1 mevcuttur. Modellerde goriilen degisen varyans ve otokorelasyon sorunlarinin

neden olabilecegi etkinlik kayiplarini 6nlemek amaciyla modeller NEWEY-WEST

direngli standart hatalar ile tahmin edilmistir.

Tahmin modelleri i¢in istatistiksel anlamliliklar WALD testi ile incelendiginde

tiim modellerin %5 anlamlilik diizeyinde istatistiksel olarak anlamli modeller olduklar
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goriiliirken, diizeltilmis determinasyon (D.R?) katsayilarinm 0.217 ile 0.444 arasinda
degistigi goriilmektedir.

Model 1’deki agiklayict degisken yeni medya okuryazarligi igin %5 anlamlilik
diizeyinde istatistiksel olarak anlamli ve negatif bir katsaymin hesaplandigi
goriilmektedir. (f=-0.633, Sig.<0.05). Daha agik bir ifade ile 6grencilerin yeni medya
okuryazarlik diizeylerinin artmasi siber magduriyet durumlarinin azalmasina neden

olmaktadir.

Model 2’deki agiklayict degisken fonksiyonel tiiketim icin %35 anlamlilik
diizeyinde istatistiksel olarak anlamli ve negatif bir katsayinin hesaplandigi
goriilmektedir. (f=-0.603, Sig.<0.05). Daha acik bir ifade ile 6grencilerin fonksiyonel
tiketim diizeylerinin artmasi siber magduriyet durumlarmin azalmasina neden

olmaktadir.

Model 3’teki agiklayict degisken elestirel tiikketim i¢cin %5 anlamlilik diizeyinde
istatistiksel olarak anlamli ve negatif bir katsaymin hesaplandigi goriilmektedir. (p=-
0.667, Sig.<0.05). Daha ag¢ik bir ifade ile 6grencilerin elestirel tiiketim dlzeylerinin

artmasi siber magduriyet durumlarinin azalmasina neden olmaktadir.

Model 4°teki agiklayici degisken fonksiyonel liretim i¢in %5 anlamlilik diizeyinde
istatistiksel olarak anlamli ve negatif bir katsaymin hesaplandigi goriilmektedir. (p=-
0.467, Sig.<0.05). Daha agik bir ifade ile 6grencilerin fonksiyonel iiretim diizeylerinin

artmas1 siber magduriyet durumlarinin azalmasina neden olmaktadir.

Model 5’teki aciklayict degisken elestirel {iretim i¢cin %5 anlamlilik diizeyinde
istatistiksel olarak anlamli ve negatif bir katsayinin hesaplandigi goriilmektedir. (p=-
0.566, Sig.<0.05). Daha acik bir ifade ile 6grencilerin fonksiyonel iiretim diizeylerinin

artmasi siber magduriyet durumlarmin azalmasimna neden olmaktadir.
4.4.3 Hipotez 3

Ugiincii arastirma hipotezinin smanmasi amactyla yapilan kadin ve erkek
ogrenciler arasmdaki farklar1 inceleyen Bagimsiz Orneklem T-Testi bulgular: tablo

21°deki gibidir.
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Tablo 21. Kadin Ve Erkek Ogrenciler Arasindaki Farklar Inceleyen
Bagimsiz Orneklem T-Testi Bulgular1 Tablo

Degisken Cinsiyet N X S.S Levene T-Test
Fonksiyonel Erkek 472 4.038 0.880 | F(1,857)=0.039 | t(857)=6.257*
Tiketim Boyutu | Kadin 387 3.658 0.889 Sig.=0.834 Sig.=0.000
Elestirel Tiiketim | Erkek 472 4.198 0.825 | F(1,857)=1.373 | 1(857)=5.643*
Boyutu Kadm 387 3.869 0.878 Sig.=0.242 Sig.=0.000
Fonksiyonel Erkek 472 4.277 0.790 | F(1, 857)=8.004* | 1(857)=4.810*
Uretim Boyutu Kadm 387 4.002 0.870 Sig.=0.005 Sig.=0.000
Elestirel Uretim | Erkek 472 4.083 0.932 | F(L,857)=2.746 | 1(857)=6.257*
Boyutu Kadm 387 3.655 0.920 Sig.=0.098 Sig.=0.000
Yeni Medya Erkek 472 4.149 0.783 | F(1, 857)=0.084 | (857)=6.728*
Okuryazarlik ] ]

Olcegi Kadm 387 3.796 0.803 Sig.=0.772 Sig.=0.000
Siber Zorbalik Erkek 465 1.186 0.302 F(1, 857)=5.353* | t(857)=1.800
Olgegi Kadm 387 1.150 0.276 Sig.=0.021 Sig.=0.072
Siber Magduriyet | Erkek 472 0.130 0.212 | F(1, 857)=52.627* | t(857)=-5.421*
Olgegi Kadin 387 0.219 0.262 Sig.=0.000 Sig.=0.000

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6nemli bir
fark yoktur., Levene Testi icin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi, t :T-
Test Istatistigi, (parantez icleri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), t(S.D), t testi istatistikleri

varyans homojen/heterojenligi gozetilerek secilmistir.

Fonksiyonel tiikketim boyutu bakimindan erkek (4.038+0.88) ve kadmn
(3.658+0.889) ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak anlamli
bir fark s6z konusudur.(t(857)=6.257, Sig.<0.05). Ortalamalar incelendiginde erkek

Ogrencilerin daha yiiksek fonksiyonel tiiketim diizeyine sahip olduklar1 gériilmektedir

Elestirel tiiketim boyutu bakimindan erkek (4.198+0.825) ve kadin (3.869+0.878)
ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak anlamli bir fark s6z
konusudur.(t(857)=5.643, Sig.<0.05). Ortalamalar incelendiginde erkek Ogrencilerin
daha yiiksek elestirel tiiketim diizeyine sahip olduklar1 gériilmektedir

Fonksiyonel {iretim boyutu bakimindan erkek (4.277+0.79) ve kadin (4.002+0.87)

ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak anlamli bir fark soz
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konusudur.(t(857)=4.810, Sig.<0.05). Ortalamalar incelendiginde erkek 6grencilerin
daha yiiksek fonksiyonel tiretim diizeyine sahip olduklar1 goriilmektedir

Elestirel iiretim boyutu bakimindan erkek (4.083+0.932) ve kadmn (3.655+0.92)
Ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak anlamli bir fark soz
konusudur.(t(857)=6.257, Sig.<0.05). Ortalamalar incelendiginde erkek Ogrencilerin

daha ytiksek elestirel liretim diizeyine sahip olduklar1 goriilmektedir

Yeni medya okuryazarlik dlgegi bakimindan erkek (4.149+0.783) ve kadin
(3.796+0.803) 6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak anlamli
bir fark s6z konusudur.(t(857)=6.728, Sig.<0.05). Ortalamalar incelendiginde erkek
ogrencilerin daha yuksek yeni medya okuryazarlik diizeyine sahip olduklari

gorilmektedir.

Siber zorbalik 6lgegi bakimindan erkek (1.186+0.302) ve kadm (1.15+0.276)
Ogrenciler arasmnda %35 anlamlilik diizeyinde istatistiksel olarak anlamli bir fark

saptanmamustir.(t(857)=1.800, Sig.<0.05).

Siber magduriyet 6l¢egi bakimindan erkek (0.130+0.212) ve kadin (0.219+0.262)
Ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak anlamli bir fark soz
konusudur.(t(857)=-5.421, Sig.<0.05). Ortalamalar incelendiginde kadin G6grencilerin

daha yuksek siber magduriyet diizeyinde olduklar1 gériilmektedir.
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4.4.4 Hipotez 4

Smif diizeyine baglh farklar1 incelemek amaciyla yapilan Anova testi bulgular

tablo 22’deki gibidir.

Tablo 22. Simf Diizeyi Bakimindan Farklari inceleyen Anova Testi

Bulgulan
Degisken Simif N X S.S Levene Anova Post Hoc
_ 1)9.Smif | 282 | 3900 | 0821 [y o0 | o s n0 g
Fonksiyonel 5 3j0.simf| 198 | 3.410 | 1.057 R R
T Uketim 3)11.Smif| 251 | 4177 | 0.749 34, 1>2
. DINn1 . .
Boyutu Sig.=0.000 Sig.=0.000
4)12.Smif | 178 | 3.894 | 0.818
1.)0.Smif | 232 | 4.112 | 0.775
- F(3,855)=19.350* | F(3,855)=26.092*
E!?kst'tf_e‘ 2)10.Smif| 198 | 3.604 | 0.958 (3.855) (3859) L3 4spn
Bowry  |3)11Smf| 251 | 4.250 | 0.734 _ , '
oyutu Sig.=0.000 Sig.=0.000
4)12.8mf| 178 | 4.169 | 0.867
_ 1.)9.Smif | 232 | 4.234 | 0.780 M. . oo i 555132 305"
Fonksiyonel 5 )10 siif| 198 | 3.677 | 0.996 LN OOR)mIe
oretim 3)11.8mif| 251 | 4.380 | 0.600 1,3 4>2
. DINl . .
Boyutu Sig.=0.000 Sig.=0.000
4)12.8mf| 178 | 4.258 | 0.806
1.)9.Smif | 232 | 3.883 | 0.937 F(3.855=24.616* | F(3 855)=21612*
Elestirel 2)10.Smif| 198 | 3.474 | 0968 | T e
oretim 3)11.Smif| 251 | 4173 | 0.791 3 4> 1>2%
. DInNl . .
Boyutu Sig.=0.000 Sig.=0.000
4)12.8mf| 178 | 3.963 | 0.996
_ 1.)9.Smif | 232 | 4.032 | 0.710 F(3,855)=5.021 | F(3,855)=32.726*
Yeni Medya (5 110 gimif| 198 | 3.541 | 0.925 OO oI
Okuryazarlik 3>4, 1>2*
Olcegi 3)11.Smif| 251 | 4.247 | 0.646 - -
Sig.=0.002 Sig.=0.000
4)12.8mf| 178 | 4.071 | 0.812
1.)9.Smif | 230 | 1.133 | 0.245
Siber F(3,855)=11.852* | F(3,855)=4.020*
2)10.8mif| 197 | 1.221 | 0.299
Zorballk = | 247 | 1.182 | 0.319 1<
a = . DIni . .
Olgegi Sig.=0.000 Sig.=0.007
4)12.8mf| 178 | 1.142 | 0.288
1.)9.Smif | 232 | 0.167 | 0.243
Siber F(3,855)=5.079* | F(3,855)=15.125*
er - [2)10.8mif| 198 | 0.262 | 0.270
Magduriyet 2>1, 3, 4*
BOlocsi 3)11.Smf| 251 | 0.116 | 0.200 _ _
gegi Sig.=0.002 Sig.=0.000
4)12.8mf| 178 | 0.148 | 0.225

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6nemli bir
fark yoktur., Levene Testi igin Ho: Grup varyanslar1 esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi,
(parantez icleri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), Post Hoc testi istatistikleri varyans
homojen/heterojenligi gozetilerek secilmistir. Homojen Varyans I¢in Tukey’s, Heterojen Varyans Igin Tamhane’s T2
Post Hoc testlerinden faydalanilmgtir.
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Fonksiyonel tiiketim boyutu bakimindan 9.smif (3.9+0.821), 10.smuf
(3.41£1.057), 11.smif (4.177£0.749), 12.smif (3.894+0.818) Ogrencileri arasinda %5
anlamlilik diizeyinde istatistiksel olarak ©nemli fark veya farklar saptanmustir.
(F(3,855)=29.588*, Sig.<0.05). Farkin kaynag1 olan grup veya gruplarin tespiti i¢in
yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir; 11.sinif 6grencilerinin
fonksiyonel tiikketim diizeyleri 12.smif ve 10.sinif 6grencilerinden yiiksek iken, 9.sinif
ogrencilerinin fonksiyonel tiikketim diizeyleri de 10.smif O6grencilerinden yiiksek

diizeydedir. Diger karsilastirmalarda ise manidar bir fark goriilmemistir.

Elestirel tiiketim boyutu bakimindan 9.smif (4.112+0.775), 10.smf
(3.604+0.958), 11.smn1f (4.259+0.734), 12.smif (4.169+0.867) 6grencileri arasinda %5
anlamhilik diizeyinde istatistiksel olarak oOnemli fark veya farklar saptanmistir.
(F(3,855)=26.092, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin tespiti igin
yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir; 10.sinif 6grencilerinin
elestirel tiiketim diizeyleri diger tiim 6grencilerden diisiik iken, diger 6grenciler arasinda

bu bakimdan 6nemli bir fark bulunmamaktadir.

Fonksiyonel iiretim boyutu bakimindan 9.smif (4.234+0.78), 10.smuf
(3.677+0.996), 11.smif (4.38+0.6), 12.smif (4.258+0.806) ogrencileri arasinda %5
anlamlilik diizeyinde istatistiksel olarak oOnemli fark veya farklar saptanmistir.
(F(3,855)=32.308, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin tespiti igin
yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir; 10.siif dgrencilerinin
fonksiyonel iiretim diizeyleri diger tiim Ogrencilerden diisiikk iken, diger Ogrenciler

arasmda bu bakimdan 6nemli bir fark bulunmamaktadir.

Elestirel iretim boyutu bakimimdan 9.smif (3.883+0.937), 10.sin1f (3.474+0.968),
11.smif (4.17340.791), 12.smif (3.963+£0.996) oOgrencileri arasinda %5 anlamlilik
diizeyinde istatistiksel olarak onemli fark veya farklar saptanmistir. (F(3,855)=21.912,
Sig.<0.05). Farkin kaynagi olan grup veya gruplarin tespiti i¢in yapilan Tamhane’s T2
Post Hoc testi bulgular1 su sekildedir; 11.sini1f 6grencilerinin elestirel {iretim diizeyleri

12.smif ve 10.smnif 6grencilerinden yiiksek iken, 9.smif 6grencilerinin elestirel iiretim
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diizeyleri de 10.smif 6grencilerinden yiiksek diizeydedir. Diger karsilastirmalarda ise

onemli bir fark goriilmemistir.

Yeni medya okuryazarlik olgegi bakimindan 9.smif (4.032+0.71), 10.smuf
(3.541+0.925), 11.smif (4.247+£0.646), 12.smif (4.071+0.812) 6grencileri arasinda %5
anlamhilik diizeyinde istatistiksel olarak oOnemli fark veya farklar saptanmistir.
(F(3,855)=32.726*, Sig.<0.05). Farkin kaynag1 olan grup veya gruplarin tespiti i¢in
yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir; 11.smnif 6grencilerinin yeni
medya okuryazarlik diizeyleri 12.sinif ve 10.smif 6grencilerinden yiiksek iken, 9.simf
ogrencilerinin yeni medya okuryazarlik diizeyleri de 10.smif 6grencilerinden yiiksek

diizeydedir. Diger karsilastirmalarda ise 6nemli bir fark goriilmemistir.

Siber zorbalik 6lgegi bakimindan 9.smif (1.133+0.245), 10.smif (1.221+0.299),
I1.smmf (1.182+0.319), 12.simf (1.142+0.288) 06grencileri arasinda %35 anlamlilik
diizeyinde istatistiksel olarak 6nemli fark veya farklar saptanmistir. (F(3,855)=4.020,
Sig.<0.05). Farkm kaynag1 olan grup veya gruplarin tespiti i¢in yapilan Tamhane’s T2
Post Hoc testi bulgular1 su sekildedir; 9.smif 6grencilerinin siber zorbalik diizeyleri
10.smf 6grencilerinden diisiik diizeyde iken diger Ogrenciler arasinda bu bakimdan

Onemli bir fark bulunmamaktadir.

Siber Magduriyet Olcegi bakimindan 9.smif (0.167+0.243), 10.smf
(0.262+0.27), 1l.smif (0.11640.2), 12.smif (0.148+0.225) ogrencileri arasinda %5
anlamlilik diizeyinde istatistiksel olarak oOnemli fark veya farklar saptanmistir.
(F(3,855)=15.125, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin tespiti igin
yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir; 10.smif 6grencilerinin siber
magduriyet diizeyleri diger tiim 6grencilerden yiiksek diizeyde iken diger Ogrenciler

arasmda bu bakimdan 6nemli bir fark bulunmamaktadir.

4.4.5 Hipotez 5

Baba egitim seviyesine bagli farklar1 incelemek amaciyla yapilan Anova testi
bulgular1 tablo 23’deki gibidir.
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Tablo 23. Baba Egitim Seviyesi Bakimindan Farklar inceleyen Anova Testi

Bulgulan
Degisken Baba Egitim N X S.S Levene Anova Post Hoc
1.1lkokul Ve 229 | 3.63 | 1.029
Alt1 5 F(3,855)=13.66 | F(3,855)=18.288
2.0rtaokul 184 | 3.78 | 0.865 9* *
Fonksiyonel 0 *
Tiiketim Boyutu | 3.Lise 317 | 3.89 | 0.839 4>3>2,1
3 — _—
4 Lisans ve 129 433 | 0669 | ~'970-000 $19.=0.000
Uzeri 6
1.1lkokul Ve 229 | 3.86 | 0.917
Al 6 F(3,855)=12.54 | F(3,855)=21.494
2.0rtaokul 184 | 3.94 | 0.815 5* *
Elestirel 5 *
Tiiketim Boyutu | 3.Lise 317 | 4.03 | 0.880 4>3>2,1
0 48 o
4 Lisans ve 129 | 457 | 0549 | 970000 Sig-=0.000
Uzeri 2
1.1lkokul Ve 229 [ 3.90 | 0.976
Al 3 F(3,855)=13.40 | F(3,855)=45.717
2.0rtaokul 184 | 3.87 | 0.802 8* *
Fonksiyonel 1 -
Uretim Boyut | 3.Lise 317 | 4.24 | 0.729 4>3>2,1
0 . X
4.Lisans ve 129 | 4.78 | 0.359 $ig.=0.000 519.=0.000
Uzeri 7
1.1lkokul Ve 229 | 3.65 | 0.938
Altt 5 F(3,855)=51.31 | F(3,855)=27.475
2.0rtaokul 184 | 3.67 | 0.895 6* *
Elestirel Uretim 0 .
Boyutu 3.Lise 317 | 3.94 | 0.989 4>3>2,1
6 - o
4.Lisans ve 129 | 4.48 | 0.627 5ig.=0.000 519.=0.000
Uzeri 4
1.1lkokul Ve 229 | 3.76 | 0.879
Alti 5 F(3,855)=12.34 | F(3,855)=32.221
. 2.0rtaokul 184 | 3.81 | 0.758 9* *
Yeni Medya 7
8'1‘”}’?23“‘1‘ 3 Lise 317 | 4.02 | 0.789 4>3>2,1
gegt 7 . .
4 Lisans ve 120 [ 454 | 0474 | ©1970.002 S19.=0.000
Uzeri 5
1.1lkokul Ve 229 | 1.20 | 0.307
Altt 7 F(3,855)=19.97 _
2.0rtaokul 179 | 1.16 | 0.256 1% F(3.855)=3.525
Siber Zorbalik 3 4<1*
C)lqegi 3.Lise 315 | 1.17 | 0.303
3 . L
4 Lisans ve 129 | 1.10 | 0268 | ~'9:70:000 Sig-=0.015
Uzeri 3
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1ilkokul Ve | 229 ]0.20 | 0.263
Alti 2 F(3,855)=5.216 o orn
Siber 2.Ortaokul 184 [ 0.19 | 0.250 * F(3,855)=7.881
o 3
Magduriyet 3.Lise 317 [ 0.16 | 0222 4<1,2,3*
Olgegi : o :
4 Lisans ve 129 [ 0.08 | 0206 | °'9-=0.001 Sig.=0.000
Uzeri 2

*(%35) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalari arasinda 6nemli bir
fark yoktur., Levene Testi igin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi,
(parantez icleri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), Post Hoc testi istatistikleri varyans
homojen/heterojenligi gozetilerek secilmistir. Homojen Varyans Igin Tukey’s, Heterojen Varyans Igin Tamhane’s T2

Post Hoc testlerinden faydalanilmustir.

Fonksiyonel tiiketim boyutu bakimindan babalar1 ilkokul ve alt1 (3.635+1.029),
ortaokul (3.78+0.865), lise (3.893+0.839), lisans ve Tlizeri (4.336+0.669) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak 6nemli
fark veya farklar bulunmaktadir. (F(3,855)=18.288, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti i¢cin yapilan Tamhane’s T2 post hoc testi bulgulari ise su sekildedir;
babalar1 lisans ve lizeri egitim seviyesine sahip Ogrencilerin fonksiyonel tiiketim
diizeyleri diger tiim 6g8rencilerden yiiksek iken, babalar1 lise seviyesinde egitime sahip
ogrencilerin fonksiyonel tiiketim diizeyleri babalar1 ortaokul ve ilkokul ve alt1 egitim
seviyesine sahip dgrencilerden daha yiiksektir. Babalar1 ortaokul mezunu olan ve babalar1
ilkokul ve alt1 egitime sahip 6grenciler arasinda ise bu bakimdan istatistiksel olarak

Onemli bir fark bulunmamaktadir.

Elestirel tiiketim boyutu bakimindan babalar1 ilkokul ve alt1 (3.866+0.917),
ortaokul (3.945+0.815), lise (4.03+0.88), lisans ve {izeri (4.572+0.549) egitim seviyesine
sahip O6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak 6nemli fark veya
farklar bulunmaktadir. (F(3,855)=21.494, Sig.<0.05). Farkin kaynagi olan grup veya
gruplarm tespiti i¢in yapilan Tamhane’s T2 post hoc testi bulgular: ise su sekildedir;
babalar1 lisans ve lizeri egitim seviyesine sahip dgrencilerin elestirel tiikketim diizeyleri
diger tiim 6grencilerden yliksek iken, babalari lise seviyesinde egitime sahip dgrencilerin
elestirel tiikketim diizeyleri babalar1 ortaokul ve ilkokul ve alt1 egitim seviyesine sahip
ogrencilerden daha yiiksektir. Babalar1 ortaokul mezunu olan ve babalar1 ilkokul ve alt1
egitime sahip dgrenciler arasinda ise bu bakimdan istatistiksel olarak onemli bir fark

bulunmamaktadir.
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Fonksiyonel iiretim boyutu bakimindan babalar1 ilkokul ve alt1 (3.903+0.976),
ortaokul (3.871+0.802), lise (4.24+0.729), lisans ve iizeri (4.787+0.359) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak 6nemli
fark veya farklar bulunmaktadir. (F(3,855)=45.717, Sig.<0.05). Farkin kaynagi olan grup
veya gruplarin tespiti i¢cin yapilan Tamhane’s T2 post hoc testi bulgular1 ise su sekildedir;
babalari lisans ve lizeri egitim seviyesine sahip 6grencilerin fonksiyonel iiretim diizeyleri
diger tiim 6grencilerden yliksek iken, babalar lise seviyesinde egitime sahip 6grencilerin
fonksiyonel tiretim diizeyleri babalar1 ortaokul ve ilkokul ve alt1 egitim seviyesine sahip
ogrencilerden daha yiiksektir. Babalar1 ortaokul mezunu olan ve babalar1 ilkokul ve alt1
egitime sahip 6grenciler arasinda ise bu bakimdan istatistiksel olarak 6nemli bir fark

bulunmamaktadir

Elestire]l Uretim Boyutu bakimindan babalar1 ilkokul ve alt1 (3.655+0.938),
ortaokul (3.67+0.895), lise (3.946+0.989), lisans ve Tlizeri (4.484+0.627) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak dnemli
fark veya farklar bulunmaktadir. (F(3,855)=27.475, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti icin yapilan Tamhane’s T2 post hoc testi bulgulari ise su sekildedir;
babalar1 lisans ve iizeri egitim seviyesine sahip Ogrencilerin elestirel iiretim diizeyleri
diger tiim 6grencilerden yiiksek iken, babalari lise seviyesinde egitime sahip 6grencilerin
elestirel iiretim diizeyleri babalar1 ortaokul ve ilkokul ve alt1 egitim seviyesine sahip
ogrencilerden daha yiiksektir. Babalar1 ortaokul mezunu olan ve babalar1 ilkokul ve alt1
egitime sahip 6grenciler arasinda ise bu bakimdan istatistiksel olarak énemli bir fark

bulunmamaktadir

Yeni medya okuryazarlik oOlgegi bakimindan babalari ilkokul ve alti
(3.765%0.879), ortaokul (3.817+0.758), lise (4.027+0.789), lisans ve lzeri (4.545+0.474)
egitim seviyesine sahip dgrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak
onemli fark veya farklar bulunmaktadir. (F(3,855)=32.221, Sig.<0.05). Farkin kaynag1
olan grup veya gruplarin tespiti i¢in yapilan Tamhane’s T2 post hoc testi bulgular1 ise su
sekildedir; babalar1 lisans ve {izeri egitim seviyesine Sahip Ogrencilerin yeni medya
okuryazarlik diizeyleri diger tiim 6grencilerden yiiksek iken, babalar1 lise seviyesinde

egitime sahip d6grencilerin yeni medya okuryazarlik diizeyleri babalar1 ortaokul ve ilkokul
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ve alt1 egitim seviyesine sahip 6grencilerden daha yiiksektir. Babalar1 ortaokul mezunu
olan ve babalar1 ilkokul ve alt1 egitime sahip Ogrenciler arasinda ise bu bakimdan

istatistiksel olarak dnemli bir fark bulunmamaktadir.

Siber zorbalik 6l¢egi bakimindan babalari ilkokul ve alt1 (1.207+0.307), ortaokul
(1.163+0.256), lise (1.1734+0.303), lisans ve iizeri (1.103+0.268) egitim seviyesine sahip
ogrenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak 6nemli fark veya farklar
bulunmaktadir. (F(3,855)=3.525, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin
tespiti i¢in yapilan Tamhane’s T2 post hoc testi bulgulari ise su sekildedir; babalar1 lisans
ve lizeri egitim seviyesine sahip 68rencilerin siber zorbalik diizeyleri babalari ilkokul ve
alt1 seviyede egitime sahip 6grencilerden daha diisiik iken diger 6grenciler arasinda bu

bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Siber magduriyet Olgegi bakimindan babalari ilkokul ve alti1 (0.202+0.263),
ortaokul (0.193%0.25), lise (0.169+0.222), lisans ve Tlizeri (0.082+0.206) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak 6nemli
fark veya farklar bulunmaktadir. (F(3,855)=7.881, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti icin yapilan Tamhane’s T2 post hoc testi bulgulari ise su sekildedir;
babalar1 lisans ve tizeri diizeyde egitim almis dgrencilerin siber magduriyet diizeyleri
diger tiim Ogrencilerden daha diisiik diizeyde iken diger Ogrenciler arasinda siber

magduriyet diizeyi bakimindan istatistiksel olarak 6nemli bir fark bulunmamaktadir.
4.4.6 Hipotez 6

Anne egitim seviyesine baglh farklar1 incelemek amaciyla yapilan Anova testi

bulgular1 tablo 24°deki gibidir.

Tablo 24. Anne Egitim Seviyesi Bakimindan Farklar inceleyen Anova Testi

Bulgulan
Degisken Anne Egitim N X S.S Levene Anova Post Hoc
1.1lkokul Ve 283 | 3.90 | 0.878
Altr 0 F(3,855)=14.07 | F(3,855)=21.755
Fonksiyonel 2.Ortaokul 181 | 3.50 | 1.036 9* * -
Tiiketim Boyutu 2 4>3,1>2
3-Lise 213 | 3371 98%2 | sig.=0.000 Sig.=0.000
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4.Lisans ve 122 | 4.32 | 0.735
Ozeri 2
Lilkokul Ve | 283 | 4.09 | 0.927
Alti 8 F(3,855)=14.10 | F(3,855)=25.072
2.0rtaokul 181 | 3.65 | 0.925 2* *
Elestirel 8 *
Tiiketim Boyutu | 3.Lise 273 | 4.06 | 0.722 4>3,1>2
3 L L
4. Lisans ve 122 | 448 | 0651 | °'9-=0.000 519.=0.000
Uzeri 8
Lilkokul Ve | 283 | 4.04 | 0.960
Alti 8 F(3,855)=15.42 | F(3,855)=20.147
2.Ortaokul 181 | 3.89 | 0.852 9* *
Fonksiyonel 4 x
Uretim Boyutu | 3.Lise 273 | 4.24 | 0.668 4>3,1>2
3 o L
4 Lisans ve 122 | 458 | 0649 | °'9-=0.000 Sig-=0.000
Uzeri 1
lilkokul Ve | 283 | 3.89 | 0.987
Alti 5 F(3,855)=4.472 F(3,855)=
2.0rtaokul 181 | 3.56 | 0.998 * 15.649*
Elestirel Uretim 8 *
Boyutu 3.Lise 273 | 3.91 | 0.861 4>3>1>2
2 - o
Zlisansve | 122 | 430 0806 | 90000 519-=0.000
Uzeri 9
Iilkokul Ve | 283 | 3.98 | 0.876
Altr 5 F(3,855)=9.562 F(3,855)=
. 2.0rtaokul 181 | 3.65 | 0.856 * 23.881*
Yeni Medya 6
Okur Yazarlk =27 273 | 4.02 | 0675 4>3>1>2
Olgegi 5
A}I.Lisansve 122 | 4.42 | 0.631 519.=0.002 51g.=0.000
Uzeri 5
Iilkokul Ve | 280 | 1.14 | 0.267
Alti 8 F(3,855)=28.38 F(3,855)=
2.0rtaokul 177 | 1.30 | 0.381 5* 16.610*
Siber Zorbalik 2
Olgedi 3 Lise 273 | 1.13 | 0.224 2>1,3,4
0 o L
4.Lisans ve 122 (111 0275 | ~19-=0.000 $19-=0.000
Uzeri 6
Iilkokul Ve | 283 | 0.15 | 0.249
Alti 9 F(3,855)=15.57 F(3,855)=
. 2.0rtaokul 181 | 0.25 | 0.266 0* 12.446*
Siber 7
Magduriyet 127 273 | 0.15 | 0.203 2>1,3,4
Olgegi 5
Z Lisans ve 122|009 | 0223 | S'9-=0.001 5ig.=0.000
Uzeri 9

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6nemli bir

fark yoktur., Levene Testi igin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi,

(parantez icleri test serbestlik derecelerini (S.D) icerir.) F(S.D1, S.D2), Post Hoc testi istatistikleri varyans
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homojen/heterojenligi gozetilerek segilmistir. Homojen Varyans igin Tukey’s, Heterojen Varyans igin Tamhane’s T2
Post Hoc testlerinden faydalanilmustir.

Fonksiyonel tiiketim boyutu bakimindan anneleri ilkokul ve alt1 (3.900+0.878),
ortaokul (3.502+1.036), lise (3.871+£0.802), lisans ve iizeri (4.322+0.735) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak 6nemli
fark veya farklar bulunmaktadir. (F(3,855)=21.755, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti i¢cin yapilan Tamhane’s T2 post hoc testi bulgular1 ise su sekildedir;
anneleri orta okul diizeyinde egitime sahip 6grencilerin fonksiyonel tiikketim diizeyleri
diger tiim oOgrencilerden diisiik, anneleri lisans ve lizeri egitim seviyesine sahip
ogrencilerin fonksiyonel tiikketim diizeyleri diger tiim 6grencilerden yiiksek ve anneleri
lise seviyesinde egitime sahip 6grenciler ile anneleri ilkokul ve alt1 seviyede egitim almis

ogrenciler arasinda istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Elestirel tiiketim boyutu bakimindan anneleri ilkokul ve alt1 (4.098+0.927),
ortaokul (3.658+0.925), lise (4.063+0.722), lisans ve tizeri (4.488+0.651) egitim
seviyesine sahip dgrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak dnemli
fark veya farklar bulunmaktadir. (F(3,855)=25.072, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti i¢cin yapilan Tamhane’s T2 post hoc testi bulgular1 ise su sekildedir;
anneleri ortaokul diizeyinde egitime sahip 6grencilerin elestirel tiiketim diizeyleri diger
tim Ogrencilerden diisiik, anneleri lisans ve iizeri egitim seviyesine sahip 0grencilerin
elestirel fonksiyonel tiiketim diizeyleri diger tiim 6grencilerden yiliksek ve anneleri lise
seviyesinde egitime sahip Ogrenciler ile anneleri ilkokul ve alt1 seviyede egitim almis

Ogrenciler arasinda bu bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Fonksiyonel iiretim boyutu bakimindan anneleri ilkokul ve alt1 (4.048+0.96),
ortaokul (3.894+0.852), lise (4.243+0.668), lisans ve flizeri (4.581%0.649) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak dnemli
fark veya farklar bulunmaktadir. (F(3,855)=20.147, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti i¢in yapilan Tamhane’s T2 post hoc testi bulgular1 ise su sekildedir;
anneleri orta okul diizeyinde egitime sahip 6grencilerin fonksiyonel iiretim diizeyleri
diger tiim oOgrencilerden diisiik, anneleri lisans ve {lizeri egitim seviyesine sahip

ogrencilerin fonksiyonel iiretim diizeyleri diger tiim 6grencilerden yliksek ve anneleri lise
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seviyesinde egitime sahip 6grenciler ile anneleri ilkokul ve alt1 seviyede egitim almis
Ogrenciler arasinda fonksiyonel {iretim bakimindan istatistiksel olarak 6dnemli bir fark

bulunmamaktadir.

Elestirel Uretim Boyutu bakimmdan anneleri ilkokul ve alt1 (3.895+0.987),
ortaokul (3.568+0.998), lise (3.912+0.861), lisans ve tizeri (4.309+0.806) egitim
seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak dnemli

fark veya farklar bulunmaktadir. (F(3,855)= 15.649, Sig.<0.05).

Yeni medya okuryazarlik 0&lgegi bakimindan anneleri ilkokul ve alti
(3.985+0.876), ortaokul (3.656+0.856), lise (4.022+0.675), lisans ve uzeri (4.425+0.631)
egitim seviyesine sahip 6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak
onemli fark veya farklar bulunmaktadir. (F(3,855)= 23.881, Sig.<0.05). Farkin kaynag1
olan grup veya gruplarin tespiti i¢in yapilan Tamhane’s T2 post hoc testi bulgular1 ise su
sekildedir; anneleri ortaokul diizeyinde egitime sahip Ogrencilerin yeni medya
okuryazarlik diizeyleri diger tiim 6grencilerden diisiik, anneleri lisans ve tizeri egitim
seviyesine sahip 6grencilerin yeni medya okuryazarlik diizeyleri diger tiim 6grencilerden
yiiksek ve anneleri lise seviyesinde egitime sahip dgrenciler ile anneleri ilkokul ve alt1
seviyede egitim almis Ogrenciler arasinda yeni medya okuryazarlik bakimindan

istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Siber zorbalik 6l¢cegi bakimindan anneleri ilkokul ve alt1 (1.148+0.267), ortaokul
(1.302+0.381), lise (1.130+0.224), lisans ve iizeri (1.116+0.275) egitim seviyesine sahip
ogrenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak dnemli fark veya farklar
bulunmaktadir. (F(3,855)=16.610, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin
tespiti icin yapilan Tamhane’s T2 post hoc testi bulgular1 ise su sekildedir; Anneleri
ortaokul diizeyinde egitime sahip Ogrencilerin siber zorbalik davraniglari diger tiim
ogrencilerden daha diisik diizeyde iken diger ogrenciler arasmmda bu bakimdan

istatistiksel olarak onemli bir fark bulunmamaktadir.

Siber magduriyet Olgegi bakimindan anneleri ilkokul ve alt1 (0.159+0.249),
ortaokul (0.257+0.266), lise (0.155+0.203), lisans ve iizeri (0.099+0.223) egitim

seviyesine sahip 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak dnemli
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fark veya farklar bulunmaktadir. (F(3,855)=12.446, Sig.<0.05). Farkin kaynag1 olan grup
veya gruplarin tespiti i¢in yapilan Tamhane’s T2 post hoc testi bulgular1 ise su sekildedir;
Anneleri ortaokul diizeyinde egitime sahip 6grencilerin siber magduriyet diizeyleri diger
tim 6grencilerden daha diisiik diizeyde iken diger 6grenciler arasinda bu bakimdan

istatistiksel olarak onemli bir fark bulunmamaktadir.
4.4.7 Hipotez 7

Anne calisma durumuna bagl farklar1 incelemek amaciyla yapilan bagimsiz

orneklem T-Testi bulgular1 tablo 25°deki gibidir.

Tablo 25. Anne Calisma Durumu Bakimindan Farklar inceleyen Bagimsiz
Orneklem T-Testi Bulgulan

Degisken Anne Calisma| N X S.S Levene T-Test
Fonksiyonel Evet 292 | 3.951 0.706 | F(1, 857)=55.280* | (857)=2.173*
Tuketim Boyutu Hayir 567 3.823 0.988 Sig.=0.000 Sig.=0.030
Elestirel Tiiketim Evet 292 | 4.219 0.686 | F(1, 857)=38.280 | t(857)=4.585*
Boyutu Hayir 567 | 3.962 0.932 Sig.=0.000 Sig.=0.000
Fonksiyonel Evet 292 | 4.336 0.731 | F(1, 857)=12.061* | t(857)=4.919*
Uretim Boyutu Hayir 567 4.059 0.874 Sig.=0.001 Sig.=0.000
Elestirel Uretim Evet 292 | 4.041 0.860 | F(1, 857)=4.627* | t(857)=3.521*
Boyutu Hayir 567 | 3.812 0.985 Sig.=0.032 Sig.=0.000
Yeni Medya Evet 292 | 4137 0.646 | F(1,857)=0.084 | t(857)=4.224*
8&%““111{ Hayr | 967 | 3914 | 0874 Sig.=0.772 Sig.=0.000
Siber Zorbalik Evet 292 | 1123 0.264 | F(1, 857)=40.369* | t(857)=-3.346*
Olgegi Hayir 560 | 1.193 0.302 Sig.=0.021 Sig.=0.001
Siber Magduriyet Evet 292 | 0.158 0.242 F(1, 857)=0.005 | t(857)=-1.050
Olgegi Hayir 567 | 0.176 0.239 Sig.=0.942 Sig.=0.296

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6nemli bir
fark yoktur., Levene Testi icin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi, t :T-
Test Istatistigi, (parantez ileri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), t(S.D), t testi istatistikleri
varyans homojen/heterojenligi gozetilerek secilmistir.

Fonksiyonel tiiketim boyutu bakimindan anneleri calisan (3.951+0.706) ve
caligmayan (3.823%0.988) Ogrenciler arasinda %S5 anlamlilik diizeyinde istatistiksel
olarak Onemli bir fark bulunmaktadir. (t(857)=2.173, Sig.<0.05). Ortalamalar
incelendiginde anneleri ¢aligan Ogrencilerin fonksiyonel tiiketim diizeylerinin daha

yiiksek oldugu goriilmektedir.
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Elestirel tiiketim boyutu bakimindan anneleri c¢alisan (4.219+0.686) ve
calismayan (3.962+0.932) Ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel
olarak Onemli bir fark bulunmaktadir. (t(857)=4.585, Sig.<0.05). Ortalamalar
incelendiginde anneleri ¢alisan 6grencilerin elestirel tiiketim diizeylerinin daha yiiksek

oldugu goriilmektedir.

Fonksiyonel iiretim boyutu bakimindan anneleri c¢alisan (4.336+0.731) ve
calismayan (4.059+0.874) Ogrenciler arasmda %S5 anlamlilik diizeyinde istatistiksel
olarak onemli bir fark bulunmaktadir. (t(857)=4.919, Sig.<0.05). Ortalamalar
incelendiginde anneleri ¢alisan 6grencilerin fonksiyonel {iretim diizeylerinin daha ytiksek

oldugu goriilmektedir.

Elestirel tiretim boyutu bakimindan anneleri ¢alisan (4.041+0.86) ve ¢calismayan
(3.812+0.985) 6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak 6nemli bir
fark bulunmaktadir. (t(857)=3.521, Sig.<0.05). Ortalamalar incelendiginde anneleri

calisan 6g8rencilerin elestirel iretim diizeylerinin daha yiiksek oldugu goriilmektedir.

Yeni medya okuryazarlik 6l¢egi bakimmdan anneleri ¢alisan (4.137+0.646) ve
calismayan (3.914+0.874) 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel
olarak oOnemli bir fark bulunmaktadir. (t(857)=4.224, Sig.<0.05). Ortalamalar
incelendiginde anneleri ¢alisan 6grencilerin yeni medya okuryazarlik diizeylerinin daha

yiiksek oldugu goriilmektedir.

Siber zorbalik 6l¢egi bakimindan anneleri ¢alisan (1.1234+0.264) ve calismayan
(1.193+0.302) 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak Gnemli bir
fark bulunmaktadir. (t(857)=-3.346, Sig.<0.05). Ortalamalar incelendiginde anneleri

calisan 6grencilerin siber zorbalik diizeylerinin daha diisiik oldugu goriilmektedir.

Siber magduriyet Olcegi bakimindan anneleri ¢alisan (0.158+0.242) ve
calisgmayan (0.176+0.239) Ogrenciler arasinda %S5 anlamlilik diizeyinde istatistiksel
olarak 6nemli bir fark bulunmamaktadir. (t(857)=-1.050, Sig.>0.05).
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4.4.8 Hipotez 8

Baba calisma durumuna baglh farklari incelemek amaciyla yapilan bagimsiz

orneklem T-Testi bulgular1 tablo 26’daki gibidir.

Tablo 26. Baba Calisma Durumu Bakimindan Farklar Inceleyen Bagimsiz

Orneklem T-Testi Bulgulan

Degisken Baba Cahsma| N X S.S Levene T-Test
Fonksiyonel Evet 733 3.983 0.815 | F(1, 857)=57.548* | 1(857)=7.891*
Tuketim Boyutu Hayir 126 3.187 1.081 Sig.=0.000 Sig.=0.000
Elestirel Tiiketim Evet 733 | 4133 0.820 | F(1, 857)=13.431* | t(857)=6.347*
Boyutu Hayir 126 | 3.561 0.953 Sig.=0.000 Sig.=0.000
Fonksiyonel Evet 733 | 4216 0.798 | F(1, 857)=7.123* | t(857)=4.732*
Uretim Boyutu Hayir 126 3.787 0.963 Sig.=0.008 Sig.=0.000
Elestirel Uretim Evet 733 | 3.969 0.927 | F(1,857)=0.009 | t(857)=5.998*
Boyutu Hayir 126 | 3.430 0.954 Sig.=0.923 Sig.=0.000
Yeni Medya Evet 733 | 4.076 0.762 | F(1, 857)=9.672* | 1(857)=6.847*
8&%32%111{ Hayr | 126 | 3491 | 0.904 Sig.=0.002 Sig.=0.000
Siber Zorbalik Evet 726 | 1153 0.282 | F(1, 857)=10.361* | t(857)=-3.533*
Olgegi Hayir 126 | 1262 0.324 Sig.=0.001 Sig.=0.001
Siber Magduriyet Evet 733 | 0.147 0.227 | F(1, 857)=25.714* | 1(857)=-5.692*
Olgegi Hayir 126 | 0.301 0.273 Sig.=0.000 Sig.=0.000

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6nemli bir
fark yoktur., Levene Testi icin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi, t :T-
Test Istatistigi, (parantez icleri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), t(S.D), t testi istatistikleri
varyans homojen/heterojenligi gozetilerek secilmistir.

Fonksiyonel tiikketim boyutu bakimindan babalar1 g¢alisan (3.983+0.815) ve
caligmayan (3.187+1.081) Ogrenciler arasinda %35 anlamlilik diizeyinde istatistiksel
olarak Onemli bir fark bulunmaktadwr. (t(857)=7.891, Sig.<0.05). Ortalamalar
karsilastirildiginda babalar1 galisan 6grencilerin fonksiyonel tiiketim diizeylerinin daha

yiiksek oldugu goriilmektedir.

Elestirel tiiketim boyutu bakimindan babalari ¢alisan (4.133+0.82) ve ¢aligmayan
(3.561+0.953) 6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak 6nemli bir
fark bulunmaktadir. (t(857)=6.347, Sig.<0.05). Ortalamalar karsilastirildiginda babalar1

calisan 6grencilerin elestirel tiiketim diizeylerinin daha yiliksek oldugu goriilmektedir.
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Fonksiyonel iiretim boyutu bakimimdan babalar1 calisan (4.216+0.798) ve
caligmayan (3.787+0.963) Ogrenciler arasinda %S5 anlamlilik dlizeyinde istatistiksel
olarak Onemli bir fark bulunmaktadir. (t(857)=4.732, Sig.<0.05). Ortalamalar
karsilastirildiginda babalar1 ¢alisan 6grencilerin fonksiyonel iiretim diizeylerinin daha

yiiksek oldugu goriilmektedir.

Elestirel iiretim boyutu bakimindan babalari ¢alisan (3.969+0.927) ve calismayan
(3.430+0.954) 6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak 6nemli bir
fark bulunmaktadir. (t(857)=5.998, Sig.<0.05). Ortalamalar karsilastirildiginda babalari

calisan 6g8rencilerin elestirel iretim diizeylerinin daha yiiksek oldugu goériilmektedir.

Yeni medya okuryazarlik 6lgegi bakimimdan babalar1 ¢alisan (4.076+0.762) ve
calismayan (3.491+£0.904) ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel
olarak oOnemli bir fark bulunmaktadir. (t(857)=6.847, Sig.<0.05). Ortalamalar
karsilagtirildiginda babalar1 ¢alisan 6grencilerin yeni medya okuryazarlik diizeylerinin

daha yiiksek oldugu goriilmektedir.

Siber zorbalik 6lgegi bakimindan babalar1 ¢alisan (1.15340.282) ve ¢alismayan
(1.262+0.324) 6grenciler arasinda %35 anlamlilik diizeyinde istatistiksel olarak 6nemli bir

fark bulunmaktadir. (t(857)=-3.533, Sig.<0.05). Ortalamalar karsilastirildiginda babalar1

calisan 6grencilerin siber zorbalik davranislarinin daha diistik oldugu goriilmektedir.

Siber magduriyet Ol¢egi bakimindan babalar1 ¢ahisan (0.147+0.227) ve
calisgmayan (0.301+0.273) Ogrenciler arasinda %35 anlamlilik diizeyinde istatistiksel
olarak Onemli bir fark bulunmaktadir. (t(857)=-5.692, Sig.<0.05). Ortalamalar
karsilastirildiginda babalar1 galisan 6grencilerin siber magduriyet durumlarmin daha

diisiik oldugu goriilmektedir.
4.4.9 Hipotez 9

Anne ve babanin bir arada yasam durumuna bagl farklar1 incelemek amaciyla

yapilan bagimsiz 6rneklem T-Testi bulgulari tablo 27°deki gibidir.
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Tablo 27. Anne Ve Babanin Birlikte Yasama Durumu Bakimindan Farklan

Inceleyen Bagimsiz Orneklem T-Testi Bulgular

Degisken Anne-Baba | N X S.S Levene T-Test
Fonksiyonel Birlikte | 640 | 3.970 | 0.852 |F(L, 857)=17.624% | 1(857)=5.448*
Tuketim Boyutu Degil 219 3.565 0.981 Sig.=0.000 Sig.=0.000
Elestirel Tiketim Birlikte | 640 | 4.071 0.853 | F(1, 857)=6.894* | 1(857)=1.215
Boyutu Degil 219 3.987 0.898 Sig.=0.009 Sig.=0.225
Fonksiyonel Birlikte 640 | 4.115 0841 | F(1,857)=0.211 |(857)=-2.264*
Uretim Boyutu Degil 219 4.264 0.822 Sig.=0.646 Sig.=0.024
Elestirel Uretim Birlikte | 640 | 3.911 0911 |F(1, 857)=17.887*| 1(857)=1.008
Boyutu Degil 219 3.830 1.056 Sig.=0.000 Sig.=0.314
Yeni Medya Birlikte 640 4.017 0.801 F(1, 857)=5.249* | t(857)=1.629
Okuryazarlik ) 219 3.911 0.835 . .

Oloesi Degil Sig.=0.022 Sig.=0.104
Siber Zorbalik Birlikte 633 1.170 0.289 F(1, 857)=1.495 | t(857)=0.181
Olgegi Degil 219 1.166 0.297 Sig.=0.222 Sig.=0.856
Siber Magduriyet Birlikte 640 0.152 0.222 | F(1, 857)=60.695* | t(857)=-3.294*
Olgegi Degil 219 0.221 0.280 Sig.=0.000 Sig.=0.001

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6nemli bir
fark yoktur., Levene Testi icin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi, t :T-
Test Istatistigi, (parantez icleri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), t(S.D), t testi istatistikleri
varyans homojen/heterojenligi gozetilerek secilmistir.

Fonksiyonel tiiketim boyutu bakimindan anne ve babasi birlikte yasayan
(3.970+0.852) ve birlikte yasamayan (3.565+0.981) 6grenciler arasinda %35 anlamlilik
diizeyinde istatistiksel olarak 6nemli bir fark bulunmaktadir. (t(857)=5.448, Sig.<0.05).

Ortalamalar incelendiginde anne ve babasi birlikte yasayan ogrencilerin fonksiyonel

tikketim diizeylerinin daha yiiksek oldugu goriilmektedir.

Elestirel tiiketim boyutu bakimindan anne ve babasi birlikte yasan (4.071+0.853)
ve birlikte yasamayan (3.987+0.898) oOgrenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak dnemli bir fark bulunmamaktadir. (t(857)=1.215, Sig.>0.05).

Fonksiyonel {iiretim boyutu bakimindan anne ve babast birlikte yasan
(4.115+0.841) ve birlikte yasamayan (4.264+0.822) 6grenciler arasinda %35 anlamlilik
diizeyinde istatistiksel olarak 6nemli bir fark bulunmaktadir. (t(857)=-2.264, Sig.<0.05).
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Ortalamalar incelendiginde anne ve babasi birlikte yasayan 6grencilerin fonksiyonel

iiretim diizeylerinin daha yiiksek oldugu goriilmektedir.

Elestirel iiretim boyutu bakimindan anne ve babasi birlikte yasan (3.911+£0.911)
ve birlikte yasamayan (3.830+1.056) ogrenciler arasinda %35 anlamlilik diizeyinde
istatistiksel olarak onemli bir fark bulunmamaktadir. (t(857)=1.008, Sig.>0.05).

Yeni medya okuryazarlik 6lgegi bakimindan anne ve babasi birlikte yasan
(4.017£0.801) ve birlikte yasamayan (3.911+0.835) 6grenciler arasinda %5 anlamlilik
diizeyinde istatistiksel olarak oOnemli bir fark bulunmamaktadir. (t(857)=1.629,
Sig.>0.05).

Siber zorbalik 6l¢egi bakimindan anne ve babasi birlikte yasan (1.17+£0.289) ve
birlikte yasamayan (1.166+0.297) Ogrenciler arasinda %35 anlamlilhik diizeyinde
istatistiksel olarak dnemli bir fark bulunmamaktadir. (t(857)=0.181, Sig.>0.05).

Siber magduriyet 6l¢egi bakimindan anne ve babasi birlikte yasan (0.152+0.222)
ve birlikte yasamayan (0.221+0.28) ogrenciler arasmnda %5 anlamlilik diizeyinde
istatistiksel olarak Onemli bir fark bulunmaktadr. (t(857)=-3.294, Sig.<0.05).
Ortalamalar incelendiginde anne ve babasi birlikte yasayan 6grencilerin siber magduriyet

dizeylerinin daha diisiik oldugu goriilmektedir.
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4.4.10 Hipotez 10

Ogrencilerin internette giinliik gecirdigi siireye baglh farklar1 incelemek amaciyla

yapilan Anova testi bulgular1 tablo 28’deki gibidir.

Tablo 28. internette Gegirilen Siire Bakimindan Farklar Inceleyen Anova

Testi Bulgulan
Degisken Sire N X S.S Levene Anova Post Hoc
1.0-2 Saat 236 | 3.81 | 0.781
4 F(3,855)=8.203 | F(3,855)=31.261
. 2.2-3 Saat 217 | 4.32 | 0.792 * *
Fonksiyonel 9
Tiiketim 2>1,4,3*
Boyutu 3.3-4 saat 148 3.f3 1.020
14Satve | 258 |3.71| 08go | 90000 519.-=0.000
Ustl 9
1.0-2 Saat 236 | 4.17 | 0.856
6 F(3,855)=7.852 | F(3,855)=39.903
. 2.2-3 Saat 217 | 4.46 | 0.548 * *
Elestirel 1
Tiketim 2>1,4,3*
Boyutu 3.3-4 saat 148 3.;33 1.000
14Satve | 258|382 0833 | 970000 519-=0.000
Ustl 3
1.0-2 Saat 236 | 4.37 | 0.742
8 F(3,855)=23.02 | F(3,855)=63.559
2.2-3 Saat 217 | 459 | 0.509 ™ *
Fonksiyonel 4 -
Uretim Boyutu | 3.3-4 saat 148 | 3.70 | 1.011 2>143
9 - o
145amatVe | 258|383 | o7l | 970000 S19-=0.000
Ustl 2
1.0-2 Saat 236 | 4.05| 0.960
6 F(3,855)=37.52 |  F(3,855)=
2.2-3 Saat 217 | 4.34 | 0.652 1* 44 511*
Elestirel 4 -
Uretim Boyutu | 3.3-4 saat 148 | 3.37 | 1.125 2>143
8 . L
4.4 Saat Ve 258 | 3.65 | 0827 | '9=0-000 Sig.=0.000
Ustil 1
1.0-2 Saat 236 | 4.10 | 0.768
6 F(3,855)=26.85 |  F(3,855)=
. 2.2-3 Saat 217 | 4.43 | 0.561 0* 51.585*
Yeni Medya 5
Okuryazarlik 1337 caat 148 | 3.56 | 0.962 2>14,3*
Olgegi 4
4.4 Saat Ve 258 [ 3.75| 0724 | 970002 519-0.000
Ustil 6
Siber Zorbalik | 1.0-2 Saat 236 | 1.07 | 0.177 | F(3,855)=22.93 F(3,855)= 1<2 3 4%
Olgegi I 4* 15.887* '
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2.2-3 Saat 214 | 1.18 | 0.325
7
3.3-4 saat 144 | 1.14 | 0.263
8 L .
14Satve | 258|125 0333 | 190000 519-=0.000
Ustil 0
1.0-2 Saat 236 | 0.15 | 0.229
6 F(3,855)=17.96 |  F(3,855)=
. 2.2-3 Saat 217 | 0.07 | 0.138 9 23.239*
Siber 1
o .
Magduriyet 1537t 148 [ 0.24 | 0273 2<14.3
Olgegi 4
14Satve | 258|022 0267 | 970001 51g=0.000
Ustil 3

*(%35) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalari arasinda 6nemli bir
fark yoktur., Levene Testi igin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi,
(parantez icleri test serbestlik derecelerini (S.D) icerir.) F(S.D1, S.D2), Post Hoc testi istatistikleri varyans
homojen/heterojenligi gozetilerek segilmistir. Homojen Varyans Igin Tukey’s, Heterojen Varyans I¢in Tamhane’s T2
Post Hoc testlerinden faydalanilmustir.

Fonksiyonel tiiketim boyutu bakimindan internette giinliikk ortalama 0 ile 2 saat
arasinda zaman gegiren (3.814+0.781), 2 ile 3 saat arasinda zaman gegiren (4.329+0.792),
3 ile 4 saat arasinda zaman geciren (3.531+1.02), 4 saat ve (izeri zaman geciren
(3.719+0.88) 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak dnemli fark
veya farklar saptanmustir. (F(3,855)=31.261, Sig.<0.05). Farkin kaynag1 olan grup veya
gruplarin tespiti i¢in yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir;
internette giinliik ortalama 2 ile 3 saat arasinda vakit geciren dgrencilerin fonksiyonel

tilketim diizeyleri diger tiim Ogrencilerden daha yiiksek diizeyde iken diger dgrenciler

arasmda bu bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Elestirel tiiketim boyutu bakimindan internette giinliikk ortalama 0 ile 2 saat
arasinda zaman gegiren (4.176+0.856), 2 ile 3 saat arasinda zaman gegiren (4.461+0.548),
3 ile 4 saat arasinda zaman gegiren (3.639+1.000), 4 saat ve Uzeri zaman gegiren
(3.823+0.833) ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak onemli
fark veya farklar saptanmustir. (F(3,855)=39.903, Sig.<0.05). Farkin kaynagi olan grup
veya gruplarin tespiti i¢cin yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir;
internette gilinliik ortalama 2 ile 3 saat arasinda vakit geciren 6grencilerin elestirel tiikketim
diizeyleri diger tiim 6grencilerden daha yiiksek diizeyde iken diger 6grenciler arasinda bu

bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.
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Fonksiyonel iiretim boyutu bakimindan internette giinliik ortalama 0 ile 2 saat
arasinda zaman gegiren (4.378+0.742), 2 ile 3 saat arasinda zaman gegiren (4.594+0.509),
3 ile 4 saat arasinda zaman geciren (3.709+1.011), 4 saat ve lizeri zaman gegiren
(3.832+0.781) 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak énemli
fark veya farklar saptanmustir. (F(3,855)=63.559, Sig.<0.05). Farkin kaynagi olan grup
veya gruplarin tespiti i¢cin yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir;
internette giinliik ortalama 2 ile 3 saat arasinda vakit geciren 6grencilerin fonksiyonel
iretim diizeyleri diger tiim O0g8rencilerden daha yiiksek diizeyde iken diger 6grenciler

arasinda bu bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Elestirel iiretim boyutu bakimindan internette giinliik ortalama 0 ile 2 saat arasinda
zaman geciren (4.056+0.96), 2 ile 3 saat arasinda zaman geciren (4.344+0.652), 3 ile 4
saat arasinda zaman gegiren (3.378+1.125), 4 saat ve lizeri zaman gegiren (3.651+0.827)
ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak onemli fark veya farklar
saptanmugtir. (F(3,855)= 44.511, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin
tespiti i¢in yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir; internette glinlik
ortalama 2 ile 3 saat arasinda vakit geciren 6grencilerin elestirel iiretim diizeyleri diger
tim 6grencilerden daha yiliksek diizeyde iken diger 6grenciler arasinda bu bakimdan

istatistiksel olarak onemli bir fark bulunmamaktadir.

Yeni medya okuryazarlik 6lgegi bakimindan internette giinliik ortalama 0 ile 2
saat arasinda zaman gegiren (4.106+£0.768), 2 ile 3 saat arasinda zaman gegiren
(4.432+0.561), 3 ile 4 saat arasinda zaman gegiren (3.564+0.962), 4 saat ve lizeri zaman
geciren (3.756+0.724) 6grenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak
onemli fark veya farklar saptanmistir. (F(3,855)=51.585, Sig.<0.05). Farkin kaynagi olan
grup veya gruplarin tespiti i¢in yapilan Tamhane’s T2 Post Hoc testi bulgular1 su
sekildedir; internette giinliik ortalama 2 ile 3 saat arasinda vakit gegiren 6grencilerin yeni
medya okuryazarlk diizeyleri diger tiim dgrencilerden daha yiiksek diizeyde iken diger

ogrenciler arasinda bu bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Siber zorbalik 6lgegi bakimindan internette giinliik ortalama 0 ile 2 saat arasinda
zaman gegiren (1.077+0.177), 2 ile 3 saat arasinda zaman gegiren (1.187+0.325), 3 ile 4

saat arasinda zaman geciren (1.1484+0.263), 4 saat ve {lizeri zaman gegiren (1.25+0.333)

184



Ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak 6nemli fark veya farklar
saptanmustir. (F(3,855)= 15.887, Sig.<0.05). Farkin kaynagi olan grup veya gruplarin
tespiti i¢in yapilan Tamhane’s T2 Post Hoc testi bulgulari su sekildedir; internette giinlik
ortalama 0 ile 2 saat arasinda vakit geciren 6grencilerin siber zorbalik davraniglari diger
tim 6grencilerden daha diisiik diizeyde iken diger 6grenciler arasinda bu bakimdan

istatistiksel olarak 6nemli bir fark bulunmamaktadir.

Siber magduriyet 6lgegi bakimindan internette giinliik ortalama 0 ile 2 saat
arasinda zaman gegiren (0.156+0.229), 2 ile 3 saat arasinda zaman gegiren (0.071+0.138),
3 ile 4 saat arasinda zaman gecgiren (0.2444+0.273), 4 saat ve lizeri zaman geciren
(0.223+0.267) ogrenciler arasinda %5 anlamlilik diizeyinde istatistiksel olarak 6nemli
fark veya farklar saptanmustir. (F(3,855)= 23.239, Sig.<0.05). Farkin kaynagi olan grup
veya gruplarin tespiti i¢in yapilan Tamhane’s T2 Post Hoc testi bulgular1 su sekildedir;
internette gunlik ortalama 2 ile 3 saat arasinda vakit gegiren Ogrencilerin siber
magduriyet diizeyleri diger tiim 68rencilerden daha yiiksek diizeyde iken diger 6grenciler

arasmda bu bakimdan istatistiksel olarak 6nemli bir fark bulunmamaktadir.

4.4.11 Hipotez 11

Ogrencilerin internette kullanimi ile ilgili egitim alip almamasina bagh farklar:

incelemek amaciyla yapilan Bagimsiz Orneklem T-Testi bulgular1 tablo 29°daki gibidir.

Tablo 29. Internet Kullanimu ile Tlgili Egitim Alma Durumu Bakimindan

Farklan inceleyen Bagimsiz Orneklem T-Testi Bulgulari

Degisken Egitim N X S.S Levene T-Test
Fonksiyonel Evet 142 3.985 0.895 F(1, 857)=0.269 | t(857)=1.709
Tuketim Boyutu Hayir 717 3.843 0.904 Sig.=0.604 Sig.=0.088
Elestirel Tiiketim Evet 142 | 4.242 0.826 F(1, 857)=0.072 |t(857)=2.917*
Boyutu Hayir 717 4.011 0.867 Sig.=0.788 Sig.=0.004
Fonksiyonel Evet 142 | 4391 0.719 | F(1, 857)=9.708* | t(857)=3.014*
Uretim Boyutu Hayir 717 4.106 0.852 Sig.=0.002 Sig.=0.003
Elestirel Uretim Evet 142 | 4234 0.885 | F(1,857)=0.005 |t(857)=4.781*
Boyutu Hayir 717 3.822 0.948 Sig.=0.944 Sig.=0.000
Yeni Medya Evet 142 | 4213 0.771 | F(1, 857)=0.239 |t(857)=3.616*
Okuryazarlik ] ]
Olcesi Hayir 77| 3946 | 0812 Sig.=0.625 Sig.=0.000
Evet 137 | 1.248 0.377 | F(1, 857)=38.328* | (857)=2.774

185



§1beerOrba11k Hayrr 715 1.154 0.269 Sig.=0.000 Sig.=0.006
Olgegi

Siber Magduriyet Evet 142 0.153 0.234 F(1, 857)=0.487 | t(857)=-0.916
Olgegi Hayir 717 | 0.173 0.241 Sig.=0.486 Sig.=0.360

*(%35) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda 6énemli bir
fark yoktur., Levene Testi icin Ho: Grup varyanslari esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi, t :T-
Test Istatistigi, (parantez icleri test serbestlik derecelerini (S.D) igerir.) F(S.D1, S.D2), t(S.D), t testi istatistikleri
varyans homojen/heterojenligi gozetilerek secilmistir.

Fonksiyonel tiiketim boyutu bakimindan internet kullanimu ile ilgili egitim alan

(3.985+0.895) ve almayan (3.843+0.904) 6grenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak onemli bir fark bulunmamaktadir. (t(857)=1.709, Sig.>0.05).

Elestirel tiiketim boyutu bakimindan internet kullanimi ile ilgili egitim alan
(4.242+0.826) ve almayan (4.011+0.867) Ogrenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak dnemli bir fark bulunmaktadir. (t(857)=2.917, Sig.<0.05). Ortalamalar
incelendiginde internet kullanimi ile ilgili egitim alan 6grencilerin elestirel tliketim

diizeylerinin daha yiiksek oldugu goriilmektedir.

Fonksiyonel iiretim boyutu bakimidan internet kullanimi ile ilgili egitim alan
(4.391+0.719) ve almayan (4.106+0.852) 6grenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak onemli bir fark bulunmaktadir. (t(857)=3.014, Sig.<0.05). Ortalamalar
incelendiginde internet kullanimi ile ilgili egitim alan 6grencilerin fonksiyonel tiretim

diizeylerinin daha yliksek oldugu goriilmektedir.

Elestirel iiretim boyutu bakimindan internet kullanimi ile ilgili egitim alan
(4.234+0.885) ve almayan (3.822+0.948) 6grenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak dnemli bir fark bulunmaktadir. (t(857)=4.781, Sig.<0.05). Ortalamalar
incelendiginde internet kullanimi ile ilgili egitim alan Ogrencilerin elestirel iiretim

diizeylerinin daha yiiksek oldugu goriilmektedir.

Yeni medya okuryazarlik 6lgegi bakimindan internet kullanimi ile ilgili egitim
alan (4.213+0.771) ve almayan (3.946+0.812) Ogrenciler arasinda %5 anlamlilik
diizeyinde istatistiksel olarak 6nemli bir fark bulunmaktadir. (t(857)=3.616, Sig.<0.05).
Ortalamalar incelendiginde internet kullanimi ile ilgili egitim alan 6grencilerin yeni

medya okuryazarlik diizeylerinin daha yiiksek oldugu goriilmektedir.
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Siber zorbalikk Olcegi bakimindan internet kullanimi ile ilgili egitim alan
(1.248+0.377) ve almayan (1.15440.269) 6grenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak dnemli bir fark bulunmaktadir. (t(857)=2.774, Sig.<0.05). Ortalamalar

incelendiginde internet kullanimi ile ilgili egitim alan &grencilerin siber zorbalik

davranislarinin daha yiiksek oldugu goriilmektedir.

Siber magduriyet Olgegi bakimindan internet kullanimi ile ilgili e§itim alan
(0.153+0.234) ve almayan (0.173+0.241) 6grenciler arasinda %35 anlamlilik diizeyinde
istatistiksel olarak 6nemli bir fark bulunmamaktadir. (t(857)=-0.916, Sig.>0.05).

4.4.12 Hipotez 12

Ogrencilerin internette kullanimlarinin ebeveyn denetiminde olup olmama

durumuna bagl farklari incelemek amaciyla yapilan Bagimsiz Orneklem T-Testi

bulgular1 tablo 30°daki gibidir.

Tablo 30. Internet Kullammminin Ebeveyn Denetiminde Olma Durumu

Bakimindan Farklan Inceleyen Anova Testi Bulgular

Degisken gsrfgg)r/r:]i N X S.S Levene T-Test
Fonksiyonel Evet 380 [3.982| 0877 | F(1,857)=0.054 | t(857)=3.341*
Tuketim Boyutu Hayir 479 | 3.775| 0.915 Sig.=0.816 Sig.=0.001
Elestirel Tiiketim Evet 380 |4.213 | 0.777 | F(1,857)=2.427 | t(857)=4.995*
Boyutu Hayir 479 |3.920 | 0.908 Sig.=0.120 Sig.=0.000
Fonksiyonel Evet 380 |4.326 | 0.745 |F(1, 857)=12.759* | t(857)=5.592*
Uretim Boyutu Hayir 479 | 4.016 | 0.882 Sig.=0.000 Sig.=0.000
Elestirel Uretim Evet 380 |4.102 | 0.844 |F(1,857)=12.626* | 1(857)=6.062*
Boyutu Hayir 479 |3.722| 0.995 Sig.=0.000 Sig.=0.000
Yeni Medya Evet 380 | 4.156 | 0.733 | F(1, 857)=3.911* | t(857)=5.519*
8&%&%% Hayir 479 | 3.858 | 0.845 Sig.=0.048 Sig.=0.000
Siber Zorbalik Evet 376 | 1.140 | 0.273 | F(1, 857)=7.331* | t(857)=-2.671*
Olgegi Hayir 476 | 1.193 | 0.303 Sig.=0.007 Sig.=0.008
Siber Magduriyet Evet 380 [0.133 | 0.205 |F(1, 857)=46.278* | t(857)=-4.009*
Olgegi Hayir 479 | 0.199 | 0.261 Sig.=0.000 Sig.=0.000

*(%5) anlamlilik diizeyinde Ho hipotezinin reddini ifade eder, T-Testi i¢in Ho: Grup ortalamalar1 arasinda énemli bir

fark yoktur., Levene Testi icin Ho: Grup varyanslar1 esittir. X: Ortalama, S.S: Standart Sapma, F: F Test istatistigi, t :T-
Test Istatistigi, (parantez icleri test serbestlik derecelerini (S.D) icerir.) F(S.D1, S.D2), t(S.D), t testi istatistikleri

varyans homojen/heterojenligi gozetilerek secilmistir.
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Fonksiyonel tiiketim boyutu bakimindan internet kullanim1 ebeveyn denetiminde
olan (3.982+0.877) ve olmayan (3.775+0.915) ogrenciler arasinda %5 anlamlilik
diizeyinde istatistiksel olarak dnemli bir fark bulunmaktadir. (t(857)=3.341, Sig.<0.05).
Ortalamalar incelendiginde internet kullanimi ebeveyn denetiminde olan Ogrencilerin

fonksiyonel tiketim dizeylerinin daha yiiksek oldugu goriilmektedir.

Elestirel tiiketim boyutu bakimindan internet kullanimi ebeveyn denetiminde olan
(4.213%+0.777) ve olmayan (3.92+0.908) 6grenciler arasinda %35 anlamlilik diizeyinde
istatistiksel olarak 6nemli bir fark bulunmaktadir. (t(857)=4.995, Sig.<0.05). Ortalamalar
incelendiginde internet kullanimi ebeveyn denetiminde olan d6grencilerin elestirel tiikketim

diizeylerinin daha yiiksek oldugu goriilmektedir.

Fonksiyonel iiretim boyutu bakimimdan internet kullanimi ebeveyn denetiminde
olan (4.326+0.745) ve olmayan (4.016+0.882) ogrenciler arasinda %35 anlamlilik
diizeyinde istatistiksel olarak 6nemli bir fark bulunmaktadir. (t(857)=5.592, Sig.<0.05).
Ortalamalar incelendiginde internet kullanimi ebeveyn denetiminde olan &grencilerin

fonksiyonel tiretim diizeylerinin daha yiiksek oldugu goriilmektedir.

Elestirel iiretim boyutu bakimindan internet kullanimi ebeveyn denetiminde olan
(4.102+0.844) ve olmayan (3.722+0.995) 6grenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak 6nemli bir fark bulunmaktadir. (t(857)=6.062, Sig.<0.05). Ortalamalar
incelendiginde internet kullanim1 ebeveyn denetiminde olan 6grencilerin elestirel tiretim

diizeylerinin daha yliksek oldugu goriilmektedir.

Yeni medya okuryazarlik oOlgegi bakimindan internet kullanimi ebeveyn
denetiminde olan (4.156+0.733) ve olmayan (3.858+0.845) 6grenciler arasinda %5
anlamlilik diizeyinde istatistiksel olarak onemli bir fark bulunmaktadir. (t(857)=5.519,
Sig.<0.05). Ortalamalar incelendiginde internet kullanimi ebeveyn denetiminde olan

ogrencilerin yeni medya okuryazarlk diizeylerinin daha yiiksek oldugu goriilmektedir.

Siber zorbalik dlcegi bakimindan internet kullanimi ebeveyn denetiminde olan
(1.1440.273) ve olmayan (1.193+0.303) dgrenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak oOnemli bir fark bulunmaktadir. (t(857)=-2.671, Sig.<0.05).
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Ortalamalar incelendiginde internet kullanimi ebeveyn denetiminde olan Ogrencilerin

siber zorbalik davraniglarinin daha diisiik oldugu goriilmektedir.

Siber magduriyet 6lgegi bakimindan internet kullanim1 ebeveyn denetiminde olan
(0.133+0.205) ve olmayan (0.199+£0.261) 6grenciler arasinda %5 anlamlilik diizeyinde
istatistiksel olarak Onemli bir fark bulunmaktadir. (t(857)=-4.009, Sig.<0.05).
Ortalamalar incelendiginde internet kullanimi ebeveyn denetiminde olan 6grencilerin

siber magduriyet diizeylerinin daha diisiik oldugu goriilmektedir.
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BOLUM V
SONUC VE ONERILER
5.1. Sonug

Bu arastirmada lise 6grencilerinin yeni medya okuryazarlik diizeyleri ile siber
zorbalik ve siber magduriyet davranislar1 arasindaki iliskinin incelenmesi amaglanmistir.
Ayrica Ogrencilerin demografik ve tanmmlayic1 Ozelliklerine gore yeni medya

okuryazarlik diizeylerinin degisip degismedigi de arastirma kapsaminda incelenmektedir.

Arastirma kapsaminda Izmir ili Konak ilcesinde yer alan bir mesleki ve teknik
lisede 2019-2020 egitim-6gretim yilinda 6grenim gdren tiim 6grenciler izerinde yiiz yiize
anket uygulamas1 gerceklestirilmistir. Arastirmaya katilan 6grenci sayis1t 859 kisidir.
Bunlardan % 54.9’u erkek, % 45.1’1 kiz 6grencilerden olugmaktadir. Smif diizeyi
dagilimlarina bakildiginda %27°si 9. smif, % 23.1°1 10. smf, % 29.2°s1 11. sinif ve %

20.7°s1 12. smif 6grencisidir.

Anne-baba egitim diizeyleri bakimindan g¢esitliliklerin s6z konusu oldugu
gorulmektedir. Baba egitim diizeylerine bakildiginda % 36.9’luk oran ile en fazla lise
mezunu yiizdelik oldugu géze ¢arpmaktadir. Bunu sirasi ile % 21.4 ile ortaokul mezunu,
% 20.4 ile ilkokul mezunu, %13.5 Universite mezunu, % 3.7 sadece okur-yazar, % 2.6
okur-yazar olmayan ve son olarak en diisiik orana sahip olan % 1.5 yiiksek lisans ve
doktora mezunu bulunmaktadir. Anne egitim diizeyi agisindan bakildiginda da yine en
fazla % 31.8’lik oran ile en fazla lise mezunu oldugi goriilmiistiir. Bunu takiben % 22.6
ilkokul mezunu, % 21.1 ortaokul mezunu, %13 Universite mezunu, % 6.8 sadece okur-
yazar, % 3.6 okur-yazar olmayan ve yine en diisiik orana sahip % 1.2 yiiksek lisans ve
doktora mezunu bulunmaktadir. Anne-baba egitim diizeyleri cesitlilik gdstermekle
beraber genel olarak ebeveynlerin egitim diizeylerinin bulundugumuz ¢aga gore diisiik
oldugu goriilmektedir. Hem anne hem de baba egitim seviyesinde en fazla lise mezunu,
en az yuksek lisans-doktora mezunu bulunmakla birlikte, kayda deger sayida ilkokul ve

ortaokul mezununun da oldugu géze carpmaktadir.

Anne ¢alisma durumu bakimindan veriler incelendiginde %34°i ¢alisirken, %

66’s1 herhangi bir iste ¢alismamaktadir. Baba ¢alisma durumuna gore ise %85.3’i
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calismakta, % 14.7’si galismamaktadir. Glinlimiizde kadinlarin ¢aliyma hayatinda 6nemli
bir yer edinmeye baslamasi s6z konusu iken, 6rneklem grubunda annelerin biiylik bir
cogunlugu aktif olarak bir iste ¢alismamaktadir. Anne-baba bir arada yasama durumu
acisindan bakildiginda %74.5°1 bir arada yasamaktadir, %15.8’1 anne-baba sag fakat
bosanmustir, %6.4’tinde baba 6li, % 2.7’sinde anne 6lii ve % 0.6’smin hem anne-hem

baba 6lii oldugu goriilmiistiir.

Arastirmaya dahil edilen 6grencilerin internet kullanimlari ile ilgili tanimlayici
istatistiklere gore dgrencilerin % 97.8°i internet kullanmaktadir. Internetin giinimiizde
bireylerin gilindelik yasam pratiklerinde onemli bir yer edinmesini destekleyen bir
sonuctur. Ogrencilerin internete girme zamam ve siireleri cogunlukla ebeveynleri
tarafindan denetlenmemektedir. Ailelerden % 55.8’1 ¢ocugun internet kullanimini
denetlememekte, % 44.2’si denetlemektedir. Ogrencilerin ergenlik doneminde olduklar,
risk ve olumsuzluklara kars1 daha savunmasiz olduklar1 diisiintildiigiinde yeterli bir oran
degildir. Ogrenciler internete en ¢ok cep telefonundan (%70.2) baglanmaktadir. Bunu %
20.6’lik oran ile evde bilgisayardan baglanma ve %38.3’liik oran ile tabletten baglanma
takip etmektedir. Cep telefonu hemen her aninda 6grencilerin elinin altinda olmasi sebebi
ile internete baglanmay1 kolaylastirmaktadir. Bu da daha fazla siber zorba ve siber

magdur olma durumunu arttirabilmektedir.

Ogrencilerin internete ayirdiklar1 siire bakimindan veriler incelendiginde ciddi bir
zamani sanal ortamda gecirdikleri ortaya ¢ikmaktadir. Ogrencilerden %30’u 4 saat ve
iizeri, % 25.3’1 2-3 saat arasi, %22’si 1-2 saat, %17.2’s1 3-4 saat ve sadece %5.5’1 1
saatten az internete baglanmaktadir. Ogrencilerin %68’lik oran ile biiyiik bir kismi
internet kullanmay1 kendi kendine, %18.2’si ailesinden, %8.1°1 arkadaslarindan, % 4.1°1
okuldan 6grenmistir. Okuldan 6grenen 6grenci sayis1 olduk¢a azdir, okullarda giivenli ve
bilingli internet kullanimi ile ilgili egitimler verilmesi O6grencilerin sanal ortamda
kendilerini koruyabilmesi i¢in énemli bir husus olabilecegi diisiiniilebilir. Ogrenciler
internette bir sorun ile karsilastiklarinda ¢ogunlukla kendileri ¢6zmeye ¢alismaktadirlar.
Arastirmadan elde edilen verilere gore %51°1 internette karsilastigi sorunu kendisi
cozmeye calismakta, % 30.5’1 ailesinden yardim istemekte, %17’si arkadaslarindan

yardim istemektedir, d6gretmenlerinden yardim isteyen O6grenci sayisi ise % 0.8 ile
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oldukca azdir. Buradan anlasilacagi lizere internet ortaminda siber zorbalik gibi olumsuz
bir durumla karsilagtiginda 6grencilerin bircogu ailesine veya 0gretmenlerine danigarak
destek almayi tercih etmeyecegi goriilmektedir. Biiyiik bir ¢cogunlugu bu sorunu kendi
kendine ¢6zme yoluna gitmeye calisacaktir. Bunun altinda yatan nedenler ise aile
tarafindan internet kullanimina kisitlama getirilmesi, ceza verilmesi ve aile ile iligkilerin
zedelenmesinden kaynakli olabilir. Ogrenciler bu gibi nedenlerle internet ortaminda
karsilastig1 sorunu aile ile paylasma konusunda ¢ekimser kalarak yasadigi soruna kendi
icinde ¢oziim bulmaya c¢aligabilir. Bu durumda sorun cok fazla blylmeden destek
almarak c¢oziilebilecekken kimseden destek alinmadigindan yasanilan sorun daha da

biiyliyerek ¢oziilemeyecek, ciddi boyutlara ulasabilir.

Ogrencilerin %35.5’1 interneti sosyal medya amagli kullanmaktadir, % 20’si oyun
oynama amagli, %19.7’si egitim-ders-arastirma amagli, %10.9’u miizik dinleme-film
izleme amacl, %7’si haberlesme ve % 6.9’u dosya-program indirme amacli
kullanmaktadir. Siber zorbalik ve siber magduriyet durumu ile sosyal medya
platformlarinda siklikla karsilasilmaktadir. Ogrencilerin biiyiik bir cogunlugu da interneti
en ¢ok sosyal medya amach kullandigindan bu da 6grenciler i¢in bir risk unsurudur.
Ogrencilerin %83.5’1 gibi biiyiik bir cogunlugu internet kullanimu ile ilgili simdiye kadar
herhangi bir egitime katilmamais olup, yalnizca % 16.5°1 bu konuda bir egitime katildigini
beyan etmistir. Internetin giindelik yasam icerisinde ciddi ve dnemli bir yeri oldugundan
Ozellikle ergenler i¢in internetin zararhi etkilerinden korunabilmek adma belli

egitimlerden gegirilmesi 6nemli olabilir.

Arastirma sonucuna gore, Ogrencilerin yeni medya okuryazarlik diizeylerinin
artmasi siber zorbalik davranisinin azalmasma neden olmaktadir (p=-0.280, Sig.<0.05).
Arastirmada kullanilan yeni medya okuryazarlik 6lgcegi fonksiyonel tiiketim, elestirel
tikketim, fonksiyonel iiretim ve elestirel iiretim olmak iizere dort boyuttan olusmaktadir.
Her bir alt boyut bakimindan incelendiginde 6grencilerin fonksiyonel tiiketim diizeyleri
arttikca siber zorbalik azalmaktadir (B=-0.251, Sig.<0.05). Elestirel tiiketim diizeyleri
arttikga siber zorbalik davranisi azalmaktadir (f=-0.279, Sig.<0.05). Fonksiyonel lretim
diizeyleri arttik¢a siber zorbalik davranis1 azalmaktadir (B=-0.296, Sig.<0.05). Son olarak
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elestirel liretim diizeyleri arttikca dgrencilerin siber zorbalik davraniglar1 azalmaktadir

(B=-0.203, Sig.<0.05).

Ogrencilerin yeni medya okuryazarlik diizeylerinin artmas1 ayn1 zamanda siber
magduriyet durumunun da azalmasina neden olmaktadir (f=-0.633, Sig.<0.05). Yeni
medya okuryazarlik diizeyinin alt boyutlarina gore siber magduriyet durumu
incelendiginde ise; fonksiyonel tiiketim diizeylerinin artmasi siber magduriyet
durumunun azalmasma neden olmaktadir (B=-0.603, Sig.<0.05). Elestirel tiikketim
diizeylerinin artmasi siber magduriyet durumunun azalmasina neden olmaktadir (p=-
0.667, Sig.<0.05). Fonksiyonel Uretim diizeylerinin artmasi siber magduriyet durumunun
azalmasina neden olmaktadir (B=-0.467, Sig.<0.05). Son olarak elestirel liretim
diizeylerinin artmas1 Ogrencilerin siber magduriyet durumunun azalmasina neden

olmaktadir (f=-0.566, Sig.<0.05).

Arastirmanin bir diger sonucu olarak erkek 6grencilerin yeni medya okuryazarlik
diizeyinin kiz 6grencilere gore daha yiiksek oldugu ortaya ¢ikmustir. Siber zorbalik
davranis1 bakimindan erkek ve kiz 6grenciler arasinda istatistiksel olarak anlamli bir fark
bulunamamaistir. Yani siber zorbalik davranigin cinsiyete gore farklilagsmasi s6z konusu
degildir. Bu konu ile ilgili alanyazin incelendiginde benzer ve farkli yonde sonuglarin da
bulundugu géze carpmaktadir. Yapilan arastirmalarin bir kisminda da siber zorbaligiin
cinsiyete gore farklilasmadigi sonucuna ulasilmistir (Aricak, 2009; Topcu, Erdur-Baker,
2008; Williams &Guerra, 2007; Wolak, Mitchell & Finkelhor, 2006). Bunun aksine siber
zorbaligin cinsiyete bagli olarak farkilastigini ve erkeklerin kizlara gore daha fazla siber
zorba davranislarda bulundugunu ortaya ¢ikaran arastirmalar da mevcuttur (Ciminli &

Kagan, 2016; Dehue, Bolmen & Véllink, 2008; Li, 2006; Erdur-Baker & Kavsut, 2007).

Siber magduriyet agisindan incelendiginde ise; kiz 6grencilerin erkek 6grencilere
gore daha yiksek siber magduriyet durumunda olduklari gorilmiistiir. Alanyazinda
benzer sonuglara da rastlanmustir (Sahin, Sari, Ozer & Er, 2010; O’Harra, 2012; Kose,
Ozdilek, Dogan & Goktas, 2018). Bunun yamisira erkek grencilerin daha fazla siber
magdur oldugu yoniinde de arastirmalar goze ¢arpmaktadir (Duman & Bridge, 2019;
Erbiger, 2019; Kocagahan, 2012; Firat & Ayran, 2016; Ayas & Horzum, 2012; Tastekin
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& Bayhan, 2018). Dalma¢ Polat & Bayraktar (2016)’mn arastirmasina gore siber

magduriyetin cinsiyete gore farklilasmadigi ortaya ¢ikmaistir.

Ogrencilerin yeni medya okuryazarlik diizeyleri smif diizeyi bakimindan
incelendiginde 11. Sinif 6grencilerinin yeni medya okuryazarlik diizeyleri 12. ve 10. smif
ogrencilerinden yiiksektir, 9. Smif 6grencilerinin yeni medya okuryazarlik diizeyleri ise
10. smif O6grencilerinden yiiksektir. Siber zorbalik davranisi acisindan da 9. smif
ogrencilerinin siber zorbalik diizeyleri 10. sinif 6grencilerinden diisiik diizeyde iken diger
ogrenciler arasinda bir fark bulunamamistir. Siber magduriyet acisindan ise 10. Smif
ogrencilerinin siber magduriyet diizeyleri diger tiim smif diizeylerinden yiiksektir.
Semerci (2017) tarafindan gergeklestirilen arastirma sonucuna gore; siif diizeyi arttikca
siber zorba ve siber magdur olma durumu da artis géstermektedir. Ayaz ve Horzum
(2012); Yigit, Keskin ve Yurdagiil (2018) de sinif diizeyine gore siber zorba davraniglarin
farklilastigi, smif diizeyi yiikseldik¢e siber zorba davranislarin da artis gosterdigi
sonucuna ulasmistir. Ozdemir ve Akar (2011) tarafindan gerceklestirilen arastirma
sonucuna gore siber zorbalik ve sinif diizeyi arasinda anlamli bir iliski bulunamamastir.
Dalmag Polat ve Bayraktar (2016)’a gore gore sinif diizeyi arttik¢a siber magduriyet de

artmaktadir.

Ogrencilerin baba egitim seviyesine gdre yeni medya okuryazarlik diizeyleri
incelendiginde ise, babalar1 {iniversite ve lizeri egitim seviyesinde olan 6grencilerin yeni
medya okuryazarlik diizeyleri digerlerinden yiiksektir. Ayni1 zamanda babalar1 lise
mezunu olan 6grencilerin yeni medya okuryazarlik diizeyleri babalar1 ortaokul ve ilkokul
mezunu olan Ogrencilerden yiiksektir. Baba egitim seviyesine gore siber zorbalik
davranislar1 agisindan incelendiginde, babalar1 tiniversite ve {lizeri egitim diizeyine sahip
olan Ogrencilerin siber zorbalik davraniglar1 babalar1 ilkokul ve alt1 egitim seviyesine
sahip 6grencilerden daha diisiiktiir. Ayn1 zamanda babalar {iniversite ve lizeri egitime
sahip olan 6grencilerin siber magduriyet durumlar1 digerlerinden daha diisiiktiir. Ayn1
zamanda anneleri ortaokul diizeyinde egitime sahip 6grencilerin yeni medya okuryazarlk
diizeyleri diger tiim 6grencilerden diisiik, anneleri lisans ve {lizeri egitim seviyesine sahip
ogrencilerin yeni medya okuryazarlik diizeyleri diger tiim Ogrencilerden yliksektir.

Anneleri ortaokul diizeyinde egitime sahip 6grencilerin siber zorbalik diizeyleri diger tim
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ogrencilerden daha diigik diizeyde iken diger Ogrenciler arasinda bu bakimdan
istatistiksel olarak ©Onemli bir fark bulunmamaktadir. Anneleri ortaokul diizeyinde
egitime sahip Ogrencilerin siber magduriyet diizeyleri diger tiim Ogrencilerden daha
diisiik diizeyde iken diger 6grenciler arasinda bu bakimdan istatistiksel olarak 6nemli bir
fark bulunmamaktadir. Akbaba ve Eroglu (2013) tarafindan gerceklestirilen arastirmaya
gore gore anne-baba egitim diizeyi azaldikca siber zorba davraniglarin artig gosterdigi
sonucuna ulasilmistir. Sarak (2012) tarafindan gergeklestirilen arastirma sonucuna gore
ise anne-baba egitim diizeyi azaldikga siber zorbalik ve siber magduriyet artig
gostermektedir. Peksen ve Siisli (2016)’ye gore Ogrencilerin anne ve baba egitim
durumuna gore siber zorbalik puanlarinda anlamli bir fark olmadig1 gortilmiistiir. Siber
magduriyet puanlarinda ise annenin egitim durumuna gore anlamli bir fark olmadig;
ancak babanin egitim durumuna gore anlamli bir fark oldugu bulunmustur. Farkli bir
arastirma sonucuna gore (Baykal, 2016); 6grencilerin siber zorbalik egilimleri ve siber
zorbalik ve siber magduriyet durumlari durumlar1 anne-baba egitim diizeyine gore
farklilagsmaktadir. Annesi lisans mezunu olan dgrencilerin diger dgrencilere gore daha
fazla siber zorba davranislarda bulunma egilimi gostermektedir. Ayrica annesi lisans
mezunu olan 6grenciler, ilkogretim mezunu olan Ogrencilere goére daha fazla siber
magduriyet yasamaktadir. Ayn1 zamanda babasi lisans mezunu olan 6grenciler ilkogretim
mezunu olan 6grencilere gore daha fazla siber zorbalik davranisi sergilemekte ve daha
fazla siber magduriyet yasamaktadir. Baykal (2017)’ye gore baba egitim diizeyi diisiik
olan 6grenciler daha fazla siber zorba/magdur olmustur. Ayni arastirmaya gore siber

zorbalik ve siber magduriyet anne egitim diizeyine gore farklilik gdstermemektedir.

Anne ¢alisma durumu ile yeni medya okuryazarhk diizeyi ve siber zorbalik
davranis1 arasinda anlamli bir fark bulunmustur. Annesi ¢alisan 6grencilerin yeni medya
okuryazarlik diizeyi daha yiiksek iken; siber zorbalik davranigi daha diisiiktiir. Anne
calisma durumu ile siber magduriyet arasinda ise 6nemli bir fark bulunmamamistir.
Babalar1 ¢alisan 6grencilerin de yeni medya okuryazarlik diizeyleri daha ytiksek iken,
siber zorbalik davraniglar1 daha diisiiktiir. Ayn1 sekilde baba ¢alisma durumu ile siber

magduriyet arasinda da 6nemli bir fark bulunmamamustur.
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Anne-baba bir arada yasama durumu ile 6grencilerin yeni medya okuryazarlik
diizeyleri ve siber zorbalik davraniglar1 arasinda anlamli bir fark bulunmaz iken; anne-
babasi bir arada yasayan dgrencilerin siber magduriyet durumlarinin daha diisiik oldugu
ortaya ¢cikmistir. Yapilan arastirmalarda benzer ve farkli sonuglar da mevcuttur. Baykal
(2016) ve Talan, Bostan & Oztiirk (2021)’e gére dgrencilerin siber zorbalik ve siber
magduriyet durumlari anne-baba bir arada yasama durumuna gore farklilasmamaktadir.
Farkli bir arastirma sonucuna gore Ogrencilerin anne babalarinin ayri ya da birlikte
olmalarinin, 6grencilerin siber zorbalik yasama diizeylerinin anlamli bir belirleyicisi
olmadig1 ortaya koyulmustur (Ozer & Cemaloglu, 2016). Keles (2020)’e gdre anne
babas1 ayr1 olan 6grencilerin siber zorbalik davranisi sergileme ve buna bagli olarak siber
magduriyet yasama riski daha fazladir. Mevcut arastirmaya gore anne-babanin bir arada
yasama durumuna gore 6grencilerin yeni medya okuryazarlik diizeyleri ve siber zorbalik
davranislari ile arasinda anlamli bir fark bulunamamistir. Anne-babasi bir arada yasayan
ogrencilerin siber magduriyet durumlar1 daha diisiiktiir, anne-babasi bir arada yasamayan
ogrencilerin ise siber magduriyet durumlar1 daha yiiksektir. Anne-babasi bir arada
yasayan Ogrencilerin internet ortaminda ortaya c¢ikabilecek risklere karsi kendini
koruyabilme konusunda daha iyi durumda olduklar1 s6ylenebilir. Anne-babasi bir arada
yasamayan ogrenciler ise kendilerini daha giivensiz ve savunmasiz hissedebilirler; bu aile
iletisiminin gii¢clii olmamasi, bagimsiz ve kopuk bir aile yasantisinin olmasi gibi
nedenlerden kaynaklanabilir. Aile iletisiminin zayif olmasi 6grencinin kendini daha
yalniz hissetmesine neden olabilir; 6grenci kendini yalniz hissettiginden internet
ortaminda tanimadigi kisiler ile giivensiz iligskiler de kurabilir. Bu durumda siber

magduriyet durumu s6z konusu olabilir.

Internette gecirilen siire bakimindan ortalama 2-3 saat gegiren dgrencilerin yeni
medya okuryazarlik diizeyleri daha yiiksektir, internette ortalama 0-2 Saat gegiren
Ogrencilerin siber zorbalik davranislar1 daha diisiiktiir. Ayn1 zamanda ortalama 2-3 saat
geciren dgrencilerin de siber magduriyet durumlar1 daha ytiksektir. Alanyazinda internet
kullanim siiresinin artmasi ile siber zorbalik ve siber magduriyet davranisinin da arttig1
sonucunu destekleyen arastirmalar mevcuttur. (Baykal, 2016; Sarak, 2012, Serin, 2012;

Erdur-Baker & Kavsut; Sabanci, 2018).
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Internet kullanimu ile ilgili egitim alinip almmama durumu ile ilgili olarak egitim
alan 6grencilerin yeni medya okuryazarlik diizeyleri ve siber zorbalik davraniglar1 daha
yiiksektir. Internet kullaninn ile ilgili egitim alma ile siber magduriyet durumu arasinda
ise herhangi bir fark bulunmamustir. Internet kullanimi konusunda egitim alan
ogrencilerin yeni medya okuryazarlik diizeyleri daha yiiksek oldugundan; bu egitimler
tim egitim kademelerini kapsayacak sekilde yayginlastirilabilir. Ayn1 zamanda kisisel
bilgi formunda Ogrencilere egitim igerigi ve siiresi konusunda herhangi bir soru
yoneltilmemistir, sadece bu konuda egitim alinip alinmadig1 sorulmustur. Bu nedenle
ogrencilerin katildiklar1 egitim de birbirinden farkli olabilir. Internet kullanmm
konusunda egitim alan 6grencilerin siber zorbalik davraniglarinin daha yiiksek oldugu
gorilmiistiir. Bu da bilgiyi kétiiye kullanma durumu ile veya yeni medya okuryazarlik
diizeyinin yiiksek olmasina ragmen siber zorbalik konusunda farkindalik ve biling

diizeylerinin diisiik olmasi ile iligkilendirilebilir.

Arastirma sonucuna gore, internet kullanimi ebeveyn denetiminde olan
ogrencilerin yeni medya okuryazarlik diizeyleri daha yiiksektir. Benzer sekilde internet
kullaninm1 ebeveyn denetiminde olan 6grencilerin siber zorbalik ve siber magduriyet
diizeyleri daha diisiiktiir. Alanyazinda benzer sonuglara rastlanmistir. Baykal (2016)’a
gore 6grencilerin internet kullaniminin denetlenip denetlenmemesi ile siber zorbalik ve
siber magduriyet arasmda anlamli bir iliski bulunmustur. Internet kullanimlar1
ebeveynleri tarafindan kontrol edilmeyen 6grencilerin, kontrol edilen 6grencilere gore
daha fazla siber zorbaca davranislarda bulundugu veya bu davraniglara maruz kaldigi
gorilmiistiir. Tirkileri, Karlier Soydas ve Uganok (2021) tarafindan gerceklestirilen
arastirma sonucuna gore; algilanan ebeveyn izlemesinin hem kizlarda hem de erkeklerde
zorbaliga hedef olmay1 ve zorbaca davraniglar sergilemeyi azalttigini gostermistir. Bunun
yanisira ebeveyn denetiminin siber zorba davranislara dahil olma durumunu arttirdig: da
bazi arastirma sonugclarinda bulunmustur (Sasson & Mesch, 2014; Alvarez-Garcia, Pérez,
Gonzélez & Pérez, 2015).

Alanyazinda farkli sonuglar bulunmakla beraber, mevcut arastirmada internet
kullanim1 ebeveyn denetiminde olan 6grencilerin yeni medya okuryazarlik diizeylerinin

daha ytiksek oldugu bulunmustur. Ayn1 zamanda internet kullanimi ebeveyn denetiminde
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olan 6grencilerin siber zorbalik ve siber magduriyet davraniglarinin daha diistik olduguna
da ulasilmistir. Bu sonuca gore konunun tek boyutlu olmadigi, sadece Ogrencileri
kapsamadigi, ebeveynlerin de bu siirecte Onemli bir roliiniin oldugu c¢ikariminda
bulunulabilir. Ebeveynlerin cocuklarinin internet kullanimini izlemesi ve internet
ortaminda ortaya ¢ikabilecek risklerden ¢ocuklarmni koruyabilmeleri igin kendilerinin de

yeterli bilgi ve biling diizeyine sahip olmasi gereklidir.

Arastirma kapsaminda Ogrencilerin yeni medya okuryazarlik diizeyinin siber
zorbalik ve siber magduriyet davranisi iizerinde etkisinin oldugu ortaya cikmustir.
Ogrencilerin yeni medya okuryazarlik diizeyi arttikca siber zorbalik ve siber magduriyet
davranisinin azaldigi sonucuna ulasilmistir. Son yillarda 6zellikle ergenler arasinda
yogunlukla karsilasilan ve bir¢ok gen¢ bireyin ruhsal, psikolojik, sosyal, akademik,
fizyolojik yonden olumsuz yonde etkilenmesine yol agabilen siber zorbalik ve bunun
sonucunda ortaya ¢ikan siber magduriyet durumunun azaltilmasi i¢in yeni medya
okuryazarligi konusundaki becerilerin kazandirilmasina yonelik ¢aligmalarin yapilmasi

onemli olabilir.

5.2. Oneriler
5.2.1. Uygulayicilar i¢cin Oneriler

e (Gilinlimiiz ¢ocuklar1 ve gencleri internet ve yeni medya teknolojilerinin igine
dogdugundan ileride ortaya ¢ikmasi muhtemel sorunlar olan siber zorbalik ve
siber magduriyetin oniine gecilebilmesi veya azaltilabilmesi i¢in erken ¢ocukluk
yillarinda anaokullarindan baglayarak gilivenli ve bilingli internet kullanimi
konusunda egitimler verilmeye baslanmalidir.

e Ailelerin giivenli internet kullanimi konusunda bilgi ve biling diizeylerinin
arttirilarak, ¢ocuklarinin internette hangi ortamda, ne kadar siire vakit gecirdigini
takip edebilmesi ve gerekli dnlemleri alabilmesi icin ailelere yonelik uzmanlar
tarafindan egitimler diizenlenmelidir.

e (Cocuklarm ve genclerin aile ortamindan sonra ilk sosyallestigi yer okullardir ve
gencler gilinlerinin 6nemli bir zamanmm1 okul ortaminda gecirmektedirler.
Egitimcilere de genclere yol gosterebilmek, internet ortaminda bir sorun ile

karsilastiklarinda yardimci olabilmek igin giivenli internet kullanimi, siber
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zorbalikk ve siber magduriyet konularinda uzmanlar tarafindan egitimler
verilmelidir.

Arastirma sonucuna gore 6grencilerin biiylik bir ¢ogunlugu internet ortaminda bir
sorun ile karsilagtiginda genellikle bu sorunu kendi kendine ¢6zmeye
calismaktadir. Ergenlik donemindeki 6grenciler bunu aileyle paylastiginda
internet kullanommin  kisitlanacagi  veya cezalandirilacagint  da
diisiinebilmektedir. Ayn1 zamanda bunu paylasmaktan utanma durumu veya
aileyle paylasildiginda islerin daha da kotiiye gidebilecegini  de
diisiinebilmektedirler. Bu nedenle yasadigi sorunu ebeveynleri ile paylasma
konusunda gekimser kalabilmektedirler. Ailelere 6zellikle ergenlik doneminde
bulunan ¢ocuklari ile acik ve diiriist iletisim kurabilmeye yonelik rehberlik destegi
de saglanmalidir.

Ulkemiz genelinde siber zorbalik konusunda farkindalig arttirmaya ve empatik
diisiinebilmeye yonelik projeler gelistirilmelidir.

Siber zorbalik her ne kadar daha ¢ok ergenler arasinda goriilse de, farkhi yas
gruplarindan bir¢ok kisinin karsi1 karsiya kalabilecegi bir durum oldugundan siber
zorbalik ve gilivenli internet kullanimi1 konusunda iiniversitelerde de miifredata
zorunlu dersler eklenmesi gereklidir.

Arastirma sonucuna gore yeni medya okuryazarlik diizeyi arttik¢a siber zorbalik
ve siber magduriyet azalmaktadir. Bu nedenle ¢ocuklara, genclere, ailelere ve
o0gretmenlere de yeni medya okuryazarligi yetkinliklerini kazandiracak egitimler
verilmelidir.

Yasada bilisim suglar1 ile ilgili maddeler bulunmakla birlikte 6zellikle ergenler
bunun bir su¢ oldugunun bilincinde degildir. Gereken cezai yaptirimlarin

uygulanmasi ve hukuki degerlendirmelerin yapilmasi gerekmektedir.

5.2.2. Arastirmacilar icin Oneriler
Siber zorbalik ve magduriyet konusu literatiirde birgok bakimdan ele alinmig
olmasmma ragmen yapilmis caligmalar biiylik 6lgiide niceliksel arastirmalardir.

Ogrencilerin siber zorbalik ve magduriyet durumuna yonelik algilarini,
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farkindaliklarmi, deneyimlerini ve anlamlandirmalarint kesfetmeye yonelik
durumu derinlemesine betimlemeye iligkin niteliksel aragtrmalara da yer
verilebilir.

Yeni medya okuryazarligi konusunda iilkemizde yeni yeni ¢alisilmaya baglamig
bir konudur. Iginde bulundugumuz déneme bagl olarak bireylerin giindelik
yasamlarimda yeni medya ortamlarinda hem igerik iireticisi hem de tiiketicisi
konumunda olduklar1 g6z oniinde bulunduruldugunda konuya yonelik yapilan
arastirmalar arttirilabilir.

Bu arastirmada lise 6grencilerinin yeni medya okuryazarlik diizeyleri ile siber
zorbalik ve siber magduriyet durumlar1 arasindaki iligkiler incelenmistir. Zaman
ve maddi kisitlamalar nedeni ile yalnizca Izmir’de yer alan bir mesleki ve teknik
lise 6grencileri arastirmaya dahil edilmistir. Farkli okul tiirleri ve kademeleri de
dahil edilerek arastirma genisletilebilir.

Ogrencilerin yeni medya okuryazarlik diizeyinin gelistirilmesi ve siber zorbalik-
siber magduriyet davraniglarinin azaltilmasi i¢in ailelerin ve 6gretmenlerin de bu
siirecte etkin rol oynamalar1 gerekmektedir. Ogrenciler kadar ebeveynler ve
Ogretmenlerin de benzer yetkinliklere ve biling diizeylerine sahip olmalar1
ogrencilere destek verebilmeleri icin oldukgca ©nemlidir. Benzer konuda

ebeveynler ve 6gretmenler lizerinde de arastirmalar yapilabilir.
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EKLER

EK 1. Kigsisel Bilgi Formu

1. Cinsiyet: ( )Erkek () Kadin
2. Sinffimiz: ( )9.sinif  ( )10.sinf ()11, sinif ( )12. sinif

3. Babanizin 6grenim durumu: )
( ) Okur-yazar degil ~ ( ) Okur-yazar () Ilkokul
( ) Ortaokul ( )Lise ( ) Universite ( )Yiiksek lisans-Doktora

4. Annenizin 6grenim durumu: )
( )Okur-yazar degil ( ) Okur-yazar ( ) Ilkokul
( )Ortaokul ( )Lise ( )Universite ( )Yiiksek lisans-Doktora

5. Anneniz galisiyor mu? ( )Evet  ( )Hayir
6. Babaniz galigiyor mu? ( )Evet ( )Hayir

7. Anne ve babaniz bir arada mi yasiyor?  ( )Evet ( )Hayir, babam oldii.
( )Hayir, annem oldii.  ( )Her ikisi de oldii. ( )Her ikisi de sag; ama bogandilar.

8. Intemet kullaniyor musunuz? (internet kullanmiyorsaniz diger sorular yanitlamayiniz)
( )Evet ( )Hayir

9. internete girme zamaninizi ve siirenizi denetleyen biri/birileri var mi?
( )Evet ( )Hayir

10. internete daha gok hangi zaman araliginda baglaniyorsunuz?
( )Glindiiz ( )Gece

11. internete en gok nereden baglaniyorsunuz?
( )Evde bilgisayardan ( )Cep telefonundan ( )Tabletten ( )Okulda bilgisayardan
( )internet kafeden ¢ Diger-belittiniZ- .usivnamnmsnnammaninmns

12. Ortalama olarak giinde kag saatinizi internete ayirmaktasiniz?
( )1 saatten az ( )1-2 saat arasl ( )2-3 saat arasi
( )3-4 saat arasi ()3 saat ve Usti

13. internet kullanmayi nasil 6grendiniz?
( )Ailemden ( )Arkadaglarmdan ( ) Okuldan ( )Kendi kendime
C ) Dider=belitifiz= s nmrnnressmas

14. internet kullanirken bir sorunla karsilagtiginizda bunu nasil ¢oziiyorsunuz?
( )Arkadaslarima sorarim ( )Ogretmenlerimden yardim isterim
( )Kendim gozerim (' )Ailemden yardim isterim.

() Diger -belirtiniz- ..........cccooveeeeeerieeeieeecee e s

15. Interneti en ¢ok hangi amagla kullaniyorsunuz?
() Sosyal medya kullanimi ( )EGitim/ Ders/ Aragtirma
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( )Dosya/ Program indirme ( ) Haberlesme
( )Oyun oynama ( )Miizik dinleme/Film izleme
()Diger —belittiniz- ...........ceveveiieeeeeee e

16. Simdiye kadar teknoloji veya internet kullanimi ile ilgili herhangi bir egitime katildiniz

mi?
( )Evet ( )Hayrr
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EK 2. Yeni Medya Okuryazarhk (")lcegi

Medyada ihtiyag¢ duyulan bilgiye ulasmak i¢in arama motorlart
ve veri tabanlarinin nasil kullanacagimi bilirim.

Medyadaki yenilikleri ve degisiklikleri takip edebilme
noktasinda iyiyim.

Bilgiye ulasmada farkli medya ortamlarini kullanmak benim
icin kolaydir.

Medyada sunulan agik ve gizli mesajlarin farkina varabilirim.

Medyada siddet ve baski unsuru igeren mesajlart tespit
edebilirim.

Medya igeriklerinin politik, ekonomik ve sosyal boyutlarini
anlayabilirim.

Medya tizerinde farkli fikir ve diisiinceleri tespit edebilirim.

Medya igeriklerinin bilgilenme, iletisim, eglenme vb. amag ve
islevlerini ayirt edebilirim.

Medya igeriklerinin reklam amac¢li olup olmadigini
anlayabilirim.

Medya iceriklerini hazirlayan, tiir, amag vb. 6zelliklerine gore
siniflayabilirim

Bilgi veya haberleri farkli medya ortamlarindan arastirarak
karsilastirabilirim

Medyadan elde ettigim bilgiler ile kendi gorislerimi
iliskilendirebilirim.

Medya igeriklerini kullanip kullanmayacagima akilli isaretleri
dikkate alarak karar verebilirim.

Medyadaki mesajlarin dogruluk ve yanlisliklar: hakkinda karar
vermek benim icin kolaydir.

Medyanin bireyler tzerindeki olumlu ve olumsuz etkilerini
belirleyebilirim

Medya igeriklerini yasal ve etiksel agilardan (lisanssiz
programlar, yasak siteler, kisisel haklara saygt vb.)
degerlendirebilirim.

Medya igeriklerini giivenirlik, gegerlik, tarafsizlik ve giincellik
gibi bakimindan degerlendirebilirim.

Medya igeriklerinin doguracagi sonug ve risklere karsi kendimi
koruyabilirim.

Medya ortamlarinda kullanict  hesap veya profilleri
olusturabilirim.

Medya igerikleri (resim, video klibi, metin vb.) olusturmak i¢in
gerekli donanim araglarini kullanabilirim.

Medya ortamlarindaki temel kullanma araglarini (butonlar,
linkler, dosya aktarimi vb.) kullanabilirim.
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Dijital medya igeriklerini internette paylasabilirim.

Baskalarinin gonderdigi/paylastigi medya iceriklerine ekleme
ve yorum yapabilirim.

Medya iceriklerine kendi ilgi ve begenilerime gore puan ve
derece verebilirim.

Sosyal medya ortamlarina katilarak bagskalarinin fikir ve
diistincelerini etkileyebilirim.

Giindemdeki olaylar1 farkli bakis agilariyla (sosyal, kiiltiirel,
ideolojik vh.) degerlendirip medya ortamlarina katkida
bulunabilirim.

Medyada farkli kullanicilarla ortak bir amag¢ dogrultusunda
etkilesim ve isbirligi kurabilirim.

Gergek kisilik ozelliklerime uygun sanal kimlik olusturmak
benim i¢in kolaydir.

Medya ortamlarinda insanlart bilgilendirme veya yonlendirme
amagcli tartisma ve yorum yapabilirim.

Belli konular hakkinda elestirel diisiinmeyi yansitan medya
icerikleri tasarlayabilmede yetenekliyim.

Medya igeriklerini elestirerek karsit veya alternatif icerikler
gelistirebilmede iyiyim.

Medya igerigi iiretirken insanlarin farkll distincelerine ve 6zel
hayatlarina saygt duyarim.

Yasal ve etiksel kurallara uygun medya igerigi tiretmek benim
icin onemlidir.

Gorsel ve yazili 6zgiin/orijinal medya icerikleri (afis, video klibi,
web sayfasi, vb.) gelistirebilirim.
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EK 3. Siber Zorbalik Ol¢egi

1 | internette baskasinin adini kullanarak e-mail | Higbir Bazen | Cogu Her
hesabi (MSN, Yahoo, Zaman Zaman Zaman
Gmail, Mynet gibi) acarim.

2 | Facebook, Twitter gibi sitelerde baskalarinin | Higbir Bazen | Cogu Her
adin gizlice kullanarak Zaman Zaman Zaman
hesap agarim.

3 | internette arkadaslarimin ya da baska Higbir Bazen | Cogu Her
kisilerin kisisel bilgilerini Zaman Zaman Zaman
kullanirim.

4 | internette bagska kisilere viriislii mesaj (e- Higbir Bazen | Cogu Her
mail) gonderirim. Zaman Zaman Zaman

5 | Arkadaslanmin sifrelerini onlarin haberi Higbir Bazen | Cogu Her
olmadan internette Zaman Zaman Zaman
kullanirim.

6 | internette arkadaslarimin sifrelerini Higbir Bazen | Cogu Her
kullanarak gizlice e-mail (MSN, Zaman Zaman Zaman
Yahoo, Gmail, Mynet gibi) adreslerine
girmeye calisirm.

7 | internette arkadaslarimin sifrelerini Higbir Bazen | Cogu Her
kullanarak gizlice onlarin Zaman Zaman Zaman
oyunlarina girmeye calisinm.

8 | internette baska kisilere onlari tehdit eden Higbir Bazen | Cogu Her
mesajlar gonderirim. Zaman Zaman Zaman

9 | internette baska kisilere ya da arkadaslarima| Hicbir Bazen | Cogu Her
onlarin Zaman Zaman Zaman
hoglanmayacagi mesajlar génderirim.

10| internette baska kisilerin ya da Hicbir Bazen | Cogu Her
arkadaglarimin fotograflarini Zaman Zaman Zaman
izinlerini almadan farkli sitelerde yayinlanim.

11| internette baska kisilerin ya da Higbir Bazen | Cogu Her
arkadaglanmin fotograflarini onlarin Zaman Zaman Zaman
iznini almadan mesaj (e-mail) ile diger
kisilere gonderirim.

12| internette baska kisilerle ya da Higbir Bazen | Cogu Her
arkadaslanmlailgili onlarin Zaman Zaman Zaman
hoslanmayacagi haberler yayinlarim.

13| internette baska kisilerle ya da Higbir Bazen | Cogu Her
arkadaglanmla ilgili gercek olmayan Zaman Zaman Zaman
soylentiler yayarim.

14| internette bagka kisilere ya da Higbir Bazen | Cogu Her
arkadaglanima hakaret eden mesajlar Zaman Zaman Zaman
gonderirim.

15| internette bagska kisilerle ya da Hicbir Bazen | Cogu Her
arkadaglanmla alay ederim. Zaman Zaman Zaman
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16| internette arkadaslarima ya da baskalarina | Higbir Bazen | Cogu Her
hoslanmayacaklari kot Zaman Zaman Zaman
isim ya da lakap takarim.

17| Bir insanin yiziine asla soyleyemeyecegim Higbir Bazen | Cogu Her
seyleri internette ya da Zaman Zaman Zaman
cep telefonunda rahatlikla séylerim.

18| Cep telefonundan baska kisilere onlari tehdit| Higbir Bazen | Gogu Her
eden mesajlar Zaman Zaman Zaman
gonderirim.

19| Cep telefonundan baska kisilerin Higbir Bazen | Cogu Her
fotograflarini onlarin iznini Zaman Zaman Zaman
almadan diger kisilere gonderirim.

20| Cep telefonundan baska kisilere onlarin Higbir Bazen | Cogu Her
hoslanmayacagi mesajlar Zaman Zaman Zaman
gonderirim.

21| Cep telefonunu kullanarak bagska kisilerle Higbir Bazen | Cogu Her
ilgili gercek olmayan Zaman Zaman Zaman
soylentiler yayarim.

22| Cep telefonundan bagska kisilere hakaret Higbir Bazen | Cogu Her
eden mesajlar gonderirim. Zaman Zaman Zaman

23| Cep telefonunu kullanarak bagka kisilerle Higbir Bazen | Cogu Her
alay ederim. Zaman Zaman Zaman

24| Telefonla baskalarini arayarak onlari rahatsiz| Higbir Bazen | Cogu Her
ederim. Zaman Zaman Zaman
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EK 4. Siber Magduriyet Olgegi

yaydilar.

1 | Internette bir bagkasi benim adimi kullanarak kendisine e-mail EVET | HAYIR
hesabi (MSN, Yahoo, Gmail, Mynet gibi) act.

2 | Facebook, Twitter gibi sitelerde bir baskasi gizlice benim adimi EVET | HAYIR
kullanarak hesap agti.

3 | internette arkadaslarim ya da baska kisiler benim kisisel bilgilerimi EVET | HAYIR
kullandi.

4 | internette arkadaslarim ya da bagka kisiler bana viriislii mesaj (e- EVET | HAYIR
mail) gonderdi.

5 | Arkadaslarim ya da baska kisiler benim haberim olmadan internette EVET | HAYIR
benim sifrelerimi kullandi.

6 | Arkadaslanm ya da baska kisiler internette benim sifrelerimi EVET | HAYIR
kullanarak gizlice e-mail (MSN, Yahoo, Gmail, Mynet gibi)
adreslerime girmeye ¢alistilar.

7 | internette sifrelerimi kullanarak gizlice oyunlarima girmeye EVET | HAYIR
cahstilar.

8 | internette beni tehdit ettiler. EVET | HAYIR

9 | internette bana hoglanmayacagim mesajlar génderdiler. EVET | HAYIR

10| internette benim iznim olmadan baz sitelerde fotograflarimi EVET | HAYIR
yayinladilar.

11| internette fotograflarimi benim iznim olmadan mesaj (e-mail) ile EVET | HAYIR
diger kisilere gonderdiler.

12| internette benimle ilgili hosuma gitmeyen haberler yayinladilar. EVET | HAYIR

13| internette benimle ilgili gercek olmayan séylentiler yaydilar. EVET | HAYIR

14| internette bana hakaret eden mesajlar génderdiler. EVET | HAYIR

15| internette benimle alay ettiler. EVET | HAYIR

16| Internette bana kotii isim ya da lakap taktilar. EVET | HAYIR

17| Yuzime karsi soylemedikleri seyleri internette ya da cep EVET | HAYIR
telefonunda rahatlikla bana soylediler.

18| Cep telefonundan bana tehdit eden mesajlar gonderdiler. EVET | HAYIR

19| Cep telefonundan benim fotograflarimi diger kisilere izinsiz EVET | HAYIR
gonderdiler.

20| Cep telefonundan bana hosuma gitmeyen mesajlar gonderdiler. EVET | HAYIR

21| Cep telefonunu kullanarak benimle ilgili ger¢ek olmayan soylentiler EVET [ HAYIR
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22| Cep telefonundan bana hakaret eden mesajlar gonderdiler. EVET | HAYIR
23| Cep telefonunu kullanarak benimle alay ettiler. EVET [ HAYIR
24| Telefonla beni arayarak rahatsiz ettiler. EVET [ HAYIR
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Ek 5. Etik Kurul Onay Formu

EGE UNIVERSITESI SOSYAL ve BESERT BiLIMLER
BILIMSEL ARASTIRMA VE YAYIN ETi&1 KURULU

KARAR BELGESI

' YORUTUCUNUN ADI SOYADI /
_ KURUMU

Dog. Dr. Nahit Erderm KOKER / Iletigim Fakiltesi

' gszﬁm‘"m ADI SOYADI / | Dog. Dr. Nahit Erdem KOKER / Tietisim Fakiitesi |

DIGER ARASTIRMACILAR | Gizem ERGULSEN BASLAR / Sosyal Bilimler Enstitiisii
i i |
ARASTIRMANIN TURU O Yiksek Lisans Tezi X Doktora Tezi O Ozgiin Aragtirma |
| J

[:RASTIRMANIN BASLIGI

Yeni Medya Okuryazarlik Dizeyinin Siber Zorbalk ve S|ber
Magduriyet Davranigi Uzerindeki Rolii

' BiLiRKiST GORUSU Yok
KARARIN ALINDIGI TOPLANTI R ’ T
Loy 26.06.2019 ,___,,,ﬁ
| TOPLANTI / KARAR SAYISI 09 / 04 { PROTOKOL NO: 302

KARAR

| < ave
| Aragtirma, OYBIRLIGI ile etik acidan uygun bulunmustur.

— |
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TESEKKUR

Egitim hayatimin en zorlu, en verimli ve bir o kadar da heyecanli siireci sona
ererken Oncelikle doktora egitimime bagladigim giinden bu yana engin bilgileri ile
destegini hi¢ esirgemeyen, ne zaman yardima ihtiyacim olsa rahatlikla destek alabildigim,
her zaman bana hosgorii ve anlayisla yaklasan kiymetli tez danismanim Dog. Dr. Nahit
Erdem KOKER ’e tesekkiirlerimi sunmak isterim.

Tez izleme jiirimde bulunan ve tez siirecim boyunca kiymetli goriisleriyle beni
aydinlatan, destekleyen, yardimci olan ve arastirmam ile ilgili yol gdsteren degerli
hocalarim Dog. Dr. Mine YENICERI ALEMDAR ve Dr. Ogrt. Uyesi Asli ELGUN’e de
tesekkiir ediyorum.

Yiiksek lisans egitimimde sans eseri bir se¢meli dersini alarak tanima ve beraber
caligma firsat1 buldugum, tizerimde ¢ok emegi olan sevgili hocam Prof. Dr. Pelin
BAYTEKIN’e yiiksek lisans egitim siirecinden bugiine kadar bana katkilari, destegi igin
tesekkiir ve saygilarimi sunarim. Her zaman destegini arkamda hissedebilmem benim i¢in
gercekten cok degerli. Akademik kariyer yolculugunda yola kendisiyle basladigim icin
sansl oldugumu diisiiniiyorum.

Ayrica Ege Universitesi Halkla iliskiler ve Tanitim Anabilim Dali biinyesinde
ders aldigim ve ilizerimde emegi olan tiim hocalarima saygilarimi ve tesekkiirlerimi
sunarim.

Ayni zamanda bu yolda beraber ¢ok sey 6grendigimiz, yiiksek lisans ve doktora
stireci boyunca beraber ¢alismaktan ve sempozyumlara katilmaktan keyif aldigim ¢alisma
arkadasim, can dostum, ablam Dr. Ayse NARIN’e tesekkiir ve sevgilerimi sunarim.
Doktora slrecim boyunca tlim sevincimi, stresimi, sikintimi paylasabildigim ve her
zaman bana destek olmasi ger¢cekten benim i¢in ¢cok kiymetli.

Sevgili ailem... Beni biiyliik bir 6zveri ve sevgiyle yetistiren, her zaman
destekleyen, bugiinlere gelmemde ¢ok biiylik pay1 olan, her diistiigiimde kaldiran canim
annem ve babam Nazli-Erhan ERGULSEN’e cok tesekkiir ederim. Egitim siirecim
boyunca beni her konuda destekleyen, bana saygi duyan sevgili esim Sinan BASLAR’a
ve en Oonemlisi doktora egitimine basladigimda heniiz iki haftalik olan, ona ayracagim
zamandan calarak tamamladigim egitim siirecim boyunca destegi ve anlayisi i¢in canim

oglum Ayaz BASLAR’a yiirekten tesekkiirlerimi sunarim.
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Tiirkiye’de Kapsayic1 Egitim Arastirmalarina Yonelik Literatiir incelemesi, On Dokuz Mayis

Universitesi 100. Y1l Egitim Sempozyumu, 26-28 Ekim 2019

Sertifikalar

Uluslararas1 Reklamcilik Dernegi Reklam Yarigsmasi Katilim Sertifikasi

Katilim Tarihi: 03.2011

Education Network - insan Kaynaklar1 Yénetimi

Katilim Tarihi: 03.2012

JCI (Geng Liderler ve Girigimciler Dernegi — En Iyi I Plan1 Egitimi

Katilim Tarihi: 04.2011

Anadolu Universitesi - 2. Uluslararasi iletisim Ogrencileri Sempozyumu Katilim Belgesi
Katilim Tarihi: 6-8 Kasim 2013

YDS Academy of Language Studies — Certificate of Attendance

Katilim Tarihi: 05.11.2013 — 03.04. 2014

Hitit Universitesi - Aktif Yasam Kuliibii - Ulusal Aktif Ogrenciler Kongresi Tesekkiir Belgesi
Katilm Tarihi: 25-27 Nisan 2014

Wiley — Writing Great Papers in international journals /An introduction for researchers / Katilim
Belgesi

Katilim Tarihi: 8 Mayis 2014

Kadir Has Universitesi - Yeni Medya Calismalar1 2. Ulusal Kongre Katilim Belgesi

Katihim Tarihi: 26-27 Subat 2015

Dokuz Eyliil Universitesi Bolgesel Kalkinma ve Isletme Bilimleri Arastirma ve Uygulama
Merkezi / SPSS ile Temel istatistiksel Analiz Kursu Katilim Belgesi

Katilim Tarihi: 14-29 Aralik 2016

“Business & Organization Research Conferences” Katilim Belgesi

Katilim Tarihi: 12-14 Eylul 2018

III. Uygulamali Sosyal Bilimler Kongresi Katilim Belgesi / C-IASOS 2019

Katilim Tarihi: 4-6 Nisan 2019

6. Internatinal Eurasian Educational Research Congress / EJER Congress 2019 Katilim Belgesi
Katilim Tarihi: 19-22 Haziran 2019

On Dokuz Mayis Universitesi — 100. Y1l Egitim Sempozyumu Katilim Belgesi

Katilim Tarihi: 26-28 Ekim 2019
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