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RESUME

Le fait que des données peuvent étre transférés dans une vitesse considérable a
donné a lieu de développement d’un modéle économique nouveau qui se base sur des
données. Une partie proéminente de ces données se compose de données personnelles
sans aucun doute. D'une part, si ce modéle économique offre d'importantes
opportunités pour l'essor du bien-étre social, d'autre part, il suscite des inquiétudes
importantes quant a 1'intégrité personnelle des personnes. Cependant, dans le cadre de
cette thése, on discutera de la place des contrats qui se forment dans ce modé¢le
économique en droit des contrats, et non de la place des données personnelles au sein
du droit de la personnalité. 1l a devenu un model populaire de contrat pour des gens
afin de bénéficier de plusieurs services et contenu digitales sans payer en argent, mais

en fournissant leurs données personnelles.

Cette these est écrite pour évaluer ce modéle de contrat sous les titres de contrat
qui sont résumés ci-dessous. A cet égard, dans un premier temps, le régime de la loi
sur la protection des données a intenté d’étre expliqué. A cette fin, diverses sources
telles que les articles, les commentaires de la doctrine, les lignes directrices et les
décisions des autorités de protection des données ainsi que les décisions de justice sont
examinées. Dans la deuxiéme partie ou les principales discussions ont été faites, les
concepts établis du droit des contrats ont été expliqués en profitant des sources
doctrinales de base. Ensuite, la relation entre les contrats concernant les données
personnelles et celles-ci a été discutée. En particulier, les réglementations du droit de
I'UE, qui seront mentionnées ci-dessous, ont déclenché les débats a ce sujet et ont
conduit de nombreux Etats membres de 'UE a faire un pas en avant. Les efforts de ces

Etats sont influents pour cette thése.

A ce jour, des relations concernant les données personnelles sont traité surtout
dans le cadre de droit a la vie privé. Néanmoins, des relations de droit privés qui se
sont basés sur des motivations économiques complétement, sont fondés en échange de

donnée personnelle. C’est pourquoi, il est douteux a quel point il est pertinent de
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considérer les données personnelles uniquement sous l'angle de la protection des
données personnelles. Par contre, afin de discuter ce sujet, on doit premi¢rement

comprendre le régime introduit par le droit de la protection de personnelles données.

Dans ce contexte, quand on examine des provisions du Code de la Protection
de Données Personnelles (Kisisel Verilerin Korunmast Kanunu [KVKK]) et
Réglement Général Sur La Protection Des Données (General Data Protection
Regulation [GDPRY]), il est constaté que les droits tel que le droit d'étre informé, droit
a ’effacement, retrait du consentement sont accordés aux personnes concernées.
D’autre part, responsables du traitement sont chargés par la responsabilité de mener
leurs activités dans le respect des principes de traitement des données, de mettre en
ceuvre les mesures nécessaires pour assurer la protection des données. Bien qu’ils
soient critiques pour protéger des droits de personnes concernées, ils ne suffisent pas
a couvrir les caractéristiques de la relation contractuelle entre des personnes

concernées et des responsables du traitement.

Alors nouvelles régulations sont cherchées afin de mieux refléter des réalités
de I’économie des données. Dans 1’Union Européen, avec des amendements fait sur
Directive sur la Protection des Consommateurs, les contrats pour lesquels des données
personnelles sont fournis, pas d’argent, sont considéré comme des transactions avec
les consommateurs. De la méme fagon, les transactions, dans lesquelles données
personnelles sont fournies a lieu d’argent, sont concernées par la Directive sur le
Contenu Numérique. Toutefois, méme ces directives, qui n'ont pas d'équivalent direct
en droit turc, opter pour laisser la plupart des questions controversées telles que la
qualification, la validité, la résiliation de ces contrats au droit national plutot que de
les réglementer. Il exige une évaluation de ces contrats, pour lesquels des données

personnelles sont fournies en retour, avec le régime de droit du contrat.

Avant cette évaluation, le droit des gens sur données personnelles doit étre
caractérisés. A cet égard, dans la doctrine, il a été invoqué que ces droits sont le droit
de la personnalité, le droit de propriété, le droit de propriété intellectuel, qu’ils doivent
étre considéré comme travail de données, enfin qu’ils sont assimilables au droit de
gouvernance. Dans cette étude, il est conclu qu'a moins que les droits d'exploitation
économique ne soient reconnus, il n'est pas possible de traiter les données personnelles
simplement comme un droit de la personnalité ; ainsi le droit sur les données doit étre

considéré comme du travail de données.



Xiii

Afin de définir des droits et des responsabilités la personne concernée, qui est
un utilisateur dans cette relation contractuelle aussi, et le responsable du traitement,
qui est un fournisseur aussi, la relation contractuelle doit &tre caractérisée.
Premiérement, étant donné que les données fournies par les utilisateurs ont une valeur
économique, ces contrats devraient étre reconnus comme des contrats a titre onéreux.
En d'autres termes, ces contrats ne peuvent pas étre considérés comme des contrats a

titre gratuit des fournisseurs en faveur des utilisateurs.

Il est plus difficile de déterminer de quel type de contrats régis par la loi
relévent ces contrats. En fait, aucun type de contrat prévoit des données comme un
contre-prestation. Par conséquent, il est observé que ces contrats ont une structure Sui
generis. Toutefois, des types des contrats qui peuvent étre appliqués par analogie peut
étre considéré. Les dispositions des contrats de mandat semblent étre peut-étre les plus
applicables parmi les autres, qui sont réglementées dans les codes, pour ces contrats.
Le fait que les parties peuvent résilier le contrat a tout moment, et que le fournisseur
n'est pas tenu de produire un résultat concret, conforte cette conclusion. Il est admis

qu'il s'agit de transactions de consommation, quelle que soit la nature du contact.

Dans I'étape suivante, il est nécessaire d'examiner comment les contrats
impliquant des données personnelles sont conclus. Les contrats sont conclus avec des
manifestations réciproques et conformes d'offre et d'acceptation dans les pays de droit
civil. Le fait que les fournisseurs placent leurs contenus et services numériques en ligne
doit étre considéré comme un offre. D’autre part, cliquer sur des boxes qui expriment
que des conditions de contrat soient acceptées pendant qu’on s’inscrit aux services et
contenus, est considéré comme I’acceptation explicit. On doit discuter aussi
Iutilisation direct de ces services et contenus sans inscription. Etant donné que dans
ces usages l'intention d'étre 1ié fait généralement défaut, ceux-Ci ne peuvent constituer
une acceptation. Cependant, il est possible d’accepter ces usages comme des
comportements qui relévent la volonté par la voie de la théorie de la confidence et
d’accepter que le contrat soit ainsi formé. Au-dela de la détermination des
manifestations d'offre et d'acceptation, I'existence d'un engagement dans les volontés
est en soi une situation problématique. A ce point, le fait que des fournisseurs
expriment que des utilisateurs profitent des contenus et des services « gratuitement » ;
malgré que des utilisateurs utilisent ces contenus et services en payant une contrepartie

(fournissement de données personnelles), est controversé. Car, dans cette situation,
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alors que l'utilisateur pense bénéficier du service sans payer de contrepartie, il exprime
son intention pour un contrat qui le prévoit. Pourtant, toujours selon la théorie de la
confiance, il faut admettre qu'il existe au moins un hypothétique accord de volontés

entre les parties et pour que le contrat soit formé.

Apres avoir constaté que le contrat est conclu, la validité de ce contrat doit étre
traité aussi. A cet égard, les dispositions qui violent le droit de la protection des
données personnelles seront nuls en raison de la contradiction avec les normes
impératives de la loi ainsi que de I'impossibilité 1égale. Un autre probléme qui peut
susciter invalidité, est que le consentement pour le traitement des données qui est aux
contraire aux droits de la personnalité. De ce point de vue, le contrat va étre nul
conformément a l'article 27 du Code d’Obligation Turque (Tiirk Bor¢lar Kanunu
[TBK]), car il dépasse illégalement les frontieres de l'article 23 du Code Civil Turque.
L'absence de la capacité d’exercice peut étre un probléme qui affecte la validité du
contrat. A propos des personnes qui sont totalement privés de capacité d’exercice, leurs
intéréts doivent étre évalué ; si leurs intéréts I’exigent, on doit accepter que leurs
curatelles peuvent ces contrats et consentir au traitement des données personnelles
pour leur compte. Pour des personnes qui ont la capacité d’exercice limitée,
notamment pour la protection des mineurs, pour que les contrats soient conclus et le
consentement pour le traitement des données personnelles, le consentement de
curatelle est requis. Un autre cas d’invalidité peut susciter de la violation du régime
des clause standard et clause abusive, attendu que ces transactions ont déja classifiés
comme la transaction de consommation. Les termes qui ne peuvent pas survivre
d’évaluation des clause standard et clause abusive, va confronter avec la sanction
d’invalidité. Il est observé que quelques fournisseurs ne préparent pas leurs contrat
d’usage en turc, alors qu’ils fournissent des services et contenus dans cette langue. Ces
entreprises risquent 1’invalidité de leurs contrats conformément au Code n° 805 de

I'Usage Obligatoire du Turc Dans les Sociétés Economiques.

Derni¢rement, il est nécessaire d’examiner la violation du contrat qui a été
formé et était valide. Dans ce contexte, on doit, en premiere lieu, discuter I’effet du
retrait de consentement et le droit d’oubli qui viennent du droit de protection des
données, sur le contrat. On argue que le contrat va étre terminé ipso jure ou le
fournisseur va avoir le droit de résilier le contrat dans le cas de retrait de consentement.

Néanmoins, dans le retrait de consentement et le demande rectification de données, le
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fournisseur n’a pas le droit de réclamer une rémunération pour I’usage. Par ailleurs, on
doit évaluer si ’utilisateur peut réclamer quelque chose si le service ou le contenu n’est
pas fourni. Etant donné que le contrat de mandat va étre appliqué par analogie a ces
contrats et que les dispositions des contrats (tant qu'ils survivent dans I'évaluation des
clauses standard et abusives) dotent des fournisseurs du droit d’unilatéralement résilier
le contrat, des fournisseurs peuvent les fournisseurs peuvent se libérer de 1'obligation
de service en résiliant le contrat. Et puis, les fournisseurs peuvent fournir le service
non conforme. Plusieurs contrats contiennent des clauses stipulant que les services en
question seront fournis « tels quels ». De plus, ces contrats stipulent que des
fournisseurs vont ne seront pas tenus responsables en cas de non-conformité des
services. Lors que ces dispositions sont considérés sous I’angle de TBK art. 115, on
en conclura que ces termes ne peuvent avoir d'effet que pour les fautes 1égers pas tous
les degrés de ceux-ci. Il convient d'analyser comment le contrat sera affecté lorsque
les utilisateurs fournissent des informations incorrectes. Etant donné que chaque
fournisseur opte pour un choix différent dans le cadre de son contrat, la solution la plus

appropriée semble étre de procéder a une évaluation au cas par cas pour chaque contrat.

En conclusion de I'¢tude, les solutions qui en sont dérivées comme discuté dans
les chapitres connexes ont été présentées au lecteur dans son intégralité. Avec cette
these, il est destiné a démontrer au lecteur qu'il manque d'analyser la relation juridique
entre les fournisseurs et les utilisateurs uniqguement au regard de la loi sur la protection
des données personnelles. A la base de cette relation, il y a des motivations
économiques, il est donc obligatoire de gérer ces relations dans le cadre du droit des
contrats avec une perspective économique. C'est la seule maniére de trouver le juste
équilibre entre les droits des utilisateurs et les attentes des prestataires vis-a-vis des
services qu'ils fournissent a la société. Par conséquent, comme nous l'avons soutenu
dans cette these, notre ordre juridique doit désormais aborder les relations juridiques
non seulement avec les principes du droit de la protection des données personnelles,
mais aussi avec les principes du droit des contrats. Cette étude, d'une part, a révélé
différentes incarnations du régime actuel du droit contractuel en analysant un nouveau
modele de contrat. D'autre part, avec cette étude, il s'agissait de fournir une orientation
globale pour d'éventuelles modifications afin d'adapter les nouvelles exigences des
réalités économiques. J'espeére que cette étude sera une source utile pour comprendre

le réle joué par les données personnelles dans nos vies.
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ABSTRACT

The fact that data can be transferred at a considerable pace lead the
development of a new economic model which is based on data. Without a doubt, a
prominent part of these data consists of personal data. On the one hand, while this
economic model offers important opportunities for the rise of the social welfare, on
the other hand they cause significant concerns regarding the personal integrity of
people. However, under this thesis, the place of the contracts that are formed in this
economic model in contract law will be discussed, not the place of personal data within
the personality rights. It has become a common contract model for people to benefit
from many digital services and contents without paying money, but by providing their

personal data.

This thesis is written to evaluate this contract model under the contract titles
that are summarised below. In this regard, firstly, the regime data protection law was
desired to be explained. For that purpose, various sources like the articles,
commentaries in the doctrine, the guidelines and decisions of data protection
authorities as well as the court decisions are examined. In the second part where the
main discussions were made, the established concepts of contract law were explained
by profiting from the basic doctrinal sources. Next, the relationship between the
contracts concerning persona data and them was discussed. Especially the EU law
regulations, which will be mentioned below, triggered the debates at that subject and
lead many EU member states to take a step. The efforts of these states are influential
for that thesis.

As of today, the relationships concerning personal data are handled mostly
within the framework of right to respect for private life. However, private law
relationships, which are based on completely economic motivations, are founded in
exchange for personal data. Therefore, it is questionable how pertinent it is to consider

personal data solely from the perspective of the personal data protection. Nevertheless,
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in order to discuss this issue, it is first necessary to comprehend the regime introduced

by the personal data protection law.

In this context, when the provisions of The Code of Personal Data Protection
(Kisisel Verilerin Korunmasi Kanunu [KVKK]) and General Data Protection
Regulation (GDPR) are examined, it is seen that the rights such as right to be informed,
right to erasure, withdrawal of consent are granted to data subjects. On the other hand,
data controllers are charged with the responsibility of such as carrying out its activities
in compliance with data processing principles, implementing necessary measures to
ensure data protection. Although these are critical for protecting the rights of data
subjects, they are not sufficient to cover the features of the contractual relationship

between the data subjects and data controllers.

Hence, new regulations are sought to better reflect the realities of data
economy. In the European Union, with the amendments made to the Consumer Rights
Directive contracts for which personal data is provided, not money, are considered as
consumer transactions. Similarly, the transactions within which personal data is
provided instead of money, is involved in the Digital Content Directive. Nonetheless,
even these directives, which have no direct counterpart in Turkish law, opt for leaving
most of the controversial issues like qualification, validity, termination of these
contracts to national law rather than regulating them. It requires an assessment of these

contracts, for which personal data is provided in return, with the contract law regime.

Before this assessment, persons’ the right over the personal data should be
characterised. With this respect, in the doctrine it has been put forward that these rights
are personality rights, property rights, intellectual property rights, that they should be
considered as data labour, lastly that they are comparable to governance rights on data.
In this study it is concluded that unless economic exploitation rights are recognized, it
is not possible to treat personal data merely as a personal right; thus the right on the
data should be regarded as data labour.

In order define the rights and responsibilities of a data subject, who is also a
user in this contractual relationship, and a data subject, who is also a provider, the
contractual relationship shall be classified. Firstly, given that the data provided by the

users have an economic value, these contracts should be recognised as a contracts for
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pecuniary interest. In other words, these contracts cannot be seen as the gratuitous

entitlements by the providers in favor of the users.

It is more challenging to determine which type of contracts that are regulated
in the law these contracts fall under. In fact, no type of contract foresees data as a
counter performance. Therefore, it is seen that these contracts have a sui generis
structure. However, the contract types that can be applied to these contracts by analogy
can be considered. The provisions of mandate contracts seem to be possibly the most
applicable ones amongst the others, that are regulated in codes, for these contracts. The
fact that the parties can terminate the contract at any time, and that the provider is not
obliged to produce a concrete result supports this conclusion. It shall be accepted that

these are consumer transactions irrespective of how the contact is characterised.

In the next stage, it is necessary to examine how contracts involving personal
data are concluded. As it is known, the contracts are concluded with reciprocal and
complying manifestations of offer and acceptance in civil law jurisdictions. Providers’
placing their digital contents and services online shall be deemed as an offer. On the
other hand, clicking on the boxes expressing that the contractual conditions are
accepted while signing up for these services and contents is deemed to be explicit
acceptance. One should discuss directly using these contents and services without
signing up as well. Since in these usages intention to be bound usually lacks, these
cannot constitute an acceptance. Yet, it is possible to accept these usages as the
conducts revealing the intention by way of theory of confidence and to accept that the
contract is formed in this way. Beyond the determination of manifestations of offer
and acceptance, the existence of meeting of minds is in itself a problematic situation.
At that point, the fact that the providers express that the users profit from the contents
and services “free of charge”; although the users uses these contents and services by
paying a consideration (providing personal data) is controversial. Because, in this
situation, while the user thinks that it is benefitting from the service without paying a
counterpart, it express its intention for a contract which foresees so. Nonetheless, again
according to the theory of confidence, it should be accepted that there is at least a

hypothetical agreement of wills between the parties and so that the contract is formed.

After founding that the contract is concluded, the validity of this contract
should also be discussed. In this respect, the terms which violates the personal data

protection law will be null and void due to the contradiction with the mandatory norms
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of law as well as the legal impossibility. Another issue that may result in invalidity is
that the consent for data processing is in contrast with personality rights. In this regard,
the contract will be void pursuant to the article 27 of Turkish Code of Obligations
(Tiirk Borglar Kanunu [TBK]) since it unlawfully goes beyond the borders of Turkish
Civil Code article 23. The lack of legal capacity may be an issue that affects the validity
of the contract. With regard to people who completely deprived of the legal capacity,
their interests should be assessed; if their interests so required, it should be
acknowledged that their curators can conclude these contracts and consent for personal
data processing on behalf of them. For the people who has limited capacity, especially
for the protection of minors, for the conclusion of the contracts as well as the consent
for the personal data processing the consent of the curator shall be required. Another
invalidity may arise from violation of the regime of standard and unfair contact terms,
since these transactions were previously classified as consumer transactions. The terms
that cannot survives from the assessment of standard and unfair terms will be
confronted with the invalidity sanction. It is observed that some of the providers do
not prepare their usage contracts in Turkish whereas they provide content and services
in Turkish. These enterprises risk the validity of their contracts according to the No.

805 Code of Mandatory Usage of Turkish in Economic Corporations.

Lastly, it is necessary to examine breaches of the contracts that have been
concluded and found to be valid. In this context, one should first discuss the effect of
the withdrawal of consent and the right to be forgotten that come from data protection
law on the contract. It is argued that the contract will be terminated ipso jure or the
provider will have the right to terminate the contract in case of withdrawal of consent.
However, in withdrawal of consent as well as the demand for the erasure of data, the
provider shall have no right to claim a remuneration for the usage. On the other hand,
it should be assessed whether the user can claim anything in case the service or the
content is not provided. Given that the provisions of the mandate contracts will be
applied by analogy to these contracts and terms of contracts (as long as they survive
in the assessment of standard and unfair terms) grants providers the right to providers
to unilaterally terminate the contract, the providers can relieve themselves from the
obligation of service by terminating the contract. Moreover, the providers may provide
a non-conforming service. Many contracts contain clauses stating that the services in

question will be provided “as is”. Furthermore, these contracts stipulate that the
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providers will not be held liable in case where the services are not supplied
conformingly. When these terms are considered through TBK article 115, it will be
concluded that these terms can have an effect only for the slight faults not all the
degrees of them. In addition, it is unlikely that these terms will pass the unfair terms
test in most cases. It should be analysed how the contract will be effected when the
users provide incorrect information. Since each provider opts for a different choice
under its contract, the most appropriate solution seems to be making a case by case

assessment for each contract.

In conclusion part of the study, the solutions that are derived as discussed in
related chapters have been presented to the reader in its entirety. With that thesis, it is
intended to demonstrate to the reader that analysing the legal relationship between the
providers and the users only with regard to personal data protection law is lacking. At
the basis of this relationship there are economic motivations, hence handling these
relationships within the framework of contract law with an economic perspective is
mandatory. This is the only way to strike the right balance between the rights of the
users and the expectations of the providers with the services that they supply to the
society. Therefore, as we have supported in this thesis, from now on, our legal order
should approach to the legal relationships not only with the principles of the personal
data protection law, but also the principles of contract law. This study, on the one hand,
revealed different incarnations of actual contractual law regime by analysing a new
contract model. On the other hand, with this study, it was intended to provide a
comprehensive guideline for possible amendments in order to adapt new requirements
of the economic realities. | hope this study will be a useful source to understand the

role that is played by personal data in our lives.
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OZET

Verilerin internet ortaminda hizli bigimde transfer edilebiliyor olmasi
temelinin verilerin olusturdugu yeni bir ekonomik modelin gelismesine neden
olmustur. Siiphesiz bu verilerin 6nemli bir kismini da kisisel veriler olusturmaktadir.
Bu ekonomik model bir yandan toplumun refah seviyesinin yiikselmesi i¢in énemli
firsatlar vadetse de diger bir taraftan insanlarin kisisel biitiinliiklerine saygi
bakimindan 6nemli endiselere yol agmaktadirlar. Ancak bu tez altinda kisisel verilerin
kisilik haklar1t bakimindan yeri degil, bu ekonomik model kapsaminda kurulan
sozlesmelerin sézlesme hukukundaki yeri tartisilacaktir. Insanlarin bircok dijital
hizmet ve igerikten para 6demeden, ancak kisisel verilerini saglayarak yararlanmasi

cokca karsilan bir s6zlesme modeli haline gelmistir.

Elinizdeki tez bu sozlesme modellerini asagida 6zetlenen baslikla altinda ele
almak i¢in yazilmistir. Bu kapsamda, oncelikle kisisel verilerin korunmasi hukuku
rejimi anlatilmak istenmistir. Bu amag igin Tiirk hukuku ve Avrupa Birligi (AB)’ndeki
durum doktrindeki makaleler, doktrindeki serhler, veri koruma kurumlarinin
rehberleri, veri koruma kurumlarinin kararlari, mahkeme kararlar1 gibi bir¢ok farkl
kaynak 15181nda ele alinmistir. Tezin ana tartigmalarinin yapildigr ikinci kisimda ise
sO6zlegsme hukukunun yerlesik kurumlar1 6gretideki temel kaynaklarin bir¢ogundan
istifade edilerek aciklanmistir. Daha sonra bunlar ile tezin konusunu olusturan kisisel
verileri konu edinen s6zlesmeler arasindaki iligkiler 6zellikle karsilastirmali hukuktaki
gelismeler tartisgitlmistir. Ozellikle asagida deginilecek olan yeni AB hukuku
diizenlemeleri bu konudaki tartigmalar1 canlandirmis ve bir¢ok AB {iyesi iilkeyi bu
konuda adim atmaya yoneltmistir. Bu iilkelerin ¢alismalar1 bu tez igin de ilham verici

olmustur.

Gilinimiizde kisisel verileri konu edinen bu iliskiler daha ¢ok 6zel hayata saygi
hakki cercevesinde kisisel verilerin korunmasi hukuku kapsaminda ele alinmaktadir.
Buna karsin artik kisisel veriler karsiliginda temellerinde tamamen ekonomik

motivasyonlar bulunan 6zel hukuk iliskileri kurulmaktadir. Bu yiizden kisisel verilerin
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sadece kisisel verilerin korunmasi hukuku bakis agisindan ele alinmasinin ne kadar
yeterli oldugu esasinda tartigmalidir. Ancak bu tartismayr yapmak i¢in ilk olarak

kisisel verilerin korunmasi hukukunun getirdigi rejimi anlamak gerekir.

Bu kapsamda Kisisel Verilerin Korunmasi1 Kanunu (KVKK) ve Genel Veri
Koruma Tiziigii (General Data Protection Regulation [GDPR]) hiikiimlerine
bakildiginda ilgili kisilere bilgi alma, verilerin silinmesini talep etme, rizanin geri
cekilmesi gibi haklarin verildigi goriiliir. Diger taraftan ise veri sorumlularinin veri
isleme ilkelerini uygun faaliyet yiiriitme, veri glivenligi i¢in gerekli tedbirleri alma gibi
sorumluluklar1 yiikler. Bunlar her ne kadar ilgili kisilerin haklarinin korunmasi hukuku
bakimindan 6nemli olsalar bile yine de ilgili kisiler ve veri sorumlular1 arasindaki

sozlesme iliskisinin 6zelliklerini yeterince karsilamamaktadirlar.

Bu nedenle artik veri ekonomisinin ger¢eklerini daha iyi yansitacak
diizenlemelerin arayisina girilmistir. Avrupa Birligi Tiiketici Haklar1 Yonergesinde
(Consumer Rights Directive [CRD]) yapilan degisiklikler ile sadece karsiliginda para
degil kisisel veri saglanan sozlesmeler de tiiketici islemi kapsaminda sayilmistir.
Benzer bicimde Dijital Igerik Yonergesi (Digital Content Directive [DCD]) kapsamina
karsiliginda para yerine kisisel veri saglanan hukuki islemler de alinmistir. Ancak
hukukumuzda dogrudan bir karsilig1 olmayan bu yonergeler dahi s6zlesmenin niteligi,
gecerliligi, sona ermesi gibi birgok tartismali konuyu diizenlemek yerine devletlerin i¢
hukukuna birakmay1 tercih etmislerdir. Bu durum soézlesme hukuku rejimi ile

karsiliginda kisisel veri saglanan bu sdzlesmelerin degerlendirilmesini zorunlu kilar.

Bu degerlendirmenin Oncesinde kisisel verilerin iizerinde kisilerin sahip
olduklar1 hakkin nitelendirilme galismasinin yapilmasi gerekir. Bu konuda doktrinde
bu hakkin bir kisilik hakki oldugu, miilkiyet hakki oldugu, fikri miilkiyet hakki gibi
bir hak oldugu, bunun veri is giicii olarak kabul edilmesi gerektigi ve son olarak veri
tizerinde yonetim hakki oldugu ileri stiriilmiistiir. Bu ¢alismada veriden ekonomik
olarak yararlanma hakki taninmadig siirece kisisel veri lizerindeki hakkin salt kisilik
hakki olarak degerlendirilmesinin miimkiin ve yerinde olmadigi, bu ylizden veri

tizerindeki hakkin veri is giicli olarak degerlendirilmesi gerektigi sonucuna varilmistir.

Sozlesme iliskisi i¢inde artik bir kullanici olan ilgili kisinin ve saglayici olan
veri sorumlusunun sdzlesmesel hak ve sorumluluklarini1 tanimlayabilmenin miimkiin

olmasi igin bu sdzlese iliskisinin vasiflandirmasmin dncelikle yapilmas: gerekir. 1k
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olarak, kullanicilarin sagladiklar1 kisisel verilerin ekonomik bir degeri oldugu g6z
Oniline alindiginda bu soézlesmelerin ivazli s6zlesmeler olduklarit kabul edilmelidir.
Bagka bir deyisle bu sdzlesmeler saglayicilarin kullanicilar lehine yaptiklari karsiliksiz

kazandirmalar olarak degerlendirilemez.

Bu so6zlesmelerin kanunda diizenlenmis tip sozlesmelerden hangisinin igine
girecegi tespiti daha zordur. Esasinda kanunumuzda kars1 edimi veri olan bir s6zlesme
tiric bulunmamaktadir. Bu yiizden s6z konusu sozlesmelerin sui generis bir yapisi
oldugu goriilmektedir. Buna karsin bu sdzlesmelere kiyasen uygulanabilecek sdzlesme
tiirleri ele alinabilir. Kanunlarimizda diizenlenen sozlesme tiplerinden en ¢ok vekalet
sOzlesmesi hiikiimlerinin bu sozlesmelere uygulanmasi miimkiin goziikmektedir.
Taraflarin her zaman s6zlesmeyi sona erdirebiliyor olmasi, saglayicinin bir sonug
bor¢lanmamasi1 gibi hususlar bu sonucu destekler niteliktedir. S6zlesmenin nasil
vasiflandirildigindan bagimsiz olarak bunlarin birer tiiketici islemi oldugunu kabul

etmek gerekir.

Bundan sonraki asamada kisisel verilerin konu oldugu s6zlesmelerin nasil
kuruldugunu incelemek gerekir. Bilindigi lizere sozlesmeler kita Avrupasi iilkelerinde
karsilikli birbirine uygun oneri ve kabul beyanlar1 ile kurulmaktadir. Saglayicilarin
dijital icerik ve hizmetlerini internet ortamina koymalarini bir 6neri beyani olarak
kabul etmek gerekir. Diger taraftan bu hizmet veya igeriklere iiye olurken s6zlesme
kosullarinin kabul edildigini ifade eden kutucuklara tiklanmasi acik kabul beyani teskil
edecektir. Hizmet ve igeriklere liye olmadan onlart dogrudan kullanma durumu ise
ayrica degerlendirilmelidir. Bu kullanimlar bakimindan baglanma iradesi ¢ogu zaman
eksik olacagi i¢in bunlar kabul beyani teskil etmezler. Ancak giiven teorisi uyarinca
bu kullanimlarin iradeyi ortaya koyan davranis olarak kabulii ve bu sekilde
sozlesmenin kuruldugunun kabul edilmesi miimkiindiir. Kullanicilarin salt kisisel
verilerin kullanimina riza gosterdiklerini beyan etmis olmalar1 ise kabul beyani olarak
degerlendirilemez. Bunlar disinda, 6neri ve kabul beyaninin tespitinin 6tesinde irade
uyusmasinin varligi dahi tek basina sorunlu bir durum teskil etmektedir. Kullanicilarin
hizmet ve igeriklerden “iicretsiz” yararlandi§inin saglayicilar tarafindan beyan
edilmesi ancak aslinda kullanicilarin bu hizmet ve igerikleri bir karsilik 6deyerek
(kisisel veri saglama) kullaniyor olmasi bu noktada tartigilmahidir. Zira bu durumda
hizmetten karsilik 6demeden yararlandigini zanneden kullanici aslinda bir karsilik

ongoéren bir sézlesme i¢in irade agiklamaktadir. Ancak burada da giiven teorisi
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uyarinca taraflar arasinda en azindan farazi olarak bir irade uyusmasi oldugunu kabul

etmek ve boylece sdzlemenin kuruldugunu kabul etmek gerekir.

S6zlesmenin kuruldugunun tespitinden sonra bu sézlesmenin gegerliliginin de
ayrica tartisilmast gerekir. Bu kapsamda ilke olarak kisisel verilerin korunmasi
hukukuna aykir1 olan sézlesme maddelerinin akibeti gerek hukuki imkansizlik gerek
de emredici hiikiimlere aykiriliktan gegersizlik olacaktir. Gegersizlik sonucunu
dogurabilecek bir diger husus ise verinin islenmesine gosterilecek rizanin kisilik
haklarina aykiri olmasidir. Bu durumda s6zlesme Tiirk Medeni Kanunu (TMK) madde
23 smurlarint astigr icin Tiirk Borg¢lar Kanunu (TBK) madde 27 uyarinca kesin
hiiklimsiiz olacaktir. Sozlesmenin gecerliligini etkileyecek diger bir husus ise
taraflardaki ehliyet eksikligidir. Tam ehliyetsizler bakimindan onlarin menfaatlerine
bakilmali, eger tam ehliyetsizin menfaati gerektiriyorsa yasal temsilcisinin bu
sozlesmeleri kurabilecegi ve tam ehliyetsizin kisisel verilerinin iglenmesine riza
gosterebilecegi kabul edilmelidir. Sinirh ehliyetsizler bakimindan da ozellikle
kiigiiklerin korunmas1 amaciyla gerek s6zlesmenin kurulmasi gerek de kisisel verilerin
islenmesine gosterilecek riza i¢in yasal temsilcinin rizasi aranmalidir. Bir diger
gecersizlik hali genel islem kosullarina ve daha once bu islemlerin tiiketici islemi
niteliginde oldugu tespit edildigi i¢in haksiz sartlara aykiriliktan dogabilir. Genel islem
kosulu ve haksiz sart denetiminden gecemeyen sozlesme hiikiimleri gecersizlik
yaptirimi ile kargi karsiya kalacaktir. Bazi hizmet saglayicilarin hizmet ve igeriklerini
Tirkge saglamalarina karsin kullanim so6zlesmelerini Tiirkge hazirlamadiklar
goriilmektedir. Bu isletmeler 805 sayili Iktisadi Miiesseselerde Mecburi Tiirkge

Kullanilmas1 Hakkinda Kanun uyarinca s6zlesmelerinin gecerliligini riske atmaktadir.

Son olarak, kuruldugu ve gegerli oldugu tespit edilen sézlesmeler aykirilik
rejiminin incelenmesi gerekir. Bu baglamda ilk olarak kisisel verilerin korunmasi
hukukundan gelen rizanin geri ¢ekilmesi ve unutulma hakkinin sdzlesmeye etkisinin
ne olacag: tartisilmalidir. Riza geri ¢ekildiginde s6zlesmenin kendiliginden sona
erecegi veya saglayicinin sozlesmeyi sona erdirme hakkina sahip olacagi
savunulmaktadir. Ancak gerek rizanin geri ¢ekilmesi gerek de verilerin silinmesinin
talep edilmesi ile saglayicinin kullanicidan bir kullanim bedeli talep hakk:
olmamalidir. Diger bir taraftan hizmet veya icerigin saglanmamasi durumunda
kullanicinin bir sey talep edip edemeyecegi degerlendirilmelidir. Bu sézlesmelere

kiyasen vekalet s6zlesmesinin uygulanacagi ve bu sozlesme hiikiimlerinde (genel
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islem kosulu ve haksiz sart denetiminden gegctigi slirece) saglayicilara sdzlesmeyi tek
tarafli olarak sona erdirme hakki1 verildigi i¢in saglayicilarin sézlesmeyi sona erdirerek
hizmet yiikiimliliiginden kurtulma imkanlar1 vardir. Ayrica saglayicilar hizmeti
olmas1 gerektigi gibi saglamayabilirler. Birgok sozlesme s6z konusu hizmetlerin
“oldugu gibi” saglanacagina iliskin hiikiimler bulundurmaktadir. Ayni zamanda
hizmetlerin geregi gibi saglanmadigi durumlarda saglayicilarin  sorumlu
tutulamayacaklarina dair hiikiimlere de bu sozlesmelerde yer verilmektedir. Bu
hiikiimler TBK m. 115°teki sorumsuzluk anlagmasi tizerinden degerlendirildiginde, bu
maddelere saglayicilarin biitiin kusurlar i¢cin degil sadece saglayicinin hafif kusuru
bakimindan etki taninabilecegi sonucuna varilabilir. Ayrica bu maddelerin ¢ogu
zaman haksiz sart denetiminden gegmesi de miimkiin gozilkmemektedir.
Kullanicilarin sagladigi verilerin yanlis olmast durumunda bunun sézlesmeye etkisinin
ne olacagi da degerlendirilebilir. Burada her saglayici kendi s6zlesmesi altinda farkl
bir tercihte bulundugu icin her sézlesme 6zelinde ayr1 bir degerlendirme yapmak en

dogru ¢6ziim gibi durmaktadir.

Calismanin sonu¢ kisminda tartisilan ilgili bolimlerin 1s18inda varilan
¢Oziimler okuyucuya bir biitiin halinde sunulmustur. Bu tez ile amaglanan kullanicilar
ile saglayicilar arasinda kurulan hukuki iligskinin sadece kisisel verileri koruma hukuku
ekseninde incelemenin eksik oldugunu okuyucuya gosterebilmektedir. Bu hukuki
iligkilerin temellerinde ekonomik saikler yatmaktadir ve bu ylizden ekonomik bir
perspektif ile bu hukuk iligkilerinin sozlesme hukuku kapsaminda ele alinmasi
zorunludur. Ancak bu sekilde kullanicilarin haklar1 ve saglayicilarin topluma
sagladiklar1 hizmetlerden beklentileri arasinda dogru bir denge kurulmus olur. Bu
yiizden bizim de bu tez de savundugumuz iizere, bundan bdyle, hukuk diizenimizin
kullanicilar ve saglayicilar arasindaki hukuki iliskilere sadece kisisel verileri koruma
hukuku ilkeleri iizerinden degil, sézlesme hukuku ilkeleri iizerinde de yaklagmasi
gereklidir. Bu c¢alisma bir taraftan mevcut sézlesme hukuku rejimimizin farkl
goriinimlerini yeni bir sdzlesme modelini inceleyerek ortaya ¢ikarmigtir. Diger bir
taraftan, bu calisma ile hukukumuzda ekonomik gergeklerin yeni gereklerine ayak
uydurabilmek i¢in gelecekte yapilabilecek ¢alismalara kapsamli bir rehber saglanmak
istenmistir. Umarim bu ¢aligma okuyucular icin kisisel verilerin hayatimizda oynadigi

rolii anlamak i¢in yararl bir kaynak teskil edebilir.



GIRIS

Diinya ekonomisinde baz1 degerler zaman zaman ekonominin gidisatinda basat
rol oynamislardir. Tarim temelli toplumlarda toprak, ticaretin 6ne ¢iktig1 zamanlarda
degerli madenler, sanayi toplumdan komiir, petrol gibi enerji kaynaklar1 iktisadi
politikalarin merkezinde olmustur. Giiniimiizde ise bu temel degerinin artik veri
oldugu ileri siiriilmektedir. Siemens CEO’su Joe Kaeser’e gore veri 21. ylizyilin
petrolii olarak degerlendirilmelidir ¢ilinkii ekonomimizin, toplumumuzun ve
demokrasimizin giin gectik¢e daha fazla iizerine insa oldugu hammadde artik veridir?.
Hatta daha da ileri giden bir metafor, veriyi petrolden farkli olarak her yerde oldugu

i¢in veriyi bir enerji kaynagi olarak giinese benzetmistir?.

Bu tespitlerin ¢ikis noktas1 ekonomideki aktorlerin veriyi iktisadi faaliyetlerinin
merkezine almalaridir. Giinlimiizde o6zellikle internet platformlarinda kullanilan
algoritmalarin dis diinyadan gelen verilerle beslenmeden diizgiin ¢alismast miimkiin
degildir. Ornegin tiiketici aliskanliklarin1 ¢ok az bir hata payi ile tespit edebilen bir
yapay zekanin dahi diizgiin ¢aligsabilmesi tiiketici verilerine erisebilmesi ile miimkiin
olacaktir. Bir sosyal medya uygulamasinin, kullanicinin hosuna gidebilecek igerikleri
tespit eden gelismis bir algoritmasinin olmasi onun dis diinyadan gelecek verilere olan
bagimliligin1 ortadan kaldirmaz. Bugiin bu algoritmalar1 birer fabrikaya benzetirsek
veri girdisini bu fabrikada islenecek olan ham maddelere veya gercekten yukarida artik
vecize haline gelmis bi¢imde fabrikanin enerji ihtiyacini karsilayacak yakitlara

benzetmek miimkiindiir®.

! Shannon Tellis, “Data is the 2 1st century’s oil, says Siemens CEO Joe Kaeser”, The Economic Times,
24 Mayis 2018, https://economictimes.indiatimes.com/magazines/panache/data-is-the-21st-centurys-
oil-says-siemens-ceo-joe-kaeser/articleshow/64298125.cms?from=mdr (erisim tarihi: 12.02.2022).
Diinya Ekonomik Forumu Diinya ekonomisinde gergeklesmekte olan bu degisimi “Ddrdiincii Sanayi
Devrimi” olarak nitelendirmistir, bkz. World Economomic Forum, “The Fourth Industrial Revolution:
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2Economist, Special Report: The Data Economy, The Economist, 22 Subat 2020, (The Data Economy),
s. 4. Sirketler topladiklar1 verileri reklam, yeni iirlinler ve hizmetler gelistirme, mevcut iirlinlerini
gelistirme, tiiketici tercihlerini belirleme gibi bir¢ok farkli amagla toplamakta ve igslemektedirler, bkz.
Sloboda D. Midorovic/Milos B. Sekulic, “A New Function of Personal Data in the Light of the Contract
for the Supply of Digital Content and Digital Services”, Zbornik Radova, Vol. 53, No. 3, 2019 (A New
Function of Personal Data) s. 1154.

8 Marc van Lieshout, “The Value of Personal Data”, IFIP Advances in Information and
Communication Technology (Conferance Paper), May1s 2015 (Value of Personal Data), s. 3. Verinin
ekonomik biiylimedeki yeri hakkinda bkz. Avrupa Komisyonu, “Communication From The
Commission To The European Parliament, The Council, The European Economic And Social
Committee And The Committee Of The Regions "Building A European Data Economy"”, Brussels,
10.1.2017, COM(2017) 9 final, https://eur-lex.europa.eu/legal-
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Kiiresel ekonomide veri ekonomisinin ve ana isletme konusu veri olan girketlerin
isgal ettigi yer ise her gecen giin daha fazla artmaktadir. Ornegin Microsoft,
profesyonel is baglantilar1 kurma platformu olan LinkedIn 2020 yilinda reklam
gelirlerinden 3 milyar dolar kazanarak 2.8 milyar dolar kazanan SnapChat ve 1.9
milyar dolar kazanan Pinterest uygulamalarin geride biraktigini duyurdu?. Cevrimigi
video izleme sitesi olan YouTube i¢in ise bu rakam 2020 yilinda neredeyse 7 milyar

dolard:®.

Burada kullanicilarin bu platformlarin {icretsiz olarak kullanilabilmelerine
ragmen bu platformlarin nasil bu kadar ciddi gelirlere ulasabildikleri sorusu
sorulabilir. Gergekten verilen iki drnekte de gerek LinkedIn gerek de YouTube ayrica
bir iicret 6denmeden kullanilabilirler. Dolayisi ile s6zlesmenin diger tarafindaki
kullanicilar ayrica bir para ddemeden bu platformlardan yararlanabilir. Bununla
beraber bu platformlar kullanicilarinin platformlari tizerindeki faaliyetlerini yakindan
takip ederek toplamakta ve ellerinde kullanicilarinin aliskanliklarini tespit
edebildikleri ciddi bir veri havuzu bulundurmaktadirlar. Bu veriler ile saglayicilar hem
kendi hizmetlerini gelistirme imkan1 bularak 6nemli bir rekabet avantaji1 elde etmekte
hem de kullanicilara en ¢ok ilgilerini ¢gekecek reklamlar1 gostererek reklam verenlerin
en dogru tiiketici kitlesi ile bulusmasina imkan saglamakta boylece reklam geliri elde

etmektedirler®. Bu yénii ile bakildiginda bu sirketlerin belki de en onemli mal

content/EN/TXT/PDF/?uri=CELEX:52017DC0009&from=EN (Building A European Economy)
(erisim tarihi: 30.01.2023) s. 2; Andreas Boerding/Nicolai Culik/Christian Doepke/Thomas Hoeren/Tim
Juelicher/Charlotte Roettgen,/Max V. Schoenfeld, “Data Ownership—A Property Rights Approach
from a European Perspective”, Journal of Civil Law Studies, Vol. 11, No. 2, 31.12.2018 (A Property
Rights Approach) s. 325.

# Megan Graham, “Microsoft says LinkedIn topped $3 billion in ad revenue in the last year, outpacing
Snap and Pinterest”, CNBC, 27 Nisan 2021, (¢evrimi¢i, https://www.cnbc.com/2021/04/27/microsoft-
linkedin-topped-3-billion-in-ad-revenue-in-last-year.html [erigim tarihi: 12.02.2022]).

% Martin Coulter, “YouTube is a powerhouse for Google, with revenue up 46% to almost $7 billion”,
INSIDER, 3 Subat 2021, https://www.businessinsider.com/youtube-google-revenue-results-covid-19-
2021-2 (erisim tarihi: 12.02.2022). Bu yonde ayrica bkz. Stacy-Ann Elvy, “Paying for Privacy and the
Personal Data Economy”, Columbia Law Review, Vol. 117, No. 6, October 2017 (Paying For Privacy)
s. 1371.

6 Juliette Sénéchal, “Article 16(2) of the ‘Digital Content and Digital Services’ Directive on the
Consequences of Termination of Contract, or the Difficult Articulation between Union Law on
Consumer Contract and Union Law on the rotection of Personal Data”, Data as Counter-Performance
— Contract Law 2.0? (editorler: Sebastian Lohsse/Reiner Schulze/Dirk Staudenmayer), 1. Baski,
Almanya: Nomos, 2020 (Consequences of Termination) s. 153. Bu ¢aligma modelinin bir izahi i¢in bkz.
Bundeskartellamt, “Facebook, Exploitative business terms pursuant to Section 19(1) GWB for
inadequate data processing”, Sector: Social Network, B6-22/16, 6 February 2019, Case Summary (15
February 2019),
https://www.bundeskartellamt.de/SharedDocs/Entscheidung/EN/Fallberichte/Missbrauchsaufsicht/201
9/B6-22-16.pdf?__blob=publicationFile&v= (erisim tarihi: 07.12.2022) (Facebook) s. 2-4; Elvy,
Paying for Privacy, s. 1391. Bu is modelinin gelisim siireci igin bkz. Imanol Arrieta-Ibarra/Leonard
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varliklarinin sahip olduklar1 veri havuzu oldugunu sdylemek miimkiindiir. Hatta bazi
durumlarda sirketlerin ellerindeki veriler uhdelerindeki parasal degerlerin dahi oniine
gecebilmektedir. Ornegin 2014 yilinda Facebook, Whatsapp’1 21.8 milyar dolara
aldiginda aslinda Whatsapp 2013 yili itibariyle 138 milyon dolar zarardaydi. Ancak
Whatsapp’in 2014 yilinda her y1l 1 milyon daha artan 450 milyon kullanicis1 vardi ve
bunlarin 70%’i aktif olarak uygulamay: kullanmaktaydilar’. Avrupa Birligi (AB)
Rekabet Komisyonu iiyesi Margarethe Vestager’e gore sirketleri cazip kilan tek sey
cirolar1 degil sahip olduklar1 varliklardir, bunlar i¢ine sahip olunan veriler de
girmektedir®. Ogretide bunun gibi birlesmelere veri yonlendirmeli (data-driven)

birlesmeler denmektedir®.

Ozellikle biiyiikk verinin kullanilmasiyla beraber sirketlerin isletmesel
faaliyetlerinde toplanilan veriler 6nemli bir noktaya gelmistir. Bazi sirketler igin
verinin isletmesel faaliyetin kendisi oldugunu da sdylemek miimkiindiir. Ornegin
Google’1n en ¢ok kullanilan arama motoru olmasinin®® nedeni sahip oldugu benzersiz
veri tabanidir. Veri tabami sayesinde Google’in algoritmasi kullanic1 bir kavrami
girdiginde muhtemelen neyi aramak istedigini anlayabilmektedir. Her yeni arama
algoritmanin daha biiylik bir veri havuzundan yararlanmasini yani elindeki biiytik
veriyi genigletmesini, boylece yeni bir aramada daha da dogru bigimde ¢alismasini
saglar. Bu da Google’in sahibi Alphabet’in su an elinde bulundurdugu en kiymetli

varliginin olusturdugu “biiyiik veri” oldugunu gosterir.

Yukarida 6rnekleri sayilan biitiin bu isletmeler tiiketici verilerini kullanmaktadir.
Bu verilerin elde edilmesi icin sirketlerin izledigi yol ve bu sekilde olusan yeni

ekonomik diizenin hukuk diinyasindaki karsilig1 bu ¢aligma altinda incelenecektir. Bu

Goff/Diego Jiménez-Hernandez/Jaron Lanier/E. Glen Weyl, “Should We Treat Data as Labor? Moving
Beyond “Free””, American Economic Association Papers and Proceedings, Vol. 108, May 2018
(Moving Beyond “Free) s. 40-41; Hervé Jacquemin, ‘“Digital Content and Sales or Service contracts
under EU Law and Belgian/French Law”, JIPITEC, Vol. 27, 2017 (DCD Under EU and
Belgian/French Law) q11.

7 Alison L. Deutsch, “WhatsApp: The Best Meta Purchase Ever?”, 8 Subat 2022,
https://www.investopedia.com/articles/investing/032515/whatsapp-best-facebook-purchase-ever.asp
(erisim tarihi: 12.02.2022).

8 Bram Visser, “The Facebook:WhatsApp merger case. European Commission's lucky break or proof
of impermeable system of merger control?”, Thesis for: Master in International and European Law,
Agustos 2017, s. 2-3.

® Anca D. Chrita,“Data-Driven Mergers under EU Competition Law”, The Future of Commercial
Law: Ways Forward for Harmonisation (editorler: John Linarelli & Orkun Akseli), Oxford: Hart, 1.
Basi, Agustos 2019 (Data-Driven Mergers), s. 150-151.

102021 yilinda en ¢ok tiklanan arama motorlar1 i¢in bkz. https://www.oberlo.com/blog/top-search-
engines-world (erisim tarihi: 12.02.2022).
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modele gore yukarida 6rnekleri verilen ve onlar gibi birgok dijital icerik ve hizmet
saglayict kullanicilarin bu hizmet ve igeriklerden ‘licretsiz” yararlanmalari
karsiliginda onlarin kisisel verilerini islerler. Baska bir deyisle kullanicilarin kisisel
verisi adeta saglayici ve kullanic1 arasindaki sozlesmesel iliskinin karsi edimi islevi
goriir'l. Daha dnce de alt1 ¢izildigi gibi bu calismanin konusu sadece kisisel verilerdir.
Bu veriler 1s181nda tiiketicilerin kisisel verilerinin diinyanin en biiyiik sirketleri i¢in
paha bigilmez bir kaynak teskil ettigini sdylemek miimkiindiir'?. Asagida tiiketiciler
ve onlarin verilerini isleyen sirketler arasinda kurulan iliskiye hukuk diizeni tarafindan

cizilen gerceve ele alinacaktir.

Bu calisma altinda ilk kisimda kisisel verinin hukuk diizeni igerisindeki yeri
tespit edilmeye c¢alisilacaktir. Bu kismin amaci ikinci kisimda tartisilacak olan hukuki
meselelerin ger¢ekten tartismaya layik olup olmadigini ve mevcut veri koruma hukuku
diizeninin veri ekonomisinin geldigi noktada ne kadar yeterli oldugunu tespit etmektir.
Bunun i¢in ilk olarak kisisel verinin tanimi Tiirk hukuku ve AB hukuku kapsaminda
ele alinacaktir. Daha sonra kisisel verilerin mevcut hukuk kurallar1 ¢cergevesinde nasil
korunmaya calisildigr ilk olarak Tiirk hukukundaki rejimi anlamak i¢in KVKK, ikinci
olarak AB’deki rejimi anlamak ig¢in GDPR ekseninde anlatilacaktir. Ik kismi
bitirmeden dnce AB hukukunda yakin zamanda yapilan ve kisisel veriler lizerinde
tasarruflar1 6zellikle tiiketici hukuku bakimindan ilgilendiren Avrupa Birligi Dijtial
Icerik Yonergesi (Digital Content Directive [DCD]) kisisel verileri ilgilendiren
kisimlar1 ile ele alinacak, son olarak DCD ile paralel bigimde Avrupa Birligi Tiiketici
Haklar1 Yonergesi (Consumer Rights Directive [CRD]) altinda kisisel veriler
tizerinden nasil yenilikler 6ngoriildiigii okuyucunun dikkatine sunulacaktur. Bundan
sonra ¢alismanin ikinci kismina gecilecek ve burada kisisel verinin bir s6zlesmenin

kars1 edimi olup olamayacagi, olacak ise bu iliskilerden dogacak sorunlara

11 Cemre Bedir, “Contract Law in the Age of Big Data”, European Review of Contract Law, Vol. 16,
No. 3, 2020 (Age of Big Data) s. 348; Erin Bernstein/Theresa J. Lee, “Where The Consumer Is The
Commodity: The Difficulty With The Current Definition Of Commercial Speech”, Michigan State
Law Review, Vol. 39, 2013 (Consumer Is The Commodity) s. 62; Zohar Efroni, “Gaps and
Opportunities: The Rudimentary Protection to 'Data-Paying Consumers' under New EU Consumer
Protection Law”, Weizenbaum Series, 2020, https://doi.org/10.34669/wi.ws/4 (Gaps and
Opportunities) s. 5; Adam B. Thimmesch, “Transacting in Data: Tax, Privacy, and the New Economy”,
Denver Law Review, Vol. 94, No. 1, Winter 2016 (Transacting in Data) s.146.

12 Bu is modeline doktrinde “freemium” modeli de denmektedir. Bu is modelinde ilke olarak bir
hizmetten yararlanmak iicretsizdir ancak daha ileri 6zelliklerden de yararlanmak i¢in bir iicret 6denmesi
gerekir. Ancak bu is modelinde de kullanicilar verilerini diger tarafa saglamaktadirlar. Bu kullanim i¢in
bkz. Elif Beyza Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, 1. Baski, Istanbul: Oniki Levha
Yayncilik, Aralik 2022 (Kars1 Edim Olarak Kisisel Veriler), s. 83; Elvy, Paying for Privacy, s. 1384,
1387.
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halihazirdaki soézlesme hukukunun cevap vermeye ne kadar hazir oldugu
tartisilacaktir. Bu kapsamda ilk olarak kisisel verinin sdzlesmeye konu olmasi
baglaminda yapilan etik, ekonomik, teknik ve piyasa sorunlar1 ele alinacaktir. ikinci
olarak kisisel verisi iizerinde kisinin sahip oldugu hakkin niteligi ve bunun yerindeligi
degerlendirilecektir. Ugiincii olarak kisisel verinin konusunu teskil ettigi sozlesmelerin
vasiflandirilmast ¢alismast igine girilecektir. Dordiincli olarak bu sodzlesmelerin
kurulus asamasina iligkin tartismalar sunulacaktir. Daha sonra bu hukuk iligkilerin
borglar genel hukuku bakis acisindan gegerliligini tartisilacaktir. Son olarak karsi

edimi kisisel veri olan sézlesmelere muhtemel aykiriliklarin sonuglari ele alinacaktir.



|. KIiSISEL VERI KAVRAMI VE KiSISEL VERIYE
ILISKIN YORURLUKTE OLAN KORUMALAR

A. Mevcut Hukuki Diizende Kisisel Veri Kavram

Bu calisma kisisel verilerin igslenmesi sartlarin1 incelemekten ziyade kisisel
verinin kazandigi ekonomik boyutun hukuk diinyasindaki mevcut ve muhtemel
etkilerine odaklanmaktadir. Bununla beraber bu etkilere odaklanilmasi icin dahi
oncelikle hukukumuzda kisisel verinin halihazirda isgal ettigi yerin tespit edilmesi
gerekir. Aksi takdirde ¢alismanin ilerleyen boliimlerde ele alacag: tartigmalarin eksik
kalacagi endisesi kisisel verilerin hukuktaki mevcut konumlarinin en azindan

asagidaki gibi incelenmesini zorunlu kilmstir.

1. Tiirk Hukukunda Kisisel Veri Kavrami
Caligmanin giris kisminda da ifade edildigi gibi elinizdeki calisma sadece kisisel
verilerin durumu ile ilgilenmektedir. Kisisel veri niteliginde olmayan diger veri tiirleri
ise ¢alismanin konu bakimindan kapsami disinda kalmaktadir. Bu durum kisisel
verinin hukuki niteliginin tam olarak tespit edilmesini zorunlu kilar. Bir olayda s6z
konusu verinin niteliginin tespit edilmesi olaya uygulanacak diizenlemelerin tespiti
icin hayati derecede 6nem arz eder'®. Zira hukuk diizeninin kisisel veriler icin getirdigi

koruma ile diger tiir veriler i¢in getirdigi diizenlemeler birbirinden oldukg¢a farklidir.

Kisisel verinin tanimi 6698 sayili Kisisel Verilerin Korunmasi Hakkinda
Kanunu®* m. 3(1)(d) altinda verilmektedir. Buna gére kisisel veri “Kimligi belirli veya
belirlenebilir gergek kisiye iliskin her tiirlii bilgiyi” ifade eder'®. Bu tanim iizerinden

kigisel verinin unsurlari asagidaki gibi tespit edilebilir.

13 Berk Kapanci, “Ozel Hukuk Perspektifinden Biiyiik Veri: Kisisel Verilerin Korunmasi Kanunu
(KVKK) ile Uyumluluk ve Biiyiik Veriyi Konu Alan S6zlesmesel iliskiler Uzerine Bir Degerlendirme”,
Gelisen Teknolojiler ve Hukuk IIT: Biiyiik Veri, (editorler: Eylem Aksoy Retornaz/Osman Gazi
Giigliitiirk), Istanbul: Oniki Levha, Aralik 2021, s. 100; AYM, H.O. Basvurusu, B.N.: 2019/20473,
R.G.S.: 31782, R.G.T.. 18.03.2022, K.T.. 03.02.2022 (H.O. Basvurusu), § 35
(https://legalbank.net/arama).

14 KVKK metni i¢in bkz. https://www.mevzuat.gov.tr/mevzuatmetin/1.5.6698.pdf (erisim tarihi:
1.7.2022).

15 Ulusal ve uluslararasi birgok metinde benzer bir tanimin benimsendigi hususunda bkz. Hiiseyin Can
Aksoy, Medeni Hukuk ve Ozellikle Kisilik Haklar1 Yoniinden Kisisel Verilerin Korunmasi, 1.
Basi, Ankara: Cakmak, Mart 2010 (Kisilik Haklar1 ve Kisisel Verilerin Korunmasi), s. 12; Murat
Volkan Diilger, Kisisel Verilerin Korunmas1 Hukuku, 2. Baski, Istanbul: Hukuk Akademisi, Kasim
2019 (Kisisel Verilerin Korunmasi1 Hukuku) s. 2.


https://www.mevzuat.gov.tr/mevzuatmetin/1.5.6698.pdf

Ik olarak kisisel verinden bahsedilebilmesi igin elde bir bilginin bulunmasi
gerekir'®, Bu bilgi icerigi bakimindan genis algilanmalidir'’. Kisisel veri olarak

nitelendirilecek bilgi ses, goriintii, yazi gibi farkli formlarda bulunabilir'®,

Bir verinin kisisel veri olarak etiketlenebilmesinin ikinci kosulu bu verinin bir
gercek kisiye iliskin olmasidir'®. Doktrinde bir gbriis tiizel kisilerin verilerinin KVKK
kapsaminda dislanmasiin altinda yatan sebebin, kisisel verilerin korunmasindaki
amacin temel hak ve ozgiirliiklerin korunmasi oldugunu savunmaktadir®®. Bununla
beraber hukukumuzda bazi diizenlemelerde tiizel kisilerin verilerinin de kisisel veri
olarak kabul edildigi olmustur. Ornegin 24 Temmuz 2012 tarihinde 28363 sayil1 resmi
gazetede yaymlanan Elektronik Haberlesme Sektdriinde Kisisel Verilerin islenmesi
Ve Gizliliginin Korunmas1 Hakkinda Y&netmelik?! m. 3(1)(h) uyarinca tiizel kisilerin
verilerinin de kisisel ver kapsaminda olacagi kabul edilmisti. Ancak daha sonra bu
yonetmelik 4 Aralik 2020 tarihli 31324 sayili resmi gazetede yayinlanan hali ile
giincellenmis ve tiizel kisilerin verileri kisisel veri kapsamindan ¢ikartilmistir®?, Keza
KVKK’nin 2008 yilindaki taslaginda tiizel kisilere iliskin verilerin de kanun

kapsaminda korunacagi kabul edilmisti. 2014 yilinda yayinlanan taslakta ise tiizel

16 Erbil Baytar, iscinin Kisiliginin ve Kisisel Verilerinin Korunmasi, 2. Bask, Istanbul: Onikilevha,
Ekim 2018 (iscinin Kisisel Verilerinin Korunmasi), s. 51; Siileyman Y1lmaz/Gékge Filiz Cavusoglu,
Kisisel Verileri Koruma Hukuku, Ankara: Yetkin Yayinlari, 2020 (Kisgisel Verileri Koruma Hukuku)
s. 37.

17 Aksoy, Kisilik Haklar1 ve Kisisel Verilerin Korunmasi, s. 13-14. Doktrindeki bir goriise gore
kisisel veri gercek kisiyi gosteren yahut gosterebilecek her seyi ifade eder, bkz. Metin Turan,
Karsilastirmalh Hukukta Kisisel Verilerin Korunmasi, Dordiincii Baski, Ankara: Seckin Yayincilik,
Ocak 2021 (Karsilastirmali Hukukta KVK), s. 58; Mustafa Baysal, KVKK Kisisel Verilerin
Korunmasi Kanunu El Kitabi, 5. Baski, Ankara: Seckin Yayincilik, Subat 2022 (KVKK EI Kitabi),
S. 31-32.Hatta bilginin yanlis olmasi dahi verinin kisisel veri olma niteligini degistirmeyecektir, Mustafa
Akgiin, La Legitimite Democratique Des Autorites Administratives Independantes: Reflexions
Sur La Cml Et Kvkk, 1. Baski, Ankara: Adalet Yayimevi, Aralik 2022 (Reflexions Sur La Cnil Et
KvKKk), s. 48; Yilmaz/ Cavusoglu, Kisisel Verileri Koruma Hukuku, s. 37.

18 Elif Kiizeci, Kisisel Verilerin Korunmasi, 2. Baski, Ankara: Turhan, Subat 2018 (Kisisel Verilerin
Korunmast), s. 323; Yilmaz/ Cavusoglu, Kisisel Verileri Koruma Hukuku, s. 38. Kisisel veri olarak
degerlendirilebilecek muhtemel bilgi tiirlerinin bir sayimmi i¢in bkz. Mehmet Bedii Kaya, “Biiyiik
Verinin Hukuki Boyutlar1”, Biiyiik Veri Ve A¢ik Veri Analitigi: Yontemler Ve Uygulamalar
(editorler: Seref Sagiroglu/Orhan Kog), Ankara: Grafiker Yayinlari, 1. Baski, Ekim 2017 (Biiyiik Veri
Ve Agik Veri Analitigi), s. 184.

19 Bahri Oztiirk/Elif Altinok Caliskan/Serkan Seyhan, Kisisel Verilerin Korunmasi Hukuku Teorik
ve Pratik Calisma Kitabi, Ankara: Seckin, 2. Baski, 2022, s. 18. Buna karsin kisisel veriyi isleyenlerin
gercek veya tiizel kisi olmast KVKK’ min uygulama alamini degistirmeyecektir, bkz. Oztiirk/Altiok
Caligkan/ Seyhan, , s. 26; Aksoy, Kisilik Haklar1 ve Kisisel Verilerin Korunmasi, s. 17; Kiizeci,
Kisisel Verilerin Korunmasi, s. 324; Turan, Karsilastirmalhh Hukukta KVK, s. 58.

20 Kiizeci, Kisisel Verilerin Korunmasi, s. 325.

21 Resmi Gazete, R.G.T. 24 Temmuz 2012, R.G.S. 28363,
https://www.resmigazete.gov.tr/eskiler/2012/07/20120724-2.htm (erisim tarihi: 6.7.2022).

22 Resmi Gazete, R.G.T.: 4 Aralik 2020, R.G.S.: 31324. Tiizel kisilerin verilerinin de kisisel veri olarak
sayllmasinin daha yerinde olacagi hakkinda goriisii i¢in bkz. Baytar, Iscinin Kisisel Verilerinin
Korunmasi, s. 53.


https://www.resmigazete.gov.tr/eskiler/2012/07/20120724-2.htm

kisiler kanunun kapsama alanina alinmamis ve nihayet yukarida goriildigi iizere
KVKK sadece gergek kisilerin verilerini kisisel veri olarak kabul edecek bigimde
ctkmistir’®, KVKK sadece gergek kisilerin verisini korudugu igin hukuki kisiligi sona

eren 6lmiis insanlarin verileri kanun kapsaminda korunmayacaktir®®,

Verinin nasil ele gegirilmis oldugu bu verinin kisisel veri niteligini etkilemez.
Bu bakimdan veri kisilerden dogrudan toplanabilecegi gibi dolayli olarak da temin
edilebilir. Ornegin bir satis sdzlesmesinde saticinin malin teslimi i¢in miisterisinin
adres bilgilerini istemesi durumunda alici ile konum bilgilerinin eslestirilebilmesi

konum bilgisini bir kisisel veri haline getirir®.

Son olarak verinin belirli yahut belirlenebilir bir kisiye ait olmasi ilgili verinin
kanunun uygulama alanina dahil olmasi igin aranmustir®®. Belirli yahut belirlenebilir
bir kisi olmaktan ne anlasilacagi kanunda belirtilmis degildir. Bununla beraber
kanunun gerek¢esinde mevcut verilerinin herhangi bir sekilde gercek bir kisi ile
iligkilendirilmesi yoluyla kisinin tanimlanabilecek hale gelmesinin yeterli olacagi
sdylenmistir?’. Verinin kisinin sahsin1 degil de ailesini ilgilendirmesi durumunda da

ilgili verinin kisisel veri niteliginde oldugu kabul edilecektir?.

Keza Anayasa Mahkemesine (AYM) gore bir kisinin dogrudan veya dolayl
olarak belirlenmesini miimkiin kilan biitiin veriler kisisel veri olarak kabul edilir®®. Bu
bakimdan AYM “ad, soyadi, dogum tarihi ve dogum yeri gibi bireyin sadece kimligini

ortaya koyan bilgilerin degil telefon numarasi, motorlu tasit plakasi, sosyal giivenlik

2 Kiizeci, Kisisel Verilerin Korunmasi, s. 324. Tiizel kisilerin verilerinin de kisisel veri sayilmasi
gerektigi yoniinde goriisler hakkinda bkz. Yilmaz/ Cavusoglu, Kisisel Verileri Koruma Hukuku, s.
39.

24 Hiiseyin Murat Develioglu, 6698 sayih Kisisel Verilerin Korunmasi Kanunu ile Kargilastirmah
Olarak Avrupa Birligi Genel Veri Koruma Tiiziigii uyarmnca Kisisel Verilerin Korunmasi
Hukuku, 1. Baski, Istanbul: Oniki Levha Yayincilik, Aralik 2017 (Avrupa Birligi Genel Veri Koruma
Tiiziigt), s. 31; KVK Kurulu, “Olii kisilerin verilerine yakinlarmin erisim talebi hakkinda” Kisisel
Verileri Koruma Kurulunun 18/09/2019 Tarihli ve 2019/273 Sayili Karar Ozeti”, 2019/273 K., K.T.:
18.9.2019, https://www.kvkk.gov.tr/lcerik/6710/2019-273 (erigim tarihi: 11..04.2023).

25 Oztiirk/Altok Caliskan/ Seyhan, Kisisel Verilerin Korunmas: Hukuku, s. 17-18.

% Kiizeci, Kisisel Verilerin Korunmasi, s. 323. KVKK 6ncesinde de kisisel verinin unsurlarindan
birinin kiginin kimliginin belirli veya belirlenebilir oldugu kabul edilmekteydi bkz. Aksoy, Kisilik
Haklar ve Kisisel Verilerin Korunmasi, s. 21.

2T KVKK gerekeesi igin bkz. https://kvkk.pro/kvkk-gerekcesi.html. Hangi bilgilerin kisiyi belirlenebilir
kilabilecegi hakkinda bazi 6rnekler igin bkz. Diilger, Kisisel Verilerin Korunmasi Hukuku, s. 3.

28 Sinan Sami Akkurt, “Kisisel Veri Kavraminin Hukuki Niteligine Iliskin Yaklasimlara Mukayeseli
Bir Bakis”, Kisisel Verileri Koruma Dergisi, C. 2, S. 1, 2020, (Kisisel Verinin Niteligine Mukayeseli
Bakis), s. 21.

2 AYM, Bestami Eroglu Basvurusu, B.N.: 2018/23077, R.G.S.: 31273, R.G.T.: 13.10.2020, K.T:
17.09.2020 (Bestami Eroglu), 4 102 (https://legalbank.net/arama)..


https://www.kvkk.gov.tr/Icerik/6710/2019-273
https://kvkk.pro/kvkk-gerekcesi.html

numarasi, pasaport numarasi, 6z ge¢mis, resim, goriintii ve ses kayitlari, parmak
izleri, saghk bilgileri, genetik bilgiler, 1P adresi, e-posta adresi, aligveris
aliskanliklari, hobiler, tercihler, etkilesimde bulunulan kisiler, grup tiyelikleri, aile

bilgileri” gibi genis bir listenin kisisel veri kapsaminda kalacagina hitkmetmistir®.

Kisisel veri kavrami Yargitay kararlarinda da kendine yer bulmustur. Yargitay
da AYM gibi genis bir liste ile kisisel verinin bir gergek kisiyi toplumdaki diger
bireylerden ayirt ederek niteliklerini ortaya koyan her tiirli bilgi olarak
tammlamistir. Ornegin Whatsapp konusmalari®?, dini inang, dogum yeri, baba adi,
dogum tarihi ve vatandaslik durumu®?, ismi®* gibi baz1 bilgilerin kisisel veri niteliginde

oldugu Yargitay tarafindan kabul edilmistir.

Bunlara paralel olarak KVKK gerekgesinde kisisel verilerin somut igerigi olan
ekonomik, fiziksel, psikolojik kimligini belirleyen veriler yaninda sigorta numarast,

kimlik numaras1 gibi bilgilerin de kisisel veri olarak nitelendirilecegi soylemistir>.

Ayrica tek basina kisisel veri niteliginde olmayan bilgilerin bagka veriler ile
birlestirilerek verinin sahibini belirlenebilir bir kisi haline getirmesi durumunda da, bir

biitiin halinde bu veriler kisisel veri olarak degerlendirilecektir®.

0 AYM, Arif Ali Cang1 Basvurusu, B.N.: 2016/4060, R.G.S.: 31274, R.G.T.: 14.10.2020, K.T.:
17.09.2020 (Arif Ali Cang), § 63 (https://legalbank.net/arama).; AYM, H.O. Basvurusu, 9 34.

8 “niifus bilgileri (T.C. kimlik numarasi, adi, soyadi, dogum yeri ve tarihi, anne ve baba ad gibi), adli
sicil kaydi, yerlesim yeri, egitim durumu, meslegi, banka hesap bilgileri, telefon numarasi, elektronik
posta adresi, kan grubu, medeni hali, parmak izi, DNA's1, sa¢, tikiiviik, tirnak gibi biyolojik ornekleri,
cinsel ve ahlaki egilimi, saglik bilgileri, etnik kokeni, siyasi, felsefi ve dini goriisii, sendikal baglantilari”
bkz. Yargitay, 13. Ceza Dairesi, 2013/9669 E., 2014/3760 K., K.T: 17.02.2014
(https://legalbank.net/arama). Bilgi ve veri kavramlari birbirlerine yakin kullanimlara sahip olsalar dahi
tamamen ayni anlama gelmezler. Veri daha ¢ok ham olgular1 veya sayilar ifade ederken, bilgi bu
verilerden yapilan ¢ikarimlar: ifade eder. Buna karsin hukuki kullanimlarinda bu iki kavram arasinda
bir fark gozetilmemektedir, bkz. Akgiin, Reflexions Sur La Cnil Et Kvkk, s. 47.

8 Yargitay, 9. Hukuk Dairesi, 2018/10718 E., 2019/559 K., K.T.:10.1.2019
(https://www.kazanci.com.tr/); Yargitay, 9. Hukuk Dairesi, 2016/14205 E., 2017/9526 K., K.T.:
1.6.2017.

¥ Yargitay, Hukuk Genel Kurulu, 2017/4-1340 E. 2018/1622 K., K.T.. 6.11.2018
(https://www.kazanci.com.tr/).

% Yargitay, Hukuk Genel Kurulu, 2014/4-56 E., 2015/1679 K.,K.T.. 17.6.2015
(https://www.kazanci.com.tr/).

35 Kanun gerekgesinde verilen drnekler su sekildedir “kiginin fiziksel, ekonomik, kiiltiirel, sosyal veya
psikolojik kimligini ifade eden somut bir icerik tagimasi veya kimlik, vergi, sigorta numarast gibi
herhangi bir kayitla iliskilendirilmesi sonucunda kiginin belirlenmesini saglayan tiim halleri kapsar.
Isim, telefon numarasi, motorlu tasit plakasi, sosyal giivenlik numarasi, pasaport numarasi, 6zgegmis,
resim, gortintii ve ses kayitlari, parmak izleri, genetik bilgiler gibi veriler dolayli da olsa kisiyi
belirlenebilir kilabilme ozellikleri nedeniyle kisisel verilerdir.”.

3 Oztiirk/Altinok Caliskan/ Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 19; Mesut Serdar Cekin,
Avrupa Birligi Hukukuyla Mukayeseli Olarak 6698 Sayilh Kanun Cercevesinde Kisisel Verilerin
Korunmasi Hukuku, 3. Baski, Istanbul: Onikilevha Yayincilik, Temmuz 2020 (Kisisel Verilerin
Korunmasi Hukuku) s. 45.


https://legalbank.net/arama
https://www.kazanci.com.tr/
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Kisisel veriler kendi i¢lerinde genel nitelikli ve 6zel nitelikli veriler olmak iizere
ikiye ayrilmaktadir ve bu ayrim ¢aligmanin ilerleyen kisimlarinda da deginilecegi
tizere KVKK’da da verilerin islenmesi ve aktarilmasi bakimindan hukuka uygunluk
nedenlerinin tespiti bakimindan 6nemlidir. Bunun disinda doktrinde birincil ve ikincil
veriler olmak iizere bir ayrim daha yapilmaktadir. Birincil veriler normal sartlarda
degismeyen kisinin kan grubu, DNAs1, parmak izi gibi verileriyken ikincil veriler kilo,
boy gibi degisken verilerden olusur®’. Ancak bahsedilen son ayrimin kanunda bir yeri

yoktur.

Tiirkiye’nin taraf oldugu baskaca uluslararasi metinlerde kisisel veri hakkinda
tamimlarma rastlamak miimkiindiir. Ornegin 108 sayili Kisisel Verilerin Otomatik
Isleme Tabi Tutulmas1 Karsisinda Bireylerin Korunmas1 Sézlesmesi (Kisisel Veri
Sozlesmesi) m. 2 uyarinca kisisel veri “kimligi belirli veya belirlenebilir bir gergek

kisi (ilgili kisi) hakkindaki tiim bilgileri ifade eder” seklinde tanimlanmistir®,

2. Avrupa Birligi Hukukunda Kisisel Veri Kavram

Tiirkiye’nin i¢ hukukunda kisisel veri i¢in yapilan tanim kisisel veriler hakkinda
cikartilan AB diizenlemeleri ile paraleldir®. Ayrintisina asagida inilecek olan Avrupa
Birligi Genel Veri Koruma Tiiziigi (General Data Protection Regulation
[GDPR])’nde® kisisel veri kavrami KVKK’dan ¢ok farkli tammlanmamistir. GDPR
m. 4 uyarinca kisisel veri; “Kisisel veri, belirli veya belirlenebilir bir gercek kisi
hakkindaki her bilgiyi ifade eder (veri sahibi): belirlenebilir bir ger¢ek kisi ad, kimlik,
ver bilgisi, online kimlik veya kisinin fiziksel fizyolojik, genetik, zihinsel, ekonomik,
kiiltiirel ya da sosyal kimligi gibi belirleyici bir ozellikle dogrudan veya dolayli olarak

37 Turan, Karsilastirmah Hukukta KVK, s. 58.

38 Anlagmanin metni i¢in bkz.
https://inhak.adalet.gov.tr/Resimler/Dokuman/2712020140848108 _tur.pdf (erisim tarihi: 5.7.2022). 28
Ocak 1981 tarihli olan bu anlasma aslinda Avrupa Konseyi’nin bir ¢aligmasidir ancak konseye iiye
olmayan devletlerin de katilimi1 saglanmistir, bkz. Furkan Giiven Tastan, Tiirk Sézlesme Hukukunda
Kisisel Verilerin Korunmas, Yiiksek Lisans Tezi, T.C. Ankara Yildirim Beyazit Universitesi Sosyal
Bilimler Enstitiisii Ozel Hukuk Anabilim Dal1, 2017 (Sézlesme Hukukunda Kisisel Veriler) s. 9-10 .
Bunun disinda 23 Eyliil 1980 tarihli OECD Ozel Yasamin Korunmasi ve Kisisel Verilerin Sinir Otesi
Akigina Tliskin Rehber Tlkeleri, 14 Aralik 1990 tarihli BM Bilgisayarla Islenen Kisisel Veri Dosyalarina
Iliskin Rehber Ilkeleri, yine taraf oldugumuz ve 108 sayili Kisisel Verilerin Otomatik Isleme Tabi
Tutulmas: Karsisinda Bireylerin Korunmasi S6zlesmesine bazi eklemeler yapan 18 Mayis 2018 tarihli
108+ Sozlesmesi gibi farkli uluslararasi metinlerde kisisel veri meselesinin ele alindigini gérmek
miimkiindiir. Kigisel verilerin konu oldugu uluslararast metinlerin degerlendirilmesi i¢in bkz.
Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 50 vd.; Diilger, Kisisel
Verilerin Korunmasi1 Hukuku, s. 24 vd.

39 Oztiirk/Altok Caliskan/ Seyhan, Kisisel Verilerin Korunmas: Hukuku, s. 15.

40 Tiiziik metni icin bkz. https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32016R0679 (erisim tarihi: 05.07.2022).


https://inhak.adalet.gov.tr/Resimler/Dokuman/2712020140848108_tur.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679
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belirlenebilen kisidir” **. GDPR’1n bu diizenlemesi bir 6nceki Avrupa Birligi Veri
Koruma Y®&nergesi’ndeki (Data Protection Directive [DPD])*? tanimdan, bazi ufak
degisiklikler disinda, farkli degildir®.

GDPR altinda kisisel verilerin unsurlarina bakildiginda ise KVKK altinda
varilandan daha farkli bir sonuca ulasilmayacag: fark edilir. GDPR altinda da belirli
yahut belirlenebilir gergek kisilere iliskin bilgiler korunmaktadir®*. ilk olarak kisisel
veri teskil edebilecek bilginin varlig1r aranir, ancak bu bilginin kapsami genis

yorumlanir®,

Bunun yaninda GDPR altindaki ikinci sart bu bilginin belirli bir kisiye iligkin
olmasidir ki Avrupa Birligi Adalet Divanm1 (ABAD) bu sartt da genis
yorumlamaktadir®®. Aym1 KVKK’da oldugu gibi GDPR altinda da belirli bir kisiyi
tanimlayabildigi siirece tek bir veri de kisisel veri olabilecegi gibi, birden ¢ok verinin
bir araya gelerek belli bir kisiyi tanimlamasi durumunda da GDPR uygulama alam
bulacaktir*’. Bu veriler kisinin 6zel hayatma iliskin olabilecegi gibi kamuya acik
yasamina iliskin de olabilir*®. Buradaki kilit nokta ilgili kisinin eldeki verilere ek bir
bilgiye daha ihtiya¢ duyulmadan tespit edilebilmesidir. Bu bakimdan kisisel verinin
her veri i¢in ex ante olarak tespit edilebilecek bir nitelik oldugundan bahsedilemez.

Veriyi igleyenler her olay 6zelinde eldeki verilerle ilgili kiginin tespit edilme ihtimalini

4L ““personal data’ means any information relating to an identified or identifiable natural person (‘data

subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular
by reference to an identifier such as a name, an identification number, location data, an online identifier
or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or
social identity of that natural person;”. Ceviri i¢in bkz. AYM, Arif Ali Cangi, 4 37. Tanimdan
cikartilabilecek unsurlarin ayrintili incelemesi i¢in bkz. Brendan Van Alsenoy, “Scope of EU Data
Protection Law”, Data Protection Law in the EU: Roles, Responsibilities and Liability, Cambridge:
Intersentia, 2019, s. 25-27.

42 Yonerge metni i¢in bkz. https://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:31995L.0046:EN:HTML (erigim tarihi:
30.03.2023).

4 Lee A Bygrave/Luca Tosoni, “Article 4(1). Personal data”, The EU General Data Protection
Regulation (GDPR) A Commentary (editorler: Christopher Kuner/Lee A. Bygrave/Christopher
Docksey, yardimci editdr: Laura Drechsler), Oxford: Oxford University Press, First Edition, 2020
(GDPR Commentary Article 4(1)), s. 108; Murat Volkan Diilger, “Avrupa Birligi Genel Veri Koruma
Tiizigl Baglaminda Kisisel Verilerin Korunmasi1”, Yasar Hukuk Dergisi, C. 1, S. 2, Temmuz 2019
(Genel Veri Koruma Tiiziigi), s. 87.

4 European Union Agency for Fundamental Rights (FRA), Handbook on European data protection
law, Luxembourg: Publications Office of the European Union, 2018, (Handbook on European Data
Protection Law) s. 83.

4 ABAD tarafindan kisisel veri olabilecegi kabul edilen bilgi tiirleri igin bkz. Bygrave/Tosoni, GDPR
Commentary Article 4(1), s. 109-110.

46 Bygrave/Tosoni, GDPR Commentary Article 4(1), s. 110.

47 Sharma, GDPR Handbook, s. 47; Bygrave/Tosoni, GDPR Commentary Article 4(1), s. 110.

4 FRA, Handbook on European Data Protection Law, s. 86.


https://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:31995L0046:EN:HTML
https://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:31995L0046:EN:HTML
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degerlendireceklerdir®®. Bunu yaparken teknolojik imkanlar1 ve gelismeleri, kisinin
belirlenmesi i¢in gereken zaman ve masraflari, verinin islenme amacini dikkate
alacaklardir. Eger bu inceleme neticesinde makul bir emekle kisinin belirlenebilecegi

sonucuna varilirsa verinin kisisel veri oldugu sdylenebilir®.

Esasinda belirlenebilirlik sartinin nasil uygulanacaginin kendisi de yoruma agik
bir konudur. Bu konuda 6rnegin bir taraftan kisisel verinin mutlak bir karaktere sahip
oldugu sdylenebilir ki bu durumda herhangi bir kisinin o veri ile verinin sahibini
belirleyebiliyor olmas1 verinin kisisel veri olarak kabul etmesi i¢in yeterli olacaktir.
Diger bir taraftan kisisel verinin goreceli bir karaktere sahip oldugu bu yiizden de
veriyi elinde bulunduran kisiye goére verinin kisisel veri olup olmayacaginin
degisebilecegini savunulabilir. Buna gére eger veriyi elinde bulunduran kisinin kendisi
ilgili kisiyi tespit edebiliyorsa veri kisisel veri olarak kabul edilmelidir. Eger bu kisi

ilgili kisiyi tespit edemiyorsa bu durumda kisisel verinin varligindan bahsedilemez®".

ABAD’na gore bir araya geldiginde kisinin tespit edilebilmesine yarayan
bilgilerin farkli kisilerin elinde bulunmasi durumunda dahi bu bilgiler kisisel veri
olarak degerlendirilmelidir®®. Davaya konu olayda ilgili kisinin dinamik IP adresi siber
saldirilar1 engellemek i¢in kaydedilmistir. Dinamik IP adresi erisilen her internet
adresi i¢in degisir bundan dolay: statik IP adreslerinden farkli olarak siteye erisim
saglanan cihaza dogrudan ulagsmay1 saglamaz. Cihazin tespiti i¢in yetkili otorite ve

hizmet saglayicinin ellerindeki verileri bir araya getirmeleri gerekir. Baska bir deyisle

49 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 34. Yazara gore normalde kisiyi
belirleyebilecek en basat veri olan isim dahi baglamina gore kisisel veri olarak degerlendirilemeyebilir.
Ornegin kisinin ismi ¢ok kullanilan bir isim ise arastirma yapilan ¢evre daraltilmadan sadece isim ile
kisi belirlenemez.

%0 GDPR, Giris, 926; Sharma, GDPR Handbook, s. 48; FRA, Handbook on European Data
Protection Law, s. 88, 91.

5 {lgili tartisma igin bkz. Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 34; Aksoy,
Kisilik Haklar ve Kisisel Verilerin Korunmasi, s. 26-27; Cekin, Kisisel Verilerin Korunmasi
Hukuku, s. 46-47. Gorecelilige iligkin bir 6rnek i¢in bkz. Douwe Korff, “EC Study On Implementation
of Data Protection Directive (Study Contract ETD/2001/B5-3001/A/49) - comparative summary of
national laws”, Cambridge, 2002, https://gegevensbeschermingsrecht.nl/onewebmedia/douwe.pdf
(erigim tarihi: 16.05.2023) s. 15. Cok ilgisiz gibi goziiken verilerin bir araya getirilmesi ile kisilerin
tespit edilmesi miimkiindiir. Ornegin bir arastirmada ABD’deki insanlarin %87’sinin posta kodu,
cinsiyet ve dogum tarihleri ile tespit edilmelerinin miimkiin oldugu ortaya konmustur, bkz. Omer Tene,
“Privacy Law's Midlife Crisis: A Critical Assessment of the Second Wave of Global Privacy Laws”,
Ohio State Law Journal, Vol. 74, No. 6, 2013 (Privacy Law's Midlife Crisis) s. 1239. GDPR’1in mutlak
belirlenebilirlik goriisine daha yakin oldugu goriisii hakkinda bkz. Cekin, Kisisel Verilerin
Korunmasi Hukuku, s. 49.

52 ABAD, Ikinci Daire, Patrick Breyer v Bundesrepublik Deutschland, C-582/14, 19 Ekim 2016
https://curia.europa.eu/juris/document/document.jsf?text=&docid=184668&pagelndex=0&doclang=E
N&mode=Ist&dir=&occ=first&part=1&cid=6276758  (erisim  tarihi: = 25.08.2022)  944-48;
Bygrave/Tosoni, GDPR Commentary Article 4(1), s. 111.


https://gegevensbeschermingsrecht.nl/onewebmedia/douwe.pdf
https://curia.europa.eu/juris/document/document.jsf?text=&docid=184668&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=6276758
https://curia.europa.eu/juris/document/document.jsf?text=&docid=184668&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=6276758
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dinamik IP tek basina ilgili kisinin tespitine imkan saglamamaktadir. Bu yoniiyle
dinamik IP sanki kisisel veri degilmis gibi goziikse de muhtemel bir siber saldir
durumunda bu iki tarafin bir arada calismasi kuvvetle muhtemel olduguna igin

mahkemeye gore dinamik IP’ler dahi kisisel veri olarak kabul edileceklerdir.

GDPR da sadece gercek kisilerin kisisel verilerini koruma altina almaktadir®3,
Bu baglamda KVKK’daki gibi GDPR da 6lmiis insanlarin verilerini koruma altina
almamaktadir, ancak iiye devletler isterlerse korumayi Olii insanlarin verilerini

kapsayacak bicimde gelistirebilirler>.

Kisisel veriler bakimindan ele alinabilecek son ayrim anonim veri ve miistear
(pseudonym) veri arasindaki farktir. Anonim veri, verinin ilgili kisisinden geri
doniilemez bi¢cimde ayrilmasini ifade eder. Anonim veriden hareketle ilgili kisiye
ulagsmak higbir sekilde miimkiin degildir. Ornegin bir anket sonucunda yayinlanan
istatistiklerden ankete katilan kisiyi tespit etmek miimkiin olmadig: icin bu veriler
anonim  olarak  degerlendirilir. ~ Anonim  veriler GDPR  kapsaminda
korunmamaktadirlar®. Miistear veride ise verinin ilgili kisi ile arasindaki baglanti
tamamen koparilmamaktadir, bu ylizden de anonim veriden farkli olarak miistear
veriler koruma kapsaminda kalmaya devam eder®®. Onun yerine veri {igiincii kisilerce
anlagilamayacak bir sekilde sunularak iiclincii kisilerin veri iizerinden ilgili kisiye
ulagsmas1 engellenmektedir. GDPR miisteastirma faaliyetini madde 4(1)(5)’te kisisel
verinin ek bir bilgi olmadan ilgili kisiye atfedilemeyecek islenmesi olarak

tanimlamistir’.

Avrupa Birligi (AB) hukukunda GDPR yaninda diger bazi kurucu metinlerde de

kisisel verileriler koruma altina alinmigtir. Ornegin Avrupa Birligi Temel Haklar Sarti

% GDPR, Giris, 914; Sharma, GDPR Handbook, s. 47; FRA, Handbook on European Data
Protection Law, s. 85. Bununla beraber iiye devletlerin kendi i¢ diizenlemelerinde tiizel kisilerin
verilerini de koruma altina almas1 miimkiindiir, bkz. Develioglu, Avrupa Birligi Genel Veri Koruma
Tiiziigii, s. 30; Bygrave/Tosoni, GDPR Commentary Article 4(1), s. 111.

% GDPR, Giris, 27; Bygrave/Tosoni, GDPR Commentary Article 4(1), s. 112.

%5 GDPR, Giris, §26; Diilger, Genel Veri Koruma Tiiziigi, s. 88.

% Diilger, Genel Veri Koruma Tiiziigii, s. 88-89; Akgiin Reflexions Sur La Cnil Et Kvkk, s. 49.

5 Tlgili madde igin bkz. “pseudonymisation’ means the processing of personal data in such a manner
that the personal data can no longer be attributed to a specific data subject without the use of additional
information, provided that such additional information is kept separately and is subject to technical and
organisational measures to ensure that the personal data are not attributed to an identified or
identifiable natural person”. Anonim veri ve miistear veri kargilagtirmasi igin bkz. Develioglu, Avrupa
Birligi Genel Veri Koruma Tiiziigii, s. 35-36.
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(Charter Of Fundamental Rights of The European Union [CFR])®*® m. 8(1) uyarinca
herkesin kisisel verilerin korunmasi hakkina sahiptir®®. Ayrica Avrupa Birliginin
Isleyisine Iliskin Anlasma m. 16(1) da ayn1 sekilde herkesin kisisel verilerin korunmasi

hakkinda sahip oldugunu diizenlemistir®

. Dolayis1 ile s6z konusu korumadan
yararlanmak i¢in oncelikle kisisel verinin kendisinin ortaya konmasi gerekir. Buna
karsin her olayda kisisel veri ile kisisel olmayan veri arasindaki farkin tespit

edilmesinin kolay olmadig1 doktrinde ifade edilmektedir®.

B. Kisisel Verilerin Korunmasi

1. Tiirk Hukukundaki Hukuki Diizenleme

a. Kisisel Verilerin Korunmasi Kanunu
i. Kisisel Verilerin islenmesine iliskin Genel ilkeler
Kisisel verilerin islenmesine iliskin yapilan uluslararasi ilk diizenlemelerin
verilerin islenmesine hakim olan ilkelerin belirlenmesi ile basladigini sdylemek
miimkiindiir. Ekonomik Isbirligi ve Kalkinma Teskilat1 (Organisation for Economic
Co-operation and Development [OECD]) tarafindan yayinlanan ilkeler bu anlamda
kisisel verilerin islenmesine kabul edilen ilk hukuk metinlerinden sayilabilir®2. Ancak
burada Ongoriilen ilkeler birer soft-law kaynagidir, diger bir deyisle baglayict bit
kararterleri yoktur®. Benzer sekilde Birlesmis Milletler (BM), OECD’den yaklasik on
yil sonra Bilgisayarla Islenen Kisisel Veri Dosyalarina Iliskin Rehber Ilkeleri

yaymlamistir®, BM 2030 hedeflerine ulasmak igin biiyiik verinin kullanima dair

58 European Union, Charter of Fundamental Rights of the European Union, 26 October 2012, 2012/C
326/02 (https://www.europarl.europa.eu/charter/pdf/text_en.pdf) (erisim tarihi: 30.08.2022).

% Avrupa Birligi Temel Haklar Sarti igin bkz. https://www.europarl.europa.eu/charter/pdf/text_en.pdf
(erisim tarihi: 5.7.2022).

€0 Avrupa Birliginin Isleyisine [liskin Anlagma i¢in bkz. https://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:12012E/TXT:fr:PDF (erigim tarihi: 5.7.2022).
Kisisel verilere iliskin AB temel metinlerindeki atiflar i¢in bkz. Hielke Hijmans, “Article 1. Subject-
matter and objectives”, The EU General Data Protection Regulation (GDPR) A Commentary
(editdrler: Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimei editor: Laura Drechsler),
First Edition, Oxford: Oxford University Press, , 2020 (GDPR Commentary Article 1) 4 vd..

61 Bu yonde bkz. Carolina Perlingieri, "Data as the Object of a Contract and Contract Epistemology."
Italian Law Journal, Vol. 5, No. 2, 2019 (Data as the Object of a Contract) s. 615-616, 618 vd..

2 OECD, Recommendation of the Council concerning Guidelines Governing the Protection of Privacy
and Transborder Flows of Personal Data, OECD/LEGAL/0188, 23.9.1980,
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0188 (erigim tarihi: 19.7.2022).

8 Diilger, Genel Veri Koruma Tiiziigii, s. 74; Elif Kiizeci, Kisisel Verilerin Korunmasi, Doktora
Tezi, T.C. Ankara Universitesi Sosyal Bilimler Enstitiitiis Kamu Hukuku (Genel Kamu Hukuku)
Anabilimdali, 2010 (Kisisel Verilerin Korunmast) s. 130.

64 Tlkeler icin bkz. BM, Guidelines for the Regulation of Computerized Personal Data Files, 45/95,
14.12.1990, https://www.refworld.org/pdfid/3ddcafaac.pdf (erisim tarihi: 19.7.2022). Agiklamalar i¢in
bkz. Kiizeci, Kisisel Verilerin Korunmasi, s. 135-137.


https://www.europarl.europa.eu/charter/pdf/text_en.pdf
https://www.europarl.europa.eu/charter/pdf/text_en.pdf
https://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:12012E/TXT:fr:PDF
https://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:12012E/TXT:fr:PDF
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0188
https://www.refworld.org/pdfid/3ddcafaac.pdf
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ilkeleri ieren bir rehber daha ¢ikartmistir®. BM daha sonra 2018 yilinda yayinladig
Kisisel Verilerin Korunmas: ve Mahremiyet ilkeleri ile BM kurumlar1 igin

uygulanacak kisisel veri ilkelerini ortaya koymustur®®.

Kisisel verilerin islenmesine iliskin genel ilkeler hukukumuzda ise KVKK m. 4
altinda sayilmistir. ilk ve en temel ilke kisisel verilerin sadece KVKK ve diger
kanunlarda 6ngdriilen yontemlerle islenebilmesi bagka bir deyisle kanunilik ilkesidir.
Bu ilkeye gore kisisel veriler ancak kanunlarda 6n goriilen usul ve esaslar ¢ergevesinde
veri isleme faaliyetine konu edilebilirler®’. Kanun lafzinda gecen kanun ifadesinin dar

anlasilmasi gerektigi doktrinde savunulmaktadir®®,

Kanunilik ilkesi yaninda ayni maddenin ikinci fikrasinda kisisel verilerin
islenmesine iligkin diger ilkelere de yer verilmis bulunmaktadir. Buna gore kisisel
veriler ancak hukuka ve diiriistliik kuralina uygun bigimde islenebilirler®. Ornegin bir
hizmet sunucunun islettigi uygulamanin kullanilmasi i¢in kullanicilar kullanim
sartlarinin tamamina onay vermeye zorlamasi ve bu sartlarin altinda ‘“‘aktarim”
maddesinin de bulunmasi KVK Kurulu tarafindan hukuka ve diiriistliik kurallarina
uygun olma ilkesine aykir1 kabul edilmistir. Zira kisisel verilerin yurtdisina aktarilmasi
KVKK m. 9 uyarinca sadece ilgili kiginin agik rizasi ile miimkiin olmaktadir. Kurula
gore karara konu isletmenin ise kullanim sartlarina boyle bir madde koymasi, boylece
de kisinin hem kisisel verilerinin islenmesine hem de verilerin yurtdigina aktarilmasina
tek metinde ve birbirinden ayrilamaz bigimde riza gostermesinin istenmesi ilgili
kisinin rizasin 6zgiirce aciklamasi unsuruna zarar vermektedir. Kurula gére bu durum
acik riza saf dis1 birakilmaya calisildigi ve ilgili kisinin ¢ikar ve makul beklentileri goz

ard1 edildigi icin “hukuk ve diiriistliik kuralina uygun olma” ilkesine aykiridir’.

8 BM, Data Privacy, Ethics and Protection Guidance Note On Big Data For Achievement of the 2030
Agenda, Kasim 2017, https://unsdg.un.org/sites/default/filess’lUNDG_BigData_final_web.pdf (erisim
tarihi: 19.7.2022).

66 BM, Personal Data Protection And Privacy Principles, 11 Ekim 2018,
https://unsceb.org/sites/default/files/imported_files/fUN-Principles-on-Personal-Data-Protection-
Privacy-2018_0.pdf (erisim tarihi: 19.7.2022). Bu hukuk metinlerin agiklamalar1 i¢in bkz. Diilger,
Genel Veri Koruma Tiiziigii, S. 75-76.

67 KVKK Gerekgesi m. 4(1); Cekin, Kisisel Verilerin Korunmasi1 Hukuku, s. 69.

68 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 58.

8 Doktrindeki bir goriis buradaki diiriistliik kuralinmn TMK m. 2(2)’deki diiriistliik kurali ile es deger
olmadigini, bunun daha ¢ok “adil kullanim” olarak okunmasi gerektigini savunmustur, bkz. Cekin,
Kisisel Verilerin Korunmasi Hukuku, s. 70. Buna karsin diger bir goriis buradaki diiriistliik kuralnin
her somut olay bazinda ancak TMK m. 2(2) ile paralel olarak degerledirilmesi gerektigi yoniinde fikir
belirtmistir, bkz. Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 175.

0 KVK Kurulu, 2021/891 K.K.T.: 3.9.2021, https://www.kvkk.gov.tr/Icerik/7045/WHATSAPP-
UYGULAMASI-HAKKINDA-YURUTULEN-RESEN-INCELEMEYE-ILISKIN-KAMUOYU-


https://unsdg.un.org/sites/default/files/UNDG_BigData_final_web.pdf
https://unsceb.org/sites/default/files/imported_files/UN-Principles-on-Personal-Data-Protection-Privacy-2018_0.pdf
https://unsceb.org/sites/default/files/imported_files/UN-Principles-on-Personal-Data-Protection-Privacy-2018_0.pdf
https://www.kvkk.gov.tr/Icerik/7045/WHATSAPP-UYGULAMASI-HAKKINDA-YURUTULEN-RESEN-INCELEMEYE-ILISKIN-KAMUOYU-DUYURUSU
https://www.kvkk.gov.tr/Icerik/7045/WHATSAPP-UYGULAMASI-HAKKINDA-YURUTULEN-RESEN-INCELEMEYE-ILISKIN-KAMUOYU-DUYURUSU
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Kisisel verinin iglenmesine iliskin bir diger ilke islemenin dogru ve giincel
olmasidir. Verilerin giincelliginin ne zaman aranacagina ise somut igleme faaliyetinin
ozellikleri 1s1¢1nda karar verilir’t. Ornegin ilgili kisinin KVKK m. 11(1)(d) maddesi
uyarinca verilerin diizeltilmesini talep edebilmesi bu maddenin bir yansimasi olarak

kabul edilebilir’?.

Bunun yaninda islemenin giittiigii amag belirli, agik ve mesru olmak zorundadir.
Amacin belirli ve agik olmasinin yaninda mesru olmasindan anlasilmasi gereken veri
sorumlusunun verileri sunmakta oldugu hizmet ile paralel bir amag¢ i¢in isliyor
olmasidir. Kanun gerekgesine gore Ornegin bir giyim magazasinin misterilerinin
kimlik bilgilerini islemesi mesru kabul edilebilecek iken kan grubu islemesi mesru
kabul edilmeyecektir”. Bu ilke ile baglantil1 diger ilkeye gore isleme faaliyetinin bu
amag ile baglantili, simrli ve &lgiilii olmasi zorunludur. Ornegin asagida kisaca
bahsedilecek olan 6zel nitelikli kisisel verilerin islenme sartlarinin olagan verilere gore
daha agir diizenlenmesi olgiiliiliik ilkesinin bir yansimasidir’®. Isleme faaliyetinin
amag ile smirli olmasi ise veri sorumlusunun veri isleme amaci cercevesinden
c¢tkmamasidir. Veri sorumlusu kisisel verileri belirlemis oldugu amag disinda islerse
kanun uyarinca sorumlu tutulur. Ornegin KVK Kurulu vermis oldugu bir kararda bir
spor salonunun baska ve daha az veri isleme faaliyeti iceren yollarla ayn1 sonuca
ulasabilecekken iiyelerinin parmak ve el izlerini giris ¢ikislar1 kontrol etmek ig¢in
islemesi hukuka aykir1 kabul edilmistir. Kisilerin bu faaliyet i¢in asagida incelenecek
acik rizalarinin almmasi bu hukuka aykirihigi kaldirmayacaktir”. Sayet siire¢ iginde

verilerin yeni bagka amaglar i¢in islenmesi ihtiyaci hasil olmugsa bunlar igin ayrica

DUYURUSU (erigsim tarihi: 7.7.2022). Hukuku ve diiriistlik kuralin aykirt olabilecek diger bazi
ornekler i¢in bkz. Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 175 vd.

™ fslam Safa Kaya/Yiiksel Tolun, Tiirkiye'de, Avrupa'da Ve California'da Kisisel Verilerin
Islenmesi, 2. Baski, Ankara: Adalet Yayinlar1, 2022 (Tiirkiye'de, Avrupa'da Ve California'da Kisisel
Verilerin Islenmesi) s. 65. Aksi bir goriis i¢in bkz. Diilger, Kisisel Verilerin Korunmasi Hukuku, s.
202.

72 Tastan, Sozlesme Hukukunda Kisisel Veriler, s. 38; Cekin, Kisisel Verilerin Korunmas1 Hukuku,
s. 81.

8 KVKK Gerek¢e m. 4(3). Amacin mesru olmasi igin islenen verinin “veri sorumlusunun yaptigi is
veya sundugu hizmetle baglantili ve bunlar igin gerekli olmasit” gerekir”, bkz. Diilger, Kisisel Verilerin
Korunmasi Hukuku, s. 187.

4 Mesut Serdar Cekin, “6698 Sayili Kisisel Verilerin Korunmas1 Hakkinda Kanun’un Big Data (Biiyiik
Veri) Ve irade Serbestisi Agisindan Degerlendirilmesi”, iIUHFM, C. 74, S. 2, 2016 (Biiyiik Veri ve
irade Serbestisi), s. 635.

> KVK Kurulu, “Spor salonu hizmeti sunan veri sorumlularmin, iiyelerinin girig-¢ikis kontroliinii
biyometrik veri isleyerek yapmasi ile ilgili Kisisel Verileri Koruma Kurulunun 25/03/2019 Tarihli ve
2019/81 Sayili Karar ve 31/05/2019 Tarihli ve 2019/165 sayili Karar Ozeti”, 2019/81 ve 2019/165 K.,
25.03.2019 ve 31.05.2019 K.T., kvkk.gov.tr/Icerik/5496/2019-81-165 (erigim tarihi: 11.04.2023).


https://www.kvkk.gov.tr/Icerik/7045/WHATSAPP-UYGULAMASI-HAKKINDA-YURUTULEN-RESEN-INCELEMEYE-ILISKIN-KAMUOYU-DUYURUSU
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asagida incelenecek olan hukuka uygunluk nedenlerinden birinin dayanak olmasi

gerekir’,

Son olarak kanun uyarinca kisisel veriler ancak isleme amacin gerektirdigi veya
mevzuatta goriilen diger bir siire kadar saklanabilirler. Kanun lafzinda yer alan
“islendikleri amag i¢in gerekli olan” ifadesi AYM mahkemesi oniinde iptal davasi ile
gelmigstir. Talebin gerekgesine gore ilgili ifade belirsiz oldugu i¢in hem Anayasanin 2.
maddesine hem de 90. maddesine Kisisel Veri Sozlesmesine aykiridir. Ancak
mahkeme kisisel verilerin ¢ok farkli amag¢ ve yontemlerle islenebilecegi i¢in kanun
koyucunun oOnceden sabit bir siire 6n goérmesinin miimkiin olmadigin1 gerekce
gostererek iptal talebini reddetmistir. Ayrica mahkemeye gore ilgili kisilerin her daim
verilerinin iglenmesine iliskin bilgi edinme haklarinin olmasi, kisisel verinin silinmesi,
yok edilmesi, anonim hale getirilmesi gibi haklar1 diizenleyen KVKK’nin yeterli

giivenceleri sagladigini sdylemek miimkiindiir’’.

ii. Kisisel Verilerin Islenme Sartlar
Daha once de vurgulandigi gibi kisisel veriler ancak kanuni bir dayanak ile
islenebilirler. Aksi takdirde yiiriitilen isleme faaliyeti hukuka aykir1 olacaktir.
Dolayist ile kisisel verilerin islenmesinden kuralin verilerin islenememesi ancak
kanunun 6n gordiigii hallerde isleme faaliyetinin hukuka uygun hale gelecegini

soylemek miimkiindiir’®.

Kisisel verilerin korunmasi bakimindan en temel ¢erceveyi ¢izen KVKK i¢inde
madde 5 ve 6 altinda kisisel verilerin islenmesi bazi sartlara tabi tutulmustur. KVKK
m. 5 genel olarak kisisel verilerin islenme sartlarini ele alirken KVKK m. 6 6zel
nitelikli kisisel verilerin islenmesinin hangi kosullar altinda miimkiin olacagim

diizenlemektedir’.

6 KVKK Gerekgesi m. 4(3)-(4). Doktrin GDPR m. 6(4)’te amag degisikliginin 6zel olarak éngoriilmiis
olmasindan hareketle Tiirk hukuku bakimindan da belli sartlar altinda amag degisikligine ragme isleme
faaliyetinin hukuka uygun kabul edilmesi gerektigini savunmustur, bkz. Cekin, Kisisel Verilerin
Korunmasi Hukuku, s. 79.

T AYM, 2016/125 E., 2017/143 K., K.T.: 28.9.2017 (https://www.kanunum.com/) q16. Kararm bir
incelemesi i¢in bkz. Diilger, AYM Karar1 Degerlendirmesi, s. 1-2.

8 Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 138. Buna karsin artik uygulamada verilerin
islenmesinin adeta bir kural haline geldigini, bu ylizden veri sorumlulart i¢in hukuka uygunluk
hallerinin daha ¢nemli hale geldigini soylemek miimkiindiir, bkz. Cekin, Biiyiik Veri ve irade
Serbestisi, s. 636.

9 Ozel nitelikli kisisel veri kanunda “Kisilerin ki, etnik kékeni, siyasi diigiincesi, felsefi inanci, dini,
mezhebi veya diger inanglari, kilik ve kiyafeti, dernek, vakif ya da sendika iiyeligi, saghgi, cinsel hayat,
ceza mahkiimiyeti ve giivenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri ézel nitelikli
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1. Tlgilinin Agik Rizasinin Alinmasi
KVKK m. 5(1) uyarinca kisisel verilerin islenmesini hukuka uygun hale getiren
ilk hal ilgilinin a1k rizasidir. Ilgilinin acik rizas1 olmadan yapilan veri isleme faaliyeti
hukuka aykir1 olacaktir. Bu bakimdan ag¢ik rizanin KVKK’nin merkez kavramlarindan
biri oldugunu sdéylemek miimkiindiir. Zira agik riza sadece kisisel verinin islenmesinde
degil KVKK m. 8 ve 9 uyarinca verilerin gerek yurt i¢ine gerek de yurt digina

aktarimimin hukuka uygun olmasi igin gereklidir®.

Acik riza kanunda “Belirli bir konuya iliskin, bilgilendirilmeye dayanan ve
ozgiir iradeyle agiklanan rizayr” olarak tammlanmistir®?, Kanunun tanimindan
hareketle oncelikle rizanin konusunun belirli olmasi gerektigi sonucuna varilabilir.
Baska bir deyisle genis ve genel geger ifadelerle verilen bir riza veri isleme faaliyetini
hukuka uygun hale getirmeyecektir®. Kald ki aksinin kabulii zaten bir kisinin kisilik

haklarinin sinirsiz bi¢imde sinirlanmasina riza gostermesi anlamina gelebilirdi. Boyle

bir riza TMK m. 23 uyarinca da gegersiz olacaktir®,

Acik riza ile ilgili olarak ikinci 6nemli husus rizay1 veren kisinin aydinlatilmig
olmasidir. Isleme faaliyetinin kapsami konusunda yeterince bilgilendirilmeyen, bu
bakimdan aydinlatilmis bir karar verebilecek durumda olmayan ilgilinin rizasi bir
hukuka uygunluk nedeni olusturamaz. Ayrica bilgilendirmenin rizanin alinmasindan

once yapilmasi zorunludur®. Riza alindiktan sonra yapilan bilgilendirme faaliyeti

kigisel veri” olarak tanimlanmistir. Kanun gerekcesi madde 6’da bu verilerin 6zel nitelikli olmasinin
nedeni olarak ti¢iincii kisilerce 6grenildigi takdirde ilgili kisilerin magdur olma ve ayrimciliga ugrama
ihtimallerinin yiiksek olmasi gosterilmistir. Hassas 6zelliklileri dikkate alinarak bu verilerin islenmesi
kanunen daha siki sartlara baglanmistir. Calismanin konusu sadece KVKK diizenlemelerinin
aciklanmast olmadigt i¢in 06zel nitelikli kisisel verilerin islenmesi sartlari derinlikli olarak
incelenmeyecektir. Bu konu hakkinda ayrintili bilgi igin bkz. Oztiirk/Altinok Caliskan/Seyhan, Kisisel
Verilerin Korunmas1 Hukuku, s. 82 vd. Kanunun 6zel nitelikli veriler hakkinda getirdigi diizenleme
de

8 Oztiirk/Altiok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 67.

81 Riza beyani agiklama faaliyetinin hukuki niteligi tartigmahdir. Bazi goriisler agik riza beyaninin bir
hukuki islem oldugunu savunurken bazi goriisler maddi fiil oldugu yoniinde fikir belirtmektedirler. Bu
tartismalar hakkinda agiklamalar ig¢in bkz. Cekin, Kisisel Verilerin Korunmasi1 Hukuku, s. 85-86.
Yine doktrinde bir goriis acik riza beyaninin hukuki islem benzeri oldugunu savunmaktadir, bkz. Cekin,
Kisisel Verilerin Korunmasi Hukuku, s. 87.

8 Diilger, Kisisel Verilerin Korunmas:1 Hukuku, s. 141-142; Cekin, Biiyiik Veri ve irade Serbestisi,
s. 637; Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 68; Murat
Altindere, Kisisel Verilerin Korunmasi Hukuku ve Uygulamasi, 1. Baski, Ankara: Adalet Yayinevi,
2020 (Kisisel Verilerin Korunmast Hukuku ve Uygulamasi), s. 32; KVK Kurumu, A¢ik Riza,
https://kvkk.gov.tr/yayinlar/A%C3%871K%20RIZA.pdf (erisim tarihi:11.04.2023) (Agik Riza) s. 5.

8 flknur Deniz, Cocuklara Ait Kisisel Verilerin Tiirk Medeni KanGunu Ve Kisisel Verilerin
Korunmasi Kanunu Kapsaminda Korunmasi, 1. Baski, Ankara: Seckin Yayincilik, 2021
(Cocuklarin Kisisel Verilerinin Korunmast) s. 104.

8 KVK Kurumu, Acik Riza, s. 6. Zira acik rizanin da veri isleme faaliyetinden dnce almmasi
zorunludur. Sonradan alinan riza ge¢mise doniik olarak veri isleme faaliyetini hukuka uygun hale


https://kvkk.gov.tr/yayinlar/A%C3%87IK%20RIZA.pdf
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onceden alman rizayr gecerli hale getirmeyecektir. Bu durumda bilgilendirme
yapildiktan sonra bir kez daha rizasmin alinmasi gerekir®. Aydinlatma
yikiimliligiinin kapsami Aydinlatma Yikimliliginin Yerine Getirilmesinde
Uyulacak Usul ve Esaslar Hakkinda Teblig®® m. 4’te sayilmis bulunmaktadur.
Aydinlatma veri sorumlusu ve varsa temsilcisinin kimligi, islemenin amaci, veriler
aktarilacaksa kimlere ve hangi amaglarla aktarimin yapilacagi, veri toplama

yontemleri ve hukuki sebepleri gibi hususlar icermelidir®’.

Son olarak ilgili kisinin riza beyanini 6zgiir iradesine dayanarak vermesi gerekir.
Bu bakimdan ilk olarak riza veren kisinin ayirt etme giicline sahip olmasi gerektigi
sOylenebilir. Hata, hile, korkutma gibi irade bozuklugu hallerinin de agik rizayi
sakatlayabilecegi kabul edilir®. Daha cok irade beyanlarinin sihhatine benzeyen bu
durumlarin haricinde hizmet veren kisilerin verdikleri hizmet karsiliginda hizmet
alanlardan verilen hizmet ile dogrudan iligkisi olmayan verilerini istemeleri agik
rizanin dzgiirce verilmesi sartina halel getirebilmektedir®®. Bunun gibi &rnegin
verilerin islenmesi i¢in verilen rizanin, verinin yurtdisina aktarilmasi i¢in verilen
rizaya bitistirilmesi ve hizmetin kullanimi i¢in olmazsa olmaz bir sart hale getirilmesi
durumunda da agik rizanin zgiirce verilme sartinin saglanmadig1 séylenmektedir®.
Ancak sadece drnegin miisterilerin bazi ek firsatlardan yararlanmalarini saglamak igin

verilerinin islenmesi dzgiirce verilme sartina zarar vermeyecektir®.,

getirmeyecektir, bkz. Cekin, Kisisel Verilerin Korunmasi1 Hukuku, s. 88. Ancak bu husus doktrinde
tartismalidir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 272.

8 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 68; Sinem Gdg¢men
Uyarer, Kisisel Verilerin Korunmasi, 2. Baski, Ankara: Seckin Yayincilik, 2020 (Kisisel Verilerin
Korunmasi) s. 116.

8 Teblig metni igin bkz. https://www.resmigazete.gov.tr/eskiler/2018/03/20180310-5.htm (erisim
tarihi: 11.04.2023).

87 KVK Kurumu, Aydinlatma Yiikiimliiliigiiniin Yerine Getirilmesi Rehberi, Ankara, Nisan 2019,
https://www.kvkk.gov.tr/lIcerik/5394/Aydinlatma-Y ukumlulugunun-Yerine-Getirilmesi-Rehberi
(erigim tarihi: 11.04.2023) (Aydinlatma Yiikiimliiligi Rehberi) s. 9-11. Bilgilendirmenin kapsaminda
hangi hususlarin olabilecegi hakkinda bkz. Diilger, Kisisel Verilerin Korunmasi1 Hukuku, s. 143;
Cekin, Kisisel Verilerin Korunmasi1 Hukuku, s. 88-89.

8 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 69; Deniz, Cocuklarin
Kisisel Verilerinin Korunmasi, s. 106; KVK Kurumu, A¢ik Riza, s. 7; Diilger, Kisisel Verilerin
Korunmasi Hukuku, s. 144,

8 Oztiirk/Altok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 70.

% “Bu baglamda, herhangi bir iiriin ve/veya hizmetin sunumunun, a¢ik riza verme én sartina
baglanmamasi gerektigi ve eger yapilan segimin sonuglari, kigisel veri sahibinin seg¢im ozgiirliigiinii
etki altinda birakiyorsa, bu durumda rizanmin ézgiirce verildigini soylemenin miimkiin bulunmadigr”
ilgili karar i¢in bkz. dpn. 75. Ayn1 yonde bkz. Diilger, Kisisel Verilerin Korunmasi1 Hukuku, s. 146.
%1 KVK Kurulu, ““Bir market zincirinin sadakat kart uygulamasina iligkin ihbar ve sikayetler hakkinda”
Kisisel Verileri Koruma Kurulunun 25/03/2019 tarihli ve 2019/82 sayili Karar Ozeti”, 2019/82 K.,
25.03.2019 K.T. Bu yonde bkz. Gogmen Uyarer, Kisisel Verilerin Korunmasi, s. 113.


https://www.resmigazete.gov.tr/eskiler/2018/03/20180310-5.htm
https://www.kvkk.gov.tr/Icerik/5394/Aydinlatma-Yukumlulugunun-Yerine-Getirilmesi-Rehberi
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Agik riza; 1slak imzayla, elektronik ortamda yahut telefonda alinabilir. Ancak
rizanmn alinmis oldugunu veri sorumlusunun ispatlamasi gerektigi unutulmamalidir®.
Bununla beraber riza beyaninin ilgili kisi tarafindan verilmesi sarttir. Daha agik bir
ifade ile ilgili kisi bir siire sessiz kaldig1 i¢in zimnen verilerinin islenmesine riza

gdstermis kabul edilemez. A¢ik rizanm alindigmni veri sorumlusu ispat edecektir®,

Madde lafzinda agik¢a yazmasa dahi ilgili kisinin rizayr her zaman geri
alabilecegi kabul edilmektedir®. Keza kurul da acik riza vermenin kisiye siki sikiya
bagli bir hak oldugunu bu yiizden de ilgili kisinin her zaman veri sorumlusuna vermis
oldugu rizay1 geri ¢ekebilecegini kabul etmistir. Rizanin geri alinmasi beyani veri
sorumlusuna ulastigindan itibaren bagka bir deyisle ileriye etkili olacak bigimde etki

dogurur®.

2. KVKK’daki Diger Hukuka Uygunluk Nedenleri
Kisisel verilerin islenmesi i¢in merkez kavram acik riza olsa dahi kanun bazi
hallerde agik riza olmadan da kisisel verilerin islenmesine izin vermistir. Bununla
beraber veri sorumlusu yine de ilgili kisiyi verisini hangi hukuki dayanak sebebiyle
isledigi konusunda bilgilendirmelidir®®. Kanunun gerekcesi bu bent icin 2559 sayili

Polis Vazife ve Salahiyet Kanununu madde 5% ve 5352 sayili Adli Sicil Kanunu

92 KVK Kurumu, “Acik Riza Alirken Dikkat Edilecek Hususlar”,
https://lwww.kvkk.gov.tr/lcerik/2037/Acik-Riza-Alirken-Dikkat-Edilecek-Hususlar ~ (erisim  tarihi:
11.04.2023); Kalyon, Vergi Hukukunda Kisisel Veri, s. 77; Diilger, Kisisel Verilerin Korunmasi
Hukuku, s. 153..

9 Oztiirk/Altiok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 71-72.

% Tastan, Sézlesme Hukukunda Kisisel Veriler, s. 130; Deniz, Cocuklarin Kisisel Verilerinin
Korunmasi, s. 107; Cekin, Kisisel Verilerin Korunmas1 Hukuku, s. 97. Ayrica kisisel verilerin
islenmesine gosterilen rizanin her zaman bir engele takilmaksizin ve en az riza vermek kadar kolay
bi¢imde geri alinabiliyor olmasi gerekir, bkz. Diilger, Kisisel Verilerin Korunmasi Hukuku, s. 140,
151.

% KVK Kurumu, “Acik Riza Alirken Dikkat Edilecek Hususlar”,
https://lwww.kvkk.gov.tr/lcerik/2037/Acik-Riza-Alirken-Dikkat-Edilecek-Hususlar ~ (erisim tarihi:
11.04.2023). Buna karsin kisisel verilerin korunmasinda riza sartinin yeterli bir koruma saglamadigina
yonelik elestiriler vardir. Bunun ilk nedeni ilgili kisilerin riza gosterirken ¢ogu zaman uzun ve karmasik
gizlilik politikalar1 nedeniyle bilgilendirmemis olurlar, bkz. Daniel J. Solove, “Introduction: Privacy
Self-Management And The Consent Dilemma”, Harvard Law Review, Vol. 126: 1880 (Consent
Dilemma) s. 1883-1888. Rizanin veri korumast igin elverigsiz oldugunun iddia edilmesinin bir nedeni
de yapisal sorunlardir. Tlgili kisilerin aym1 anda veri isleyen birgok yap ile karsi karsiya kalmast,
verilerinin baska verilerle birlestirildiginde kendilerine iligkin hangi bilgileri ortaya ¢ikartabilecegi dair
nadiren bir fikirlerinin olmasi, verilerin kullanilmasimin kendilerine verebilecegi zarar1 bilmemeleri
Solove, Consent Dilemma, s. 1888-1893.

% (Oztiirk/Altok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 74.

7 {lgili madde su sekildedir: “Polis; a) Géniillii, b) Her cesit silah ruhsati, siiriicii belgesi, pasaport
veya pasaport yerine gegen belge almak icin basvuruda bulunan, c) Basta polis olmak iizere, genel veya
ozel kolluk gérevlisi ya da ozel giivenlik gorevlisi olarak istihdam edilen, ¢) Tiirk vatandashgina
basvuruda bulunan, d) Siginma talebinde bulunan veya gerekli gériilmesi halinde, iilkeye giris yapan
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uyarinca ceza mahkumiyetlerine iligkin verilerin iglenmesini Ornek olarak

saymaktadir.

Kanunda 6ngoriilen sebeplerden ilki kisisel verinin islenmesinin kanunlarda
acikca ongoriilmiis olmasidir®®. Ikinci neden verinin islenmesinin ilgili kisinin veya
bir tiglincii kisinin hayati ve beden biitlinliigliniin korunmasi i¢in zorunlu olmasi ancak
ilgili kisinin riza aciklayacak durumda olmamasi yahut ilgili kisinin agiklayacagi
rizaya hukuki gecerlilik taninmamasidir. Kanunda belirtilen tigiincii hukuka uygunluk
nedeni KVKK m. 5(2)(c) altindaki kisisel verinin islenmesinin ilgili kiginin tarafi
oldugu bir s6zlesmenin ifas1 veya yine ilgili kisinin tarafi olacag: bir sdzlesmenin
kurulmas: icin gerekli olmasidir®®. Sayet s6z konusu sozlesme iliskisi gecersizse
burada bu gecersiz olan iliski baglaminda ilgili kisinin iradesi ile uyumlu bir isleme

faaliyeti olup olmadigina bakilacaktir'®

. Veriyi isleyen kisi ile sozlesmenin rafinin
ayni kisi olmasinin zorunlu olup olmadig: da tartismalidir. Doktrinde bir goriis boyle
bir zorunlulugunun bulunmadigini ancak sdézlesmenin ifasi i¢in isleme faaliyetinin
ligiincii kisilerce yapilmasinin da zorunlu olmas1 gerektigini savunmustur'®. Kanun
gerekcesine gore Ornegin ifada bulunabilmek ic¢in diger tarafin hesap numarasinin

alinmasi boyledir. Bu neden ¢alismanin ilerleyen kisimlarinda da ayrica tartisilacak ve

olasi etkileri bu sefer szlesme hukuku kapsaminda ele alinacaktir.

Kanunun saydigi dordiinci husus kisisel verinin islenmesinin ~ “veri
sorumlusunun hukuki bir yiikiimliiltigiinii yerine getirebilmesi i¢in zorunlu olmasidir”.

Kanun gerekcesi bu madde 6zelinde bir igverenin is¢isine maas 6deyebilmesi i¢in

sair yabanci, e) Gozaltina alinan, kisilerin parmak izini alir”
mevzuat.gov.tr/MevzuatMetin/1.3.2559.pdf (erigim tarihi: 08.07.2022).

% Kanunlarda agik¢a dngoriilen bazi veri isleme halleri 6rnekleri i¢in bkz. Diilger, Kisisel Verilerin
Korunmasi Hukuku, s. 289-290.

% Bu yiizden sadece pazarlama veya bilgilendirme igin yapilan veri isleme faaliyetleri bu hukuka
uygunluk nedeninin kapsaminda degildir, bkz. Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 295.
Ancak sozlesmenin yazili, sozlii veya zzimnen kurulmus olmas1 dnemli degildir, bkz. Diilger, Kisisel
Verilerin Korunmasi Hukuku, s. 294. Ayrica veri islemeyi zorunlu kilan hususlarin dar algilanmasi
ve sadece saglayicinin hukuken ifa yiikiimliiliigii altinda bulundugu borglar olarak algilamak gerekir.
Ormnegin kisisellestirilmis reklam gdstermek icin kisisel verilerin islenmesi faaliyeti sdzlesme igin
gerekli olma hukuka uygunluk nedenine dayandirilamaz, bkz. Akkanat-Oztiirk, Karst Edim Olarak
Kisisel Veriler, s. 247. Keza s6zlesmenin kars1 edimi kisisel veri oldugunda da ilgili kisinin s6zlesmesel
borcunun “kisisel veriyi saglamak” oldugu iddia edilerek bu hukuka uygunluk haline
dayamlamamalidir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 248.

100 Cekin, Kisisel Verilerin Korunmasi1 Hukuku, s. 105.

101 Cekin, Kisisel Verilerin Korunmasi Hukuku, s. 106-107. Sézlesmenin tarafi olmayan {iiincii kisi
ilgili kisilerin verilerinin ise ancak veri sorumlusunun hukuki yiikiimliliiglini yerine getirmesine
dayanilarak islenebilecegi doktrinde ileri siiriilmiistiir, bkz. Diilger, Kisisel Verilerin Korunmasi
Hukuku, s. 294.
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banka hesap numarasini islemesi, ilgili acik riza vermemis olsa dahi hukuka

uygundurt®?,

Sayet verisini ilgili kisi zaten kendisi alenilestirmisse de bu durum da KVKK m
5(2)(d) uyarinca bu verinin islenmesi bakimindan bir hukuka uygunluk sebebi olarak
kabul edilmistir. Burada kisinin alenilestirilmis olmasinin verisinin kisisel veri
niteligini kaybetmesine neden olmayacaginin altin1 ¢izmek gerekir. 16.12.2020
tarihinde Kisisel Verileri Koruma Kurumu (KVK Kurumu) tarafindan yapilan
kamuoyu duyurusunda altinin ¢izildigi gibi bir verinin herkesin erigsimine ag¢ik bigimde
bulundurmasi da alenilestirme olarak kabul edilmez. Herkese acik bulundurulan bir
verinin KVKK altinda alenilestirme olarak kabul edilebilmesi i¢in bunun ilgili kisinin

103 Kuruma gére bu durumda

alenilestirme iradesi ile de desteklenmesi gerekmektedir
kisinin hangi amag ile verisini alenilestirmis oldugunun tespit edilmesi gerekir. Baska
bir deyisle alenilestirilmis bir verinin kisinin rizas1 aranmadan hukuka uygun bigimde
islenebilmesi, verinin alenilestirme amacina uygun bi¢cimde islenmesine baghdir.
Alenilestirme amacina asan isleme faaliyeti hukuka uygun olarak kabul
edilmeyecektirl®, Kisinin verisini alenilestirilmesi durumunda dahi ilgili veri kisisel
veri 0zelligini devam ettirdigi i¢in kanunun uygulama alan1 kapsaminda kalir. Verinin
alenilestirilmis olmas1 sadece kanunun oOn gordigi baz1 ylikiimlilikleri
kaldirmaktadir. Kisisel verilerin islenmesine iligskin getirilen ilkeler alenilestirilmis

veriler i¢in de uygulanmaya devam edecektir®.

Kanun kapsaminda getirilen diger bir hukuka uygunluk nedeni kisisel verilerin
islenmesinin bir hakkin tesisi, kullanilmasi veya korunmasi i¢in zorunluluk arz
etmesidir. Kanun gerekgesine gore 6rnegin isverene karsi kendi is¢isi tarafindan agilan
bir davada isverenin ispat vasitasi olarak bazi verileri kullanmasi bu madde
kapsaminda hukuka uygun kabul edilecektir. Keza kisitli bir kisinin haklarinin
korunmasi i¢in yasal temsilcisinin kisithinin mali bilgilerini tutmast da bu

kapsamdadir.

192 By o6rnegin ayni zamanda sdzlesmenin kurulmasi ve ifasi i¢in zorunlu olma nedeni igine de
girebilecegi yoniinde bkz. Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 298.

103 Kalyon, Vergi Hukukunda Kisisel Veri, s. 80. Keza ilgili kisi disindaki bir kisinin kisisel veriyi
alenilestirmesi durumunda da hukuka uygunluk nedeni teskil edebilecek bir alenilestirmeden sz
edilemez, bkz. Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 301.

104 flgili duyuru igin bkz. KVK Kurumu, > Alenilestirme’ Hakkinda Kamuoyu Duyurusu”, 16.12.2020,
https://www.kvkk.gov.tr/Icerik/6843/-ALENILESTIRME-HAKKINDA-KAMUOQOY U-DUYURUSU
(erisim tarihi: 8.7.2022).

105 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 77.


https://www.kvkk.gov.tr/Icerik/6843/-ALENILESTIRME-HAKKINDA-KAMUOYU-DUYURUSU
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Kanun son olarak kisisel verinin ilgili kisinin temel hak ve 6zgiirliiklerine halel
getirmemek kaydiyla veri sorumlusunun mesru menfaatleri icin islenmesinin de
hukuka uygun kabul edilecegini diizenlemistir. Bu hiikmiin anlasilmasi i¢in mesru
menfaatin nasil anlasilmasi gerektigi tespit edilmelidir. Kanunun gerekcesinde bazi
orneklerin verildigi goriilmektedir. Gerekgeye gore 6rnegin bir isverenin ¢alisanlarinin
zamlari, terfileri veya sosyal haklarin1 diizenlemek yahut rol ve gorevleri dagitarak
isletmesini yeniden yapilandirmak igin isgilerinin kisisel verilerini islemesi, is¢ilerin
temel hak ve ozgiirliiklerine halel getirilmedigi siirece miimkiindiir. Zira burada
caligkan iscilerin terfi almasinda isverenin de mesru menfaati vardir. Bu hiikiim ayni
zamanda kendi i¢inde veri sorumlusu ve ilgili kisi arasinda bir menfaat dengesinin

kurulmasini zorunlu tutmaktadirt©®,

S6z konusu madde uyarinca sadece veri sorumlusunun mesru menfaatleri
dikkate aliabilir, veri aktariminin yapildig: {igiincii kisiler bu maddenin kapsaminda
degildir’®. Kisisel Verilerin Korunmasi Kurumu (KVK Kurumu)'na gére veri
islenmesinde veri sorumlusunun menfaati hem mesru olmali hem de ilgili kisinin temel
hak ve o6zgiirliikleri ile yarisabilecek kadar etkin, belirli ve mevcut bir menfaate iligskin

olmalidiri®®

. Menfaat dengesinin nasil kurulacagi ayrica KVK Kurumu tarafindan
cikartilan Kisisel Verilerin Korunmasi Kanuna iliskin Uygulama Rehberinde de izah
edilmistir. Rehbere gore giiclil ve etkin olmayan bir mesru menfaat ilgili kisinin kisisel
verisine iligkin ¢ikarlar1 daha agir basacagi i¢cin bu maddeden yararlanmak miimkiin

olmayacaktir®.

1% Diilger, Kisisel Verilerin Korunmasi Hukuku, s. 306; Akkanat-Oztiirk, Kars1 Edim Olarak
Kisisel Veriler, s. 249, 251; Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku,
s. 81; Kalyon, Vergi Hukukunda Kisisel Veri, s. 81. Bu husus KVK Kurulu tarafindan “Kigisel verinin
islenmesi sonucunda elde edilecek menfaat ile ilgili kisinin temel hak ve hiirriyetlerinin yarisabilir
diizeyde olmasi” ifadesi ile desteklenmektedir, bkz. KVK Kurul, “Veri sorumlusunun kanuni
yiktumliiliiglinii yerine getirmek icin isledigi kisisel verileri mesru menfaat cercevesinde kullanma
talebiyle Kuruma yapmis oldugu basvuru” Kisisel Verileri Koruma Kurulunun 25/03/2019 tarihli ve
2019/78 Sayili Karar Ozeti”, 2019/78 K., 25.03.2019 K.T. kvkk.gov.tr/Icerik/5434/2019-78 (erisim
tarihi: 11.04.2023).

107 Kalyon, Vergi Hukukunda Kisisel Veri, s. 80-81.

8 KVK  Kurumu, Kisisel Verilerin Korunmasi Kanunu Ve Uygulamasi,
https://www.kvkk.gov.tr/yayinlar/K%C4%B0%C5%9E%C4%B0SEL %20VER%C4%B0OLER%C4%
BON%20KORUNMASI%20KANUNU%20VE%20UYGULAMASI.pdf, (KVKK ve Uygulamasi), s.
53.

109 KK Kurumu, Kisisel Verilerin Korunmasi Kanuna iliskin Uygulama Rehberi, Ankara, Aralik
2019, s. 78 https://lwww.kvkk.gov.tr/lcerik/4197/Kisisel-Verilerin-Korunmasi-Kanununa-1liskin-
Uygulama-Rehberi (KVKK Uygulama Rehberi) (erisim tarihi: 8.7.2022). Ornegin veri sorumlusunun
salt ekonomik menfaati ilgili kisinin temel hak ve dzgiirliikleri karsisinda zayif kalabilir, bkz. Akkanat-
Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 250; Bedir, Age of Big Data, s. 357.


https://www.kvkk.gov.tr/yayinlar/K%C4%B0%C5%9E%C4%B0SEL%20VER%C4%B0LER%C4%B0N%20KORUNMASI%20KANUNU%20VE%20UYGULAMASI.pdf
https://www.kvkk.gov.tr/yayinlar/K%C4%B0%C5%9E%C4%B0SEL%20VER%C4%B0LER%C4%B0N%20KORUNMASI%20KANUNU%20VE%20UYGULAMASI.pdf
https://www.kvkk.gov.tr/Icerik/4197/Kisisel-Verilerin-Korunmasi-Kanununa-Iliskin-Uygulama-Rehberi
https://www.kvkk.gov.tr/Icerik/4197/Kisisel-Verilerin-Korunmasi-Kanununa-Iliskin-Uygulama-Rehberi
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Bu baglamda deginilmesi gereken onemli bir nokta diger hukuka uygunluk
nedenlerinden biri bulunurken ilgili kisiden tedbir amagli da olsa agik riza beyani da
almanm miimkiin olup olmamasidir. Ik bakista veri sorumlusunun veri isleme
faaliyetinin hukuka uygunlugunu perginlemek i¢in bu yola bagvurmasi makul gibi
goziikse de KVK Kurumuna gore boyle bir faaliyetin ilgili kiside veri isleme
faaliyetinin miinhasiran ag¢ik rizasina dayandigi intibast uyanmaktadir. Kurul bu
durumun KVKK m. 4’te zikredilen hukuka ve diirtistliik kurallarina aykir1 olmama
ilkesine aykir1 olacagmna karar vermistir''®. Dolayisiyla aslinda hi¢ acik riza beyam
talep etmeseydi hukuka uygun bir igleme faaliyeti yapacak olan veri sorumlusu bu
sefer islemeye iligkin ilkeleri ihlal ettigi icin hukuka aykir1 bir isleme faaliyeti i¢ine

girmis olarak kabul edilmistir.

Kanunun 5. madde altinda saydigi (c), (¢), (e) ve (f) bentleri de agik riza
aranmadan isleme faaliyetinin gerceklestirilmesinin kigisel verilere saglanan anayasal
korumanin i¢ini bosaltabilecegi, bu kavramlarin, 6zellikle de mesru menfaat
kavraminin, belirsiz oldugu gerekgesiyle bu bentlerin iptal edilmesi icin AYM’ye

11 Ancak AYM burada &ngoriilen smirlamanm hakkin 6ziine

basvurulmustur?
dokunmadig ¢iinkii onu kullanilamaz hale getirmedigi, kamu yarar1 ve 6zel menfaatler
arasinda adil bir dengenin kurulmus oldugu, yeterli yasal gilivencelerin saglandigi

112

gerekgeleri ile iptal talebini reddetmistir™<. Ayrica AYM “mesru menfaat” kavraminin

veri sorumlusu ve ilgili kisiler arasinda bir denge kurulmasina hizmet etmesi hasebiyle

belirsiz olmadigina karar vermistir'?,

iii. KVKK Altinda flgili Kisinin Haklar1 ve Sorumluluklar
lgili kisinin haklart KVKK’nin 11. maddesi altinda sayilmis bulunmaktadur.

Maddede sayilan haklara bakildigi zaman bunlarin ¢ogunlugunun veri isleme

110 KVK Kurumu, “Hizmetin Agik Riza Sartina Baglanmas1”,
https://lwww.kvkk.gov.tr/Icerik/5412/Acik-Rizanin-Hizmet-Sartina-Baglanmasi (erisim tarihi:
24.04.2023). Bu yonde aciklamalar i¢in bkz. Diilger, Kisisel Verilerin Korunmasi Hukuku, s. 151.
Kaldi ki bu sekilde ilgili kiside rizasini1 geri alma hakkinin bulundugu giivencesi yaratilacaktir, bu da
diirtistliik kuralina aykirilik teskil eder, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s.
244; Cekin, Kisisel Verilerin Korunmasi Hukuku, s. 101. Bu gorisiin elestirileri hakkinda
aciklamalari i¢in bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 24. Baska bir aksi goriis
GDPR’n lafzindan hareketle hukuka uygunluk nedenleri arasinda bir hiyerarsi olmadig: igin veri
sorumlusunun istedigi hukuka uygunluk nedenine dayanabilecegini, ancak eger diger hukuka uygunluk
nedenleri de bulunmasina ragmen agik rizaya dayanirsa, riza geri alindiginda artik diger hukuka
uygunluk nedenlerine de dayanamayacagint savunmaktadir, bkz. Cekin, Kisisel Verilerin Korunmasi
Hukuku, s. 102-103.

11 AYM, 2016/125 E., 2017/143 K., K.T.:28.09.2017 (https://www.kanunum.com/) §20.

112 A g k 942-46.

113 A.g k 947. Kararin bir degerlendirmesi igin bkz. Diilger, AYM Karari Degerlendirmesi, s. 2-4.


https://www.kvkk.gov.tr/Icerik/5412/Acik-Rizanin-Hizmet-Sartina-Baglanmasi
https://www.kanunum.com/
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faaliyetinin farkli asamalar1 ve siiregleri hakkinda (verinin iglenip islenmedigi,
verilerin islenme amacina uygun islenip islenmedigini, verilerin aktarilmasi gibi) bilgi
alma/talep etme niteliginde oldugu goriiliir'*4. Bunun yaninda ilgili kisinin verilerde
bir eksik veya hata oldugu durumlarda bunlarin diizeltilmesini ve KVKK m. 7
smirlarinda kisisel verilerinin silinmesini talep etme hakki da bulunmaktadur. ilgili kisi
miinhasiran otomatik sistemlerle lizerinden yapilan analizlerden kendisi aleyhine bir
sonucun ortaya ¢ikmasina itiraz etme hakkina da sahiptir. Kanun gerekcesinde buna
ornek olarak bir is¢inin performansinin otomatik bir sistemde analiz edilmesi
verilmistir. Ancak bu hakkin kullanabilmesi i¢in oncelikle ilgili kisi aleyhine bir
sonucun ¢ikmasi gerekmektedir'®. Son olarak kanun koyucu ilgili kisiye kanuna
aykiri olarak yapilan isleme faaliyetlerinden ugradigi zararlari tazmin etme imkani da
tanimaktadir. Bu hiikiim KVKK m. 14(3) ile beraber okundugunda tazminatin genel
hiikiimlere gore talep edilecegi sonucuna varilir''®. Ancak doktrinde maddede kusur
sartindan bahsedilmedigi icin buradaki tazminat sorumlulugunun bir kusursuz

sorumluluk hali oldugu savunulmustur!!’,

Kanunun bu madde altinda saymis oldugu haklardan yararlanilmasi1 bakimindan
ilgili kisinin vatandas olup olmamasi énemli degildir'!®. Bununla beraber ilgili kisi

ancak kendi verisi bakimindan s6z konusu haklari kullanabilecektir®,

iv. KVKK Altinda Veri Isleyen ve Veri Sorumlusunun Haklar1 ve Sorumluluklar
1. Kisisel Verilerin Silinmesi, Yok Edilmesi ve Anonimlestirilmesi
Kisisel verilerin silinmesi, yok edilmesi ve anonimlestirilmesine iliskin kanunun
7. maddesi, kanunda iiglincii boliim olan “Haklar ve Yiikiimliiliikler” baslig1 altinda

diizenlenmis degildir. Bununla beraber verilerin imhasina iligkin bu hiikmiin son

114 Bilgilendirmenin yapilmasi i¢in muhakkak ilgili kisiden bir talepte bulunmasi beklenmez, bdyle bir
talebin yoklugunda da veri sorumlusu bilgilendirme hakkinin geregini yerine getirmelidir, bkz. Diilger,
Kisisel Verilerin Korunmasi Hukuku, s. 351.

115 Oztiirk/Altiok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 118; Diilger, Kisisel
Verilerin Korunmasi Hukuku, s. 381.

116 Oztiirk/Altmok Caliskan/Seyhan, Kisisel Verilerin Korunmasi1 Hukuku, s. 119; Diilger, Kisisel
Verilerin Korunmasi Hukuku, s. 382; Ogulcan Ozkan, Kisisel Verilerin Korunmasi, Ankara:
Yetkin, 2020 (Kisisel Verilerin Korunmast), s. 177.

17 Cekin, Biiyiik Veri ve irade Serbestisi, s. 638.

118 Oztiirk/Altiok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 118.

119 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas: Hukuku, s. 118. Ornegin vefat eden
esinin yasal miras¢isi olan kisinin, 6len esinin verileri hakkinda bilgi talep etmesi ancak talebinin
cevapsiz kalmasi lizerine KVK Kurulu incelemede bulunmustur. Netice olarak Kurul’a gére KVKK’nin
gercek kisiler hakkinda uygulandigini ancak TMK uyarinca kisiligin 6liimle sona erecegi, KVKK
uyarica da ilgili kisinin ancak kendisi i¢in bilgi talep edebilecegi dikkate alindiginda 6lmiis kisiye iliskin
miras¢inin yapmus oldugu talebin KVKK m. 11 kapsaminda olmayacaktir. flgili karar igin bkz.dpn. 24.
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tahlilde veri sorumlusunun sorumlulugunda olmasi nedeniyle kanunun
sistematiginden sapilmis ve ilgili hiikiim veri sorumlusunun ve isleyenin haklar1 ve

yiikiimliiliikler altinda incelenmistir.

Kisisel verinin KVKK altinda kanuna uygun bi¢imde islenmis olusu veri
sorumlusunun s6z konusu veriler hakkinda sinirsiz bigimde tasarruf hakki oldugu
anlamina gelmez. Kanunun lafz1 uyarinca islemeyi hukuka uygun hale getiren
nedenlerin ortadan kalkmasi*?® halinde kisisel verilerin veri sorumlusu tarafindan
resen veya ilgili kisinin talebi {izerine silinmesi, yok edilmesi veya

anonimlestirilmesi‘? gerekir'??,

Kanunun gerekgesi uyarinca silinmeden verinin tekrar herhangi bir sekilde
kullanilamayacak ve geri doniistiiriilemeyecek bigcimde verilerin tasindigi araglardan
silinerek imha edilmesi anlasilir. Yok edilme ise verilerin tasindigi bu araglarin bu
sefer bizzat kendilerinin imha edilmesi anlamina gelir. Son olarak anonim hale getirme
ise verilerin baska veriler ile eslestirilerek dahi olsa veri sahiplerinin belirlenemeyecek

konuma getirilmesini ifade eder.

Kisisel verilerin silinmesine, yok edilmesine ve anonimlestirilmesine iliskin
ayrintilar1t KVKK m. 7 uyarinca ¢ikartilacak yonetmelige birakilmistir. Gergekten de
28 Ekim 2017 tarihli ve 30224 sayil1 Resmi Gazetede “Kisisel Verilerin Silinmesi, Yok
Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik”*?® ¢ikmis ve kisisel
verilerin silinmesi, yok edilmesi ve anonimlestirilmesi hakkinda usul ve esaslar bu
sekilde belirlenmistir. Bu ¢alisma kapsaminda yonetmeligin ayrintilarina

inilmeyecektir. Son olarak imhasi gerekmesine ragmen imha edilmeyen verilerin veri

120 fslenmeyi hukuka uygun hale getiren sebeplerin ortadan kalkmasina iliskin 6rnekler igin bkz. KVK
Kurumu, KVKK ve Uygulamasi, s. 57.

121 Anonimlestirme ile miistear haline getirme iki farkli kavramdir. Bir veri anonimlestirildigi zaman
artik o veri iizerinden ilgili kisiye ulasilmasi hi¢ kimse i¢in miimkiin degildir. Rumuzla faaliyetinde ise
ilgili kisinin verisi sadece ii¢iincii kisilerden saklanmaktadir, veri sorumlusu i¢in veri ile ilgili kisinin
iligkilendirilmesi halen daha miimkiindiir. Baska bir deyisle anonimlestirmede veri ile ilgili kisi
arasindaki iliski kesin olarak kesilmekteyken, rumuzlama faaliyetinde veri ile ilgili kisi arasindaki
iliskinin sadece baz kisiler icin kesilmistir, bkz. Boliim I.A.2, s. 11-12. Iki kavram arasindaki farkin
aciklamast icin bkz. Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 92.
122 Doktrinde bir goriis verilerin islenmesini gerekli kilan sebeplerin ortadan kalkmast ile ilgili kisiler
talepte bulunmasalar bile bu verilerin silinecegine iliskin somut bir diizenleme getirilmesi gerektigini
savunmaktadir, bkz. Kalyon, Vergi Hukukunda Kisisel Veri, s. 82.

123 Yonetmeligin metni i¢in bkz. https://www.resmigazete.gov.tr/eskiler/2017/10/20171028-10.htm
(erisim tarihi: 8.7.2022).


https://www.resmigazete.gov.tr/eskiler/2017/10/20171028-10.htm
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sorumlusunun cezai sorumlulugunu Tirk Ceza Kanunu (TCK) m. 138 uyarinca

dogurabileceginin hatirlanmasi gerekir.

2. Kisisel Verilerin Aktarilmasi
Kisisel verilerin aktarilmasi hususu da ayni verilerin imha edilmesi gibi veri
sorumlusunun/isleyenin sorumluluklar1 boliimiinde diizenlenmis degildir. Ancak bir
ist basliktaki benzer sebeplerle kisisel verilerin aktarilmast da veri

sorumlusu/igleyenin yiiktimliiliikleri altinda incelenecektir.

Verilerin aktarilmasi kanunda biri yurt i¢i aktarimlar (KVKK m. 8) digeri de yurt
dis1 aktarimlara (KVKK m. 9) iligkin olmak iizere iki farkli maddede diizenlenmistir.
KVKK m. 8 aymt KVKK m. 5’te oldugu gibi kisisel verilerin iigiincii kisilere
aktartlmasi igin ilk olarak ilgili kisinin agik rizasmin alinmasini sart kogmustur.
Bununla beraber hiikkmiin devam eden fikralarinda agik rizanin mevcut olmadigi
durumlarda da verinin yurt i¢inde aktarilmasimin miimkiin oldugu diizenlenmistir.
Buna gore KVKK m. 5(2)’de sayilan haller (kisinin agik rizas1 olmadan yapilan isleme
faaliyetinin hukuka uygun kabul edildigi haller) veya 6zel nitelikli kisisel veriler i¢in
riza mevcut olmadan verilerin hukuka uygun olarak islenebilmesini saglayan KVKK
m. 6(3) hilkkmiiniin sartlar1 mevcut ise kisilerin verileri yurt i¢inde ilgilinin acik rizasi
olmadan aktartilabilir. Bu bakimdan KVKK’da kisisel verilerin islenmesi ve

yurticinde aktarilmasinin hukuka uygun olmasi ayn1 sartlara baglanmistir!?*,

Kimin iicilincii kisi olarak degerlendirilecegi sorusu giiniimiizdeki karmagik
sirket organizasyonlar1 da diisiiniildiigiinde giindeme gelebilir. Ornegin KVK

Kurulunun verdigi karar uyarinca bir sirketler toplulugu biinyesinde birden ¢ok veri

sorumlusu sirketin veri aktarmast {igiincii kisiye aktarim olarak degerlendirilecektir!?,

Bununla beraber veri sorumlusu olan bir tiizel kisiligin i¢inde (mesela farkli birimleri

126

arasinda) gerceklesen veri aktarimlari bu madde kapsaminda olmayacaktir*=°. Ayrica

ilgili hiikkiim kamu kurumlarmi kapsam disinda birakmis degildir. Buna gore kamu

124 KVK Kurumu, KVKK ve Uygulamasi, s. 60.

125 KVK Kurulu, “Is Bagvurusu Siirecinde Islenen Kisisel Verilerin Hukuka Aykir1 Sekilde
Paylagilmas1”, 2 Agustos 2019 https://www.kvkk.gov.tr/Icerik/5410/1s-Basvurusu-Surecinde-Islenen-
Kisisel-Verilerin-Hukuka-Aykiri-Sekilde-Paylasilmasi  (erigim tarihi: 8.7.2022); KVK Kurumu,
KVKK Uygulama Rehberi, s. 90.

126 KVK Kurumu, KVKK Uygulama Rehberi, s. 89; KVK Kurumu, KVKK ve Uygulamasi, s. 62.


https://www.kvkk.gov.tr/Icerik/5410/Is-Basvurusu-Surecinde-Islenen-Kisisel-Verilerin-Hukuka-Aykiri-Sekilde-Paylasilmasi
https://www.kvkk.gov.tr/Icerik/5410/Is-Basvurusu-Surecinde-Islenen-Kisisel-Verilerin-Hukuka-Aykiri-Sekilde-Paylasilmasi
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kurumlart arasinda veya bir kamu kurumu ile bir 6zel kisi arasinda yapilan veri

aktarimlari icin de KVKK m. 8 uygulanacaktir'?’,

Kisisel verilerin yurt disindaki {iciincii kisilere aktarilmast KVKK m. 9 altinda
diizenlemektedir. Biiyiik oranda KVKK m. 8 ile paralel olan diizenleme kisinin acik
rizast olmaksizin aktarimin hukuka uygun olmasi i¢in KVKK m. 8(2)’deki kosullara
ek olarak verilerin aktarilacagi yabanci iilkedeki korumanin yeterli olmasini aramistir.
Sayet bu tlilkedeki koruma yeterli degilse yabanci iilkedeki veri sorumlarinin gerekli
koruma ig¢in yazili taahhiit vermeleri ve bu hususta KVK Kurulunun izni olmasi
sarttir'?®, Taahhiitname yerine “Baglayict Sirket Kurallari”nin kabul edilmesi ile de
kanundaki bu gereklilik yerine getirilebilir'?®. Baglayic1 Sirket Kurallar yeterli
korumanini bulunmadigi tilkelerde faaliyet gosteren ve veri aktarimi yapmak isteyen
sirketlerin veri aktarimina iligkin korumay1 yazili olarak garanti ettikleri veri koruma
kurallaridir'®, Kurulun yeterli korumanin oldugu tespitini yaparken kullanacag
Olciitler bu hiikmiin dordiincii fikrasinda diizenlenmistir. Bununla beraber dedigimiz
gibi kurul heniiz hangi iilkelerin yeterli koruma sagladigini belirlemedigi icin ilgili
kisinin agik rizasinin bulunmadigi her durumda veri aktarimi yapilacak {i¢ilincii kisiden
taahhiit ve kuruldan da izin alinmas1 6nerilmektedir'®!. Keza KVK Kurumu tarafindan
hazirlanan bilgi notunda, Kurul yeterli korumanin bulundugu iilkeleri belirlememis
oldugu i¢in biitiin iilkelerin yeterli korumanin olmadig iilke olarak kabul edilecegi

132

ifade edilmistir=. Buna karsin KVK Kurulu yeterli korumaya sahip iilkelerin

belirlenmesinde kullanilacak dlgiitleri yaymlamis bulunmaktadir!33,

127 KVK Kurumu, KVKK Uygulama Rehberi, s. 90.

128 Veri sorumlusundan almacak taahhiitname icin bkz.
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/9243078f-3a85-4f02-ae4b-e9b18048f43f.doc
(erigim tarihi: 8.7.2022); veri isleyenden almacak  taahhiitname igin bkz.
https://lwww.kvkk.gov.tr/SharedFolderServer/CMSFiles/faab5141-a64c-447f-b4ec-c52349bach93.doc
(erigim adresi: 8.7.2022).

125 Doktrinde taahhiitnamelerin ¢ok uluslu sirket topluluklar1 arasinda gergeklestirilen veri
aktarimlarinda pratik olmayacagi diisiiniildiigli i¢in “Baglayict Sirket Kurallari”nin getirildigi
savunulmaktadir, bkz. Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 95.
130 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 95.

131 Oztiirk/ Altiok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 95.

132 KVK Kurumu, Madde Ve Gerekgesi Ile Kisisel Verilerin Korunmasi Kanunu (Bilgi Notu) Ve
Kisisel Verilerin Korunmasma iliskin Terimler Sozliigii, Ankara: KVKK Yayinlari, Mart 2019
(Bilgi Notu), s. 26.

133 S5z konusu Olgiitlere ulasmak icin bkz. KVK Kurulu, 2019/125 K., K.T.: 2.5.2019,
https://www.kvkk.gov.tr/lIcerik/5469/-Y eterli-korumanin-bulundugu-ulkelerin-tayininde-kullanilmak-
uzere-olusturulan-form-hakkindaki-02-05-2019-tarihli-ve-2019-125-sayili-Kurul-Karari (erisim tarihi:
18.7.2022)


https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/9243078f-3a85-4f02-ae4b-e9b18048f43f.doc
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/faab5141-a64c-447f-b4ec-c52349bacb93.doc
https://www.kvkk.gov.tr/Icerik/5469/-Yeterli-korumanin-bulundugu-ulkelerin-tayininde-kullanilmak-uzere-olusturulan-form-hakkindaki-02-05-2019-tarihli-ve-2019-125-sayili-Kurul-Karari
https://www.kvkk.gov.tr/Icerik/5469/-Yeterli-korumanin-bulundugu-ulkelerin-tayininde-kullanilmak-uzere-olusturulan-form-hakkindaki-02-05-2019-tarihli-ve-2019-125-sayili-Kurul-Karari
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3. Veri Sorumlusunun Aydinlatma Yiikiimliiliigii

KVKK m. 10 uyarinca veri sorumlusu ilgili kisileri veri isleme faaliyeti
hakkinda bilgilendirmekle yiikiimliidiir. Bu bilgilendirme kapsaminda veri sorumlusu
veri sorumlusu veya temsilcisinin kimligi, verilerin islenme amaci, verilerin kimlere
ve hangi amaglarla aktarilabilecegi, verinin toplanmasinin arkasinda yatan sebebi ve
ilgili kisinin haklar1 hakkinda ilgili kisiyi bilgilendirmekle yiikiimliidiir. Aydinlatma
metninde agik ve sade bir dilin kullanilmasi; eksik, yaniltict ve evleviyetle yanlis
bilgilerden kagmilmasi esastir’3*, Aydmlatma yiikiimliigiiniin yerine getirilmesine
iligkin usul ve esaslar Aydinlatma Yiikiimliiliigiiniin Yerine Getirilmesinde Uyulacak

Usul ve Esaslar Hakkinda Teblig (Aydimlatma Tebligi)**® altinda diizenlenmistir!3®.

Veri isleme faaliyetinin ilgili kisinin acik rizasina yahut kanundaki diger bir
hukuka uygunluk nedenine dayanarak islenmesi veri sorumlusunun aydinlatma
yukiimliliigini etkilemez. Veri sorumlusu veriyi nasil islemis olursa olsun ilgili kisiye

karst olan aydmnlatma yiikiimliiliigiinii yerine getirmek zorundadir'®’.

Ayrica
aydinlatma yiikiimliliigiiniin dogmasi i¢in ilgili kiginin talebi de aranmayacaktir. VVeri
isleme faaliyetinin ilgilinin agik rizasi ile yapildigi durumlarda aydinlatma metni ile
acik rizaya iliskin metnin birbirinden ayr1 olmasi gerekmektedir. Bagka bir deyisle tek
metin altinda hem r1za alinip hem de aydinlatma yiikiimliigii yerine getirilemez!®. Bu
husus Aydinlatma Tebligi m. 5(1)(f)’de agik¢a diizenlenmis bulunmaktadir. Bunun
nedeni iki metnin iglevlerinin birbirinden farkli olmasidir. A¢ik rizanin islevi kisisel
verilerin igslenmesine hukuki bir dayanak bulmaktir; oysa aydinlatma metni ile
hedeflenen ilgili kisinin isleme faaliyeti bakimindan bilgi edinmesini saglamaktir.
Dolayisiyla 6rnegin bir kisi isleme faaliyeti hakkinda bilgi almis olmakla birlikte
(aydinlatma ylikiimliiliigliniin yerine getirilmesi), isleme faaliyetine riza gostermekten

imtina edebilir (agik rizanin alinmas1)*3°,

134 Oztiirk/ Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 100.

1% RG, R.G.T: 10.3.2018, R.G.S.: 30356, https://www.resmigazete.gov.tr/eskiler/2018/03/20180310-
5.htm (erisim tarihi: 11.7.2022).

136 Ayrica KVK Kurumu tarafindan ¢ikartilan Aydinlatma Yiikiimliiliigiiniin Yerine Getirilmesi Rehberi
ile aydinlatma yiikiimliiliigiine iliskin ayrintilar izah edilmis bulunmaktadir. ilgili rehber igin bkz.dpn.
102. Teblig hakkinda ayrintili agiklamalar i¢in bkz. Diilger, Kisisel Verilerin Korunmasi1 Hukuku, s.
395 vd.

187 KVK Kurumu, KVKK ve Uygulamasi, s. 66; KVK Kurumu, KVKK Uygulama Rehberi, s. 97;
KVK Kurumu, Aydinlatma Yiikiimliiliigii Rehberi, s. 9.

138 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 99; KVK Kurumu,
Aydimlatma Yiikiimliiliigii Rehberi, s. 13.

139 KVK Kurulu, “Veri sorumlusu tarafindan aydinlatma yiikiimliiliigii ve acik riza onay1 almmasi
stireclerinin ayr1 ayr1 yerine getirilmesi gerektigi ile ilgili” Kisisel Verileri Koruma Kurulunun


https://www.resmigazete.gov.tr/eskiler/2018/03/20180310-5.htm
https://www.resmigazete.gov.tr/eskiler/2018/03/20180310-5.htm
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Aydinlatma yiikiimliiligiiniin yerine getirilecegi an olarak kanun lafzinda kisisel
verinin alindig1 zaman belirlenmisse de uygulamada eger bu zamanda biitiin bilgilerin
aktarilmasi miimkiin degilse katmanli bi¢imde bilgilendirme yapilabilecegi kabul
edilmistir'®®. KVK Kurulu magazalarda yapilan alisverislerde miisterilerin
telefonlarina SMS ile kod gonderilmesini daha sonra da bu telefonlara ticari maksatl
mesajlarin gonderilmesine yonelik yaptig1 incelemede katmanl bilgilendirmeden de
bahsetmistir. Kurula gére veri sorumlusunun magazadaki temsilcilerinin dncelikle
gonderilecek SMS’in amacini ve SMS ile gelen kodun verilmesi ile miisteri i¢in
dogacak muhtemel sonuglar1 aktarmasi gerekir. Ayrica aydinlatma yiikiimliiliigliniin
yerine getirildigini temin etmek i¢in iletilen SMS’lerin igeriginde de gerekli kanallarin
bulundurulmas: gerektigine karar verilmistir'#!. Tlgili tebligin 5. maddesinin birinci
fikrasinin (e) bendi uyarinca daha sonra g¢ikabilecek muhtemel bir uyusmazlikta

aydinlatma yiikiimliigiiniin yerine getirildigini veri sorumlusu ispatlayacaktir'42,

4. Veri Sorumlusu ve isleyenin Tedbir Alma ve Denetleme Sorumlulugu

Kanunun bekledigi bir baska yiikiimlilik KVKK m. 12 altinda veri
sorumlusunun ilgili kisilerin verilerinin hukuka aykirt bigimde islenmesini ve
erisilmesini, ayn1 zamanda bu verilerin muhafazasini temin edecek bi¢imde teknik ve
idari tedbirleri almasidir. Bu tedbirlerin ayrintist KVK Kurulu tarafindan ¢ikartilan
Kisisel Veri Giivenligi Rehberil*® altinda agiklanmistir. Rehber teknik ve idari
tedbirlere baz1 drnekler de vermistir. Ornegin sifreleme, sizma testi, yedekleme, veri
maskeleme, giivenlik duvarlar1 gibi tedbirler teknik tedbirler sinifindadirlar'®*. idari
tedbirler i¢in ise kisisel veri isleme envanterinin hazirlanmasi, kurumsal politikalar,

gizlilik taahhiitnameleri, risk analizleri, periyodik denetimler, egitimler gibi 6rnekler

26/07/2018 tarihli ve 2018/90 sayih Karar Ozeti”, 2018/90 K. K.T.. 26.7.2018,
https://www.kvkk.gov.tr/Icerik/5420/2018-90 (erisim tarihi: 11.7.2022).

140 Oztiirk/ Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmasi Hukuku, s. 102.

141 KVK Kurulu, “Magazalarda Algveris Sirasinda Ilgili Kisilere SMS ile Dogrulama Kodu
Gonderilmesi Suretiyle Kisisel Verilerin Islenmesine Iliskin Kamuoyu Duyurusu”, 17.12.2021,
https://www.kvkk.gov.tr/lIcerik/7104/MAGAZALARDA-ALISVERIS-SIRASINDA-ILGILI-
KISILERE-SMS-ILE-DOGRULAMA-KODU-GONDERILMESI-SURETIYLE-KISISEL-
VERILERIN-ISLENMESINE-ILISKIN-KAMUOYU-DUYURUSU (erisim tarihi: 12.7.2022).

142 KVK Kurumu, KVKK ve Uygulamasi, s. 66; Kalyon, Vergi Hukukunda Kisisel Veri, s. 84.

143 KVK Kurumu, Kisisel Veri Giivenligi Rehberi (Teknik ve idari Tedbirler), Ankara: KVKK
Yayinlari, Ocak 2018, https://www.kvkk.gov.tr/yayinlar/veri_guvenligi_rehberi.pdf (Kisisel Veri
Gtivenligi Rehbert).

144 KVK Kurumu, Kisisel Veri Giivenligi Rehberi, s. 28.


https://www.kvkk.gov.tr/Icerik/5420/2018-90
https://www.kvkk.gov.tr/Icerik/7104/MAGAZALARDA-ALISVERIS-SIRASINDA-ILGILI-KISILERE-SMS-ILE-DOGRULAMA-KODU-GONDERILMESI-SURETIYLE-KISISEL-VERILERIN-ISLENMESINE-ILISKIN-KAMUOYU-DUYURUSU
https://www.kvkk.gov.tr/Icerik/7104/MAGAZALARDA-ALISVERIS-SIRASINDA-ILGILI-KISILERE-SMS-ILE-DOGRULAMA-KODU-GONDERILMESI-SURETIYLE-KISISEL-VERILERIN-ISLENMESINE-ILISKIN-KAMUOYU-DUYURUSU
https://www.kvkk.gov.tr/Icerik/7104/MAGAZALARDA-ALISVERIS-SIRASINDA-ILGILI-KISILERE-SMS-ILE-DOGRULAMA-KODU-GONDERILMESI-SURETIYLE-KISISEL-VERILERIN-ISLENMESINE-ILISKIN-KAMUOYU-DUYURUSU
https://www.kvkk.gov.tr/yayinlar/veri_guvenligi_rehberi.pdf
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145

saytlmigtir™. KVKK m. 12(2) uyarinca veri isleyen s6z konusu tedbirlerin alinmasi

hususunda veri sorumlusu ile birlikte miistereken sorumlu olacaktir!4e,

Biitiin veri isleme faaliyetlerinin kapsami birbirinin farkli olacagi i¢in veri
sorumlulariin almalar1 gereken tedbirlerin kapsami da birbirinden farkli olacaktir. Bu
hususta KVK Kurumu aliacak tedbirlerin kapsam1 bakimindan kullanacak 6lgiitlerin
sirketin biiylikliiglinden veya cirosundan bagimsiz olacagini sdylemektedir. Buna gore
esas alinacak olgiit sirketin biiyiikliiglinden ziyade sirketin istigal ettigi i ve verinin
niteligi olacaktir. Zira bazen kiiclik dlgekli gibi goziiken firmalar ilgili kisiler igin
onem arz eden verileri islemek durumunda kalabilmektedirler. Bu durumda bu
firmalar biiyiikliikleri ne olursa olsun isledikleri verinin niteligine uygun tedbirleri

almakla miikellef tutulacaklardir®’.

Veri sorumlusunun gerekli tedbirleri almis olmasi yiikiimliliigiiniin sona erdigi
anlamma gelmemektedir. Veri sorumlusu KVKK m. 12(3) uyarinca ayrica kanun
hiikiimlerinin uygulandigin1 temin etme amaciyla gerekli denetimleri yapmak veya

yaptirmakla miikelleftir!®,

5. Sir Saklama Yiikiimliiliigii

KVKK m. 12(4) hiikkmii hem veri sorumlularinin hem de veri isleyenlerin veri
isleme faaliyeti boyunca vakif olduklar: bilgileri hukuka aykir1 olarak {igiincii kisilere
acmama ve ilgili veriler iizerinde isleme amacini asan tasarruflarda bulunmama
yikiimliiliigt yiiklemektedir. Gerekli teknik ve idari tedbirlerin alinasinda oldugu gibi
bu yiikiimliiliik de hem veri sorumlusunu hem de veri isleyeni baglamaktadir. Ayrica
bu sorumluluk veri isleme faaliyetinin gerceklestigi zaman diliminin de oOtesine
tagmaktadir. Veri sorumlulari ve veri igsleyenler islemeye iliskin yetki ve gorevleri sona

erse bile sir saklama yiikiimliiliigii altinda kalmaya devam ederler°.

145 KVK Kurumu, Kisisel Veri Giivenligi Rehberi, s. 29.

146 Ornegin veri sorumlusunun sirketine iliskin olan kayitlar1 veri sorumlusu biinyesinde olmayan bir
muhasebe sirketi tutuyorsa ilgili verilerin giivenligini saglamak i¢in gereken tedbirler bakimindan veri
isleyen konumundaki muhasebe sirketi veri sorumlusu ile birlikte sorumlu olacaktir. S6z konusu 6rnek
i¢in bkz. KVK Kurumu, KVKK Uygulama Rehberi, s. 98.

147 KVK Kurumu, KVKK ve Uygulamasi, s. 67; KVK Kurumu, KVKK Uygulama Rehberi, s. 100.
148 KVK Kurumu, KVKK Uygulama Rehberi, s. 98.

149 KVK Kurumu, KVKK ve Uygulamasi, s. 68; KVK Kurumu, KVKK Uygulama Rehberi, s. 99.
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6. Kisisel Verilerin Hukuka Aykir1 Bicimde Ele Geg¢irilmesi Durumunda
Bildirim Yiikiimliiliigii

Alinan biitlin tedbirlere ragmen iiglincii kisilerin hukuka aykir1 olarak ilgili
kisilerin verilerine erisim saglamasi, verileri kopyalamasi, silmesi; kisaca ilgili
kisilerin verilerini ihlal etmesi durumu ile kars1 karsiya kalinabilir. KVKK m. 12(5)
bu durumda veri sorumlusuna en kisa siire igerisinde veri ihlalini hem ilgiliye hem de
KVK Kuruluna bildirme yiikiimliiliigii yiiklemektedir. Bu yiikiimliiglin amaci olas1 bir
ihlal durumunda ihlalin istenmeyen sonuglarinin onlenmesi ve olabildigince en aza
indirilmesidirt®°. En kisa siire ifadesinden KVK Kurulunun 24.1.2019 tarihinde aldig1
2019/10 say1li karar ile 72 saatin anlasilacagi kabul edilmektedir’!. Ayrica sz konusu
karara gore veri sorumlusunun verileri ihlal edilen kisilere miimkiinse dogrudan
ulagsmas1 gerektigi, e§er miimkiin degilse kendi internet sitesinden duyuru yapacagi
belirtilmistir. Kurul yapilan bildirimden sonra uygun goriirse ihlali kamuoyuna
duyurabilir. KVK Kurulu yapilacak bildirimin agik ve sade bir dille yapilmasinin
zorunlu olduguna karar vermistir. Ayn1 kararda Kurul ihlal bildiriminin i¢inde ihlalin
zamani, kategorik ayrim da yaparak (6zel nitelikli olup olmadigi) hangi kisisel
verilerin etkilendigi, ihlalin muhtemel sonuglari, ihlalin menfi sonuglarini gidermek
icin alinan ve alinmasi tavsiye edilen tedbirler, ilgili kisilerin iletisime gecebilecegi

iletisim adresleri bilgilerinin bulunmasinin zorunlu oldugunu séylemistir>2,

2. Avrupa Birligi Hukuku Altindaki Hukuki Diizenleme
a. GDPR Altindaki Hukuki Diizenleme
Bu baslik altinda 6zellikle GDPR a iliskin diizenlemeler ele alinacaktir. Aslinda

KVKK, GDPR degil ondan bir 6nceki AB diizenlemesi olan DPD esas alinarak

153

yapilmistir—°. Bununla beraber GDPR’1n s6z konusu yonergeyi ylirtirliikten kaldirmis

150 KVK Kurumu, KVKK Uygulama Rehberi, s. 99; Kaya/Tolun, Tiirkiye'de, Avrupa'da Ve
California'da Kisisel Verilerin islenmesi, s. 109.

151 KVK Kurulu, “Kisisel Veri Thlali Bildirim Usul Ve Esaslarma iliskin Kisisel Verileri Koruma
Kurulunun 24.01.2019 Tarih Ve 2019/10 Sayili Kararina Tliskin Duyuru”, 2019/19 K., K.T.: 24.1.2019,
https://lwww.kvkk.gov.tr/lcerik/5362/Veri-lhlali-Bildirimi (erisim tarihi: 11.7.2022).

152 KVK Kurulu, “Veri sorumlusu tarafindan ilgili kisiye yapilan veri ihlali bildiriminde yer almasi
gereken asgari unsurlara iliskin, Kisisel Verileri Koruma Kurulunun 18.09.2019 tarih ve 2019/271 sayili
Karar1”, 2019/271 K., K.T.: 18.9.2019, https://www.kvkk.gov.tr/Icerik/5547/2019-271 (erigim tarihi:
24.04.2023). Veri ihlal bildiriminde géz oniinde tutulmasi gereken hususlarin bir listesi hakkinda bkz.
Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 420.

158 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 16; Tastan, Sézlesme Hukukunda
Kisisel Veriler, s. 19.


https://www.kvkk.gov.tr/Icerik/5362/Veri-Ihlali-Bildirimi
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olmasi®®, KVKK kapsaminda kullanlan bazi kavramlar1 daha ayrintili olarak
aciklamasi ve hatta Tiirkiye’de faaliyet gosteren bazi Tiirk isletmeciler igin

155

uygulanabilecek olmasi nedeniyle™* ¢alismanin bu kisminda GDPR diizenlemeleri ele

alinacaktir.

GDPR’1n temellerinde iki esas amag¢ yatmaktadir. GDPR bir yandan kisisel
verilerin korunmasini hedeflerken diger yandan kisisel verilerin birlik i¢inde serbestce
dolasabilmesini saglamay1 amaclamaktadir'®. Birbiri ile gelisir gibi goziiken bu
amaglarin tiiziik altinda bir dengeye getirilmesi hedeflenmis, bu bakimdan bu iki amag
tiiziiglin farkli maddelerinde varligimi hissettirmistir. Ornegin asagida ayrintisi ile
incelenecek olan hukuka uygun isleme nedenlerinden madde 6(1)(a) ilgili kisinin
rizasini aradigi icin kisilik hakkinin korunmasi amacina bir emsal teskil edebilir. Keza
yine ayrintisi ile asagida incelenecek olan veri taginabilirligi hakki, verilerin silinmesi
hakki gibi haklar da kisilik haklarinin 6ne ¢iktig1 6rneklerdir. Buna karsin madde
6(1)(f) veri sorumlusunun mesru ve baskin menfaati durumunda veri isleme faaliyetini
hukuka uygun hale getirecegini sdyleyerek ilgili kisinin korunmasini ikinci plana
etmis ve ikinci amag olan kisisel verilerin serbest dolasimina hizmet eden bir anlayis

getirmistir™’.

i. GDPR’da Veri Islenmesine iliskin ilkeler
GPDR altinda da KVKK’da oldugu gibi kisisel verilerin korunmasina yonelik

baz1 temel ilkeler sayilmis bulunmaktadir. Bu ilkeler sayesinde tiiziiglin 6n gordiigi

mevzuata teknik anlamda uysa bile ilkelere aykir1 olan isleme faaliyetlerinin hukuka

1% DPD yerine getirilen GDPR’1 bir ydnerge olarak degil, tiiziik olarak diizenlenmis olmas1 énemli bir
farkliliktir. Zira AB hukukunda yo6nergeler iiye iilkelere yonerge icindeki hiikiimlere paralel olarak
kendi i¢ diizenlemelerini yapma imkani tanirken tiiziikler biitiin iiye devletlerde dogrudan uygulanir.
Yonergeden GDPR’a gegis siireci hakkinda bkz. Tene, Privacy Law's Midlife Crisis, s. 1232-1234.
155 GDPR m. 3(2)(a) uyarinca isletme sahibi bir kisi kendisi AB’de bulunmasa dahi eger AB’de bulunan
ilgili kigilere mal ve hizmet sunuyorsa, mal ve hizmetler para karsiliginda sunulmasa bile GDPR bu
kisiler hakkinda da uygulanir, bkz. Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigi, s. 17,
Cemre Bedir, “Data As Counter-Performance: Yet Another Point Where Digital Content Contracts and
The GDPR Conflict”, Advanced LL.M. In European & International Business Law Thesis, Leiden
University, 2017/2018 (Data As Counter-Performance) s. 8. GDPR’1in giris kisminda bu maddenin
uygulanmasi i¢in ilgili kisilerin AB disinda faaliyet gosteren bu isletmelerin sitesine erigebiliyor olmasi
tek basina yeterli goriilmemistir. Isletmelerin AB’deki ilgili kisileri adeta hedeflemesi gerekmektedir.
GDPR’1n girisindeki 23. paragrafa gére bunun tespiti i¢in sitede kullanilan dil, AB iiyeleri tarafindan
genellikle kullanilan para birimlerinin kullanilmasi, AB’de yasayan miisterilerden veya kullanicilardan
bahsedilmesi gibi hususlar kullanilabilir. Ayrica GDPR m. 3(2)(b) uyarinca AB smuirlar ig¢indeki
davranislarin gézlenmesi durumunda da veri sorumlusu veya isleyen AB sinirlarinda olmasa bilr GDPR
uygulama alani bulur, bkz. Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 19.

156 GDPR, Giris, 3.

157 Sénéchal, Consequences of Termination, s. 150-151.
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18 " Tiiziikk kapsaminda ilkeler 5. madde altinda

aykir1 oldugu soylenebilecektir
siralanmig  bulunmaktadir. Kisaca isimlerinden bahsetmek gerekirse bu ilkeler;
“hukuka uygunluk, hakkaniyet ve seffaflik”, “sinirli amag¢”, “veri minimizasyonu”,
“dogruluk”, “sumrl siire saklama”, “biitiinliik ve gizlilik” ve son olarak “hesap
verilebilirlik’tir. KVKK ile karsilagtirdigimiz zaman hukuka uygunluk, diirtistliik,
dogruluk, amagla sinirhilik ve sinirh siirede muhafaza etme gibi ilkelerin her iki
diizenleme i¢in de ortak oldugunu sdylemek miimkiindiir. KVKK’da GDPR’dan farkli
olarak giincel olma ve Olgiilii olarak isleme gibi ilkelerin zikredildigini gormek
miimkiinse de bu ilkelerin GPDR’da agik¢a sayilmamis olmast GDPR kapsaminda bu
ilkelere dikkat edilmeyecegi anlamina gelmemelidir. Zira giincellik ilkesinin dogruluk
ilkesi ile, olciiliiliigiin ise hukuka uygunluk®®® ve smirli amag ilkeleri®® kapsaminda
degerlendirilebilecegini sdylemek miimkiindiir. Keza 6rnegin GDPR m. 35(7)(b)
hilkkmiinde veri koruma etki degerlendirmesinde veri isleme faaliyeti ve amaci
arasindaki oOlciiliilik degerlendirmesine yer verilecegi sdylenmistir. Kald1 ki ABAD
vermis oldugu bazi kararlarda dogrudan 6l¢iiliik incelemesi yapmis ve Ol¢iiliiliik ilkesi
ile uyumlu olmayan isleme faaliyetlerinin hukuka uygun sayillamayacagina karar

161

vermistir>". GDPR’mn Giris paragraflarinda da olciiliiliik ilkesine dogrudan atif

yapildigimi gérmek miimkiindiir'®2,

Buna karsin GDPR’da olup KVKK’da sayilmamis bazi ilkelerin varligi daha
belirgindir. Bunun en biiyiik nedeni KVKK’nin GDPR’dan 6nce yiiriirliikkte bulunan

18 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 44; Waltraut Kotschy, “Article 6.
Lawfulness of processing”, The EU General Data Protection Regulation (GDPR) A Commentary
(editorler: Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimci editor: Laura Drechsler),
First Edition, Oxford: Oxford University Press, , 2020 (GDPR Commentary Article 6) s. 325.

19 S$z konusu igtihatlar igin bkz. Cécile de Terwangne, “Article 5. Principles relating to processing of
personal data”, The EU General Data Protection Regulation (GDPR) A Commentary (editorler:
Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimci editor: Laura Drechsler), First
Edition, Oxford: Oxford University Press, , 2020 (GDPR Commentary Article 5) s. 313.

160 Terwangne, GDPR Commentary Article 5, s. 315.

161 S5z konusu ictihatlar i¢in bkz. Terwangne, GDPR Commentary Article 5, s. 314. ABAD
2006/24/EC sayili Yonerge hakkinda verdigi bir kararda s6z konusu Yonergeden bir Olciiliiliik sart
cikartmak yerine bu faaliyetlerin veri isleme faaliyetinin Temel Haklar Sarti m. 7 ve 8’de getirilen
haklara miidahale teskil ettigi, bu yiizden Temel Haklar Sart1 m. 52(1) ile uyumlu olmas1 gerektigi
gerekgesine dayanmaktadir. Ornegin bkz. ECJ, Grand Chamber, Joined Cases C-293/12 and C-594/12,
8 April 2014,
https://curia.europa.eu/juris/document/document_print.jsf?mode=Ist&pagelndex=0&docid=150642&
part=1&doclang=EN&text=&dir=&occ=first&cid=9022281 (Digital Rights Ireland), §37-38. Benzer
bir gerekgeye mahkemenin 2002/58/EC sayili Yonerge hakkinda verdigi bir kararda da rastlamak
miimkiindiiz, bkz. ECJ, Grand Chamber, Joined Cases C-203/15 and C-698/15, 21 December 2016,
https://curia.europa.eu/juris/document/document.jsf?text=&docid=186492&pagelndex=0&doclang=e
n&mode=Ist&dir=&occ=first&part=1&cid=9027272 (Tele2), 100, 107.

182 GDPR, Giris, 4.


https://curia.europa.eu/juris/document/document_print.jsf?mode=lst&pageIndex=0&docid=150642&part=1&doclang=EN&text=&dir=&occ=first&cid=9022281
https://curia.europa.eu/juris/document/document_print.jsf?mode=lst&pageIndex=0&docid=150642&part=1&doclang=EN&text=&dir=&occ=first&cid=9022281
https://curia.europa.eu/juris/document/document.jsf?text=&docid=186492&pageIndex=0&doclang=en&mode=lst&dir=&occ=first&part=1&cid=9027272
https://curia.europa.eu/juris/document/document.jsf?text=&docid=186492&pageIndex=0&doclang=en&mode=lst&dir=&occ=first&part=1&cid=9027272
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DPD esas alinarak hazirlanmig olmasidir. Bunlardan seffaflik, veri minimizasyonu ve

veri biitiinligii ve gizliligi gibi ilkelerin ayrica degerlendirilmesi gereklidir.

Ilkelere gececek olursak; seffaflik ilkesi ilgili kisinin isleme faaliyeti
bakimindan yeterince bilgilendirilmis olmasini gerektirmektedir. GDPR’in giris
kisminda 39. paragrafa bakildiginda seffaflik ilkesinden tiiziigiin ne anladig:
aciklanmustir. Seffaflik ilkesi ile uyumlu bir isleme faaliyetinin yiiriitiilebilmesi i¢in
ilgili kisinin isleme faaliyetine iligkin bilgilere kolayca ulasabilmesi, bunlarin kolayca
anlasilabilir olmasi, bilgilendirmede kullanilan dilin agik ve sade olmasit gerekir. Bu
kapsamda ornegin ilgili kisini veri sorumlusunun kimligini, isleme amacini, islenen
verilerinin neler oldugunu 6grenebilmesi seffaflik ilkesinin bir geregidir. Yine ilgili
paragraf uyarinca ilgili kisinin veri isleme faaliyetinin igerdigi riskleri, isleme
faaliyetinin tabi oldugu kurallari, korumalari, haklari1 ve bu haklar1 nasil

kullanacagini bilebiliyor olmas: gerekir!®®

. Ayrica s6z konusu amacin hukuka uygun
bir amac olmasi gerekir, hukuka aykir1 bir amag i¢in yapilan isleme faaliyeti, bu amag
ile siirli kalsa bile hukuka uygun kabul edilemez!®*. Tlgili paragraf ile paralel olarak
GPDR m. 12 seffaflik ilkesinin gereginin nasil yerine getirilecegini agiklanmis
bulunmaktadir. Ornegin ilgili kisiye kasko yapan sigortacinin, sigortalisinin siiriiciiliik
verilerini toplamasi1 durumunda ilgili kisiye topladig1 veriler, varsa otomatik karar
verme mekanizmasi, kullanilan mantik, veri isleme siirecinin sonuglar1 ve 6nemi

hakkinda bilgi vermesi gerekir'®.

Daha once de soylendigi gibi, KVKK altinda seffaflik ilkesi ayrica
zikredilmemistir. Buna karsin doktrin KVKK’nin diiriistliik kuralina uygunluk ilkesini
de dikkate alarak seffaflik ilkesinin KVKK altinda da cari olan bir ilke oldugunu

savunmustur'6®

. Keza KVKK altinda ilgili kisinin bilgi alma hakkiin ayrica
diizenlendigi de dikkate alindiginda seffaflik ilkesinin KVKK i¢in de gecerli oldugunu
sOylemek miimkiindiir. GPDR kapsaminda da madde 13 ve 14 altinda ilgili kisiye

saglanmas1 gereken bilgiler ayrintisi ile diizenlenmis bulunmaktadir.

163 GDPR, Giris, 939; Terwangne, GDPR Commentary Article 5, s. 315; Diilger, Kisisel Verilerin
Korunmasi1 Hukuku, s. 179-180.

164 Terwangne, GDPR Commentary Article 5, s. 315.

185 WP29, “Guidelines on Automated individual decision-making and Profiling for the purposes of
Regulation 2016/679”, 17/EN WP251rev.01, 3 Ekim 2017 (Guidelines on Automated Decision-
Making), s. 10.

166 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 45; Cekin, Kisisel Verilerin
Korunmasi Hukuku, s. 79-80.
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GDPR kapsaminda ele alinabilecek ikinci ilke amagla sinirli isleme ilkesidir ki
bu ilkenin KVKK’da da agikca kendine yer buldugunu sdylemek miimkiindiir. Bu
bakimdan calismanin iist kisminda yapilan agiklamalar burada da biiylik oranda
gecerlidir. Ancak yine de belirli olmasi gereken bu amacin gerek veri islemenin
yapildig1 ilk zamanda gerek de veri isleme faaliyeti esnasinda ilgili kisi kisilere
bildirilmesi gerektiginin altinin cizilmesinde yarar vardir!®’. Bununla beraber GDPR
sinirli amag ilkesi bakimindan KVKK’da bulunmayan baska bir diizenleme daha
icermektedir. GDPR m. 6(4) uyarinca 6n goriilen amaci asan veri isleme faaliyetleri
bazi durumlarda hukuka uygun olarak kabul edilebilecektir. Bunun igin Vveri
sorumlusunun verinin toplanmasi i¢in en basta giittiigii amag ile siire¢ i¢inde gelisen
yeni amacin uyumlu oldugunu ortaya koymasi gerekir. Veri sorumlusunun bu hususu
ortaya koyabilmesi i¢in verinin toplanma amaci ve islenme amaci arasindaki
baglantiy1 (GDPR m. 6(4)(a)), kisisel verinin hangi baglamda toplandig1 (GDPR m.
6(4)(b)), kisisel verinin tiiri (GDPR m. 6(4)(c)), ilgili kiginin verinin islenmesinin
muhtemel sonuglar1 (GDPR m. 6(4)(d) ve sifreleme, miistearlastirma gibi alinmis olan
uygun korumalarin varligi (GDPR m. 6(4)(¢)) bu kapsamda degerlendirmeye
alacaktir. Bu diizenlemenin varlik nedenlerinden birinin veri isleme faaliyeti
esnasinda ortaya cikabilecek ve verinin toplanmasi aninda fark edilmemis olan

amaglar icin ilgili kisilerden ayrica riza talep edilmemesi oldugu sdylenebilir'®®,

Yine KVKK’da bulunmayan ancak GDPR’da karsimiza ¢ikan bir ilke de veri
minimizasyonu ilkesidir. Aslinda KVKK’daki 6l¢iiliiliik ilkesinin veri minimizasyonu
ile benzer amagclar1 hedefledigi soylenebilse de teknik bir kavram olarak bu ilkenin
KVKK bulunmayist bir eksiklik olarak degerlendirilebilir. Veri minimizasyonu
ilkesine gore veri sorumlusu sadece ihtiya¢ duydugu kadar veriyi islemekle faaliyetini
sinirlandirmalidir. Veri sorumlusu ihtiyaclarinin disinda kalan verileri daha isleme
faaliyeti tasarlanirken islemekten imtina etmelidir!®®, Bu husus toplanan verinin

sadece adedini degil aym1 zamanda niteligini de kapsar'’°,

187 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigi, s. 46; Terwangne, GDPR Commentary
Article 5, s. 315.

188 Bu gerekliligin giiniimiiz sartlari ile uyumlu olmadig1 hakkinda bkz. Bedir, Age of Big Data, s. 358.
18 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 47; Sahar Bhaimia, “The General Data
Protection Regulation: the Next Generation of EU Data Protection”, Legal Information Management,
Vol. 18, S. 1, 2018 (GDPR) s. 25.

170 Terwangne, GDPR Commentary Article 5, s. 316.
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Tiizik altindaki diger bir ilke de dogruluk ilkesidir. Bu ilkenin de KVKK’da
bulunan dogru ve giincel olma ilkesi ile paralel oldugu sdylenebilir. GDPR m. 16
uyarinca ilgili kiginin yanlis olan bilgilerinin veri sorumlusundan diizeltilmesini talep
etme hakki dogruluk ilkesinin tiiziikteki somut bir yansimasidir. Benzer bir
diizenlemeye KVKK m. 1I(1)(d) rastlamak miimkiindir. GDPR’in giris
paragraflarinda da madde lafzina paralel olarak dogru olmayan kisisel verinin
silinmesi veya diizeltilmesi i¢in gerekli adimlarin atilmasi gerektigi vurgulanmis

durumdadirt’?

. Verilerin dogrulugunun saglanmasi i¢cin GDPR m. 18(1)(a) uyarinca
ilgili kisilere verilerin dogrulugunun siipheli oldugu durumlarda islemenin

siirlandirilmasini talep etme hakki verilmistir.

Sinirl siirede saklama ilkesi tiiziik kapsaminda sayilmis bir diger ilkedir. Buna
gore veri sorumlusu isledigi verileri ancak veri isleme amacinin gerektirdigi siire
boyunca saklayabilecektir. Ornegin verdigi bir kararda CNIL igisleri Bakanligimin
verileri metinlerde dngoriilen siireden daha uzun tutmus olmasinin kisisel verilerin
korunmasi hukukuna aykiri olacagimi sdylemistir. Bu bakimdan kurul bakanligin

muhafaza etme siiresi dolan dosyalari silinmesi gerektigine karar vermistir'’2

. Aynmi
ilke KVKK m. 4(2)(d) uyarinca 6n goriilmiistiir. KVKK m. 7 uyarinca ilgili kisiler
islenme amacinin ortadan kalkmasi durumunda verilerin silinmesini talep edebilmesi
bu kapsamda degerlendirilebilir. Benzer bir bicimde GDPR m. 17(1)(a) uyarinca ilgili
kisinin artik gerekli olmayan verilerin silinmesini talep edebiliyor olmas1 sinirl stirede

saklama ilkesini tamamlayici niteliktedir "3,

Tiiztik altinda zikredilen bir diger ilke biitlinliik ve gizlilik ilkesidir. Tiiziik bu
ilkenin gereginin yerine getirilmesi i¢in veri sorumlularinin tabi olduklar

yiikiimliiliikleri diizenleme yoluna gitmistir’’*. GDPR’m Dérdiincii Béliimiiniinde

"1 GDPR, Giris, 939.

172 CNIL, “Fichier automatisé des empreintes digitales : rappel a I’ordre du ministére de I'Intérieur”, 30
Eylil 2021,  https://www.cnil.fr/fr/fichier-automatise-des-empreintes-digitales-rappel-lordre-du-
ministere-de-linterieur#:~:text=de%20I'Int%C3%A9rieur-
,Fichier%20automatis%C3%A9%20des%20empreintes%20digitales%20%3A%20rappel%20%C3%A
0%20l1'ordre,du%20minist%C3%A8re%20de%201'Int%C3%A9rieur&text=1Le%2024%20septembre%
202021%2C%20la,des%20empreintes%20digitales%20(FAED) (erisim tarihi: 21.7.2022). Bu husus
ayni zamanda GDPR’1n Giris paragraflarinda da dile getirilmistir. GDPR'm 39. Giris paragrafi uyarinca
“kigisel verilerin gerekenden daha uzun saklanmamasinin temini i¢in, veri sorumlusu tarafindan silme
veya gozden gecirme igin belirli zaman sinirlart konmalidir” bkz. GDPR, Giris, 939.

173 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 50.

17 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 50. Acikca zikredilmemis olmasina
kargin bu ilkenin KVKK bakimindan da dikkate alinmasi gerektigi hakkinda bkz. Diilger, Kisisel
Verilerin Korunmasi Hukuku, s. 208-209.


https://www.cnil.fr/fr/fichier-automatise-des-empreintes-digitales-rappel-lordre-du-ministere-de-linterieur#:~:text=de%20l'Int%C3%A9rieur-,Fichier%20automatis%C3%A9%20des%20empreintes%20digitales%20%3A%20rappel%20%C3%A0%20l'ordre,du%20minist%C3%A8re%20de%20l'Int%C3%A9rieur&text=Le%2024%20septembre%202021%2C%20la,des%20empreintes%20digitales%20(FAED)
https://www.cnil.fr/fr/fichier-automatise-des-empreintes-digitales-rappel-lordre-du-ministere-de-linterieur#:~:text=de%20l'Int%C3%A9rieur-,Fichier%20automatis%C3%A9%20des%20empreintes%20digitales%20%3A%20rappel%20%C3%A0%20l'ordre,du%20minist%C3%A8re%20de%20l'Int%C3%A9rieur&text=Le%2024%20septembre%202021%2C%20la,des%20empreintes%20digitales%20(FAED)
https://www.cnil.fr/fr/fichier-automatise-des-empreintes-digitales-rappel-lordre-du-ministere-de-linterieur#:~:text=de%20l'Int%C3%A9rieur-,Fichier%20automatis%C3%A9%20des%20empreintes%20digitales%20%3A%20rappel%20%C3%A0%20l'ordre,du%20minist%C3%A8re%20de%20l'Int%C3%A9rieur&text=Le%2024%20septembre%202021%2C%20la,des%20empreintes%20digitales%20(FAED)
https://www.cnil.fr/fr/fichier-automatise-des-empreintes-digitales-rappel-lordre-du-ministere-de-linterieur#:~:text=de%20l'Int%C3%A9rieur-,Fichier%20automatis%C3%A9%20des%20empreintes%20digitales%20%3A%20rappel%20%C3%A0%20l'ordre,du%20minist%C3%A8re%20de%20l'Int%C3%A9rieur&text=Le%2024%20septembre%202021%2C%20la,des%20empreintes%20digitales%20(FAED)
https://www.cnil.fr/fr/fichier-automatise-des-empreintes-digitales-rappel-lordre-du-ministere-de-linterieur#:~:text=de%20l'Int%C3%A9rieur-,Fichier%20automatis%C3%A9%20des%20empreintes%20digitales%20%3A%20rappel%20%C3%A0%20l'ordre,du%20minist%C3%A8re%20de%20l'Int%C3%A9rieur&text=Le%2024%20septembre%202021%2C%20la,des%20empreintes%20digitales%20(FAED)
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diizenledigi veri sorumlularimin ve isleyenlerin ylikiimliiliikleri bu ilkenin bir

yansimast niteligindedir".

Bu baglamda sayilabilecek son ilke sorumluluk ilkesidir ve GDPR m. 5(2)
altinda diizenlenmis bulunmaktadir. Buna gore veri sorumlusu tiiziik altinda sayilan
bu ilkelere uyumundan sorumlu olmali ve uyumlulugunu gosterebilecek durumda
olmalidir. Bu ilke de KVKK’da agikg¢a bir ilke olarak gosterilmemis olsa da veri
sorumlusunun idari, cezai ve hukuki sorumlulugunun kanunun farkli yerlerinde
diizenlenmesi ve sakli tutulmasi sorumluluk ilkesinin yansimalarmin KVKK’da da

bulundugunu géstermektedir!’®.

ii. Veri Islemenin Hukuka Uygunluk Halleri
KVKK’da oldugu gibi GDPR altinda da asil olan veri islemenin hukuka aykir
olmasidir. Ancak tiiziiglin 6n gordiigii hukuka uygunluk halleri ve ilkeler ile uyumlu
olmas1 durumunda veri isleme faaliyeti hukuka uygun hale gelebilir!’’. Bu hukuka
uygunluk halleri arasinda bir hiyerarsi bulunmamaktadir'’®, KVKK ile GDPR
karsilastirildiginda sayilan hukuka uygunluk hallerinin biiylik oranda paralel oldugu

gortliir.

1. Tdlgilinin Rizas1

Veri isleme faaliyetini hukuka uygun hale getiren ilk hal ilgili kisinin rizasinin
alinmasidir. Madde lafzinda acikg¢a belirtilmemis olsa dahi rizanin veri isleme faaliyeti
baslamadan alinmas1 gerektigi kabul edilmektedir!’®. Elbette bu noktada rizanmn hangi
nitelikleri tagimasi gerektigi tartismasi yapilabilir. Tiziige bakildiginda GDPR m.
4(1)(11)’de rizaya iliskin bir tanim getirildigi goriiliir. Bu tanimdan rizanin dort
kiimiilatif unsuru oldugunu sdylemek miimkiindiir. Bunlar 6zgiir irade ile verilme,
belirli olma, bilgilendirmeye dayanma ve tereddiide yer birakmayacak sekilde verilmis

olmadir!®,

175 Terwangne, GDPR Commentary Article 5, s. 318.

176 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 51. Benzer yonde agiklamalar icin bkz.
Diilger, Kisisel Verilerin Korunmasi1 Hukuku, s. 210-211.

17 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 51. Bu bakimdan GDPR ’1n tahdidi bir
liste 6ngordiigiinii sdylemek miimkiindiir, bkz. Kotschy, GDPR Commentary Article 6, s. 325, 329.
178 Kotschy, GDPR Commentary Article 6, s. 329.

119 WP29, “Article 29 Working Party Guidelines on consent under Regulation 2016/679”, 17/EN
WP259 rev.01, 28 Kasim 2017 (Guideline on Consent), s. 17.

180 Lee A. Bygrave/Luca Tosoni, “Article 4(11). Consent”, The EU General Data Protection
Regulation (GDPR) A Commentary (editorler: Christopher Kuner/Lee A. Bygrave/Christopher
Docksey, yardimcr editdr: Laura Drechsler), First Edition, Oxford: Oxford University Press, 2020
(GDPR Commentary Article 4(11)) s. 181.
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Tanim tizerinden gidilirse ilk olarak rizanin iglemeye iligkin biitiin aktiviteleri ve
biitiin amagclar1 kapsamasi gerekir. Dolayisi ile bir hizmet i¢inde birden fazla veri
isleme faaliyeti yiiriitiiliiyorsa veya isleme faaliyeti farkli amaclar i¢in yapilacak ise

181

bunlar i¢in ayr1 ayr1 riza alinmasi gerekir Bunun yaninda tliziiglin giris

paragraflarinda rizanin acik bir olumlu eylemle yapilmas: gerektigi vurgulanmistir'®?,

Verilen rizanin gegerli olmasi i¢in riza beyani verilmeden once ilgili kisinin
yeterince bilgilendirilmis olmasidir. Bu hususun GDPR m. 5(1)(a)’da diizenlenen
seffaflik ilkesinin bir yansimasi oldugu soylenebilir'®. Yeterli bilgilendirme
yapilmadan alinan riza veri isleme faaliyetini hukuka uygun hale getirmeyecektir.
Tiiziik bilgilendirme faaliyetinin yerine getirildiginin kabul edilmesi i¢in asgari olarak
hangi hususlarin ilgili kisiye acgiklanmasi gerektigini belirtmis degildir.
Bilgilendirilmis bir riza agiklamasi yaptigini temin etmek icin ilgili kiginin en azindan
veri sorumlusunun kimligini ve isleme faaliyetinin amaglarini bilebiliyor olmasi
gerekir'®, Ornegin Fransiz Kisisel Veri Otoritesi (Commission nationale de
l'informatique et des libertés [CNIL]) verdigi bir kararda ¢erezlerin kullanimina dair
talep edilen iznin ¢erezlerin kullanimmna dair bir bilgi icermemesi nedeniyle ilgili
kisiyi yeterince aydimlatmadigina karar vermistir'®. Buna paralel olarak Madde 19
Calisma Grubu (WP29) bilgilendirme faaliyetinin icermesi gereken asgari unsurlari
saymistir. Bunlar sorumlunun kimligi, her islemenin amaci, toplanacak ve kullanilacak
bilgilerin tiirli, rizanin geri ¢ekilebilecegi hakkinin varligi, otomatik karar verme
stirecinin kullanilmasi hakkinda bilgilendirme, uygunluk karar1 ve uygun korumalarin

yoklugu durumunda veri aktarimmin igerebilecegi risklerdir'®. Benzer hususlarm

181 GDPR, Giris, 932. ilgili kisiye bu faaliyetler igin ayri ayri riza gdsterme imkaninin taninmamasi
rizanin ilgili kisinin 6zgiir iradesine dayanmadig1 dolayisi ile gegersiz oldugu sonucunu dogurabilir,
bkz. WP29, Guideline on Consent, s. 10; Kosta, GDPR Commentary Article 7, s. 352.

182 DPD’nin rizanmn tanimina iliskin 2(h) maddesinin lafz1 ile karsilastirildiginda GDPR’1n rizanin
acikea terriidiide yer birakmayacak ve aktif bir eylemle ortaya konmasini aramast iki yeni vurgudur,
bkz. Bygrave/Tosoni, GDPR Commentary Article 4(11), s. 177. Ancak yine de GDPR ile DPD’nin
riza bakimindan paralel sartlar getirmis oldugu kabul edilmektedir, bkz. Bygrave/Tosoni, GDPR
Commentary Article 4(11), s. 181.

183 Bygrave/Tosoni, GDPR Commentary Article 4(11), s. 184.

184 GDPR, Giris, 942; Kosta, GDPR Commentary Article 7, s. 351.

185 CNIL, “Cookies : sanction de 60 millions d’euros a 1’encontre de GOOGLE LLC et de 40 millions
d’euros a l’encontre de GOOGLE IRELAND LIMITED”, 10 Aralhk 2020,
https://www.cnil.fr/fr/cookies-sanction-de-60-millions-deuros-lencontre-de-google-llc-et-de-40-
millions-deuros-lencontre-de (erisim tarihi: 8.7.2022). CNIL tarafindan verilen ceza daha sonra Fransiz
Danistay’1 tarafindan da onanmstir, bkz. CNIL, “Cookies : le Conseil d’Etat valide la sanction de 2020
prononcée par la CNIL contre Google LLC et Google Ireland Limited”, 28 Ocak 2022,
https://www.cnil.fr/fr/cookies-le-conseil-detat-valide-la-sanction-de-2020-prononcee-par-la-cnil-
contre-google (erisim tarihi: 8.7.2022).

18 WP29, Guideline on Consent, s. 13.


https://www.cnil.fr/fr/cookies-sanction-de-60-millions-deuros-lencontre-de-google-llc-et-de-40-millions-deuros-lencontre-de
https://www.cnil.fr/fr/cookies-sanction-de-60-millions-deuros-lencontre-de-google-llc-et-de-40-millions-deuros-lencontre-de
https://www.cnil.fr/fr/cookies-le-conseil-detat-valide-la-sanction-de-2020-prononcee-par-la-cnil-contre-google
https://www.cnil.fr/fr/cookies-le-conseil-detat-valide-la-sanction-de-2020-prononcee-par-la-cnil-contre-google
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asagida incelenecek olan ilgili kisinin bilgi alma hakki (GDPR m. 13 ve 14) ile paralel

oldugunu s6ylemek miimkiindiir.

Bilgilendirme faaliyetinin nasil yerine getirilecegi hususunda bir kisitlama
Ongoriilmiis degildir. Bu bakimdan bilgilendirmenin yazili ve sozlii olarak veya sesli
veya video mesajlar ile yapilmasi miimkiindiir'®’. Riza talebinin GDPR m. 7(2)
uyarinca baska hususlar1 da ilgilendiren ve yazili olarak alinan riza beyanlar icin
talebin diger meselelerden agikca ayrilacak, kolayca anlasilabilir ve ulagilabilir
bigimde agik ve sade bir dille yapilmasi gerekir. Oyle ki talebin icerigi hukuk¢u
olmayan biri tarafindan dahi kolayca anlagilabiliyor olmalidir. Veri sorumlusu bu
hususta verisini isleyebilecegi muhtemel kitlenin 6zelliklerini de dikkate almak
durumundadir. Ornegin eger heniiz ergin olmamis bireylerin verisinin islenmesi séz
konusu olacaksa bilgilendirmenin de kiiciiklere uygun olarak yapilmis olmasi

gerekir'e®,

Veri igsleme faaliyetine riza gosterme ile paralel yiiriiyen bir hak olarak rizanin
geri ¢cekilmesi hakki da ilgili kisiye verilmis durumdadir. GDPR m. 7(3) uyarinca ilgili
kisinin verdigi rizay1 geri ¢ekebilmesi her zaman miimkiindiir. Rizanin geri ¢ekilmis
olmas1 o zaman kadar yapilan isleme faaliyetini hukuka aykir1 hale getirmeyecektir'®®.
Doktrindeki bir goriis rizanin geri ¢ekilmesi hakkinin GDPR’daki amacin smirh
olmasi ilkesi ile de paralel oldugunu savunmaktadir. Buna gére GDPR m. 6(1)(a)’da
diger hukuka uygunluk nedenlerinden farkli olarak amacin sinirliligi hakkinda 6zel bir
diizenleme bulunmasa da GDPR m. 7(3) rizanin geri ¢ekilebilmesi ile bir sinir ¢izmis

190

olur ve madde 6(1)(a)’y1 bu sekilde tamamlar Veri sorumlusunun ilgili kisiyi

rizasim geri cekme hakkinin bulundugu yoniinde de bilgilendirmesi gerekir®®:,

Rizanin 6zgiir bicimde verilmesi i¢in ise ilgili kisiye serbest bir se¢cim hakki

taninmas1 ve kisiye zarara ugramadan rizasim1 ¢ekebilme imkanimin saglanmasi

187 WP29, Guideline on Consent, s. 13; Eleni Kosta, “Article 7. Conditions for consent”, The EU
General Data Protection Regulation (GDPR) A Commentary (editorler: Christopher Kuner/Lee A.
Bygrave/Christopher Docksey, yardimeci editor: Laura Drechsler), First Edition, Oxford: Oxford
University Press, 2020 (GDPR Commentary Article 7) s. 350.

18 WP29, Guideline on Consent, s. 14.

189 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 53; WP29, Guideline on Consent, s.
22.

190 Martin Schmidt-Kessel, “Right to Withdraw Consent to Data Processing —~The Effect on the
Contract”, Data as Counter-Performance — Contract Law 2.0? (editorler: Sebastian Lohsse/Reiner
Schulze/Dirk Staudenmayer), 1. Baski, Almanya: Nomos, 2020 (Consent Withdrawal and the
Contract), s. 139.

191 Kosta, GDPR Commentary Article 7, s. 351.
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gerekir®, Eger ilgilinin kisinin rizasmi geri ¢ekmesi igin riza gostermesi igin
gerekenden daha fazla asama 6n goriilmiisse bu durumda tiiziige aykirt olacaktir.
Ornegin CNIL kisisel verinin islenmesine onay verme ve vermeme siire¢lerinin ayni
kolaylikta olmamasi durumunda (6rnegin tek bir tikla isleme onay1 verilmesi
gerekirsen, onayin verilmemesi i¢in birkag basamakli bir islem yapilmasi gerekiyorsa)

rizanin dzgiir iradeye dayandigmin sdylenemeyecegine karar vermistir'®?

. Ayrica riza
taraflarin miizakere edemeyecekleri sartlar arasinda konmussa veya herhangi bir
sekilde ilgili kisi kendini riza gostermeye mecbur hissediyorsa bu durumda 6zgiirce
verilmis bir rizadan bahsedilemez. Bu degerlendirmede veri sorumlusu ve ilgili kisi
arasindaki durum da dikkate alinacaktir’®. Ornegin ise alim siirecinde iki taraf
arasinda bir gii¢ dengesizligi vardir. Zira is basvurusunun reddedilmesinden ¢ekinen
bir kisinin igverenin taleplerini kolay kolay reddetmesi miimkiin degildir. Bu ylizden
is¢i-igveren iligkilerinde veri isleme faaliyetinin rizaya dayandirilmasi pek miimkiin
gozilkmemektedir. Ancak istisnai hallerde isverenin rizaya dayanarak veri isleme
faaliyetini yerine getirmesi miimkiindiir!®. Burada dikkat edilmesi gereken husus
sudur, sayet isverenin isleme faaliyeti icin GDPR m. 6(1)(f)’de diizenlenen mesru
menfaat Olgltiinii karsilayacak kadar bir menfaati yoksa bunun arkasini is¢isinin

rizasini alarak dolanamamalidir®®®,

Ayrica sézlesmenin ifasi i¢in gerekli olmamasina ragmen rizanin bu s6zlesmeye
iliskin kabul beyanina baglanmasi, bagka bir deyisle ilgili kisinin sézlesme konusu
hizmetten yararlanabilmesi i¢in verilerinin iglenmesine riza gostermesinin gerekmesi
halinde de 6zgiirce verilen bir rizadan s6z etmek zor olacaktir. Bu hususun “ayrica
dikkate alinacagi” agikgca GDPR m. 7(4)’te ifade edilmis bulunmaktadir. Bu noktada
talep edilen riza beyaninin sézlesmenin ifasi ile iliskisi degerlendirilecektir. Buna gore
riza ile sozlesmenin ifasinin amaci arasinda dogrudan ve objektif bir baglanti
olmamasina ragmen rizanin talep edilmesi halinde rizanin 6zgiirce verilmedigi karine

olarak kabul edilecektir®. Piyasaya benzer bir hizmetin veri isleme faaliyetine riza

192 GDPR, Giris, 142; WP29, Guideline on Consent, s. 5; Bygrave/Tosoni, GDPR Commentary
Article 4(11), s. 182.

193 CNIL, “Cookies : la CNIL sanctionne GOOGLE & hauteur de 150 millions d’euros”, 6 Ocak 2022,
https://www.cnil.fr/fr/cookies-la-cnil-sanctionne-google-hauteur-de-150-millions-deuros (erisim tarihi:
8.7.2022).

194 \WpP29, Guideline on Consent, s. 5.

195 WP29, Guideline on Consent, s. 7.

1% Kotschy, GDPR Commentary Article 6, s. 330.

197 «“Consent is presumed not to be freely given if it does not allow separate consent to be given to
different personal data processing operations despite it being appropriate in the individual case, or if


https://www.cnil.fr/fr/cookies-la-cnil-sanctionne-google-hauteur-de-150-millions-deuros
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gosterme zorunlulugu olmadan bagka bir veri sorumlusu tarafindan sunulmasi,
verecegi hizmeti ilgili kisinin rizasina baglayan veri sorumlusunun ilgili kisiye
ozgiirce segme hakki tamidigi anlamma gelmeyecektir!®. Buna karsmn GDPR m.
7(4)’iin mutlak bir yasak koymadigini da vurgulamak gerekir. Gerek madde lafzindaki
“ayrica dikkate alinma” gerek de 43. paragraftaki “karine olarak kabul edilir” ifadesi
sOzlegmenin ifas1 i¢in gerekli olmamasina ragmen alinan riza beyanlariin da 6zgiirce
verilmis olabilecegine isaret etmektedir!®. Keza WP29 her ne kadar bu durumun
istisnai nitelik tasiyacagini sdylese de rizanin ifa i¢in gerekli olmasa bile talep edildigi
bazi durumlarda da 6zgiir olarak alindigindan bahsedilebilecegini s6ylemistir. Ancak
her halde rizanin Ozgiir bicimde verildigini ispatlama yiikkii veri sorumlusu

200

lizerindedir Elbette GDPR m. 7(4)’iin kapsamina giren bir durumda veri

sorumlusunun 6zgiir rizay: ortaya koymasi ¢ok daha zorlasacaktir??,

Bu hiikiim asagida ele alinacak olan veri islemenin s6zlesmenin ifasi i¢in gerekli
olmasi sarti ile karigma riskini tagir. Ayn1 KVKK’da oldugu gibi GDPR altinda da veri
islemenin 1ilgili kisi ile veri sorumlusu arasindaki bir sdzlesmenin ifas1 i¢in gerekli
olmasi agik rizadan ayri bir hukuka uygunluk nedeni olusturmaktadir. Bu bakimdan
eger veri isleme faaliyeti sozlesmenin ifasi i¢in gerekli ise agik rizadan ziyade
sozlesmenin ifasi igin gerekli olma sartina dayanmak daha anlamli olacaktir?®?, DPD

doneminde de giindeme gelmis bu husus hakkinda WP29 bu iki maddenin birbiri igine

the performance of a contract, including the provision of a service, is dependent on the consent despite
such consent not being necessary for such performance.” bkz. GDPR, Giris, §43. Ilgili kisinin s6zlesme
yapmis oldugu veri sorumlusunun pazardaki giicii de bu noktada degerlendirilebilir. Ornegin Alman
Federal Rekabet Kurumu (Bundeskartellamt) Facebook tarafindan kullanim kosullarina konan bazi
maddelerin GDPR m. 6(1)(a) sartlarin1 saglayan bir riza beyani olarak degerlendirilmesinin miimkiin
olmadigini, ¢iinkii Facebook’un pazardaki hakim durumu dikkate alindiginda kullanicilarin etkin bir
riza gostermek icin degil, Facebook hizmetlerinden yararlanabilmek i¢in bu kosullara onay verdigini
soylemistir, bkz. Bundeskartellamt, Facebook, s. 10.

1% WP29, Guideline on Consent, s. 9-10. Bu yonde agiklamalar icin bkz. Cekin, Kisisel Verilerin
Korunmasi Hukuku, s. 93.

199 Bygrave/Tosoni, GDPR Commentary Article 4(11), s. 183; Kosta, GDPR Commentary Article
7,s.352.

200 Kosta, GDPR Commentary Article 7, s. 349.

201 WP29, Guideline on Consent, s. 9. Bunun giiriitiilmesi kolay olmayan bir karine oldugu hakkinda
bkz. Kosta, GDPR Commentary Article 7, s. 352. Bu konuda verilen bir diger 6rnek hastalarla yapila
klinik c¢aligmalarda alinan rizadir. Esasinda burada hasta ile klinik arasinda bir giic farki yer
almamaktadir ancak rizay1 veren hastanin bir hastaliktan mustarip olmast onun durumunu daha kirilgan
kilabilecegi i¢in rizasinin gegerlililigi sorgulanabilir hale gelebilir, bkz. Bygrave/Tosoni, GDPR
Commentary Article 4(11), s. 182.

202 \WP29, Guideline on Consent, s. 8.
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gecen degil daha ¢cok dogru orta noktanin bulunmasinda kullanilabilecek iki ayr1 arag

oldugunu sdylemistir?®,

Bunun yaninda rizanin belirli bir veri isleme faaliyetine iliskin olmas1 gerekir.
Baska bir deyisle ilgili kisi genel geger bir sekilde verilerinin biitiin isleme
faaliyetlerine agik oldugunu beyan ederse bu tiiziik kapsaminda riza olarak
degerlendirilmeyecektir?®. Bu bakimdan islemenin amacinin 6zellestirilmesi ve riza
i¢in saglanan bilgilerin diger baz1 bilgilerden ayristirilarak verilmesi gerekir. Ilgili kisi

veri isleme amaci ne ise onun i¢in ayrica riza gostermelidir®®.

Riza yazili, elektronik (6rnegin bir kutucugun isaretlenmesi ile) yahut sozlii
olarak alinabilir?®. Burada énemli olan husus ilgili kisinin rizasini aktif bigimde
gostermesidir. Keza yukarida bahsi gegen paragraf uyarinca ilgili kisinin sessiz
kalmasi, Onceden isaretlenmis bir kutucuktan isaretin kaldirilmamasi gibi pasif
davramslar riza yerine gegmeyecektir?®’. ilgili kisinin verilerinin islenmesine riza
gosterdigi tereddiide yer birakmayacak bigimde ortaya konulabiliyor olmalidir?®,
Daha 6nce de vurgulandig i¢in ilgili kisinin veri sorumlusunun sundugu hizmetten
yararlanmak i¢in veri sorumlusu ile arasindaki sozlesme icin kabul beyaninda
bulunmasi ile verilerinin islenmesi icin acikladig1 riza birbirinden farkli olmalidir®®.
Bununla beraber riza metninin veri sorumlusu tarafindan hazirlanmasi miimkiindiir.
Ancak bu metnin anlagilabilir, kolayca ulasilabilir bir sekilde, agik ve sade bir dille
hazirlanmasi, hakkaniyete aykiri hiikiimler icermemesi esastir?'®. KVKK’da oldugu
rizanin alindigini ispatlama kiilfeti veri sorumlusuna yiiklenmistir?!*, Bunun GDPR

altinda gecerli olan hesap verilebilirlik ilkesinin bir goriiniimii oldugu sdylenebilir?*2,

Riza bakimindan GDPR’1mm KVKK’da yer almayan bir diizenlemesi de taraflar

arasinda bir giic dengesizligi oldugu zaman ilgili kisinin verdigi rizasinin gegersiz

208 WP29, “Article 29 Working Party Overview of results of public consultation on Opinion on
legitimate interests of the data controller”, 14 Kasim 2014 (Opinion 06/2014), s. 6.

204 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 53.

205 \WP29, Guideline on Consent, s. 11-12.

206 GDPR, Giris, 32.

207 GDPR, Giris, 932; Bygrave/Tosoni, GDPR Commentary Article 4(11), s. 185.

208 WP29, Guideline on Consent, s. 15.

209WP29, Guideline on Consent, s. 16. Bu sekilde sézlesmeye baglanan riza beyaninin zgiir bigimde
verildiginin siipheli olacagi hakkinda bkz. Kotschy, GDPR Commentary Article 6, s. 330. Bu hususun
sozlesme hukuku bakimindan icap ve kabul beyanlar ile iligkisi tartigmalari i¢in bkz. bolim IL.D., s.
113 vd.

210 GDPR, Giris, 742.

211 GDPR, Giris, 942; Cekin, Kisisel Verilerin Korunmasi Hukuku, s. 89-90.

212 \WP29, Guideline on Consent, s. 9.



44

sayllmasidir. Tiziigiin giris kismindaki ilgili paragraf uyarinca ornegin bir tarafin
kamu kurumu oldugu ve somut olaym kosullar1 geregince rizanin 6zgiir irade ile
verildigine iligkin bir siiphe oldugunda rizanin gegerli olmadigina karar verilecektir.
Isci-isveren iliskisinde vurgulanan hususun bir benzer burada da mevcuttur. Sayet
kamu kurumunun GDPR m. 6(1)(e)’yi karsilayacak bir zorunlulugu yoksa bunun
arkasini ilgilinin rizas: ile dolanmasi da korunmayacaktir?®. Ancak yine de kamu
kurumlarinin agik rizaya dayanabilecegi bazi durumlar olabilir. Ornegin uzun
siirebilecek bir yol calismasi hakkinda e-mail almak isteyen vatandaglar1 icin
belediyenin acik rizaya dayanarak e-posta adreslerini toplamasi boyledir. Ciinkii e-
posta adresini vermek tamamen ilgili kisiye kalmistir ve e-postasini vermeyenler
onemli bir kamu hizmetinden mahrum kalmamaktadirlar ve ilgili bilgilendirmeyi

belediyenin internet sitesinden de bulabilmektedirler?4,

Rizanin bircok baska meseleyi de igeren bir dokiimanin i¢inde alinmaya
caligilmasi istenen bir durum degildir. Bunun kabul edilebilecegi hallerde dahi, veri
islenmesi icin riza talebini iceren kismin belgenin geri kalanindan kolayca ayirt

edilebilir bir sekilde diizenlenmesi gerekir?®,

Cocugun rizasint GDPR’da ayr1 bir madde ile diizenlemistir. Bu maddenin
uygulanmasi i¢in ¢ocugun sadece pazarlama veya profilleme gibi faaliyetlere konu
olmas1 gerekmez, genis anlamda verilerinin toplaniyor olmasi bu maddenin
uygulanmast igin yeterlidir?'®. Tiiziik m. 8(1) uyarinca on alt1 yasindan kiigiik olan ve
biiyiik olan ilgili kisiler i¢in iki ayr1 rejim benimsemistir. On alt1 yagindan biiyiik
cocuklarin bilgi toplumu hizmetlerinden dogrudan yararlanabilmesi miimkiindiir.
Ancak on alt1 yasindan kiigiik ¢ocuklarin verileri i¢in veri isleme faaliyetinin hukuka
uygun olmasimin tek olanagi ancak ¢cocugun yasal temsilcisinin riza gostermesidir.
Veri sorumlusu ¢ocugun verisini islerken rizanin yasal temsilci tarafindan verildigini

temin etmek i¢in makul ¢abay1 gostermek zorundadir.

Yukarida da ele alindigr gibi KVKK’da bu kavram “agik riza” olarak

adlandirilmigtir. GDPR kapsaminda ise acik riza kavraminin normal veri isleme

213 Bkz. dpn. 196.

214 GDPR, Giris, 143; WP29, Guideline on Consent, s. 6.
215 WP29, Guideline on Consent, s. 15.

216 GDPR, Giris, 938.
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faaliyetleri i¢in alman rizadan daha farkli bir anlamu vardir®!’. Tiiziik altinda agik riza
0zel nitelikli verilerin iglenmesi, uygun korumalarin yoklugunda yurtdigina aktarim,
profillemeyi de igeren otomatik karar verme mekanizmalarmin kullanilmasi
bakimindan aranmistir. Aslinda bakilirsa tiiziik altinda alinan olagan riza i¢in dahi
beklenen ozellikler oldukga niteliklidir. Ancak agik riza i¢in bir adim daha ileri
gidilmesi gerekir. Ornegin ilgili kisinin bir form doldurmast, r1za beyanimni ifade eden
bir mail atmasi, yazili olarak rizasini agiklamasi hatta ispatlamasi zor olsa bile sozlii
beyanda bulunulmasi gibi durumlarda acik rizada bulunuldugu sonucuna varilir®®®,

Dikkat edildigi tizere bu sefer ilgili kisinin aktif katiliminin derecesi biraz daha

yiikseltilmistir.

Alinan rizanin ne kadar siire boyunca gecerli kalacagi hususunda tiiziikte acik
bir diizenleme bulunmamaktadir. Buna karsin veri igleme faaliyetinin dnemli 6l¢iide

degistigi yeniden riza alinmasi1 gerekecektir?®®,

2. Sozlesmenin Kurulmas: veya ifas1 i¢cin Gerekli Olmasi

Acik riza kavraminda oldugu gibi diger hukuka uygun halleri bakiminda da
GDPR ile KVKK arasinda benzerliklerin yogun oldugu gériiliir. Ornegin sézlesmenin
kurulmasi ve ifas1 (GDPR m. 6(1)(b) — KVKK m. 5(2)(c))?®° iki diizenlemede de
karsimiza ¢ikan hukuka uygunluk nedenlerindendir. Bu ¢alismanin konusu ile
dogrudan iligkili oldugu i¢in veri islemenin s6zlesme i¢in gerekli olmasi hali tizerinde
ayrica durulacaktir. Aynm1 KVKK’da oldugu gibi tiiziik de veri sorumlusu ve ilgili kisi
arasinda bulunan bir s6zlesmenin hem kurulmasi hem de ifas1 i¢in kisisel verilerin
islenmesinin gerekli oldugu durumlarda ilgili kisinin rizas1 bulunmasa bile veri isleme

221

faaliyetinin hukuka uygun olacagini kabul etmistir Mlgili kisinin rizasin

217 Bygrave/Tosoni, GDPR Commentary Article 4(11), s. 185. “Ag¢ik 1iza” kavramimm GDPR
terminolojisi ile karsilastirildiginda muglak bir terim oldugu yoniinde elestiriler hakkinda bkz. Diilger,
Kisisel Verilerin Korunmasi Hukuku, s. 140-141. Ayrica doktrinde bir goriis KVKK’nin her veri
isleme faaliyeti i¢in “acik riza” aramig olmasinin 6l¢lisiiz oldugu elestirisini getirmistir, bkz. Cekin,
Kisisel Verilerin Korunmasi Hukuku, s. 85.

218 WP29, Guideline on Consent, s. 18. Acik rizanin bir kutucugun isaretlenmesi ile alinmasi halen
daha miimkiindiir. Ancak bu durumda isaretlenecek kutucuk “Verimin islenecegi benim icin acgiktir”
gibi bir ifade yerine “Verilerimin islenmesine riza gdsteriyorum” gibi acik bir ifadeye yer verilmelidir.
Bunun disinda kisinin e-imzasi ile riza vermesinin talep edilmesi, iki agamali riza gibi yontemlerle acik
riza temin edilebilir, bkz. WP29, Guideline on Consent, s. 19.

219 \WP29, Guideline on Consent, s. 21.

220 Eger soz konusu sozlesme daha sonra kurulamazsa ilgili verilerin silinmesi yahut ilgili kisiye iade
edilmesi gerekir, bkz. Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 61

221 Bu husus ilgili kisinin veri isleme faaliyetine iligkin rizasim ortadan kaldirmasi dolayisi ile rizadan
dogan haklarin da kullanilmasina engel olacag: elestirilmistir, bkz. Josef Drexl, Data Access and
Control In The Era Of Connected Devices, Study on Behalf of the European Consumer Organisation
BEUC, https://www.beuc.eu/sites/default/files/publications/beuc-x-2018-
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gerektirmemesi sebebiyle doktrinde bu hukuka uygunluk nedeninin kisisel verinin
sOzlesmenin kars1 edimi gibi sunuldugu halleri dislayacak bicimde dar algilanmasi
gerektigi savunulmustur???, Buna gore ilgili kisinin de faydalandig1 bigimde 6rnegin
iriiniin diizglin ve gilivenli bigimde ¢aligmasini saglamak i¢in toplanan verilerin
islenmesi i¢in ilgili kisinin rizas1 gerekmeyecektir. Bu noktada veri sorumlusundan s6z
konusu veri isleme faaliyeti olmadan sézlesmenin ifasinin ger¢eklesmesinin neden
miimkiin olmadigini ortaya koyabiliyor olmas1 beklenir??. Sézlesme icin gerekli olma

224 Ancak eger veri sorumlusu bu

sartinin dar algilanmas1 gerektigi savunulmaktadir
verileri sozlesmesel gerekliligin disina ¢ikarak kendi amaclari i¢in kullanmak isterse
bu durumda ilk bagsta verileri GDPR m. 6(1)(b)’ye gore toplamis olsa dahi bu hukuka
uygunluk nedenine dayanamaz. Bu yiizden baska amaglar i¢in verileri kullanmak
isteyen veri sorumlusunun baska bir hukuka uygunluk nedeni bulmadig: siirece ilgili

kisinin rizasini almas1 yani GDPR m. 6(1)(a)’ya dayanmas: gerekir??.

Veri isleme faaliyetinin s6zlesmenin gereklerine dayanmasi bakimindan énemli
bir tartisgma sdzlesmenin yerine getirilmesi bakimindan 6(1)(b)’nin sadece veri
sorumlusunun sozlesmesel bor¢larina mi1 uygulanacagi yoksa ilgili kisinin
sozlesmeden dogan borglart igin de bu hiikkmiin uygulanmasimin miimkiin olup
olmayacagidir. Maddenin lafzindan veri sorumlusu ve ilgili kisi arasinda yapilan kesin
bir ayrim goriilmemektedir. Bu bakimdan 6(1)(b)’nin her iki tarafin yiikiimliiliikklerine
de uygulanabilecegi savunulabilir. Ancak, GDPR’1n giris kismina bakildiginda ilgili
kisinin bor¢larindan degil, ilgili kisinin tarafi oldugu bir sézlesmenin ifasindan
bahsedildigi goriilmektedir. Keza doktrinde madde lafzinin ikinci kisminda sézlesme
Oncesi goriismelerde genelde veri sorumlusunun yiikiimliiliikleri olacag: diistiniilerek
6(1)(b)’nin sadece veri sorumlusunun sézlesmesel sorumluluklarini kapsadiginin iddia
edilebilecegi sdylenmistir. Doktrindeki genel kani da 6(1)(b)’nin hilkmiin getirilis
amacit ve yapist geregi dar yorumlanarak sadece veri sorumlusunun borglarina

uygulanmasinin daha isabetli olacagi yoniindedir. Aksinin kabulii halinde aslinda ilgili

121 data_access_and_control_in_the area_of connected_devices.pdf (erisim tarihi:  5.8.2022)
(Connected Devices), s. 128. Gergekten de GDPR m. 6(1)(b)’ye dayanan bir isleme faaliyetinin 6niine
gecmek i¢in ilgili kisi ancak s6z konusu sdzlesmeyi sona erdirme yoluna gidebilir, bkz. Kotschy, GDPR
Commentary Article 6, s. 331.

222 Drexl, Connected Devices, s. 128-129; European Paliament, Contracts For The Supply Of Digital
Content, s. 9.

223 Kotschy, GDPR Commentary Article 6, s. 331.

224 \WP29, Guideline on Consent, s. 8.

225 DrexI|, Connected Devices, s. 129.


https://www.beuc.eu/sites/default/files/publications/beuc-x-2018-121_data_access_and_control_in_the_area_of_connected_devices.pdf
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kisinin rizasinin alinmasi gereken ¢ogu durumda 6(1)(b)’ye dayanilacagindan, 6(1)(a)
hiikmiiniin amacinin i¢i bosaltimis olur??®. Bu minvalde ileri siiriilen ikinci bir goriis,
6(1)(b)’nin sadece veri isleme faaliyetinin sézlesmenin yan bir unsuru oldugunda
uygulanacagini soylemektedir. Bagka bir deyisle bu goriis uyarinca eger sézlesmenin
ana konusu zaten veri igleme faaliyetinin kendisi ise 6(1)(b)’ye dayanmak miimkiin

olmayacaktir??’,

Doktrinde dolayl ag etkileri de ayrica ele alinmistir. Ag etkisi bir hizmetin bir
hizmetin yeni kullanicilarin eklenmesinin o hizmetten zaten yararlanan kisiler igin
hizmetin degerini arttirmasi olarak tanimlanabilir?®, Dolayli ag etkisi ise mal veya
hizmetlerin kullanimmin ortaya c¢ikarttigi yan iriinlerin esas mal veya hizmetin
degerini arttirmasini ifade eder. Bu iirlin veya hizmetleri ne kadar ¢ok kisi kullanirsa
bu yan iiriinler o kadar artacag: igin dolayli ag etkisi giiglenecektir??®. Bu hususu daha
sonra ayrica izah edilecek olan “veri ¢ekimi” sorunu ile beraber ele almak gerekir?°.
Mesela kullanicisinin davranislarini isleyen bir algoritma ile bu kisinin zevkleri daha
iyl tespit edilip ona begenebilecegi igeriklerin sunulmasi veri ¢ekimine bir érnek
olabilir. Uygulama ne kadar ¢ok kullanilirsa (dolayis1 ile ne kadar ¢ok veri islerse),
kullanicist i¢in o kadar isabetli i¢erikler bulur. Bu bakimdan ag etkisi ile veri ¢ekimi
birbirini besleyebilir. Ag etkisi nedeniyle bir hizmete dahil olan kisiler o hizmetin veri
havuzunun genislemesine neden olurlar. Bu o hizmetin algoritmasinin daha da

gelismesine yardimci olur, daha iyi hizmet daha da ¢ok kullanici ¢eker ve ag etkisi

bliylir.

Verilerin bu amaglar ile kullanilmasi durumunda GDPR m. 6(1)(b)’ye dayanmak
yine miimkiin olacaktir. Buna karsin verilerin kullaniciya reklam gosterilmesi i¢in

kullanilmas1 halinde artik bu hitkkme dayanilamayacak ve riza gibi baska bir hukuka

226 Paragrafta ileri siiriilen gerekgeler igin bkz. Schmidt-Kessel, Consent Withdrawal and the
Contract, s. 132-133. GDPR m. 6(1)(b)’nin dar yorumlanmasi gerektigi hakkinda bkz.
Bundeskartellamt, Facebook, s. 10.

227 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 134; Janeéek/ Malgieri, Data Extra
Commercium, s. 112.

28 «“Un effet de réseau est le phénomeéne par lequel ['utilisation d’un bien ou service par de nouveaux
utilisateurs augmente la valeur de ce méme bien ou service pour les utilisateurs déja existants.” Bkz.
Jean-Marc Zogheib, Effet de réseau, Dictionnaire de droit de la concurrence, Concurrences, Art. N°
12231, https://www.concurrences.com/fr/dictionnaire/effet-de-
reseau#:~:text=Un%20effet%20de%20r%C3%A9seau%20est,pour%20les%20utilisateurs%20d%C3
%A9j%C3%A0%20existants. (erisim tarihi: 14.04.2023) (Effet de réseau).

229 <] "effet de réseau indirect est ['effet de réseau par lequel ['utilisation d 'un bien ou service engendre
la production de biens complémentaires, ce qui va alors augmenter la valeur initiale de ce bien ou
service.” Bkz. Zogheib, Effet de réseau.

230 Bkz. boliim I1.A.4, s. 93 vd.


https://www.concurrences.com/fr/dictionnaire/effet-de-reseau#:~:text=Un%20effet%20de%20r%C3%A9seau%20est,pour%20les%20utilisateurs%20d%C3%A9j%C3%A0%20existants
https://www.concurrences.com/fr/dictionnaire/effet-de-reseau#:~:text=Un%20effet%20de%20r%C3%A9seau%20est,pour%20les%20utilisateurs%20d%C3%A9j%C3%A0%20existants
https://www.concurrences.com/fr/dictionnaire/effet-de-reseau#:~:text=Un%20effet%20de%20r%C3%A9seau%20est,pour%20les%20utilisateurs%20d%C3%A9j%C3%A0%20existants
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uygunluk nedeninin bulunmasi gerekecektir. Kullanicinin bu sekilde o uygulamalari
ticretsiz bi¢imde kullaniyor olmasi, bagka bir deyisle bu veri isleme faaliyetinden bir

sekilde istifade edebiliyor olmasi bu durumu degistirmeyecektir??.

3. Diger Hukuka Uygunluk Halleri

Bunun disinda veri sorumlusunun hukuki sorumlulugunun veri islenmeyi
gerektirmesi (GDPR m. 6(1)(c) — KVKK m. 5(2)(¢))?*?, veri sorumlusunun veya
ticlincii kisinin hayati derecede 6nemli bir menfaatinin korunmasi (GDPR m. 6(1)(d)
— KVKK m. 5(2)(d))?*, veri sorumlusunun mesru menfaati (GDPR m. 6(1)(f) —
KVKK m. 5(2)(f)) gibi hukuka uygun nedenlerinin birbirine paralel oldugu goriiliir?3*.
Omnegin ilgili kisinin veri sorumlusunun sundugu bir hizmetin miisterisi olmas1 yahut
onun hizmetinde calismasi halinde veri sorumlusunun mesru menfaati oldugu kabul
edilebilecektir. Veri sorumlusunun GDPR m. 6(1)(f) hiikkmiine dayanabilmesi i¢in
temelde iic incelemenin yapilabilecegini soyleyebiliriz. Ilk olarak veri isleme
faaliyetinin gerekliligine, ikinci olarak mesruluguna, ticlincii olarak bunlar ile ilgili
kisinin haklar1 arasindaki denge durumuna bakmak gerekecektir?®. Veri isleme
faaliyetinin gerekli olup olmadig1 incelemesinde veri sorumlusunun daha az miidahale
iceren bir isleme faaliyeti ile benzer bir sonuca ulagmasinin miimkiin olup olmadigi
degerlendirilecektir?®. Mesruluk incelemesinde ise veri sorumlusunun amacinin
hukuka uygun, yeterince agik, ger¢ek ve mevcut bir amaca temas edip etmedigi

inceleme konusu olacaktir?®’.

231 Drexl, Connected Devices, s. 129.

232 Soz konusu hukuki sorumluluk bir kamu kurumuna ait olabilecegi gibi 6zel kisinin hukuki
sorumlulugunu yerine getirmek igin veri igleme faaliyetini gergeklestirmesi madde kapsaminda
kalacaktir, bkz. Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 64. Ancak bu hukuki
sorumlulugunun sézlesmesel degil kanuni bir hiikkiimden dogmasi1 gerekir. Benzer bigimde yetkili bir
kamu otoritesinin drnegin kararina uyum saglamak icin veri isleme faaliyeti yapma da bu madde
kapsamindadir, bkz. Kotschy, GDPR Commentary Article 6, s. 332-333.

233 KVKK lafzinda bu hukuka uygun nedeni igin “Fiili imkdnsizlik nedeniyle rizasin agiklayamayacak
durumda bulunan veya rizasina hukuki gegerlilik taninmayan” Kisinin kisisel verisi bakimindan rizanin
aranmadan

234 GDPR, Giris, 147.

2% yaclav Janedek/Gianclaudio Malgieri, “Data Extra Commercium”, Data as Counter-Performance
— Contract Law 2.0? (editorler: Sebastian Lohsse/Reiner Schulze/Dirk Staudenmayer), 1. Baski,
Almanya: Nomos, 2020 (Data Extra Commercium), s. 113. Mesru menfaat incelemesi bakimindan
Tiirk hukukunda da benzer bir yontem onerilmistir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel
Veriler, s. 251.

23 By husus GDPR tarafindan “Kisisel veri sadece eger isleme amaci bagka makul bir yontemle yerine
getirilemiyorsa islenmelidir” ifadesi ile vurgulanmistir, bkz. GDPR, Giris, 939. Kotschy, GDPR
Commentary Article 6, s. 334.

237 JaneCek/ Malgieri, Data Extra Commercium, s. 113. Veri sorumlusunun salt ekonomik menfaatine
dayanarak GDPR m. 6(1)(f)’ye dayanmasi miimkiin degildir, bkz. Akkanat-Oztiirk, Kars1 Edim
Olarak Kisisel Veriler, s. 252.
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Buna karsin ilgili kisinin verisini alenilestirmesi?® ve bir hakkim tesisi,
korunmas: ve kurulmasi gibi KVKK’da bulunan hukuka uygunluk nedenlerine

GDPR’da kavramsal olarak yer verilmemistir?*°.

iii. GDPR Altinda Haklar ve Sorumluluklar
1. GDPR Altinda ilgili Kisinin Haklar
Tiiziigln t¢linci boliimiinde ilgili kisinin haklar1 sayilmis durumdadir. Asagida

bu haklarin igerigi ele alinacaktir.

a. llgili Kisinin Bilgi Alma Hakki

Tiiziik altinda taniman ilk hak ilgili kisinin bilgi edinme hakkidir. Ilgili kisinin
bilgi alma hakki GDPR m. 13 ve GDPR m. 14 hiikiimlerinde iki ayr1 maddede
diizenlenmistir. GDPR m. 13 verinin dogrudan ilgili kisiden alindig1 durumlar, GDPR
m. 14 ise verinin dogrudan ilgili kisiden alinmadig1 durumlar i¢in uygulanacaktir.
Bunun yaninda bilgi verme faaliyetinin yontemi de tiiziik tarafindan belirlenmis
bulunmaktadir. GDPR m. 12 uyarinca veri sorulusunun yukarida zikredilen maddeler
uyarinca bilgi verirken biitiinciil, seffaf, anlasilabilir ve kolayca ulasilabilir bir sekilde,
acik ve sade bir dil kullanmasi gerekir. Veri sorumlusu bilgilendirmeyi yazili olarak
yapabilecegi i¢in elektronik olarak da yapabilir. Bunun yaninda bagka sekillerde ilgili
kisinin tespit edilebilmesi ve ilgili kisi tarafindan talep edilmesi durumunda bilginin
s0zlii olarak verilebilmesi miimkiindiir. Hatta veri sorumlusu isleme faaliyeti hakkinda
genel bilgilendirmeyi kolayca goriilebilir, anlasilabilir ve okunabilir bir sekilde

yapmak i¢in standartlagsmis gorsellerin bir araya getirilmesi ile dahi verebilir.

GDPR’da bu maddelerde diizenlenmeyen ancak ilgili kisinin bilgi alma hakkina
iliskin diizenlemeler 6n géren maddelere rastlamak da miimkiindiir. Ornegin ilgili kisi
GDPR m. 18 uyarinca veri isleme faaliyetinin sinirlandirilmasini sagladiginda veri
sorumlusu bu sinirlama kalkmadan 6nce ilgili kisiye haber vermek zorundadir. Bunun
gibi GDPR m. 21(4) ilgili kisinin islemeye itiraz hakkinin oldugunu ilgili kisi ile ilk
iletisiminde onun dikkatine sunmakla miikelleftir. Tlgili kisi, Srnegin, GDPR m. 38(4)

238 Verinin alenilestirilmesi nedenine hassas verilerin islenmesi bakimimdan sayilan hukuka uygunluk
nedenleri arasinda, GDPR m. 9(2)(e)’de yer verilmistir.

239 KVKK’da oldugu gibi GDPR igin de 6zel nitelikte verilerin islenmesi bakimindan daha agir
diizenlenen hukuka uygunluk nedenleri ayr1 bir baglik altinda incelenmeyecektir. GDPR m. 9 6zel
nitelikli veriler hem sayilmis hem de kural olarak iglenmesinin yasak oldugu vurgulanmistir. Bununla
beraber GDPR m. 9(2) 6zel nitelikte verilerin iglenmesinin hukuka uygun oldugu haller siralanmig
bulunmaktadir. Tlgili hukuka uygunluk hallerinin agiklamasi i¢in bkz. Develioglu, Avrupa Birligi
Genel Veri Koruma Tiiziigii, s. 70 vd.
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uyarinca asagida agiklanacak olan veri koruma memuruna veri isleme faaliyeti

hakkinda ve tiiziik altindaki haklarinin kullanim1 hakkinda dogrudan bagvurabilir.

b. Tlgili Kisinin Veriye Erisim Hakki

Tiiziik kapsaminda ilgili kisiye saglanan haklardan bir digeri veriye erisim
hakkidir. GDPR m. 15 altinda diizenlenen bu hak hakkinda ilgili kisinin alabilecegi en
basat bilgi kisisel verisinin islenip islenmedigini 6grenmektir. Bunun yaninda ilgili
maddede alt alta siralanan bentler halinde talep edilecek bilgiler siralanmistir. Isleme
faaliyetinin amaci, islenen kisisel verilerin kategorileri, 6zellikle tigiincii iilkeler ve
uluslararas1 kurumlar i¢in verilerin aciklanacag: alicilar ve alici gruplari, verinin
belirlenmesi miimkiinse ne kadar siire boyunca saklanacagi degilse bu siirenin hangi
Olgiitlerle belirlenecegi gibi bilgiler talep edebilir. Ayrica ilgili kisi, Vverinin
diizeltilmesini, silinmesini, islenmesinin smirlandirilmasin1 talep etme haklari,
denetleyici kurumlara bagvuru hakki, eger veri ilgili kisiden alinmamigsa verinin
kaynag1, otomatik veri igleme stiregleri hakkinda bilgi alabilir. Maddenin ikinci fikrasi
uyarinca verilerin yurtdisina aktarilmast durumunda ilgili kisinin uygun korumalar

hakkinda bilgi alma hakki da mevcuttur?*°,

c. Ilgili Kisinin Verinin Diizeltilmesini Talep Etme Hakki
GDPR m. 16 uyarinca ilgili kisinin hatali oldugunu diisiindiigii verisinin
diizeltilmesini, veri islemenin amaci dikkate alinarak eksik olan verisinin
tamamlanmasin talep etme hakki vardir. Bu hakkin GDPR altindaki dogruluk ilkesi

ile paralel oldugu sdylenebilir?*!,

d. Tlgili Kisinin Verinin Silinmesini Talep Etme (ve Unutulma) Hakki
GDPR m. 17 altinda bazi hallerde ilgili kisinin veri sorumlusundan verilerinin
silinmesini talep etme hakkina sahip oldugu kabul edilmistir. Bu hallerin varlig1 ve
ilgili kisinin talebi iizerine veri sorumlusu gecikmeksizin verileri silmek zorundadir.
Verilerin silinmesi ve unutlma hakki diger bir taraftan Temel Haklar Sart: ve ATHS
tarafindan da koruma altina alinan ifade 6zgiirliigii ile ¢atisma ihtimali olan bir hak

242

oldugu icin doktrinde ayrica tartisilmistir=*. Madde altinda bent bent sayilan hallere

240 By sekilde hukuka uygun bir veri isleme faaliyetinin yapildig1 ilgili kisi tarafindan da denetlenebilir
olur, bkz. Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 353.

241 GDPR, Giris, 139; Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 88.

2422 Bu yonde bir incelme igin bkz. Herke Kranenborg, “Article 17. Right to erasure (‘right to be
forgotten’)”, The EU General Data Protection Regulation (GDPR) A Commentary (editorler:
Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimei editdr: Laura Drechsler), First
Edition, Oxford: Oxford University Press, 2020 (GDPR Commentary Article 17), s. 480.
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baktigimiz zaman ilk olarak kisisel verinin verilerin toplanmasinin veya baska sekilde
islemenin amaci igin gerekli olmadig1 hallerde ilgili kisinin verilerinin silinmesini
talep etme hakki oldugunu gériiriiz. Ikinci olarak eger ilgili kisi veri isleme faaliyeti
i¢cin vermis oldugu rizasini geri ¢ekerse baska bir hukuka uygunluk halinin varligi s6z
konusu olmadig: siirece verilerinin silinmesini talep edebilir. Tlgili kisi ayrica GDPR
m. 21(1) uyarinca kendi 6zel durumu geregi veri islemesine karst ¢ikarsa ve veri
sorumlusunun bu itiraza ragmen isleme faaliyetini mesru yapacak baskin bir menfaati
olmadigini ortaya koyarsa verilerinin silinmesini de talep edebilir. Bununla paralel
olarak GDPR m. 21(2) uyarinca eger ilgili kisi verisinin pazarlama amagclar i¢in
islenmesine karsi cikarsa, verilerinin silinmesini de talep edebilir. Ayrica madde
kapsaminda verilerin hukuka aykir1 bi¢gimde islendiginin tespit edilmesi yahut AB
veya liye devletlerin hukuku geregi verilerin silinmesinin hukuken zorunlu olmasi
durumunda da ilgili kisi verilerini silinmesini talep edebilecektir. Son olarak bilgi
toplumu hizmetleri geregi cocuga verilmis olan bilgi karsihiginda kisisel veri
toplanmissa, talep halinde bu verilerin de silinmesi gerekecektir?®. GDPR m. 17(2)
uyarinca veri sorumlusu kisisel veriyi kamusal hale getirmisse ve veriyi silmesi
gerekirse veri sorumlusu teknolojik imkanlar1 ve masraflar1 da degerlendirerek gerekli
adimlar1 atmal1 ve bu verileri isleyen diger sorumlulari ilgili kisinin verinin silinmesini

talep ettigi hakkinda bilgilendirmelidir?**.

Tiiziik baz1 hallerde verilerin silinmesi talebine ragmen yukaridaki iki fikranin
uygulanmayacagini soylemistir. Eger ifade ve bilgi alma ozgiirliigiiniin bir geregi
olarak, veri sorumlusu AB veya liye iilkeler hukuku tarafindan kendisine yiiklenen bir
sorumluluk ve yetki geregi veriyi isliyorsa, kamu sagligi hususunda bir kamu menfaati
varsa, kamu yararina bir amacin gerceklesmesi, kamu yararina tutulan bir arsiv,
bilimsel veya tarihi bir aragtirma veya istatistiksel bir amag i¢in islenmesi, bir hukuki
hakkin kurulmasi, kullanilmasi veya savunmasi i¢in isleme faaliyetinin gerekli olmasi

halinde ilgili kisinin talebine ragmen kisisel veriler silinmeyecektir. Buna karsin ilgili

243 Giris paragraflarinda ilgili kisinin cocukken heniiz islemenin risklerini degerlendirmeden isleme
faaliyetine riza gostermesi ancak daha sonra verilerinin silinmesini istemesine ayrica vurgu yapilmistir,
bkz. GDPR, Giris, §65.

243 Aslinda veri sorumlusunun bagimsiz bir yiikiimliiliigii olmasina ragmen burada agiklanmasinda yarar
olan bir diger husus da veri sorumlusunun bildirim yiikiimliiliigiidiir. Veri sorumlusu GDPR m. 19
uyarinca verilerin diizeltilmesi, silinmesi veya islemenin sinirlandirilmasi gibi hususlar giindeme
geldiginde bunlart imkansiz olmadig1 yahut dlgiisiiz bir emek gerektirmedigi siirece kisisel verinin
aciklandigr kisilere bildirmek zorundadir. Veri sorumlusu ilgili kisi talep ederse kisisel verilerin
alicilarini da agiklamak mecburiyeti altindadir.
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kisinin verilerinin silinmesini talep etmesi i¢in somut bir zarara ugramasi da sart
degildir. DPD zamaninda verilen Google Spain SL, Google Inc. v Agencia Espariola
de Proteccion de Datos (AEPD), Mario Costeja Gonzdlez kararinda mahkeme ilgili
kisinin bir zarara ugramamis olsa bile verilerinin silinmesini talep edebilecegini, ilgili
kisinin bu hakkinin kural olarak gerek veri sorumlusunun (olayda arama motorunun
isletmecisi) ekonomik menfaatlerine gerek de kamuoyunun ilgili kisinin ismini

aratarak s6z konusu bilgiye ulasmas1 menfaatine baskin olduguna karar verilmistir?*®.

e. llgili Kisinin islemenin Simirlandirmasimi Talep Etme Hakki
flgili kisiye GDPR m. 18 uyarmnca veri sorumlusundan veri islemesini
sinirlandirmasini talep etme hakki tanmmustir®*®. Talep hakkinin dogmasi i¢in madde

kapsaminda sayilan hallerin en azindan birinin mevcut olmasi gerekir.

f. 1lgili Kisinin Veri Tasinabilirligi Hakki
KVKK’da mevcut olmayan bu hak (GDPR m. 20) ilgili kiginin veri sorumlusuna

sagladig1 verilerini®*’

veri sorumlusu tarafindan yapisal bicimde ve makine tarafindan
okunabilir formatta®*® ve baska bir veri sorumlusuna aktarilabilecek bicimde alma
hakkidir. Bu sekilde tiiziik ilgili kisinin verilerini sagladig1 veri sorumlusuna bagiml

hale gelmemesini isterse daha 1yi hizmet alabilecegi baska bir veri sorumlusuna

245 CJEU, Grand Chambre, Google Spain SL, Google Inc. v Agencia Espafiola de Proteccion de Datos
(AEPD), Mario Costeja Gonzalez, Judgment, C-131/12, 13 May 2014 (Google Spain and Google),
990. Bu husus daha sonra Madde 29 Calisma Grubu tarafindan yayinlanan ilgili karara iligkin rehberde
de vurgulanmis bulunmaktadir, bkz. WP29, “Guidelines on The Implementation of The Court of Justice
of The European Union Judgment on “Google Spain And Inc V. Agencia Espafiola De Proteccion De
Datos (AEPD) and Mario Costeja Gonzalez” C-131/12”, 14/EN WP 225, 26 Kasim 2014
(Implementation of AEPD ), s. 2, 5. Burada s6z konusu olabilecek ikinci kiyas diigiince 6zgiirliigii ve
ilgili kisinin verileri lizerindeki hakki arasinda yapilabilir. Eger diisiince 6zgiirliigiine iliskin menfaatler
daha baskin olurlarsa sonug listesinden kaldirma tedbiri alinmayacaktir, bkz. WP29, Implementation
of AEPD, s. 6. Esasinda bu karar verilerin silinmesini degil arama motoruna ilgili kiginin ismi
yazildiginda dava konusu belgenin sonuglar listesinde bulunmamasi hakkindadir. Yoksa s6z konusu
belge bu karardan sonra dahi erigime agik kalmustir, bkz. Kranenborg, GDPR Commentary Article 17,
S. 479.

246 Sinirlandirma yontemleri GDPR’1n giris kisminda sayilmistir. Bunlar séz konusu verilerin gegici
olarak baska bir isleme sisemine alinmasi, verilerin kullanicilarin erisiminden ¢ikartilmasi, verilerin
belirli bir siteden gegici olarak silinmesi olabilir, bkz. GDPR, Giris, 467.

247 Bu veriler sadece ilgili kisinin kisisel verileridir. Bu bakimdan anonimlestirilmis veriler veri
taginabilirligi hakki kapsaminda degerlendirilmeyecek ancak miistearlastirilmis veriler eger ilgili kisiye
kolayca bagdastirilabilecekse veri tasima hakkina konu olabilecektir, bkz. WP29, “Guidelines on the
right to data portability”, 16/EN WP 242 rev.01, 13 Aralik 2016 (Guideline on Data Portability), s. 9.
/

248 Makine tarafindan okunabilecek bir format verilerin sadece elektronik olarak (6rnegin pdf gibi)
verilmesi demek degildir. Bu yonde bkz., Sergio Camara Lapuente, “Termination of the Contract for
the Supply of Digital Content and Services, and Availability of Data: Rights of Retrieval, Portability
and Erasure in EU Law and Practice”, Data as Counter-Performance — Contract Law 2.0? (editérler:
Sebastian Lohsse/Reiner Schulze/Dirk Staudenmayer), 1. Baski, Almanya: Nomos, 2020 (Termination
of the Contract), s. 168.



53

verilerini gotiirerek gecebilmesini temin etmek istemistir®*®. Bunun yaninda ilgili
kisiye bu hak taninarak verileri iizerinde olabildigince kontrol sahibi olmasi
saglanmaya calisiimistir®®®. Bu hak ile ayrica verilerin AB icinde serbest dolasimini,
veri sorumlular1 arasindaki rekabet, dijital ortak pazarda yeni hizmetlerin gelisimi

saglanabilecektir®?.

GDPR’m ilgili hiikmii s6z konusu haktan yararlanabilmek icin bazi sartlarin
saglanmasini aramaktadir. Bunlar hakka konu olan verilerin kisisel veri olmasi, ilgili
kisi tarafindan saglanmis olmasi, islemenin ilgili kisinin rizasina veya sozlesmeye

dayanmas1 ve son olarak islemenin otomatik araglarla yapilmis olmasidir??,

Veri tagiabilirligi hakki hem hizmet ettigi ama¢ hem de kapsami bakimindan
veriye erigsim hakkindan ayrilir. Veriye erisim hakkinda amag ilgili kiginin veri isleme
faaliyeti hakkindaki farkindaligini arttirmak iken?® veri tasinabilirligi hakkinda amag
veri ekonomisinde rekabeti arttirmaktir. Kapsam noktasindaki farklilik ise veriye
erisim hakkinin daha genis olmasi yoniinde ortaya ¢ikar. Veriye erisim hakkinda ilgili
kisi kigisel verilerinin islenmesine iliskin farklh tiirden ek bilgileri de talep edebilir.
Oysa veri taginabilirligi hakkinda ilgili kisi veri sorumlusundan sadece ona saglamis

oldugu verileri talep edebilir?®*.

Hakkin kullanilmasini kolaylastirmak amaci ile ilgili kisiye teknik olarak makul
oldugu siirece veri aktariminin dogrudan veri sorumlusundan ge¢is yapilmak istenen
yeni veri sorumlusuna yapilmasini talep etme hakki verilmistir. Bu durumda veri
sorumlusu 1ilgili kisiye verilerin aktarilacagi veri sorumlusunun veri koruma
yiikiimliiliiklerini yerine getirmemesinden sorumlu olmaz. Zira yeni veri sorumlusunu
kendisi degil ilgili kisi se¢mistir. Buna karsin veri sorumlusu veri aktariminin uygun
yapildigini temin etmek durumundadir. Ornegin aktarim yapilmadan &nce veri

sorumlusuna aktarilmasini istedigi verilerin gercekten hangileri oldugu hususunda

249 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 109; Orla Lynskey, “Article 20. Right
to data portability”, The EU General Data Protection Regulation (GDPR) A Commentary
(editdrler: Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimer editér: Laura Drechsler),
First Edition, Oxford: Oxford University Press, 2020 (GDPR Commentary Article 20), s. 499.

20 GDPR, Giris, 168. Vurgunun da zamanla piyasadaki rekabetin giiglendirilmesinden ilgili kisilerin
dijital ortamlarda faaliyetlerini kolaylastirmak yoniine dogru kaydigi sdylenebilir, bkz. Lynskey, GDPR
Commentary Article 20, s. 500.

21 \WP29, Guideline on Data Portability, s. 3.

252 |ynskey, GDPR Commentary Article 20, s. 502.

23 GDPR, Giris, 163.

254 Lapuente, Termination of the Contract, s. 168.
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teyit almak isteyebilir. Bununla beraber veri sorumlusunun dogruluk ilkesi sakli
kalmak iizere ilgili kisinin verilerinin dogrulugunu kontrol etmek gibi fazladan bir
sorumlulugu yoktur. Keza veri sorumlusunun gelecekte ilgili kisi verilerini tagima
hakkin1 kullanabilme ihtimali nedeniyle verileri olagan olarak saklamasi gerekenden

daha uzun siire saklamak zorunlulugu bulunmamaktadir®®®

. Dolayis1 ile kisaca
GDPR’m ilgili kisiye bu maddede {i¢ hak tanidig1 sdylenebilir: ilgili kisinin kisisel
verilerini almasi, veri sorumlusundan bir engelleme ile karsilasmamasi ve makul ise

bir veri sorumlusundan digerine dogrudan aktarimin saglanmasini talep etmesi®.

Bu hakkin kullanilabilmesi i¢in veri isleme faaliyetinin kisinin rizasina bagh
olarak yahut bir s6zlesmenin ifasi i¢in gerekli oldugu i¢in islenmis olmasi ve isleme
faaliyetinin otomatik araglarla gergeklestirilmesi gerekir. Ornegin kamusal bir
sorumlulugunu yerine getirmek icin veri isleyen veri sorumlusuna karsi bu hak
kullanilamayacaktir. Keza bu hakkin kullanimi ilgili kisinin verilerinin silinmesini
talep etme hakkina halel getirmeyecegi gibi kamu yarar1 dolayisi ile yapilan veri
isleme faaliyetlerini de etkilemeyecektir. Bununla beraber verinin tasinmasi hakkinin
kullanilmast bu verilerin ilk veri sorumlusundan silinecegi anlamina gelmeyecektir.
Baska bir deyisle ilgili kisi veri tasima hakkini kullansa dahi ilk veri sorumlusu
verilerini isleyebildigi siirece bu islemeden dolayr aldigr hizmeti almaya devam
edebilecektir®’. Ayrica bu hak veri sorumlularma birbiri ile uyumlu veri isleme

sistemleri kullanma yiikiimliiliigii getirmemektedir?®,

Yapilabilecek bir diger tartigma ise ilgili kisinin sagladig1 veriden ne anlasilmasi
gerektigidir. Ilgili kisinin bizzat veri sorumlusuna sagladig: ve ilgili kisinin bir hizmeti
veya cihazi kullanarak veri sorumlusuna sagladigi veriler madde kapsamindadir.
Ancak gozlenen veri iizerinden veri sorumlusunun yarattigr veriler bu kapsamda

259 Ornegin kisinin hizmetten yararlanirken bu hizmetin topladig1 kisinin

olmayacaktir
hareketlerine iliskin verileri, mesela uyku verileri, maddenin kapsaminda olacaktir.
Ancak bu verilerden yola ¢ikilarak ¢ikarilan diger veriler (6rnegin kisinin ¢alisma
araliklar1 veya saglik durumu gibi) madde kapsaminda olmayacaktir®®. Ancak aksi bir

goriis bu yorumun madde ile en basinda amaglanandan daha genis bir kapsama alanina

25 \WP29, Guideline on Data Portability, s. 6.

2% |_apuente, Termination of the Contract, s. 167.

27T \WP29, Guideline on Data Portability, s. 7.

258 GDPR, Giris, 968.

259 WP29, Guideline on Data Portability, s. 9-11; Lapuente, Termination of the Contract, s. 179.
260 |_ynskey, GDPR Commentary Article 20, s. 503.
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neden oldugunu, halbuki bu maddenin dar yorumlanmasi gerektigini
savunmaktadir®®®, Benzer bicimde Bilgi Politikas1 ve Liderligi Merkezi (Centre for
Information Policy and Leadership [CIPL]) de GDPR m. 13 ile GDPR m. 20 arasinda
bir fark yaratarak, madde 13’teki veri sorumlusu tarafindan “toplanan” veri ifadesinin
madde 20’deki “saglanan” ifadesinden daha genis bir anlama gelmesi gerektigini, bu
yiizden GDPR m. 20’nin sadece ilgili kisinin olumlu bir faaliyeti ile saglamis oldugu

verileri kapsamasi gerektigini savunmustur®®?,

Bu hak iicilincii kisilerin haklarin1 ve ozgiirliiklerine zarar verecek bigimde
kullanilamaz. Dijital ortamlarda ¢ogu zaman bu igerikler birden ¢ok kisinin katilimi
ile beraber iiretildikleri i¢in yapilacak her talebin bir sekilde ii¢ilincii kisilerin haklarini
ve Ozgirliiklerini etkileyecegi bu yiizden de aslinda bu hakkin cogu durumda
kullanilamayacagi soylenebilir. Ancak burada veri sorumlusuna ilgili kisinin verilerini
ticiincill kisilerinkinden ayirt edebilmesi igin gerekli araglari saglama ylkimluligi
yiiklenerek bir denge bulunmaya calisiimistir®®®, Ornegin bu hak kullanildiginda
tictincii kisilerin kisisel verilerinin de tasmacak veriler i¢ine zorunlu olarak dahil
olmasi1 s6z konusu olabilir. Bu durumda bu kisilerin verileri agisindan farkli bir hukuka
uygunluk nedeninin bulunmasi gerekecektir?®*. Sayet veri sorumlusu iigiincii kisilerin
verilerine iliskin veri isleme faaliyetini sadece ilgili kisiye sundugu hizmet
kapsaminda isliyorsa bu durumda mesru menfaatlerine uygun bir isleme yaptig
savunmasini yapabilir. Ancak isleme faaliyeti bu kapsamdan ¢ikar ve 6rnegin veri
sorumlusu {i¢iincili kisilerin verilerini pazarlama amaci ile kullanmaya baslarsa bu

tiiziigiin ihlali demek olacaktir?®,

Talep halinde veri sorumlusunun ilgili kisiye en ge¢ ne zaman doniis yapmasi
gerektigi madde lafzinda belirtilmis degildir. Bununla beraber veri sorumlusunun

GDPR m. 12(3)’te diizenlenen zaman dilimleri i¢inde ilgili kisiye doniis yapabilecegi

%1 Avrupa Komisyonunun gériisiiniin bu yonde oldugu hakkinda bkz. David Meyer, “European
Commission, experts uneasy over WP29 data portability interpretation”, 25 Nisan 2017,
https://iapp.org/news/a/european-commission-experts-uneasy-over-wp29-data-portability-
interpretation-1/ (erigim tarihi:17.04.2023).

262 CPIL, “Comments by the Centre for Information Policy Leadership on the Article 29 Data Protection
Working Party’s “Guidelines on the right to data portability” adopted on 13 December 2016, 15 Subat
2017,
https://www.informationpolicycentre.com/uploads/5/7/1/0/57104281/cipl_comments_on_wp29 data_
portability guidelines 15 february 2017.pdf (erisim tarihi: 17.04.2023).

263 |_apuente, Termination of the Contract, s. 186; WP29, Guideline on Data Portability, s. 12.

264 Doktrinde bu noktada ilgili kisinin GDPR m. 6(1)(f) yani veri isleyenin mesru menfaati maddesine
dayanabilecegini savunmaktadir, bkz. Lapuente, Termination of the Contract, s. 186-187.

265 \WP29, Guideline on Data Portability, s. 11-12.


https://iapp.org/news/a/european-commission-experts-uneasy-over-wp29-data-portability-interpretation-1/
https://iapp.org/news/a/european-commission-experts-uneasy-over-wp29-data-portability-interpretation-1/
https://www.informationpolicycentre.com/uploads/5/7/1/0/57104281/cipl_comments_on_wp29_data_portability_guidelines_15_february_2017.pdf
https://www.informationpolicycentre.com/uploads/5/7/1/0/57104281/cipl_comments_on_wp29_data_portability_guidelines_15_february_2017.pdf
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kabul edilmektedir. Veri sorumlusu talebi reddedecek olsa dahi ilgili kisiye bir cevap

vermek zorundadir?®,

Verileri tasima hakki ilgili kiginin verileri {izerindeki kontroliinlin somutlastigi
basat Orneklerden biri oldugu bu hakkin uygulamada da bir engele takilmadan
kullanilabiliyor olmas1 6nem arz etmektedir. Bu yiizden ilgili kisilerin bu haklarini
kullanabilmeleri i¢in gerekli ara¢ ve yontemlerle donatilmis olmasi AB’nin kisilerin

urettikleri veriler tlizerindeki hakimiyetlerini pekistirmek i¢in ortaya koydugu
hedeflerden biridir?®’.

g. llgili Kisinin itiraz Hakk
Daha o6nce verinin sinirlandirilmast hakkinda bahsi gectigi gibi ilgili kisinin
kendi 6zel durumu dolayisi ile verilerinin islenmesine itiraz etmesi GDPR m. 21
uyarinca her zaman miimkiindiir. Bu durumda veri sorumlusu ilgili kisinin hak ve
ozgiirliiklerine nazaran zorlayict mesru zeminlerinin oldugunu ispatlamadig siirece bu
kisinin verileri i¢in isleme faaliyetini durdurmak zorundadir?®®, Ancak veri sorumlusu,
isleme faaliyeti dogrudan pazarlama amaglari ile yapildigi durumlarda bu gerekgeyi

dahi ileri siiremeyecektir.

h. Tlgili Kisinin Otomatik Karar Verme Mekanizmalarina itiraz Hakki
Tiiziikk m. 22 altinda diizenlenen ve icerigi bakimindan Tiiziik m. 21°e oldukga
benzeyen bu hak wuyarinca ilgili kisinin kendisi hakkinda Onemli etkiler

doguracagini®®® diisiiniiyorsa 6zel olarak verilerinin otomatik olarak islenmesine®’°

266 \WP29, Guideline on Data Portability, s. 14-15.

267 European Commission, “Communication From The Commission to The European Parliament, The
Council, The European Economic and Social Committee and The Committee of The Regions A
European Strategy For Data”, Brussels, 19.2.2020 COM(2020) 66 final, https://eur-lex.europa.eu/legal-
content/EN/T XT/PDF/?uri=CELEX:52020DC0066&from=EN (A European Strategy For Data) (erigim
tarihi: 18.08.2022) s. 20.

268 GDPR, Giris,§69.

269 Ornegin bir sdzlesmenin iptal edilmesi, sosyal bir menfaatin kazanilmas1 veya kaybedilmesi, bir
iilkeye giris veya vatandashiga girise etki etmesi madde kapsaminda sayilan onemli etkiler arasinda
sayilabilir, bkz. WP29, Guidelines on Automated Decision-Making, s. 21. Benzer etkiye drnek olarak
ise kredi bagvurusunun reddedilmesi, internet lizerinden yapilan ise alimlar sayilabilir, bkz. GDPR,
Giris, 71. Bu hilkkmiin DPD’deki karsilig1 icin muhakkak parasal bir etkinin aranmayacagy, ilgili kisinin
manevi biitiinligiinii ihlal edebilecek her etkinin kapsamda oldugu savunuluyordu. Bugiin GDPR igin
biraz daha dar bir etki yorumu yapilmakta ve salt duygusal etkilerin madde kapsaminda olmadig1
savunulmaktadir, bkz. Lee A. Bygrave, “Article 22. Automated individual decision-making, including
profiling”, The EU General Data Protection Regulation (GDPR) A Commentary (editorler:
Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimci editér: Laura Drechsler), First
Edition, Oxford: Oxford University Press, 2020 (GDPR Commentary Article 22), s. 534.

20 Otomatik karar verme siireci insan dahli olmadan sadece teknolojik gereclerle karar verme
faaliyetidir, bkz. WP29, Guidelines on Automated Decision-Making, s. 8; GDPR, Giris,{70. DPD


https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52020DC0066&from=EN
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itiraz etme hakki vardir. Bununla beraber bu maddede sayilan kisitlamalar ilgili kisi
itiraz hakkim1 kullanmasa da veri sorumlular1 i¢in uygulanacaktir®’. Itiraz konusu
olacak isleme faaliyetinin otomatik olarak kabul edilmesi i¢in higbir insan dahlini
icermemesi, baska bir deyisle sadece bu mekanizmaya dayanmasi gerekir?’?. Veri
sorumlusu siirece ¢cok da bir etkisi olmayan bir insan miidahalesi agamasini dahil
ederek madde 22’in uygulamasindan kacamaz. Insan dahlinin bu siire¢ iizerinde bir

etkisi olmasi aranacaktir®’.

Genel kural ilgili kisi iizerinde onemli etkiler doguran otomatik isleme

faaliyetlerinin yasak olmasidir®’*

. Ancak isleme faaliyeti ilgili kisinin veri sorumlusu
ile arasindaki bir s6zlesmenin kurulmasi veya ifasi i¢in gerekli ise isleme faaliyeti
rizaya dayaniyorsa, isleme faaliyetine AB veya iiye lilkelerin hukuklar tarafindan

ongoriilmiisse ve uygun korumalar saglanmissa itiraz hakki kullanilamayacaktir®™,

Profilleme?’® de iceren otomatik karar verme mekanizmasi verilerin islenmesi
suretiyle ilgili kisiler hakkinda kolayca kararlar alabilme imkani saglamaktadir.
Ormegin kisinin is yerindeki verimi, saglik durumu, kisisel tercihler ve ilgi alanlari,
davraniglari, konumu ve hareketleri gibi hususlar profilleme ile tahmin
edilebilmektedir?”’. Bu sekilde verimliligin arttirilmasi ve kaynak tasarrufunun

278

artirtlmasi hedeflenir®’®. Ancak madde lafzindan da anlasilabilecegi iizere bu siirecler

ilgili kisiler igin riskler icerir. Ornegin ilgili kisinin otomatik karar verme

doneminde bu hak sadece profilleme faaliyetleri i¢in taninmigken GDPR’da biitiin otomatik igleme
yontemleri kapsama alinmistir, bkz. Bygrave, GDPR Commentary Article 22, s. 530.

211 \WP29, Guidelines on Automated Decision-Making, s. 19.

272 Maddenin uygulama sartlar1 su sekilde ozetlenebilir: ilk olarak bir kararin varligi, bu kararin
tamamen otomatik isleme ve profilleme yontemlerine dayanmasi, bu faaliyelerin hukuki veya benzer
esasli etkilerinin olmasi, bkz. Bygrave, GDPR Commentary Article 22, s. 532.

213 WP29, Guidelines on Automated Decision-Making, s. 20-21.

214 Bu bakimdan madde 22’nin genel bir yasak m1 icerdigi yoksa ilgili kisiye sadece bir hak m1 tanidig
tartigmalidir. Ancak genel kani madde 22’nin genel bir yasak getirdigi yontindedir, bkz. WP29,
Guidelines on Automated Decision-Making, s. 19. Bu yondeki tartigmalar1 i¢in bkz. Bygrave, GDPR
Commentary Article 22, s. 530-531.

275 Otomatik isleme kadar verimli ve daha makul bir tedbir varsa otomatik veri isleme ve karar alma
mekanizmasi kullanilmamalidir, bkz. WP29, Guidelines on Automated Decision-Making, s. 23;
Bygrave, GDPR Commentary Article 22, s. 537.

216 Profilleme GDPR m. 4(4)’te tanimlanmis bulunmaktadir. Tanimdan hareketle profilleme faaliyetinin
ii¢ temel 6zelliginin oldugu vurgulanmaktadir. Bunlar otomatik isleme faaliyetinin yapilmasi, kisisel
veri ilizerinde isleme yapilmasi ve isleme faaliyetinin amacinin gergek bir kisinin kigisel 6zelliklerine
iliskin olmasi gerekir, bkz. WP29, Guidelines on Automated Decision-Making, s. 6-7.

2" GDPR, Giris, q71.

278 WP29, Guidelines on Automated Decision-Making, s. 5.
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mekanizmalari yiiziinden tek bir profilin digina ¢ikamamasi ona sunulacak hizmetlerin

de simirl bir kapsamda kalmasina neden olabilecektir?’®.

Otomatik karar mekanizmasi ve profilleme yolu ile veri isleme durumunda da
GDPR m. 5 altinda sayilmis olan ilkelere uygunluk aranacaktir’®’. Ornegin eger
profilleme faaliyeti hakkaniyete aykir1 ve ayrime1 ise GDPR m. 5 uyarinca adil bir

isleme olarak kabul edilemeyecegi tiiziige aykir1 kabul edilecektir?®.

2. GDPR Altinda Veri isleyen ve Veri Sorumlusunun Sorumluluklar
a. Veri Sorumlusunun Gerekli Tedbirleri Alma Sorumlulugu
Tiiziikk veri sorumlusuna ilk olarak veri isleme faaliyetinin dogasi, kapsami,
baglami, amaglar1 ve maruz kaldig: riskleri dikkate alarak?®> GDPR m. 24 uyarinca
uygun tedbirleri alma sorumlulugu yiiklemektedir. Ayrica veri sorumlusu isleme
faaliyeti ile 6l¢iilii oldugu durumlarda uygun veri koruma politikalarini tedbirler igine
dahil etmek zorundadir®®®, Hangi tedbirlerin alinacagi bakimindan veri sorumlusu
Ozglr birakilmigsa da ona rehber olabilecek bazi tedbir cesitlerine tiiziikte yer

284 Genel olarak tedbir alma yiikiimliiliigii olarak niteleyebilecegimiz®® bu

verilmigtir
madde disinda veri sorumlusunun 6zel olarak almasi gereken tedbirlerin de ayrintisi
tiizigiin ~ devam1  maddelerinde ~ diizenlenmis bulunmaktadir. Ornegin veri
sorumlusunun davranis kodlari?® veya onaylanmis sertifikasyon mekanizmalari

kullanmas1 uygun tedbirlerin alindigina isaret edebilir.

Ornegin GDPR m. 25 veri sorumlusunun heniiz isleme metotlarin1 tasarlarken
ve isleme faaliyeti asamasinda veri korumasini temin etmek i¢in tedbirler almasi

gerekir. Daha sonra veri sorumlusu diger teknik ve organizasyonel tedbirleri dahil

219 \WP29, Guidelines on Automated Decision-Making, s. 6.

280 WpP29, Guidelines on Automated Decision-Making, s. 9.

2L \WP29, Guidelines on Automated Decision-Making, s. 10.

282 GDPR, Giris, 174.

283 DPD déneminde veri sorumlusunun yapmasi gereken veri isleme faaliyetlerini yetkili otoritelere
bildirmek iken GDPR bu bildirim yiikiimliiliigii yerine igleme faaliyetlerinin kendisinden veri
sorumlusunu sorumlu tutarak sorumlulugu genisletmistir, bkz. Christopher Docksey, “Article 24.
Responsibility of the controller”, The EU General Data Protection Regulation (GDPR) A
Commentary (editorler: Christopher Kuner/Lee A. Bygrave/Christopher Docksey, yardimci editor:
Laura Drechsler), First Edition, Oxford: Oxford University Press, 2020 (GDPR Commentary Acrticle
24) s. 561. GDPR m. 25’in veri sorumlusuna yiikledigi sorumluluklar, GDPR m. 5(2)’de 6ngoriilen
hesap verilebilirlik ikesinin somut bir yansimasidir, bkz. Docksey, GDPR Commentary Article 24, s.
557

28 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 101.

28 Benzer bir niteleme igin bkz. Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 101 vd.
286 Davranis kodlar1 GDPR m. 40 ve 41°de diizenlenmis bulunmaktadir. Madde 40 uyarinca tiiziigiin
farkli veri isleme sektorleri ve isletmelerin boyutuna gore ozelliklerinin dikkate alinarak diizgiin
bi¢imde uygulanmasini
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etmeye devam edecektir. Oyle ki bir ihlal oldugunda veri sorumlusu hangi tedbiri

almus olursa olsun bu ihlalin yine de gerceklesecegini ortaya koyabiliyor olmalidir?®’.

Veri sorumlusunun almasi veri gilivenligi hakkinda almasi gereken tedbirler
ayrica GDPR m. 32°de de diizenlenmis bulunmaktadir. Burada da madde 25°te oldugu
isleme faaliyetinin niteligine gore uygun tedbirlerin alinmasi gerektigi vurgulanmaistir.
Bu madde kapsaminda uygun kabul edilecek tedbirler olarak miistearlagtirma,
sifreleme, gizlilik, biitliinliik, ulasilabilirlik, diren¢ kabiliyeti, teknik bir durumda
verilerin makul bir zamanda tekrar ulasilabilir hale getirilme kapasitesi, giivenligin
temin edilmesi i¢in diizenli olarak alinan tedbirlerin test edilmesi ve etkinliginin

degerlendirilmesi gibi siirecler sayilmistir.

Uygun koruma seviyesinin tespit edilmesi i¢in kazaen yahut hukuka aykiri
olarak olusabilecek kayiplar, degistirmeler, verilerin yetkisiz olarak aciklanmasi,
yetkisiz olarak verilere erisim yahut verilerin aktarilmasi, depolanmas1 veya baska bir
bicimde islenmesi gibi riskler dikkate alinacaktir. Onaylanmis bir davranis koduna
veya sertifikasyon mekanizmasinin kabul edilmis olmas1t madde kapsaminda sayilan

gerekliliklerin yerine getirildigine isaret edebilir?®,

b. Isleme Faaliyetlerinin Kaydinin Tutulmasi
KVKK’da mevcut olmayan ancak tiiziik tarafindan veri sorumlular1 ve eger
varsa veri temsilcileri i¢cin 6n gordigl bir diger sorumluluk isleme faaliyetinin bir
kaydiin tutulmasidir. GDPR m. 30 altinda diizenlenen bu sorumluluk dahilinde veri
sorumlusunun veya sorumlularinin isimleri ve iletisim bilgileri, islemenin amaci,
islenen verilerin kategorileri, verinin alicilari, yurtdisina aktarim, verinin ne zaman
silinecegi, teknik ve organizasyonel tedbirler gibi hususlar hakkinda kayit tutulmasi

gerekir. Bunun yaninda ayni veri sorumlusu gibi her isleyen veya isleyenin temsilcinin

287 Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 408.

28 DPD déneminde ¢ikartilan bir WP29 belgesinde veri isleyen kurumlarin hesap verilebilir olmasi igin
organizasyonlarinda uygulamalar tavsiye edilen bazi tedbirler listelenmistir. Bunlar kurum igi isleme
politikalar1 belirlemek, bu politikalar1 hayata gecirmek i¢cin mekanizmalar gelistirmek, uyum raporlari
olusturmak, denetimler yapmak, {igiincii kisilerden sertifika hizmetleri almak, gizlilik etki
degerlendirmeleri yapmak, veri korunmasi i¢in sorumluluk paylagimini belirlemek, iist yiizey
yoneticilerin uyumluluklarini sertifikalastirmak, benimsenen tedbirlerde seffaf olmaktir. Bu liste i¢in
bkz. WP29, “The Future of Privacy: Joint contribution to the Consultation of the European Commission
on the legal framework for the fundamental right to protection of personal data”, 02356/09/EN WP 168,
01.12.2009, (The Future of Privacy) s. 19-20. Diger kaynaklardan yararlanilarak olusturulmus daha
kapsayici bir liste i¢in bkz. Docksey, GDPR Commentary Article 24, s. 563-564. Bunlar yaninda
personele veri korumasi hakkinda bilgi verilmesi de sayilabilir, bkz. Diilger, Kisisel Verilerin
Korunmasi Hukuku, s. 408.
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biitiin isleme faaliyetlerinin kaydini tutmasi gerekecektir. Kaydi tutulacak hususlar
GDPR m. 30(2) altinda siralanmis olup veri sorumlusunun tutacagi kayit ile paralel

olarak diizenlenmistir.
Kay1t tutma faaliyeti yazili olabilecegi gibi elektronik formatta da yapilabilir.

Tilzik isleme faaliyetinin kaydmin tutulmasi bakimindan biitiin veri
sorumlularimi ylikiimliiliik altinda almamistir. GDPR m. 30(5) uyarinca iki yiiz elli
kisiden daha az kisi calistiran igletmeler veya kurumlar ilgili kisilerin hak ve
ozgiirliikleri i¢in risk teskil etmeye yatkin bir isleme faaliyetinde bulunmuyorlar,
stirekli olarak veri islemiyorlar veya isleme faaliyeti GDPR m. 9 uyarinca 6zel nitelikli
veriler veya madde 10 uyarinca ceza hikiimliiliikkleri hakkinda degilse isleme

faaliyetinin kaydini tutmak zorunda degillerdir.

Tiiziigiin kayit altina alma yiikiimliiliigii altinda diizenlenmemis olsa da baska
maddeler altinda veri sorumlusunun kayit tutma sorumluluguna isaret eden
diizenlemeler gérmek miimkiindiir. Ornegin calismanin ileri kisimlarinda ele alinacak
olan veri ihlali durumunu diizenleyen GDPR m. 33 uyarinca veri sorumlusunun yetkili
otoritenin veri sorumlusunun bu madde ile uyumlulugunu teyit edebilmesi igin
ihlalleri, ihlale iliskin olgulari, ihlalin etkileri ve alinan tedbirleri belgelendirmesi
gerekir.

. Veri Koruma Etki Degerlendirmesi ve On Gériis
Veri sorumlusunun tiiziik altindaki bazi yiikiimliiliikleri heniiz veri isleme
faaliyetine gegilmeden baglar. Bunlardan bir tanesi GDPR m. 35’te diizenlenen veri
koruma etki degerlendirmesinin yapilmasi, digeri ise GDPR m. 36’da diizenlenen 6n

goriis siirecidir.

Sayet isleme faaliyetinin dogasi, kapsami, baglami, amaci ve yeni teknolojiler
hesaba katildiginda ilgili kisiler i¢in Onemli riskler dogurabilecek ise veri
sorumlusunun igleme faaliyeti baslamadan once On goriilen isleme faaliyetinin
etkilerinin bir degerlendirmesini yapmak zorundadir. Tiiziik bu genel tanimlamanin
yaninda bazi 6zel hallerde veri koruma etki degerlendirmesinin gerekli olacagini da
diizenlemistir. GDPR m. 35(3)(a) uyarinca ilgili kisinin kisisel 6zelliklerine iliskin
sistematik ve genis isleme faaliyetleri otomatik isleme metotlarina ve bu kisiler
tizerinde hukuki etki yaratacak kararlara dayaniyorsa veya benzer sekilde gergek

kisileri etkileyebilecek ise veri koruma etki degerlendirmesinin yapilmasi
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zorunludur®®. Bunun yaninda isleme faaliyetinin zel nitelikli verileri ve cezai
hiikiimliiliikleri kapsamasi ve herkes tarafindan erisilebilecek genislikte sistematik bir
denetim gerektirmesi durumlarinda da bu degerlendirme mekanizmasinin isletilmesi

gerekir.

GDPR m. 35(7) uyarinca degerlendirme planlanan isleme faaliyetlerini ve
bunlarin amaglarini, eger varsa veri sorumlusunun mesru menfaatinin sistematik bir

tanimini icermelidir?®

. Bunun yaninda isleme faaliyeti ve isleme amaglar1 arasindaki
gereklilik ve olciiliilik degerlendirmesini, ilgili kisilerin maruz kalacaklar1 riskleri,
risklerin karsilanmasi i¢in alinacak tedbirlerin de degerlendirme i¢inde yer almasi

gerekmektedir.

On goriis mekanizmas1 ise GDPR m. 36°da diizenlenmis bulunmaktadir. Eger
madde 35 altinda yapilan degerlendirme sonucunda yapilmak istenen isleme
faaliyetinin yiiksek riskler barindirdigr diisiiniiliiyorsa isleme faaliyeti daha
baslamadan veri sorumlusunun yetkili otoriteye danigsmasi gerekir. Danigsma igin
yetkili otoriteye veri sorumlusunun sorumluluklari, miisterek veri sorumlulari,
isleyenler, yapilacak olan isleme siirecinin amaci ve yontemleri, ilgili kisinin haklarin
ve Ozgiirliiklerini korumak i¢in alinmasi gereken tedbirler ve korumalar, varsa veri
koruma memurunun irtibat bilgileri, veri koruma etki degerlendirmesi ve yetkili

otoritenin talep edecegi diger bilgileri saglamak zorundadir.

d. Kisisel Verilerin Yurtdisina Aktarilmasi
Kisisel verilerin yurtdigina aktarilmasi tiizikk altinda veri sorumlusunun
yiikiimliilikklerini diizenleyen dordiincii boliimde diizenlenmemistir. Buna karsin
verilerin yurtdisina burada sayilan sartlar disinda aktarilmamas1 veri sorumlusunun

yiikiimliiliigli oldugu icin bu baslik altinda incelenmistir.

Buradaki temel mantik ilgili kisilerin verilerinin AB disina ¢ikmasi durumunda
AB’nin saglamis oldugu korumalarin etkisiz hale gelmemesidir?®!. Keza bu husus

ayrica yurtdisina aktarim da genel ilkeleri belirleyen GDPR m. 44°te de “bu bdliimdeki

289 Ornegin otomatik veri isleme siireclerinin dahil edilmesi durumunda veri koruma etki
degerlendirmesi yapilmasi sarttir. Hatta bunun igin GDPR m. 22’den farkli olarak veri isleme
faaliyetinin miinhasiran otomatik siireglere dayandirilmasi da gerekmez, bkz. WP29, Guidelines on
Automated Decision-Making, s. 29.

29 Veri koruma etki analizinde bulunmasi gereken hususlar hakkinda agiklamalar i¢in bkz. Cekin,
Kisisel Verilerin Korunmasi1 Hukuku, s. 213 vd.

21 GDPR, Giris, 7101.
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biitiin hiikiimler gercek kisilere bu Tiiziik tarafindan taahhiit edilen korunma
seviyesinin i¢inin bosaltilmadiginin temin edilmesi amaciyla uygulanmalidir” ifadesi
ile vurgulanmistir. Bu amagla ilk olarak yurtdisina hukuka uygun bir aktarimin
yapilabilmesi i¢in ilk olarak aktarilacak verilerin hukuka uygun olarak islenmesi

gerekir?®?,

Avrupa Birliginde kisisel verilerin yurtdisina aktarilmasinda dikkat edilmesi
gereken ilk husus “yurtdis1” kavramidir. Tiiziikte yurtdist1 kavramindan verilerin
ticlincii lilkelere uluslararasi kuruluslara aktarimi anlasilmaktadir. Zira AB altinda
benimsenmis olan ilkelerden biri de kisisel verinin birlik i¢inde serbest¢e dolagiminin
saglanmasidir®®®, Bununla beraber AB icinde yapilan veri aktarimlarinin tamamen
serbest oldugu anlamina gelmemelidir. Bu aktarimlarin GDPR m. 6 uyarinca hukuki
bir dayanaginin olmasi ve ilgili kisinin verinin alicis1 hakkinda GDPR m. 13(1)(e) ve

m. 14(1)(e) uyarinca bilgilendirilmis olmas1 gerekir?®,

Kisisel verilerin yurtdisina aktarilmasi bakimindan GDPR altinda getirilen
diizenleme KVKK’ya nazaran ¢ok daha ayrintilidir. Tiizlik altinda esas ilke kisisel
verilerin aktarilmasinin hukuka aykir1 olmasidir, ancak bazi hallerde verilerin aktarimi
hukuka uygun hale gelebilir®®, Tiiziikte verilerin yurtdisina aktarimmin hukuka uygun
olmast i¢in iki temel zemin oldugunu sdylemek miimkiindiir. Bunlardan ilki AB
Komisyonu tarafindan alinacak olan uygunluk karari ikincisi ise uygun korumalar

altinda yapilan veri aktarimlaridir.

Uygunluk karar1 DPD Yonergesi doneminde iiye iilkeler tarafindan da
verilebilmekteydi. Bununla beraber GDPR altinda artik sadece AB Komisyonu
uygunluk karar1 verebilmektedir®®. Uygunluk karar1 Komisyonun veri transferi
yapilacak iilkenin veri korumasi bakimindan yeterli korumalara sahip oldugunu tasdik
etmesidir. Bir iilke hakkinda uygunluk karar1 verildigi zaman veri transferinin hukuka
uygun olmasi i¢in ayrica 6zel bir yetkilendirme yapilmasi gerekmez. Uygunluk

kararin1 alirken Komisyon GPDR m. 45(2) uyarinca aktarim yapilacak iilkede

292 Christopher Kuner, “Article 44. General principle for transfers”, The EU General Data Protection
Regulation (GDPR) A Commentary (editorler: Christopher Kuner/Lee A. Bygrave/Christopher
Docksey, yardimer editor: Laura Drechsler), First Edition, Oxford: Oxford University Press, 2020
(GDPR Commentary Avrticle 44) s. 757.

29 Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 73.

29 Jane&ek/Malgieri, Data Extra Commercium, s. 106.

2% Bhaimia, GDPR, s. 25.

2% Develioglu, Avrupa Birligi Genel Veri Koruma Tiiziigii, s. 75.
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hukukun tstiinliigii, bu tilkede bulunan bagimsiz ve etkin veri koruma otoriterlerinin
varlig1, bu lilke veya kurumlarin veri korumasina iligkin altina girdikleri uluslararasi
yiiktimliiliikler gibi hususlar dikkate alir. Komisyonun bir iilke hakkinda uygunluk
karar1 almis olmasi bu iilkenin bundan sonra her zaman veri aktarimi yapilabilecek bir
ilke haline geldigi anlamima gelmez. Komisyon uygunluk karar1 degerlendirmesi
akabinde bir iilke yahut tlke icindeki 6zel bir sektdr 6zelinde uygun korumanin
saglanmasi i¢in dort yilda bir kontrol edilecegini temin edecek bigimde uygulama
eylemleri (implementing act) kabul edebilir. Keza komisyon uygunluk kararinin
gereklerinin yerine getirilip getirilmedigi devamli olarak denetleyebilecek eger bir
sorun goriirse uygunluk kararinin geri alinmasi, degistirilmesi veya askiya alinmasi

gibi kararlar alabilir?®’.

Yurtdigina veri aktariminin hukuka uygun oldugu ikinci hal ise uygun
korumalarin varhigidir. Sayet s6z konusu tilke ve uluslararasi kurum GDPR m. 46
altinda gosterilen korumalar1 saglayabiliyorsa, AB Komisyonunun uygunluk karari
olmasa bile yapilan veri transferi hukuka uygun olacaktir. Madde kapsaminda sayilan
korumalar, kamu kurumlar1 arasindaki hukuken baglayici ve icra edilebilir
enstriimanlarinin bulunmasi, baglayici kurumsal kurallarin bulunmasi, standart veri
koruma sartlarmin kabul edilmis olmasi, onaylanmis davranis kodlarinin bulunmasi ve

onaylanmis sertifikasyon mekanizmalarinin mevcudiyetidir.

Yukarida sayilan bu iki temel hukuka uygunluk zemini mevcut olmasa dahi
yurtdigina yapilan veri aktarimlari hukuka uygun olabilir. Hangi hallerde veri
aktariminin hukuka uygun olacagi GDPR m. 49’da sayilmig bulunmaktadir. Bunlardan
ilki 1lgili kisinin veri aktarimina agik¢a riza gostermis olmasidir. KVKK m. 9°da da
yurtdigina aktarim bakimindan ilk hukuka uygunluk nedeni olarak ilgili kisinin rizasi
karsimiza ¢ikmaktadir. Bunun yaninda ilgili kisi ve veri sorumlusu arasindaki bir
sOzlesmenin ifas1 veya ilgili kisinin menfaatine olan bir s6zlesmenin veri sorumlusu
ve ilgili kisi arasinda kurulmasi i¢in veri aktarimi gerekli ise bu aktarim hukuka uygun
kabul edilecektir. Ayrica énemli bir kamu menfaatinin varligi, hukuki bir talebin
kurulmasi, kullanilmasi veya korunmasi veri aktariminin, ilgili kisinin rizasini
aciklayacak durumda olmamasi halinde ilgili kisi veya bir iigiincii kisinin hayati

menfaati i¢in veri aktarimi yapilmasi gerekiyorsa bunlarin da hukuka uygun oldugu

27 GDPR, Giris, 9169.
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kabul edilecektir. Son olarak kamuoyuna bilgilendirme yapilmasi amaci ile agiklanan
siciller i¢cin yurt digina veri aktarimi zorunlu ise de yurtdisina aktarima izin
verilecektir. Kisaca yurtdisina kisisel veri aktarimi yapmak isteyen bir veri
sorumlusunun takip etmesi gereken ii¢ adim vardir. Ilk olarak uygunluk karar1 olup
olmadig1 kontrol edilmeli, uygunluk karar1 yoksa uygun korumalarin varligi
arastirilmali, o da bulunamazsa veri aktarimina yonelik sayilmis olan diger hukuka

uygunluk hallerinin kapsami i¢inde bulunulup bulunulmadig irdelenmelidir®®.

Tiiziik son bir istisnayr madde 49(2)’de sunmustur. Madde lafzina gére GDPR
m. 45 ve 46 kapsamina girmemesi ve GDPR m. 49(1) istisnalarina da konu olmamasi
durumunda dahi veri aktariminin hukuka uygun kabul edilmesi miimkiindiir. Bunun
icin veri isleme faaliyetinin tekrar etmemesi, smrli bir ilgili kisi toplulugunu
ilgilendirmesi, veri sorumlusunun zorlayici menfaatleri ile uyumlu olmasi ve ilgili
kisinin menfaatleri ve haklarmin daha baskin olmamasi, veri sorumlusunun veri
aktarimina iliskin durumlar1 degerlendirmesi ve verilerin korunmast igin gerekli
tedbirleri almas1 gerekir. Ayrica gerek veri isleyen gerek de veri sorumlusu kendi
altlarinda calisan ve ellerindeki veriye erisim saglayan gercek kisilerin (AB ve iiye
devlet hukuklar1 aksini 6n gormedikc¢e) onlar tarafindan verilen talimatlara aykiri

olarak isleyemeyeceginden emin olmak icin gerekli tedbirleri alacaklardir.

e. Veri ihlali Durumunda Bildirim Yiikiimliiliigii
Yukarida sayilan biitiin bu tedbirlerin alinmasina ragmen kisisel verilerin tiglincii
kisiler tarafindan ihlal edilmesi miimkiindiir. Bu durumda ihlalin hem yetkili otoriteye

hem de ilgili kisiye haber verilmesi gerekir.

Veri sorumlusunun GDPR m. 33 uyarinca 72 saatten ge¢ olmamak kaydi ile?®®

ihlali 6grendiginden en kisa zamanda yetkili otoriteye bildirilmesi gerekir. Ihlal gercek
kisinin hak ve ozgiirliikleri i¢in bir risk dogurmuyorsa bildirimde bulunmaya gerek
yoktur. Eger veri isleyen ihlalin farkina varirsa en kisa zaman iginde ihlali veri
sorumlusuna bildirecektir. Tiiziik bildiri metninde hangi hususlarin bulunmasi
gerektigini de madde kapsaminda saymis bulunmaktadir. Buna goére ihlalin dogasi,

miimkiinse ihlalden etkilenen kisilerin yaklasik olarak sayist ve kategorileri, veri

2% Buropean Commission, “What rules apply if my organisation transfers data outside the EU?,
https://ec.europa.eu/info/law/law-topic/data-protection/reform/rules-business-and-
organisations/obligations/what-rules-apply-if-my-organisation-transfers-data-outside-eu_en  (erisim
tarihi: 18.08.2022).

299 72 saati gegen bildirimler i¢in gecikme nedeninin de bildirilmesi gerekir.


https://ec.europa.eu/info/law/law-topic/data-protection/reform/rules-business-and-organisations/obligations/what-rules-apply-if-my-organisation-transfers-data-outside-eu_en
https://ec.europa.eu/info/law/law-topic/data-protection/reform/rules-business-and-organisations/obligations/what-rules-apply-if-my-organisation-transfers-data-outside-eu_en
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koruma memurunun ve diger irtibat noktalarmin iletisim bilgileri, ihlalin muhtemel
sonuclari, muhtemel sonuglarin etkilerinin azaltilmasi i¢in veri sorumlusu tarafindan
alinan tedbirleri bildiri metninde bulunmalidir. Biitlin bilgilerin ayn1 anda sunulmasi
miimkiin degilse veri sorumlusu bunlar1 geciktirmeden ama peyderpey de saglayabilir.
Bu maddenin yani sira GDPR m. 31 uyarinca veri sorumlusu, isleyenin ve
temsilcisinin talep halinde iiye devletteki yetkili otorite ile beraber c¢aligsma
yiikiimliiligi de bulunmaktadir. Bu bakimdan veri sorumlusunun yetkili otorite ile
ihlal halinde iletisimde bulunma yiikiimliiliigiiniin tiiziiglin bu maddesi uyarinca da

giiclendirildigini sdylemek miimkiindiir.

GDPR m. 34 uyarinca eger veri ihlali haklar1 ve 6zgiirliiklerini riske atiyorsa
ayrica ilgili kisiye de bildirim yapilmasi gerekir. Madde uyarinca ilgili kisiye yapilacak
olan bildirimin agik ve sade bir dille yapilmasi esastir. Bununla beraber bazi kosullarin
mevcut bulunmast durumunda ilgili kisiye bildirimde bulunulmasina gerek
olmayacaktir. Ornegin veri sorumlusunun &zellikle yetkisiz erisimde veriyi
anlasilmayacak bicime getirenler gibi uygun teknik ve organizasyonel tedbirleri almis
olmas1 ve bu tedbirlerin ilgili kisi i¢in de uygulanabiliyor olmasi durumunda ilgili
kisiye bildirimde bulunulmasi gerekmez. Bunun yaninda veri sorumlusunun ilgili
kisinin maruz kalabilecegi yiiksek riskleri bertaraf eden tedbirleri sonradan almis
olmasi ve yapilacak bildirimin 6l¢iisiiz bir emek gerektirmesi durumunda ilgili kisiye

bildirim yapilmaz. Ancak son durumda bir kamuoyu duyurusu yapilmasi gerekecektir.

b. Digital icerik Yonergesi Altindaki Hukuki Diizenleme
Tam adi ile Dijital Icerik ve Dijital Hizmetlerin Saglanmasina Iliskin
Sozlesmeler Yonergesi®® olan AB diizenlemesinin amaci dijital ortamlar aracilig1 ile
igerik ve hizmet alan tiiketicilerin menfaatlerini korumaktir. Bu bakimdan DCD olarak
kisaltacagimiz yonerge AB piyasasim yeknesaklastirmaya calisir®®. Fakat DCD
hakkinda ozellikli olan husus tiiketici hukukunu dijital piyasalar igin
uyumlulagtirmaya ¢alistyor olmasi degildir. DCD igin diger diizenlemelerden ayirt

edici olan kapsama alanidir. Yonerge, tiiketicilerin igerik veya hizmet karsiligi para

O0demek yerine kisisel verilerini sagladiklar1 veya saglama yilkiimliiliigii altina

300 Directive (EU) 2019/770 of The European Parliament and of the Council of 20 May 2019 on certain
aspects concerning contracts for the supply of digital content and digital services , OJ L 136/1,
https://eur-lex.europa.eu/legal-content/EN/T XT/PDF/?uri=CELEX:32019L0770 (erisim tarihi:
22.09.2022).

%01 DCD, Giris, §8; Bedir, Data As Counter-Performance, s. 10.


https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32019L0770

66

girdikleri s6zlesmelere de madde 3 uyarinca uygulanmaktadir®®. Bu sekilde sadece
para ddeyerek degil, kisisel veri saglayarak dijital igerik ve hizmetlerden yararlanan

kisilerin de koruma altina alinmas1 amag¢lanmustir.

DCD’nin uygulama alaninin tespiti yonerge heniiz taslak halindeyken oldukga

tartisimigtir®3,

Ornegin DCD’nin taslak halinde ydnergenin kapsami alanina
tiikketicinin sadece aktif olarak veri sagladigi sézlesmeler alinmisti. Dolayisi ile 6rnegin
eger taslak metni benimsenmis olsaydi ¢erezler araciligi ile toplanan veriler yonerge
kapsaminda olmayacakti®®. Ancak bu durumun saglayicilarim DCD kapsamina
girmemek icin olabildigince az riza istemeleri ve hep pasif veri toplama faaliyetlerine

305

siginmalart gibi istenmeyen bir netice dogurabilirdi®®. Sonu¢ olarak yirirliikte

bulunan DCD’de bu hiikme yer verilmemis ve bdylece kapsam daha genis

tutulmustur®,

Bunun gibi ikinci bir tartisma konusu ise taslak metninin agik¢a “kars1 edim”

ifadesini tiiketicinin saglamis oldugu kisisel veriler i¢in kullanmis olmasidir. Ancak

302 Axel Metzger, “Data as Counter-Performance What Rights and Duties do Parties Have?”, JIPITEC,
Vol: 8, S: 1, 2017 (Data as Counter-Performance), s. 3; Drechsler, Data As Counter-Performance, s.
4,
303 By tartismalar ve Onerilen farkli taslaklar arasinda bir karsilastirma icin bkz. Axel Metzger/Zohar
Efroni/ Lena Mischau/Jakob Metzger, "Data-Related Aspects of the Digital Content Directive"”,
JIPITEC, Vol. 9, No. 1, May 2018 (Data Related Aspects); Philipp Hacker, “Regulating the Economic
Impact of Data as Counter-Performance: From the Illegality Doctrine to the Unfair Contract Terms
Directive”, Data as Counter-Performance — Contract Law 2.0? (editorler: Sebastian Lohsse/Reiner
Schulze/Dirk Staudenmayer), 1. Baski, Almanya: Nomos, 2020 (Regulating the Economic Impact of
Data) s. 54-55.

304 Aksi bir yaklasim icin bkz. Bedir, Data As Counter-Performance, s. 17. Taslaga yonetilen bir
elestiri icin bkz. Spindler, Scope of Application, s. 193; Metzger/Efroni/Mischau/ Metzger, Data
Related Aspects, .s. 96. Avrupa Komisyonu’nun taslagindaki diizenleme bu sekilde olsa da, Konsey
kendi taslaginda iiye devletlerin ydnergenin uygulama alanini pasif olarak toplanmis verilere de
uygulanabilecek bigimde genisletebilecegini kabul etmis, hatta Avrupa Parlamentosu taslaginda sadece
aktif olarak toplanan degil, ii¢iincii kisilerin tacir menfaatine topladig: verilerin dahi kapsamda olmasi
gerektigini soylemistir, bkz. Eurpoean Parliament, Contracts For The Supply Of Digital Content, s.
5; Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 95-96.

305 Bu yonde elestiriler igin bkz. Midorovic/Sekulic, New Function of Personal Data, s. 1156-1157;
Efroni, Gaps and Opportunities, s. 18; Natali Helberger/Frederik Zuiderveen Borgesius/Agustin
Reyna, “The Perfect Match? A Closer Look at the Relationship between EU Consumer Law and Data
Protection Law” (Taslak ¢aligmadir, son metin i¢in bkz. Common Market Law Review, Vol. 54, No. 5,
2017, s. 1427-1465), https://ssrn.com/abstract=3048844 (The Perfect Match) s. 15. Avrupa
Parlamentosu Medeni Haklar, Adalet ve i¢ Isler Komitesinin bu ydndeki gériisii icin bkz.
Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 96.

3% Yapilan degisiklige ragmen Giris kismindaki ifadeler yiiziinden DCD’nin uygulama alaninin hala
tartismali oldugu yoniinde bkz. Akkanat-Oztiirk, Karst Edim Olarak Kisisel Veriler, s. 155-156;
Efroni, Gaps and Opportunities, s. 19-20. Ancak Efroni ¢erez uygulamalari gibi durumlarin DCD’nin
disinda birakmanin normatif olarak inandirici olmadigi kanaatindedir, bkz. Efroni, Gaps and
Opportunities, s. 21.. Taslakta bulunan ancak DCD’ye almmmayan bir diger sey ise “diger veri”
kavramrydi. Diger veri kavrami doktrinde uygulama alanimi belirsizlestirdigi i¢in elestirilmistir, bkz.
Bedir, Data As Counter-Performance, s.14; Eurpoean Parliament, Contracts For The Supply Of
Digital Content, s. 4.


https://ssrn.com/abstract=3048844
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bu ifadenin edim karsiliginda kisisel veri saglanan calisma modelini tesvik

edeceginden endise duyulmustur®®’

. Doktrinde bir bagka goriis “kars1 edim” ifadesinin
Oziinde kisisel verileri koruma hukukuna aykir1 olacagin1 ve bunlarin GDPR m. 7(4)
dikkate alindiginda birlikte uygulanmalarinin miimkiin olmadigmi savunmustu®. Bu
sekli ile verilen hizmet ile kisisel veri arasina bir karsiliklilik iligkisini ima eden kars1
edim ifadesine daha sonra DCD’de yer verilmemistir. Buna karsin DCD’nin su anki
halinin genel olarak kisisel veriye bir karsi edim muamelesi yaptigini soylemek
miimkiindiir 3®°. Bunun 6nemli bir nedeni sézlesme karsiliginda kisisel veri saglayan
kisileri daha az korunmasinin igletmecilerin tiiketiciler arasinda ayrimecilik yaparak
kisisel verinin dne ¢iktig1 bir is modeline yonelmesini engellemektir®®. Yine DCD
taslak agsamasindayken kars1 edim olarak sadece kisisel verinin mi DCD kapsaminda
olacagi yoksa diger verilerin de kapsama alinip alinmayacag tartisilmis, sonug olarak

sadece kisisel veriler kapsama alinmigtir3t

. Ayrica DCD’nin tanimlara iligskin m. 2(7)
hiikkmiinde fiyat, dijital igerik veya hizmet karsiliginda “para veya degeri olan dijital

bir temsil” olarak tanimlanmistir. Bu tanimdaki “degeri olan dijital temsil” ifadesinin

307 Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 93.

308 Giuseppe Versaci, “Personal Data and Contract Law: Challenges and Concerns about the Economic
Exploitation of the Right to Data Protection”, European Review of Contract Law, Vol. 4, Issue: 4, 1
December 2018 (Challenges and Concerns) s. 378-379.

309 Benzer bigimde AB I¢ Pazar ve Tiiketicinin Korunmasi Komitesi (IMCO) ve Hukuki Isler Komitesi
(JURI)’nin DCD’nin taslagi hakkinda hazirlamig oldugu raporda da “karsi edim” ifadesi ¢ikartilmus,
onun yerine “kigisel verinin saglanmasi sarti” ifadesine yer verilmistir, bkz. European Parliament,
“Report On The Proposal For A Directive Of The European Parliament And Of The Council On Certain
Aspects Concerning Contracts For The Supply Of Digital Content”, COM(2015)0634 — C8-0394/2015
— 2015/0287(COD), 27.11.2017, https://www.europarl.europa.eu/doceo/document/A-8-2017-
0375_EN.pdf (erisim tarihi: 17.09.2022) (IMCO and JURI Report), s. 53. Ancak bu degisiklik
Onerisinin yonergenin uygulama alan1 bakimindan fiiliyatta bir degisiklik yaratmayacagi
savunulmustur, bkz. Bedir, Data As Counter-Performance, s. 14; Sebastian Lohsse / Reiner Schulze
/ Dirk Staudenmayer, “Data as Counter-Performance — Contract Law 2.0? An Introduction”, Data as
Counter-Performance — Contract Law 2.0? (editorler: Sebastian Lohsse/Reiner Schulze/Dirk
Staudenmayer), 1. Baski, Almanya: Nomos, 2020 (Contract Law 2.0) s. 9; Sénéchal, Consequences of
Termination, s. 155; Hacker, Regulating the Economic Impact of Data, s. 55; Efroni, Gaps and
Opportunities, s. 10; Midorovic/Sekulic, New Function of Personal Data, s. 1156.

310 DCD, Giris, 923; Alberto De Franceschi, “Personal Data as Counter-Performance”, Privacy and
Data Protection in Software Services (editorler: Roberto Senigaglia/ Claudia Irti/ Alessandro Bernes),
Springer, 2022 (Personal Data as Counter-Performance) s. 63.

311 Kisisel veri olmayan verilerin diglanmasinin nedeni olarak uygulamadaki muhtemel karigikliklarin
Oniine gegmek istedigi ve genis tanimi nedeniyle kullanicilarin gogu zaman zaten kisisel veri saglamis
olacaklar1 gercegi ileri siiriilmiistiir. Ancak doktrinde bir goriis uyarinca verinin anonimlestirilmesi gibi
imkanlar1 da g6z Oniine aldigimizda diger verilerin de kapsamda olmasinin daha yerinde olacagi
savunulmugtur, bkz. Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 95. Buna kargin
ileride goriilecegi iizere kisisel veri olmamasina ragmen bazi kullanici verilerinin DCD kapsaminda
degerlendirilmesi miimkiindiir. Ornegin DCD m. 16(4) sadece kisisel verilere degil, kullanicinin hizmet
veya igerikten yararlanirken olusturdugu igerikleri de kapsar.


https://www.europarl.europa.eu/doceo/document/A-8-2017-0375_EN.pdf
https://www.europarl.europa.eu/doceo/document/A-8-2017-0375_EN.pdf
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bir goriise gore kisisel verileri de kapsadigmi sdylemek miimkiindiir®*2, Bu durumda

yonergede kisisel verinin ekonomik degerinin taninmis olduguna isaret etmektedir.

Bu yonii ile bu ¢alismanin ikinci kisminda ayrintisina girilecek olan kisisel
verinin sOzlesmenin karsi edimi olarak ckonomize edilmesi meselesinin AB
hukukunda somut bir karsilig1 oldugu sdylenebilir. Calismanin bu kisminda ise kisaca

DCD’nin kapsama alani ve bu ¢alisma i¢in 6zellik arz eden hiikiimleri incelenecektir.

i. DCD’nin Konusu ve Uygulama Alam
DCD’nin ilk maddesi uyarinca yonerge tiiketiciler ve hizmet saglayici tacirler
arasinda dijital hizmetlerin ve igeriklerin saglanmasina iligkin sdézlesmelere

uygulanir®®®

. Yonerge bu sozlesmelerde hem tiiketiciyi koruyacak hem de i¢ pazarin
islemesini saglayacaktir. Bu kapsamda DCD dijital hizmet ve igeriklerin sézlesmeye
uygunlugu, sozlesmeye aykirilik halinde taraflarin bagvurabilecekleri haklari ve dijital
hizmet ve igeriklerin degistirilmesi hususlarinda uygulanir®®. Dijital hizmet ve

iceriklerden ne anlasilmasi gerektigi yonergenin giris kisminda 6rneklendirilmistir.

Ancak elbette her tiiketici s6zlesmesi DCD’nin uygulama alanmna girmez.
DCD’nin uygulama alani bulmasi i¢in ilk olarak sézlesmenin borglusu tacirin
tiiketiciye dijital hizmet veya igerik saglama borcu altinda olmasi gerekir®'®. Tlk olarak
platform sahipleri tiiketici ile dogrudan s6zlesmesel iliski i¢inde bulunmalari ve kendi
isletmelerini yonetiyor olduklar1 siirece yOnerge kapsaminda tacir olarak kabul
edilir¥®®, Bunun disinda baslica bilgisayar programlari, uygulamalar, video ve ses

dosyalari, dijital oyunlar, e-Kitaplar ve e-yayinlar, dijital ortamlarda igerik yaratmaya,

312 \van Erp, Management as Ownership of Data, s. 84.

313 |_apuente, Termination of the Contract, s. 163. DCD taslak halindeyken de tiiketici s6zlesmelerine
uygulanacak bigimde tasarlanmisti, bkz. Hugh Beale, “Scope of application and general approach of the
new rules for contracts in the digital environment in-depth analysis”, European Parliament,
Directorate-General for Internal Policies of the Union, 2015.
https://data.europa.eu/doi/10.2861/679216 (Contracts In The Digital Environment) s. 11; Bedir, Data
As Counter-Performance, s. 10; Spindler, Scope of Application, s. 190.

314 DCD, Giris, 11. DCD’nin heniiz taslak halindeyken de séz konusu sézlesmeler arasinda bir ayrima
gitmeyerek konu bakimindan uygulama alanini genis tutmaya bu sekilde siirekli ilerleyen teknolojik
gelismelerin arkasinda kalmamasi gerektigi savunulmaktaydi, bkz. Spindler, Scope of Application, s.
186.

315 Bu igerigin dogrudan internet iizerinden indirilmesi veya fiziki bir ortamda (CD, USB vs.)
kullaniciya saglanmasi yonergenin uygulama alanini degistirmez, bkz. Hugh Beale, "Digital Content
Directive and Rules for Contracts on Continuous Supply”, Journal of Intellectual Property,
Information Technology and Electronic

Commerce Law, Vol. 12, No. 2, April 2021 (Rules for Contracts on Continuous Supply), s. 3, 1.

816 DCD, Giris, 18.


https://data.europa.eu/doi/10.2861/679216
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islemeye, erismeye ve saklamaya yarayan programlar, sosyal medya gibi igerikler

yonerge kapsaminda olacaklardirY’.

Yonergenin hiikiimlerine bakildiginda birkag istisna disinda yOnergenin
tilketicinin  ylktimliiliikklerinden ziyade haklarina odaklanildig1 goriiliir. Benzer
bicimde tacirin haklarina da yonergede ayrintili bigimde deginilmis degildir. Bu
hususlar DCD m. 3(10) uyarinca i¢ hukuka birakilmistir®8, Buna ragmen hizmet ve
icerik karsisinda elbette tiiketicinin de borglar1 vardir. Tiiketici yonerge uyarinca
hizmet ve igeriklerin bedelini para ile Odeyebilecegi gibi kisisel verisi ile de
karsilayabilir. Tiiketici kisisel verisini sdzlesme aninda tacire saglayabilecegi gibi
bunu s6zlesme kurulduktan sonra da yapabilir®'®. Bagka bir deyisle tiiketicinin para
vermeden kullandig1 ancak karsiliginda kisisel verilerini sdzlesmenin diger tarafina

sagladigi sozlesmeler de yonergenin uygulama alaninda kalmaktadir.

Ancak bu durumdan kisisel verinin kars1 tarafa saglandigi her durumun DCD
kapsamina girdigi diisiinlilmemelidir. Sayet verinin saglanmasi sézlesmenin ifasi veya
yasal bir ylikiimliiliigiin yerine getirilmesi igin gerekli ise bu durumda DCD m. 3(1)
uyarinca yonerge uygulama alani bulmaz®?°. Zira bu durumda kisisel verinin toplanma
amaci verilen “bedava” hizmetin karsiligin1 almak degil tiiketiciye hizmeti dogru
bicimde vermektir. Bu bakimdan sdzlesme hukukunun genel ilkeleri bakimindan da

321

bunun bir kars1 edim oldugu sdylenemeyecektir’s*. Ancak ¢ogu durumda veri isleme

faaliyetinin kullanicinin rizasia dayandigini séylemekte yarar vardir®??,

Bununla beraber bu veriler sézlesmenin ifasinin saglanmasi i¢in degil tacirin
menfaati (mesela pazarlama faaliyetlerinde kullanmasi i¢in) toplanmissa bu durumda
DCD uygulanacaktir. Dolayisi ile veri igsleme faaliyetinin GDPR m. 6(1)(b)’ye veya
6(1)(c)’ye dayandirilabildigi durumlarda DCD’nin uygulama alani bulmayacagi

317 DCD, Giris, 419.

318 Axel Metzger, “A Market Model for Personal Data: State of Play under the New Directive on Digital
Content and Digital Services”, Data as Counter-Performance — Contract Law 2.0? (editorler:
Sebastian Lohsse/Reiner Schulze/Dirk Staudenmayer), 1. Baski, Almanya: Nomos, 2020 (A Market
Model for Personal Data) s. 36-37.

319 DCD, Giris, 924.

320 By durumda kullanicinin, saglayicinin topladigi verilerin sézlesmenin ifasi veya yasal sorumlulugun
yerine getirilmesi amaglarmin Gtesine gectigini ispatlamasi gerekebilir, bkz. Spindler, Scope of
Application, s. 192. Yonerge ayrica tacirin sadece metadata topladigi ve tiiketicinin igerige erigmek
icin sdzlesme kurmadan 6nce reklama maruz kaldig1 durumlarda da uygulanmaz, bkz. DCD, Giris, 925.
321 De Franceschi, Personal Data as Counter-Performance, s. 64. Buna karsin doktrinde bir goriis her
durumda hangi veri isleme faaliyetlerinin s6zlesmenin ifasina yonelik oldugunun tespit edilmesinin zor
oldugunu savunmustur, bkz. Bedir, Data As Counter-Performance, s. 20.

%22 Bedir, Data As Counter-Performance, s. 31.
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323 Baska bir deyisle DCD gergekten tam anlamiyla bir kazandirma teskil

sOylenebilir
edecek hizmet ve igerik saglama faaliyetlerine uygulanmayacaktir. Bu yiizden kisisel
verilerin islenmesi GDPR m. 6(1)(b) veya 6(1)(c)’ye dayandirilmigsa bu faaliyet
muhtemelen DCD’nin uygulama alanina girmez, ancak eger GDPR m. 6(1)(a) veya
6(1)(f) s6z konusu ise DCD giindeme gelebilecektir®?®, Ornegin bir navigasyon
uygulamasinin kullanicinin  konum  bilgisini islemesi olagandir. Uygulamanin
kullanicinin nerede oldugunu bilmeden ona gitmesi gereken giizergahi sdyleyebilmesi
miimkiin degildir. Dolayis1 ile konum bilgisi miinhasiran bu amag i¢in kullanilirsa
DCD uygulanmayacaktir. Ancak eger bu uygulama yon gostermek igin gerekli
olmayan kullanicinin cinsiyeti bilgisini de talep ediyorsa bu durumda yonerge
uygulanir®®. Benzer bigimde uygulama konum bilgisini kullaniciya gidecegi yeri
gosterdikten sonra baska amaclarla kullanmaya devam ederse, 6rnegin konum bilgisi
ile uyumlu reklamlar1 kullaniciya yonlendirirse bu durumda da DCD uygulama alani
bulacaktir. Ancak her durumda DCD m. 3(1) ile GDPR m. 6(1)(b)’nin uygulama
alanlarinin ¢akisacagi dogru bir ¢ikarim olmaz. Zira DCD m. 3(1) djjital icerik veya
hizmetin saglanmasi igin kigisel verilerin islenmesinin zorunlu olmasina vurgu
yaparken; GDPR m. 6(1)(b) sozlesmenin ifas1 i¢in verilerin islenmesi gerektigini
belirtmistir. Bu bakimdan GDPR m. 6(1)(b)’nin DCD m. 3(1)’e nazaran daha genis
bir uygulama alani oldugu sdylenebilir. Bu karsin ¢ogu durumda, bu teorik ayrim sakli
kalmak tizere, GDPR m. 6(1)(b) ile DCD m. 3(1)’in uygulama alanlarinin ¢akisacagini

kabul etmek gerekir®?®.

Fark edildigi lizere DCD’de diizenlenen faaliyetlerin cogu aslinda ayn1 zamanda
bir veri isleme faaliyetini de igerir. Bu durumda GDPR da uygulama alan1 bulacaktir

327 Yonerge DCD ile GDPR ve hatta diger AB hukuku diizenlemeleri arasindaki

323 Metzger, A Market Model for Personal Data, s. 35. DCD taslak halindeyken de benzer bir sonuca
varmak mimkiindii, bkz. Bedir, Data As Counter-Performance, s. 18; Eurpoean Parliament,
Contracts For The Supply Of Digital Content, s. 9.

324 Sénéchal, Consequences of Termination, s. 156.

325 Konum bilgilerinin ticari olarak kullanilmasinm kisisel verilerin korunmasi hukuku 1s18inda bir
degerlendirmesi i¢in bkz. Zohar Efroni, “Location Data as Contractual Counter-Performance: A
Consumer Perspective on Recent EU Legislation”, Smart Urban Mobility. MPI Studies on
Intellectual Property and Competition Law (editorler: Michéle Finck, Matthias Lamping, Valentina
Moscon & Heiko Richter), VVol. 29, Berlin: Springer, 29 September 2020 (Location Data as Contractual
Counter-Performance).

326 By yonde bkz. Efroni, Location Data as Contractual Counter-Performance, s. 278.

327 Ayni isleme birden fazla diizenlemenin uygulanmasmin hukuk diizenide olagan oldugu hakkinda
bkz. Eurpoean Parliament, Contracts For The Supply Of Digital Content, s. 5. Ancak doktrinde bir
goriis GDPR’in DCD iizerindeki hakimiyetini onu ¢ok kisitladig1 gerekgesi ile elestirmektedir, bkz.
Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 301.
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iliskiyi diizenlerken diger diizenlemelerin hiikiimlerin uygulanmaya devam edecegini
vurgulamistir. Buna gore 6rnegin kisisel verinin hukuka uygun islenip islenmedigi ve
riza gibi meseleler miinhasiran GDPR hiikiimleri uyarinca ¢oziime kavusturulur®?®,
Bunun gibi verilerin silinmesini talep etme, rizanin geri ¢ekilmesi, veri tagiabilirligi
haklarina ilgili kisi haklar DCD’nin de uygulama alani bulmasi nedeni ile halel
gelmez. Bunlar da DCD’den dogan haklarin yaninda ilgili kisiler tarafindan talep
edilebilir®?®, Bu bakimdan DCD’nin tiiketicinin haklarmi diizenlerken bir ayrim
yapmis oldugu soOylenebilir. Tiiketicinin kigisel verileri bakimindan GDPR
diizenlemeleri uygulanacakken, kisisel veri niteliginde olmayan veriler bakimindan

DCD diizenlemeleri uygulanacaktir®®,

Buna karsin GDPR ile DCD’nin her zaman tam bir uyum i¢inde olup olmadigi
tartigilir. Ozellikle rizaya iliskin GDPR1n getirdigi rejim ile DCD arasindaki iliskinin
dogru kurulmasi gerekir. Daha 6nce de temas edildigi gibi GDPR m. 7(4) uyarinca
eger sozlesmenin ifas1 icin gerekli olmayan bir veri isleme faaliyetine iligskin riza bir
sO6zlesmenin yerine getirilmesinin 6n kosulu haline getirilmisse rizanin 6zgiirce verilip
verilmedigine ayrica bakilmalidir. Buradaki degerlendirme ol¢iisiinde rizaya iligskin
cok dar bir yaklagim benimsenirse bu iliskilerin ¢ogunda saglayicilarin, kullanicilarin
kisisel verilerini, kullanicilarin agiklamis olduklari riza beyanmna ragmen rizaya
gecerlilik taninmadig i¢in, hukuka aykir1 bigimde isledikleri sonucuna varilacaktir.
Calismamizin ilk kisminda temas edildigi gibi WP29 bu hususta dar bir yaklagim
belirlenmesi gerektigini sdylemistir. Doktrin rizanin 6zgiirce verilip verilmedigi
hususunda ii¢ temel yaklasimdan bahsetmektedir. ilk yaklasim uyarinca, belirli ve
kapsayict bir bilgilendirmenin akabinde verilmesi halinde rizanin 6zgiir oldugu
sonucuna varilir. Ikinci yaklasim, ilgili kisinin bilgilendirildigi ve ilgili kisinin hem
verilerin toplanma amaci hem de gerekli gordiigli hizmete erisimi bakimindan baski
altina alinmamis olmasi gerekir. Son yaklagim uyarinca ise, elde edilen menfaatler
(mesela alinan hizmetler, erisim saglanan igerikler) bakimindan karsi1 edim olarak

gorildiigli icin parasal bir baski altinda olunmadigi zaman Ozgiir rizadan

328 DCD, Giris, §37-38. Bu bakimdan GDPR ve DCD arasinda bir zel hiikiim-genel hiikiim iligkisi
olmadigi, bir arada uygulanacak olan iki paralel diizenleme oldugu doktrinde savunulmustur, bkz.
Bedir, Data As Counter-Performance, s. 10.

829 DCD, Giris, 38-39.

330 |_apuente, Termination of the Contract, s. 174.
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bahsedilebilir®3!. Kanaatimizce veri ekonomisinin geldigi nokta diisiiniildiigiinde
sozlesme ile kisisel verilerin islenmesini birbirinden uzaklastirmaya ¢alismak yerinde
bir ¢caba olmayacaktir. DCD diizenlemesinin gelmesi bu yondeki gelisimlere iyi bir
ornektir. Bu ylizden GDPR m. 7(4)’iin ¢ok dar algilanmamas1 gerektigini, ilgili kisi
yeterince bilgilendirildigi slirece vermis oldugu rizanin 6zgiirce verilmis oldugunu
kabul etmek daha yerinde ve gergekgi olacaktir. Buna karsin doktrinde bir goris,
kullanicinin  yeterince bilgilendirilmis olmasinin iizerinde parasal bir baski
kurulmayacagi anlamina gelmeyecegini, bu baski kuruldugunda da verilen rizanin

gecerli olmayacagini savunmustur3?,

En nihayetinde DCD tiiketici hukukuna iliskin s6zlesmeleri diizenledigi i¢in
sOzlesme hukukunu da yakindan ilgilendirmektedir. Bununla beraber DCD sézlesme
hukukuna dair ¢cogu konuyu diizenlemek yerine bu meselelerin ¢6ziimiinii yerel
hukuklara birakmayi tercih etmistir. Ger¢ekten de DCD m. 3(10) uyarinca yonerge iiye
devletlerin genel s6zlesme hukukuna iligkin diizenlemelerine halel getirmemektedir.
Bu yiizden sdzlesmenin kurulmasi, gecerliligi, hiikiimsiizliigii, etkisi, sozlesmenin
sona ermesinin etkisi gibi meseleler DCD uyarinca degil yerel hukuklar uyarinca
¢Ozlime kavusturulacaktir. Ayrica DCD bu s6zlesmelerin nitelendirilmesini (satis ma,

kira m1, sui generis bir sdzlesme mi?) yerel hukuklara birakmistir333,

DCD ile GDPR’n kisisel veri igeren sdzlesmeler igin bir¢ok ortak uygulama
alan1 bulunmasi bu iki diizenlemenin kapsaminin tamamen cakistigi anlamina
gelmemelidir. Baz1 durumlar i¢in DCD’nin uygulama alani GDPR’a gére daha
genistir. Ayrintisina asagida girilecek olan verilerin taginmasi hakki GDPR altinda

sadece kisisel veriler i¢in ileri siiriilebilirken DCD altinda kisisel veriler disinda

331 By yaklasimlar icin bkz. Bedir, Data As Counter-Performance, s. 33. GDPR m. 7(4)’iin mutlak bir
yasak getirmedigi her olay bazinda bir degerlendirme zorunlulugu icerdigi yoniinde bkz. Akkanat-
Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 227-228. Yazara gore aksinin kabulii GDPR’daki
verilerin serbest dolagimi ilkesi ile bagdagsmayacagi gibi temel hak ve ozgirliiklerin orantsizi bir
simirlamast niteliginde de olacaktir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 229.
Kaldi ki GDPR m. 7(4)’iin mutlak bir yasak getirdigi bi¢gimde yorumlanmasi DCD’nin hig
uygulanamamas1 anlamina gelebilecektir, bkz. Akkanat-Oztiirk, Karsi1 Edim Olarak Kisisel Veriler,
s. 230; Cekin, Kigsisel Verilerin Korunmasi Hukuku, s. 96; Efroni, Gaps and Opportunities, s. 12.
332 Bedir, Data As Counter-Performance, s. 34.

333 DCD, Giris, §12. Ancak bu tercih doktrin tarafindan ydnergenin yeknesak uygulamasina zarar
verebilecegi i¢in elestirilmistir, bkz. Stepan Richter, "Supply of Digital Content and Services - New
Legal Concepts Marred with Old Practical Problems," Teises Apzvalga Law Review, Vol. 24, No. 2,
2021 (New Legal Concepts) s. 7.
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kullanict tarafindan dijital iirlin kullanilirken iiretilen veriler de veri tasima hakkinin

kapsamina girebilir®3,

ii. Kisisel Verilerin Tacir ve Tiiketicinin Haklar ile Tliskisi

Her ne kadar ¢alismanin basliginda tacir ve tiiketicinin haklari ifadesine yer
verilmig olsa da DCD tiiketicinin kisisel verisini sagladig1 sézlesmeler i¢in tacirin ne
gibi haklara sahip olacagindan bahsetmemektedir. Ornegin kisinin verisinin
islenmesine iliskin rizasin1 geri c¢ekmesi lizerine tiiketici ile tacir arasindaki
sozlesmenin akibeti i¢c hukuka birakilmistir®®®. Aslinda tiiketicinin kisisel verisini
sozlesme karsiliginda verme taahhiidii altina girmesi bir yandan s6zlesme hukukuna
hakim olan ahde vefa ilkesini ilgilendirirken diger yandan kisisel verilerin korunmasi
hukukundaki rizanin 6zgiir olmasi sartina temas etmektedir. Bu gibi kisisel verilerin
korunmas1 hukuku ile s6zlesme hukukunun kars1 karstya geldigi durumlar ¢alismanin

ikinci boliminde ele alinacaktir.

DCD en nihayetinde tiiketicilerin korunmasina yonelik getirilen bir yonerge
oldugu i¢in kapsami sadece karsiliginda kisisel veri saglanan dijital igeriklerle sinirli
degildir. DCD tiiketici ile tacir arasinda kurulan s6zlesmede uygunluk, sozlesmeye
aykirilik halinde taraflarin haklar1 gibi bircok konuya uygulanir. Bu baglik altinda ise
sadece kisisel verinin karst edim olarak sunuldugu durumlarda 6zellik arz eden

hususlara deginilmekle yetinilecektir.

1. Genel Olarak
[lk olarak bir dijital igerik veya hizmet igin para veya kisisel veri veren kisiler
i¢in olabildigince paralel diizenlemeler getirilmesi 6nemlidir. Zira DCD’nin amac1
tiketici hukukuna iligkin kurallar1 yeknesaklastirarak daha etkin bir tiiketici

korumasiin saglanmasi ve islem maliyetlerinin olabildigince diisiiriilmesidir33®

. Ayni
iriinii para vererek veya kigisel veri saglayarak alan tiiketiciler arasinda ayrim
yapmanin bu iki amaca uygun diisecegini sdylemek zordur. Kald1 ki tacirin elde ettigi
menfaatler i¢in para ve kisisel veri arasinda bir fark da yoktur. Kisisel veri saglayan
kisi de bu hizmet veya igerikten “bedava” yararlanmamaktadir®®*’. Bu bakimmdan

kisisel veri saglayanin daha diislik bir koruma ile korunmasinin daha yerinde olacagi

334 Metzger/Efroni/Mischau/Metzger, Data-Related Aspects, s. 103.

3 DCD, Giris, 940.

3% Metzger/Efroni/Mischau/Metzger, Data-Related Aspects, s. 91; Akkanat-Oztiirk, Karsi Edim
Olarak Kisisel Veriler, s. 206-207.

337 Mik, Use of Websites, s. 78-79; Elvy, Paying For Privacy, s. 1384-1385.
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iddia etmek yerinde olmaz®*®. Ornegin ydnerge tacirin saglama borcu altina girdigi
hizmeti saglayamamasi durumunda tiiketicinin soézlesmeyi sona erdirme hakki
oldugunu diizenlemis (DCD m. 13) ve bunu yaparken sdzlesme i¢in para veya kisisel

veri veren tiiketiciler arasinda bir ayrima gitmemistir.

Bununla beraber baz1 durumlarda bu iki tiiketici tiirli arasinda ayrim yapilmasi
kamu politikas1 ve verinin dogasindan kaynaklanan nedenlerle gerekebilir. Bu
durumlar igin farkli muameleler ongoriilmesini anlayisla karsilamak gerekir®®.
Omegin dijital igerigin veya hizmetin s6zlesmeye uygun olmamasi durumunda karsi
edim olarak para veren tiiketici bedelde indirim hakkini kullanabilir. Buna karsin karsi
edim olarak kisisel veri saglayan kisinin bedelde indirim hakkini kullanmasi miimkiin
degildir. Bu yiizden aslinda DCD m. 14(6) uyarinca sdzlesmenin ayip nedeni ile sona
erdirilmesi sadece bu ayibin 6nemsiz olmamasi durumuna hasredilmisken kisisel veri

saglayan tiiketiciler 6nemsiz ayiplar i¢in dahi sozlesmeyi sona erdirme hakkini

kullanabilirler3#,

Bu hususlar dikkate alindiginda DCD’de iki temel yaklasimin dengelendigi goze
carpmaktadir. DCD baz1 diizenlemeleri ile kisisel verilerin korunmasi hukukunu 6ne
cikartirken, baska bazi diizenlemelerinde s6zlesme hukukunu oOne ¢ikartmaktadir.
Ornegin DCD’nin giris kismu 48. Paragraf 6nce kisisel verileri koruma hukukunun
uygulanmasimi vurgalayarak kisisel verinin bir temel hak olarak 6nemine vurgu
yapmistir. Ancak paragrafin devaminda asagida ele alinacag ilizere GDPR’a
aykiriliklarin ayip niteliginde olacagini sdyleyerek sozlesme hukukuna atifta

bulunmustur3!,

2. Tacirin Kigisel Veri Koruma Hukukuna Uyma Yiikiimliiliigii
Daha once de ifade edildigi gibi bir tiiketici s6zlesmesinde tiiketicinin kars1

tarafa borcu kisisel verilerini saglamak ise bu durum ister istemez veri isleme

33 Bedir, Data As Counter-Performance, s. 20; Eurpoean Parliament, Contracts For The Supply Of
Digital Content, s. 3-4.

339 Metzger/Efroni/Mischau/Metzger, Data-Related Aspects, s. 106.

30 DCD, Giris, 167. Aslinda bu noktadan bakildiginda sdyle bir sonug ortaya ¢gikmaktadir, hizmet veya
icerik karsiginda kisisel veri saglayan taraf hizmetin kendisine sdzlesmeye uygun bigimde saglanmasi
garantisi altinda degildir, bkz. Richter, New Legal Concepts, s. 10.

341 Sénéchal, Consequences of Termination, s. 149. Benzer bicimde eger sézlesme dncesinde satict
veya saglayici veri isleme faaliyeti hakkinda bilgi vermis ancak daha sonra buna aykiri veri igleme
faaliyetleri yapilmigsa bunun da bir ayilp niteliginde oldugu savunulmaktadir, bkz.
Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 11.
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faaliyetlerine zemin hazirlamaktadir. Dolayisi ile bu tarz s6zlesmelerin veri koruma

hukuku ile iliski i¢ginde bulunmasi dogaldir.

DCD heniiz taslak asamasindayken dahi kisisel verileri korunmasi bakimindan
onemli duyarhliklar ifade edilmisti. Ozellikle verinin bir temel hak olmaktan ¢ikip
sadece bir mal varlig1 hakkina doniismesi yoniinde ¢ekinceler vardi. Bu ¢ekincelerin
DCD’ye bir yansimasi ise yonergenin GDPR diizenlemelerinin uygulanmasina halel
getirmeyeceginin yonergenin farkli yerlerinde vurgulanmis olmasidir®*?.  Bu
bakimdan tiiketicilerin tacirler ile kisisel verileri karsiliginda bir sézlesme iliskisi i¢ine
girmis olmalari, GDPR’dan dogan haklarim1 kullanmalarina engel teskil etmez.
Bununla beraber DCD bir adim daha atar ve GDPR’da diizenlenmis olan kisisel veri
koruma rejimine aykiriliklarin saglanan hizmet veya igerik bakimindan ayip
niteliginde olabilecegin diizenler. Bu gibi aykiriliklarin hem stibjektif hem de objektif

343 Boylece tiiketicinin veri koruma

aylp olarak nitelendirilmesi miimkiindiir
hukukundan gelen haklari, girmis oldugu tiiketici hukuku soézlesmesinden dogan

sozlesmesel haklar ile per¢inlenmis olmaktadir.

3. Tacirin Verileri Kullanmaktan Imtina Etme Yiikiimliiliigii
Tacirin DCD altindaki bazi sorumluluklart DCD m. 16’da tacir bakimindan

344 Bu yiikiimliiliiklerden bir

sonuglar1 diizenlenen s6zlesmenin sona ermesine baglidir
tanesi de DCD m. 16(3)’te diizenlenen tacirin sdzlesme sona erdikten sonra tiiketici
tarafindan uygulama kullanilirken iretilen kisisel veri olmayan igerikleri
kullanmaktan imtina etme ylkimliliigiidiir. Bunun karsiliginda tiiketici de DCD m.
17 uyarinca s6z konusu dijital igerik veya hizmeti kullanmaktan imtina etmek ve

bunlar tiglincii kisilere saglamamak yiikiimliiliigli altindadir.

342 DCD, Giris, 937, 38, 39, 48, 69. Dolays1 ile GDPR ile DCD arasinda bir genel hiikiim-6zel hiikiim
incelemesi yapilmayacaktir, iki rejim de paralel olarak uygulanacaktir, bkz. Eurpoean Parliament,
Contracts For The Supply Of Digital Content, s. 5. Veri koruma hukuku ve tiiketici hukuku
arasindaki iliskinin nasil olmas1 gerektigi doktrinde tartismalidir. Bir grup yazar bu iki hukuk alaninin
birbirinden olabildigince ayrilmasi gerektigini diisiiniirken, aksi goriis bu iki hukuk alaninin birbirine
paralel olarak uygulanmasi gerektigini savunmaktadir. Bu yonde agiklamalar i¢in bkz.
Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 2-3.

33 DCD, Giris, 48. Bu husus, DCD heniiz taslak halideyken taslakta agik¢a yazmamasina ragmen
doktrin kullanicinin sdzlesmeden veri koruma ilkeleri ile uyumlu olmasini makul olarak
bekleyebilecegini, bunun da saglanan icerik veya hizmetin ayipli olup olmamasi o6lgeginde
degerlendirilebilecegini savunmustur, bkz. Spindler, Scope of Application, s. 198.

34 DCD altinda s6zlesme iig sekilde sona erebilir: Tacir séz konusu hizmet veya igerigi saglamaz (DCD
m. 13), tacir sdz konusu hizmet veya igerigi ayipli olarak sunar (DCD m. 14-18), djjital icerigin veya
hizmetin tiiketicinin aleyhine degistirilmesi (DCD m. 19[2]), bkz. Lapuente, Termination of the
Contract, s. 163.
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Sozlesme ile tacirin etki alanina giren kisisel veriler i¢in ise DCD m. 16(2)
GDPR’a atifta bulunmaktadir. Baska bir deyisle tiiketici s6zlesme sona erdiginde
sagladig1 kisisel veriler i¢in GDPR’dan dogan haklarin1 kullanacakken, kisisel
olmayan veriler bakimindan DCD m. 16(3) uygulama alani bulacaktir. Fark edildigi
tizere DCD burada bir yandan kisisel verilerin korunmasi hukukuna atifta bulunarak
ilgili kisilerin temel haklarini1 koruma yoluna giderken diger yandan taraflara karsilikli
olarak iceriklerden yararlanmama yiikiimliiliigii yiikleyerek sozlesme hukukunu

andiran bir yaklasim sergilemektedir®*®.

GDPR altinda tiiketicinin sahip oldugu en basat hak yukarida ayrintisi ile
incelendigi tizere GDPR m. 17°deki kisisel verilerinin silinmesini talep etme hakkidir.
Gergekten cogu durumda tiiketici sdzlesmeyi sona erdirmesi ile birlikte kisisel

verilerinin islenmesine dair rizasini da geri gekecektir.

DCD’deki diizenleme ise kisisel veriler i¢in degil kisisel veri niteliginde
olmayan ancak tiiketicinin s6z konusu dijital hizmeti kullanirken {irettigi veriler icin
kullanilir. Ancak GDPR’dan farkli olarak DCD m. 16(3) tiiketiciye burada gergekten
bir talep hakki vermis degildir. Maddenin lafzina bakildiginda®*® tacire s6z konusu
igerikleri kullanmamak bakimindan bir yilikiimliiliik yliklenmis olsa dahi tiiketiciden
bahsedilmedigi goriilmektedir®*’. Bu durum bir yandan tiiketicinin aleyhineymis gibi
goziikse de tacire kendisine bir talep gelmese bile s6z konusu igerikleri kullanmaktan
imtina etme yiikiimliiliigii yiiklemesi ile bir bakima daha koruyucudur. Kaldi ki bir alt
baslikta incelendigi gibi tiiketiciye bu igerikleri talep etme hakki DCD m. 16(4)’te

verilmis bulunmaktadir.

GDPR ile DCD verilerin silinmesi bakimindan da birbirinden ayrilmaktadir.
GDPR m. 17 ilgili kisiye kisisel verilerinin silinmesini talep etme hakk1 tanimistir. Bu

durumda veri sorumlusu gecikme olmaksizin verileri silmek yiikiimliiliigi altina girer.

35 Bu yonde bkz. Sénéchal, Consequences of Termination, s. 148. Bununla beraber DCD’nin
09.12.2015 sayili taslagi incelendiginde madde 13(2)’de sozlesme hukuku ilkelerinin 6ne ¢iktigini
gbérmek miimkiindiir, bkz. Sénéchal, Consequences of Termination, s. 148. Keza taslakta tiiketicinin
kisisel veri saglamasinin bir kars1 edim olarak agik¢a diizenlenmis olmasi da bu yaklagim ile paraleldir,
bkz. Sénéchal, Consequences of Termination, s. 153.

346 Maddenin yazar tarafindan gevrilen lafz1 i¢in bkz. “Tacir , kendisi tarafindan sunulan dijital igerik
veya hizmet tiiketici tarafindan kullanilirken tiiketici tarafindan saglanan veya iretilen kisisel veri
digindaki igerikleri kullanmaktan imtina etmelidir.” (“The trader shall refrain from using any content
other than personal data, which was provided or created by the consumer when using the digital content
or digital service supplied by the trader)”.

347 By farka ragmen iki hiikmiin uygulanmasi agisindan sonuglarin ¢ok farkli olmayacag ydniinde bkz.,
Lapuente, Termination of the Contract, s. 170.
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Baska bir deyisle GDPR veri sorumlusuna adeta bir sonug¢ borcu yiikler. Oysa DCD
m. 16(3)’de igeriklerin silinecegine dair bir ibare yer almamaktadir. Ayrica yonerge
tacire bir sonug borcu yiiklememekte sadece imtina etme yiikiimliiliigii getirmektedir.

Bu bakimdan tacirin borcu adeta bir 6zen borcu gibidir®4®,

DCD ve GDPR’daki diizenlemeler arasindaki bir diger fark da istisnalara
iliskindir. GDPR’a bakildiginda istisnalarin ¢ok daha dar kapsamli oldugu goriiliir.
Bunlar kisaca ifade 6zgiirliigii bagka bir hukuka uygunluk nedeninin bulunmasi, yasal
haklarin kullanimi, kamu menfaati gibi durumlardir. DCD ise taciri GDPR’dan ¢ok
daha fazla korumaktadir. DCD m. 16(3) temelde dort adet istisna halini saymaktadir.
Bu hallerden birinin varligi halinde tacir s6z konusu igerikleri kullanmaktan imtina
etmek zorunda kalmayacaktir. Bunlardan DCD m. 16(3)(d) s6z konusu verinin baska
kullanicilarca birlikte {iretilmis olmasi durumunu diizenler ki bu diizenlemenin
GDPR’1n istisnalari ile en azindan ratio legisi bakimindan paralel oldugunu séylemek
miimkiindiir’®®. Zira amag icerikte katkis1 bulunan diger kisilerin menfaatlerini
korumaktir. Ancak diger ili¢ bentte sayilan istisnalarda tacirin tiiketiciye kiyasla
kayirildigint séylemek miimkiindiir. DCD m. 16(3)(a) uyarinca sayet s6z konusu
icerikler tacir tarafindan sunulan dijital icerik veya hizmet disinda tiiketici icin

350 fkinci olarak s6z

kullanish degilse tacir bunlar1 kullanmaya devam edebilecektir
konusu veriler sadece tiiketicinin bu dijital igerik ve hizmet kullanilirken yaptigi
faaliyetlere iliskin ise tacir bunlar1 sézlesme sona erdikten sonra da kullanmaya devam
edecektir. Son olarak eger bu veriler tacir tarafindan bagka igerikler ile birlikte
toplanmis ve bunlarin birbirinden ayrilmasi 6lgiisiiz bir emek gerektiriyorsa da tacir

bu igerikleri kullanmaya devam edebilecektir®?,

38 Lapuente, Termination of the Contract, s. 169. Bununla beraber DCD’nin taslaginda yer alan
“saglayic1 kullanmakta imtina etmek i¢in kendisinden beklenebilecek her tiirlii tedbiri alir” (“the
supplier shall take all measures which could be expected in order to refrain from the use”) ifadesinin
yonergeye alinmamasi ve bir fiili yapmaktan kaginmanin da bir tiir sonug borcu oldugu diisiiniildiigiinde
DCD’nin de tacire sonug borcu yiikledigi savunulabilir. Bu yonde bkz. Lapuente, Termination of the
Contract, s. 170.

349 Lapuente, Termination of the Contract, s. 170

30 eerigin kullanish olmamasi yénergenin giris kisminda igerigin tacir ile kiyaslandiginda tiiketici igin
onemli pratik kullanigsa veya menfaate (“significant practical use or interest”) sahip olmamasi seklinde
aciklanmugtir, bkz. DCD, Giris, §71. Doktrinde bu husus “6nemli pratik kullanig veya menfaatin” birgok
farkl1 goriintimii olabilecegi (6rnegin kisinin bu igeriklerle anilarini yazmak isteyebilir, onlarla duygusal
veya manevi bir bag kurmus olabilir) gerekgesi ile elestirilmistir, bkz. Lapuente, Termination of the
Contract, s. 182.

351 Doktrinde bir goriis burada dngoriilen istisnalari, taciri haddinden fazla korudugunu ve bu istisnalarin
dayanaklarinin yeterince ortaya konamadigi gerekgesi ile elestirmektedir, bkz. Lapuente, Termination
of the Contract, s. 181-182
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4. Tiiketicinin Verilerini Alma Hakki
Soézlesmenin sona ermesi durumunda DCD’nin tiiketiciye tanidig1 haklardan biri
tirettigi icerigi tacirden talep etme hakkidir. DCD m. 16(4) altinda diizenlenen bu hak
uyarinda tiiketici tacirden kisisel veriler hari¢ dijital iirlinii kullanirken iirettigi veya
sagladig verileri talep etme hakkina sahip olacaktir. Bunun nedeni tiiketicinin uygun
olmayan bir ifa durumunda haklarin1 o zamana kadar bu dijital hizmet veya iirlinde
irettigi iceriklerden mahrum kalma endisesi duymadan yasal haklarindan

yararlanabilmesini saglamaktir®®,

Tacirin bu durumda talebi geri ¢evirmek i¢in ileri siirebilecegi istisnalar bir {ist
baslikta izah edilen 16(3)(a),(b) ve (c) halleridir®®3. Talep halinde tacir bu igerikleri bir
bedel almaksizin ve veri sorumlusunun engellemesine maruz kalmadan, makul bir

zaman ic¢inde, makine tarafindan okunabilecek bir formatta saglamakla yiikiimliidiir.

GDPR’da kisisel veriler i¢in bu hakka ¢ok benzer bi¢imde veri tasimasi1 hakki
taninmustir. Orada da ilgili kisi veri sorumlusuna sagladig: kisisel verilerini yapisal
bicimde, makine tarafindan okunabilecek bir formatta alinmasini ifade eder (GDPR
m. 20). Buna karsin DCD ile GDPR’daki ilgili maddelere bakildiginda bazi farklar
gdze carpmaktadir®, ilk olarak maddelerin kapsama alani birbirlerinden farklidir.
GDPR kisisel veriler i¢in uygulanirken, DCD tiiketici tarafindan dijital hizmet veya

igerik kullanilirken olusturulmus kisisel olmayan verilere uygulanacaktir.

Ikinci 6nemli fark ise GDPR’dan dogan veri tasima hakkinin her zaman
kullanilabilmesine karsin DCD’den dogan hakkin ancak tiiketici ile tacir arasindaki
sOzlesme sona erdikten sonra kullamilabiliyor olmasidir. Maddelerin lafizlarina
bakildiginda da farkli diizenlendiklerini gérmek miimkiindiir. GDPR altinda yapilan
bir talepte saglanacak icerigin yapisal olarak aktarilmasi gerektigi agik¢a yazmis olsa
da DCD altinda bdyle bir ifadeye rastlamak miimkiin degildir. Ancak bu eksiklik
alman verinin baska bir tacire aktarilmasina engel olacak bigimde

355

yorumlanmamalidir>. Ayrica GDPR’da yer alan “veri sorumlusunun engellemesine

maruz kalmadan” ifadesine DCD’de yer verilmemistir ki bunun veri pazarinda

%2 DCD, Giris, §70; Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 103.

33 [stisnalarin kullanic1 lehine dar yorumlanmasi gerektigi ve her zaman 6lgiiliiliik ilkesi uyarinca
uygulanmasi gerektigi hakkinda bkz. Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 104.
%4 DCD’nin taslagi ile GDPR arasinda yapilan veri tasima hakki bakimindan kapsamli bir karsilagtirma
icin bkz. Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 103 vd.

3% |apuente, Termination of the Contract, s. 171.
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rekabetin gelistirilmesi igin yerinde bir diizenleme olacagi sdylenebilir®®®, Bu iki
diizenleme arasindaki dnemli bir baska fark ise bu haklarin ileri siiriilebilecegi cevre
ile ilgilidir. GDPR’dan dogan hak ilgili kisi ile veri sorumlusu arasinda bir s6zlesme
olsun veya olmasin talep edilebilir, oysa DCD’den dogan hakki tiiketici sona ermis
olan sbzlesmenin diger tarafi olan tacirden talep edebilecektir®’. Ayrica GDPR bir
veri sorumlusundan digerine dogrudan veri tagimasina olanak taniyan bir hak icerse

de DCD’de benzer bir diizenleme bulunmamaktadir3®®

. Bununla beraber eger tiiketici
ile tacir arasindaki s6zlesmede bdyle bir hak tiiketiciye verilmisse bu sefer s6zlesmeye
dayanarak tiiketicinin tacirden iirettigi igerigin baska bir tacire aktarilmasini talep

etmesi miimkiin olacaktir®®,

Yonerge ile GDPR arasindaki onemli bir bagka fark ise veri tasimabilirligi
haklarinin kullanilabilecegi igeriklerle ilgilidir. Daha dnce agiklandig gibi*® her ne
kadar GDPR m. 20’nin lafzinda ilgili kisinin veri sorumlusuna sagladig1 veriler yazmis
olsa da bu ifadeden uygulamada ilgili kisinin aktif olarak sagladigi veriler yaninda veri
sorumlusu tarafindan gézlemlenen veya toplanan yani ilgili kisinin pasif kalarak veri
sorumlusuna sagladig1 veriler de girer. Bu bakimdan veri sorumlusunun topladigi
veriler lizerinde calisarak iirettigi yeni icerikler GDPR m. 20 kapsami disinda

kalmaktadir.

DCD m. 16(4)’iin lafzina bakildiginda ise tiiketicinin tacire sagladig: ve dijital
hizmet veya icerik kullanilirken iiretilen igerikler i¢in kullanacaktir. Dolayist ile
GDPR m. 20’den farkli olarak tiiketicinin pasif olarak tacire saglamis oldugu veriler
lizerinde DCD’den dogan bir tasinabilirlik hakki bulunmamaktadir®®!. Buna karsin
DCD’nin sadece kisisel verilere degil kullanici tarafindan iretilmis igerikleri de
uygulanabiliyor olmasi bu bakimdan kapsama alaninin daha genis oldugu sonucunu

dogurur®®?,

3% |_apuente, Termination of the Contract, s. 171.

357 Lapuente, Termination of the Contract, s. 171.

38 Efroni, Gaps and Opportunities, s. 21. DCD taslak halindeyken doktrinde iigiincii kisilere etkili bir
talep hakkinin kullanicilara taninmasi Onerilmisti, bkz. Metzger/Efroni/Mischau/ Metzger, Data
Related Aspects, s. 104.

39 Lapuente, Termination of the Contract, s. 171.

360 Bkz. Boliim 1.B.2.a.iv.f, s. 56-57.

31 |apuente, Termination of the Contract, s. 179.

362 Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 103; Efroni, Gaps and Opportunities,
s. 21.
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c. Tiiketici Haklar1 Yonergesindeki Degisiklikler
CRD?® ilk haliyle her ne kadar dijital igeriklere uygulaniyor olsa da yénergenin
kapsamina girmek i¢in tiiketicilerin bu igerikler karsiliginda parasal bir bedel 6demesi
gerekiyordu. Yonergenin tasar1 asamasinda gerek Parlamento gerek de Konsey bu

yonde goriis bildirmisti®®,

Ancak daha sonra CRD ile DCD arasindaki uyumsuzluklar1 gidermek amaciyla
CRD’de 2019/2161 sayil1 yonerge Avrupa Birligi Icra ve Modernizasyon Y 6nergesi
(Enforcement and Modernization Directive [EMD])3% ile énemli baz1 degisiklikler
yapildi®®®, Bu degisikliklerden biri CRD m. 3(1)’e eski halinde bulunmayan agik
bicimde “tliketicinin bir bedel 6dedigi veya ddeme yiikiimliiligi altina girdigi”
ifadesinin eklenmesiydi®®’. Ancak daha da 6nemlisi CRD m. 3’e eklenen (1a) bendi
ile tiikketiciye taginabilir bir ortamda sunulmayan dijital igerik veya hizmet sunan veya
sunma borcu altina gire tacire karsi, tiiketici bu igerik veya hizmet karsiliginda kisisel
veri sagliyor veya saglama ylkiimliiliigii altina giriyorsa da CRD’nin kapsaminda bir
tiketici islemi olarak degerlendirilecektir. Aym1 DCD gibi CRD’de de yapilan
degisiklikten sonra verinin sadece dijital igerik veya hizmetin sunulabilmesi veya
hukuki bir yiikiimliligiin yerine getirilmesi amaciyla toplandigi durumlarda

uygulanmayacaktir>®,

363Y gnergenin metni icin bkz. https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32011L.0083&from=EN (erigim tarihi: 20.04.2023)

34 Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 13. Ancak bu dénemde dahi (baska
bir deyisle EMD’den dnce) Komisyon, her ne kadar CRD dogrudan tiiketicinin “bir bedel 6dedigi” (pay
a price) ifadesine satig ve hizmet sozlesmelerini tanimlarkenatif yaparak bunlari kapsama almigsa da
dijital igerik s6zlesmeleri i¢in bdyle bir hikkiim bulunmadigini bu yiizden bunlarin da CRD kapsaminda
oldugunu savunmustur, bkz. European Commission, “DG JUSTICE GUIDANCE DOCUMENT
concerning Directive 2011/83/EU of the European Parliament and of the Council of 25 October 2011
on consumer rights, amending Council Directive 93/13/EEC and Directive 1999/44/EC of the European
Parliament and of the Council and repealing Council Directive 85/577/EEC and Directive 97/7/EC of
the European Parliament and of the Council”, Haziran 2014 (DG Justice),s. 64.

365 Y dnergenin metni icin bkz. https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32019L.2161&from=EN (erisim tarihi: 20.04.2023).

366 EMD, Giris, 931-32.

37 Odenecek bedel parasal degere doniistiiriilebilir herhangi bir formda (6rnegin hediye kartlari, sadakat
puanlar vs.) olabilir. Bu CRD’in uygulanabilirligine etki etmez, bkz. European Commission, “Guidance
on the interpretation and application of Directive 2011/83/EU of the European Parliament and of the
Council on consumer rights”, 29.12.2021, C 525/1, https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:52021XC1229(04)&from=EN  (erisim tarihi: = 20.04.2023)
(Guidance on CRD) s. 12.

%8 EMD, Giris, 933-34; European Commission, Guidance on CRD, s. 13. Ayrica CRD tacirin sadece
metaveri (tliketicinin cihazi veya gezinme ge¢misi gibi) durumlarda da uygulanmayacaktir, bkz. EMD,
Giris, 935.


https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32011L0083&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32011L0083&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32019L2161&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32019L2161&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52021XC1229(04)&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52021XC1229(04)&from=EN
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EMD ile CRD m. 13’¢ tacir i¢in DCD’deki yiikiimliiliikklere benzer
yiikiimliiliikler getirilmistir. Buna gore tiiketicinin sdzlesmeden dondiigii*®® durumda
tiiketicinin kisisel verileri hakkinda tacirin GDPR’a uygun hareket etmek, kisisel veri
olmayan ancak tiiketiciler tarafindan olusturulan igerikleri de kullanmaktan imtina
etmek sorumlulugu vardir®®, Tacirin tiiketicinin olusturdugu kisisel veri disindaki
icerikleri kullanmaktan imtina etmesi sorumluluguna baz1 istisnalar getirilmistir. Bu
istisnalarin da DCD’deki ilgili istisnalar ile paralel oldugu goriilmektedir. Bundan
baska yine DCD ile paralel olarak CRD m. 13’¢ eklenen 7. bent ile tiiketiciye dijital

icerigini tacirden talep edebilme hakki taninmistir.

DCD ig¢in oldugu gibi CRD i¢in de CRD m. 13(4)’te agikca ifade edildigi gibi
veri isleme faaliyeti igin tacirin GDPR ile uyumlu olma yiikiimliligii vardir.
Dolayisiyla veri isleme faaliyetinin GDPR m. 6’daki hukuka uygunluk hallerinden
birine dayanmasi gerekmektedir. Hatta GDPR bakimindan uygun hukuka uygunluk
nedeninin  bulunmasi ¢aligmasinin CRD’nin  uygulanip uygulanmayacaginin
bulunmasinda tacire yardimci olabilir. Eger tacir GDPR m. 6(1)(b) (veya GDPR m.
6(1)(c)) bendine dayanabiliyorsa kars1 edimi kisisel veri olan bir sézlesme i¢in yliksek
thtimalle CRD uygulama alan1 bulmayacaktir, ancak eger dayanamiyorsa CRD’nin de

uygulama alani bulma ihtimali yiiksektir':,

39 CRD m. 9 uyarinca bazi istisnalar sakli kalmak iizere tiiketicilerin herhangi bir hakl sebep gostermek
yiikiimliiliigii olmaksizin mesafeli olarak yapilan tiiketici s6zlesmelerinden 14 giin iginde donme
imkanlar1 vardir.

370 Aym1 DCD’de oldugu gibi sdzlesmenin sona ermesi ile kisisel verilerin akibetinin ne olacagina
GDPR fiizerinden karar verilecektir. Kisisel veri olmayan igerikler bakimindan ise CRD hiikmii
uygulanacaktir, bkz. European Commission, Guidance on CRD, s. 53.

371 European Commission, Guidance on CRD, s. 14.
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I1. SOZLESME HUKUKU KAPSAMINDA KISIiSEL
VERILER

Bir 6nceki baglikta gerek Tiirkiye’de gerek de AB’de kisisel verilerin korunmasi
hukukunun ilgili kisilere sagladigi haklar ayrintisi ile ele alinmistir. Ancak bu koruma
rejiminin, ilgili kisilerin kisisel verileri karsiliginda girmis olduklar1 sdzlesme
iliskilerinde s6zlesme hukukundan dogan haklarimi ne kadar karsilayabildiklerinin
tartisilmasi gerekir. Bu hukuki iligkilerde kisisel verisini diger tarafa saglayan kisiler
kisisel verilerin korunmasi hukuku anlaminda “ilgili kisi” olmanin Otesinde ayni
zamanda birer “sozlesme tarafi”dir. AB’de yavas yavas kisisel verinin sdzlesmelerin
karst edimi oldugu is modellerinin taninmasi ile bu noktadaki agigin kapatilmasina
yonelik diizenlemeler yapildigi goriillmektedir. Bunlardan DCD ile CRD’deki
degisiklikler bir dnceki baglikta incelenmistir. Ancak hukukumuzda heniiz bu yonde
somut bir adim atilmis degildir. Bu ylizden su anki durumun bor¢lar hukuku
diizenlemeleri 1s18inda ele alinmasi1 gerekecektir. Calismanin devaminda kisisel
verinin sozlesmenin karst edimi oldugu sozlesmelerin borglar hukukundaki

yansimalar1 incelenecektir.

A. Kisisel Verinin Sézlesmeye Konu Olmasinda Oncii Sorunlar

1. Hukuki Sorunun Takdimi

Teknolojik imkanlarin gelismesi ile verilerin ¢ok daha az masrafla elde
edilebilmesi iginde kisisel verilerin de bulundugu biiyiik veri paketlerinin ¢ok daha
kolay bigimde islenebilmesine veya iletilebilmesine olanak saglanmstir®’2, lk
zamanlar yasal bir diizenlemenin bulunmamasini firsat bilen sirketler 6nemli
miktarlarda veri islemis, onlar {lizerinde tasarrufta bulunmus ve bunlardan ciddi
miktarlarda kar elde etmistir. Veri toplayarak bunlardan yiiklii miktarda kar elde eden
firmalardan ayrica bir bedel 6demeden hizmet alabilen toplum bu durumu g¢ok
sorgulamamistir. Daha sonra bu sekilde verilerden elde edilen giiciin kullanimi

konusunda toplum duyarliligi ise ancak Cambridge Analytica®” ve 2016 ABD

372 Diinya’da iiretilen verilerin hacmi 2018’de 33 zettabayt iken bu sayimmin 2025 yilinda 175 zettabayta
¢ikmasi beklenmektedir, bkz. European Commission, A European Strategy For Data, s. 2.

373 Cambridge Analytica skandalimn arka plam hakkinda bkz. Nicholas Confessore, “Cambridge
Analytica and Facebook: The Scandal and the Fallout So Far”, The New York Times, 4 Nisan 2018,
https://www.nytimes.com/2018/04/04/us/politics/cambridge-analytica-scandal-fallout.html (erisim
tarihi: 5.7.2022).


https://www.nytimes.com/2018/04/04/us/politics/cambridge-analytica-scandal-fallout.html
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secimleri®’* skandallar ile olusmaya baslamistir®”®. Onceki basliklarda ele alindig

gibi glinimiiz itibariyle kisisel verilerin islenmesi merkezinde bir temel hak olarak
kisisel verilerin korunmasini esas alan diizenlemelere tabi tutulmus durumdadir. Bu
diizenlemelerde kisisel veri miinhasiran kisilik haklarinin korunmasi bakis acisindan

incelenmektedir3’,

Bununla beraber bu ¢alisma altinda da ele alinacagi gibi mevcut diizenlemelerin
veri ekonomisinin gercekleri ile ne kadar uyumlu oldugu tartismalidir ve
tartistlmalidir. Zira gerek KVKK gerek de GDPR’a bakildigi zaman kisisel veri
hususunda esas vurgunun kisilerin mahremiyet haklar1 iizerinde oldugu goriiliir.
KVKK m. 1’de “basta ozel hayatin gizliligi olmak iizere” diyerek kisisel verilerin
korunmasinin 6zel hayatin gizliligi ile yakin iliskisini ortaya koymustur®’’. GDPR m.
1 tliziiglin amaci ve konusu altinda kisisel verilerin korunmasinin temel haklar ile

baglantili bir mesele oldugunu sdylemektedir®’®,

Keza AYM de kisisel verilerin korunmasi hakkinda verdigi kararlarda 6zel

hayatin gizliligi ile ilgili diizenlemelere ve igtihatlara atifta bulunmaktadir®"

. Kisisel
verilerin Anayasal koruma altina alindig1 diizenlemenin esasinda 6zel hayatin
korunmasina iligkin olmas1 Anayasa koyucunun kisisel veriye nasil yaklastigini ortaya
koymaktadir. Yargitay’in kararlarinda “Kisisel verilerin korunmasinin saglanmasi ile

birlikte 6zel hayatinin gizliligi korunmugs olacaktir” gerekcesine yer vermesi Yiiksek

374 Amerikan segimlerine sosyal medyadan yayilan yalan haberlerin etkisi hakkinda bir inceleme igin
bkz. Hunt Allcott/ Matthew Gentzkow, “Social Media and Fake News in the 2016 Election”, Journal
of Economic Perspectives, Vol 31., No. 2, Spring 2017, s. 212-213, 220 vd..

375 Sanjay Sharma, Data Privacy and GDPR Handbook, New Jersey: Wiley, 2020 (GDPR Handbook),
s. 37.

376 Vanessa Mak, “Contract and consumer law”, Research Handbook in Data Science and Law
(editdrler: Vanessa Mak/ Eric Tjong Tjin Tai/ Anna Berlee), Cheltenham/Massachusetts: Edward Elgar
Publishing, 2018 (Contract And Consumer Law), s. 21.

877 Oztiirk/ Altok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 20-21. Kisisel verilerin
korunmasina iliskin bazi diizenlemeler ise kisilik haklarinin korunmasini 6ne ¢ikartmaktadir, bkz.
Kiizeci, Kisisel Verilerin Korunmasi, s. 320.

378 Prashant Mali, GDPR Articles With Commentary & EU Case Laws, Cyber Infomedia
https://archive.org/details/GDPRArticlesWithCommentaryEUCaseLaws_201904/page/n3/mode/2up
(erigim tarihi: 6.7.2022), (GDPR Commentary) , S. 1-2.

319 AYM, Arif Ali Cangi, 940; AYM, Aylin Nazh Kaya Basvurusu (2), B.N.: 2018/24439, R.G.S.:
31552,R.G.T.: 29.07.2021, K.T.: 15.06.2021 (Aylin Nazli Kaya (2)), 923 (https://legalbank.net/arama);
AYM, Ramazan Sahin Basvurusu, B.N.:2018/11988, R.G.S.: 31814, R.G.T.: 19.04.2022, K.T.:
10.03.2022 (Ramazan Sahin) ,932 (https://legalbank.net/arama).


https://archive.org/details/GDPRArticlesWithCommentaryEUCaseLaws_201904/page/n3/mode/2up
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Mahkeme nezdinde de kisisel verilerin korunmasinin biri 6zel hayatin gizliligi

meselesi olarak ele alindigin1 gostermektedir®®,

Benzer bicimde Avrupa Insan Haklar1 Mahkemesi (AIHM) ictihad1 altinda da
kisisel verilerin korunmasi hukukunun 6zel hayatin gizliligi baglaminda incelendigi
goriilmektedir®®. Ornegin S. ve Marper Birlesik Krallik davasinda mahkemenin
kisisel verilerin Avrupa Insan Haklar1 Sozlesmesi (AIHS) m. 8 kapsaminda
korunacagina hiikmetmistir®®?2. Daha once de belirtildigi gibi tiizel kisilerin verileri
GDPR kapsaminda korunmamaktadir. Bununla beraber AIHS m. 8’in tiizel kisilerin
verileri icin de koruma sagladig1 kabul edilmektedir®®, Bernh Larsen Holding AS ve
digerleri Norve¢ kararinda mahkeme vergi denetimi esnasinda biitiin verileri
kopyalanan ii¢ sirketin AIHS m. 8 altindaki konuta ve haberlesmenin gizliligi

haklaria miidahale teskil edecegine karar vermistir®®*,

Buraya kadarki yaklagimlarin yerinde olmadigini séylemek dogru olmayacaktir.
Halihazirda elimizde bulunan diizenlemelerin heniiz ilk on yillarim1 dahi
doldurmadiklarin1 da disiindiigiimiizde, veri ilgililerinin haklarin1 biiyiik oranda
gelistigini kabul etmek gerekir. Bununla beraber bu diizenlemelerin kisisel veriye
bakislarinin gergekten yerinde, hi¢ degilse yeterli olup olmadiklarinin tartisilmasi

gerektigi kanaatindeyiz.

Bu mesele sadece kisisel verilere 6zel bir durum olarak da goriilmemelidir.

Hukuk diinyasinda en basinda sadece korunacak bir hak olarak goriilen baska bir

30 Yargitay, Hukuk Genel Kurulu, 2017/4-1340 E., 2018/1622 K., K.T.. 6.11.2018
(https://www.kazanci.com.tr/).

%81 Terwangne, GDPR Commentary Article 5, s. 313; Oztiirk/Altinok Caliskan/Seyhan, Kisisel
Verilerin Korunmasi Hukuku, s. 24, 40.

382 ATHM, Biiyiik Daire, S. and Marper v. the United Kingdom, Basvuru No.: 30562/04 ve 30566/04,
Karar, Stazburg, 4 Aralhik 2008 (S. ve Marper / Birlesik Krallik), 966
(https://hudoc.echr.coe.int/fre#{%22itemid%22:[%22001-90051%22]}).

38 FRA, Handbook on European Data Protection Law, s. 84.

384 ATHM, Birinci Daire, Bernh Larsen Holding As and Others v. Norway, Basvuru No.: 24117/08,
Judgment, Strazburg, 14 Mart 2003, (Bernh Larsen / Norveg) §105. Avrupa’da kisisel verinin Avrupa
Birligi Temel Haklar Sart1 ve AIHS kapsaminda yeri hakkinda bkz.
Boerding/Culik/Doepke/Hoeren/Juelicher/Roettgen,/Schoenfeld, A Property Rights Approach, s.
327; European Parliament, “Contracts for the supply of digital content and personal data protection”,
15.05.2017,
https://www.europarl.europa.eu/RegData/etudes/BRIE/2017/603929/EPRS_BRI(2017)603929 EN.pd
f (Contracts for the supply of digital content) s. 2-3. Avrupa Birligi’'nde serbest dolagm ilkeler uyarinca
verinin durumu hakkinda ayrica bkz. . Boerding/Culik/Doepke/Hoeren/Juelicher/Roettgen,/Schoenfeld,
A Property Rights Approach, s. 329-330.


https://www.europarl.europa.eu/RegData/etudes/BRIE/2017/603929/EPRS_BRI(2017)603929_EN.pdf
https://www.europarl.europa.eu/RegData/etudes/BRIE/2017/603929/EPRS_BRI(2017)603929_EN.pdf
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deyisle sahibinin pasif olarak yararlandig1 genel anlamda kisilik haklarnin®®°®, gelisen
ekonomide hak sahiplerinin bunlardan yararlanmasina yani onlar1 aktif bicimde

kullanilmaya baslamas1 énemli bir paradigma degisimidire®.

Bunun en biiyiik nedeni bu ¢alismanin da ilk boliimiinde ele alindig1 gibi kisisel
verilerin artik ekonominin belki de en biiyiik dilimlerinden birini olusturmasidir. Veri
isleyen sirketlerin veri sahipleri ile kurduklar iliskilerin arka planinda daha ¢ok
ekonomik motivasyonlar vardir. Kullanicilarin verilerine ulasamayan bir saglayicinin
bu hizmet veya igerikleri saglamaya devam edecegini sdylemek c¢ok muhtemel
degildir®’. Ayrica veri sahibi goniillii olarak bu iliskinin igine girdigine gore onun da
ticret ddemeden hizmet alma yahut bu hizmetten daha iyi yararlanma gibi ekonomik
motivasyonlarla hareket ettigini kabul etmek gerekir. Bu durumu sadece mahremiyet
ve Ozel hayata saygi haklarina dayandirarak ¢ozmeye c¢alismak meselenin biitiin
boyutlarin1 gérmemize engel olacaktir. Zira 6zel hayatin korunmasina iligkin getirilen
koruma daha ¢ok bir yapmama borcu igerir. Daha agik bir sekilde ifade etmek
gerekirse 0zel hayatin korunmasinda birey kendi 6zel hayatini siirdiiriir ve burada
olusturdugu hayatin gizliliginin bagkalar1 tarafindan ihlal edilmemesini talep eder.
Burada 6zel hayat1 korunan kisi pasif bir konumdadir. Ugiincii kisilerden de 6zel hayat:
ihlal eden davraniglarda bulunmamalar1 beklenecektir. Birey ile tiglincii kisi arasinda

¢ogu zaman sosyal bir temas olmasi dahi aranmaz.

Oysa kisisel veri ekonomisinde taraflar 6zgiir iradeleri ile bir iliski igine
girmektedirler. Bu bakimdan tesadiifi iki kisinin karsilasmasindan degil, birbiri ile
bilerek temasa gecen iki kisiden bahsedilir. Kaldi ki 6zel hayatin gizliliginden farkl
olarak veri sahibi kisi pasif bir konumda bulunmamakta, harekete gecerek kendi

verisini saglamasi karsiliginda ticret 6demeden bazi ekonomik menfaatler elde

385 Buna aymi zamanda menfi haklar da denmektedir. Bu haklar uyarmca kisiler ancak bir ihlal
durumunda harekete gecebileceklerdir yoksa miispet anlamda bu haklar1 kullanamazlar. Bu yonde bkz.
Corien Prins, "When Personal Data, Behavior and Virtual Identities Become a Commaodity: Would a
Property Rights Approach Matter." SCRIPTed: A Journal of Law, Technology and Society, Vol. 3,
No. 4, December 2006 (Personal Data Become a Commodity), s. 280-281.

36 Giorgio Resta, “The New Frontiers of Personality Rights and the Problem of Commodification:
European and Comparative Perspectives”, Tulane European & Civil Law Forum, Vol. 26, 2011
(Personality Rights and the Problem of Commaodification) s. 42.

387 Gerald Spindler, "Contracts for the Supply of Digital Content - Scope of Application and Basic
Approach - Proposal of the Commission for a Directive on Contracts for the Supply of Digital Content."”
European Review of Contract Law, Vol. 12, No. 3, 2016 (Scope of Application), s. 191-192.
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etmektedirler. Diger yonden bu iliskinin diger tarafinda olan sirketler elde ettikleri

verileri igleyerek dnemli miktarda paralar kazanabilmektedirler.

Bu iligkiler ag1 i¢inde iki tarafin da kendisine kazandirdigi ekonomik
kazanimlarin nasil bir 6zel hukuk iliskisi i¢inde tanimlanabileceginin belirlenmesi
gerekir. Aksi takdirde taraflar arasindaki iliskinin birgok boyutu gézden kagirilacagi
i¢in adil bir menfaatler dengesi kurulamaz. Hatta baz1 yazarlar mevcut diizenlemelerin
bliyiik veri sistemleri ve bulut sistemleri karsisinda bireyi korumaktan uzak oldugunu

savunmuslardir®,

Sorun zannedildiginin aksine sadece verisini diger tarafa saglayan ilgili kisinin
menfaatlerinin adil olmayan bi¢imde kisitlanmasinda da degildir. Veri isleyen kiginin
menfaatleri dikkate alindiginda da KVKK veya GDPR gibi diizenlemelerden ilgili
kisiye verilen bazi haklarin veri isleyen ile ilgili kisi arasindaki sdzlesmesel dengeyi
bozabilecek durumda oldugu da goriiliir. Ornegin verisini iicretsiz hizmet almak igin
hizmet sunucuya saglayan kisi daha sonra sayet verisinin silinmesini talep ederse,
rizasinin geri c¢ekerse, islemenin kisitlanmasini isterse; kisaca hizmet saglayanin
verdigi hizmet karsililiginda edindigi veri lizerindeki tasarruf imkanlarin1 kisitlarsa
bundan taraflar arasindaki s6zlesme nasil etkilenecegi sorusunun cevaplanmasi
gerekir. Halihazirda elimizde bulunan diizenlemeler bu sorulara bir cevap iiretebilmis

degildir.

Bu yiizden asagidaki boliimlerde kisisel veri ekonomisine yonelik diger sorunlar
ele alindiktan sonra ilk olarak kisisel verinin hukuki niteligi tartisildiktan sonra kisisel
verinin sozlesme iligkilerine konu olmasi durumunda ortaya cikabilecek hukuki
uyusmazliklara mevcut sozlesme hukuku diizenlemeleri uyarinca nasil cevaplar

verilebilecegi tartisilacaktir.

38 Omer Tene, “Privacy Law’s Midlife Crisis: A Critical Assessment of the Second Wave of Global
Privacy Laws”, Ohio State Law Journal, Vol. 74:6, 2013 (Privacy Law’s Midlife Crisis), s. 1239-
1240, 1248 vd. Bunun disinda tiiketici hukuku diizenlemelerinin kigisel veri koruma hukukunu
tamamlayabilecegi yoniinde bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 24;
Rhoen, Beyond Consent, s. 6 vd.. Benzer bigimde veri koruma hukukunun karmagikligi ve gizlilik
sozlesmesi gibi sdzlesmelerin artan sayisi nedeniyle gerek insan haklar1 gerek de veri koruma hukuku
baglaminda kisilerin verilerinin korunmasinin yeterince etkin olmadig1 hakkinda bkz. Michiel Rhoen,
“Beyond consent: improving data protection through consumer protection law”, Internet Policy
Review, Vol. 5, Issue 1, 31 March 2016 (Beyond Consent) s. 4-5.
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2. Kisisel Verilerin Ekonomik Degeri ile Tlgili Etik Sorunlar
Her ne kadar kisisel verilerin iktisadi hayata dahil olmasi artik bir ekonomik
gerceklige doniismiis olsa da bugiin doktrinde hatir1 sayilir bir goriis kisisel verilerin
ekonomik boyutunun taninmasmin bazi ahlaki sorunlara neden olacagim
savunmaktadir. Zira kisisel veri Kita Avrupasindaki hakim goriis uyarica oncelikle
bir kisilik hakkidir®®, Kisilik hakki doktrinde “kisinin toplum icindeki sayginliginin ve
kisiligini  serbestce  gelistirmesini  temin eden varliklarin  tiimii”  olarak

tanimlanmistir>®°.

Kisilik haklart hakkinda TMK m. 24 genel bir hiikiim koymus ve kisilik
haklarinin igeriginin doldurulmasini 6greti ve uygulamaya birakmistir. Bu bakimdan
kisilik haklarinin birgok farkli gériiniimii olabilir. Buna karsin farkl sekillerde ortaya
c¢ikabiliyor olmasi kisinin birden fazla kisilik hakki oldugu anlamina gelmez. Son
tahlilde kisinin tek bir kisilik hakki vardir ancak bu kisilik hakk: farkli goriintimlere
sahiptir®. Yukarida mahkeme igtihatlar1 ile ortaya kondugu gibi kisisel veriler de

kisilik haklarinin gériiniim sekillerinden biridir.

Yukarida da izah edildigi gibi mevcut yaklasimlara bakildiginda kisisel verilerin
korunmast pek ¢ok defa kisinin 6zel hayata saygi hakk: ile iliskilendirilmistir3®2,
Bununla beraber kisisel verilerin korunmasi hukukunun sadece kisinin mahrem
hayatina iligkin verileri degil kamuya a¢ik olan verileri de korudugunun altinin
cizilmesi gerekir. Ister kamuya kapali ister kamuya agik alanda olsun bir gercek kisiyi
belirten yahut belirlenmesine imkan taniyan biitiin veriler kisisel veri olarak kabul
edilirler. Ornegin bir kisinin mensup oldugu din ilgili kisinin toplumsal hayatina iligkin
bir veri olmasina karsin bir kisisel veri oldugu i¢in hukuk tarafindan korunacaktir®®,
Dolayist ile kisisel verilerin korunmasi hukukunun kapsami kisinin 6zel hayatinin

otesine gegmektedir®®*,

389 Cekin, Biiyiik Veri ve Irade Serbestisi, s. 635; Aksoy, Kisilik Haklar1 ve Kisisel Verilerin
Korunmasi, s. 47, 56; Akkurt, Kisisel Verinin Niteligine Mukayeseli Bakis, s. 26.

3% Mustafa Dural/Tufan Ogiiz, Tiirk Ozel Hukuku Cilt IT Kisiler Hukuku, 19. Baski, Istanbul: Filiz
Kitapevi, Ekim 2021 (Kisiler Hukuku), s. 100.

31 Dural/Ogiiz, Kisiler Hukuku, s. 101.

392 Aksoy, Kisilik Haklar ve Kisisel Verilerin Korunmasz, s. 55.

393 Aksoy, Kisilik Haklar ve Kisisel Verilerin Korunmasz, s. 63.

394 Bir goriise gore kisisel verinin korunmasi hakkinin temelinde enformasyonel self-determination
kavrami vardir. Enformasyonel selfdeterminasyon hakki hangi kisinin verilerinin kimler tarafindan
nasil islenebilecegine karar verebilme hakkini ifade eder. Bu kavram 1983 yilinda Alman Anayasa
Mahkemesi tarafindan verilen “Census” kararinda ortaya atilmistir, bkz. Aksoy, Kisilik Haklar1 ve
Kisisel Verilerin Korunmasi, s. 71; Akkurt, Kisisel Verinin Niteligine Mukayeseli Bakis, s. 27.
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Bu husus kisisel verilerin korunmasi hukukunun verinin ekonomik degerini
tantyabilecegi anlamina gelmez. Kiginin mahrem alani disina tasan verilerin de
korunuyor olmasi bir kisilik hakki olan kisisel veriler kisilerin sahis varlig1 hakki
oldugu yaklagiminmi degistirmeyecektir. Bu yaklasim uyarinca kisisel verinin kisilik
haklarina dahil olmasi, bireylerin bu haklar tizerinden maddi menfaat elde etmeleri
konusunda bazi soru isaretlerinin dogmasina neden olacaktir. Zira Kisilik haklar1 kigiye
sik1 sikiya bagli olduklar1 i¢in bu haklarin devredilmesi yahut bu haklardan

vazgecilmesi ilke olarak miimkiin degildir®.

Bu noktadan hareketle doktrinde kisisel verilerin {izerinde tasarrufta
bulunabilecek bir ekonomik deger muamelesi gérmesinin kisilik haklarina ve insan

onuruna aykiri olacagi savunulmaktadir®®

. Niteligi geregi sahsa siki sikiya bagli olan
bir hakkin devredilerek karsiliginda ekonomik menfaat edilmesi bu yiizden elestirilere
maruz kalmistir. Oregin Avrupa Veri Koruma Otoritesi (European Data Protection
Supervisor [EDPS]) DCD heniiz taslak halindeyken vermis oldugu bir goriiste kisisel
verilerin bir mal varlig1 degeri olarak kabul edilmesinin kisisel verilerin bir temel hak
olarak korunmasina aykir1 olacagimi savunmustur. Hatta EDPS kisisel verinin
s0zlesmeye konu olmasini organ ticaretine benzeterek temel haklarin korunmasi ile
kisisel verinin ekonomi icinde ele alinmasinin asla bagdasmayacagini sdylemistir3®’.
Daha sonra DCD’nin son hali verilirken bir nevi orta yol bulunmustur denebilir. Taslak
metinde olan “kars1 edim” ifadesi ¢ikartilmis ancak yine de genel bir yaklagim olarak

kisisel verinin bir sdzlesmede tiiketicinin borcu olabilecegi kabul edilmistir®®. DCD

3% Dural/Ogiiz, Kisiler Hukuku, s. 104.

3% Bu yonde bir agiklama igin bkz. Sjef van Erp, “Management as Ownership of Data” Data as
Counter-Performance — Contract Law 2.0? (editorler: Sebastian Lohsse/Reiner Schulze/Dirk
Staudenmayer), 1. Baski, Almanya: Nomos, 2020 (Management as Ownership of Data) s 83. Bu
goriigiin elestireleri i¢in bkz. Laura Drechsler, “Data As Counter-Performance: A New Way Forward or
A Step Back For The Fundamental Right of Data Protection?”, Datenschutz / LegalTech -
Tagungsband des 21. Internationalen Rechtsinformatik Symposions IRIS 2018: Data Protection
/ LegalTech - Proceedings of the 21st International Legal Informatics Symposium, NOVA MD, 22
Subat 2018 (Data As Counter-Performance), s. 6; Versaci, Challenges and Concerns, s. 379

397 EDPS, “Opinion 4/2017 on the Proposal for a Directive on certain aspects concerning contracts for
the supply of digital content”, 14 Mart 2017, https://edps.europa.eu/sites/edp/files/publication/17-03-
14 _opinion_digital_content_en.pdf (erisim tarihi: 17.08.2022) (Opinion 4/2017), s. 7. Kisisel verinin
ekonomiklestirilmesinin insan onuru ile bagdagmayacagi yoniinde bkz. Drex], Connected Devices, s.
112.Bu ¢ekincelerin azinlikta kaldigi yoniinde bkz. Lohsse / Schulze / Staudenmayer, Contract Law
2.0, s. 15. EDPS’nin bu kiyasinin bir elestirisi i¢in bkz. Versaci, Challenges and Concerns, s. 381-382.
3% Kendi taslaginda Avrupa Konseyi de karsi edim ifadesine yer vermemistir, bkz.
Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 93.


https://edps.europa.eu/sites/edp/files/publication/17-03-14_opinion_digital_content_en.pdf
https://edps.europa.eu/sites/edp/files/publication/17-03-14_opinion_digital_content_en.pdf
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bunu yaparken kisisel verinin bir mal varligi degeri degil bir kisilik hakki oldugunu,

yonergenin amacinin tiiketicileri korumak oldugunu ayrica vurgulamigtir3%®,

Bu noktada sunu vurgulamak gerekir, ilgili kisilerin rizas1 olmadan yapilan veri
ticareti ¢ogu hukuk diizeninde gercekten yasaklanmistir. Bu yasak sadece 6zel
hukuktan degil ceza hukukundan dahi dogmaktadir. Ornegin Tiirk Hukukunda TCK
m. 136 uyarinca kisisel verilerin hukuka aykir1 bigimde bagkasina verilmesi veya
yayilmasinin iki y1ldan dort yila kadar hapis cezasi ile cezalandirilir. Benzer yasaklara
Ingiltere ve Hollanda hukukunda rastlamak da miimkiindiir. Birlesik Krallik Veri
Koruma Kanunu (2018)*° m. 170(4) kisisel verilerin hukuka aykiri bicimde
satilmasini yasaklamaktadir. Burada Ingiliz yasa koyucusunun acikca kisisel verilerin
satimina atifta bulunmasi dikkate sayandir. Benzer bir referansi Danimarka Veri

Koruma Kanunu m. 13(5)’te*"!

gormek miimkiindiir. Burada da dogrudan pazarlama
amaglart ile kisi listelerinin “satilmasi” ancak madde sayilan hukuka uygunluk
nedenlerinin varliginda miimkiin olmaktadir. Birlesik Devletlerde ise verinin
ticarilesmesi bakimindan daha esnek oldugunu sdylemek miimkiindiir*®2, Ornegin
Kaliforniya Tiiketicic Mahremiyeti Kanununda kisilerin verilerinin satilmasinin
miimkiin oldugunu sdylemektedir. Ancak ilgili kisilere satim hakkinda bildirimde

bulunulmast ve bu kisilere kendi verilerini satimin disinda tutulmasini saglama

hakkinin (opt-out) verilmesi gerekir®®®,

Buna karsin sahis varligr haklarindan olan kisilik hakki degerlerine ekonomik

bir deger atfetmek hukuk diinyas1 igin tamamen yeni bir durum degildir*®*. Ornegin
Los Angeles Yiiksek Mahkemesinde goriilen Rufo v. Simpson (2001)*% davasinda
mahkeme davali aleyhine hiikmedecegi cezalandirici tazminatin miktarini belirlemek
i¢in 1inlii bir sporcu olan davalinin ekonomik durumunu da degerlendirmek zorunda

kalmistir. Mahkeme yaptig1 degerlendirmede aslinda agik bicimde bir kisilik hakk:

3% DCD, Giris, 924. Ayrica bkz. De Franceschi, Personal Data as Counter-Performance, s. 62. Bu
tartismalar i¢in bkz. Boliim.1.B.2.b.1, s. 74 vd.

400 Diizenleme igin bkz. https://www.legislation.gov.uk/ukpga/2018/12/pdfs/ukpga_20180012_en.pdf
(erisim tarihi: 07.12.2022).

401 Diizenleme igin bkz. https://www.datatilsynet.dk/media/7753/danish-data-protection-act.pdf (erisim
tarihi: 07.12.2022).

402 Bu diizenlemeler hakkinda detayli agiklamalar i¢in bkz. Janedek/ Malgieri, Data Extra
Commercium, s. 106 vd.

403 Bu yonde agiklamalar igin bkz. Jane¢ek/ Malgieri, Data Extra Commercium, s.107 vd.

404 Eurpoean Parliament, Contracts For The Supply Of Digital Content, s. 4.

45 Rufo v. Simpson, 103 Cal. Rptr. 2d 492, 86 Cal. App. 4th,
https://law.justia.com/cases/california/court-of-appeal/4th/86/573.html  (erisim tarihi: 18.11.2022)
(Rufo v. Simpson (2001)).


https://www.legislation.gov.uk/ukpga/2018/12/pdfs/ukpga_20180012_en.pdf
https://www.datatilsynet.dk/media/7753/danish-data-protection-act.pdf
https://law.justia.com/cases/california/court-of-appeal/4th/86/573.html
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degeri olan davalinin ad1 ve sohretinin 6nemli bir ekonomik deger barindirdigini, bu
yizden bu hususun da cezalandirici tazminatin takdirinde dikkate alinacagina
hiikmetmistir. Hilkkmedilen cezalandirici tazminat 6denemeyince bu sefer alacaklilar
davalinin ad1 ve sohretinden dogan ekonomik degerin kendilerine devredilmesi igin

dava agmislardir. Goldman v. Simpson?®

olarak anacagimiz davada bu sefer mahkeme
bdyle bir kararin daha 6nce verilmemis olmasi, kararin uygulanmasindaki zorluklar ve
davalinin kisilik haklarinin ciddi anlamda simirlanacagi gerekgeleri ile talebi
reddetmistir. Kisilik haklarinin ticarilesmesinin miimkiin oldugunu Alman mahkemesi
de Marlene Dietrich*’ davasinda kabul etmistir. Davada {inlii bir sanat¢1 olan Marlene
Dietrich’in yasal mirasgisi, 6liimiinden sonra sanat¢inin resimlerinin ve isminin izinsiz
kullanilmasina dava agmistir. Davaci sadece manevi tazminat degil ayn1 zamanda bu
sekilde yapilan kullanimlar sayesinde elde edilen ticari menfaatler tizerinden maddi

408 Bu dava 6zelinde kisilik

tazminat da talep etmis ve mahkeme davay1 kabul etmistir
haklarinin miras yolu ile mirasgilara gecebilecek bir ekonomik yonii oldugunun kabul
edilmis olmas1 6nemli bir adimdir. Ancak en nihayetinde bu dava kisinin kendi kisilik
haklarin1 dogrudan ticarilestirerek kullanmasindan ziyade kisilik haklarina yapilan bir
saldirty1 konu almasi hasebiyle kisisel verilerin ticari olarak kullanilmasi bakimindan

yeterli tartigmalar1 yapmamaktadir.

Kisinin kisilik haklar {izerinde ekonomik bir menfaati olabileceginin kabul
edildigi bir diger dava ise Douglas & Ors v. Hello! Ltd & Ors**® davasidir. Burada da
iki tinli, evlililik torenlerinin resimleri i¢in bir dergi ile sdzlesme yapmis ancak baska
bir dergi bu iki iinliiniin r1zas1 olmadan torenin fotograflarini elde ederek yayinlamstir.
Mahkeme bu davada bu kisilerin aslinda 6zel hayatlarinin korunmasi hakkina dahil
olabilecek isimlerinin ve sohretlerinin ayn1 zamanda ekonomik bir deger oldugunun

kabul edilmesi gerektigine hikkmetmigtir*1°.

408 Goldman v. Simpson, No. SC036340 (Cal. Super. Ct. W. L.A. Cty. Oct. 31, 2006) (naklen: Resta,
Personality Rights and the Problem of Commodification, s. 43-44).

407 BGH, 1-12-1999, Marlene Dietrich, in JURISTENZEITUNG 1056 (2000) (naklen: Resta,
Personality Rights and the Problem of Commodification, s. 45-46).

408 K ararm baska bir incelemesi igin bkz. Werro Franz, “La tentation des dommages-intéréts punitifs en
droit des médias”, Medialex, 2002, (La Tentation Des Dommages-Intéréts Punitifs) s. 82-83.

409 Douglas v Hello! Ltd (No. 3) [2005] EWCA Civ 595,
https://www.casemine.com/judgement/uk/5a8ff77560d03e7f57eac969# (erigim tarihi:21.11.2022).

410 Kararm bir incelemesi i¢in bkz. Prins, Personal Data Become a Commodity, s. 283 vd. Kisilik
haklarinin ekonomik degerinin kisiye siki sikiya bagli olma 6zelliklerine golge diisiirdiigii hakkinda
bkz. Rona Serozan/ilkay Engin/Yesim M. Atamer, Serozan Medeni Hukuk, Goézden Gegirilmis 9.
Basi, Istanbul: Onikilevha Yaymcilik, Ekim 2022 (Medeni Hukuk) s. 459.


https://www.casemine.com/judgement/uk/5a8ff77560d03e7f57eac969
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Doktrinde bir goriis ise Roma hukukunda 6zel hukuk iligkilerine konu
edilemeyen mallar (res extra commercium) ile kisisel veriler arasinda bir kiyas yaparak
kisisel verinin ticarilesmesinin tamamen serbest olmasa bile belli siki1 sartlar altinda

miimkiin oldugunu savunmaktadir®!,

Gerek caligmanin giris kisminda gerek de bir iist boliimiinde izah edildigi gibi
giinimiizde kisisel verilerin ekonomik saiklerle kullanilmasi bir gergeklik hale
gelmistir*'?, Giiniimiizde insanlarm mahremiyet konusundaki cekincelerine ragmen
kisisel verilerini indirimlerden yararlanmak icin goniillii olarak saglamaktadir®3, Hatta
doktrinde bir goriis verinin adeta bir para birimi haline geldigini iddia etmistir*!,
Ayrica bir hususun temel hak olarak korunmasi ve ekonomik deger tasimasi birbirini

dislayan seyler olmak zorunda degildir'®.

Hatta baz1 yazarlar kisisel verinin
sOzlesmeye konu olabilmesinin kisilerin verileri tizerindeki kontroliinii arttiracagini da
diisiinmektedirler*’®. Bu durumda muhafazakar bir bakis acisi ile kisisel verilerin
ekonomik boyutunu inkar etmek bireylerin kisilik haklarini korumaktan ziyade ortaya
cikan veya ¢ikabilecek olan sorunlar1 gérmezden gelmek demek olacaktir®!’. Keza bir
bedel karsilig1 hizmet veya igerikten yararlanan kisiler arasinda para veya kisisel veri
saglamis olmalar1 bakimindan ayrim yapmanin da mesruiyet zemininden yoksun

oldugunu kabul etmek gerekir. Sonug¢ olarak saglayicilar i¢in kullanicilarin verileri

esasli bir degere sahip oldugu i¢in bu hizmet ve igerikler veri karsiliginda da

411 Janegek/ Malgieri, Data Extra Commercium, s. 118.

412 Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 95; Prins, Personal Data Become a
Commodity, s. 276; Vaclav Janecek, “Ownership of personal data in the Internet of Things”,
Computer Law & Security Review, Vol. 34, Issue 5, October 2018 (Ownership of Personal Data) s.
1040; Eurpoean Parliament, Contracts For The Supply Of Digital Content, s. 3.

413 Bedir, Data As Counter-Performance, s. 13.

414 ohsse / Schulze / Staudenmayer, Contract Law 2.0, s. 11; Midorovic/Sekulic, New Function of
Personal Data, s. 1154. Aksi yonde bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 85-
86; Elvy, Paying for Privacy, S. 1385;
Boerding/Culik/Doepke/Hoeren/Juelicher/Roettgen,/Schoenfeld, A Property Rights Approach, s.
329. Keza bir seyin ekonomik bir degerinin olmas1 onun dogrudan paraya denk bir meta haline getirmez,
bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 26.

415 Drechsler, Data As Counter-Performance, s. 9-10; Versaci, Challenges and Concerns, s. 386.
416 Mak, Contract And Consumer Law, s. 31. Keza bu yaklasim (kisisel verilerin ticarilesmesi husus
sakli kalmak iizere) tiiketicinin daha etkin bigimde korunmasina da hizmet edebilir, bkz.
Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 93. Herkes i¢in aynm1 korumay1 6ngoren
veri koruma hukuku diizenlemeleri yerine kisilerin veri korumasi hakkinda tek tek sozlesme
yapmalarina imkan tanimanin daha yerinde olacagi yoniinde bkz. Steven A. Bibas, “Contractual
Approach to Data Privacy”, Harvard Journal of Law & Public Policy, Vol: 17, No: 2, Spring, 1994,
HeinOnline (Contractual Approach to Data Privacy) s. 592, 600.

417 Christopher Rees, “Who owns our data?”, Computer Law & Security Review, Vol: 30, Issue: 1,
Subat 2014 (Who Owns Our Data) s. 76.
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saglanmaktadir*®®. Ayrica halihazirdaki diizenlemelerin i¢inde dahi kisisel verinin
ekonomik islevine iliskin atiflar bulabilmek miimkiindiir. Ornegin GDPR’1n giris
kisminda paragraf 23 ve madde 3(2)(a) agik¢a bir 6deme karsiligi sunulmayan
hizmetler i¢in yapilan islemelerin de tliziik kapsaminda kaldigim1 vurgulamistir. Bu
durumdan GDPR’1n iicret 6denmeksizin verilen hizmetlere iliskin is modelini tanidig1

yorumunda bulunulabilir®®.

AB hukuku bakimindan bu is modeli daha sonra agikca DCD altinda
taninmustir*?’, Yoénerge bir yandan bu is modelini tanirken diger yandan kisisel
verilerin bir mal varlig1 degeri olmadigini ve kisisel verilerin korunmasinin bir temel
hak oldugunu da vurgulamistir. Ancak bu durum sézlesme karsiliginda kisisel veri
veren tiiketicilerin sdzlesmesel haklardan mahrum kalacagi anlamina gelmemelidir®?.
Bu yiizden yonerge kisisel verilerin islenmesine iliskin GDPR ile getirilen hiikiimlerle
kendi hiikiimlerinin catismast halinde GDPR’in uygulanacagint DCD m. 3(8)’de
acikca zikretmistir. Benzer bigimde kisisel verilerin hukuka uygun bi¢imde islenip

islenmedigi de miinhasirsan GDPR hiikiimleri uyarinca tespit edilecektir*?2

. Yapilan
s0zlesmenin DCD’nin uygulama alanma girmesi, kisisel verilerin islenmesini konu
edinen bir s6zlesme i¢in ilgili kisinin GDPR’dan dogan haklarini kullanmasina engel
olmayacaktir. Ornegin rizanm geri gekilmesi, silinmesi gibi haklar DCD ile birlikte

uygulama alam bulur?®

. Ayrica EPDS’nin karsit goriisii yaninda bazi veri koruma
otoritelerinin sdzlesmenin karst edimi olarak kisisel verinin saglanmasinin veri
koruma hukuku bakimindan yararli sonuglar1 olabilecegini kabul ettikleri goriiliir.
Ornegin Hollanda’daki veri koruma otoritesi, her ne kadar bu hususa elestirel yaklagsa

da, DCD’nin Hollanda hukukuna aktarilmasi esnasinda kisisel verinin sdzlesmenin

418 Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 94; Christian Twigg-Flesner,
““Disrupitve Technology - Disrupted Law? How The Digital Revolution Affects (Contract) Law™”,
European Contract Law and the Digital Single Market (editor: A. De Franceschi), 1. Baski,
Intersentia, 2016, https://ssrn.com/abstract=3039952 (Disruptive Technology and Law) s. 10.

419 Drechsler, Data As Counter-Performance, s. 10.

420 Drexl, Connected Devices, s. 112; Mak, Contract And Consumer Law, s. 32; Katarzyna Kryla-
Cudna, “Consumer contracts and the Internet of Things”, Research Handbook in Data Science and Law
(editorler: Vanessa Mak/ Eric Tjong Tjin Tai/ Anna Berlee), Cheltenham/Massachusetts: Edward Elgar
Publishing, 2018 (Consumer Contracts and the 10T), s. 92.

421 DCD, Giris, Y24.

422 DCD, Giris, 137-38.

42 DCD, Giris, 139.


https://ssrn.com/abstract=3039952
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kars1 edimi olmasi ile piyasadaki bazi tasvip edilemeyecek faaliyetlerin Oniine

gecebilecegini belirtmistir?,

Benzer bir goriis Avrupa Temel Haklar Sart1 (CFR) {izerinden de savunulabilir.
CFR m. 3(2) agik¢a insan viicudu ve organlari iizerinden ekonomik bir kazang elde
edilemeyecegini agikca diizenlemistir. Kisisel verilerin korunmasini diizenleyen CFR
m. 8’de ise herkesin kisisel verilerin korunmasi hakkina sahip oldugunu belirtmekle
beraber bunlardan ekonomik kazan¢ elde edilemeyecegine dair bir agiklamaya yer
verilmemistir*?®. Hatta doktrinde bir goriis kisilik haklarmm korunmasinin bir temel
hak olmasinin yaninda, miilkiyet hakkinin da bir temel hak oldugunu

vurgulamaktadir®?®,

Dolayisiyla bir kisinin aslinda ekonomik degeri olan bir
“varligindan” yararlanmasinin 6niine geg¢ilmesi bu sefer miilkiyet hakkinin ihlali

niteliginde olabilecektir.

Kisisel verilerin sdzlesmeye konu olabilecegini taniyan bir diger diizenleme ise
Avrupa Ortak Satis Hukukuna iliskin Tiiziik (Common European Sales Law
[CESL])** taslagidir. CESL’e gére dijital icerikler artik bir bedel karsiligindan ziyade
kisisel verilere erisim gibi maddi olmayan edimler karsiliginda kullanicilara
saglanmaktadir. Bu ylizden CESL’in uygulanmasi1 kullanicilarin korunmasi ig¢in

sadece parasal bir degerin 6dendigi iliskiler ile sinirlandiriimamalidir®?®,

Bu diizenlemelere bakildigi zaman kisisel verilerin korunmasi hususunda
tilkemizin de yakindan takip ettigi AB’nin kisisel veriyi bir kisilik hakki olmaktan
cikartmadan verinin ekonomi hayatindaki islevini tamimaya calistigini soylemek
miimkiindiir. Hukukumuzda heniiz DCD gibi kisisel verinin kars1 edim olarak kabul

edildigi sozlesmelerden taraflar icin dogan haklara iliskin bir diizenleme

424 Marco B. M. Loos, "The (Proposed) Transposition of the Digital Content Directive in the
Netherlands," JIPITEC, Vol. 12, No. 2, April 2021, (DCD in the Netherlands) s. 237.

425 Bu yonde bkz., Jane¢ek/ Malgieri, Data Extra Commercium, s. 104; Versaci, Challenges and
Concerns, s. 383; Resta, Personality Rights and the Problem of Commodification, s. 26; Van Erp,
Management as Ownership of Data, s. 86; Midorovic/Sekulic, New Function of Personal Data, s.
1157.

426 \/an Erp, Management as Ownership of Data, s. 85-86. Benzer bir goriis sozlesme 6zgiirliigii
tizerinden de savunulmustur, bkz. Rhoen, Beyond Consent, s. 6.

427 European Commission, Proposal for a Regulation of The European Parliament and of The Council
on a Common European Sales Law, COM/2011/0635 final - 2011/0284 (COD), 11.10.2011, https://eur-
lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52011PC0635 (erisim tarihi: 17.09.2022)
(CESL).

428 CESL, Giris, 18.


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52011PC0635
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52011PC0635
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bulunmamaktadir*?®. Bu bakimdan bu sbzlesmeler icin asagida incelenecegi iizere
medeni kanun ve borglar kanunu hiikiimleri uygun diistiigii 6l¢iide uygulanacaktir.
Mevcut diizenlemeler ile kisisel verinin sézlesmenin karsi edim oldugu s6zlesmeler

arasindaki iliski ¢alismanin devaminda ele alinacaktir.

3. Kisisel Verilere iliskin Teknik Sorunlar
Calismanin ikinci boliimiinde kisisel verilerin sozlesmelere konu olmasinin
sozlesme hukuku bakimindan incelenmesine gegmeden Once bazi teknik hususlarin
izah edilmesi gerekmektedir. Bir tarafin kendi kisisel verisini diger tarafa saglayarak
yahut saglama borcu altina girerek verisi iizerinde bireysel bir tasarrufta bulundugu
aciktir. Ancak kisinin veri lizerinde bireysel tasarrufta bulunmasi sdzlesmeden dogan

haklarin1 kullanmakta hicbir sorun ile karsilasmayacagi anlamina gelmez.

Olagan kosullarda bir s6zlesmede karakteristik edimi bor¢lanmayan bor¢lunun
borcu sdzlesme bedelini para ile ddemektir. Ornegin TBK m. 207 uyarinca satis
sozlesmesinde, TBK m. 299 uyarinca kira sdzlesmesinde kars1 edimi hep bir bedeldir.
TBK m. 393 uyarinca hizmet sézlesmesinde isveren isgisine licret vermeyi borg¢lanir,
TBK m. 502 uyarinca vekalet sozlesmesinde teamiil oldugu siirece vekalet veren
vekile bir licret vermek ile bor¢lu olacaktir. TBK m. 99 konusu para olan borglarin
ilke parasi ile ddeneceginin esas oldugunu diizenlemistir. Paranin degeri objektif
oldugu i¢in iki taraftan birinin borcunu hig¢ veya geregi gibi ifa etmemesi durumunda
basvurulabilecek hukuki garelerin sonuglarini tespit etmek daha kolaydir. Ornegin kisi
borg ifa edilmedigi icin TBK m. 112 uyarinca gecikme tazminati talep ederse, bu
tazminatin hesaplanmasi i¢in sézlesmede taraflarin belirlemis olduklari edimlerin
degeri kullanilabilir. Yahut bir satis sézlesmesinde malin ayipli oldugu iddias lizerine
alict TBK m. 227(1)(2) uyarinca bedelde indirim talep edebilir. Sozlesmede malin
bedeli acikca ortaya konduguna gore bu bedel iizerinden indirimin nasil yapilacagi

tespit edilebilecektir.

Kisisel verilerin ekonomik olarak degerinin ne oldugunu tespit etmek kolay

degildir**°. Bunun nedeni kisisel verinin herkes igin genel geger bir degerinin

42 DCD’nin de bu sozlesmeler i¢in kapsaml bir gergeve ortaya koydugunu sdylemek zordur. DCD
hiikiimlerine bakildiginda daha g¢ok tiiketicinin haklarinin diizenlendigi ancak sézlesmenin diger
tarafinin haklar1 bakimindan bir diizenleme getirmedigini sdylemek miimkiindiir, bkz.

430 Bedir, Age of Big Data, s. 352. Verinin degerini dlgmek igin onerilen bazi metotlar igin bkz.
Lieshout, Value of Personal Data, s. 5 vd. Bu yontemler sirketin pazar degerlemesi, kari, gelirleri vs.
gibi hususlarin sirketin elindeki birim veri kaydina bulunmasi mantig1 ile ¢alisir. Ancak birgok
dissalliktan etkilenecek bu yontemlerin ne kadar yerinde oldugu tartigmalidir.
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olmamasidir. Kimi isletme i¢in hayati derecede 6nemli olan bir veri seti baska bir
isletme i¢in degerli olmayabilir**!. Bu da saglanan kisisel verinin objektif olarak
degerinin tespitini olduk¢a zorlastirir. Ornegin nabiz bilginiz bir 6zel hastane i¢in ¢ok
degerli olabilir ancak ayn1 veri bir tekstil firmasi i¢in kullanish degildir. Dolayisi ile
ayni veri i¢in 0zel hastanenin atfettigi deger ile tekstil firmasinin degeri birbirinden
farkli olacaktir. Oysa nabiz bilgisi yerine para veya benzeri bir deger ile ifa
gergeklestirilmis  olsaydi  sozlesmeye aykiriligin neden oldugu  zararin

degerlendirilmesi daha kolay olabilirdi.

Verinin degeri sadece kisiden kisiye degil zamandan zamana da degisebilir. Veri
ekonomisinin bu kadar gelismesinin nedeni biiyiik veri setlerinin kisa zamanlar i¢inde
kolayca tasinabiliyor olmasidir. Bu sekilde veriler giincelliklerini kaybetmeden bir
kisiden bir digerine aktarilabilir. Oysa ayni veri giincelligini kaybettigi zaman biiyiik
oranda degerini de kaybedecektir. Bu da verinin ekonomik degerinin hukuk diizenince
hangi dl¢iide taninmasi gerektigine yonelik yapilan tartismada genel gecer bir sonuca

varmaya engel olacaktir.

Kisisel verilere iligskin ikinci 6nemli risk, bir kisinin verilerinin tek basina
genelde pek bir degerinin olmamasidir. Veri ancak bagka veriler ile bir araya
getirilerek sonuglar ¢ikartilabilecek bir havuz i¢ine girdiginde lizerinden kar edilebilir
bir deger haline gelmektedir*®2. Veri isleyen isletmeler genellikle topladiklar: verileri
bir araya getirerek analiz eder, bundan ¢ikan sonuglara gore 6rnegin reklam alarak para
kazanirlar. Dolayis1 ile aslinda bu isletmelerin hizmetlerinden yararlananlarin
verilerinin tek bagina ne kadar degerli oldugu kolayca tespit edilebilecek bir husus
degildir. Zira bu veri belki de binlerce insanin kisisel verisi olan bir veri setine
sokularak analiz edilmeden aslinda ekonomik olarak o kadar da degerli degildir. Ornek
vermek gerekirse bir veri girketi kullanici A nin kisisel verilerini genellikle dogrudan
baska birine satmaz. Zaten yukarida da incelendigi gibi kisisel verilerin ti¢iincii kigilere

aktarimi1 gerek KVKK gerek de GDPR uyarinca bazi kisitlamalara tabi tutulmustur.

41 Janecek, Ownership of Personal Data, s. 1046-1047. Verinin deerinin saptanmasi igin bazi
hesaplanma yontemleri hakkinda bkz. Hacker, Regulating the Economic Impact of Data, s. 48 vd.
Ancak buradaki yontemlerin higbiri tek basina verinin degerinin tespit etmek i¢in yeterli olmamaktadir,
bkz. Hacker, Regulating the Economic Impact of Data, s. 49. Ancak kisinin tespit edilebilirligi
arttik¢a verinin de degeri artmaktadir, bkz. Hacker, Regulating the Economic Impact of Data, s. 53.
432 Mak, Contract And Consumer Law, s. 20, 38; Perlingieri, Data as the Object of a Contract, s.
620; Hacker, Regulating the Economic Impact of Data, s. 49; Elvy, Paying for Privacy, s. 1421-
1422; Bedir, Age of Big Data, s. 452-453.
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Bunun yiizden veri sirketleri A ile yas, cinsiyet, gelir durumu, egitim durumu gibi
ozellikler bakimindan benzesen insanlarin tiiketici aligkanliklarini tespit eder ve buna
gore reklamlar alir, A’ya da bu kisisellestirilmis reklamlar1 gosterir. Bu durumda
ornegin bu kisi sozlesmeye aykirilik nedeni ile tazminat istediginde bu tazminatin
konusu olacak degerin tam olarak ne oldugu, hatta bdyle bir degerin olup olmadigi
tartismali hale gelecektir. Ciinkii aslinda sirket A’nin verisinden tek basina bir menfaat
elde etmemistir, sirket A’nin verileri sayesinde yaptig1 ¢ikarimlardan menfaat elde

etmistir.

Bunun yaninda kisisel veri kullandirilmakla tiikenen bir sey degildir. Ornegin A
kisisi X saglayicisina ondan para ddemeden hizmet almak icin kisisel verileri
sagladiginda bu durum onu, bagka bir baglamda bu sefer Y saglayacisina ayni verileri
saglamaktan alikoymayacaktir. Dolayisi ile bir kisinin verilerinin konu oldugu bir
sozlesme iligkisi i¢ine girdiginde bu sdzlesmenin diger tarafa miinhasir bir kullanma
yetkisi bahsedip bahsetmeyecegi veya boyle bir hususun sézlesme ile kararlastirilip

kararlastirilamayacagi sorunu ortaya gikar*3,

Yukarida izah edildigi gibi verinin kisisel veri niteliginde olup olmamasi
uygulanacak olan koruma rejimini degistirmektedir. Bu yiizden uygulanacak
hiikiimlerinin tespiti i¢in s6z konusu verilerin kisisel veri olup olmadiginin ortaya
konmas1 gerekir. Ornegin dijital hizmet ve igeriklere iliskin kurulan bir tiiketici
s0zlesmesinde s6zlesme sona erdikten sonra verilerinin taginmasini talep etme hakki
i¢in tiiketicinin bu verilerin niteligini ortaya koymas1 gerekir. Eger bu veriler kisisel
veri ise GDPR’daki haklarini1 kullanacak, kisisel veri degillerse DCD’de diizenlenmis
olan rejime tabi olacaktir. Kisisel verilere iligkin teknik bir bagka sorun da bu noktada
devreye girmektedir. Zira bir verinin dogas1 degismez nitelikte degildir, daha c¢ok
dinamik bir yapidadir. Bagka bir deyisle 6rnegin veri isleme faaliyeti esnasinda kisisel
veri niteliginde olmayan veriler, daha sonraki siirecte kisisel veri hiiviyetine
biiriinebilir. Ornegin anonim olarak toplanan veriler daha sonra kisisel veri niteligi
kazanabilirler. Bu gibi durumlar da ilgili kisinin haklarinin tespiti i¢in bir zorluk teskil

etmektedir3*.

433 Bu yonde bir degerlendirme igin bkz. Elvy, Paying For Privacy, s. 1458.
434 Janecek/ Malgieri, Data Extra Commercium, s. 100, 110; Janecek, Ownership of Personal Data,
s. 1040.
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Verinin kendi niteliginden dogan bu gibi durumlar dikkate alindiginda kisisel
verinin karst edim olarak sunuldugu bir so6zlesmenin, s6zlesme hukuku agisindan

incelenmesinin ni¢in 6énemli oldugu daha iyi anlagilmaktadir.

4. Kisisel Veri Piyasasindaki Ekonomik Sorunlar

Biitlin bunlarin yaninda bir de kisisel veri piyasasinin maruz kaldigir ekonomik
risklerin de kisaca cle alinmasi1 gerekir. Bu kapsamdaki ilk sorun veri piyasasindaki
blyiik aktorlerin pazarda tek alict1 olmalar1 yiiziinden, dolayisiyla alict tekeli
olusturmalaridir. Bunun nedeni “veri ¢ekimi” denen veri piyasasina iligkin teknik bir
durumdur. Veri ¢ekimi, bir sirketin elindeki veri havuzu ne kadar genigse o kadar ¢ok
yeni veri ¢ekecegini ifade eder. Adeta eski veri yeni veriyi cagirmaktadir. Boylece bu
sirketin veri havuzu genisler, dolayis1 ile daha biiylik bir veri ¢ekim giicli kazanir,
sonug olarak daha ¢ok yeni veri ¢ceker ve bu dongii boyle devam eder. Bu bir 6rnekle
su sekilde izah edilmektedir. Ornegin bir seyi merak ettigimizde bunu bir arama
motoruna yazarak arastiririz. Bu arama motoru ise yeni gelistirilen bir arama motoru
yerine muhtemelen Google gibi siklikla kullanilan bir arama motoru olacaktir. Elbette
bunun nedenlerinden biri miister1 aligkanli§i olabilir ama esasinda asil neden
Google’1n elindeki veri havuzunun genisligi nedeni ile arama motoruna yazdigimiz
anahtar kelimelerden en yerinde ¢ikarimi yapabilecek yapay zekaya sahip olmasidir.
Biz arama motorunda yeni bir arama yaptigimizda Google’in veri havuzu eski veri
havuzunun genisligi nedeniyle biraz daha biiylimiis olur. Bu nedenle elindeki veri
havuzu heniiz ¢ok dar olan girisimcinin glinlimiizde bir elin parmaklarin1 gegcmeyen
veri sirketleri ile rekabet etmesi neredeyse imkansizdir. Boyle olunca da veri
ekonomisinde verilerin saglanabilecegi alicilar veri piyasasimin bu teknik sorunu
nedeniyle higbir sey yapmasalar bile tekellesirler. Bu da onlar ile veri sahipleri

arasindaki gii¢ dengesizligin her gegen giin daha da artmasi demek olacaktir®®®.

Ikinci sorun veri sirketlerinin piyasadan sdz konusu verileri (sagladiklar:
igerikler ve hizmetler bir yana) iicretsiz bi¢imde toplamalaridir. Bu durum piyasada

436 Ciinkii veri

onemli bir istthdam ve gelir dagilimi sorunu ortaya cikartabilecektir
sirketlerinin elde ettikleri gelirlerin, bu gelirin olusmasina kisisel verileri ile dolayli

yoldan neden olan topluma doniisiiniin nasil olacagi énemli bir sorudur. Bu noktada

435 Shoshana Zuboff, Age of Surveillance Capitalism (epub), First Edition, New York: Hachette,
January 2019 (Age of Surveillance Capitalism) s. 98; Economist, The Data Economy, s. 7.
436 Arrieta-Ibarra/Goff/Jiménez-Hernandez/Lanier/Weyl, Moving Beyond Free, s. 38.
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toplumun bu sirketlerin sundugu hizmetlerden iicretsiz yararlanmalar1 ya yeterli bir
dagilim olarak kabul edilecek ya da alternatif bir mekanizma gelistirilecektir. Ayrica
verinin bedava elde edilmesinin yapay zeka calismalarinin gelisimi i¢in dahi bazi

olumsuz etkileri olabilecegi savunulmaktadir®®’.

Ekonomik soruna diger bir agidan da yaklagsmak miimkiindiir. Veri ekonomisi
icin géz ard1 edilemeyecek bir diger husus, bu ekonominin toplum refahi i¢in de
onemli ¢iktilarinin olmasidir. Dolayisiyla gerek mevcut veri koruma hukuku gerek de
kisisel verilerin sozlesme iliskilerindeki yerini tartisirken, bu toplumsal refahtan ne

kadar fedakarlik yapilabilecegini degerlendirmek gerekir®.

B. Kisisel Verinin Hukuki Niteligi

Kigisel verinin sozlesmeye konu olmasmin sozlesme hukuku bakimindan ele
alimmasina gecilmesi i¢in daha en basinda kisisel verinin niteliginin tam olarak ne
oldugunun ortaya konmasi gerekir. Zira kisisel verinin ilgili kisinin tasarrufuna agik
bir hak olup olmadigi, agik ise bunun bir sinir1 olup olmayacagi onun sozlesme
hukukuna ne 6l¢iide dahil olabilecegini belirleyecektir. Bu ylizden bu baslik altinda

kisisel veri hakkinda temel yaklasimlar izah edilmeye calisilacaktir.

1. Kisisel Veri Uzerinde Kisilik Hakki
Ozellikle Kita Avrupas: hukukunda hakim olan goriis uyarinca kisinin kendi
verisi iizerindeki hakki bir kisilik hakkidir*®. Baska bir deyisle kisisel veri iizerindeki
hak bir sahis varlig1 hakkidir. Bundan dolay1 bazi goriisler kisisel veri lizerinden hak
sahibinin ondan ekonomik olarak yararlanmasini saglayacak bir tasarruf hakki
olmayacagimi savunmaktadir. Zira bu insan kisiliginin korunmasi igin gereklidir®.

DCD taslag: {izerinde yapilan tartigmalarda deginildigi iizere 6rnegin EDPS kisisel

veri ticaretini organ nakline benzeterek kars1 ¢ikmustir**!, Eger bu yaklasim kabul

437 Bazi yazarlar ayrica bu durumun bazi sosyal maliyetleri oldugunu savunmaktadirlar. Bu ydndeki

aciklamalar igin bkz. Arrieta-Ibarra/Goff/Jiménez-Hernandez/Lanier/Weyl, Moving Beyond Free, s.
38-39.

4% Bu yonde agiklamalar igin bkz. Solove, Consent Dilemma, s. 1896. Biiyiik veri uygulamalarinin
ortaya cikarttig1 yararla hakkinda bkz. Omer Tene/Jules Polonetsky, “Big Data for All: Privacy and
User Control in the Age of Analytics”, Northwestern Journal of Technology and Intellectual
Property, Vol. 11, Issue 5 (Big Data for All) s. 243 vd.

4% Bkz. Boliim 11L.A.2, s. 87 vd.; dpn. 389. Bir insan hakki olarak kisisel verilerin korunmasinin
temelinin kisilik haklart oldugu goriisiiniin baskin goriis oldugu yonde bkz. Kiizeci, Kisisel Verilerin
Korunmasi, s. 69; Perlingieri, Data as the Object of a Contract, dpn. 1; Diilger, Kisisel Verilerin
Korunmasi Hukuku, s. 19.

440 Prins, Personal Data Become a Commodity, s. 280.

441 Bkz. dpn. 397.
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edilecek olursa kisilerin kisisel verilerini saglayarak bundan ekonomik bir menfaat

etmeleri hukuken miimkiin olmayacaktir.

Ancak bu yaklasim farkli nedenlerle elestirilmistir. Bunun en biiyiik nedeni
kisisel veri ekonomisinin giiniimiiziin bir gercekligi haline gelmesi, insanlarin her giin
bu ekonomiye katilmalart ama bu durumun diinyada organ ticareti gibi bir vicdani

rahatsizlik dogurmamasidir®#?.

Bu noktada getirilebilecek ikinci elestiri ise sudur, kisilik haklarinin tamamen
ekonomik kullanimdan diglandig1 séylenemez. Ornegin kisinin kendi resmi iizerindeki
hakki bir kisilik hakkidir ancak kisi isterse kendi resminin yayinlanmasini igeren bir
sOzlesme yapabilir. Bu husus daha onceki boliimlerde ele alindigi igin bir daha

ayrintisi ile tartisilmayacaktir.

2. Kisisel Veri Uzerinde Miilkiyet Hakki
Kita Avrupasindan farkli olarak Birlesik Devletler’de kisisel verinin tizerinde
443

kurulan hakkin bir tiir miilkiyet hakki oldugu savunulur®®. Ornegin bir goriis tiiketici

verisinin Yeknesak Ticaret Kanunu (Uniform Commercial Code [UCC]) madde 9
uyarinca “genel gayrimaddi” miilkiyet kapsaminda oldugunu savunmaktadir®*.
GDPR’1n 68. giris paragrafinda “kendi verisi ilizerinde gergek kisinin kontroliini
arttirmak” ifadesinde de miilkiyet hakki lehine ¢ikarimda bulunan bir goriis vardir®®®.
Dolayzsi ile kisisel veri hak sahiplerinin sahis varligi hakki degil mal varligi haklar
altinda degerlendirilir. Bireylere miilkiyet hakk: taninarak serbest piyasada verileri
tizerinde tasarrufta bulunma hakki verilir. Boylece kisiler kendi verilerini hangi 6l¢iide

koruyacaklarint tespit edebilecekleri gibi verilerinin ekonomik karsiligini da

442 De Franceschi, Personal Data as Counter-Performance, s. 62.

43 Aksoy, Kisilik Haklar ve Kisisel Verilerin Korunmasi, s. 57 vd.; Akkurt, Kisisel Verinin
Niteligine Mukayeseli Bakas, s. 22 vd.; Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 17; Ozkan,
Kisisel Verilerin Korunmasi, s. 21. Bir goriise gére bunun nedeni ABD’deki veri koruma hukukunun
yetersizligidir, bkz. Nadezhda Purtova, “Property rights in personal data: Learning from the

American discourse”, Computer Law & Security Review, Vol. 25, Issue 6, 2009 (Property Rights In
Personal Data) s. 508

444 Elvy, Paying for Privacy, s. 1421. “Genel gayri maddi” miilkiyetin tamimi hakkinda bkz. “’General
intangible’ means any personal property, including things in action, other than accounts, chattel paper,
commercial tort claims, deposit accounts, documents, goods, instruments, investment property, letter-
of-credit rights, letters of credit, money, and oil, gas, or other minerals before extraction. The term
includes payment intangibles and software.” https://www.law.cornell.edu/ucc/9/9-
102#:~:text=(42)%20%22General%20intangible%22,0r%200ther%20minerals%20before%20extracti

on. (erigim tarihi: 24.01.2023).

45 Janecek, Ownership of Personal Data, s. 1042.


https://www.law.cornell.edu/ucc/9/9-102#:~:text=(42)%20%22General%20intangible%22,or%20other%20minerals%20before%20extraction
https://www.law.cornell.edu/ucc/9/9-102#:~:text=(42)%20%22General%20intangible%22,or%20other%20minerals%20before%20extraction
https://www.law.cornell.edu/ucc/9/9-102#:~:text=(42)%20%22General%20intangible%22,or%20other%20minerals%20before%20extraction
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alabileceklerdir®¥®. Ayrica bu ydntem ile veri pazarinin daha adil bigimde isleyecegi

savunulmaktadir*’

. Keza bu goriis uyarinca mahremiyet iizerinden getirilmeye
calistlan koruma yeterince etkin degildir**. Veri koruma hukukunun bazi
diizenlemelerine kiyasen veri lizerinde miilkiyet hakkina benzer bir hak oldugu da
savunulmustur. Ornegin kisinin verilerin silinmesi hakkinin veriye erisen biitiin
kisilerden talep edilebilmesini miilkiyet hakki ile iliskilendirmistir, ¢iinkii bu durumda
sadece ilgili kisinin iliskide oldugu kisi degil ilgili kisinin verilerine erismis olan biitiin
ticlincii taraflarin da ilgili kisinin unutulma hakkini kullanmasi ile bagli olmasi bu

hakkin nisbi bir hak olmadig1 izlenimi yaratmaktadir*4°.

Ancak bu yaklasim elestiriye aciktir. Zira miilkiyet hakki cismani varligi olan
“seyler” iizerinde kurulur, baska bir deyisle miilkiyet hakkinin konusu esyadir®®. Oysa

kisisel verinin cismani bir varlig1 yoktur®*!

. Hatta yukarida kisisel veriye iligkin teknik
meselelerde izah edildigi lizere dinamik ve degisken bir yapis1 vardir. Buna karsin
doktrinde bir goriis verinin de ekonomik bir degeri oldugunu bu yilizden ayni1 enerji
gibi bir esyaymiscasina muamele gormesinin yerinde olacagmi savunmaktadir®®?,
Kanaatimizce bu goriise katilmak miimkiin degildir. Zira enerji gibi kaynaklarin bir
esya gibi Oornegin satis sdzlesmesine konu olmasi i¢in bunlar iizerinde bir hakimiyet
kurulabiliyor olmasi gerekir. Oysa yukarida belirlilik ilkesi kapsaminda yapilan
aciklamalarda izah edildigi i¢in veri iizerinde bdyle bir fiziki hakimiyet kurulmasi
miimkiin degildir. Dolayisiyla kisisel veri tizerinde miilkiyet hakkinin kurulabilecegini
sdylemek belirlilik ilkesi ile bagdasmama riskini tasir. Ikinci olarak esya hukukuna

hakim olan tipe baglilik ilkesini de hatirlamak gerekir. Buna gore kanunun 6n gordiigi

46 Elvy, Paying for Privacy, s. 1422; Ozkan, Kisisel Verilerin Korunmasi, s. 22. Ancak veri iizerinde
miilkiyet hakkinin kurulmasinin kabul edilmesi durumunda bile bu verilerin serbestge devredilebiliyor
olmast tartigmalidir. Bazi1 yazarlar miilkiyet hakkina ragmen verinin devrine kisitlama getirilebilecegini
savunurlar. Bu yondeki tartigmalar hakkinda agiklamalar igin bkz. Purtova, Property Rights In
Personal Data, s. 518-519.

47 Bu goriis icin bkz. Kiizeci, Kisisel Verilerin Korunmasi, s. 64; Purtova, Property Rights In
Personal Data, s. 517.

448 Prins, Personal Data Become a Commodity, s. 278. Miilkiyet hakki ile kisilerin verileri {izerinde
daha giiclii bir kontrol hakki olacagi hakkinda bkz. Purtova, Property Rights In Personal Data, s. 508.
449 Jacob M. Victor, “The EU General Data Protection Regulation: Toward a Property Regime for
Protecting Data Privacy”, The Yale Law Journal, Vol. 123, No. 2, November 2013 (Property Regime
for Protecting Data Privacy), s. 525.

40 Gokhan Antalya/Murat Topuz, Medeni Hukuku (Giris, Temel Kavramlar ve Baslangic
Hiikiimleri), 2. Baskiya ek 1. tipki basim, Istanbul: Legal Yaymcilik, 2017 (Medeni Hukuk) s. 100.
%1 Verinin de bir esya olarak degerlendirilebilecegi yoniindeki tartigmalar igin bkz. Prins, Personal
Data Become a Commodity, s. 282.

452 Boerding/Culik/Doepke/Hoeren/Juelicher/Roettgen,/Schoenfeld, A Property Rights Approach, s.
335-336.
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ayni haklarin igerigi taraflarca degistirilemez. Bu durumda maddi bir niteligi olmadig1
icin esya statiisiinde olamayacak varliklar {izerinde miilkiyet hakki kurulmas: da
miimkiin olmayacaktir. Dolayisiyla kisisel verilerin de esya niteligi olmadigina gore
en azindan mevcut esya hukuku bakimindan bunlar iizerinde miilkiyet hakki kurulmasi

su agsamada miimkiin géziikmemektedir.

Sonug olarak mevcut hukuk diizenimiz ile sinirli bir inceleme yaparsak, esya
hukukunun tipe baglilik ve belirlilik ilkeleri ile ¢atisacagindan kisisel veri tizerinde
miilkiyet hakkinin kurulabilecegini sdylemek giictiir*3. Ancak yine de doktrinde bu
konu hakkinda getirilen Onerileri ele almakta fayda vardir. Bu yiizden asagida ele
alman tartigmalar1 mevcut hukuktan ziyade olmasi gereken hukuk bakimindan

degerlendirmek gerekir®*,

Miilkiyet hakkinin taninmasiyla bireyler kisisel verileri lizerinde tasarruflarda
bulunarak ¢esitli menfaatler elde etme imkanina sahip olacaklardir. Kisisel veri
tizerinde miilkiyet hakki taninmasinin saglayabilecegi diger bir yarar ise kisisel verileri
isleyen sirketlerin verilerin toplanmasi ve islenmesinden dogan maliyetleri tistlenmek
zorunda kalacak olmalaridir. Bu da sirketlerin veri toplama ve isleme faaliyetleri
konusunda daha segici olmalarina yol agar, boylece kisisel verilerin korunma seviyesi
de kendiliginden artacaktir®®. Ancak bunun tam tersinin olacagim sdylemek de
miimkiindiir. Kisisel verileri miilkiyet hakkinin taninmasi verilerin degerini artirabilir,

bu da veri sirketlerini kisisel veri islemeye eskisinden ¢ok daha fazla tesvik edebilir*®.

Bu noktada bazi elestiriler de getirilebilir. Bu elestirilerden biri kisisel verinin
ekonomik degerinin yukarida izah edildigi gibi baska verilerle birlikte
degerlendirilmesi ile ortaya ¢ikmasidir. Dolayisi ile sadece kendi verisinin degerini
c¢ekip almak ve bunu miilkiyet hakkina dayandirmak isteyen kisinin verisinin degerinin

tam olarak ne olacagini tespit etme sorunu ¢ikacaktir. Kisisel veri tizerinde miilkiyet

43 Bu yonde bkz. Van Erp, Management as Ownership of Data, s. 87-88. Buna karsin miilkiyet
kavrami daha genis ele alindig1 igin miisterek hukuk bakimindan daha farkli bir degerlendirme
yapilabilir. Medeni hukuk ve miisterek hukuk sistemlerinde miilkiyet kavraminin kisa bir karsilagtirmas
icin bkz. Janecek, Ownership of Personal Data, s. 1041. Yazar ayrica esya hukukunda bir diger temel
ilke olan acgiklik ilkesi bakimindan da kisisel veri iizerinde miilkiyet hakkinin kurulmasinin sorunlu
olacagimi savunmaktadir, bkz. Jane¢ek, Ownership of Personal Data, s. 1046.

44 Esya hukuku ilkeleri 1s1ginda veri iizerinde miilkiyet hakki tartismalari igin bkz.
Boerding/Culik/Doepke/Hoeren/Juelicher/Roettgen,/Schoenfeld, A Property Rights Approach, s. 339
455 Prins, Personal Data Become a Commodity, s. 279.

456 Prins, Personal Data Become a Commodity, s. 296.
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hakki kurulmasi gerektigini diisiinen goriisiin bu hususa tatmin edici bir cevap

{irettigini sdylemek su an i¢in miimkiin degildir*’.

Ayni1 bakis acisindan getirilebilecek bir diger cekince ise kisisel verinin
ekonomik degerinin ¢ogu zaman onu igleyen isletmelerce kazandiriliyor olmasidir.
Bagka bir deyisle, veri ekonomisinde veri ile aktif olarak istigal eden taraf veriyi
saglayan degil veriyi alan taraftir®*®. Oysa klasik bir iliskide séz konusu islemin
konusunu teskil eden iiriinii elden ¢ikartan kisinin o iirlin iizerinde yogun bir emegi
oldugunu diger tarafin ise bu iirlinden dolayisiyla da o kisinin emeginden sadece
yararlandigin1 goriiriiz**®. Daha 6nce de ifade edildigi gibi veri sirketleri kisisel verileri
ham halde alip satmaktan ziyade bu verileri isleyerek kendi iriinlerini gelistirmek
yahut kullaniciya 6zel reklamlar saglamak yolu ile para kazanirlar. Dolayisi ile veri
sirketlerinin bu faaliyetleri olmadan kisisel verinin tek bagina degerli oldugunu
sOylemek kolay degildir. Kisi, kisisel verisinin tek basina ham halde piyasaya
sundugunda bundan bekledigi yarar1 elde edemeyebilir. Zira aslinda verisi bu
sirketlerin algoritmalar1 tarafindan yapilan analizler neticesinde asil degerini
kazanmistir. Bu durum ise TMK m. 775 hiikmiinii akla getirecektir. Ilgili hiikiim
uyarinca eger bir kimse bagkasinin miilkiyetindeki bir seyi (medeni hukuk anlaminda)
isler veya bagka bir sekle sokar ve eger emegi o seyin degerinden fazla ise yeni seyin
maliki olur. Bu hiikkmii kisisel verilere uyguladigimizda kisisel verinin miilkiyetini
verinin sahibine atfetmeye ¢alisirken piyasanin ¢alisma sekli nedeni ile cogu zamanda
miilkiyetin veri sirketlerine gecmesi gibi bir sonugla karsi karsiya kalinabilir. Bu
durumun kisisel veri lizerindeki hakkin miilkiyet hakki olmasi gerektigini diisiinen

yazarlarin akillarindaki ¢dziim olmadig1 agiktir®®°.

Doktrinde bu sorun Haslem v. Lockwood (1871) davasi iizerinden de

tartistlmistir. Bu davada Haslem atlarin yola birakmis olduklari digkilar giibre olarak

457 Judith Rochfeld, “Contre L’hypothése De La Qualification Des Données Personnelles Comme Des
Biens”, Les Biens Numériques (editérler: Emmanuel Netter/ Aurore Chaigneau), Collection
Colloques, 2015, https://univ-droit.fr/recherche/actualites-de-la-recherche/parutions/18832-les-biens-
numeriques (erisim tarihi: 03.09.2022) (Qualification Des Données Personnelles) s. 228;
RadicalXChange, “Data Freedom Act”, 2020, https://www.radicalxchange.org/media/papers/data-
freedom-act.pdf (Data Freedom Act), s. 2.

458 By yonde bkz. Ali M. Al-Khouri, “Data Ownership: Who Owns 'My Data'?”, International Journal
of Management & Information Technology, Vol. 2, No. 1, November 2012 (Who Owns '‘My Data')
s. 1-2; . Boerding/Culik/Doepke/Hoeren/Juelicher/Roettgen,/Schoenfeld, A Property Rights
Approach, s. 340-341.

459 Zech, New Data Economy, s. 6.

460 Benzer yonde bkz. Rochfeld, Qualification Des Données Personnelles, s. 228-229.


https://univ-droit.fr/recherche/actualites-de-la-recherche/parutions/18832-les-biens-numeriques
https://univ-droit.fr/recherche/actualites-de-la-recherche/parutions/18832-les-biens-numeriques
https://www.radicalxchange.org/media/papers/data-freedom-act.pdf
https://www.radicalxchange.org/media/papers/data-freedom-act.pdf
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kullanmak {izere toplatir ancak toplattig1 yerde bir sonraki giin almak iizere birakir.
Ertesi giin digkilar1 toplayan kisi gelene kadar baska biri bunlari kaldirir. Bunun
tizerine mahkeme Oniinde diskilar toplatan kisinin bunlar lizerinde bir miilkiyet hakki
olup olmayacagini tartismis ve sokaga dylesine birakilan digkilarin aslinda degersiz
oldugunu ancak onlar1 bir araya getirmenin gerektirdigi emegin en nihayetinde
miilkiyet hakkini kazandiracacagmna Haslem lehine karar vermistir*®l. Doktrindeki bu
goriis veri sirketlerinin esasinda benzer bir tezi ileri siirdiiklerini iddia etmektedir.
Veriler internette gezinen kullanicilar tarafindan (aynmi sokakta dolasan atlarin
biraktiklar1 digkilar gibi) dylesine birakilirlar. Veri sirketleri ise bunlar1 toplayarak
onlardan anlamli biitiinler olustururlar. Sonug olarak eger verinin bir sahibi olacak ise

462

bunun veri sirketleri olmas1 gerekir*™“. Ancak s6z konusu kiyasi giindeme getiren

goriis bu teze karsi cikar. Zira veri sirketleri Oylesine birakilan verileri degil,

kullanicilarin rizalarina dayanarak topladiklari verileri kullanmaktadirlar®?,

Bunlar disinda bir degerin dar anlamda miilkiyet hakkindan bagimsiz olarak
genel anlamda mal varlig1 degeri olarak degerlendirilemesinde bakilacak hususlardan
biri de bu degerin sadece birincil piyasalarda degil, ikincil piyasalarda da
devredilebiliyor olmasidir. Bagka bir deyisle bu degerin mal varligr sinifina girmesi
i¢in sadece o degeri ortaya ¢ikartan tarafindan tiglincii kisilere yapilan devirlere degil,
ayn1 zamanda bu {igiincii kisilerin kendi aralarindaki devirlerine de konu olabiliyor

464

olmasi1 gerekir™". Mevcut veri koruma hukuku diizenlerine baktigimiz zaman gerek

GDPR gerek de KVKK altinda 6zel sartlar1 saglandigz siirece verilerin tliglincii kisilere

4! Karar metni i¢in bkz. Thomas Haslem vs. William A. Lockwood, Supreme Court Of Errors Of
Connecticut, Fairfield County 37 Conn. 500; 1871 Conn. LEXIS 85, February Term, 1871, Decided
https://sites.oxy.edu/whitney/xaccess/ec357/cases/property/haslem_v_lockwood.htm  (erisim tarihi:
26.01.2023).

462 Agiklamalar igin bkz. Tae Wan Kim/ Jooho Lee/Joseph Xu/Bryan Routledge, “Data and Manure:
Are Data Subjects Investors?”, Berkeley Business Law Journal, Vol. 18, No. 1, 2021 (Data and
Manure) s. 67, 81. Bu yonde bir agiklama i¢in ayrica bkz. Janedek, Ownership of Personal Data, s.
1048. Ancak yazara gore bu sekilde ilgili kisiler de malik olabilirler. Ornegin bir form doldurarak
verilerini bir araya geciren ilgili kisi, verilerinin maliki kabul edilecektir. Kisisel olmayan veriler i¢in
benzer bir goriis bunlar iizerinde miilkiyet hakkinin kurulmamasi gerektigini savunmak icin dile
getirlmektedir, bkz. Josef Drexl/Reto M. Hilty/Luc Desaunettes/Franziska Greiner/Daria Kim/Heiko
Richter/Gintaré Surblyté/Klaus Wiedemann, “Data Ownership and Access to Data”, Max Planck
Institute for Innovation and Competition Research Paper Series, No. 16-10, 2016 (Data Ownership
and Access to Data) s. 7.

463 Kim/Lee/Xu/Routledge, Data and Manure, s. 82. Ancak yazarlar veri sirketlerinin verdikleri
emegin gbz ardi edilemeyecegini kabul etmektediler, bkz. Kim/Lee/Xu/Routledge, Data and Manure,
s. 85.

464 Bu goriis i¢in bkz. Herbert Zech, “Data as a Tradeable Commodity — Implications for Contract Law”,
Proceedings of the 18th EIPIN Congress: The New Data Economy between Data Ownership
Privacy and Safeguarding Competition (editor: Josef Drexl), Edward Elgar Publishing, Forthcoming,
September 2017 (New Data Economy) s. 4.


https://sites.oxy.edu/whitney/xaccess/ec357/cases/property/haslem_v_lockwood.htm
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aktartlmasinin miimkiin oldugu goriiliir. Ancak bu aktarimlarin bu goriisiin ima ettigi
gibi bir ikinci piyasa olusturdugunu sdylemek miimkiin degildir. Zira kisisel veri
karsiliginda hizmet ve igerik sunan saglayicilarin bu ekonomide kar etmelerini
saglayan sey yaptiklar1 dogrudan satislar degil, bu veriler iizerinden hizmetlerini
gelistirmeleri, kisisellestirmeler, ama &zellikle veriler sayesinde yapmis olduklar

analizler uyarinca kullanicilarina gosterdikleri reklamlardir.

Ayrica bir kisi verisini bagka birine devrettiginde aslinda tam anlami ile
zilyetligin devri gibi bir islem gerceklestirmemektedir. Ciinkii bu kisinin yaptigi
aslinda verinin devri degil veriye erisim hakkinin verilmesidir. Bir seyin zilyetligi
fiilen ancak belirli bir kisiye devrebilebilir oysa bir kisinin ayni anda birgok liglincii
kisiye verisine erisim hakki tanimasi miimkiin olabilir*®. Bu husus dikkate
alindiginda veri iizerinde miilkiyet hakki kurulabilecegini savunmak daha zor hale

gelmektedir.

Kisisel veriyi miilkiyet hakki izerinden korumaya ¢aligmanin asil sorumlulugun
ilgili kisiler omuzlarinda kalmasina neden olacagini da kabul etmek gerekir. Verinin
gercek sahibi kisiler ile bu verileri isleyen isletmeler arasindaki gii¢ u¢urumunu
diistindiigiimiiz zaman kisisel verileri miilkiyet hakk: iizerinden korumanin 6nemli

riskler barindiracaktir®®

. Miilkiyet hakki taninmis olsa dahi veri piyasasinda genellikle
ilgili kisiler daha zayif konumdadirlar ¢linkii veri karsiliginda faydalanilmak istenen
hizmetler ilgili kisilere goére cok daha biiylik ve gilicli aktorler tarafindan
sunulmaktadir. Bu durumda miilkiyet hakki ile donanmis olmalar1 ilgili kisilerin

gercek anlami ile kendilerini koruyabilecekleri anlamina gelmeyecektir®®’.

Verilerin piyasada dolasimmnin kolaylastirilmasinin  da  kisisel verilerin
korunmasi diizenlemelerinin temel ilkelerinden oldugunu unutmamak gerekir.

Ormegin GDPR’1m giris kisminda ortak bir veri koruma diizenlemesi getirilmesinin

465 Zech, New Data Economy, s. 6; Kim/Lee/Xu/Routledge, Data and Manure, s. 84. Kaldi ki veriye
iligkin teknik sorunlarda izah edildigi gibi veri kullanmakla tiikenen bir deger olmadigi ayn1 anda birden
¢ok kisinin veriye erisim olabilir, bu da 6ziinde miinhasir olan miilkiyet hakkinin nitelikleri ile
bagdasmaz, bkz. Janecek, Ownership of Personal Data, s. 1049.

468 Conseil National du Numerique (CNNum), “Neutralit¢ Des Plateformes: Réunir Les Conditions
D’un Environnement Numérique Ouvert Et Soutenable”, Mai 2014, https://cnnumerique.fr/files/2017-
09/CNNum_Rapport Neutralite des plateformes.pdf (erisim tarihi: 03.09.2022) (Neutralité des
plateformes) s. 38. Veri sirketleri ve veri sahipleri arasindaki gii¢ ugurumu yiiziinden serbest piyasanin
adil bicimde calisacagini sdylemenin miimkiin olmadig1 yoniinde bkz. Kiizeci, Kisisel Verilerin
Korunmasi, S. 65.

467 Prins, Personal Data Become a Commodity, s. 292. Benzer ydnde elestiriler i¢in bkz. Elvy, Paying
for Privacy, s. 1422-1423; Ozkan, Kisisel Verilerin Korunmasi, s. 23.
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nedenlerinden birinin AB i¢inde verilerin dolasimini kolaylagtirmak oldugu

yazilmistir*%8

. Bunun nedeni verinin ekonomideki verimlilige yaptig1 katkidir. Sayet
kisisel veriye miilkiyet hakki taninir ve veriye erisim olmasi gerekenden ¢ok daha fazla
kisitlanirsa veri sayesinde saglanan ekonomik biiyiimeden mahrum kalinacak, bu da
bireyin haklarinin toplumsal menfaatler lehine Olgiisiiz korundugu anlamina

gelecektir?®®,

3. Kisisel Veri Uzerinde Fikri Miilkiyet Hakki
Bir bagka goriis uyarinca kisisel veri lizerinde kurulan hakkin niteligi miilkiyet
hakk1 degil bir tiir fikri miilkiyet hakki olmalidir*’®. Bu gériis sayesinde hem cismani
varlig1 olmayan kisisel veri lizerinde ekonomik hayatta iizerinde tasarruf edilebilecek
bir hak tesis edilmekte hem de miilkiyet hakkinin kendine has kisitlar1 bertaraf
edilmektedir.

Fikri miilkiyet sahibine temelde iki hak bahsetmektedir. Bunlardan biri hak
sahibinin eseri lizerindeki mali haklar1 digeri de manevi haklaridir. Mali haklar eser
sahibinin eserinden iktisadi olarak yararlanmasini, nasil yararlanacagini segmesini ve
tictincii kisilerin eserinden onun izni olmaksizin kullanmasini1 engelemesini saglayan
mutlak haklardir*’!. Eser sahibinin mali haklari gogaltma, yayma, isleme, kiralama ve
odiing verme, temsil, umama iletim, yayin, pay ve takip hakki gibi haklardan olusur.
Manevi haklar ise herkese karsi ileri siiriilebilecek mutlak ve ayni zamanda inhisari
haklardir*’?. Manevi haklar eser sahipliginden dogdugu i¢in bunlarin devredilmesi

473

veya miras yolu ile gegmeleri de miimkiin degildir®’°. Manevi haklar1 ise umuma arz,

468 GDPR, Giris, 9.

49 Prins, Personal Data Become a Commodity, s. 297-298; Drexl (et. al), Data Ownership and
Access to Data, s. 2-3. Benzer bir elestiri ABD’de de ileri siiriilmiistiir, bkz. Purtova, Property Rights
In Personal Data, s. 519. Kisisel veri tizerinde miilkiyet hakkinin kurulmasinin miimkiin olup
olmadigimin farkli miilkiyet teorileri ile incelemesi hakkinda bkz. Janeéek, Ownership of Personal
Data, s. 1047-1049. Keza miilkiyet hakkinin taninmasi bazi sirketlerin veriye erisimini kisitlayacagi
i¢in bunlarin iiriin ve hizmetlerini gelistirmelerine engel olabilir, bkz. Drexl (et. al), Data Ownership
and Access to Data, s. 8.

470 Aksoy, Kisilik Haklar ve Kisisel Verilerin Korunmasi, s. 60 vd.; Akkurt, Kisisel Verinin
Niteligine Mukayeseli Bakis, s. 24 vd.; bu yondeki goriis hakkinda bilgi edinmek igin bkz. Kiizeci,
Kisisel Verilerin Korunmasi, s. 66-67. Bu yonde bir agiklama i¢in bkz. VVan Erp, Management as
Ownership of Data, s. 83.

471 Unal Tekinalp, Fikri Miilkiyet Hukuku, Dérdiincii Basi, Istanbul: Arikan, 2005 (Fikri Miilkiyet
Hukuku) s. 169. Mali haklar ile eser sahibinin eserden ekonomik beklentileri karsilanmaya ¢alisilir, bkz.
Ahmet M. Kiligoglu, Sinai Haklarla Karsilastirmah Fikri Haklar, 3. Basi, Ankara: Turhan Kitabevi,
2017 (Fikri Haklar), s. 240.

472 Tekinalp, Fikri Miilkiyet Hukuku, s. 151.

473 Tekinalp, Fikri Miilkiyet Hukuku, s. 153; Kiligoglu, Fikri Haklar, s. 243. Manevi haklarin miras
yolu ile gegebilecegi hakkinda bkz. Kiligoglu, Fikri Haklar, s. 244,
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eser sahibi olarak taninma, eserin biitlinliigiinii isteme, eserin aslina ulagsma hakki gibi

haklardir.

Hak sahibi eser iizerindeki mali haklari lizerinde tigiincii kisilerle sozlesmeler
yaparak tasarrufta bulunabilir ve bu haklarin1 devredebilir. Ancak hak sahibinin
eserinin lizerindeki maddi haklarda tasarruf ediyor olmasi manevi haklarindan
vazgectigi anlamina gelmez. Hatta eser sahibinin, eser lizerindeki manevi haklarini
devretmesi veya bunlardan feragat etmesi de miimkiin degildir*’4. Ancak manevi
haklarin kullanim hakkinin devredilmesi miimkiin oldugu gibi, mirasc¢ilarin ve eser
sahibinin yakinlarinin manevi haklar1 kullanmalar1 da miimkiindiir*”. Ornegin eser
sahibi eserinin umuma arz edilip edilmeyecegini, nasil arz edilecegini belirleyebilir.
Eserin ismini de eser sahibi belirleyecektir. Hatta baz1 manevi haklardan eser sahibinin
feragat etmesi miimkiin degildir. Ornegin eserin yayimlanma sekli eser sahibinin seref
ve haysiyetini etkileyecek nitelikte ise eser sahibi bunu men edebilir ve eser sahibinin

menetme yetkisinden feragat etmesi miimkiin degildir.

Fikri miilkiyet hakkina iliskin bu 6zelliklere bakildiginda kisisel veri hukuku ile
bir¢ok benzerlik kurulabilir. Ayni fikri miilkiyete konu olan eserler gibi kisisel verinin
de bir mali bir de manevi yan1 vardir. Kisisel veri sahibi dyle veya boyle kisisel verisi
ile veri ekonomisine dahil oldugunda ondan bazi mali ¢ikarlar elde eder buna karsin
kisisel verilerin korunmast hukukuna iliskin vaz gegemeyecegi bazi haklar1 da vardir.

Bu haklar ile eser sahibinin manevi haklar1 arasinda bir paralellik kurulabilir*®,

Mevcut hukuki diizenlemelerde de aslinda kisilik hakki olan bazi haklar
bakimindan fikri miilkiyet hukuku korumasi getirildigini gormek miimkiindiir.
Ormnegin italyan hukukunda kisinin kendi resmi ve 6zel haberlesmelerine iliskin

degerler Italyan Telif Haklar1 Statiisii*’’ (madde 93 vd.) altinda korunmaktadir.

474 flhami Giines, Uygulamada Fikir ve Sanat Eserleri Hukuku, 4. Baski, Ankara: Seckin Yaymncilik,
2022 (Fikir ve Sanat Eserleri Hukuku) s. 316; Halil Alperen Evrensel, Telif Hakki Sozlesmesi ve
Haklarin Devri, 2. Baski, Ankara: Segkin Yayincilik, 2021 (Telif Haklar1 S6zlesmesi) s. 193; Rauf
Karasu/Cahit Suluk/Temel Nal, Fikri Miilkiyet Hukuku, 5. Baski, Ankara: Seckin Yayincilik, 2021
(Fikri Miilkiyet Hukuku) s. 79. Ornegin bkz. Tekinalp, Fikri Miilkiyet Hukuku, s. 156,159, 162.

475 Giines, Fikir ve Sanat Eserleri Hukuku, s. 318; Tekinalp, Fikri Miilkiyet Hukuku, s.153;
Kiligoglu, Fikri Haklar, s. 243.

476 Victor, Property Regime for Protecting Data Privacy, s. 524; Perlingieri, Data As The Object
Of A Contract, dpn. 1; Diilger, Kisisel Verilerin Korunmas1 Hukuku, s. 18. Ancak doktrinde bir
goriig bu durumu ilgili kisinin riza gosterdikten sonra bile “miilkiyet” hakkinin en azindan bir kismini
koruyacagi sekilde yorumlamustir, bkz. Kim/Lee/Xu/Routledge, Data and Manure, s. 83.

477 Statiiniin resmi olmayan Ingilizce cevirisi icin bkz.
https://www.wipo.int/edocs/lexdocs/laws/en/it/it211en.pdf (erisim tarihi: 02.12.2022).


https://www.wipo.int/edocs/lexdocs/laws/en/it/it211en.pdf
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Kisisel veriler ile eser arasinda kurulan iliskiye getirilen elestiri bu ikisi
arasindaki temel nitelik farkidir. Fikri miilkiyet korumasindan yararlanan eser, eser
sahibinin emegi sonucunda ortaya ¢ikmistir*’8. Fikri miilkiyet hukukunun amaci da
son tahlilde bu emegi korumaktir. Kisisel veri ise kisinin emegi sonucunda iiretilen bir
tiriin degildir. Hatta cogu zaman ilgili kisi kisisel veri sagladiginin farkinda bile olmaz.
Bu bakimdan fikri miilkiye iiriinleri ortaya koyan kisilerin bu emeklerini siirdiirmeleri
i¢in bir nevi tesvik niteliginde olan haklar ile kisisel veriler arasinda kiyas yapmanin

yerinde olmayacagi soylenmistir®’®

. Diger bir yonden bu hak da veri tizerinde mutlak
ve miinhasir bir hak igerdigi i¢in miilkiyet hakki tartismasinda ele alinan iktisadi

riskleri tagimaktadir.

4. VeriIs Giicii Kavram
Doktrinde son zamanlarda ortaya ¢ikan yeni bir kavram ise veri is giicii

kavramidir*®

. Bu kavram ile kisilerin ayn1 is¢iler gibi bir araya gelip sendika benzeri
yapilar ile haklarmin savunmalarinin  gercek bir koruma saglayabilecegi
savunulmustur. Nasil ki is giicli piyasasinda oldugu gibi biiylik ve giiclii isverenler
karsisinda daha zayif konumda olan isgiler bir araya gelip kazanimlar elde
edebiliyorlarsa, kisiler de kisisel verilerinin olusturdugu ekonomiden mahrum kalmak
istemiyorlarsa bir araya gelerek ortak cikarlari {izerinden toplu halde kendilerini
savunulabilirler®®, Bu goriisiin hareket noktasi kisisel verilerin etkin bigimde
korunmas1 i¢in bireysel degil, kolektif koruma yontemlerinin tercih edilmesi

gerektigidir?®?,

Ayrica kisilerin bireysel zararlarinin ¢ok kiiclik kalmasi, bu yiizden kisilerin

haklarin1 aramakta istekli olmadiklarin1 da diisiindiiglimiizde kisisel veriye “is giicii”

478 Tekinalp, Fikri Miilkiyet Hukuku, s. 106; lvan Cherpillod, L’objet du droit d’auteur, Lausanne:
CEDIDAC, 1985 (L’objet du droit d’auteur), s. 125.

47 Prins, Personal Data Become a Commodity, s. 295-296; Ozkan, Kisisel Verilerin Korunmasi, s.
24; Yilmaz/ Cavusoglu, Kisisel Verileri Koruma Hukuku, s. 61.

480 S¢néchal, Consequences of Termination, s. 160. Hatta doktrinde bir yaklasim veri is giiciiniin
aslinda ticretsiz olmasi gerektigi diisiincesini kadin emeginin veya Amerika’daki siyahilerin emeginin
uzun siire karsiliksiz olmasi gerektigi diisiincesi ile kiyaslamaktadir, bkz. Eric A. Posner/E. Glen Weyl,
Radical Markets: Uprooting Capitalism and Democracy for a Just Society, Princeton University
Press, 2018, (Radical Markets) s. 206.

4l Bu yonde bkz. Economist, “Data Workers Of The World, Unite”, 7 July 2018
https://www.economist.com/the-world-if/2018/07/07/data-workers-of-the-world-unite (erisim tarihi:
03.09.2022); Arrieta-Ibarra/Goft/Jiménez-Hernandez/Lanier/Weyl, Moving Beyond Free, s. 41;
Posner/Weyl, Radical Markets, s. 215; RadicalXChange, Data Freedom Act, s. 4-5.

482 K olektif hareket etmenin veri koruma hukuku 6zelinde de iyi bir yontem olabilecegi 6nerisi hakkinda
bkz. Solove, Consent Dilemma, s. 1902; Posner/Weyl, Radical Markets, s. 215.


https://www.economist.com/the-world-if/2018/07/07/data-workers-of-the-world-unite
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benzeri bir nitelikle yaklasmak anlamlidir*®®

. Bu 6zellikle kisisel verinin ancak bir¢ok
kisinin verisinin bir araya gelmesi ile degerli olmasi ile paraleldir. Ornegin GDPR’daki
baglayic1 kurumsal kurallar kisisel verilerin biitiinciil olarak korunmasina iliskin bir
hiikiim olarak diisiiniilebilir*®*. Ancak giiniimiizde bu yaklasim hukuki kavramlar

kapsaminda tartisilmamaktadir.

5. Veri Uzerinde Yonetim Hakk:

Veri lizerinde miilkiyet hakkinin kurulmamasi gerektigini savunan bir bagka
goriis ise genel olarak mevcut hukuk diizenindeki “miilkiyet” konseptinin veri
ekonomisi i¢in yetersiz oldugunu savunmaktadir. Bu goriis uyarinca veri ¢ogu zaman
fikri miilkiyet hakki kapsamina da girmez. Buna gore veri kimsenin miilkiyetine ait
olmamalidir ve bir tasarrufa konu olabilmesi i¢in muhakkak birinin miilkiyetinde
olmasima da gerek yoktur yeter ki veri iizerinde kimin “idare etme” yetkisine sahip
oldugu belli olsun. Bu noktada “trust” iligkisini diizenleyen Québec Medeni Kanunu
m. 1278 atif yapilmaktadir. Miisterek hukuk bakimindan bir trust iliskisinin ii¢ tarafi
vardir bunlar kurucu (settlor), “trust” konusu malin sahibi giivenilen ve bu mallardan
ekonomik olarak yararlanandir. Kurucu “trust” iliskisi kurulduktan sonra iliskiden
c¢ikar ve iligki malin sahibi ile yararlanan arasinda devam eder. Ancak Quebec Medeni
Kanunu m. 1278’te esasinda kimse bir seyin sahibi degildir. Giivenilen “trust” konusu
varliklarin maliki degildir, sadece onu kullanma yetkisine sahiptir. Diger yandan
yararlanan kisi de “trust” konusu varliklarin maliki degildir, o da sadece getirilerden
yararlanma hakkina sahiptir. Yazar bu iliski ile veri koruma hukukundaki ilgili kisi,

veri sorumlusu ve veri isleyen arasinda bir iliski kurmaktadir. Ciinkii burada da aslinda

483 Rochfeld, Qualification Des Données Personnelles, s. 234.

484 Rochfeld, Qualification Des Données Personnelles, s. 236. Verinin is giicii olarak
degerlendirilmesinin yerinde olmadigini savunan bir goriis i¢in bkz. Kim/Lee/Xu/Routledge, Data and
Manure, s. 68 vd. Bu goriis ilging bicimde ilgili kisilerin saikleri ne olursa olsun veri sirketlerine
ekonomik bir katkida bulunduklar1 i¢in “yatirnmci” olarak degerlendirilmeleri gerektigini
savunmaktadir. Yazarlara gore ilgili kisilerin yatirime1 olarak nitelendirilmesi onlar1 ayni zamanda bir
tilketici veya is¢i olarak degerlendirilerek ek korumalardan yararlanmalarina engel olmayacaktir.
Yazarlar bu tanimlamalart ile verilerin degerinin sirketin finansal tablolarinda bir sekilde gosterilecegini
bunun karsiliginda ise ilgili kigilere finansal bir karsilik (hisse vb.) verilebilecegini iddia etmektedirler.
Zira kullanicilarin kisisel verilerini diger tarafa saglamis olmalar veriler iizerindeki haklarin1 tamamen
kaybettikleri anlamina gelmez bu yiizden de basit bir degis-tokus iligkisi kullanici ile tiiketici arasindaki
iliskiyi tanimlayamaya yetmez, bkz. Kim/Lee/Xu/Routledge, Data and Manure, s. 72 vd. Yazarlar
ayrica kisisel veriler anonimlestirilmis olsa bile finansal karsiligin verilecegini savunurlar, 6rnekler i¢in
ayrica bkz. Kim/Lee/Xu/Routledge, Data and Manure, s. 78-79. Kisisel verinin ig giicli olarak
tanimlanmasinin  getirileri hakkinda bkz. Arrieta-Ibarra/Goff/Jiménez-Hernandez/Lanier/Weyl,
Moving Beyond Free, s. 39-40. Yazarlara gore bu ayrica daha Once agiklanan piyasadaki rekabet
sorununa da ¢ézliim getirebilecek alternatif bir i modeli olabilir, bkz. Arrieta-Ibarra/Goft/Jiménez-
Hernandez/Lanier/Weyl, Moving Beyond Free, s. 41.
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yapilan verinin kime ait oldugundan ziyade, 6zellikle veri sorumlusu ve veri isleyen

bakimindan veriyi kimin hangi seviyede idare ettigini tespit etmektir*®,

6. Degerlendirme

Biitlin bu tartigmalar 15181nda gerek olan hukuk gerek de olmasi gereken hukuk
bakimindan veri iizerinde miilkiyet gibi bir hakkinin kurulmasina izin vermenin
zannedildiginden ¢ok daha yogun bir ekonomik analiz gerektirdigini kabul etmek
gerekir. Kaldi ki kisisel verinin lizerinde miilkiyet veya fikri miilkiyet hakk: gibi
haklarin oldugunu ileri siirmek yukarida agiklanan verinin tek basina degerinin
tespitindeki zorluklar, verinin dinamik yapisi, bagka veriler ile bir araya gelmeden
ekonomik degerini kazanamamasi gibi bircok gerekg¢e yiiziinden ¢ogu zaman veri
piyasasinin gergekleri ile de uyusmayacaktir. Diger bir taraftan kisisel veriler
tizerindeki hakkin kisilik hakki oldugu goriisiinii savunmak da kisisel verilerin artik
ekonomik bir deger olduklarina iligkin dnemli bir gercegin goérmezden gelinmesi
anlamima gelecektir. Aslinda, mevcut goriislerin aksine, kisisel veriler iizerindeki
hakkin kisilik hakki olmas1 onun 6zel hukuk iliskilerine konu olamayacagi bigimde
algilanmamalidir. Daha 6nce de ele alindigir gibi kisilik haklarindan TMK m. 23
sinirlart iginde kalindigi stirece ekonomik olarak faydalanmak miimkiindiir. Bu yiizden
kanaatimizce kisilik hakki goriisii, bu hakkin kisisel verilerden, belirli sinirlar iginde
de olsa, ancak ekonomik olarak yararlanma hakkini da verdigini kabul ederek
genislettigimiz takdirde savunulabilir olur. Diger bir taraftan kisilik haklarmin salt
bireyci bir koruma modeli saglamasi, veri is giicli kavramini savunan kisiler tarafindan
gerekli goriilen kolektif koruma yonetmeleri i¢in sorunlu olabilir. Bu nedenle veri is
glici kavraminin verinin ekonomik degerini ve piyasa gergekleri icin daha yerinde
kavram oldugu soylenebilir. Keza daha sonra kisisel verilerin konusu oldugu
sOzlesmelerin nitelendirilmesi yapilirken tespit edilecegi gibi bu s6zlesmelere vekalet
sozlesmesi hiikiimlerinin uygulanmasi ile kisisel veri tizerindeki hakkin is giiciine

benzer bir hak oldugu ¢ikarimi birbiri ile uyumludur.

Bu noktada yapilmasi gereken ilk asamada ilgili kisiler (ayn1 zamanda
kullanicilar) ve veri sorumlulular1 (aynt zamanda hizmet ve igerik saglayicilar)
arasindaki hukuki iligkinin baglamimi dogru bigimde tanimlamaktir. Bu sekilde

taraflarin karsilikli hak ve borglar1 daha i1yi anlagilir ve veri ekonomisinden dogan

485 Bu goriis icin bkz. Van Erp, Management as Ownership of Data, s. 87 vd. Benzer yonde bir
kiyaslama i¢in bkz. Kim/Lee/ Xu/Routledge, Data and Manure, s. 82.
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menfaatlerin topluma niifuz etmesi kolaylastirilmis olur. Baska bir deyisle kisisel
verinin bir “mutlak™ hak olarak niteliginin ortaya konmasindan daha once kisisel
verinin “nisbi” bir iliskide taraflarin hak ve borg¢larini nasil etkiledigini ele almak daha

yerinde bir tercih olacaktir.

C. Kisisel Verinin Kars1 Edimi Oldugu S6zlesmelerin Vasiflandirilmasi
Bir tarafinin borcunun kisisel veri saglamak oldugu sézlesmelerde sézlesmenin
kurulmasi asamasindan ifasi1 ve sona ermesi asamasina kadar olan siiregte taraflarin
borglarinin ve haklarinin tespit edilebilmesi bu sdzlesmelerinin nitelendirilebilmesine
baglidir. Bu baglik altinda kisisel verinin borcun konusu oldugu sézlesmelerin genel

s6zlesme hukuku yarinca vasiflandirilmasi yapilmaya ¢alisilacaktir.

1. Edim fliskisi Uyarinca Kisisel Verinin Konusu Oldugu Sézlesmelerin

Nitelendirilmesi

Kisisel verinin kars1 edim teskil ettigi sozlesmelerin yukarida sayilan sdzlesme
smiflarindan hangisine girecegi doktrinde tartisilmigtir. Internet iizerinden hizmet
saglayan platformlarin pek ¢ok defa bu uygulamalarin bedava olduguna dair vurgular
yaptig1 goriiliir. Ornegin Meta Hizmet Kosullarinda “Aksini belirtmedigimiz takdirde,
Facebook'u veya bu Kosullar kapsamindaki diger iiriin ve hizmetleri kullaniminiz icin
sizden iicret almayiz.”*®® hiikmiine yer vermistir. Bununla birlikte daha once de
tizerinde duruldugu gibi bu sézlesmelerden iicret alinmiyor olmasi kullanicilarin bu
hizmeti bir karsilik 6demeden kullandig1 anlamina gelmeyecektir. Hizmet saglayicilar,
kullanicilarin kisisel verileri karsiliginda hizmet sunduklarina gére bu soézlesmelerin
Klasik tek tarafa bor¢ yiikleyen bir sézlesme olarak vasiflandiriimasi miimkiin

487

olmayacaktir Keza DCD’nin uygulama alanmni inceleyen bazi yazarlar da

yonergenin sadece ivazli ve tam iki tarafli sozlesmelere uygulanacagini soyleyerek bu

sozlesmelerin niteligi hakkinda bu yonde goriis bildirmislerdir?e8.

Buna karsmn hala aksi goriisiin de savunulmas1 miimkiin olabilir. ilk olarak
kullanicilar bu sekilde bir sozlesme yaptiklarinda mal varliklarindan bir sey

eksilmemektedir. Ayrica kullanicilarin bagka hizmet saglayicilar ile ayni veriler

48 Bkz. Meta Hizmet Kosullar, https://www.facebook.com/legal/terms/update (erisim tarihi:
17.09.2022).

487 Benzer yonde bkz. Bedir, Data As Counter-Performance, s. 23. Cekya’min DCD’yi i¢ hukuka
gecirirken kigisel veri ile 6demenin para ile 6deme ile ayni oldugunu agik bigimde belirtmemis
olmasinin hatali oldugu y6niinde bkz. Richter, New Legal Concepts, s. 12.

488 S¢énéchal, Consequences of Termination, s. 156.


https://www.facebook.com/legal/terms/update
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lizerinden baska sozlesmeler yapmalari dahi miimkiindiir*®

. Mevcut diizenlemelerde
kisisel verinin konusunu teskil ettigi sozlesmelere tek tarafa borg yilikleyen sézlesmeler
gibi yaklasan hiikiimlerin varlig1 gdzlenebilmektedir. Ornegin taslak halinde kalmis
olmasina ragmen CESL m. 107 uyarinca eger s6zlesmenin karsi edimi olarak paradan
baska bir sey saglayan tarafin sozlesmeye aykirilik halinde aynen ifay: talep etme,
kendi edimini ifa etmekten ¢ekinme, s6zlesmeyi sona erdirme, bedelde indirim talep
etme gibi haklar1 yoktur. Bu kisi ancak zararin tazminini dava edebilir. Benzer bigimde
CESL m. 100(g) ayip hali i¢in kars1 tarafin bekleyebilecegi 6zelliklerin aranacagini
ancak kullanicinin kars1 edim olarak parasal bir deger saglamamis olmasinin dikkate
alinacagimi sdylemektedir. Bu yaklasim doktrinde kisisel verinin karsi edimi oldugu
sOzlesmelerin tek tarafa bor¢ yiikleyen sozlesmeler gibi anlasildigi seklinde
yorumlanmistir*®. Avrupa Parlamentosunda bu s6zlesmelerin tek tarafa borg yiikleyen
sozlesmeler olarak degerlendirilebilecegini ileri stirmiistiir. Buna gore 6rnegin bir
¢evrimici oyunu oynamak i¢in verisini diger tarafa saglayan kiginin sézlesmesi, kisinin
veri igleme faaliyetine riza gostermesi geciktirici sartina baglanmis tek tarafa borg

491

yiikleyen bir sézlesme olacaktir Doktrinde ayrica kars1 tarafin kullanicidan riza

gostermesini talep edememesi veya kisisel veri transferine zorlayamamasi nedeni ile

bu sézlesmenin tam iki tarafli olmayacag: ifade edilmistir*®2,

Ancak verilen mahkeme kararlarina bakildiginda ise bu sozlesmelerin tam iki
tarafli olup olmadiklarina yonelik bir ¢ikarima heniiz varilmamissa da en azindan
ivazli (contrat onéreux) olduklarna dair tespitleri gérmek miimkiindiir. Paris
Mahkemesi Twitter’in tiiketici hukuku bakimindan tacir olup olmadigini tespit etmek
icin kullanicilar ile Twitter arasindaki sozlesmeyi incelemis ve bu sézlesmelerin
Twitter i¢gin de CC m. 1107 uyarinca “menfaat” barindirmalar1 nedeniyle ivazh
s0zlesmeler oldugu sonucuna varmistir. Mahkemeye gore kullanicilarin platforma
girdiklerinde verilerini toplayan ve bunlari ticari olarak kullanan Twitter, islemlerinde

kar giitme amacini siirdiirmektedir*®. Paris Mahkemesi benzer bir sonuca daha sonra

489 Bedir, Data As Counter-Performance, s. 23.

490 Bedir, Data As Counter-Performance, s. 25.

491 European Parliament, Contracts For The Supply Of Digital Content, s. 8.

492 Trene Kull, “Transposition Of The Digital Content Directive (EU) 2019/770 Into Estonian Legal
System”, JIPETEC, Vol. 12, No. 2, April 2021 (Transposition of DCD Into Estonian Law) s. 255.

493 “Ainsi, la fourniture de données collectées gratuitement puis exploitées et valorisées par TWITTER
doit s analyser en un "avantage" au sens de [’article 1107 du code civil, qui constitue la contrepartie
de celui que TWITTER procure a ['utilisateur, de sorte que le contrat conclu avec TWITTER est un
contrat a titre onéreux..” (“Yani, licretsiz bicimde toplanan verilerin saglanmasi ve Twitter tarafindan
kullanilmas1 ve degerlendirilmesi CC m. 1107 anlaminda Twitter’in kullanicisna sagladiginin bir
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Google’a kars1 agilan dava bakimindan 12 Subat 2019 tarihli*** ve Facebook’a karsi
acilan bir dava bakimindan 9 Nisan 2019 tarihli*®® kararlarinda da varmistir. Her ne
kadar bu davalarda mahkemenin amac1 haksiz sartlarin iptali talebini degerlendirmek
i¢in ortada bir tiiketici islemi olup olmadigini tespit etmekse de mahkeme bunun tespiti
icin mecburen bu sozlesmeleri kismen de olsa vasiflandirmak zorunda kalmistir. Bu
bakimdan mahkemece ulagilan sonuglarin ¢aligmanin bu kismi i¢in de uygun ve

onemlidir*®.

Kanaatimizce de s6z konusu sozlesmelerin ivazsiz olarak kabul edilmesinin
imkan1 bulunmamaktadir. Boyle bir sonu¢ yukarida da agiklandigi tizere veri
ekonomisi iizerine kurulan piyasalarin c¢alisma mantig1 ve s6z konusu hizmet ve
icerikleri saglayan isletmelerin motivasyonlari ile de celisecektir. Dolayisiyla Paris
Mahkemesinin de tespit ettigi lizere bu sozlesmelerin iki tarafa borg¢ yiikleyen
sOzlesmeler altinda degerlendirilmesi yerinde olacaktir. Hatta bir adim daha atarak bu
sOzlesmelerin tam iki tarafa bor¢ yiikleyen sozlesmelerden oldugunun
savunulabilecegi goriisiindeyiz. Bu sonuca karsilastirmali hukuktan yapilacak
kiyaslamalarla desteklemek miimkiindiir. Ornegin DCD, ydnergenin hizmet veya
icerik i¢in para ddeyenler ve kisisel veri saglayanlar arasindaki farkliliklar1 gidermeyi
amagladigina ve bir hizmet veya igerik karsiliginda para 6denmesi durumunda bunun
tam iki tarafa borg yiikleyen bir s6zlesme oldugunu da kabul etmek gerektigine gore,
karsiliginda kisisel veri saglanan sozlesmeler de bunlara denk olacagindan bu
sozlesmelerin de tam iki tarafa bor¢ yiikleyen sozlesmelerden oldugu sonucuna
varilabilir. Diger bir taraftan DCD karsiliginda kisisel veri saglanan sdzlesmelerde
hizmetin ayipli sunulmasi1 durumunda kullaniciya s6zlesmeyi sona erdirme hakki da
vermektedir. Karsiliginda para verilen soézlesmeler i¢in dahi bu hakkin bazi

sinirlamalara tabi oldugu diisiiniildiigiinde, DCD’nin tipik bir tam iki tarafa borg

karsiligi teskil eden bir “menfaat” olarak degerlendirilmelidir; bu yiizden Twitter ile kurulan sdzlesme
ivazli bir sdzlesme olacaktir [yazar ¢evirisi]). Bkz. Tribunal de Grande Instance de Paris (TGI), Décision
du 07 Aoflt 2018, N° 14/07300, https://entreprises.claisse-associes.com/wp-
content/uploads/2018/08/TGl-Paris-7-a0%C3%BBt-2018-UFC-Twitter.pdf (erisim tarihi: 17.05.2023)
(Que Choisir v. Twitter) s. 11.

494 TGI, Décision du 12 Février 2019, N° 14/07300, https://www.legalis.net/jurisprudences/tgi-de-paris-
jugement-du-12-fevrier-2019/ (erisim tarihi: 19.10.2022) (Que Choisir v. Google).

49 TGI, Décision du 9 Avril 2019, N° 14/07298, https://www.legalis.net/jurisprudences/tgi-de-paris-
jugement-du-9-avril-2019/ (erisim tarihi: Que Choisir v. Facebook). Bu davada da Facebook
savunmasinda kullanici ile arasindaki sdzlesmenin ivazli olmadigini bu yiizden de tiiketici sdzlesmesi
olarak degerlendirilemeyecegini ileri stirmiistiir.

4% [lgili kararlarin bu yonde bir incelemesi igin bkz. Sénéchal, Consequences of Termination, s. 157-
158.


https://entreprises.claisse-associes.com/wp-content/uploads/2018/08/TGI-Paris-7-ao%C3%BBt-2018-UFC-Twitter.pdf
https://entreprises.claisse-associes.com/wp-content/uploads/2018/08/TGI-Paris-7-ao%C3%BBt-2018-UFC-Twitter.pdf
https://www.legalis.net/jurisprudences/tgi-de-paris-jugement-du-12-fevrier-2019/
https://www.legalis.net/jurisprudences/tgi-de-paris-jugement-du-12-fevrier-2019/
https://www.legalis.net/jurisprudences/tgi-de-paris-jugement-du-9-avril-2019/
https://www.legalis.net/jurisprudences/tgi-de-paris-jugement-du-9-avril-2019/
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yiikleyen sozlesme yaptirimi olan sdzlesmeyi sona erdirme hakkinin kisisel veri

saglayana da verilmesinin 6nemli oldugunu diisiiniiyoruz.

2. Ozel Sozlesme Tiirleri
Kisisel verinin bir ifa konusu oldugu sdzlesmelerin nitelendirilmesi ortaya
¢ikacak bir uyusmazlikta hangi sd6zlesme tipi hiikiimlerinin dogrudan veya kiyas yolu

ile uygulanacagini bulmak i¢in 6nemlidir.

Kisisel verinin kars1 edimi oldugu s6zlesmelerden dogrudan bahseden DCD bu
1$ modelini tanimakla birlikte s6z konusu soézlesmelerin hukuki nitelendirilmesini
yapmamis, bu hususu tamamen ulusal hukuklara birakmay tercih etmistir®®’. Oysa
yine bir Avrupa Birligi diizenlemesi olan CRD tasinabilir bir ortamda saglanmayan
dijital  igeriklerin  sattminin  satig veya hizmet  sozlesmesi  olarak
degerlendirilemeyecegini acik¢a sdylemisti*®®. DCD altindaki sézlesmelerin tiiketici
isleri hakkinda oldugu aciga kavusturulmus olsa dahi bu tespit tek basina bu iglemlerin

sozlesme hukukuna baglanmas icin yeterli degildir*®®.

Bunun i¢in s6z konusu sézlesmelerin bor¢lar hukukundaki mevcut diizenlemeler
ile iligkisini tespit edilmesi gerekir. Asagidaki basliklarda kisaca kisisel verilerin dijital
hizmet ve iceriklerin karsiligi olan sdzlesmeler ile arasinda iliski kurulabilecek baslica
s0zlesme tiplerinin genel 6zellikleri ana hatlari ile agiklanmigstir. Daha sonra da kisisel
verinin konusunu teskil ettigi sozlesmeler ile bu soézlesme tipleri arasinda bir

degerlendirmeye gidilmistir.

Asagida yapilacak olan ayrintili incelemeden 6nce s6z konusu sozlesmelerin
onemli kismmin yabancilik unsuru icerdigi ve bir hukuk se¢im maddesi de
bulundurdugunun ifade edilmesi gerekir. Dolayisi ile esasinda bu soézlesmelere

uygulanacak hukukun tespiti icin yapilmasi gereken sey Milletleraras1 Ozel Hukuk ve

497 DCD, Giris, 712; Laurynas Didziulis, "EU Digital Content Directive and Evolution of Lithuanian
Contract Law", JIPITEC, Vol. 12, No. 2, April 2021 (Lithuanian Contract Law) s. 263; Kull,
Transposition of DCD Into Estonian Law, s. 250.

498 «Similarly to contracts for the supply of water, gas or electricity, where they are not put up for sale
in a limited volume or set quantity, or of district heating, contracts for digital content which is not
supplied on a tangible medium should be classified, for the purpose of this Directive, neither as sales
contracts nor as service contracts.” (Su, gaz veya elektrik tedarigi veya bolgesel 1sitma s6zlesmelerine
benzer olarak, sinirli bir hacme veya belirli bir miktara satig i¢in konmadiklar: siirece, taginabilir bir
ortamda tedarik edilmeyen dijital igerik sdzlesmeleri bu Yo6nergenin amaglari dogrultusunda ne satig ne
de hizmet s6zlesmesi olarak nitelendirilmemelidir [yazar g¢evirisi]) bkz. CRD, Giris, q19. Ayrica bkz.
Laurynas, Lithuanian Contract Law, s. 263.

4% Laurynas, Lithuanian Contract Law, s. 263.
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Usul Hukukuku Hakkinda Kanun (MOHUK) uyarinca bu sdzlesmelere uygulanacak
maddi hukuk hiikiimlerini tespit etmektir. Calismanin devaminda ilgili oldugu yerlerde
bu husus tekrardan ele almacaktir. Ancak her halde hangi MOHUK maddesinin
uygulanacaginin tespiti i¢in oncelikle bir vasiflandirma c¢aligmasi yapmak gerekir. Su
asamada zaten yapilan c¢aligma bir tiir vasiflandirma faaliyeti oldugundan,

0

vasiflandirma faaliyeti ise hakimin hukukuna gore yiiriitiileceginden®® asagida

incelemenin TBK bakimindan yapilmasinda bir beis goriilmemistir.

a. Kisisel Verinin Kars1 Edimi Oldugu Soézlesmelerin Nitelendirilmesi

Sozlesmelerinin vasiflandirilabilmesi i¢in degerlendirilmesi gereken en basat
unsur sozlesmenin karakteristik edimidir. Kigisel verinin karsi edimi oldugu
sozlesmelerde sdzlesmenin karakteristik edimi dijital hizmet veya iceriktir>®?. Dijital
iriin veya hizmet karsilifinda yerine getirilen edim ise kisisel veridir. Ayni1 zamanda
hizmet ve igerik saglayicilar kullanicilarina bir tiir karsi edim olarak reklam da
gostermektedirler. Buradaki mekanizmayr su sekilde izah etmemiz miimkiindiir.
Hizmet ve igerik saglayicilar kullanicilarin kisisel olan ve olmayan verilerini toplar,
bunlar iizerinde analizler yaparlar, bu analizlerin neticesinde de kullanicilarina
kisisellestirilmis reklamlar gosterirler. Vasiflandirmayr dogru yapabilmek adina belli

basli baz1 sdzlesme hiikiimlerini gérmek yerinde olacaktir.

i. Uygulamadaki Baz1 S6zlesme Hiikiimleri

Asagidaki boliimde farkl dijital igerik ve hizmet saglayicilarin Kullanicilari ile
yapmis olduklar1 sdzlesmeler bu s6zlesmelerin genel hatlar1 hakkinda bir fikir sahibi
olunmasi i¢in ele alinmistir. Asagida bu icerik ve hizmet saglayicilarin hem kullanim
kosullart hem de gizlilik politikalar1 ele alinmistir. Zira gizlilik politikalar1 her ne kadar
basliklarinda sozlesme ifadesine yer vermeseler de esasen kullanicilarin kisisel
verilerinin nasil degerlendirilecegini diizenledikleri i¢in kanaatimizce kullanici ile
saglayict arasindaki 6zel hukuk iliskisine dahildirler, bu yilizden basliklarindan

bagimsiz olarak bir sozlesme olarak incelenmelidirler. Kaldi ki kullanim

50 Cemal Sanli/Emre Esen/inci Ataman-Figenmese, Milletleraras1 Ozel Hukuk, 8. Basi, Istanbul:
Beta Yayincilik, 2020 (Milletleraras1 Ozel Hukuk) s. 45; Ergin Nomer, Devletler Husui Hukuku,
Yenilenmis 22. Bast, Istanbul: Beta Yayincilik, Ekim 2017 (Devletler Hususi Hukuku) s. 100.

501 Laurynas, Lithuanian Contract Law, s. 264.
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sozlesmelerinde kullanicilarin gizlilik politikalari ile de bagli olacagina iliskin yapilan

atiflar da bu ¢ikarimi desteklemektedir®®?.

1. Twitter Hizmet Kosullan ve Gizlilik Politikasi

Twitter’in gizlilik politikasinda agik¢a kullanicilarin bazi verileri verdigi,
Twitter’in bunlart topladigi, bunun karsiliginda kisiye kullanigh hizmetler saglandig:
yazilmistirr®®, Bu verilerden bazilar1 dogrudan kullanicilar tarafindan saglanirken
bazilar1 Twitter tarafindan kullanici uygulamayi1 kullanirken toplanir, bazilar1 ise
tictincti kisilerden edinilirler. Twitter’da kisisel hesabi olan bir kisinin kullanici hesabi,
dogum tarihi, eposta adresi, telefon numarasi, dili, eger tercih ettiyse konum bilgileri
gibi veriler kiginin kendisini sagladig1 verilere drnek teskil eder. Kullanim verilerine
ornek olarak ise atilan tweetler, yapilan yayinlar, diger paylasimlarla yapilan
etkilesimler (retweet, begenme, alintilama, etiketleme gibi), diger kullanicilar ile
yapilan etkilesimler, IP adresi, tarayici tipi gibi cihaz verileri; bunlar yaninda yaklagik
konum®® sayilabilir®®. Kullanicilar Twitter’a bir hesapla giris yapmasalar bile bir
icerigi gorintiilediklerinde veya bir igerik ile etkilesime gegtiklerinde Twitter bu
verileri toplar. Mesela kullanicinin IP adresi, tarayici tipi, dili, islemcisi, ziyaret edilen
sayfalar, erisim saati, konum, cihaz bilgileri, bunlardan sadece bazilaridir. Keza
kullanicinin bir reklam ile etkilesmesi durumunda Twitter bu verileri toplar. Cerezlerle
toplanan ve {giincii kisi siteler lizerinden yapilan etkilesimler de kullanict verileri

506

olarak toplanan veriler arasindadir”®. Son olarak reklam gelistiriciler, ortaklar,

yayincilar gibi iigiincii kisilerden de veri toplanmaktadir®”,

Twitter topladig: verilerle sundugu hizmet gelistirmeyi ve kisisellestirmeyi
amaglamaktadir®®, Ornegin bu veriler ile kullaniciya ilgisini cekebilecek icerikler

veya reklamlar gosterilmektedir®®.

502 TikTok, Kullanmim Sartlar, https://www.tiktok.com/legal/page/row/terms-of-service/tr-TR (erisim
tarihi: 01.12.2022) (Kullanim Sartlar1), Accepting the Terms.

%03 Orijinal ifade igin bkz. “You give some data, we get some data. In return we offer useful services”,
Twitter, Privacy Policy, m. 1.

504 Bagka bir deyisle kisi tam konumunu vermese bile Twitter kullanici uygulamay1 kullamirken onun
yaklagik konumunu toplamakta ve kullaniciya ona gére hizmet (6rnegin reklam) saglamaktadir.

505 Twitter, Privacy Policy, m. 1.1.

506 Twitter, Privacy Policy, m. 1.2.

S07 Twitter, Privacy Policy, m. 1.3.

%98 Bunun diginda giivenlik, hizmetlerin degerlendirilmesi ve iyilestirilmesi, hizmetlerden kullamecilarin
haberdar edilmesi, aragtirma gibi amaglarla da veriler kullanilmaktadir, bkz. Twitter, Privacy Policy,
m. 2.

509 Twitter, Privacy Policy, m. 2.1.


https://www.tiktok.com/legal/page/row/terms-of-service/tr-TR
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Kullanicidan alinan bu veriler karsiliginda ise Twitter kullaniciya sundugi
hizmete erisim ve o hizmeti kullanma hakki vermektedir. Bu hak igin kullaniciya;
kisisel, kiiresel, telifsiz, devredilemez ve basit bir lisans verilir. Lisansin tek amaci
kullanicin  hizmetten yararlanmasmi saglamaktir®®, Bununla birlikte Twitter
kullaniciya hizmeti “oldugu gibi” sunar. Baska bir deyisle Twitter, sundugu hizmette

yasanan aksamalar veya hatalar gibi durumlar i¢in sorumluluk kabul etmemektedir®!?.

Bu agiklamalar 1s18inda kullanicinin sdzlesme uyarinca hizmet saglayiciya
kisisel olan ve olmayan verilerini sagladigini, ayrica reklamlara maruz kalmayr de
kabul ettigini; bunun karsiliginda ise Twitter’dan hizmetleri kullanmasina yarayan bir

lisans aldigim sdylemek miimkiindiir®?,

S6z konusu soOzlesmenin Twitter tarafindan sona erdirilmesi her zaman
miimkiindiir°!®. Benzer bigimde kullanic1 da Twitter ile arasindaki sdzlesmeyi sona

erdirme hakkina sahiptir®*4,

2. Facebook Hizmet Kosullar: ve Gizlilik Tlkesi
Facebook Hizmet Kosullar1 incelendiginde hizmetin kendini, diger kisilerin
kullanicilara uygun reklamlarin gosterilmesi icin ddedikleri iicretlerle finanse ettigi
goriiliir. Bagka bir deyisle Meta kullanicilarin verilerini dogrudan satmamaktadir.
Bunun yerine, verilerini kullanarak hangi kullanictya hangi reklamlarin
gosterilmesinin daha yararl olacagini tespit eder ve bu reklamlari ilgili kullanicilara
gosterir’®®. Kullanic1 ise sdéz konusu hizmetleri kullanarak Facebook’un alakali

oldugunu diisiindiigii reklamlarin kendisine gdsterilmesine riza gostermis olur®®®,

510 Maddenin orijiali igin bkz. “Twitter gives you a personal, worldwide, royalty-free, non-assignable
and non-exclusive license to use the software provided to you as part of the Services. This license has
the sole purpose of enabling you to use and enjoy the benefit of the Services as provided by Twitter, in
the manner permitted by these Terms”, bkz. Twitter, Terms of Service, m. 4.

511 “Your access to and use of the Services or any Content are at your own risk. You understand and
agree that the Services are provided to you on an ‘AS IS’ and ‘AS AVAILABLE’ basis.” bkz. Twitter,
Terms of Service, m. 5.

512 «“In consideration for Twitter granting you access to and use of the Services, you agree that Twitter
and its third-party providers and partners may place advertising on the Services or in connection with
the display of Content or information from the Services whether submitted by you or others.” bkz.
Twitter, Terms of Service, m.4.

513 “We may stop (permanently or temporarily) providing the Services or any features within the
Services to you or to users generally.” bkz. Twitter, Terms of Service, m. 4.

514 «You may end your legal agreement with Twitter at any time by deactivating your accounts and
discontinuing your use of the Services.” bkz. Twitter, Terms of Service, m. 4.

515 Facebook, Hizmet Kosullari, 2. Hizmetlerimize nasil fon saglanir?; Meta, Gizlilik ilkesi,
Bilgilerinizi nasil kullaniriz?.

516 Facebook, Hizmet Kosullari, Giris. Bu yiikiimliiliigiin s6zlesmeye dogrudan bir yansimast igin bkz.
“Adinizi, profil resminizi ve Facebook'ta gerceklestirdiginiz eylemler hakkindaki bilgileri, size herhangi
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Kullanicinin Meta’ya sagladigi veriler iiriinleri kullanim sekline gore farklilik
arz edecektir. Soyle ki kullanicinin hesap agmadan bir Meta hizmetinden yararlanmasi
durumunda dahi bazi verileri toplanacaktir. Toplanan verilere kullanicinin hareketleri,
kullanicinin sagladigi bilgiler (olusturulan igerikler, goriintiillenen veya etkilesimde
bulunulan igerik tiirleri, kullanilan uygulamalar vs.), uygulama, tarayict ve cihaz
bilgileri gibi bilgiler 6rnek olarak gosterilebilir®!’. Bunun karsiliginda ise kullanic
Facebook’un saglamis oldugu hizmetlerden parasal bir iicret 6demeden yararlanma

hakkini kazanmis olur®®.

Kisaca kullanici, Meta ile Facebook hizmeti i¢in girdigi sdzlesme ile verilerini
saglamay1 ve reklama maruz kalmayr kabul etmis olur, bunun karsiliginda ise
Meta’dan hizmetlerden yararlanmasini saglayan bir lisans alma hakkini kazanir. Buna

karsin ayn1 Twitter gibi Meta da kullaniciya hizmeti “oldugu gibi” sunar®®®,

Sézlesmenin sona erme kosullarina da Hizmet Kosullarinda temas edilmistir. ilk
olarak kullanicilarin gerek platforma paylasmis olduklar1 igerikleri gerek de
hesaplarmin kendisini silme hakki vardir®?°. Meta ise tamamen kendi takdirinde olmak
tizere kosul ve ilkelerinin kullanici tarafindan ihlal edilmesi veya kullanicinin
kaydolduktan sonra hesabinin onaylanmamasi, kullanilmamasi, uzun siire aktif
olmamas1 gibi durumlarda kullanicinin hesabin1i dondurma veya tamamen silme

hakkini elinde bulundurmaktadir®??,

bir bedel édemeksizin, Uriinlerimizde géstermekte oldugumuz reklamlarin, tekliflerin veya diger
sponsorlu veya ticari igeriklerin yaninda veya bunlarla baglantili olarak kullanmamiza izin verirsiniz.”,
bkz. Facebook, Hizmet Kosullari, Facebook'a ve toplulugumuza verdiginiz taahhiitler.

517 Meta, Gizlilik ilkesi, Hangi bilgileri topluyoruz?.

518 “Facebook'u ve sundugumuz diger iiriin ve hizmetleri kullanmak icin 6deme yapmak yerine, bu
Kosullar kapsamindaki Facebook Uriinleri'ni kullanarak, isletme ve kuruluslarin Facebook Sirketi
Uriinleri iizerinden veya baska yollarla tamtimimi yapmamiz i¢in odeme yaptigi reklamlart size
gosterebilecegimizi kabul etmektesiniz. Size kisisellestirilmis reklamlar sunmak icin kullanici
davramglariniz ve ilgi alanlarimiz hakkindaki bilgiler gibi kisisel verilerinizi igleriz.” bkz. Facebook,
Hizmet Kosullari, 2. Hizmetlerimize nasil fon saglanir?.

519 “Sunabilecegimiz en iyi Uriinleri sunmak ve bu Uriinleri kullanan herkesin uyacagi acik ve anlagilir
kurallar belirlemek icin elimizden geleni yapiyoruz. Ancak Uriinlerimiz yasalarin izin verdigi dlciide ve
"oldugu gibi" sunulmaktadwr. Dolayisiyla tiriinlerimizin daima emniyetli, giivenli veya hatalardan
arinmis olacagini ya da kesintisiz, gecikmesiz veya kusursuz sekilde ¢alisacagini garanti etmiyoruz.”
bkz. Facebook, Hizmet Kosullari, 4. Ek hiikiimler, 3. Sorumlulugun sinirlandiriimasi.

S0 “Paylastiginiz ve yiiklediginiz icerikleri istediginiz zaman silebilirsiniz. Ek olarak, hesabinizi
silerseniz kigisel hesabinizda paylasilan tiim icerikler silinir.” bkz. Facebook, Hizmet Kosullari, 3.
Facebook'a ve toplulugumuza verdiginiz taahhiitler, 3. Bize verdiginiz izinler.

521 “Kendi takdirimize bagl olmak kaydiyla Topluluk Standartlar basta olmak iizere Kosullarimizi veya
Ilkelerimizi acikca, ciddi sekilde ya da siirekli olarak ihlal ettiginizi belirlememiz halinde Meta Sirketi
Uriinlerine erisiminizi durdurabilir veya kalici olarak engelleyebilir ve hesabimzi kalici olacak
kapatabilir veya silebiliriz... Kaydolduktan sonra hesabiniz onaylanmazsa, kullanilmazsa ve uzun bir
stire boyunca aktif olmazsa ya da birisinin hesabinizi izniniz olmadan kullanmis olabilecegini tespit
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3. Google Hizmet Sartlan ve Gizlilik Politikas1
Google’in  kullanicilarina  sundugu hizmetler icin yukarida aciklanan
orneklerden daha farkli bir rejim Onermedigini sdylemek mimkiindiir. Gizlilik
Politikasina gore Google bazilar1 basit (kullanilan dil vs.) bazilar gérece daha karmasik
(kullanicinin isine yarayacak reklamlar, begenilebilecek YouTube reklamlar vs.)

522

bir¢ok veriyi toplamaktadir Kullanic1 Google iizerinde bir hesap agmadan

hizmetlerden yararlandiginda dahi baz1 bilgileri Google tarafindan toplanacaktir®?3,
Keza kullanici hesap a¢tiginda da birgok kisisel verisini (isim, soyisim, telefon
numarast vs.) hizmet saglayiciya saglamis olacaktir. Kullanic1 s6z konusu
hizmetlerden yararlanirken cihaz, tarayici, isletim sistemi, telefon numarasi, IP adresi,
sistem etkinligi gibi bilgileri Google tarafindan toplanacaktir. Bunlarin yaninda
kullanicin aramalarda kullandigi terimler, izledigi videolar, icerik ve reklamlarla
etkilesimler, konusma ve ses bilgileri, iletisim kurulan kisiler, tarama ge¢misi, konum

bilgisi gibi hususlarda toplanacak veriler arasindadir®®

. Google topladigi bu verileri
kullaniciya hizmet saglama, hizmetlerini gelistirme, yeni hizmetler {iretme, igerik ve
reklamlarim1 kisisellestirme, kendi performansimni Olgme, kullanicilar ile iletisim
kurma, giivenlik gibi farkli amaglarla kullamr®®., Son tahlilde Google, kendi
hizmetlerini fonlayabilmek i¢in ii¢lincii kisilerden reklam almakta, bu reklamlarin
hangi kullanicilara gosterilecegini  tespit etmek icin elindeki verilerden

yararlanmaktadir®?,

Toplanan bu veriler karsiliginda Google’in kullanicilara 6nerdigi hizmetler ise
Hizmet Sartlarinda sayilmistir. Bunlar kabaca uygulamalar ve siteler, platformlar,
entegre hizmetler, cihazlar olabilir®?’. Google, hizmetlerinden yararlanilabilmesi igin

kullanicilarima diinya capinda gecerli, miinhasir olmayan, telifsiz, kisiye 6zel ve

edersek ve hesabin size ait oldugunu onaylayamazsak hesabinizi kapatabilir veya silebiliriz” bkz.
Facebook, Hizmet Kosullari, 4. Ek hiikiimler, 2. Hesabin durdurulmasi veya kapatilmasi.

522 Google, Gizlilik Politikas, Google'n Topladig Bilgiler,
https://policies.google.com/privacy?hl=tr&fg=1 (erisim tarihi: 26.09.2022) (Gizlilik Politikasr).

523 T1gili hiikiim igin bkz. Google, Gizlilik Politikasi, Google'in Topladig1 Bilgiler; “Kullanic: Google
tizerinde bir hesap ag¢madan hizmetlerden yararlandiginda dahi bazi bilgileri Google tarafindan
toplanacaktir”.

524 Google, Gizlilik Politikasi, Google'n Topladig: Bilgiler.

525 Google, Gizlilik Politikasi, Google Neden Veri Topluyor?

56  Google, Cahgyma Seklimiz, https://about.google/how-our-business-works/ (erisim tarihi:
26.09.2022) (Calisma Seklimiz); Google, How We Make Money With Advertising,
https://howwemakemoney.withgoogle.com/ (erisim tarihi:26.09.2022) (How We Make Money With
Advertising).

527 Google, Hizmet Sartlari, Google'la iliskiniz, https://policies.google.com/terms?hl=tr&fg=1 (erisim
tarihi: 26.09.2022) (Hizmet Sartlar).


https://policies.google.com/privacy?hl=tr&fg=1
https://about.google/how-our-business-works/
https://howwemakemoney.withgoogle.com/
https://policies.google.com/terms?hl=tr&fg=1
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devredilemez bir lisans verir®?®, Bu lisans sayesinde kullanici Google tarafindan
kendisine saglanan hizmetlerden istifade edebilecektir. Ancak Google kullanicilarina
bu hizmetleri sadece “makul beceri ve 6zenle” sunmayi taahhiit etmektedir. Bagka bir
deyisle Google’in hizmetlerini saglamasi1 gereken bir asgari kalite yoktur. Kullanici
eger hizmetlerin garanti standartlarina uymadigini diisiiniiyorsa bu hususu Google ile

paylasir ve bu sekilde sorun ¢oziilmeye calisilir®?,

Kisaca Google ortaya koymus oldugu sartlarla kullanicilarina onlardan para
talep etmeden hizmetlerden yararlanmaya yarayan bir lisans verme borcu altina
girerken kullanicilarin ise kisisel olan ve olmayan verilerinin islenmesine riza
gostermesi, isleme faaliyetleri neticesinde kendilerine reklam gdsterilmesini kabul

etmeleri gerekir.

Kullanic1 istedigi zaman sozlesmeyi sona erdirebilme hakkina sahiptir®®.

Google’n sozlesmeyi sona erdirme hakki ise bazi sartlara baglanmistir. Buna gore
kullanicinin sartlar1 esasli veya siirekli bicimde ihlal etmesi, kanuni bir yiikiimliilige
veya bir mahkeme kararina uyma zorunlulugu, kullanicinin davraniglar ile baska bir
kullanici, tgiincii kisi veya Google’a zarar vermesi gibi durumlarda Google

sozlesmeyi sona erdirebilecektir>®!.

4. Amazon Kullamm Sartlar ve Gizlilik Bildirim
Kullanim sartlarinda dogrudan kisisel verilere bir atifta bulunulmus olmasa da
Gizlilik Bildiriminde Amazon f{rlinlerini ve hizmetlerini sunabilmek ve
tyilestirebilmek i¢in kisisel bilgileri topladigini belirtmistir. Bu bilgiler kullanicilarin
Amazon ile paylastig1 veriler (“bizimle paylastiginiz bilgiler”), kullanicilarin hizmet
ve igeriklerle etkilesimleri sonucu toplanan veriler (‘“otomatik bilgiler”) ve “diger

532 Bu iiglii ayrim bakimindan da

kaynaklardan alinan bilgiler” olmak lizere i¢ tlirdiir
yukarida incelenen diger hizmet ve icerik saglayicilarin ¢alisma sekillerine yakin bir

modelin benimsendigini sdylemek miimkiindiir.

528 Google, Hizmet Sartlar1, Google hizmetlerindeki yazilim.

529 Google, Hizmet Sartlar1, Sorun veya uyusmazlik durumunda.

5% Hizmet Sartlarinda bu husus “Istediginiz zaman hizmetlerimizi kullanmay: birakabilirsiniz.” seklinde
ifade edilmistir. Kanaatimizce bu ifadeden kullaniciya sdzlesmeyi sona erdirme hakkinin verildigi
¢ikariminda yapilabilir.

%31 Google, Hizmet Sartlar1, Sorun veya uyusmazlik durumunda.

582 Amazon, Gizlilik Bildirimi, Amazon Miisteriler Hakkinda Hangi Kisisel Bilgileri Topluyor?
https://www.amazon.com.tr/gp/help/customer/display.html?ref =hp_left v4 sib&nodeld=GX7NJQ4
ZB8MHFRNJ (erisim tarihi: 26.09.2022) (Gizlilik Bildirimi).


https://www.amazon.com.tr/gp/help/customer/display.html?ref_=hp_left_v4_sib&nodeId=GX7NJQ4ZB8MHFRNJ
https://www.amazon.com.tr/gp/help/customer/display.html?ref_=hp_left_v4_sib&nodeId=GX7NJQ4ZB8MHFRNJ
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Diger hizmet saglayicilarda da oldugu gibi Amazon kullanicilarina,
hizmetlerinden yararlanabilmelerini saglamak i¢in sinirh, basit, devredilemez, alt
lisans verilemeyen bir lisans verir"®. Ancak Amazon, sundugu hizmetin

erisilebilirligini ve hata icermemesini garanti etmemektedir>3*,

Amazon diger ti¢ platformdan farkli olarak ayni zamanda {irlin satimina olanak
saglamak, {irtinlerin teslimi gibi faaliyetlerde de bulundugu i¢in elde ettigi verileri
gelen siparigleri organize etmek, iiriinlerin teslimini saglamak, 6demeleri temin etmek
gibi hususlarda da kullanir. Ama bunun disindaki faaliyetler bakimindan Amazon’un
verileri isleme amaclarinin da diger platformlar ile benzer oldugunu sdylemek
miimkiindiir. Bunlara o6rnek olarak hizmetlerin gelistiririlmesi, kisisellestirilmis
oneriler sunma, giivenlik, kisisellestirilmis tanitimlar gibi hususlar sayilabilir®®. Bu
gibi amagclar disinda Amazon kullanicilarinin verilerini iiglincii kisilere satmadigini

acikca beyan etmektedir®®,

Gerek Kullanim Sartlarinda gerek de Gizlilik Bildiriminde kullanicilarin verileri
ile sunulan hizmetler arasinda bir karsilikliktan bahsedilmis degildir. Bununla birlikte
Amazon gizlilik sartlarinda kullanicilarin  baz1  bilgileri vermekten imtina
edebileceklerini ancak bu durumda bir¢ok hizmetten yararlanmalarinin miimkiin
olmayacagini belirtmistir™®’. Bilgilerini vermeyen kisinin Amazon hizmetlerinden
yararlanamama nedeninin bu bilgiler olmadan s6z konusu hizmetin verilmesinin
imkansiz olmas1 m1 yoksa Amazon’un bu veriler olmadan kullaniciya hizmet saglama
motivasyonunun da kalmayacagi mi oldugu belirtilmemistir. Ancak kisisel verilerine
erisim saglamadan da Amazon’un kullanicilarina hizmetlerini saglayabilecegi agik

oldugu i¢in kanaatimizce bu durumun arkasinda ikinci neden yatmaktadir.

Daha sonra Amazon’un kisisel verileri isleme faaliyetlerinin hukuka uygunluk

dayanaklar1 arasinda (her ne kadar yerindeligi tartisilabilecek olsa da) Amazon’un

533 Amazon, Kullanim Kosullari, Lisans ve Erisim,
https://www.amazon.com.tr/gp/help/customer/display.htmi?nodeld=201909000 &ref =footer_cou#G
UID-52F4AF4B-7B17-4555-BCFB-

0355BC97CFA8__ SECTION_895994B529BFA6EEAB591B33FCD6F687 (erisim tarihi: 26.09.2022)
(Kullanim Kosullarr).

53 “Amazon Hizmetleri'nin erisilebilirliginin kesintisiz olmasini ve iletimlerin hata icermemesini
saglamak icin elimizden geleni yapacagiz. Ancak, internetin dogasi geregi bu durum garanti
edilememektedir.” bkz. Amazon, Kullamim Kosullar, Yikiimliligimiiz.

5% Amazon, Gizlilik Bildirimi, Amazon Kisisel Bilgilerinizi Hangi Amagla isliyor?

536 Amazon, Gizlilik Bildirimi, Amazon Kisisel Bilgilerinizi Paylasiyor mu?

537 Amazon, Gizlilik Bildirimi, Ne Gibi Seceneklerim Var?


https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909000&ref_=footer_cou#GUID-52F4AF4B-7B17-4555-BCFB-0355BC97CFA8__SECTION_895994B529BF46EEAB591B33FCD6F687
https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909000&ref_=footer_cou#GUID-52F4AF4B-7B17-4555-BCFB-0355BC97CFA8__SECTION_895994B529BF46EEAB591B33FCD6F687
https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909000&ref_=footer_cou#GUID-52F4AF4B-7B17-4555-BCFB-0355BC97CFA8__SECTION_895994B529BF46EEAB591B33FCD6F687
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mesru menfaati de sayilmistir>®®, Bu mesru menfaatler arasinda “ilgi alanina dayal
tanitimlar” sunma da vardir. lgi alanina dayali tamitimlar Amazon’un kullanicilara
ilgilerini cekebilecek iiriin ve hizmetleri gostermesi olarak tanimlanabilir®®. Bu
tanitimlarin saglanmasi i¢in kullanicilarin ilgileri ise kullanicilarin Amazon’daki site,
icerik ve hizmetleri ile etkilesimlerinden elden edilen bilgilerle tespit edilmektedir>*.
Amazon’un hangi bilgileri topladigt ise Gizlilik Bildiriminde acikliga
kavusturulmustur. Bu veriler kullanicilarin sagladiklar1 Amazon’da yaptiklari
aramalar, kullanicilarin sepetlerine ekledikleri veya ¢ikarttiklari tirtinler, kullanicinin
hesabinda veya profilinde sundugu bilgiler gibi 6rneklerden olusur. Otomatik bilgilere
emsal olarak ise IP adresi, oturum agma eposta adresi, cihazin konumu, igeriklerle

etkilesim bilgileri, satin alma ve igerik kullanma gecmisi gibi veriler sayilabilir>*.

Kullanicilarin ilgi alanlarina dayali tanitim almamayi talep etmeleri de
miimkiindiir. Bu durumda kullanicilar tanitimlar1 gormeye devam ederler ancak bunlar

ilgi alanlarma dayandirilmaz®*,

Bu agiklamalar 151¢inda Amazon’un kurulan sozlesme ile borcunun kullaniciya
hizmetlerden yararlanabilmesi i¢in lisans vermesi; kullanicinin borcunun ise kisisel
olan veya olmayan verilerinin islenmesine ve tamitimlara maruz kalmaya riza
gostermesi oldugu tespiti yapilabilir.

Amazon kullanic1 ile arasindaki sozlesmeyi sona erdirme yetkisini sakli

tutmaktadir®®,

5. TikTok Kullamm Kosullar: ve Gizlilik Politikasi
TikTok kullanim sartlar1 incelendiginde dogrudan kisisel verilere yogun bir atif
gbze carpmaz. Buna karsin kullanim kosullarinda TikTok kullanicilarin sézlesme ile

bagli olarak TikTok un onlarin uygulamay1 kullanmalarindan gelir elde edebilecegini

5% Sayilan diger hukuka uygunluk halleri sdzlesmenin ifasi, miisterilerin menfaati, riza ve hukuki
yikimliiliigiin yerine getirilmesidir, bkz. Amazon, Gizlilik Bildirimi, Hukuki Sebepler.

539 Amazon, ilgi Alanina Dayah Tamtimlar, Giris
https://www.amazon.com.tr/gp/help/customer/display.html/?nodeld=G64JFZVFDY66 XGOK  (erisim
tarihi: 26.09.2022) (Ilgi Alanina Dayali Tanitimlar).

540 Amazon, flgi Alanmina Dayah Tamtimlar, ilgi alanina dayali tanitimlar1 gostermek icin ne tiir
bilgileri kullantyoruz?

1 Amazon, Gizlilik Bildirimi, Toplanan Bilgilere Ornekler.

542 Amazon, ilgi Alanina Dayah Tamitimlar, Reklam Tercihleri.

3 Tlgili hiikiim “Hizmet vermeyi reddetme veya hesaplart sona erdirme hakkini sakl tutmaktayiz.
Uygulanan kanunlar, gecerli sézlesme hiikiimlerini, kilavuz ilkelerimizi veya politikalarimizi ihlal
etmeniz halinde, bu durum ozellikle soz konusu olacaktir.” bkz. Amazon, Kullanim Kosullari,
Hesabim.


https://www.amazon.com.tr/gp/help/customer/display.html/?nodeId=G64JFZVFDY66XG9K
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ve bu gelir lizerinde kullanicilarin bir hakki olmayacagii kabul etmis olacaklarini
sdylemektedir>**. Bununla beraber agik¢a kisisel veri olan bazi unsurlar bakimindan
kullanicilarin kullanici igerikleri i¢in TikTok’a bedava bir lisans saglamis olacagina
iliskin bir hitkkme kullanim kosullarinda yer verilmistir. Buna gore “Ayrica herhangi
bir kullanici i¢eriginin kaynagi olarak bize isminizin, resminizin, sesinizin ve sizi teghis
edebilecek seyleri kullanabilmemiz igin bize iicretsiz bir lisans verirsiniz.”>*. Esasinda
bu hiikiim kullanicinin kisisel verilerini ilgilendirse de daha ¢ok kullanicinin tirettigi
igeriklerin TikTok tarafindan kullanilmasini igerdigi i¢in dogrudan bu g¢alismanin
konusunu teskil etmemektedir. Ancak yine de kisisel verilere iliskin bir diizenleme
icerdigi i¢in burada deginilmesinde yarar goriilmiistiir. Diger platformlarda oldugu
gibi TikTok da hizmet ve igeriklerini “oldugu gibi” sunacagini, bunun 6tesinde bir

hizmet sunma taahhiidii altina girmedigini vurgulamaktadir.

TikTok Gizlilik Politikasi’nda ise kullanicilarin hesap olusturmalari veya icerik
yiiklemeleri ile sagladiklari bilgilerin toplandig1 ve islendigi agik¢a yazilmstir >*6. Bu
bilgiler kullanici adi, dogum tarihi, email adresi, telefon numaras1 gibi olusturulan
hesaptan toplanabilecek verileri veya kullanicinin TikTok’u kullanirken yiikledigi bir
igerikten goriintiilere (yiiz ve viicut ozelllikleri dahil) ve seslere (sesin mahiyeti,
kullanilan dil, kullanilan sézciiklerin metni dahil) iliskin verileri toplamaktadir. Ayrica
kullanicinin etkilesime gectigi igerikler, drnegin takip ettigi kisiler, begendigi ve
kaydettigi videolar, izledigi reklamlar gibi sadece TikTok’u pasif olarak kullanimina
iliskin veriler de toplanan veriler arasindadir. TikTok bunun yaninda kullanicinin ilgi
alanlari, cinsiyeti, yast gibi hususlarda c¢ikarimlarda da bulunmaktadir. Hatta
TikTok’un kullanildig1 cihaz iizerinden her ne kadar kisisel veri olmasa da ekran
¢Oziinlirliigl, saat dilimi, ses ayarlari, kullanicinin “tus vurusu diizen veya ritimleri”
gibi veriler de toplanmaktadir. Bunun yaninda cihaz {izerinden kisisel veri niteliginde

olabilecek IP adresi, (yaklasik) konum bilgileri gibi veriler de elde edilmektedir®*’.

TikTok topladig verileri farkli amaclarla kullanabilmektedir. Bunlar hizmetlerin

gelistirilmesi, kullanic1 destegi saglanmasi, hizmetlerin en 1yi bicimde sunulmasi gibi

54 «You acknowledge and agree that we may generate revenues, increase goodwill or otherwise
increase our value from your use of the Services” bkz. TikTok, Kullamim Kosullari, Content.

545 «you further grant us a royalty-free license to use your user name, image, voice, and likeness to
identify you as the source of any of your User Content.” bkz. TikTok, Kullamim Kosullari, Content.
56 TikTok, Gizlilik Politikasi, https://www.tiktok.com/legal/page/row/privacy-policy/tr-TR (erisim
tarihi: 01.12.2022) (Gizlilik Politikast), Sizden hangi bilgileri topluyoruz?.

%47 TikTok, Gizlilik Politikasi, Topladigimiz kisisel veri tiirleri.


https://www.tiktok.com/legal/page/row/privacy-policy/tr-TR
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kullanicinin hizmetten yararlanmasinin temini i¢in olabilecegi gibi kisisellestirilmis
reklam sunmak gibi iktisadi bir amaca da hizmet ediyor olabilir>*, Bununla birlikte
TikTok Kullanim Kosullar1 veya Gizlilik Politikasinda toplanilan verilerin kullanici
sozlesmeleri bir edim veya karsilik iliskisi i¢cinde olup olmadigina dair yol gosterici

bir hiikiim getirilmemistir.

Ii. Uygulamadaki Hiikiimlerin Sozlesme Hukuku Isiginda Degerlendirilmesi
Yukarida incelenen bes sozlesme diizeninde de hizmet saglayicinin kullaniciya
hizmetlerden yararlanabilmesi i¢in basit bir lisans verirken, kullanici ise hizmet
saglayicinin kisisel verilerini toplamasina ve kendisine reklam gostermesine riza
gostermektedir®®®. Bu iliskinin mevcut borg¢lar hukuku diizeninde nasil

vasiflandirilacagi incelenen sozlesme tipleri 1s181inda asagidaki gibi degerlendirilebilir.

[lk olarak satis s6zlesmesinin konusu her ne kadar genellikle cismani seylerden
olugsa da ABAD dogrudan internetten indirilen yazilimlar hakkinda yapilan
sozlesmelerin, bunlarin CD-DVD gibi formatlarla satilan hallerinden bir farki
olmadigini, bu ylizden bu soézlesmelerin de birer satis sozlesmesi olarak
vasiflandirilmasinin yerinde olacagma UsedSoft davasinda karar vermistir>™°. Kaldi ki
hukukumuzda da cismani olmayan varliklarin da satimin konusu olabilecegi kabul

edilmektedir>®!, UsedSoft davasinda goriildiigii gibi dijital icerik ve hizmetlerin para

548 TikTok un verileri nasil kullandigina iliskin listenin tamamu igin bkz. TikTok, Gizlilik Politikas,
Kisisel verilerinizi nasil kullantyoruz.

549 Benzer bir degerlendirme igin bkz. Perlingieri, Data as the Object of a Contract, s. 625.

550 ECJ, Grand Chamber, UsedSoft GmbH v. Oracle International Corp.,, Case C-128/11, 3 July 2012
https://curia.europa.eu/juris/document/document.jsf;jsessionid=AACFB5C67967D2E0B471F5E59D4
544 AD?text=&docid=124564&pagelndex=0&doclang=EN&mode=Ist&dir=&occ=first&part=1&cid
=396783 (erisim tarihi: 22.09.2022) (UsedSoft) 947-48. Benzer bir sonuca Hollanda Yiiksek
Mahkemesi tarafindan Hoge Raad 27 april 2012, ECLI:NL:HR:2012:BV1301 (Beeldbrigade) kararinda
varilmistir, bkz. Loos, DCD in the Netherlands, s. 230.

551 Cevdet Yavuz/Faruk Acar/Burak Ozen, Bor¢lar Hukuku Ozel Hiikiimler (Birinci Cilt), 11. Baski,
Ankara: Beta Yaymnlari, 2022 (Ozel Hiikiimler 1), s. 65; Hiiseyin Hatemi, Bor¢lar Hukuku Ozel
Boliim, Istanbul: Filiz Kitapevi, 1999 (Ozel Boliim), s. 56. Nesnel varlia sahip olmamakla birlikte
iizerine egemenlik ve miilkiyet iligkisi kurulabilen elektrik, dogal gaz gibi dogal giiclerin de TMK m.
762 gondermesi ile satim s6zlesmesine konu olabilecegi kabul edilmektedir, bkz. Aydin Zevkliler/Kadir
Emre Gokyayla, Bor¢lar Hukuku Ozel Borg iliskileri, 21. Basi, Istanbul: Vedat Kitabevi, 2021 (Ozel
Borg fliskileri), s. 36. Buna karsin yazarlar 6rngin kisilik hakkma giren degerlerin satima konu
olamayacagini savunmaktadirlar, bkz. Zevkliler/Gokyayla, Ozel Borg iliskileri, s. 37. Doktrinde ayrica
0zel bir s6zlesmeye konu olmayan ve satimi da yasaklanmamig olan her geyin satig s6zlesmesine konu
olabilecegi savunulmustur. Ornegin bilgi dahi satima konu olabilir, bkz. Serozan/Baysal/Sanl, Ozel
Béliim, s. 124; Haluk Tandogan, Bor¢lar Hukuku (Ozel Borg iliskileri) Cilt 1, Besinci Basimdan
Altinc1 Tipki Basim, Istanbul: Vedat Kitapeilik, 2008 (Ozel Borg liskileri Cilt 1) s. 78-79. Ayrica
kargilagtirmali hukukta da satig sdzlesmesinin kapsaminin daha genis belirlendigini gérmek de
miimkiindiir. Ornegin Estonya borglar hukukunda haklarm satiminin da satis sozlesmesi uyarinca
yapilabilecegine izin verildigi goriilmektedir, bkz. Kull, Transposition of DCD Into Estonian Law, s.
252. Maddenin lafz1 i¢in bkz. “(3) The provisions of this Act concerning the sale of things apply to the


https://curia.europa.eu/juris/document/document.jsf;jsessionid=AACFB5C67967D2E0B471F5E59D4544AD?text=&docid=124564&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=396783
https://curia.europa.eu/juris/document/document.jsf;jsessionid=AACFB5C67967D2E0B471F5E59D4544AD?text=&docid=124564&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=396783
https://curia.europa.eu/juris/document/document.jsf;jsessionid=AACFB5C67967D2E0B471F5E59D4544AD?text=&docid=124564&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=396783
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karsilig1 internetten indirilmesi satis sozlesmesi olarak nitelendirilebilmektedir.
Doktrinde de karsiliginda para alinarak edinilen dijital iceriklerin konusunu teskil
ettigi sOzlesmelerin satis sozlesmesi olarak nitelendirilmesinin, en azindan bu
sozlesmelere satis hiikiimlerinin kiyas yolu ile uygulanmasinin yerinde olacagi
savunulmustur®®?, Keza DCD ile yine AB hukukundaki Mal Satimi Y®&nergesinin

birbirini tamamlayic nitelikte olmas1 gerektigi de savunulmustur®?,

Ancak UsedSoft kararinda s6z konusu programin karsiliginda kullanicinin borcu
bir para borcudur. Oysa ¢alismamizin konusunu teskil eden sdzlesmelerde kullanicilar
aldiklar lisans i¢in bir para 6dememektedirler. Sonug olarak ¢alismamizin konusunu
olusturan sozlesmelerin mevcut diizende satis sozlesmesi olarak vasiflandirilmasi
olanag1 bulunmamaktadir®™?*. Doktrinde bir goriis bdyle bir sdzlesmede para yerine
kisisel verinin saglandigi durumlarda bu sozlesmenin mal degisim sozlesmesi
hiikiimlerinin kiyasen uygulanmasi gerektigini savunmustur. Ancak karsilastirmali
hukukta trampa s6zlesmesi hiikiimlerinin bu sézlesmelere dogrudan uygulanamayacak
oldugu, ¢iinkii trampa s6zlesmesinin konusunu ancak cismani varliklarin

olusturulabilecegi savunulmustur®>,

Bunun yaninda karsiliginda kisisel verinin saglandig1 s6zlesmeler genellikle bir
bilgisayar programinin kalic1 olarak indirilmesini igermez. Onun yerine kullaniciya
devamli olarak bir hizmetten yararlanma imkani taninir. Oysa UsedSoft kararinda
kullanict sabit bir yazilimi bilgisayarina indirmistir. Bu c¢alismada incelenen
sozlesmelerde ise kullanicilar sabit bir yazilimi kullanma hakkindan ziyade bir
hizmete siirekli erisim hakki kazanmaktadirlar. Bu bakimdan s6z konusu

sozlesmelerin kanaatimizce bu yonii ile de mal de8isim sozlesmesi veya satis

sale of rights and other objects...”, (seylerin satimina iligkin bu kanunun hiikiimleri haklarin satimina
ve diger nesnelere de uygulani [yazarin geviris])
https://www.riigiteataja.ee/en/eli/506112013011/consolide (erisim tarihi: 18.10.2022). Gergekten de
818 sayili kanunda satig sozlesmesinin konusu “mal” olarak ifade edilmis olmasina ragmen mevcut
borglar kanunumuzda Isvigre Borglar Kanuna uygun olarak “satilan” (la chose vendue) terimini
kullanmistir. Bu yilizden maddi nitelikte olmayan degerlerin de satis sdzlesmesine konu olabilecegi
gorlisii hakkinda bkz. Ahmet Kilicoglu, Bor¢lar Hukuku Ozel Hiikiimler, 3. Basi, Ankara: Turhan
Kitabevi, Nisan 2021 (Ozel Hiikiimler), s. 41.

552 Laurynas, Lithuanian Contract Law, s. 265.

553 Kull, Transposition of DCD Into Estonian Law, s. 252.

%4 Hollanda borglar hukuku bakimindan durum daha farkli degildir; bkz. Loos, DCD in the
Netherlands, s. 231. Ancak Cek hukuku bakimindan doktrinde bir goriis s6z konusu sdzlesmelerin sui
generis nitelikte oldugunu ancak en ¢ok lisans sozlesmelerine benzer bi¢cimde diizenlendiklerini
savunmaktadir, bkz. Richter, New Legal Concepts, s. 11-12.

55 aurynas, Lithuanian Contract Law, s. 265. Buna karsin doktrinde bir baska gériis bularin bir tiir
trampa (barter) sozlesmesi olarak nitelendirmektedir, bkz. Elvy, Paying for Privacy, s. 1385.


https://www.riigiteataja.ee/en/eli/506112013011/consolide

125

sozlesmesi olarak nitelendirilmesi miimkiin degildir. Doktrinde de bu sdzlesmelerin
daha ¢ok genis anlami ile hizmet sézlesmeleri altinda degerlendirilmesi gerektigi
savunulmustur. Ancak son tahlilde kullanic1 kars1 edim olarak kisisel veri saglayacagi
i¢cin bu sdzlesmelerin hizmet s6zlesmesi olarak nitelendirilmesinin miimkiin olmadigi,
hizmet  sozlesmesi  hiikiimlerinin  kiyasen  uygulanabilecegi  doktrinde

savunulmustur>®®,

Bilgisayar programlar1 Fikir ve Sanat Eserleri Kanunu uyarinca eser kapsaminda
koruma altina alindigina gore internet iizerinden hizmet saglayicilarin sagladiklar
gerek hizmetler gerek de igeriklerin bir eser niteliginde oldugunu soylemek
miimkiindiir. Dolayistyla s6z konusu {iriinlerin haklarini ellerine bulunduran kisilerin
bu iirlinler hakkinda yapmis olduklari tasarruf islemlerinin de fikri miilkiyet hukuku
cergevesinde ele alinmas1 miimkiindiir. Kaldi ki yukarida incelenen bes sdzlesmede de
hizmet saglayicilar kullanicilarin hizmetlerinden yararlanmalar1 i¢in kendilerine ana
hatlar ile devredilemez, kisisel, basit ve telifsiz bir lisans verdiklerini yazmaktadirlar.
Ancak burada da iki énemli hususun ayrica ele alinmasi gerekir. Ilk olarak lisans
sozlesmelerinin yazili olarak kurulmasi zorunludur®®’. Yazililik sart1 TBK m. 13 vd.
hiikiimlerinde diizenlenmistir. TBK m. 14 uyarinca kanunun yazili olarak yapilmasimn
aradig islemlerin altinda bor¢ altina giren kisilerin imzalarinin bulunmas1 gerekir.
Imza, TBK m. 15 uyarinca kisilerin el yazisisi ile atilabilecegi gibi imzanm giivenlik
elektronik imza ile atilmas1 da miimkiindiir. Oysa hizmet saglayicilar ile kullanicilart
arasinda kurulan sozlesmelerin hicbirinde taraflarin altina imza attiklar1 bir belge
bulunmaz. Bu durumda taraflarin arasindaki s6zlesmenin gegerliligi tartismali hale
gelecektir. Bu sozlesmeler i¢in tartismali olan ikinci husus ise ayni satig
sozlesmelerinde oldugu gibi lisanstan yararlanan kisilerin karsi edimlerinin para

olmamasidir®®8,

Kars1 edimi kisisel veri olan sozlesmelerin tartisilabilecegi bir diger s6zlesme

tipi ise vekalet sozlesmesidir. Yukarida da izah edildigi gibi vekalet sdzlesmesinin

556 |_aurynas, Lithuanian Contract Law, s. 265.

%7 Tekinalp, Fikri Miilkiyet Hukuku, s. 219; Giines, Fikir ve Sanat Eserleri Hukuku, s. 322; Karasu/
Suluk/Nal, Fikri Miilkiyet Hukuku, s. 116; Kilicoglu, Fikri Haklar, s. 305; Firat Oztan, Fikir ve
Sanat Eserleri Hukuku, Ankara: Turhan Kitabevi, Kasim 2008 (Fikir ve Sanat Eserleri Hukuku), s.
567.

%% Buna karsin doktrinde bir goriis bu sézlesmelerin lisans benzeri bir hukuki iliski teskil ettigini
savunmaktadir, bkz. Akkanat-Oztiirk, Karsi1 Edim Olarak Kisisel Veriler, s. 197-198. Ancak yine de
ifade edilen uyumsuzluklar nedeniyle bu sézlesmenin tam anlamiyla bir lisans sozlesmesi de olmadig:
bu goriis uyarica da kabul edilmektedir.
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konusunu teskil eden is gdrme borcu genis algilanmaktadir®®®. Zira Alman ve Fransiz
doktrininden farkl1 olarak Tiirk-Isvigre doktrini vekalet sdzlesmesine konu olacak is
gorme edimlerini sadece vekil adina yapilacak islemlerle sinirlamamais, maddi fiillerin
dahi vekalet sozlesmesine konu olabilecegini kabul etmistir’®. Ayrica is gorme
faaliyetinin hem vekilin hem de miivekkilin lehine olmasi vekalet sdzlesmesi
bakimindan bir sorun arz etmemektedir. Bu hususlar 1s18inda hizmet veya icerik
saglayicinin basit lisans vererek yerine getirdigi hizmet sunma ediminin vekalet
s0zlesmesine konu olmasi pek tabi miimkiindiir. Vekalet sozlesmesinde vekil ile
miivekkil arasinda bir bagimlilik iligskisi olmamasi bakimindan da kars1 edimi kisisel
veri olan sozlesmelerin bu sézlesme tiirii ile uyumlu oldugu sdylenebilir. Benzer bir
sonuca kisisel verinin niteligini “veri is giicii” olarak kabul eden goriis uyarinca da

varmak miimkiindiir®6?.

Hizmet saglayicilar ile kullanicilar arasindaki s6zlesmeler ile vekalet sozlesmesi
arasinda kurulabilecek bir diger paralellik, hizmet saglayicilarin genelde hizmetin

saglanma sekli hakkinda bir garanti altina girmemeleridir. Hizmet saglayicilar,

559 Vekalet sozlesmesi ani edimli yahut siirekli edimli olarak akdedilebilir, bkz. Christoph Miiller,
Contrats De Droit Suisse Présentation Systématique Des Contrats Les Plus Importants En
Pratique, Stampfli Verlag AG, 2021 https://www.swisslex.ch/fr/recherche/search/new (Contrats De
Droit Suisse), s. 553.

560 Cevdet Yavuz/Faruk Acar/Burak Ozen, Bor¢lar Hukuku Ozel Hiikiimler (ikinci Cilt), 11. Baski,
Ankara: Beta Yaymnlari, 2022 (Ozel Hiikiimler II), s. 1262; Sahin Akinci, Vekalet Sézlesmesinin Sona
Ermesi, Konya: Sayram Yayinlari, Aralik 2004 (Vekalet S6zlesmesinin Sona Ermesi), s. 4; Miiller,
Contrats De Droit Suisse, s. 555; Kiligoglu, Ozel Hiikiimler, s. 540. Alman ve Fransiz doktrini i¢in
bkz. Akinci, Vekalet Sozlesmesinin Sona Ermesi, s. 4. Alman Borglar Kanunu (BGB) m. 662 vekalet
sozlesmesinde vekilin “bir iglemi” iicretsiz olarak yapma borcu altina girdigini sdylemektedir.
Maddenin Ingilizce gevirisi icin bkz. “By accepting a mandate, the mandatary agrees to carry out a
transaction entrusted to him by the mandator for the mandator gratuitously.” https://www.gesetze-im-
internet.de/englisch_bgb/ (erisim tarihi: 23.09.2022). Fransiz Medeni Kanunu (CC) m. 1984 ise vekalet
sOzlesmesinin bir kiginin bagka bir kisiye bir seyi kendi adina yapma yetkisi verdigi s6zlesme olarak
tanimlamigtir. Maddenin Fransizca asl igin bkz. “Le mandat ou procuration est un acte par lequel une
personne donne a une autre le pouvoir de faire quelque chose pour le mandant et en son nom.”
https://www.legifrance.gouv.fr/codes/id/LEGITEXT000006070721/ (erisim tarihi: 23.09.2022). Tanim
i¢in ayrica bkz. Philippe Malaurie/Laurent Aynés/ Pierre-Yves Gautier, Droit Des Contrats Spéciaux,
8e édition, Issy-les-Moulineaux: Lextenso éditions 2016 (Droit Des Contrats Spéciaux) s. 299. Bu
bakimdan Fransiz hukukunda vekalet s6zlesmesi i¢in vekilin miivekkili adina bir islem yapiyor olmasi
sarttir. Ornegin bir avukat miivekkilinin sordugu bir soruya cevap verirse miivekkili ile kendisi arasinda
bir vekalet iliskisi kurulmus olmaz. Ciinkii cevap verme faaliyeti esnasinda avukat vekilinin herhangi
bir sekilde temsil etmis degildir. Ancak eger avukat miivekkilinin bir isini onun adina yaparsa
aralarindaki vekalet sozlesmesi olarak adlandirilabilir, bkz. Malaurie/ Aynés/ Gautier, Droit Des
Contrats Spéciaux, s. 293; Yavuz/Acar/Ozen, Ozel Hiikiimler II, s. 1270. Oysa Isvigre Borglar
Kanunu (OR) m. 394 ise vekalet s6zlesmesinin, vekilin borg¢ altina girdigi bir isi yapmak veya bir
hizmeti vermek olarak tanimlamistir. Maddenin Fransizca asli igin bkz. “Le mandat est un contrat par
lequel le mandataire s oblige, dans les termes de la convention, a gérer I'affaire dont il s est chargé ou
a rendre les services qu’il a promis.” https://www.fedlex.admin.ch/eli/cc/27/317 321 _377/fr (erisim
tarihi: 23.09.2022). Bu hitkmiin yukarida verildigi gibi “bir isini gérmeyi veya islemini yapmayr”
ifadesini tagryan TBK m. 502 ile paralellik arz ettigini sdylemek miimkiindiir.

%1 Boliim I1.B.4, s. 107.
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hizmetleri oldugu gibi sunmakla miikelleftir, hizmetlerini saglamaya calisacaklarindan
daha fazlasini s6zlesmelerinde yazmamaktadirlar. Bu durumda, eser s6zlesmesinden
farkli olarak vekilin bir sonu¢ bor¢lanmadigi vekalet s6zlesmelerinin bu 6zelliginin,
kullanic1 ile hizmet saglayicilar arasindaki sozlesmeler ile uyum i¢inde oldugu
sOylenebilir. Tam olarak bu yiizden de s6z konusu soézlesmelerin eser sozlesmesi

olarak nitelendirilmesi miimkiin olmayacaktir.

Ayrica vekalet sozlesmesinin kural olarak iicretsiz olmasi, karst edim olarak
kisisel verinin bir iicret olarak saglanip saglanamayacagi tartismasinin sonucu ne
olursa olsun bu sozlegmelerin vekalet sdzlesmesi olarak degerlendirilmesinin miimkiin

oldugunu gostermektedir.

S6z konusu sozlesmelerde genelde gerek hizmet saglayicinin gerek de
kullanicinin sézlesmeyi sona erdirme haklarina sahip olduklari goriiliir. Taraflarin
istedikleri zaman sozlesmeyi sona erdirebilecekleri vekalet s6zlesmeleri bakimindan

da bu hususun daha farkli olmadig1 goriilmektedir®®2,

Bu aciklamalar 1s181nda kullanicinin kisisel verisini, hizmet saglayicinin hizmet
ve igeriklerinin kullanimini sagladigi sozlesmeler yukarida sayilan so6zlesme
tiplerinden en ¢ok vekalet sozlesmesine benzemektedir. Kanaatimizce de bu
sozlesmelere vekalet s6zlesmesi hiikiimlerinin kiyasen uygulanmasi gerekir. Zira her
ne kadar s6z konusu soézlesmeler ile vekalet s6zlesmeleri arasinda bir¢ok paralellik
bulunsa da karsi edim olarak kisisel verinin saglanmasi onemli bir yenilik arz

etmektedir®6s.

%62 Ancak doktrinde bir goriis acik rizasnin geri almmasinin her zaman s6zlesmenin sona erdirilme

beyani olmadigini, ayni zamanda geri alma beyan1 uygun olmayan bir zamanda yapildiginda tazminat
yiikiimii dogdugu i¢in vekalet sdzlesmesinin bu 6zelligi ile agik riza beyaninin geri alinabilmesinin
dogru olmadigi savunmustur, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 297.

%3 Doktrinde bir goriis bu sdzlesmelere vekalet sdzlesmesi hiikiimlerinin kiyasen uygulanmasmin
miimkiin olmadigin1 savunmaktadir. Bu goriise gore vekalet sozlesmesinde vekil miivekkil lehine
hareket eder, ancak kisisel verilerin islenmesinde her ne kadar ilgili kisinin menfaati de olsa asli menfaat
igleyene aittir. Bunun yaninda vekilin sorumlulugun esaslar1 hizmet veya igerik saglayicinin durumu ile
uyumlu degildir. Ayrica vekil isten elde ettigi menfaatleri miivekkile devir borcu altindayken veri
isleme iliskisinde boyle bir durum da yoktur. Son olarak miivekkilik vekilin masraflarin1 6deme
yiikiimiiniin s6z konusu iliskiler igin cari olabilecegini kabul etmek miimkiin degildir, bkz. Akkanat-
Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 202-203. Kanaatimizce yazarmn bu yondeki itirazlari
yerindedir ancak bunlar ancak vekalet sozlesmesinin neden dogrudan bu sodzlesmelere
uygulanamayacaginin gerekgeleri olabilir. S6z konusu itirazlarin vekalet s6zlesmesinin nigin kiyasen
bu sozlesmelere uygulanmasina engel olacagi anlagilamamustir. Bir sdzlesmesinin bir hukuki iliskiye
kiyasen uygulanmasi zaten o sdzlesmenin niteligi uygun diistigii 6lgiide soz konusu iliskiye
uygulanmasini ifade eder. Yazarin hakli olarak saydigi vekalet sdzlesmesine iligkin bu 6zellikli haller
bu yiizden kars1 edimi kisisel veri olan sdzlesmelere uygulanmayacak, ancak bu ¢aligsma altinda sayilan
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Son olarak bu sozlesmelerin birer tiiketici islemi olup olmadiklar1 hususu da
incelenebilir. Tiiketici isleminden bahsedilebilmesi i¢in s6z konusu islemin
Tiiketicilerin Korunmasi Hakkinda Kanun (TKHK) uyarinca bir tiiketici ile mesleki
veya ticari amaglarla hareket eden hizmet veya mal saglayici arasinda gerceklesmesi
gerekir®®*. Hizmet saglayicilar ile ticari saiklerle sézlesme kurulabilmesi miimkiindir.
Omegin bu platformlarda isletmesinin reklamin1 vermek isteyen kisi ile hizmet
saglayic1 arasindaki sOzlesmenin tiiketici islemi olarak degerlendirilmesi miimkiin
degildir. Bununla birlikte kars1 edim olarak kisisel veri saglanmadigi i¢in bahsi gecen
sozlesmeler bu calismanin kapsamina girmemektedir. Kisisel veri saglayarak
hizmetten yararlanan kullanicilar genellikle ticari amaglarla hareket etmedikleri i¢in
tiiketici olarak degerlendirilebilirler. Hizmet saglayicilarin piyasada ticari amaglarla

%85, Ozellikle piyasaya reklam

hareket ettikleri tiiketicilere kiyasla ¢ok daha belirgindir
hizmeti vermeleri bakimindan bu hizmetlerin sunulma nedeninin ticari oldugu agiktir.
Keza konu bakimindan da tiiketici islemlerinin konusu hizmetleri de kapsayacak
bicimde genis algilandig1 icin bir sorun ile karsilagilmaz. Kaldi ki kanun vekalet
sOzlesmelerinin de uygulama alani i¢inde kaldigin1 sdylemektedir. Yukaridaki
paragrafta s6z konusu sozlesmelerin vekalet soézlesmesi hiikiimlerinin kiyasen
uygulanabilecegini ortaya koydugumuz i¢in sozlesmelerin bu anlamda da TKHK
altinda ele alinmasiin miimkiin oldugunu sdyleyebiliriz>®®. Son ve énemli bir husus
ise ancak ivazli islemlerin tiiketici islemi olarak degerlendirilmesinin miimkiin

olmasidir®®’

. Daha once de tlizerinde duruldugu tizere kullanicilar bu sézlesmelerde
genellikle kars1 edim olarak kisisel verilerini saglamaktadirlar. Bu noktada kisisel
verinin gercekten bir ivaz olarak degerlendirilip degerlendirilemeyecegi meselesi
ortaya ¢ikmaktadir. Iki goriis de doktrinde savunuluyor olsa da kanaatimizce kisisel
verinin saglanmasinin bir ivaz olarak degerlendirilmesi gerektigi i¢in bu sart uyarinca

da bir tiiketici isleminin varligindan bahsetmek mimkiindiir. Keza Paris

Mahkemesinin verdigi kararlarda da bu s6zlesmelerin birer tiiketici islemi olduklarini

s0z konusu hukuki iligkiler ile uyumlu olan diger hususlar yine niteliklerine uygun diistiigii 6l¢ciide bu
sozlesmelere uygulanabilecektir.

564 Alper Giimiis, 6502 Sayih Tiiketicinin Korunmas1 Hakkinda Kanun Serhi (Cilt 1), Istanbul:
Vedat Kitapeilik, 2014 (TKHK Serhi), s. 13.

%51 oos, DCD in the Netherlands, s. 232.

56 Benzer yonde bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 208.

%7 Aydogdu, Tiiketici Hukuku Dersleri, s. 64; Yahya Deryal/Yakup Korkmaz, Yeni Tiiketici
Hukuku Ders Kitabi, Ugiincii Baski, Ankara: Adalet Yayinlari, 2015 (Tiiketici Hukuku), s. 62. Ayrica
yapilan tanimlarda zaten mal veya hizmet tedarikinin {icret veya menfaat karsiligi denilerek bu
islemlerin ivazli olmasi gerektigi kanunda belirtilmistir, bkz. Murat Aydogdu/Nalan Kahveci, Tiiketici
Hukuku, Birinci Baski, Ankara:Adalet Yayinlari, Ocak 2021 (Tiiketici Hukuku) s.130.
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kabul ettigi goriilmektedir®®®. EMD ile yapilmis olan eklemeler ile kars1 edimi kisisel
veri olan sozlesmelerin CRM kapsamina alinmasi bu sézlesmelerin AB’de tiiketici
islemi olarak goriilecegini gostermektedir. Bu ¢ikarimi destekleyen diizenlemelerden
biri Facebook Hizmet Kosullarinda bulunmaktadir. Ihtilaf maddesi sdzlesmede
kullanici “tiiketici” olarak tanimlanmis ve kanaatimizce bu sekilde islemin de esasin
da bir tiiketici islemi olduguna yénelik énemli bir beyanda bulunulmustur>®®. Buna
karsin ABD Temyiz Mahkemesi 11. Dairesi bir kisinin bedava olarak sunulan bir
igerige erismek i¢in telefonuna uygulamaya iiye olmadan veya veri saglamak zorunda
olmadan bir uygulama indirmesinin onu tiiketici yapmayacagi yoniinde bir karar
vermistir’’%, Mahkeme bu davada Video Mahremiyet Korumasi Yasasi (Video Privacy
Act 18 U.S.C.)°>"t § 2710 kapsaminda inceleme yapmustir. Bu yasaya gore tiiketici bir
video kaset hizmeti saglayicisindan bir hizmeti veya iiriinii kiralayan, satin alan veya
ona iiye olan kisidir. Derece mahkemesine gore bir kisinin “abone” (subscriber) olarak
nitelendirilmesi i¢in muhakkak bir ticret 6demesi gerekmez. Kullanici olan davaci s6z
konusu uygulamayi sirf indirmis oldugu igin bir “abone” (subscriber), dolayisiyla da
Video Mahremiyet Korumasi Yasas1 § 2710(a)(1) uyarinca bir tiiketicidir°’2. Temyiz
Mahkemesi ise davacinin saglayiciya kisisel verisini saglamamis oldugunu da
vurgulayarak salt uygulamayi indirmis olmasi nedeniyle kullanicinin bir “abone”
olamayacagma karar vermistir°’®. Aslinda bunun ters anlaminda sayet davaci bu
uygulama iizerinden saglayiciya kisisel verilerini verseydi mahkemenin kullaniciy1

“liye” olarak nitelendirebilecegi sonucuna varmak miimkiindiir.

En nihayetinde bir islemin tiiketici islemi olmasi tek basina onun sozlesme
hukukuna nasil baglanacagini goéstermemektedir, bunun yapilabilmesi i¢in bu
sozlesmelerin yukarida yapilmaya calisildig1 gibi nitelendirilmesi gerekir®’*. Ancak

yine de bir islemin tiiketici islemi olarak degerlendirilmesi ©rnegin ileride

568 S5z konusu kararlar igin bkz. dpn. 493, 494, 495.

%9 Facebook, Hizmet Kosullar, https://tr-tr.facebook.com/legal/terms (erisim tarihi: 13.01.2023)
(Hizmet Kosullar1), 4. Ek hiikiimler, 4. ihtilaflar.

570 The United States Court Of Appeals, The Eleventh Circuit, Mark Ellis v. The Cartoon Network,
INC., No. 14-15046, D.C. Docket No. 1:14-cv-00484-TWT, 9 October 2015,
https://law.justia.com/cases/federal/appellate-courts/cal1/14-15046/14-15046-2015-10-09.html
(erigim tarihi: 24.01.2023) (Ellis v. Cartoon Network) s. 10, 14.

571 Diizenleme i¢in bkz. https://www.law.cornell.edu/uscode/text/18/2710 (erisim tarihi: 24.01.2023).
572 Ellis v. Cartoon Network, s. 7.

573 Ellis v. Cartoon Network, s. 13.

574 |_aurynas, Lithuanian Contract Law, s. 263. Keza mahkemelerin hangi sozlesme sartlarmin haksiz
olup olmadigin tespit etmeleri bakimindan da sdzlesmenin vasiflandirilmasi yol gosterici olabilir, bkz.
Spindler, Scope of Application, s. 195.


https://tr-tr.facebook.com/legal/terms
https://law.justia.com/cases/federal/appellate-courts/ca11/14-15046/14-15046-2015-10-09.html
https://www.law.cornell.edu/uscode/text/18/2710
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degerlendirilecek olan haksiz sartlara iligkin korumanin uygulanabilmesi igin

onemlidir®™®.

Doktrinde bir goriis mevcut sézlesme tiplerinin kiyasen uygulanarak s6z konusu
sOzlesmelerin nitelendirme sorununa ¢6ziim iiretilmesinin etkisiz bir ¢aba oldugunu
diisinmektedir. Buna gore bu s6zlesmeler sui generis birer sdzlesme nitelegindedirler
ve diger tip sozlesmelerden bagimsiz olarak incelenmelidirler. Bu yiizden yeni bir
sozlesme tipinin yaratilmasmin daha yerinde bir ¢oziim olacag savunulmustur®’®.
Yeni bir sozlesme tipinin benimsenmesi bir yandan islem maliyetlerini azaltirken diger
yandan taraflarin arasindaki s6zlesmenin olusturulmasi i¢in yol gosterici olabilir.
Kaldi ki bu sekilde s6z konusu sdzlesmelerin sonradan denetimi de daha kolay bigimde

yapilabilecektir®’’.

Bu konuda yol gosterici olmasi bakimindan AB iilkelerinin DCD’yi i¢
hukuklarma nasil gegirdigine de bakilabilir. Ilging olarak sadece DCD’nin degil bu
iilkelerin de kars1 edim olarak kisisel veri saglanan sozlesmeleri yasal olarak
nitelendirmekten imtina ettigi goriilmektedir. Ornegin 01.01.2022 tarihinde BGB’de
yapilan degisiklik sonras yiirtirliige giren BGB m. 327 ve devami maddeler ile, m.
312(1a) ciimle (2) sartlarim1 tasimadiklar1 siirece, tiiketicinin kisisel veri sagladigi
yahut saglama yiikiimliiliigli altina girdigi s6zlesmelere de tiiketicinin korunmasina
iliskin béliimlerin uygulanacag sdylenmistir’®. Bu sekilde, Alman hukukunda
tilketici i1slemlerine iligkin hiikiimler 6zel degil genel hiikiimlere iliskin kisimda yer

aldigindan kisisel verinin konusunu teskil ettigi sozlesmeler bakimindan ayrica bir

5 Esasinda su anki baskin goriisiin de bu oldugu iddia edilebilir. Ancak kullanicilarin tiiketici olarak
degerlendirilmesinin yerinde olmayacag hakkinda bkz. Kim/Lee/Xu/Routledge, Data and Manure, s.
85-86.

5% Laurynas, Lithuanian Contract Law, s. 266, 267; Axel Metzger, ‘Dienste gegen Daten: Ein
synallagmatischer Vertrag’ (2016) 216 AcP 817, 835-838 (naklen: Zech, New Data Economy, s. 11).
Cekya, Polanya ve Avusturya i¢in de bu s6zlesmelerin sui generis olarak degerlendirildigi yoniinde bkz.
Richter, New Legal Concepts, s. 12. Ulkelerin de veriyi bir 6deme bigimi veya bir bedel olarak kabul
etmedikleri siirece DCD’yi i¢ hukukuna alacak {ilkelerin de bu yolu se¢mesinin muhtemel oldugu
yoniinde bkz. Bedir, Age of Big Data, s. 356. DCD’yi i¢ hukukuna aktarmak isteyen Hollanda hiikiimeti
de meclise Onerdigi taslakta yeni hiikiimler getirmeyi tercih etmistir, bkz. Loos, DCD in the
Netherlands, s. 233.

577 Zech, New Data Economy, s. 13.

578 Maddenin orijinali igin bkz. “(1a) The provisions of Chapters 1 and 2 of this Subtitle also are to be
applied to consumer contracts in which the consumer makes available personal data to the trader or
enters into obligation to do so. This does not apply if the trader processes the personal data provided
by the consumer exclusively in order to comply with its duty of performance or legal requirements made
of it, and does not process them for any other purpose.”. Bu madde hiikkmii ve benzer bigimde
Avusturya’nin DCD’yi i¢ hukuka aktarma hakkinda yasama faaliyetleri hakkinda agiklamalar i¢in bkz.
Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 149.
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nitelendirme yapilmaksizin tiim s6zlesme tiplerine uygulanabilecek bir diizenleme

579 580

getirilmistir'’®. Benzer bir yaklasim Cekya ve Ispanya tarafindan da benimsenmistir
Litvanya DCD’yi i¢ hukukuna almak i¢in hazirlamis oldugu 6n taslakta s6z konusu
sozlesmeleri borglar hukukunun 6zel hiikiimler boliimiine degil genel hiikiimler
boliimii altna koymayi tercih etmistir®®!. Hollanda’da DCD’yi i¢ hukuka almak icin
hazirlanan taslakta ise diizenlemenin 6zel hiikiimler boliimiine eklenmesi
onerilmistir®®. Estonya hukuku bakimindan DCD’nin borglar hukukunun genel
hiikkiimleri, kismen de 6zel hiikiimlerine girdigi savunulmustur. Estonya Adalet
Bakanligi’nin Oneri taslaginda tercih ise Borg¢lar Kanununun genel hiikiimlerine
“Dijital Igerik ve Dijital Hizmet Sozlesmesi” boliimiiniin eklenmesi yoniinde
olmustur. Taslaga gore niteliklerine uygun diistiigli siirece genel nitelikli
diizenlemelerin sevk edilecek bu kisim kapsamindaki islemlere uygulanmasi da

miimkiindiir %%

. Bu c¢alismalardan Avrupa iilkelerinin DCD’yi i¢ hukuklaria
gecirirken daha ¢ok tiiketici hukuku bakis agisindan yaklastiklart ve genellikle genel
hiikiimler iizerinden diizenleme yaparak bu islemlerin tiiketici islemi olmalarindan
bagka hangi 6zel sozlesme tipi igine girdiklerini tespit etmekten imtina ettikleri

tespitinde bulunulabilir.

Kanaatimizce her ne kadar vekalet sézlesmesi hiikiimleri bu sozlesmelere
simdilik kiyasen uygulanabilecekse de kisisel verinin karg1 edim olmasi bakimimdan
yeni bir hukuki yaklasima, dolayisiyla sézlesme tipine ihtiyag duyulmaktadir. Bu
yiizden s6z konusu sdzlesmelerin sui generis niteligini kabul etmek, yasa koyucu bir
diizenleme getirene kadar bu sozlesmelere kiyasen vekalet sozlesmesi hiikiimlerini
uygulamak en yerinde ¢6ziim olacaktir. Diger taraftan AB’nin de benimsemis oldugu
yaklasimla paralel olarak bu islemlerin birer tiiketici islemi niteliginde oldugunu kabul
etmek ve saglayicilar ile kisisel verileri karsiliginda sozlesme iliskisine giren ilgili

kisileri tiiketici hukuku korumasindan yararlandirmak yerinde olacaktir.

3. Niteligi Bakimindan Kisisel Veri Saglama Borcu ve Eksik Bor¢ Kavram
Bir alacak hakkina sahip olmanin alacakliya vermis oldugu en basat hak alacagin

konusu edimi dava ve cebri icra yolu ile tahsil ettirebilmedir. Buna karsin dyle bazi

579 Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 195-196.

%80 Richter, New Legal Concepts, s. 10-11.

%81 Laurynas, Lithuanian Contract Law, s. 266.

%82 |oos, DCD in the Netherlands, s. 240.

%3 Keza Estonya’da tiiketici iliskilerine iliskin kurallarin bor¢lar hukuku sistematigi icinde
yorumlandigi s6ylenmistir, bkz. Kull, Transposition of DCD Into Estonian Law, s. 252-253.
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borglar vardir ki bunlarin gegerliligi hukuk diizenince taninsa dahi dava ve icra yolu
ile tahsil edilmelerine imkan verilmez®®. Bu borglara eksik borglar denir. Eksik
bor¢larin alacaklisi tarafindan borgluya karsi dava ve cebri icra ile ileri siiriilmesi
miimkiin degildir.

Eksik borcun ifa edilmesi veya ifa edilmemesi bor¢luya birakilmistir. Borglu

eksik borcu yerine getirmedigi i¢in bir yaptirim ile kars1 karsiya kalmaz®%®

. Ancak eger
eksik borg¢ bir sekilde borglu tarafindan ifa edilirse ortada gegerli bir ifa vardir ve
gerceklestirilen ifa sebepsiz zenginlesme veya bagislama teskil etmez®®®. Ciinkii her
ne kadar borcun alacakli tarafindan talep edilmesi miimkiin olmasa da borglu ifada
bulundugunda gegerli bir borcu ifa etmis olur. Bu yiizden bir eksik borcu ifa eden

borglunun yerine getirdigi edimin iadesini talep etme hakki bulunmaz®®’.

Kanunun bazi borglar eksik bor¢ olarak tanimlamasinin hukuk politikas1 ile
aciklanabilecek farkli nedenleri olabilir. Ornegin kumar borcunun TBK m. 604
uyarinca cksik bor¢ olmasinin arkasinda emek verilmeden elde edilen kazancin
kinanmasi, evlenme simsarligindan dogan iicretin TBK m. 524 uyarinca talep
edilememesinde para karsilig1 evlilige aracilik etmenin ahlaka aykir1 kabul edilmesi

588

gibi nedenler vardir>*°. Bir borcun sonradan eksik borg¢ haline gelmesi de miimkiindiir.

Ornegin zamanasimi siiresi dolmus bir borg eger zamanagimi def’ini yargilamada

uygun zamanda ileri siiriilebilirse eksik borg haline gelecektir®®.

Her ne kadar sdzlesmenin vasiflandirilmasi bagligr altinda ele alinmis olsa da
fark edildigi lizere bir borcun eksik bor¢ olup olmamasi ile bu borcu doguran
s0zlesmenin niteligi arasinda bir iliski yoktur. Eksik bor¢ kavrami onu doguran
sOzlesmesinin  vasiflandirilmasinin ~ degil, dar anlamda borcun kendisinin

vasiflandirilmast ile tespit edilir.

Kisisel verinin sdzlesmenin karsi edimi oldugu durumlarda bu borcun niteliginin

ne olacagini da tespit etmek yerinde olacaktir. Kisisel verinin s6zlesmenin kars1 edimi

584 Eren, Bor¢lar Genel Hiikiimler, s. 91; Gokhan Antalya, Bor¢lar Hukuku Genel Hiikiimler, C. 1,
Birinci Basiya Ek Tipki Basi, Istanbul: Legal Yayincilik, Eyliil 2016 (Borglar Genel Hiikiimler I) s. 32.
585 Eren, Borglar Genel Hiikiimler, s. 91; Kudret Giiven, “Eksik Borglar, Temel Ozellikleri Ile Hiikiim
ve Sonuglar1 Uzerine Bir inceleme”, Baskent Universitesi Hukuk Fakiiltesi Dergisi, C. 2, S. 2, 2016
(Eksik Borg) s. 38.

586 Eren, Borglar Genel Hiikiimler, s. 92; Giiven, Eksik Borg, S. 54-55.

587 Eren, Borglar Genel Hiikiimler, s. 92.

588 Eren, Bor¢lar Genel Hiikiimler, s. 92-93.

589 Eren, Bor¢lar Genel Hiikiimler, s. 97.
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oldugu durumlarda genelde veri isleme faaliyetini hukuka uygun hale getiren durum

590

kisinin agik rizasi olacaktir™". Zira diger durumlarda verinin islenmesi ile sdzlesmenin

kars1 edimi olmasi arasinda bir karsiliklilik (synallagma) iliskisi bulmak miimkiin
591

degildir>®*. Diger bir deyisle bu durumda kisisel veri, s6zlesmenin kars1 edimi olarak

degil sadece sdzlesmenin ifasi i¢in zorunlu oldugu icin elde edilir.

Gerek KVKK gerek de GDPR altinda bir kisinin kisisel verilerinin islenmesine

riza gostermeye zorlanmasi miimkiin degildir°®?

. Hatta veri islenmesine cebir altindaki
bir kisinin rizasi, rizanin 6zgir bi¢imde agiklanmasi gerektigi i¢in gecgerli bir riza
olarak da kabul edilmeyecektir. Bu noktada deginilmesi gereken ikinci husus ise ilgili
kisinin rizasim1 her zaman geri ¢ekme hakkina sahip olmasidir. Yukarida da
vurgulandig1 gibi kisinin rizasim1 geri ¢ekme hakkindan feragat etmesi miimkiin
degildir>®. Bu kosullar altinda kisinin hizmet alma karsiliginda kisisel verisini diger
tarafa saglama borcu altina girdigi sdzlesmelerde gercekten tam bir borg altina m1
girdigi yoksa bir eksik bor¢ altina mi1 girdigi tespit edilmelidir. Zira kisi, hizmet
saglayict ile sozlesme iliskisi icine girmis olsa dahi hizmet saglayicinin dava veya
cebri icra yolu ile kisinin rizasini temin etme hakki yoktur. Benzer bi¢cimde ilgili kisi
daha sonra rizasimi geri ¢ektiginde ve hatta verilerinin silinmesi hakkini kullandiginda
hizmet saglayicinin ilgili kisiye kars1 bir yaptirim uygulamasi da miimkiin degildir. Bu
gerekceler doktrinde bir goriis kisisel veri saglama borcunun bir eksik bor¢ oldugunu

savunmaktadir®®,

D. Kisisel Verinin Kars1 Edim Oldugu S6zlesmelerin Kurulmasi

Kisisel verinin bir sdzlesmenin karsi edimi oldugundan bahsedilebilmesi
oncesinde bu s6zlesmenin kurulmus olmasi gerekir. S6zlesmenin kurulmasi sorunu ise
borglar genel hukuku uyarinca agiklifa kavusturulabilecek bir husustur. Bu yilizden
kisisel veri hukukuna iliskin baz1 diizenlemelerin s6zlesmenin kurulmasi asamasinda

bor¢lar genel hiikiimleri ile nasil birlikte uygulanabileceginin tespit edilmesi

590 Bedir, Data As Counter-Performance, s. 31.

%91 DCD ile getirilen diizenleme de genel olarak GDPR m. 6(1)(a) ile ilgili durumlara uygulanir, bkz.
Kull, Transposition of DCD Into Estonian Law, s. 255. DCD’nin diger hukuka uygunluk nedenleri
ile sozlesme arasindaki iliski hakkinda tatmin edici agilimlar getirdigini sdylemek miimkiin degildir,
bkz. Bedir, Data As Counter-Performance, s. 35.

%92 Benzer yonde bkz. Twigg-Flesner, Disruptive Technology and Law, s. .10.

59 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 136. Bu husus ¢alismanin devaminda
ayrica tartisilacaktir, bkz. Boliim ILF.1, s. 209 vd.

9% Schmidt-Kessel, Consent Withdrawal and the Contract, s. 140; Midorovic/Sekulic, New
Function of Personal Data, s. 1158.
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gerekir®®. Ciinkii her ne kadar bazi1 cakismalar olacaksa da kisisel verilerin korunmasi
hukuku ile sézlesme hukuku farkli rejimlere tabidir. Ornegin GDPR m. 6(1)(b) veya
9(2)(h) gibi hiikiimlerde acik¢a sozlesme kavramina atifta bulunulmasi ancak tiiziikte
sozlesmenin gegerliliginin diizenlenmemesinden bu iki rejim arasindaki farka isaret
etmektedir®®. Bu baslik altinda sézlesmenin kurulmasina iliskin Tiirk hukuku
diizenlemelerin kisisel verilerin korunmasi hukuku ile iligkisi incelenerek muhtemel

sorunlara cevap liretilmeye calisilacaktir.

1. Oneri Beyam1 A¢iklamasinin Tespiti
Tiirk hukukunda bir sézlesme, taraflar arasinda TBK m. 1 uyarinca karsilikli ve

birbirine uygun irade beyanlarmin uyusmasi ile kurulur®®’.

Bu baglamda bir
sozlesmenin kurulabilmesi i¢in 6nce bir tarafin karsi tarafa bir oneride bulunmasi,
bunun akabinde 6nerinin muhatabimin kabul beyanini agiklamasi gerekir. Oneri kars
tarafa niyet edilen hukuk iliskinin kurulmasi sonucunu dogurabilecek sekilde
baglanma iradesini tasiyan ve sOzlesmenin kurulmasi teklifini kapsayan zaman
bakimindan &nce olan beyandir®®, Oneri beyaninin sdzlesmenin esasli unsurlarini

iceriyor olmasi gerekir®®,

Bu iki kavramin birazdan ayrica deginecegeimiz Oneriye davet kavrami da ele
alinabilir. Oneri ile oneriye davet arasindaki en &nemli fark bu beyanlarm beyan
sahibini baglama giiciindedir. Oneri, kabul ile sézlesmeyi kurabilen, kesin ve baglayici
tek tarafli bir irade beyamdir. Oneriye davette ise beyan sahibi kesin ve baglayici

olmayan veya sozlesmenin esasli unsurlarini icermeyen beyanda bulunmakta, diger

595 DCD m. 3(10) uyarinca da sézlesmenin kurulmasi, gecerliligi, butlani, etkisi ve sona ermesinin
sonuglar1 gibi hususlar iiye iilkelerin genel sdzlesme hukuku diizenlemelerine birakilmistir, bkz.
Metzger, A Market Model for Personal Data, s. 30.

%% Schmidt-Kessel, Consent Withdrawal and the Contract, s. 131.

%7 Haluk N. Nomer, Bor¢lar Hukuku Genel Hiikiimler, 18. Basi, Istanbul: Beta Yaymcilik, 2021
(Genel Hiikiimler), s. 42; Mustafa Resit Karahasan, Tiirk Bor¢lar Hukuku Genel Hiikiimler, C. 1, 1.
Basi, Istanbul: Beta Yaymcilik, 1992, s. 106; Selahattin Sulhi Tekinay, Bor¢lar Hukuku, 3. Basi,
Istanbul: Istanbul Universitesi Hukuk Fakiiltesi, 1974 (Borglar Hukuku) s. 59; Hiiseyin Hatemi/Emre
Gokyayla, Borg¢lar Hukuku Genel Boliim, 2. Basi, Istanbul: Vedat Yayimncilik, 2012 (Borglar Genel
Hiikiimler) s. 28-29; Phlippe Malaurie/Laurent Aynés/Philipp Stoffel-Munck, Les Obligations, 2. Basi,
Paris: Répertoire Defrénois, 2005 (Les Obligations) s. 225; Fikret Eren, Bor¢lar Hukuku Genel
Hiikiimler, 26. Baski, Ankara: Yetkin Yayinlari, 2021 (Borglar Genel Hiikiimler) s. 267; Sefa Reisoglu,
Tiirk Borclar Hukuku Genel Hiikiimler, 23. Basi, Istanbul: Beta Yaymcilik, 2012 (Borglar Genel
Hiikiimler) s. 62.

5% Mustafa Alper Giimiis, Bor¢lar Hukuku Genel Hiikiimleri, Ankara: Yetkin Yayimnlari, 2021 (Genel
Hiikiimler), s. 148.

%9 Antalya, Borg¢lar Genel Hiikiimler I, s. 238; Bilgehan Cetiner/Andreas Furrer/Markus Miiller-
Chen, Bor¢lar Hukuku Genel Hiikiimler, 2. Baski, Istanbul: Onikilevha, Agustos 2022 (Genel
Hiikiimler) s. 99.
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tarafi oneride bulunmaya davet etmektedir®®. Bir beyanin éneri mi yoksa oneriye
davet mi oldugu agik degilse beyanlarin yorumlanmasi gerekir. Beyanin muhatabi bu
beyanin bir 6neri oldugunu fiilen anlayabilmisse burada bir 6neri oldugu kabul edilir.
Eger boyle bir durum yoksa hakim, giiven teorisi uyarinca beyanin niteligini ortaya

koyacaktir®?,

Bir beyanin hukuki olarak Oneri olarak nitelendirilebilmesi bagka bir deyisle
s6zlesme kurmaya muktedir olabilmesi i¢in bazi sartlar1 tasiyor olmasi gerekir®®2. Tlk
olarak Onerinin belli bir kisiye yonelmis olmas1 gerekir. Baska bir deyisle belirli bir
kisiye yonelmeyen, genele yapilan aciklamalara kural olarak 6neri teskil etmezler®®,
Kisisel verilerin konusunu teskil ettigi sozlesmelerin genelde sosyal medya
platformlar1 tarafindan sunulan hizmetlere iliskin oldugu diisiintildiigiinde bu noktanin
ayrica ele alinmasit gerekir. Zira bu platformlar ile kullanicilart arasindaki
sozlesmelerde platformlar kullanicilarla dogrudan iletisime gegmezler. Kullanicilar bu
platformlara kaydolarak veya bu uygulamalar1 kullanarak s6z konusu platformlarla
etkilesime gecerler. Bu noktada hangi tarafin beyaninin 6neri, hangi tarafin beyaninin
kabul oldugunu ortaya koymak gerekir. Beyanlarin niteliklerini ortaya koymak i¢in iki
yorum yapilabilir. Ik olarak hizmet veren tarafin hizmetini internet ortamina
koymasin1 Oneri olarak kabul edip, kisisel veri saglayanin bu hizmete kaydolmasi
yahut onu kullanmasinin kabul beyani olarak nitelendirilmesi miimkiindiir. Ikinci
olarak ise kisisel veri saglayan kullanicinin hizmete kaydolmasi veya onu kullanmasini
oOneri, hizmet verenin hizmeti saglamasini ise kabul olarak nitelendirilebilir. Bu ikinci
durumda hizmet saglayicisinin hizmetini ¢evrimici bir ortama koymasi 6neriye davet
olarak nitelendirilecektir. Zira her halde hizmetten yararlandirilmanin kosullarini tek

tarafli olarak belirleyen taraf hizmet saglayicidir.

600 Eren, Borglar Genel Hiikiimler, s. 287; Safa Reisoglu, Tiirk Bor¢lar Hukuku (Genel Hiikiimler),
25. Bas1, Istanbul: Beta Yayincilik, 2014 (Genel Hiikiimler) s. 65; Antalya, Borg¢lar Genel Hiikiimler
I, s. 249; Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s. 97.

601 Eren, Bor¢lar Genel Hiikiimler, s. 287. Giiven teorisi kavrami ¢alismanin devaminda ayrica ele
almacaktir.

602 Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s. 96; Giimiis, Genel Hiikiimler, s. 148. Onerinin
sahip olmasi gereken 6zellikler igin bkz. Eren, Bor¢lar Genel Hiikiimler, s. 283 vd.; Antalya, Borg¢lar
Genel Hiikiimler I, s. 238 vd.

603 Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s. 99; Giimiis, Genel Hiikiimler, s. 148. Asagida
ele almacak 6zel durum haricinde de bazi durumlarda herkese yapilmis ilaninin Oneri niteliginde
olabilecegi kabul edilmistir. Bunlara 6rnek olarak caddelere konulmus olan otomatlar verilebilir, bkz.
Reisoglu, Genel Hiikiimler, s. 65.
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Internet iizerinden yapilan ilanlarm &neri mi yoksa oneriye davet mi oldugu
doktrinde tartisilmigtir. Bu noktada ilk olarak bir goriis internet {izerinden yapilan
ilanlarin 6neriye davet olarak vasiflandirilmasi gerektigini savunmustur®. internet
lizerinden yapilan ilanlar1 6neri degil, 6neriye davet olarak nitelendirilmesinin en
onemli nedenlerinden biri internetten yapilan bir ilana kag kisinin cevap vereceginin
onceden belli olmamasi, ilan verenin siirsiz ve belirsiz sayida sdzlesmeyi ifa etmek
yiikiimliiliigi altina sokulmasinin hakkaniyete aykiri olacagi endisesidir. Bu durumda
ilan veren kisi elindeki smirli stokla sinirsiz sayida talebi karsilamak zorunda
kalabilecektir. Ayrica ilan veren kisi, karsi tarafin 6deme giiciinii bilebilecek durumda
olmadigi i¢in normal kosullarda s6zlesme yapmak istemeyecegi biri ile ilan iizerinden
sozlesme iliskisi icine girmesi yerinde goriilmemistir®®. Buna karsin dikkat edilirse
internet lizerinden saglanan hizmetlerin neredeyse hicbirinde stok sorunu mevcut
degildir®®. Ornegin bir kisi bir sosyal medya uygulamasima kaydoldugunda bu durum
o sosyal medya uygulamasinin diger kigilere hizmet sunma kabiliyetini diislirmez.
Bunun gibi kullanict hizmetten yararlanma karsiliginda kisisel veri sagliyorsa 6deme
giicli bakimindan da hizmet saglayanin ayrica bir degerlendirme yapmasi gerekmez.
Bu sartlar bir arada disiiniildiiglinde hizmet saglayicilarin hizmetlerini internet
ortamma koymalarmin oOneri olarak degerlendirilmesinde bir beis olmadig:

goriilecektir®®’.

604 Cigdem Kirca, “Internette S6zlesme Kurulmasi”, Banka ve Ticaret Hukuku Dergisi (BATIDER),
Aralik 2000, c. XX, S. 4 (internette Sézlesme Kurulmasi) s. 103-104; Cetiner/Furrer/Miiller-Chen,
Genel Hiikiimler, s. 98. Doktrinde diger bir goriis burada bir ayrima gidilmesi gerektigi yoniinde fikir
beyan etmektedir. Buna gore eger internet sitesine bir iiriin konulur ve bu {iriiniin altina 6rnegin “li¢
iiriin kalmigtir” vs. gibi bir a¢iklama ilistirilirse bunun bir 6neri oldugu kabul edilmelidir. Buna karsin
bdyle bir agiklamanin yoklugunda bir 6neriden degil oneriye davetten sdz etmek gerekecektir, bkz.
Gilimiis, Genel Hiikiimler, s. 150.

605 Necip Kocayusufpasaoglu/Hiiseyin Hatemi/Rona Serozan/Abdiilkadir Arpaci, Bor¢lar Hukuku
Genel Hiikiimler, C. 1, 7. Basi, Istanbul: Filiz Kitapevi, 2017 (Borglar Genel Hiikiimler) s. 183-184;
Gilimiis, Genel Hiikiimler, s. 151.

606 Benzer bigimde internetten dogrundan indirilebilen iiriinler igin internet iizerinden yapilan ilanlarmn
stok  sorunu  olmadigi  igin  Oneri  olarak  kabul edilebilecegi  yoniinde  bkz.
Kocayusufpasaoglu/Hatemi/Serozan/Arpaci, Bor¢lar Genel Hiikiimler, s. 187-188. Aymi yonde
ornekler icin bkz. Glimiis, Genel Hiikiimler, s. 151.

607 Bu yonde bkz. Rona Serozan/Basak Baysal/Keren Sanli, Bor¢lar Hukuku Ozel Boliim, 4. Baski,
Istanbul: Onikilevha Yaymlari, Ocak 2019 (Ozel Bsliim), s. 129. Internet aligverislerinde de 6demenin
genellikle kredi kart1 ile yapiliyor olmasi alicinin 6deme giicii hakkindaki belirsizlikleri giderdigi i¢in
bu gibi ilanlarin &neri olarak kabul edilebilecegi doktrinde savunulmustur, bkz. Hatice Ozdemir
Kocasakal, Elektronik Sozlesmelerden Dogan Uyusmazhklarin Coziimiinde Uygulanacak
Hukukun ve Yetkili Mahkemenin Tespiti, 1. Basi, Istanbul: Vedat Kitapgilik, 2003 (Elektronik
Sozlesmeler) s. 58-59; Kirca, Internette Sozlesme Kurulmasi, s. 104. Keza Tiirk hukukunda doktrinde
bir goriis kisisel verilerin paylasiimasina karsiluk ¢evrimigi bir programin veya platformun kullanilmasi
veya bir iiriinde 6zel indirim imkanlarinin sunulmasinin teklif edilmesinin 6neri niteliginde oldugu
savunmaktadir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 150-151
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Taraflarin irade beyanlarinin diiriistliik kurali uyarinca yorumlanmasi sonucunda
da farkli bir sonuca varilmayacaktir. Bir hizmet saglayict hizmetini internet ortamina
koydugu zaman muhtemel kullanicilarin bu hizmet ile etkilesmesini temenni etmekte,
hizmet kullanildiginda veya hizmete liye olundugunda ayrica bir denetleme yapmadan
kullanicilart hizmetten yararlandirmaktadir. Dolayist ile hizmetin ¢evrimigi ortama
konulmasi ile hizmet saglayicinin baglanma iradesini ortaya koydugunu sdylemek

mumkinddar.

Keza sadece Tirk hukuku bakimindan degil karsilastirmali s6zlesme hukuku
doktrini uyarinca da onerinin hizmet saglayicidan geldigi kabul edilmektedir®®,
Kullanim kosullarinda “sézlesme” gibi ifadelere yer veriliyor olmasi, kullanim
kosullariin tipik bir sézlesme formatinda hazirlaniyor olmasi hizmet saglayicilarin da
hizmetlerini internet ortamina koyarken bir Oneride bulunduklarmin farkinda

809 Kaldi ki siiphe halinde basvurulacak olan giiven teorisi

olduklarini isaret etmektedir
uyarinca da bu ifadelerin bir 6neri giiciinde oldugunu kabul etmek gerekecektir. Buna

karsin doktrinde bir goriis ayrica iiye olunmadan kullanilan hizmetler bakimindan

608 Metzger, A Market Model for Personal Data, s. 30. Yazar burada Alman Hukuku bakimindan bir
inceleme yaparak BGB m. 157 uyarinca irade beyaninin objektif yorum uyarinca yorumlanmasi i¢in
makul bir tiiketicinin esas alinmasi gerektigini, makul tiiketicinin de hizmet saglayicinin beyan ve
davraniglarini 6neri olarak kabul edecegini savunmustur. Anglosakson hukukunda da benzer bir goriis
savunulmaktadir. Buradaki 6neriyi otomat makinelerine benzeten goriis i¢in bkz., Eliza Mik, “Contracts
Governing The Use of Websites”, Singapore Journal of Legal Studies, Vol. Mar, 2016 (Use of
Websites) s. 82. Buna karsin bizim hukukumuzda otomat makinelerinin de bir neriye davet niteliginde
oldugu, otomata para atilmasinin Oneri, otomatin iiriii vermesini ise kabul beyam olacagi da
savunulmaktadir, bkz. Giimiis, Genel Hiikiimler, s. 152,

609 Metzger, A Market Model for Personal Data, s. 31. Ornegin Meta Hizmet Kosullari’nda sézlesme
ibaresine agikga rastlamak miimkiindiir “Hesabinizi silmeniz veya hesabinizi kapatmamiz veya silmemiz
halinde bu Kosullar feshedilerek artik aramizda bir sézlesme teskil etmeyecek, ancak asagidaki
hiikiimler yiiriirliikte kalmaya devam edecektir” bkz. https://www.facebook.com/legal/terms/update
(erigim tarihi: 12.09.2022); Twitter’in Hizmet Kosullarin’da da benzer bir kullanim daha bariz bigimde
gbze carpmaktadir “You may use the Services only if you agree to form a binding contract with
Twitter...” (Hizmeti kullanabilmeniz ancak Twitter ile baglayic1 bir s6zlesme akdetmeniz sarti ile
miimkiindiir [yazar cevirisi]) bkz. https://twitter.com/en/tos (erisim tarihi: 12.09.2022); keza Google’in
Hizmet Sartlarinda da sozlesme kavramina dogrudan atif vardir, “Yasa geregi, bu hizmet sartlar: gibi
bir sézlesme ile simirlandirilamayacak bazi haklariniz vardir. Bu sartlar hi¢bir sekilde soz konusu
haklart kisitlamayr amaglamamaktadir.” bkz. https://policies.google.com/terms?hl=tr&fg=1 (erigim
tarihi: 12.09.2022); benzer bi¢imde Amazon’un Kullanim Kosullarinda da “Amazon Hizmetleri'ni
kullanarak, bu kosullarla bagh olmayr kabul etmektesiniz.” ifadesine yer verilmistir bkz.
https://www.amazon.com.tr/gp/help/customer/display.html?nodeld=201909000&ref _=footer_cou
(erisim tarihi: 21.09.2022) (vurgular eklenmistir). Benzer bir ifade icin bkz. TikTok, Kullamim
Sartlar1, Your Relationship With Us. Doktrinde Linkedin’in kullanim sartlar1 izerinden savunulan ayni
yonde bir goriis i¢in bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 151.


https://www.facebook.com/legal/terms/update
https://twitter.com/en/tos
https://policies.google.com/terms?hl=tr&fg=1
https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909000&ref_=footer_cou
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bunlarin sadece internet ortamina yerlestirilmis olmasinin bir Oneri olarak

nitelendirilmesinin miimkiin olmadigmni savunmaktadir®®,

Kanaatimizce de icerik veya hizmetin internet ortamina konulmasi tek basina bir
Oneri teskil eder. Bu husus, saglayicilar tarafindan hazirlanan soézlesmelerde
kullanicilarin asagida ayrica incelenecegi lizere, bu hizmet veya igeriklere iiye
olmalari, onlar1 kullanmalar vs. ile s6zlesmenin kurulmus olacagini yazmalar ile de

desteklenmektedir®?!,

2. Kabul Beyam A¢iklamasinin Tespiti
Bir iist baglikta 6neri beyaninin ¢evrimici sunulan hizmetlerde genellikle hizmet
saglayicidan geldigini tespit ettikten sonra kullanicinin kabul beyaninin da ortaya
konmasi gerekir. Oneren tarafindan yoneltilen dneriye uygun olarak s6zlesme kurma
arzusunu tasiyan beyana kabul denir®2, Sézlesmenin kurulmasi &neriye uygun bir
kabul beyaninin agiklanmasina baghdir. Ayni 6neride oldugu gibi kabul beyaninin da
oneri sahibine yoneltilmesi gerekir®'®. Oneriye uygun kabul beyani sozlesmenin

kurulmasini saglayacaktir®,

Sozlesme hukuku uyarinca kabul beyan1 agik bir irade beyani ile yapilabilecegi
gibi ortili bir sekilde de agiklanabilir. Kisisel verilerin konu oldugu s6zlesmelerde

kanaatimizce kabul beyaninin agiklanmasindaki iki ihtimali de tartismak miimkiindiir.

610 Yazarar gore drnegin bir internet sitesinin URL’sine tiklandiginda sayfa dogrudan aciliyor ve sdz
konusu site erisimi engelleyen bir pop-up olmaksizin kullanilabiliyorsa burada 6neri olmayacagi igin
kullanicinin hangi davranislarinin kabul beyani oldugunu tartismaya da gerek yoktur, bkz. Akkanat-
Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 167. Buna karsin yazar calismasmin daha dnceki
kisminda “sonug itibariyle girisimcinin veri igsleme faaliyetine yonelik bilgilendirmeyi de iceren
onerisini, ilgili iiriin kullamilmadan once tiiketicinin dikkatine sunmak durumunda olmasi veri
sorumlusunun yiikiimliiliiklerini yerine getirmesiyle ilgili olmakla birlikte taraflar arasinda bir sozlesme
iliskisinin kurulmasina tek basina engel degildir.” agiklamasina yer vermistir, bkz. Akkanat-Oztiirk,
Kars1 Edim Olarak Kisisel Veriler, s. 152. Yazara gore hizmet alan kisinin reklamlara maruz kalmasi,
ancak yine de s6z konusu hizmeti kullanmay siirdiirmesi bu kisinin kisisel verilerinin islenmesini iceren
bir sozlesme iligkisi i¢ine girdigi farkindaligina sahip olduguna dalalet eden bir unsur olarak ele
alimmalidir. Kanaatimizce yazarin bu goriisiinden hareketle pratikte neredeyse ¢evrimigi hizmet sunan
biitiin saglayicilarin reklamlarla kendilerini finanse ettikleri de dikkate alindiginda, tek basina
cevirimi¢in hizmeti internet ortamma koymanin Oneri niteliginde olabilecegini kabul etmek
gerekecektir. Ayrica bkz. Akkanat-Oztiirk, Karsi Edim Olarak Kisisel Veriler, s. 158.

611 Bkz. dpn. 636.

612 Antalya, Bor¢lar Genel Hiikiimler I, s. 265; Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s. 103;
Giimiis, Genel Hiikiimler, s. 164.

613 Eren, Borclar Genel Hiikiimler, s. 296; Kemal Oguzman/Turgut Oz, Bor¢lar Hukuku Genel
Hiikiimler, C. 1, 16. Basi, Istanbul: Vedat Kitapcilik, 2022 (Borglar Genel Hiikiimler), s. 67.

614 Oguzman/Oz, Borclar Genel Hiikiimler, s. 70; Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s.
105.
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Keza karsilastirmali hukukta kullanicinin bir internet sitesi lizerinden igerik veya
hizmete erisimi bakimindan iki sdézlesme ihtimalin olabilecegi ifade edilmistir. Ilk
olarak kullanici bir siteye girdiginde kendisine bu siteden yararlanmasi i¢in sitenin
kosullarin1 kabul etmesi istenebilir ki bunlara “tiklama sozlesmesi” (click-wrap
agreement) denir®®®, Burada kullanic1 aktif bir fiili ile sitenin kosullarma onay
verdigini ortaya koymaktadir. Ikinci ihtimalde ise kulanici bir irade beyani ile
dogrudan kosullar1 kabul etmez ancak sitede gezinmesi veya siteyi kullanmasi bir
sitenin kosullarina onay verildigi anlamina gelebilir. Bu sozlesmelere de “gezinme
sozlesmesi” (browse wrap agreement) denir®!®, Kanun sézlesme icin ayrica bir sekil
sarti Ongormedigi siirece bir kutucuga tiklamak, sitede sadece gezinmek gibi
faaliyetlerin de sozlesme kurmaya muktedir irade ortaya koyan davraniglar

617 Calismanin devaminda borglar hukuku genel

olabilecegini kabul etmek gerekir
hiikiimler ¢er¢evesinde bu sdzlesmelerin ve bunlarin yaninda kisisel verileri koruma

hukukuna dair beyanlarin degerlendirmesi yapilacaktir.

a. Acik Kabul Beyam Aciklamasi
Acik kabulde kisi kabul iradesini agik bir beyan ile yapmaktadir®®. Burada

kisinin iradesi herhangi bir tereddiide mahal vermeksizin tespit edilmis olur®®®.

Bazi1 hizmetlerden yararlanmak i¢in kullanicinin o hizmete iiye olmasi sarttir. Bu
durumda kullanicit kendisinden talep edilen bilgileri doldurarak hizmete iiye olur ve
hizmetten yararlanmaya baglar. Kanaatimizce hizmete liye olmak kabul beyaninin agik
bir ifadesi teskil eder. Zira kisiler bunun gibi liye olma stireclerinde genellikle hizmet
kosullarini kabul ettiklerini sOyleyen metinleri dogrudan isaretlerler veya iiye olarak

620

bu sartlar1 kabul ettiklerine dair uyarilirlar®. Bu bakimdan kullanicinin ilgili hizmete

815 Mario Iskander, “Blockchain: The Future of All Data”, Intellectual Property and Technology Law
Journal, Vol. 22, No. 1, Fall 2017 (Future of All Data) s. 2.

816 Mik, Use of Websites, s. 73; Iskander, Future of All Data, s. 2.

817 Mik, Use of Websites, s. 76.

618 Eren, Borglar Genel Hiikiimler, s. 296; Antalya, Bor¢lar Genel Hiikiimler I, s. 93.

619 Kemal Oguzman/Nami Barlas, Medeni Hukuk, 27. Basi, Istanbul: Onikilevha Yaynlari, 2022
(Medeni Hukuk) s. 185; Cem Baygin/Ahmet Nar, Medeni Hukuk Dersleri-1 (Baslangi¢ Hiikiimleri
ve Gergek Kisiler Hukuku), 3. Baski, Ankara: Yetkin Yaymlari, 2022 (Medeni Hukuk Dersleri) s.
176; Mehmet Ayan, Bor¢lar Hukuku (Genel Hiikiimler), 11. Baski, Ankara: Se¢kin Yayincilik, 2016
(Borglar Hukuku) s. 120; Mustafa Dural/Suat Sar1, Tiirk Ozel Hukuku Cilt 1 (Temel Kavramlar ve
Medeni Kanunun Baslangi¢ Hiikiimleri), 16. Baski, Istanbul: Filiz Kitabevi, 2021 (Temel Kavramlar)
s. 200; Hiiseyin Altas, Medeni Hukuk Baslangi¢c Hiikiimleri (TMK m. 1-7), 2. Baski, Ankara: Yetkin
Yayinlari, 2020 (Medeni Hukuk) s. 130; Ahmet Kilicoglu, Bor¢lar Hukuku (Genel Hiikiimler), 21.
Basi, Ankara: Turhan Kitapevi, Eyliil 2017 (Genel Hiikiimler) s. 61; Antalya, Bor¢lar Genel Hiikiimler
I, s. 267; Nomer, Genel Hiikiimler, s. 45; Glimiis, Genel Hiikiimler, s. 122,

620 Ornegin Meta sirketi kullanicinin hizmete iiye olmast ile birlikte hizmetin sartlarini kabul etmis
sayilacagim sdylemistir bkz. “Kaydol diigmesine tiklayarak, Kosullarimizi, Gizlilik Ilkemizi ve Cerezler
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tiye olma isleminin acik kabul beyani olarak kabul edilmesinin gerekecegi
kanaatindeyiz®?!. Benzer bigcimde yukarida izah edilen tiklama sdzlesmeleri
bakimindan da acik kabul beyaninin varlifindan siiphe edilmemelidir. Burada da
kullanici kullandigi sitenin sartlarini kabul ettigini aktif bir fiili ile ortaya koymaktadir.
Bu davranisin da bir agik kabul beyani niteliginde oldugunu kabul etmek yerinde olur.
Kanaatimizce bu tarz sozlesmeler tiklama ile kurulan sozlesmelere tipik bir drnek
teskil etmektedir. Ornegin DeJohn v. The. TV Corp. Intern. davasinda mahkeme
kullanicinin kosullar1 kabul ettigini belirten kutucuga tiklamasi ile sézlesme ile baglh

hale geldigine karar vermistir®2,

b. Ortiilii Kabul Beyam Aciklamasi
Ortiilii kabul iradesinde irade beyan1 agik¢a ifade edilmez ancak bir davranisla

623

ortaya konulur®s®. Agik olmayan her kabul beyaninin 6rtiilii kabul beyani olarak kabul

edimesi gerektigi de savunulmustur®?*. Iradenin tespit edilebilmesi, iradenin ortaya

kondugu baglam ile birlikte degerlendirilmesine baglidir®®,

Bazi uygulamalara iiye olup giris yaparak kullanmak miimkiin oldugu gibi, bir
st paragrafta bahsedildigi gibi bir liyelik siireci yiiriitiilmeden, dolayisiyla da ilgili
dijital icerigin hizmet kosullarin1 onayladiklarini beyan eden metinleri isaretlemeden
kullanmak miimkiindiir. Bu durumda da hizmet saglayicilar kullanicilardan bazi
verilerini toplamaktadirlar®?®. Ornegin Twitter Gizlilik Politikasinda “Bir hesap

olusturmasaniz veya hesabinizla giris yapmasaniz dahi bir icerige baktiginizda veya

Ilkemizi kabul etmis olursun. Bizden SMS Bildirimleri alabilir ve bu bildirimleri istedigin zaman
durdurabilirsin.” https://tr-tr.facebook.com/ (erisim tarihi:12.09.2022); benzer bir kullanim Twitter’da
su sekildedir “Kaydolarak Kosullarimizi, Gizlilik Politikamizi ve Cerez Kullanimimizi kabul etmig
olursun.” bkz. https://twitter.com/i/flow/signup (erigim tarihi: 12.09.2022).

621 Akkanat-Oztiirk, Karst Edim Olarak Kisisel Veriler, s. 159. Bu kosullarin gercekten okunup
okunmadigimin kabul beyaninin varligi bakimindan énemli olmadigi hakkinda bkz. Akkanat-Oztiirk,
Kars1 Edim Olarak Kigsisel Veriler, s. 153.

622 Delohn v. The .TV Corp, Intl, 245 FSupp. 2d 913 (N.D. EIL 2003)
https://law.justia.com/cases/federal/district-courts/FSupp2/245/913/2514874/ (erisim tarihi:
27.01.2023) s. 919.

623 K ocayusufpasaoglu/Hatemi/Serozan/Arpaci, Bor¢lar Genel Hiikiimler, s. 205. Ortiilii irade beyani
iradeyi gosteren bir davranisla ortaya konabilecegi gibi bir irade faaliyetiyle de ortaya konabilir. fradeyi
gosteren davranis kisinin dis diinyaya yansiyan davranislarinin i¢inde bulundugu baglam ile birlikte
yorumlandiginda isaret ettigi iradeye denir. Bunun yaninda ortiilii irade beyanmin dogrudan ifa fiili ile
ortaya konmasi da miimkiindiir, bkz. Antalya, Bor¢lar Genel Hiikiimler I, s. 94; Dural/Sar1, Temel
Kavramlar, s. 201.

624 Antalya, Bor¢lar Genel Hiikiimler I, s. 268.

625 Giimiis, Genel Hiikiimler, s. 123; Baygin/Nar, Medeni Hukuk Dersleri, s. 176; Ayan, Borglar
Hukuku, s. 121; Oguzman/Barlas, Medeni Hukuk, s. 185; Altas, Medeni Hukuk, s. 131; Nomer,
Genel Hiikiimler, s. 45.

626 Bedir, Data As Counter-Performance, s. 34.


https://tr-tr.facebook.com/
https://twitter.com/i/flow/signup
https://law.justia.com/cases/federal/district-courts/FSupp2/245/913/2514874/
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tiriinlerimiz ve hizmetlerimizle baska bir sekilde etkilesime gectiginizde bilgilerinizi
aliriz” hikkmiine yer vermistir. Benzer bicimde Facebook Gizlilik Ilkesinde su ifadeye
yer verilmistir: “Hakkinizda topladigimiz ve isledigimiz bilgiler, Uriinlerimizi nasil
kullandigimiza baghdwr. Ornegin, Marketplace'te bir mobilya sattiginizda ve
Instagram'da bir Reels videosu paylastiginizda birbirinden farkli bilgiler toplariz.
Uriinlerimizi kullandiginizda, sizin hakkinizda bazi bilgiler toplariz.”®*". Bu bilgiler
kullanicinin IP adresi, tarayicisinin tipi ve dili, islemci sistemi, erisim saatleri, erisilen
sayfalar, kullanicinin konumu, cihaz bilgileri vs. gibi ¢ok genis bir yelpazeyi

kapsamaktadir®?8

. Kullanicinin IP adresi veya konum bilgisi gibi bilgilerin kisisel veri
teskil etme riski vardir. Benzer bir durum Amazonun Kullanim Kosullarinda®®® ve
Gizlilik Bildiriminde de gbze ¢arpmaktadir. Gizlilik Bildirimindeki ilgili hiikiim su
sekildedir “Amazon Hizmetleri araciligiyla sunulan hizmetlerle ve icerikle
etkilesiminiz de dahil olmak tizere, Amazon Hizmetleri kullaniminiza iliskin bazi
bilgilerinizi otomatik olarak toplamakta ve saklamaktay:z.”%. Dikkat edildigi iizere
aslinda burada da kayith bir hesap ile hizmete giris yapmadan hizmetten yararlanan
kisi de bazilar1 kisisel veri olabilecek verilerini hizmet saglayiciya saglayarak
hizmetten yararlanmaktadir. Buradaki sorun kullanicinin ilgili hizmetten veya

icerikten  yararlanmasinin  gercekten bir kabul beyan1 olarak anlasilip

anlasilamayacagidir.

Bir 6neri karsisinda sadece susma kural olarak kabul beyani teskil etmez®3!.

Buradaki orneklerde ise kullanicinin sustugundan bahsetmek miimkiin degildir.
Kullanic1 aktif bir fiil icra ederek, s6zlesmeye konu dijital hizmet veya igerikten
yararlanarak, bu hizmet veya igerikten yararlanma iradesini ortaya koymaktadir.

Ancak buradaki sorun kullanicinin bu faaliyeti yaparken gercekten bir kabul beyani

627 Meta, Gizlilik ilkesi, Hangi bilgileri topluyoruz?.

628 Hiikmiin orijinal metni i¢in bkz. “We may receive information when you view content on or otherwise
interact with our products and services, even if you have not created an account or are signed out”
Twitter  Gizlilik  Sartlari,  https://cdn.cms-twdigitalassets.com/content/dam/legal-twitter/site-
assets/privacy-june-10-2022/Twitter_Privacy_Policy EN.pdf (erigim tarihi: 18.09.2022).

629 “Liitfen Amazon Hizmetleri'ni kullanmadan 6nce bu kosullar: dikkatli bir sekilde okuyunuz. Amazon
Hizmetleri'ni kullanarak, bu kosullarla bagh olmayr kabul etmektesiniz” bkz. Amazon, Kullamim
Kosullarn, Giris.

630 Amazon Gizlilik Bildirimi i¢in bkz.
https://www.amazon.com.tr/gp/help/customer/display.html?nodeld=201909010&ref =footer_privacy
#GUID-76613C0D-37C3-4817-8287-

6FF3811CB687__ SECTION_60E44070B3B74D83B51778D69117FA68 (erisim tarihi: 21.09.2022).
831 Oguzman/Oz, Borglar Genel Hiikiimler, s. 69; Ayan, Borclar Hukuku, s. 121; Oguzman/Barlas,
Medeni Hukuk, s. 188; Antalya, Bor¢lar Genel Hiikiimler I, s. 268; Nomer, Genel Hiikiimler, s. 46-
47; Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s. 104; Glimiis, Genel Hiikiimler, s. 164.


https://cdn.cms-twdigitalassets.com/content/dam/legal-twitter/site-assets/privacy-june-10-2022/Twitter_Privacy_Policy_EN.pdf
https://cdn.cms-twdigitalassets.com/content/dam/legal-twitter/site-assets/privacy-june-10-2022/Twitter_Privacy_Policy_EN.pdf
https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909010&ref_=footer_privacy#GUID-76613C0D-37C3-4817-8287-6FF3811CB687__SECTION_60E44070B3B74D83B51778D69117FA68
https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909010&ref_=footer_privacy#GUID-76613C0D-37C3-4817-8287-6FF3811CB687__SECTION_60E44070B3B74D83B51778D69117FA68
https://www.amazon.com.tr/gp/help/customer/display.html?nodeId=201909010&ref_=footer_privacy#GUID-76613C0D-37C3-4817-8287-6FF3811CB687__SECTION_60E44070B3B74D83B51778D69117FA68

142

aciklamakta oldugunun farkinda olup olmadigini tespit etmektir. Zira ¢ogu durumda
kullanict boyle bir hizmet veya icerikten ona iliye olmadan yararlandiginda saglayici
ile bir sozlesme yapmis olabileceginin farkinda olmaz. Bu durumda kullanicinin
davraniglar1 ile ortaya koydugu iradesinde gergekten bir baglanma iradesi oldugu
tartismali hale gelecektir. Doktrinde Anglosakson hukukundan bir goriis sézlesme igin
taraflarin sézlesmenin biitiin sonuglarinin olmasa bile en azindan bir degis-tokus

632 Kullanicinin

iliskisinin varliginin farkinda olmalar1 gerektigini savunmustur
baglanma iradesi olmadan ag¢ikladigi iradenin bir s6zlesme meydana getirmesi kural
olarak miimkiin degildir. Bu durumda kullanicinin sadece s6z konusu hizmetlerin
kullanim1 ile kabul beyanin1 ortaya koydugunu sdylenemeyecektir. Avrupa
Komisyonu da CRD’in dijital igeriklere iliskin sozlesmelere uygulanabilirligini
inceledigi goriisiinde bir internet sitesinin sadece goriintiilenmesinin veya o internet
sitesinden bir igerigin indirilmesinin tek basimna sézlesmenin kurulduguna dalalet

etmeyecegini savunmustur®?,

Bununla beraber doktrinde bir goriis, bazi sartlar altinda kullanicinin siteyi
dogrudan kullanmasinin kabul beyani teskil etme ihtimalini tartismistir. Buna gore,
sayet saglayici sozlesme kosullarina atifta bulunan baglantiy1 yeterince acik bigimde
siteye koyarsa bunu incelemeden siteyi kullanmaya devam eden kisinin bu fiili ile
kabul beyanim da ortaya koydugundan bahsedilebilir®®*. ilgili baglant: adresinin agik
bicimde siteye konulup konulmadigini anlamak i¢in her sitenin igeriginin ve
tasariminin ayr1 ayri incelenmesi gerekir. Baglantinin sitede goriiniir olmasi, agikca
“Kosullar”, “Hukuki Kosullar” gibi ifadeleri igermesi gibi hususlara bakilabilir. Bu
durumda kullanict kendisinin itina gdstermesi gereken bir husus hakkinda yeterli
incelemeyi yapmamis, dolayisiyla kendisinin korunmasinda hukuken bir mesruiyet
kalmamistir. Bu goriisiin zayif noktasi bir baglanti adresinin diger tarafa bildirilmesi
ile baglanma iradesine ulasarak aslinda sdzlesme hukuku bakimindan esasli bir sonuca
varmasi, buna kars1 ¢cikan goriisiin zay1f noktasi ise saglayicinin kosullarint muhtemel

635

kullanicilara sunmasina bir sonu¢ baglamamasidir®”. Buna karsin uygulamadaki bazi

s0zlesme hiikiimleri kullanicilarin hizmetlere erisim saglamasinin kullanim kosullarini

832 Mik, Use of Websites, s. 84.

833 European Commission, DG Justice, s. 64. Benzer yonde yaklagimlar hakkinda agiklamalar igin bkz.
Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, 5.168.

634 Akkanat-Oztiirk, Karst Edim Olarak Kisisel Veriler, s. 159.

835 Mik, Use of Websites, s. 86-87.
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kabul etmek olarak kabul edilecegini sdylemektedir®®.

Bu sckilde kurulan
sOzlesmelere doktrinde daha once de izah edildigi gibi gezinerek kurulan s6zlesmeler
anlaminda Browsewrap sozlesmeler denmektedir. Gerek tiklanarak gerek de gezinerek
kabul beyaninin gosterilmesi makul bir bildirimin yapilmis olmasina ve kabuliin

anlasilir olmasina baglidir®®’.

Kanaatimizce bir internet sitesinde sadece géz atmis olmanin Ortiilii bir irade
beyani teskil etmesi i¢in daha baska verilerle desteklenmesi 6nemlidir. Bu konuda Ellis
v. Cartoon Network davasinda yapilan g¢ikarimlari hatirlamakta fayda vardir®®,
Kullanicinin ek bazi faaliyetlerde bulunmadan, 6rnegin internet sitesini erisim
saglayarak sozlesmeyi kabul etmis sayilacagini sdyleyen bir pop-up ekranini
kapatmast ve uygulamayr kullanmaya devam etmesi, oOrtiili kabul beyaninda
bulundugu kabul edilemez. Dolayisiyla yukarida sayet kullanim kosullarina yeterince
dikkat ¢ekilmisse kullanicinin internet sitesine salt erisim saglayarak oOrtiilii kabul
beyaninda bulunmus olacagini savunan goriise higbir sekilde bu yonde bir iradesi

bulunmayan bir kisinin davraniglart Ortiilii kabul beyani sayilamayacagi icin

katilmiyoruz. Ancak kullanicinin dikkati kullanim kosullarina yeterince ¢ekilmisse bu

636 «By accessing or using our Services, you confirm that you can form a binding contract with TikTok,
that you accept these Terms and that you agree to comply with them (Hizmetlerimize eriserek veya
onlar1 kullanarak, TikTok ile hitkiimlerini kabul ettiginiz ve onlara uyacaginizi kabul ettiginiz baglayici
bir sézlesme kurdugunuzu teyit etmis olursunuz. [yazar cevirisi])” TikTok, Kullamm Kosullari,
Accepting the Terms. Benzer bir maddeye Linkedin’in Kullanici Sozlesmesinde rastlamak da
miimkiindiir. Linkedin kullanicilar ile iki sekilde s6zlesme iligkisinin kurulacagina sozlesmesinde yer
vermistir. Buna gore kullanicilar Linkedin’e liye olarak veya uygulamaya erisim saglayarak sézlesme
iligkisine girmis olurlar: “You agree that by clicking “Join Now”, “Join LinkedIn”, “Sign Up” or
similar, registering, accessing or using our services (described below), you are agreeing to enter into
a legally binding contract with LinkedIn (even if you are using our Services on behalf of a company). If
you do not agree to this contract (“Contract” or “User Agreement”), do not click “Join Now” (or
similar) and do not access or otherwise use any of our Services.” (“Simdi Katil, “LinkedIn’e Katil”,
“Kaydol” veya benzerlerine tiklayarak, kaydolarak, (asagida tasvir edilen) hizmetlerimize eriserek,
Linkedin ile baglayict bir sdzlesmeye girmeye onay verirsiniz (Hizmetlerimizi bir sirket adina
kullantyor olsaniz bile). Eger bu sdzlesmeye onay vermek istemiyorsaniz (“Sozlesme” veya “Kullanici
Sozlesmesi”) “Simdi Katil” (veya benzerlerine) tiklamayainiz ve Hizmetlerimizin higbirine erigim
saglamayiniz veya onlar1 diger bir sekidle kullanmayaniz [yazarin ¢evirisi]), bkz Linkedin, Kullanici
Sozlesmesi, Introduction, 1.1 Contract, https://www.linkedin.com/legal/user-agreement (erigim
tarihi:19.05.2023), (Kullanic1 S6zlesmesi). Tinder isimli uygulamanin ¢ok benzer bir maddesi Norveg
Tiiketici Konseyi tarafindan denetlenmesi bakimindan Ombudsmanin dikkatine bir sikayet ile
sunulmustur, bkz. Forbrukerradet, “Complaint regarding unfair contractual terms in the Terms of Use
for the mobile application Tinder”, Oslo, 3 Mart 2016, https:/fil.forbrukerradet.no/wp-
content/uploads/2016/03/20160302-Complaint-Tinder.pdf (erisim tarihi: 20.04.2023).

837 Bu konudaki baz1 yabanci mahkeme kararlari igin bkz. Iskander, Future of All Data, s. 3 vd. Kayit
gerektirmeyen hizmetler bakimindan bile kullanicinin kabul beyaninin agik olmasinin aranmamasi
gerektigi hakkinda bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 169.

638 Bkz. boliim I1.C.2.g.i, s. 142 vd.


https://www.linkedin.com/legal/user-agreement
https://fil.forbrukerradet.no/wp-content/uploads/2016/03/20160302-Complaint-Tinder.pdf
https://fil.forbrukerradet.no/wp-content/uploads/2016/03/20160302-Complaint-Tinder.pdf
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durum asagida incelenecegi iizere iradeyi ortaya koyan davranis olarak kabul edilebilir

ki bu da bizi sézlesmenin kurulmus oldugu sonucuna gétiirecektir.

¢. Kullanicimin Saglanan Hizmet veya Icerikten Yararlanmas: ve iradeyi Ortaya
Koyan Davranis
Bazen kisi belirli bir hukuki islemi gerceklestirmek i¢in bir irade beyan etme
niyetinde olmasa bile ortaya koydugu davranislar yiiziinden o yonde bir iradesi varmis
gibi degerlendirilir ve bu davranislara irade beyanlar1 gibi sonug baglanir. Buna iradeyi

639

ortaya koyan davranis denilmektedir®®. Ortiilii irade beyam ile iradeyi ortaya koyan

davranig arasindaki fark, davranis sahibinin ortiilii irade beyanindan farkli olarak

640

beyan aciklama iradesinin bulunmamasidir®”. Ancak bunun ayrimin anlasilmasi i¢in

oncelikle irade beyaninin unsurlarinin ele alinmasinda yarar vardir.

frade beyanini temelde iki unsuru vardir. Bunlardan biri kisinin irade beyaninin
dis aleme yansimasi olan “beyan” diger ise kiginin bu beyanda bulunmasina neden
olan i¢ diinyasindaki “irade”dir. Iradenin de kendi iginde {i¢c unsuru vardir. Fiil iradesi
dis diinyada iradeyi gosterecek hareketine yonelik iradedir. Ornegin bir sézlesmenin
altina imza atmak isteyen kisinin el hareketine yonelik iradesi fiil iradesidir. Ikinci
olarak beyan iradesi kisinin i¢ iradesini dis diinyaya aktarmak arzusunu, baska bir
deyisle beyaninin dis diinyada hukuken nem tasiyan bir beyan oldugunu ifade eder.
Son olarak hukuki sonug iradesi ise beyanin igerigini teskil eden belli bir hukuki

sonuca yonelen iradeyi teskil etmektedir®*

. Bu unsurlardan herhangi birinin eksikligi
irade beyanimin sthhatini farkli bicimlerde etkileyebilir. Beyan sahibinin fiil iradesi
mevcut degilse ilgili islem yoklukla malul olacaktir, zira kisinin iradeyi ortaya
koydugu iddia edilen hareketi gerceklestirme amaci bile bulunmamaktadir. Buna
karsin beyan iradesi ve hukuki sonug iradesinin eksik olmasi durumunda giliven

teorisine bagvurmak gerekecektir®?,

Giiven teorisi esasinda bir tarafin beyani ile iradesi arasinda bir uyusmazlik
oldugunda ve kars1 taraf da karsi tarafin iradesini bilmediginde islemin hangi sartlarda

kurulup kurulamayacagi sorusuna cevap aramaktadir. Giiven teorisi uyarinca

839 Oguzman/Barlas, Medeni Hukuk, s. 186; Nomer, Genel Hiikiimler, s. 47-48.

840 Oguzman/Barlas, Medeni Hukuk, s. 187; Baygin/Nar, Medeni Hukuk Dersleri, s. 177.

641 Kocayusufpasaoglu/Hatemi/Serozan/Arpaci, Borg¢lar Genel Hiikiimler, s. 131. Farkli bir
adlandirma i¢in bkz., Oguzman/Barlas, Medeni Hukuku, s. 182; Dural/Sar1i, Temel Kavramlar, s.
199; Antalya, Bor¢lar Genel Hiikiimler L, s. 89 vd.; Glimiis, Genel Hiikiimler, s. 118-119.

642 K ocayusufpasaoglu/Hatemi/Serozan/Arpaci, Bor¢lar Genel Hiikiimler, s. 132; Dural/Sar1, Temel
Kavramlar, s. 199.
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goriiniisteki beyanin kars1 tarafta hakli olarak uyandirdigi anlami, beyan sahibinin i¢
iradesine tutmak gerekir. Zira aksinin kabulii (ki beyan sahibinin i¢ iradesine dncelik
tantyan bu goriise irade teorisi denir) durumunda beyan sahibi asir1 6lgiide korunmus
olur ve bu kisiye ¢ogu durumda beyaninin i¢ iradesini yansitmadigini iddia ederek
yiikiimliiliiklerinden kagma imkani taninmis olur. Ayrica bu durumda piyasadaki
islemlerin hakli goriiniislerine duyulan giiven de azalacaktir. Bu ylizden giiven teorisi
irade sahibinin beyaninin ortaya ¢ikarttigi goriintiiyii, beyan sahibinin i¢ iradesine
iistiin tutmakta; beyanin muhatabimnin s6z konusu beyani olaymn tim sartlar1 da
degerlendirilerek diirtistliik kuralina uygun olarak verecegi anlam {izerinden iki taraf
arasinda uyusma saglanacagm kabul etmektedir®®. Baska bir deyisle, beyanin
niteliginin tespitinde beyan sahibinin degil makul bir iiclincii kisinin anlayis1 esas

844 Doktrinde bir gbriis Tiirk-Isvigre hukukunda giiven teorisinden objektif

almacaktir
bir ticlincii kisi degil “makul ve diiriist kars1 tarafi” anlayisini esas alan modern giiven
teorisinin baskin oldugunu savunmustur. Modern giiven teorisinde yapilacak
degerlendirmede bir tigiincii kisiyi degil s6zlesmenin tarafi olarak sdzlesme sartlarina

vakif olan kisiyi esas almistir®*®

. Ancak asagida yapilacak degerlendirme bakimindan
giiven teorisinin  hangi alt ayrimmin benimsendigi  varilacak  sonucu

degistirmeyecektir.

Bu noktada kullanicinin bir s6zlesme iligkisine girdigini fark etmeden hizmet
veya icerikten yararlanmasinin hukuken nasil degerlendirilecegi sorununu ayrica ele
almak gerekir. Zira bu durumda kullanicinin bir beyan iradesi bulunmamaktadir,
kullanict bir s6zlesme iliskisi igine girebileceginin ayirdinda dahi olmayabilir. Sayet
hizmet saglayici diirtistlik kurali uyarinca sagladigi hizmet veya igeriklerin
kullanicilar tarafindan kullanilmasinin bir kabul beyani teskil ettigini diistinmekte
hakl1 ise hizmet saglayici ile kullanici arasinda bir sézlesme iliskisinin kuruldugunu,
kullanicinin verilerinin de bu sézlesmenin karst edimi olarak islendigini sdylemek
mimkiin olacaktir. Aksi durumda ise, kullanicinin kabul beyaninda baglanma
iradesinin de bulunmadig1 varsayiminda, kullanici ile hizmet saglayici arasinda bir
s6zlesme kurulmamis olacak ve kullanilan hizmet veya igerik ile toplanan verilerin

sozlesme hukuku bakimindan hukuki sebebi eksik olacaktir.

643 Kocayusufpasaoglu/Hatemi/Serozan/Arpaci, Borg¢lar Genel Hiikiimler, s. 133; Oguzman/Barlas,
Medeni Hukuku, s. 183; Serozan/Engin/Atamer, Medeni Hukuk, s. 319.

644 Dural/Sar1, Temel Kavramlar, s. 200.

645 Antalya, Bor¢lar Genel Hiikiimler I, s. 230.
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Bir {ist baslikta kullanicinin  saglanan hizmet veya igerikten sadece
yararlanmasinin baglanma iradesi eksik oldugu icin kabul beyan1 olarak
degerlendirilemesinin miimkiin olmadigi savunulmustu. Dolayisiyla burada beyan
iradesinden yoksun bir irade beyanina giiven teorisi uyarinca etki taninabilir mi
sorusunu sormak gerekir. Eger giiven teorisinin beyan iradesi eksikligini de
giderebilecegi kabul edilirse kullanici ile saglayict arasinda bir sézlesme iliskisinin
kuruldugu sonucuna varilacak; eger giiven teorisinin burada uygulama alani
bulmayacagi kabul edilirse hizmet ve igerikten yararlanma eyleminin iradeyi ortaya
koyan bir davranis da olmayacagi sonucuna varilacaktir. Alman doktrinindeki eski ve
klasik goriis beyan iradesinin bulunmadigi bir irade beyaninin yoklukla malul

646 Giiniimiizde Alman hukuku ve Tiirk-Isvi¢re hukukunda

oldugunu savunmaktaydi
taraftar bulan bir ikinci goriis ise beyan iradesinin yoklugunda dahi giiven teorisine
basvurulabilecegini savunmaktadir. Buna gore eger beyan sahibi ortaya koymus
oldugu hareketlerin hukuki bir baglayicilig1 olabilecegini makul bir 6zen ve aragtirma
sonucunda Ogrenebilecek durumdaysa diiriistliik kurali uyarinca ortaya cikarttigi

647

hukuki goriiniisiin sonuclar1 ile bagl olacaktir®’. Kanaatimizce de giiven teorisinin

beyan iradesinin eksik oldugu hallere uygulanmasi gerekir.

Giiven teorisinin beyan iradesinin eksik oldugu durumlara uygulanacagini tespit
etmek ortaya konan sorunun ¢o6ziimii i¢in yeterli degildir. Gliven teorisi uyarinca
kullanicinin bu faaliyetinin irade beyani olarak anlasilip anlagilamayacagini tespit
etmek i¢in davraniglarin ortaya kondugu baglamin da anlasilmasi gerekir. Giintimiizde
dijital olarak sunulan hizmet ve iceriklerin ¢cogunun para yerine kisisel veri karsilig
saglandig1 ekonomik bir gercek haline gelmistir®®. Benzer bigimde kullanicilarin da
para vermeden yararlandiklar1 hizmetlerin aslinda {icretsiz olmadiklar1 konusundaki

649

farkindaliklar1 yiikselmektedir®®. Bu sartlar altinda internet iizerinden hizmet alan bir

kisinin de aldig1 hizmetin bedelinin veri oldugunu bilmesi kendisinden beklenebilir.

Kanaatimizce bir Ust baghkta tartisilan kullanicinin  dikkatinin sdzlesme

iliskisine yeterince ¢ekilmesi giiven teorisi kapsaminda ele alinmalidir. Eger

846 Bu yonde bkz. Kocayusufpasaoglu/Hatemi/Serozan/Arpaci, Bor¢lar Genel Hiikiimler, s. 140.

847 Kocayusufpasaoglu/Hatemi/Serozan/Arpaci, Bor¢lar Genel Hiikiimler, s. 140. Bu kisinin daha
sonra irade sakatligi hiikiimlerine dayanarak soz konusu iglemi iptal ettirmesi mimkiindiir, bkz.
Kocayusufpasaoglu/Hatemi/Serozan/Arpaci, Bor¢lar Genel Hiikiimler, s. 140-141; Antalya, Bor¢lar
Genel Hiikiimler I, s. 90.

648 |_ohsse / Schulze / Staudenmayer, Contract Law 2.0, s. 10.

649 |_ohsse/Schulze/Staudenmayer, Contract Law 2.0, s. 11.
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kullanicinin dikkati s6z konusu dijital hizmetin kosullarina yeterince cekilmisse,
ornegin bir pop-up ile kisiye kullanim s6zlesmesinin baglantis1 gosterilmis veya dijital
hizmet veya igerik kullanimi boyunca kullanim sézlesmesine iliskin baglant1 adresi
gorliniir olacak bigcimde tasarlanmigsa, burada kullanicinin bu sézlesme iliskisinin
varligindan haberdar olmadig1 yoniindeki savunmasi dinlenmeyecektir. Dolayisiyla
hizmet saglayicinin piyasa kosullar1 ve dijital hizmet veya iceriginin tasarimi goz
Oniine alindiginda kullanicinin bir sdzlesme ile baglanma iradesi olmasa dahi hizmet
veya icerigi kullanmasini diiriistliik kurali uyarinca iradeyi ortaya koyan davranis
olarak degerlendirilmesi miimkiin olmalidir. Daha da ileri giderek bu kullanimin
aslinda bir kabul beyani1 olarak da degerlendirilebilecegini savunan bir goriis uyarinca,
kullanicinin bir hizmetten yararlanmasinin karsiliksiz olacagina dair diisiincesinin de

korunmasina yer bulunmamaktadir®®.

Sonu¢ olarak kiginin 1ilgili siteyi kullanarak hizmetten veya icerikten
yararlanmasi kabul beyani olmasa da somut olayin sartlarina gére iradeyi ortaya koyan
davranis olarak degerlendirilebilecek, bu sekilde kullanict ile saglayici arasinda bir

sozlesmenin kuruldugundan bahsedilebilecektir.

d. Verilerin islenmesine Gosterilen Riza ve Kabul Beyani A¢iklamasi

Kabul beyaninin tespitinde s6z konusu icerik ve hizmetlerin kullanilmasinin
yaninda karsimiza ¢ikabilecek bir diger husus ise kisinin verilerinin islenmesine
gosterdigi riza ile bu rizanin alindig1 s6zlesmeye iliskin kabul beyaninin arasindaki
iliskidir. S6zlesme hukuku bakimindan 6nerinin muhtabinin dogrudan ifada bulunmasi
bir 6rtiilii kabul halidir®!. Kabul beyaninin (kisisel verinin saglanmasiin gecerli bir
ifa oldugu kabul edildigi varsayiminda) dogrudan sézlesme uyarinca ifada bulunarak
ortaya konmas1 miimkiindiir. Kisinin verisini diger tarafa saglayarak sozlesmenin

“kars1 edimini” yerine getirdigini, bu sekilde s6zlesmeye taraf oldugu iddia edilebilir.

Bununla beraber kisisel verilerin korunmasi1 hukukuna ait bir kavram olan riza
ile so6zlesme hukukuna ait bir kavram olan kabul beyani arasinda ayrim yapmak

yerinde olacaktir. Ciinkii bu iki bagimsiz kavram nitelikleri geregi de birbirlerinden

650 Mik, Use of Websites, s. 90, 93. Benzer bir goriis Akkanat-Oztiirk tarafindan da savunulmustur.
Yazara gore kullamim sartlar1 ve gizlilik politikasinin internet sitesinin altinda goze ¢arpmayacak
bicimde yer aldig1 durumlarda bile taraflar arasinda bir s6zlesme iliskisinin kuruldugu savunulabilir,
bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 153.

651 Antalya, Bor¢lar Genel Hiikiimler I, s. 268.



148

oldukga farklidir®2. Kisinin verilerinin islenmesine riza gdstermis olmasi her zaman
bir sozlesmeye de taraf olmak istedigini gostermedigi gibi, kisinin dijital igerik veya
hizmetlerin saglandig1 bir sézlesmeye taraf olmasi da verilerinin islenmesine riza
gosterdigi anlamina gelmeyecektir. Kabul beyani ile rizanin aym1 anda agiklanmis
olmasi da bu durumu degistirmemelidir. Kald1 ki Kisisel verilerin korunmasi hukuku
bakimindan rizanin 6zgiirce verilmesi ve hic¢bir simirlamaya maruz kalmadan geri
cekilebiliyor olmasi esastir®3, Her ne kadar farkli goriisler olsa da rizanin geri

cekilmesi hakkindan feragat etmenin miimkiin olmadig1 kabul edilmektedir®*.

Ayrica GDPR m. 7(2) uyarinca kisisel verilerin igslenmesi bakimindan verilecek
rizanm diger hususlardan kolayca ayirt edilebiliyor olmasi gerekir. Ozellikle GDPR
m. 7(4) hiikkmiiniin bir sdzlesme kapsaminda verildiginde rizanin 6zgiirce verilip
verilmedigine ayrica dikkat edilecegini sdyledigini hatirladigimizda kabul beyani ile
riza arasindaki iliskinin ortaya konmasinin énemi daha ¢ok ¢ikacaktir®®. Halbuki
sozlesme hukukunda “pacta sund servanda” ilkesi gegerlidir. Bu ilke uyarinca
sOzlesmenin taraflarinin beyanlar ile baglilig1 esastir, sonug olarak bir sdzlesmenin
tarafinin kendisine bu hak kanunla yahut s6zlesme ile ayrica verilmedigi siirece kabul
beyanin1 geri ¢cekmesi miimkiin degildir. Dolayisiyla acik riza beyan ile kabul
beyanmin her zaman tam olarak birbirine denk olabileceklerini sdylemek miimkiin
degildir. Ancak kisinin rizasin1 her zaman geri ¢ekebiliyor olmasi tek basina kisisel

veriler hakkinda s6zlesme yapilabilmesine engel olmamaktadir®®.

652 Bedir, Age of Big Data, s. 357. Tiirk hukukunda da kisisel verinin islenmesine riza gosterilmis
olmasinin her zaman taraflar arasinda bir sézlesme kuruldugu anlamina gelmeyecegi savunulmaktadir,
bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 150.

653 Bedir, Data As Counter-Performance, s. 32.

654 De Franceschi, Personal Data as Counter-Performance, s. 67; Schmidt-Kessel, Consent
Withdrawal and the Contract, s. 138; Kosta, GDPR Commentary Article 7, s. 347. Schmidt-
Kessel’e gore CFR m. 8 ve DCD’nin 39. giris paragrafi da bu hususu desteklemektedir.

65 Bedir, Data As Counter-Performance, s. 33; Schmidt-Kessel, Consent Withdrawal and the
Contract, s. 131. Avrupa Parlamentosuna gore bu ifadeden sézlesme icin kabul beyani ile veri koruma
hukuku bakimindan rizanin birbirinden farkli oldugunu anlamak gerekir, bkz. European Parliament,
Contracts For The Supply Of Digital Content, s. 8. GDPR m. 7(4)’iin DCD’nin kisisel veriyi bir
kars1 edim olarak tanimas1 gergegi 1518inda yorumlanmasi gerektigi hakkinda bkz. Metzger, Data as
Counter-Performance, s. 5. Doktrinde savunulan ¢ok daha sinirlayict bir yorum ise GDPR m. 7(4)’iin
sozlesme altindaki biitiin borcun kisisel verinin ticarilesmesi lizerine insa oldugu soézlesmelerde
uygulanmayacagini savunmaktadir, bkz. Carmen Langhanke/Schmidt-Kessel, Martin, “Consumer Data
as Consideration”, Journal of European Consumer and Market Law, Vol. 4, Issue 6, 2015, s. 220
(naklen: Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 26).

6% Bedir, Data As Counter-Performance, s. 36; Metzger/Efroni/Mischau/ Metzger, Data Related
Aspects, s. 94.
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Acik riza ile kabul beyami iradelerinin ayr1 meseleler olmalarina ragmen
kullanicilarin gerez kullanimina iliskin eyleminin yine de ayrica ele alinmasi gerekir.
Cogu zaman kullanicilarin s6z konusu hizmetleri iiye olmadan kullandiklarinda dahi
Onlerine genelde ¢erez kullanimini onaylayip onaylamadiklarini sorgulayan metinler

cikartilir®’

. Acaba bu metinlerin onaylanmasi veya reddedilmesi kullanici ile hizmet
saglayict arasindaki sozlesme hukuku bakimindan olusan iligkiye (agik rizanin
dogrudan kabul beyani teskil edemeyecek olmasindan bagimsiz olarak) yukarida izah
edilen iradeyi ortaya koyan davranig olarak etki edecek midir? Baska bir deyisle ¢erez
kullanimin1 onaylayan beyani ayni zamanda iradeyi ortaya koyan davranig olarak

degerlendirmek miimkiin miidiir? Bu soruya cevap vermeden Once ¢erez kavramini

kisaca izah etmek gerekir.

Cerezler kisaca “bir internet sayfasi ziyaret edildiginde kullanicilara iliskin
birtakim bilgilerin kullanicilarin terminal cihazlarinda depolanmasina izin veren
diisiik boyutlu zengin metin bicimli text formatlar.” olarak tanimlanmaktadir®®. Bazi
cerezlerin kullanimi internet sayfasinin ¢alisabilmesi i¢in zorunludur. Kullanimlari
icin genellikle agik riza disindaki hukuka uygunluk hallerine dayanildigi i¢in bu

cerezler tartismanin konusunu olusturmazlar®®

. Ancak baz1 cerezler kisisellestirilmis
reklamcilik, pazar arastirmasi, analitik arastirma gibi baska amaglarla da
kullanilabilmektedir. Bu ¢erezlerin hukuka uygun bi¢imde kullanilabilmesi ig¢in
kullanicilarin agik rizasinin almmas: gerekir®®. Daha énce de vurgulandigi gibi
kisilerin verilerinin islenmesine agik riza vermis olduklarinin ortaya konmasi i¢in s6z
konusu riza beyanlarinin bu kisilerin aktif bir eylemine dayanmas: sarttir. Bu yilizden
cerez yonetim panellerinin kullanilmasi, bu panellerde “kabul et”, “reddet” veya

“tercihler” gibi butonlarn olmasi dnerilmektedir®. Uygulamada da bu gibi panellere

oldukgca stk basvurulmaktadir®?. Burada borglar hukukuna geri donersek acaba soz

857 Kullanicilar bu hizmet ve igeriklere iiye olduklarinda zaten kabul beyanlarimi acik olarak ortaya
koymus olacaklar i¢in bir daha cerezlere iliskin bir tartisma yapilmasina gerek olmaz.

6%  KVK  Kurumu, Cerez Uygulamalarn Hakkinda Rehber, Haziran 2022,
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/fb193dbb-b159-4221-8a7b-
3addc083d33f.pdf (erisim tarihi: 07.10.2022) (Cerez Uygulamalar) s. 8.

65 KVK Kurumu, Cerez Uygulamalari, s. 10. Bu gerezlere Kriter A ve Kriter B statiisiindeki gerezler
denmektedir. Kriter A ve Kriter B senaryolarinda ¢erez kullanimi 6rnekleri i¢in bkz. KVK Kurumu,
Cerez Uygulamalari, s. 18 vd.

660 KVK Kurumu, Cerez Uygulamalari, s. 27.

861 KVK Kurumu, Cerez Uygulamalari, s. 29-30.

82 Nisan 2020 yilinda yapilan bir arastirmaya gore internet sitelerinin %81°i kullanicilari isletmelerinin
cerez politikas1 hakkinda bilgilendirmek amaci ile bildirimler kullanmaktadir. Bunlarin %75°1 site
tizerinde bir serit olarak (banner), 10%’u beliren bir kutucuk olarak (pop-up), %151 ise internet
sitesinin Oniinde beliren bir duvar olarak (wall) kullanilmaktadir, bkz. Deloitte, Cookie Benchmark


https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/fb193dbb-b159-4221-8a7b-3addc083d33f.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/fb193dbb-b159-4221-8a7b-3addc083d33f.pdf
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konusu icerik veya hizmet saglayan siteye iiye olmayan ama ilk girisinde cerez
kullanimina onay veren bir kisinin bu hareketi kisisel veri hukuku bakimindan agik
riza teskil etmesinin yaninda ayni zamanda bir kabul beyan1 olarak degerlendirilebilir

mi?

Dikkat edilirse ¢erezler bakimimdan yaptigimiz tartisma verilerinin islenmesine
riza gosteren kisinin bu beyaninin ayni zamanda bir kabul beyani teskil edip
etmemesindeki tartismadan baskadir. Agik riza ile kabul beyaninin her zaman birbirine
denk olmayabilecegi meselesi yukarida izah edildigi gibi bu iki beyanin nitelikleri
arasindaki farklardan kaynaklanmaktadir. Burada yapilan tartisma ise c¢erez
kullanimina riza gostermek i¢in yapilan eylemin (6rnegin bir kutucugun tiklanmasi)
bir kabul beyani olarak degil ama iradeyi ortaya koyan davranis olarak degerlendirilip

degerlendirilemeyecegidir.

Ayni1 hizmet veya igerikten dogrudan yararlanan Kisi gibi buradaki kullanici da
s0z konusu kutucugu isaretlerken yararlandigi hizmet veya icerik karsilifinda kisisel
verilerini sagladiginin ayirdinda olmayabilir. Bdyle bir durumda kisinin yaptig
beyanin iginde bir beyan iradesi olmadigi sorununu giindeme getirecektir. Bu noktada
giiven teorisinin beyan iradesi dahi bulunmayan bir irade beyanina giiven teorisi
uyarinca etki taninip taninamayacagi sorusunu ortaya ¢ikartir. Yukarida da izah
edildigi gibi Tiirk doktrini giiven teorisini beyan iradesi eksik olan irade beyanlarina
da uygulamaktadir. Ancak bu durumda da s6z konusu eylemin ve eylemin ortaya
kondugu baglamin incelenerek ¢erezleri kabul eden bu eyleme kabul beyan1 gibi etki

taninip taninamayacagina bakilmasi gerekir.

[radeyi ortaya koyan davranisin kullanicinin dogrudan saglanan hizmet veya
icerikten yararlanmasinin tartigildig: bir ist baglikta bu eylemi iradeyi ortaya koyan
davranis olarak kabul edilmesi gerektigi sonucuna varilmusti. ilk olarak, burada da
verilerinin iglenmesi bakimindan agik riza veren kisinin ayni zamanda bir s6zlesme
kurma iradesi de ¢ogu zaman bulunmamaktadir. Zaten dogrudan Oortiilii kabul
beyaninin tartigilmasi yerine iradeyi ortaya koyan davranisin ele alinmasinin nedeni
de budur. Bununla beraber cerezlerin kabulii bakimindan daha farkli bir inceleme

yapilmasi1 gerekir. Bunun nedeni gerezlerin kullanimina dair rizanin talep edildigi

Study, April 2020, https://www2.deloitte.com/content/dam/Deloitte/nl/Documents/risk/deloitte-nl-
risk-cookie-benchmark-study.pdf (erisim tarihi: 12.10.2022).


https://www2.deloitte.com/content/dam/Deloitte/nl/Documents/risk/deloitte-nl-risk-cookie-benchmark-study.pdf
https://www2.deloitte.com/content/dam/Deloitte/nl/Documents/risk/deloitte-nl-risk-cookie-benchmark-study.pdf
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panellerde de bir sozlesmeden ¢ogu defa bahsedilmemesi ve ilgili metinlerde sadece
cerezler ve kisisel verilerin kullanimi hakkinda bilgi verilmesidir. Bu sartlar altinda
cerezlerin kullannmina gosterilen agik rizanin ayni zamanda sozlesme kurmaya
muktedir bir iradeyi ortaya koyan davramis olarak degerlendirilmesi miimkiin
olmamalidir. S6z konusu panellerin igeriginde bir sozlesmeden bahsedilmedigi goz
Oniline alindiginda kullanicilarin bu paneller iizerinden ¢erez kullanimina agik riza
gosterirken diriistlik kurali uyarinca kisisel verileri karsiliginda girdikleri bir
sozlesme iliskisinden haberdar olduklari da savunulamaz. Dolayisiyla bir internet
sitesine girdiginde c¢erez kullanimima riza gosterdigini sdyleyen bir kutucugu
tiklayarak kisisel verilerin korunmasi hukuku bakimindan riza agiklayan kullanicinin
ayni zamanda hizmet saglayici ile sozlesme yapma iradesini ortaya koydugunu kabul
etmek yerinde olmayacaktir. Megerki bu kutucukta kisisel verilerin islenmesinin
yararlanilan hizmetin karsiliginda kisiden alindigi belirtilsin veya bunu ifade eden
kullanim kosullarina ayrica atifta bulunulsun. Tabi bu durumda riza beyani ile hizmet
veya icerikten yararlanmak i¢in gereken kabul beyaninin birbirine baglanmasi,
dolayisiyla GDPR m. 7(4)’te ifade edildigi gibi rizanin 6zgiir olarak verilmedigi
sonucuna varilmasina neden olabilir. Bu tartismaya iki nedenle burada girmiyoruz. 11k
olarak bu tartismalar daha 6nce de yapildigi icin burada o kisimlara atif vermekle

663, ikinci olarak bu baslik altinda kabul beyanminin gegerliligi ele

yetiniyoruz
alinmaktadir, kisisel veri hukuku bakimindan riza beyaninin degil. Riza beyani ile
kabul beyaninin varligi birbirinden ayr1 incelemelere konu olduguna bu tartismanin

burada yapilmasina yer yoktur.

Bununla beraber burada yapilan ayrimin uygulamada ¢ok fazla sey
degistirmeyecegini de kabul etmek gerekir. Kisi 6niine ¢ikan ¢erez panelinde ¢erez
kullanimin1 onayladiktan hemen sonra s6z konusu hizmet veya icerikten yararlanmaya
baslayacaktir. Dolayisiyla ¢ok kisa bir siire i¢inde kabul beyani yerine gegecek iradeyi
ortaya koyan davranis1 yerine getirmis olacak, baska bir deyisle ¢ok kisa siire i¢inde
hizmet veya igerik saglayici ile kullanict arasindaki s6zlesme savundugumuz goriis

uyarinca kurulmus olacaktir®®,

663 Boliim 1.B.2.b.i, s. 78-79.

664 Burada akla gelebilecek bir soru da kullanicinin ¢erez kullanimini reddetme ihtimalinde ne
olacagidir. Bazi saglayicilar ¢erez kullanimina onay verilmediginde hizmet veya igerikten
yararlaninlmasina da izin vermemektedirler. Kisisel verilerin korunmas1 hukuku bakimindan bu tarz bir
riza talebinin gecerliligi oldukca sorunlu olsa dahi gerezler iizerinden kisisel verisini saglamayan
kullanict hizmet veya igerikten de yararlanmayacagi i¢in s6zlesme hukuku bakimindan bir sorun ortaya
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3. Irade Beyanlarinin Uyusmasi

Bir sozlesmenin kurulmasi TBK m. 2 uyarinca taraflarin ikinci derecedeki
noktalarm iizerinde durulmamis olsa dahi esasli noktalarda uyusmasia baglidir®®. Bir
s0zlesmenin esasl1 noktalar1 doktrinde siibjektif ve objektif esasli noktalar olmak tlizere
ikiye ayrilir. Objektif esasli nokta, bir s6zlesmenin tanimi geregi i¢inde bulunmasi
zorunlu olan asgari hususlar1 isaret eder. Bu bakimdan objektif esasli unsurlarin
“sozlesmenin tipik unsurlar’” olduklar1 sdylenebilir. Ornegin bir satis sdzlesmesinde
zilyetligi devredilecek mal ve o mal karsiliginda 6denecek para objektif birer esash

nokta olacaklardir®6®,

Subjektif esasli noktalar ise aslinda kurulmak istenen
sO0zlesmenin niteliginden kaynaklanan asgari sartlardan olmasalar bile taraflarin ayrica
ozel bir dnem atfettikleri noktalardir®®’. Ornegin bir araba satim sdzlesmesinde,
arabanin yillik bakiminin yetkili servisge iicretsiz olarak yapilacaginin yazilmasi ve bu
hususun taraflar i¢in o sozlesmenin olmazsa olmaz Ozelliklerinden biri olmasi
durumunda, ticretsiz servis bakimi bir siibjektif esasli nokta teskil edecektir. Zira bir
araba satimi sozlesmesinin olmazsa olmaz oOzelliklerinden biri arabanin servis

thtiyacinin nasil karsilanacagi degildir ancak taraflar yine de bu hususu ayrica

diizenlemek ve ona 6zel bir 6nem atfetmek yoniinde tercihte bulunmuslardir. Ancak

¢itkmaz. Bazi durumlarda ise kullanict kisisel verisini vermese dahi hizmet veya igerikten yararlanmaya
devam edebilmektedir. Ancak bu durumlarda da kullanicinin bir nevi kars1 edim olarak yerine getirdigi
sey kisisellestirilmesi miimkiin olmadig1 i¢in rastgele karsina ¢ikartilan reklamlara maruz kalmak
olacaktir. Buradaki karsi edim reklama maruz kalma seklinde ortaya ¢iktigi i¢in galismamizin
kapsaminda degildir bu yiizden de ayrica incelenmeyecektir. Ancak bu hususta AB’de bir diizenleme
oldugunu da belirtmek gerekir. Daha dnce incelenmis olan CRD’ye EMD ile yapilan ekleme ile
kulanicilarin igerik ve hizmetlere erisim saglamak igin saglayicilar ile sozlesme yapmadan sadece
reklam izledikleri durumlarda CRD uygulama alan1 bulmayacaktir meger ki bu iliski ulusal hukukga bir
sozlesme olarak tanimlansin, bkz. EMD, Giris, §35. Dikkat edilirse bu konu hakkinda 6zel bir hiikkiim
sevk eden EMD bakimindan bile aradaki iliskinin sézlesme olup olmadig1 sorunu giindeme gelecektir.
Kullanicinin gerezleri reddetmesi ama hizmet veya icerikten yararlanmaya devam etmesi durumunda
aynt zamanda bu davranisin iradeyi ortaya koyan bir davranis olarak degerlendirilip
degerlendirilemeyecegi sorgulanabilir. Kanaatimizce ¢erez hakkindaki kutucukta kullanim kosullarina
dair bir bilgilendirme yapilmadig1 siirece iradeyi ortaya koyan davramig tizerinden sbzlesmenin
kuruldugundan bahsedilemeyecektir.

%65 Nomer, Genel Hiikiimler, s. 49; Cetiner/Furrer/Miiller-Chen, Genel Hiikiimler, s. 103. Bu noktada
doktrin TBK m. 2’deki “esasli unsurlar” ifadesinden sadece objektif esasli unsurlarin aranmasi
gerektigini ¢iinkii maddenin aslinda objektif esasli noktalarda anlasildig: siirece sozlesmenin kurulmus
olduguna dair bir karine getirdigini savunmaktadir. Buna gore, objektif esasl unsurlarda anlagilmis
olmasina karsin s6zlesmenin kurulmadigini iddia eden tarafin bu sefer bir yan noktanin siibjektif esash
nokta haline getirildigini ispatlamasi, bagka bir deyisle TBK m. 2’nin getirdigi karineyi ¢liriitmesi
gerekecektir, bkz. Glimiig, Genel Hiikiimler, s. 144,

66 Antalya, Bor¢lar Genel Hiikiimler I, s. 234-235; Nomer, Genel Hiikiimler, s. 51-52; Giimiis,
Genel Hiikiimler, s. 143.

%7 Antalya, Bor¢lar Genel Hiikiimler I, s. 235; Giimiis, Genel Hiikiimler, s. 143.
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ikinci derece noktalarin esasli nokta haline getirilebilmeleri icin iki tarafin anlasmis

olmast gerekir®®,

Taraflar arasinda uyusmanin gerceklesip gerceklesmedigi, dolayisiyla
sOzlesmenin kurulup kurulmadigr hususunda siipheye diisiildiigiinde de yorum
metotlarma bagvurulacaktir®®. TBK m. 19 uyarinca bir sézlesmenin yorumunda ilk
olarak taraflarin gergek ve ortak iradeleri esas alinmalidir. Ancak taraflarin ortak ve

gergek iradesi tespit edilemezse giiven teorisine basvurulacaktir®’®

. Buna gore taraflar
arasinda bir uyusma olmadiginda taraflarin 6neri veya kabul beyanina karsi tarafin
diiriistliik kurali uyarinca bilmesi veya bilmesi gereken sartlar altinda verecegi anlam
esas alinacaktir. Eger bu sekilde yapilan ¢ikarim neticesinde iradelerin birbirine uygun

oldugu sonucuna varilirsa sézlesme de kurulmus sayilacaktir®’.

Kisisel verilerin karsi edimini teskil ettigi sozlesmelerde Oneri ve kabul
beyanlarinin tek bagina durumlarinin yaninda bu 6neri ve kabul beyanlarinin ne dl¢iide
uyusup uyusmadiklarinin da degerlendirilmesi gerekecektir. Ciinkii her ne kadar
fiiliyatta bu hukuki iligskilerde bir tarafin borcu kisisel verilerin saglanmasi olsa da
saglayicilarin hizmet ve igeriklerini karsiliksiz bir kazandirma gibi gosterdikleri de
goriiliir. Ornegin Facebook Hizmet Kosullarinda “Aksini belirtmedigimiz takdirde,
Facebook'u veya bu Kosullar kapsamindaki diger iiriin ve hizmetleri kullaniminiz icin

sizden iicret almayiz.” ifadesine yer vermistir®’

. Aslinda bu ifade bir acidan dogrudur
cliinkli Facebook gergekten kullanicilarindan hizmetlerinden yararlanmalart i¢in bir
icret talep etmemektedir. Benzer bicimde Google Caligma Sekillerini agiklarken
“...Arama, Haritalar ve Gmail gibi iiriinlerimizin bir¢cogunu herkes igin erisilebilir ve

673

ticretsiz yapmamizin nedeni budur.” ifadelerini kullanmaktadir®’*. Buna karsin aslinda

daha once de acgiklandigi iizere bu hizmet ve igeriklerin bedava olmadiklar1 da bir

668 Antalya, Bor¢lar Genel Hiikiimler I, s. 236. Buna karsin doktrinde baska bir goriis bir hususun
stibjektif esasli nokta haline gelmesi i¢in taraflarin bu konuda anlagmis olmasini, hatta bu konuda bir
gorlisme yapmis olmalarini dahi aramaz. Kars1 tarafin bu noktaya dikkatinin ¢ekilmis olmasi yeterlidir,
bkz. Gilimiis, Genel Hiikiimler, s. 144.

69 Bu yorum metoduna doktrinde kurucu yorum da denilmektedir bkz. Antalya, Borglar Genel
Hiikiimler I, s. 439.

670 Antalya, Bor¢lar Genel Hiikiimler I, s. 490; Nomer, Genel Hiikiimler, s. 50; Giimiis, Genel
Hiikiimler, s. 120-121. Burada da modern giiven teorisinin kullanilmas1 gerektigi hk. Antalya, Bor¢lar
Genel Hiikiimler I, s. 231.

671 Antalya, Bor¢lar Genel Hiikiimler I, s. 231-232.

672 Facebook, Hizmet Kosullar, Giris.

673 Google, Calisma Seklimiz, https://about.google/how-our-business-works/ (erisim tarihi:
14.10.2022) (Calisma Seklimiz).


https://about.google/how-our-business-works/
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gercektir®’*

. Ciinkii saglayicilarin hizmet ve igerik saglamalarmin arkasinda yatan
neden kullanicilarin kisisel verilerini isleyebilmek, bu sekilde hem kendi iirlinlerini

gelistirmek hem de kullanicilara kisisellestirmis reklamlar sunarak kar etmektir.

Acaba bu noktada gergekten bedava bir hizmetten karsiliksiz yararlandigini
disiinen bir kullanic1 ile saglayici arasinda aslinda bir irade uyusmasinin
gerceklesmedigi ve bu yiizden arada bir sézlesme kurulmadigi iddia edilebilir mi? Zira
sozlesmesel bir iliskide bir tarafin ana borcu hakki esasli bir nokta teskil eder ve bu

noktada bir uyusma olmadig1 sonucuna varilirsa sozlesme kurulmamis olacaktir.

Yukarida izah edildigi gibi bu uyusmazligin giderilmesi i¢in giiven teorisine
bagvurmak gerekecektir. Daha dnce de ifade ettigimiz gibi kanaatimizce giiniimiizde
bu tarz hizmet ve igeriklerden para vermeden yararlanan kisiler kisisel verilerinin
saglayicilar tarafindan islenmekte oldugunu ve kendilerinin bu yiizden bu hizmet ve
iceriklerden yararlandirildigini bilmektedirler. Kaldi ki bu hususlar kullanilan hizmet
ve igeriklerin sartlar1 veya giivenlik politikalarinda da bulunmaktadir. Ornegin
Facebook Hizmet Kosullarinda “Yukarida tanimlanan hizmetleri size sunmak iizere

kisisel verilerinizi topluyor ve kullaniyoruz.” ifadesi goriilmektedir®”

. Keza Google’in
Gizlilik Politikasinda “Ayarlarimiza bagh olarak, size ilgi alanlarimiza gére
kisisellestirilmis reklamlar da gosterebiliriz.” denmektedir®’®. Bu nedenle gerek klasik
giiven teorisi gerek de modern giiven teorisi uyarinca kullanicilar fiilen bu hizmet ve
iceriklerden “bedava” yararlandiklarini diisiinseler dahi bir uyusma oldugunun kabul
edilmesi gerektigini, sonug olarak taraflar arasinda en azindan farazi olarak irade

uyusmasi bulundugunu kabul etmek yerinde olacaktir®’’,

E. Kisisel Verinin Kars1 Edim Oldugu S6zlesmelerin Gegerliligi
Karsiliginda kisisel veri saglanmis olan sodzlesmelerin vasiflandirilmasi ve
kurulmus olmasi tek basina borglar hukuku bakimindan biitiin tartismalarin sona erdigi
anlamma gelmez. Ayrica bu soézlesmelerin hiikiimlerinin mevcut hukukumuzda
gecerliliklerinin ele alinmasi gerekir. Devam eden boliimlerde tespit edilen bazi

muhtemel gegersizlik halleri tartisilacaktir.

674 Bkz. dpn. 11.

675 Facebook, Hizmet Kosullari, 2. Hizmetlerimize nasil fon saglanir?.

676 Google, Gizlilik Politikasi, Google'm Topladig: Bilgiler.

677 Bu tartisma DCD altinda agiga kavusturulmus degildir, bkz. Bedir, Data As Counter-Performance,
s. 34. Buna karsin bir¢ok kisinin de sagladiklar1 verinin degerinin farkinda olmadiklarini da séylemek
gerekir, bkz. Hacker, Regulating the Economic Impact of Data, s. 63.
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1. Kisisel Veri Koruma Hukukuna Aykir1 S6zlesme Maddeleri
Sozlesme hukuku ile kisisel verilerin korunmasi hukuku her ne kadar
birbirlerinden bagimsiz rejimler olsa da bunlar arasinda 6zellikle kisisel verinin kars1
edim olarak nitelendirilebilecegi sozlesmeler bakimindan yakin iligkiler bulunabilir.
Bu iligkilerden biri de sézlesme icerisine yazilan bir hilkkmiin kisisel veri koruma

hukukunin 6ngordiigii diizene aykir1 olmasidir.

Kanaatimizce kisisel verilerin korunmasi bakimindan getirilen rejim 6zellikle
ilgili kisiyi koruyan maddeleri bakimindan emredici oldugu kabul edilmelidir. Gerek
bu maddelerin diizenlenis amaci gerek de lafizlardan hareketle ilgili hiikiimlerin
emredici olduklar1 sonucuna varilabilir. Doktrinde de kisisel veri koruma hukukundan
dogan ytikiimliiliiklerin iki tarafin arasindaki sézlesme ile bertaraf edilemeyecegi
kabul edilmektedir®”®, Emredici hiikiimlere aykiri bir sézlesme hiikmiiniin akibeti ise
kesin hiikiimsiizliikk olacaktir. Dolayisiyla kullanici ile saglayici arasinda yapilan
sozlesmede kisisel veri koruma hukukunun 6zellikle ilgili kisinin korunmasi i¢in
getirilen maddelerine bir aykirilik varsa, sozlesmenin ilgili maddelerinin kesin
hiikiimsiizliik ile batil oldugunu kabul etmek gerekecektir®”®. Ornegin ilgili kisinin
rizasimni geri ¢cekme hakkini veya veri islemeye itiraz hakkini kisitlayan sozlesme

hiikiimleri gegersiz kabul edilecektir®®,

Kisisel verilerin korunmast hukuku ile uyumlu olmayan sozlesmelerin

681 7ira kisisel verileri koruma

karsilasabilecegi diger bir sorun da imkansizlik olabilir
hukukunun izin vermedigi bazi islemlerin yapilmasi sdzlesmenin ifasi1 bakimindan
gerekli ise bu durumda bir hukuki imkansizlik ortaya ¢iktigin1 kabul etmek gerekir.
Bilindigi tizere hukuki imkansizlik edimin fiilen yerine getirilebilecek olmasina

ragmen hukuki nedenlerle gergeklestirilememesini ifade eder®®?.

678 Versaci, Challenges and Concerns, s. 388.

679 Hacker, Regulating the Economic Impact of Data, s. 57-58. Her kisisel veri hukukuna aykir
diizenlemenin sonucunun kesin hiikiimsiizliikle sonuclanacagini sdéylemek de dogru olmayacaktir.
Ornegin bir veri sorumlusu ile ondan farkli bir veri isleyen arasindaki sézlesme GDPR m. 28(3)
sartlarini karsilamiyorsa veri isleyen, diger veri sorumlusu yaninda miisterek veri sorumlusu olarak
degerlendirilir ancak aralarindaki sozlesme gegerli kalacaktir, bkz. Schmidt-Kessel, Consent
Withdrawal and the Contract, s. 136.

880 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 136; Bedir, Age of Big Data, s. 352;
Efroni, Gaps and Opportunities, s. 11. Ancak bu hususta aksi goriigler de vardir ve galigmanin
devaminda tartigilacaktir3 Bu tartigmalar i¢in bkz. Boliim ILF.1., s. 208 vd.

681 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 137.

682 Antalya, Bor¢lar Genel Hiikiimler I, s. 389.
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Hukukumuz ifast miimkiin olmayan sozlesmeler icin ikili bir ayrima giderek
s6zlesmenin kurulmasindan 6nce ve sonra ortaya ¢ikan imkansizlik hallerinin hukuki
sonuglarmni birbirinden farkli diizenlemistir. Eger bir sézlesmenin ifas1 daha kurulma
asamasindayken imkansizsa TBK m. 27 uyarinca bu sézlesmenin kesin hiikiimsiiz
oldugu sonucuna varilacaktir. SoOzlesmenin baslangictaki imkansizligindan,
sOzlesmenin ifasinin sadece sozlesmenin taraflart i¢in degil herkes i¢in imkansiz
olmasi anlasilir®3, Eger sozlesmenin ifas1 herkes igin degil de sadece borglu igin
imkansizsa buna siibjektif imkansizlik denir. Subjektif imkansizlik halinin sonucunun
ne olacagi ise doktrinde tartigmalidir. Bir goriis siibjektif imkansizligin bir imkansizlik
hali olmadigini savunuruken diger bir goris siibjektif imkansizligin da bir imkansizlik

hali olarak nitelendirilebilecegini savunmaktadir®,

Kanaatimizce siibjektif imkansizlik durumunun kisisel verilerin korunmasi
hukuku bakimindan giindeme gelmesi ¢ok muhtemel degildir. Cogu durumda hukuka
uygunluk nedenlerinden mahrum olan bir isleme faaliyeti herkes i¢in ayni sekilde
imkansiz olacaktir. Dolayisiyla kisisel verilerin konusunu teskil ettigi sdzlesmeler
bakimindan kars1 karsiya kalinabilecek durum objektif imkansizliktir. Bundan dolay1
sayet s0zlesme daha kurulmadan 6nce kisisel verilerin korunmasi hukuku bakimindan

bir hukuki imkansizlik varsa bunun da yaptirimi kesin hiikiimsiizliik olacaktir.

Aslinda gergekten, gerek DCD’nin ilgili hiikiimleri gerek de GDPR ve KVKK
s0zlesme hukuku bakimindan s6zlesmenin kurulmas: veya gecerliligi hakkinda bir
hiikiim getirmemekte kendilerini veri ile ilgili hususlar ile simirlandirmaktadirlar®,
Bu noktadan hareket eden doktrindeki karsit bir goriis ise veri koruma hukukunun
gerekleri ile sozlesme hukukunun gecerlilik incelemesinin birbirinden ayr
degerlendirilemesi gerektigini savunmaktadir. Bu goriis durusunu dort gerekge iizerine
insa etmektedir. Ilk olarak veri sorumlusunun isleme faaliyetinin tamaminin gegersiz
olmas1 her zaman karsilasilan bir durum degildir. Isleme faaliyetinin bir kismimin

hukuka aykir1 olmasi ancak bir kisminin hukuka uygun olmasi olduk¢a muhtemel bir

senaryodur. Ornegin ilgili kisinin a¢1k r1zas1 alinmadig i¢in hukuka aykir1 olan isleme

683 Antalya, Bor¢lar Genel Hiikiimler I, s. 388.

684 Antalya, Bor¢lar Genel Hiikiimler I, s. 389.

685 Buna karsin Avrupa Parlamentosu raportorleri gerek DPD’ye gerek de GDPR’a, Yonerge veya
GPDR’a aykiri olan s6ézlesme maddelerinin tiiketici i¢in baglayict olmayacagi, ancak bu maddeler
olmadan sozlesme ayakta kalabiliyorsa sdzlesmenin kalanmin gegerli olacagmna iliskin bir madde
(madde 4a) eklemeyi 6nermislerdir, bkz. European Parliament, Contracts For The Supply Of Digital
Content, s. 6.
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faaliyetinin bir kism1 sozlesmenin ifas1 veya kurulmasi hukuka uygunluk sebebine
dayandirilabilir. Bu durumda veri isleme faaliyetinin kismen gegersiz olmasi
sozlesmenin de kismen gecersiz kilinmasini gerektirebilir ancak hizmet ve igerik
saglayicilarin genelllikle bu hizmet ve igeriklere erisim izni vererek kendi borglarini
ifa ettikleri diisliniildiglinde kismi gegersizligin uygulanmasi pratik olarak imkansiz
olacaktir®®, Ikinci olarak hukuka aykiri veri isleme faaliyetleri n gordiigii igin
sozlesme gegersiz kabul edilmesi kisisel verilerin koruma hukukunun amaglari ile
bagdagmaz. Zira kisisel verilerin korunmasi hukukunun amaci veri sahiplerinin
korunmasidir. Hukuka aykir1 veri isleme faaliyeti bakimindan zaten bir kere magdur
olan ilgili kisiler iistline bir de veri sorumlululart ile aralarindaki s6zlesmenin
gecersizligi nedeniyle zarara ugrayabilirler ¢linkii bu durumda veri sorumlular
s6zlesmeden dogan hizmet veya igerik saglama borcundan da kurtulmus olacaklardir.
Boylece ilgili kisiler sozlesme hukukundan dogan haklarini ileri stirme haklarin
kaybedeceklerdir®’. Ugiinciisii, kisisel verilerin korunmas1 hukuku ile sdzlesme
hukukunun birbirine bu kadar bagdastirilmasinin s6zlesme hukuku bakimindan
belirsizlikler doguracagi endisesidir. Bunun nedeni kisisel verilerin korunmasi
hukukunun veri isleme faaliyetine iliskin ilkeler, ilgili kisi ve veri sorumlusu
arasindaki menfaat dengesi (GDPR m. 6[1][f] — KVKK m. 5[1][f]) gibi kavramlarin
sozlesme hukuku ile iliskilendirilmesinin zor olmasidir®®. Son olarak hukuka aykir:
isleme faaliyetleri icin kisisel verileri koruma hukukundan gelen yaptirim araglarinin
zaten yeterli olmasidir. Kisisel verilerin korunmasi i¢in soézlesme hukuku
enstriimanlara bagvurmaya bu anlamda gerek yoktur®®®. DCD’nin kisisel verilerin
korunmasi hukukuna yaklagiminda da bu goriisii destekleyen noktalar bulunmaktadir.
Ornegin GDPR diizenlemelerine aykirilik bir gecersizlik halinden ziyade ayip olarak

degerlendirilmistir®®.

886 Hacker, Regulating the Economic Impact of Data, s. 58-59. Benzer yonde bkz. Akkanat-Oztiirk,
Kars1 Edim Olarak Kisisel Veriler, s. 263. Ancak doktrinde aksi bir goriis acik riza beyaninin gegersiz
olmasi durumunda kismi gegersizlik olacagini savunmaktadir. Bu goriis hakkinda agiklamlar i¢in bkz.
Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 274-275.

887 Hacker, Regulating the Economic Impact of Data, s. 59. Tiirk hukukunda da kisisel veri hukuku
bakimndan gegersiz olan rizanin sézlesme ilisikisinin gegerliligine etki etmemesi gerektigi, ancak rizasi
diizgilin bigimde alinmayan tarafa hakli sebeple feshetme veya hile nedeniyle s6zlesmeyi iptal etme
haklarmin verilebilecegi ifade edilmistir, bkz. Akkanat-Oztiirk, Karsi1 Edim Olarak Kisisel Veriler, s.
262-263.

688 Hacker, Regulating the Economic Impact of Data, s. 60.

689 Hacker, Regulating the Economic Impact of Data, s. 60.

690 DCD, Giris, 148; Hacker, Regulating the Economic Impact of Data, s. 61.
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Doktrinde bir goriis hukuka aykir1 olarak verinin ticari olarak kullanilmasindan
dogan sorumlulugun tespiti i¢in Roma Hukuku’ndaki res extra commercium
kavramindan yola ¢ikarak ticari olarak kullanilmasi miimkiin olmayan verileri data
extra commercium olarak tanimlamis ve iki asamali bir test 6nermistir. Buna gore ilk
olarak eger bir taraf ticari iliskisine konu yaptigi verinin aslinda bir data extra
commercium oldugunu biliyorsa veya konumu geregi bilebilecek durumdaysa bu
hukuka aykirligin dogurmus oldugu menfi sonuglardan sorumlu olmalidir. Ikinci
asamada ise bu kisiye ilgili kisinin agik rizasinin varligi, veri sorumlusunun istiin
menfaati gibi bir hukuka uygunluk nedeni varsa bunu sunma imkani verilmeli. Eger
boyle bir hukuka uygunluk nedeni mevcutsa bu kisinin sorumluluguna gidilmemeli,

ancak mevcut degilse kisinin sorumlu oldugu sonucuna varilmalidir®®?,

Kanaatimizce kisisel verileri koruma hukukuna aykir1 bigimde diizenlenmis bir
sozlesme maddesi gerek emredici hiikiimlere aykiriliktan gerek hukuki imkansizliktan
dolayi kesin hiikiimsiizdiir. Burada iddia edilebilecek bir husus yukarida da izah edilen
goriige paralel olarak bu gecgersizligin aslinda korunmasi gereken veri sahiplerini daha
da koétii duruma diisiirdiigii, bu yiizden kanunun getirdigi koruma ile somut olayda
ortaya ¢ikan sonucun birbiri ile uyumlu olmadig: i¢in kanunda bu yonde bir ortiilii
bosluk olustugudur. Bu durumda TMK m. 1(2) uyarinca bu boslugun doldurmasi
gerekir. Veri piyasasinda bir orf ve adetin olustugunu kabul etmek zor olacag i¢in bu
durumda hakim yasa koyucu olsaydi nasil bir ¢dziim ongoérecekse ona gore karar
vermesi gerekir. Hakimin bosluk doldurmasi iizerinden izah edilen ikinci goriiste
oldugu gibi bu sdzlesmelerin kanunun emredici kurallarina aykiriliga ragmen gegersiz
olmadiklar1 sonucuna varilabilir. Ancak kanaatimizce bu sozlesmeleri ayakta tutmak
ilgili kisilerin iddia edildigi kadar menfaatine degildir. ilk olarak her ne kadar bu
sozlesmelerin ihlallerin hukuk diizenince ele alinmasi gerekiyorsa da heniiz bu yonde
tatmin edici bir asama kaydedilmemistir. Hukukumuza gdre bir adim 6nde bir gelisme
olan DCD’de dahi hukuka aykir1 olarak toplanmis veriler karsihiginda yapilmis
sOzlesmelerin akibeti ve taraflarin haklar1 diizenlenmis degildir. Bu durumda ilgili
kisilerin sézlesme ile bagl tutularak heniiz tam olarak oturmamis hukuki carelere
bagvurmalarin1 onlardan beklemek kesin hiikiimsiizligii diizeltecek derecede bir

hukuki bosluk yaratmaz. Kaldi ki bu islemlerde veri isleme faaliyetlerine iliskin

691 Janecek/ Malgieri, Data Extra Commercium, s. 117-120. Bu ydntemin yazarlarca savunulan
yararlar1 hakkinda bkz., Jane¢ek/ Malgieri, Data Extra Commercium, s. 120 vd.



159

neredeyse biitlin araclarin sézlesmenin diger tarafinin elinde oldugu diistiniildiigiinde
ilgili kisi zaten zay1f konumda oldugu bir iligkiyi siirdiirmek zorunda kalabilir. Ayrica
isleme faaliyetlerinin bir kisminin hukuka uygun olmasi nedeniyle kismi butlan
durumunun ortaya ¢ikacagini savunmak da yerinde olmayacaktir. Bunun nedeni kisilik
haklarinin mutlak yapis1 yiiziinden kisilik haklarina aykiri olan bir sozlesme
maddesinin bir kisminin degil tamaminin gegersiz olmasidir. Elbette hukuka aykirilik
nedeniyle ortaya ¢ikan hiikiimsiizliik durumunda ilgili kisilerin s6z konusu hizmet ve
igeriklere erisemiyor olmasi onlar i¢in dezavantajli bir durumdur. Ancak diger taraftan
kullanicilarin1 kaybetmenin de hizmet ve igerik saglayicilar i¢in agir bir durum
oldugunu kabul etmek gerekir. Bu yiizden, bu agir yiikii cekmek istemeyen hizmet ve
icerik saglayicilar i¢in kesin hiikiimsiizliik yaptirimi, s6z konusu sézlesme kosullarini
daha ihtiyath ve ilgili kisi lehine olacak sekilde diizenlemek i¢in yerinde bir caydirict
unsur olacaktir. Baska bir deyisle kesin hiikiimsiizliik yaptirimi, daha biiyiik olcekte
ilgili kisilerin verileri {izerindeki haklarinin korunmasi igin islevsel olabilecektir. Bu
nedenlerle, kisisel verileri koruma rejimine aykiri s6zlesme maddelerinin (6rnegin
hukuka aykir1 bir isleme faaliyeti ongdren) yaptiriminin kesin hiikiimsiizliik oldugunu

kabul etmek yerinde olacaktir.

Bu durumda kesin hiikiimsiiz bir s6zlesme {izerinden saglanan kisisel veriler ve
bunun karsiliginda yararlanilan hizmet veya igerikler bakimindan taraflar arasinda
nasil bir iade siirecinin yiiriitiilecegi sorusu giindeme gelebilir. Kanaatimizce ne
saglanan kisisel verilerin ne de yaralanilan hizmetin iadesi bu noktada pratik olarak
miimkiin olmadigi gibi ekonomik olarak anlamli da degildir. Ciinkii ilgili kisinin
gecmise ait kisisel verilerinden yararlanmasinin imkani yoktur, artik giincelligini
kaybeden bu verilerin piyasa i¢in de s6zlesmenin ifasi esnasinda sahip oldugu degerde
olmayacaktir. Diger taraftan ilgili kisinin yararlandig1 hizmet veya icerigi iade etmesi
de miimkiin degildir. Bu yilizden kanaatimizce burada sdzlesmenin etkisizliginin
ileriye etkili oldugunu kabul etmek daha yerinde olacaktir. Benzer bir ¢oziim
hukukumuzda TBK m. 394(3) uyarinca hizmet sozlesmeleri i¢in dngorillmiistiir.
Madde lafzina gore “Gegersizligi sonradan anlasilan hizmet sozlesmesi, hizmet iliskisi
ortadan kaldirilincaya kadar, gegerli bir hizmet sozlesmesinin biitiin hiikiim ve
sonuglarmi dogurur.” Aslinda bu hiikiim ile amaglanan hizmet sézlesmesi kurulurken

s0zlesmenin gegersizliginin farkinda olmayan is¢iyi korumak ve calistigi siire boyunca
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hizmet sozlesmesinden dogan haklardan yararlanmasini saglamaktir®?,

Kisisel
verilerin iglenmesini i¢eren sozlesmeler bakimindan ise aslinda boyle bir durum
yoktur. Hatta tam tersine s6z konusu sdzlesmenin gegersiz olmasinin gerekgesi ilgili
kisinin kisilik haklarimin korunmasidir. Ancak sozlesmenin gecersizliginin geriye
etkili olmas1 durumunda ilgili kisinin, saglayicinin hizmet ve igeriklerinden gegerli bir
hukuki dayanaga sahip olmaksizin yararlanmis olmasi ona karsi sebepsiz zenginlesme

taleplerinin ileri siiriilmesine neden olabilir. Bu bakimdan asagida savunulacak olan

ileriye etkili gegersizlik goriisii esasinda ilgili kisinin de lehinedir.

Kanaatimizce yukarida izah edilen kanun boslugu durumunun tam olarak burada
mevcut oldugunu kabul etmek gerekir. Zira hukukumuzda kisisel verileri konu edinen
sOzlesmelerin gegersizligini diizenleyen bir kanun hilkmii bulunmamaktadir. Ayrica
genel s6zlesme hukukunun bize sagladigi ¢oziimler yukarida izah edildigi gibi anlamli
ve pratik olarak miimkiin ¢éziimler saglamamaktadir. Bu yilizden burada bir kanun
boslugu oldugunu kabul etmek gerekir. Oniine bu sekilde bir dava gelen hakim TMK
m. 1(2) uyarinca bu boslugu ayni hizmet sézlesmelerinde oldugu gibi gegersizligin
ileriye etkili oldugu sekilde dolduracaktir. Bdylece sozlesmenin aslinda gecersiz
olmamasi gerektigini savunan goriisiin ileri slirdligii cogu savunmanin da karsilanacagi
aciktir. Ciinkii geriye etkili olarak sdzlesme gegersiz olmadigi i¢in bir kismi veya tam
butlan tartigmasi yapilmayacak, ilgili kisi bu siire¢ boyunca s6z konusu hizmet veya
icerikten gecerli bir sdzlesme uyarinca yararlanmis olacagi igin ayrica sézlesme
hukukundan dogan c¢arelere (etkin carelerin getirildigi varsayiminda) basvurmak
zorunda da kalmayacaktir. Keza saglayici da kendisine kars1 sebepsiz zenginlesmeden

dogan bir talepte bulunamayacaktir.

Buradaki tek ve yine de 6nemli bir sorun bu sekilde kisilik haklarina aykir1 bir
veri isleme faaliyetinin en azindan bu durum tespit edilene kadar gecerli bir zemin

bulmasidir ¢iinkli gegersizlik tespit edilene kadar veri sorumlusu ve ilgili kisi

692 {5 sozlesmelerinin gegersizliginin etkisi hakkinda agiklamalar igin bkz. Sarper Siizek, “Yeni Tiirk
Borglar Kanunu Cergevesinde Is Akdinin Gegersizligi”, Marmara Universitesi Hukuk Fakiiltesi
Hukuk Arastirmalari Dergisi, C. 20, S. 1, 2014, s. 135 vd. Belirtmek gerekir ki maddenin
gerekcesinde dogrudan is¢inin  korunmasina  yonelik bir atif bulunmamaktadir, bkz.
https://www5.tbmm.gov.tr/sirasayi/donem23/yil01/ss321.pdf. Bu yonde Yargitay kararlar i¢in bkz.
Yargitay, 22. Hukuk Dairesi, 2011/18524 E., 2012/9992 K., 16.05.2012 (https://www.kazanci.com.tr/);
Yargitay, 22. Hukuk Dairesi, 2011/12951 E., 2012/16944 K., 13.07.2012 T.
(https://www.kazanci.com.tr/). Bununla beraber heniiz yasal dayanagi yokken is sdzlesmenin
gegersizliginin ileriye etkili olmasi gerektigine hilkkmeden, bunun nedeninin de is¢inin korunmasi
olduguna gerekgesinde yer veren Yargitay Ictihadi Birlestirme Karar igin bkz. Yargitay, Igtihadi
Birlestirme Genel Kurulu, 1957/20 E., 1958/9 K., 18.6.1958 T. (https://www.kazanci.com.tr/).


https://www5.tbmm.gov.tr/sirasayi/donem23/yil01/ss321.pdf
https://www.kazanci.com.tr/
https://www.kazanci.com.tr/
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arasindaki sozlesme hiikiim doguracaktir. Bununla beraber kanaatimizce bu da ilgili
kisiyi oldugundan daha kétii bir duruma getirmeyecektir. Zira hakim, bosluk doldurma
faaliyetini sadece sozlesme hukuku kapsaminda yapmaktadir. Yoksa veri sorumlusu
ile arasindaki sozlesmenin gegerliliginden bagimsiz olarak ilgili kisinin kisisel
verilerin korunmasi hukukundan dogan haklarina zarar gelmeyecegini sdylemek
gerekir. Ornegin kullanicilar sdzlesmenin gecersizligi anlasilana kadar yapilan isleme
faaliyetinden bir zararlar1 varsa bunu KVKK m. 14(3) uyarinca talep edebilecekler

veya KVKK m. 11’°deki haklarini kullanabileceklerdir.

Bu noktada sorulabilecek son bir soru ilgili kisilerin verilerinin bir sekilde kisisel
verilerin korunmasi hukukuna aykir1 bi¢imde alinmasi ve kullanilmasi durumunda
nasil hareket edilecegidir. Kisisel verileri koruma hukukuna aykir1 olarak elde edildigi
icin acaba bu verileri hala gecerli bir ifa olarak degerlendirmek miimkiin olacak midir?
Bu konuda doktrinde farkli goriisler ileri siiriilmiistiir. ilk olarak sunu kabul etmek
gerekir ki hukuka aykir1 bigimde elde edilmis olsa dahi bu verilerin hala maddi bir
degeri vardir®®®. Bu yiizden her ne kadar hizmet ve igerik saglayicilar ilgili kisileri
kisisel verilerin korunmasi hukukuna aykiri olarak veri saglamaya zorlayamasalar da,
eger boyle bir veri akisi saglanmissa artik bunun ilgili kisi bakimindan gegerli bir kars1

694 Tlging bigimde DCD kapsam maddesinde

edim oldugunun kabul edilmesi gerekir
kisisel veri ifadesi kullanilmigsa da bu verinin hukuka uygun mu yoksa aykir1 mi
olarak alindigina dair bir sart getirilmemistir. Doktrinde bir goriis buna dayanarak
DCD’nin hukuka aykir1 olarak elde edilmis kisisel veriler bakimindan da uygulama
alan1 bulabilecegini sdylemistir®®. Bu ¢dziimiin yukarida ileri siirdiigiimiiz ileriye
etkili gegersizlik goriisii ile de tutarli oldugunu s6ylemek gerekir. Her ne kadar hukuka
aykirt bicimde islenmisse de bu sozlesmeler gecmise etkili olarak gecersiz
olmayacaklari i¢in bu sézlesme kapsaminda yapilan ifalarin da gegerli olarak kabul

edilmesi gerekir. Ancak tekrar vurgulamak gerekir ki ilgili kisinin kisisel verilerin

korunmasi1 hukukundan (yani GDPR veya KVKK’dan) dogan haklar1 sakl1 olacaktir.

693 Hacker, Regulating the Economic Impact of Data, s. 56.
694 Hacker, Regulating the Economic Impact of Data, s. 59.
8% Hacker, Regulating the Economic Impact of Data, s. 60-61.



162

2. Veri Islemeye Gosterilen Riza ve S6zlesme Hukuku Bakimindan Kisilik

Haklarma Aykirihk

Iki tarafin irade beyanlarmin karsilikli olarak uyusmasi bir sézlesmenin
kurulmasi i¢in gerekli olsa da gecerlilik kazanmasi i¢in yeterli degildir. Kanun koyucu
bazi hususlarda s6zlesme yapma 6zgiirliigiinii kisitlamis olabilir. Bu hususun en agik
bicimde ifade edildigi yerlerden biri TBK m. 27’dir. Buna gore kanunun emredici
hiikiimlerine, ahlaka, kamu diizenine ama bu ¢alisma bakimindan ayrica 6nemli olan
kisilik haklarma aykirilik durumunda sézlesme kesin hiikiimsiiz olacak, baska bir
deyisle hukuk diizeninde etki dogurmayacaktir. Buradaki sonug kisiligin korunmasina
yonelik TMK m. 23(2) ile de paraleldir®®. Bu baslik altinda veri koruma hukukuna
aykiriliktan bagimsiz olarak, bir kars1 edim olarak kisisel verinin s6zlesme hukukuna
konu olup olmayacagini etik tartismalarin 6tesine gegerek somut hukuk bakimindan

ele alacagiz.

Doktrin Kisilik haklarina aykirilik bakimindan ikili bir ayrim yapmaktadir. Eger
bir sozlesme kisinin kisiligine siki sikiya bagli temel kisilik degerlerine aykirilik teskil
ediyorsa, bu sdzlesme kesin hiikiimsiiz olacaktir®®. Ornegin bir kisinin seref ve
itibarina iliskin bir konuda taniklikta bulunmaya zorlayan s6zlesme hukuken gecersiz
kabul edilecektir®®. ikinci ihtimal ise s6zlesmenin kendisi kisilik haklarmin 6ziinii
ihlal etmese bile, siiresi ve yogunlugu itibariyle kisilik haklarina aykir1 kabul edilecek

durumlardir®®.

Bunlar da dogrudan kisilik haklarindan vazge¢gmek anlamina
gelmeseler bile yogunluklart nedeni ile kisilik haklarimin ihlali  olarak

degerlendirileceklerinden kesin hiikiimsiizliik sonucunu doguracaklardir’®. Ancak

89 “Bir biitiin olarak kisilik hakki ve icerdigi degerler sozlesme zgiirliigiiniin sinirint olusturdugundan
bu hakka ve bu hakkin icerdigi degerlere aykir sozlesmeler kesin hiikiimsiizdiir. Bu durumda kisilik hak
ve ozgiirliiklerini konu edinen sozlesmesel kisitlamalar hakkinda TMK 'nin 23 ’iincii ve 818 sayili BK 'nin
19/2°nci (6098 sayily TBK 'min 27/1’inci) maddeleri gozetilerek degerlendirme yapilacak ve sozlesme
hiikiimleri anilan kanun maddelerinin koruma amaclarina aykwri diistiigii 6l¢iide kisilik hakkini ihlal
nedeniyle gegersiz olacaktir. Ornegin sézlesmenin taraflarindan birinin ekonomik ézgiirliigiinii asirt
derecede kisitlayarak, onu ¢ok uzun bir siire i¢in baglayan sozlesmeler, kisilik hakkinin ihlali nedeniyle
gecersiz sayilmalidir.”bkz. Yargitay Hukuk Genel Kurulu, 2019/25 E., 2019/874 K.,K.T: 4.7.2019
(https://www.lexpera.com.tr/).

697 Eren, Bor¢lar Genel Hiikiimler, s. 377; Pierre Tercier/Pascal Pichonnaz/Murat Develioglu, Borglar
Hukuku Genel Hiikiimler, 2. Baski, Istanbul: Onikilevha Yayincilik, Eyliil 2020 (Genel Hiikiimler) s.
259. Ancak doktrinde bir goriis bu gecersizligin sadece kisilik hakki ihlal edilen tarafca ileri
stirilebilecegini savunmaktadir, bkz. Nomer, Genel Hiikiimler, s. 95.

88 Yargitay 4. Hukuk Dairesi, 2020/2014 E.,, 2021/4239 K. K.T: 6.7.2021
(https://www.lexpera.com.tr).

89 Bu yonde bir inceleme igin bkz. Yargitay 11. Hukuk Dairesi, 2017/5343 E., 2019/1793 K., K:T.
4.3.2019 (https://www.lexpera.com.tr); Yargitay 11. Hukuk Dairesi, 2016/12111 E., 2018/3973 K.,
K.T: 28.5.2018 (https://www.lexpera.com.tr).

0 Eren, Borglar Genel Hiikiimler, s. 378; Tercier/Pichonnaz/Develioglu, Genel Hiikiimler, s. 260.
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doktrinde bir goriis burada amac taraflardan sadece birini korumak oldugu igin
hiikiimsiizliigii sadece korunan tarafin ileri siirebilecegini savunmustur’®. Aym
zamanda kisilik haklarina aykir1 cogu durumun ahlaka da aykir1 olacagindan babhisle,

ahlaka aykirilik iizerinden de benzer bir sonuca varmak miimkiindiir’%.

Ozellikle ikinci durum bakimindan her durum 6zelinde bir inceleme yapilmasi
gerekir. Aslinda kisilerin kisilik haklarindan ekonomik olarak yararlanmalarinin
giindeme geldigi tek sozlesme tipi kisisel veriler hakkinda degildir. Bundan 6nce de
kisilerin bagka sekillerde kisilik haklarindan yararlanarak ekonomik menfaat elde
etmek icin sozlesme yaptiklar1 goriilmektedir. Ornegin Isvicre Federal Mahkemesi
Oniine gelen bir davada davaci lizerinde kisilik hakkinin bulundugu tartigmasiz olan
cinsellik barindiran fotograflarinin internet iizerinden yayimlanmasina iligkin bir
sOzlesme yapmustir. Sozlesme uyarinca davaci yiizii taninabilir olmadigi siirece
fotograflarinin internette yaymlanmasina riza gdstermistir. Buna gore sdzlesmenin
diger tarafinda bulunan ajans fotograflar1 kullanmak, kaydetmek ve ticarilestirme
haklarina sahiptir. Davaci eger alt1 aydan 6nce s6zlesmeden donmek isterse 390 frank
tutarinda ceza kosulu 6demek zorunda kalacaktir. Davaci s6zlesmeyi sona erdirmek
ister ve bunun i¢in ceza kosulunu 6der ancak ajans ¢ekilen cinsel igerikli goriintiilerin
yayinlanmasimnin durdurulmas: i¢in 4500 frank degerinde bir 6deme yapilmasi
gerektigini savunur. Bunun lizerine davaci ajansa dava acar ve nihayetinde dava
Federal Mahkeme oniine kadar gelir. Federal Mahkeme resim iizerindeki hakkin bir
kisilik hakkini tanimakla beraber, baz1 kosullarda kisilik hakkina dahil olan haklarin
da sozlesmeye konu olabileceklerini kabul eder. Mahkeme iki asamali bir inceleme
ongdrmektedir. i1k olarak s6z konusu kisilik hakkinin “cekirdek” bir kisilik hakki olup
olmadigina bakmak gerekecektir. Ornegin isim, ses veya resim iizerindeki haklar insan
olmanin 6ziine dokunan c¢ekirdek haklardan degildir bu yiizden sdzlesmeye konu
olabilir’®. Baska bir deyisle kisinin 6zgiirliigii, bedensel ve zihinsel biitiinl{igii gibi
cekirdek alanda kalan kisilik haklari i¢in zaten sdzlesme yapmak miimkiin degildir.
Eger s6z konusu kisilik hakki cekirdek haklarin i¢cinde degilse sdzlesmeye konu
olabilir. Ancak bu durumda da ikinci adimdaki incelemelerin yapilmasi gerekir ¢iinkii

kisilik hakkinin ¢ekirdek haklar i¢ine girmemesi durumunda bile kisinin verecegi

01 Tercier/Pichonnaz/Develioglu, Genel Hiikiimler, s. 260.

92 0guzman/Oz, Bor¢lar Genel Hiikiimler, s. 87.

703 Benzer bir goriis igin bkz. Versaci, Challenges and Concerns, s. 387. Buna gore kisinin verdigi riza
0zel ve belirleyici olmali ve her zaman riza verenin lehine dar bigimde yorumlanmalidir.
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rizanin bir sinir1 olmadigi sonucuna ulagilamaz. Bu durumda yapilan sézlesmenin CC
m. 27(2) (Tirk hukukundaki TBK m. 27[2]) sinirlart i¢inde kalip kalmadigina
bakilacaktir. Eger CC m. 27(2) sinirlarini asiyorsa gegerli bir riza gostermemis olacagi
icin bu da hukuka aykir1 olacaktir. Mahkemeye gore resim hakki iizerinde sdzlesme
yapilabilir, ¢iinkii bu ¢ekirdek alanda kalan bir hak degildir. Dolayisiyla, boyle bir
sozlesmeden donmek i¢in ceza kosulu dngdérmenin hukuki oldugunu kabul etmek
gerekir. Boyle durumlarda ancak istisnai durumlarda s6zlesmeden serbest¢ce donmek
miimkiin olmalidir. En nihayetinde bu dava 6zelinde davaci ekonomik hedeflerle
hareket etmekte ve tam olarak nasil bir bor¢ altina girdigini bilmekte, s6zlesmenin
diger tarafi da profesyonel bir is gormektedir. Davaci resimlerini bir karsi edim
karsihiginda diger tarafa saglamistir, bu resimlerin ticarilesmesinden kendisi de
ekonomik menfaatler elde etmistir ve sézlesme aninda hangi kosullarda resimlerinin
yayinlanabilecegi konusunda bir tercih hakkina da sahiptir. Sonug olarak bu davada
davacinin higbir karsilik 6demeden sozlesmeyi sona erdirebilmesine cevaz verecek
istisnai durumlarin olmadigini kabul etmek gerekir diyen mahkeme davalinin tazminat
O0denmeden ilgili resimlerin yaymnini durdurmamasinda bir hukuka aykirilik

olmadigina karar vermistir’%,

Daha 6nce incelenen Google Spain ve Promusicae’® kararlarinda her ne kadar
ABAD sadece ckonomik menfaatlerin kisisel verilerin korunmasina baskin
olamayacagini sOylemis olsa da bu iki kararda da bahsi gecen ekonomik menfaatler
veri sahiplerinin degil tlclincii kisilerindir. Dolayisiyla ABAD’mn veri sahiplerinin
bizzat kendilerinin ekonomik menfaatleri ile kisisel verilerin korunmasi arasindaki

dengeyi heniiz tartismadigimi sdylemek miimkiindiir®®.

Ayrica bir kisinin kisisel verileri hakkinda soézlesme yapmasinin kisilik
haklarindan feragat ettigi olarak yorumlamaktansa, kisinin kisilik haklarmin ekonomik

boyutundan faydalandigi seklinde yorumlamak daha yerinde olacaktir. Ciinkii bu

704 ATF 136 111 401, JAT 2011 Il s. 508-515 (https://www.swisslex.ch/fr/).

795 ECJ, Grand Chamber, Productores de Musica de Espafia v. Telefonica de Espafia SAU, Case C-
275/06, 29 January 2008 https://eur-lex.europa.eu/legal-
content/EN/TXT/?uri=CELEX%3A62006CJ0275 (erigim tarihi: 31.10.2022). Bu kararinda mahkeme
fikri miilkiyet haklarmm adli yargi 6niinde korunmasi s6z konusu olda dahi kisisel verilerin
korunmasina iligkin temel hak ile bir denge kurulmasi gerektigini vurgulamistir.

%6 Versaci, Challenges and Concerns, s. 385. Ancak doktrinde veri sorumlusunun salt ekonomik
menfaatlerinin GDPR m. 6(1)(f) bakimindan ilgili kiginin menfaatlerine baskin gelebilecek bir menfaat
olmadig1 hakkinda bkz. dpn. 237.


https://www.swisslex.ch/fr/
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durumda dahi kisi, kisisel verilerin korunmasi hukukundan gelen veriye erigsim, verinin

silinmesi, veri tasinabilirligi hakki haklardan yararlanmaya devam etmektedir’®’.

Veri piyasasinda her veri saglama “borcunun” ayni nitelikte olmadigini da
hatirlamak gerekir. Bu yiizden veri koruma hukukunun ihlali ile s6zlesmenin
gecersizligi arasindaki iligki degerlendirilirken her olayr sartlarinin ayr1 ayri
degerlendirilmesi yerinde olacaktir. Ornegin Hollanda hiikiimetine verdigi goriiste
Hollanda Veri Koruma Otoritesi, DCD’yi i¢ hukuka aktaracak yasanin karsi edim
olarak degerlendirilebilecek riza beyanlarini belirlemesi gerektigi, bu kapsaminin
disina ¢ikar riza beyanlarinin ise kabul edilemez olduklar i¢in tiiketiciye sdzlesmeyi

sona erdirme hakk1 vermesi gerektigini dnermistir'®,

Bireylerin kisilik haklarini igeren hususlar konusunda sézlesme yapmalari 6zel
hukuka tamamen yabanci bir mesele degildir. Ornegin bir eser sahibinin eseri {izerinde
feragat edemeyeceg8i ve devremeyecegi manevi haklari oldugu gibi, 6zel hukuk
tasarruflarina konu olabilecek mali haklar1 da vardir. Bu yonden yaklastigimizda
kisinin verileri lizerinde kisilik haklarina giren haklarmin olmasinin, bu verilerin
ekonomik degerinden yararlanilmasinin Oniine gececegini sOylemek dogru
olmayacaktir. Ayn1 eser sahibinin manevi ve mali haklar1 gibi ilgili kisinin de kisisel
veri koruma hukukundan gelen ve s6zlesme hukukundan gelen haklar1 oldugu kabul
edilebilir’®.

Anglosakson hukukundaki bir goriis bilginin irade beyanina baglayici 6zelligini
veren “karsilik” (consideration) olarak degerlendirilmesinin mimkiin oldugunu
savunmaktadir. Buradan hareketle en azindan bir goriis uyarinca kisisel verinin
ekonomik bir iglev iistlenmesinin tek basina kisilik haklarina aykiri1 olmayacagi bizim

hukukumuz bakimindan da savunulabilir’1©

. Keza her ne kadar Avrupa insan Haklart
Sart1 kisisel verilerin islenmesi i¢in rizanin sart oldugunu sdylemekteyse de bu rizanin
ekonomik  karsilik  beklenmeden  verilmesi  gerektigi  konusunda  sart
barindirmamaktadir’!. Tiirk hukukunda da bir goriis yukarida incelenen Isvigre
Federal Mahkemesi igtihadinda ele alinan kisilik haklarinin 6ziinii ihlal eden ve

etmeyen miidahaleler incelemesi iizerinden benzer bir sonuca ¢ikarak kisisel verilerin

07 Versaci, Challenges and Concerns, s. 391.

%8 |_oos, DCD in the Netherlands, s. 237.

99 Metzger/Efroni/Mischau/ Metzger, Data Related Aspects, s. 94.

10 Mik, Use of Websites, s. 78.

11 Resta, Personality Rights and the Problem of Commodification, s. 58.
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islenmesinin kisilik haklarinin 6ziine bir miidahale teskil etmedigini aksinin kabuliiniin
veriye dayali is modellerine faaliyet gdsteren girisimcilerin temel hak ve hiirriyetlerini
olciisiiz bicimde smirlayacagini savunmustur’*2, Kanaatimizce veri ekonomisinin
geldigi yer dikkate alindig1 zaman bu goriise istiiliikk taninmasi gerekir. Aksinin kabulii
aslinda kisinin menfaatlerini korunmasi i¢in getirilen kisilik haklarmin onun yeni
ekonomik diizende yer alamamasi ve ekonomik menfaatlerinden alikonulmasi gibi
amaca uygun olmayan bir sonu¢ dogurur. Bu noktada verilen rizanin genisligi veya
verinin niteligi tizerinden TMK m. 23’nin kiyasen uygulanmasi ile bir sinirlama
getirilebilir. Ahlaka aykirilik teskil edecek genislikte ve/veya siirede kisisel verilerin
diger tarafa saglanmast TMK m. 23’e aykir1 olacagindan kisilik haklarina saldir1 teskil
edecegi savunulabilir. Bunun zit anlaminda da TMK m. 23 sinirlar1 dahilinde konu ve
stire bakimindan ¢ergevesi ¢izilmis bir rizanin gegerli olacagi, bu ylizden bu sekilde
kisisel verilerin verilmesi karsiliginda igine girilen sézlesme iligkisinin TBK m. 27
uyarinca gegersiz olmayacagi sonucuna varilabilir'*®. Boyle bir yaklasim acik rizanm
belirli bir konu smirli olmasint arayan KVKK ile de uyumlu olacaktir. Benzer bir
kiyaslama kisisel verinin niteligi iizerinden de yapilabilir. Ornegin KVKK uyarinca
Ozel nitelikli veri olan verilerin sézlesme iliskisine konu olmasinin TMK m. 23’e
aykirt olacagi ve TBK m. 27 uyarinca bdyle bir s6zlesmenin kesin hiikiimsiiz olacagi;
ancak diger verilerin sozlesmeye konu olmasinin TMK m. 23 ve TBK m. 27 iizerinden

kesin hiikiimsiizliige neden olmayacag1 savunulabilir.

3. Veri Islemeye Géosterilen Riza ile Fiil Ehliyeti Arasindaki Iliski
Kisisel verilerin korunmasi hukukunda 6ngoriilen yas sinirlari ile kisinin tam
ehliyetli olmast durumu arasindaki iliski karsiliginda kisisel veri saglanan
sozlesmelerin gecerliligi ve ilgili kisilerin haklarinin tespiti bakimindan 6nem arz
etmektedir. Daha 6nce de ifade edildigi gibi kisisel verilerin korunmasi hukuku
bakimindan riza verilmesi ile s6zlesme hukuku bakimindan kabul beyani arasinda bir
fark cizilmesi gerekir. Mevcut diizenlemelerde de bu farka vurgu yapildigini yer yer

gormek miimkiindiir. Ornegin GDPR m. 8 baz1 veri isleme faaliyetler bakimimdan

"2 Akkanat-Oztiirk, Karst Edim Olarak Kisisel Veriler, s. 257. Yazar 6zel nitelikli kisisel veriler
bakimindan da ayni yonde disiinmektedir. Yazar kisisel verinin sézlesmeye konu edilmesinin tek
basina bir butlan nedeni olmadigini her sézlesme bakimindan ayrica inceleme yapilmais gerektigini
savunmaktadir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 258.

13 Kisilik haklar1 hakkinda doktrinde verilen ¢arpici bir 6rnek bir kisinin yarim litre kan satmasiin
TMK m. 23’e aykir1 olmayacagi, bes litre kan satmasinin ise aykiri olacagidir. Bu 6rnek i¢in bkz.
Serozan/Baysal/Sanli, Ozel Boliim, s. 138.
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kiigligiin rizasim1 gegerli bir riza olarak kabul etse dahi tigiincii fikrada bunun iiye
devletlerin genel sdzlesme hukuku kurallarindaki kiigiikle yapilan islemler

bakimindan gegerlilik meselelerine etki etmeyecegini vurgulamistir’*4,

Bu farkin belirginlestigi yerlerden biri de tam ehliyetli olmayan kisilerin kisisel

verilerin kars1 edimi oldugu sozlesmelere taraf olduklar1 durumlardir’®. Ornegin on
alt1 yasindan biiylik ergin olmayan kisi kisisel verilerinin islenmesi i¢in riza gosterirse
ancak hizmet veya icerik saglayici ile kurmaya calistig1 sdzlesmeye yasal temsilcisi
rza gostermezse ortaya cikacak durumun ayrica ele almmasinda yarar vardir’t®.
Bunun oncelikle gergek kisiler bakimindan ehliyet kavraminin hukukumuzda nasil ele

alindiginin incelenmesi gerekir.

Ehliyet kisinin hukuk diinyasinda hak ve borglara sahip olmasini ve bu hak ve
borglarda tasarruf edebilmesini saglar. Bu anlamda kisinin ehliyetleri hak ehliyeti ve
fiil ehliyeti olmak {izere ikiye ayrilir. Hak ehliyeti sayesinde kisiler haklara ve bor¢lara
sahip olabilirler. TMK m. 8 uyarinca her gergek kisinin hak ehliyeti vardir. Bu husus
doktrinde genellilk ilkesi ile de izah edilmektedir’?’. Gergek kisiler TMK m. 28
hiikmiine binaen tam ve sag dogum ile gercek kisiler ana rahmine diistiikleri andan
itibaren hak ehliyetini kazanirlar. Bu baglik altindaki tartigma hak ehliyetini degil fiil

ehliyetini ilgilendirdigi i¢in hak ehliyeti iizerine daha fazla yogunlasilmayacaktir.

a. Kisisel Verilerin islenmesini iceren Sozlesmeler ve islemeye Gosterilen Riza
Arasindaki lliski
Calismanin daha Onceki kisimlarin kisisel verilerin islenmesini konu edinen
hizmetlerden yararlanan kisilerin ilgili kisi sifatlar1 ile verdikleri rizalar ile
sO0zlesmenin bir tarafi olarak acikladiklari irade beyanlar1 arasinda bir ayrim yapilmasi
gerektigi vurgulanmisti. S6z konusu ayrim bu islemleri yapan kisilerin ehliyet

durumlarinin islemlerin gegerliligine etkisi bakimindan da 6nem arz etmektedir’'8,

14 Maddenin Tiirkge gevirisi i¢in bkz. Canan Erdogan, “Cocuklarin Kisisel Verilerinin Korunmasi
(Sosyal Medya Ornegi Kapsaminda)” Dokuz Eyliil Universitesi Hukuk Fakiiltesi Dergisi, C.21, S.2,
2019 (Cocuklarin Kisisel Verilerinin Korunmasi) s. 2456.

15 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 131.

716 Ornegin bu durumda GDPR ile DCD’nin uygulama alani ¢akigmayacagi igin kiigiigiin en azindan
kisisel olmayan verileri i¢in ulusal hukuklardaki ¢arelere basvurulmasi gerekecektir, bkz. Spindler,
Scope of Application, s. 187.

7 Dural/Ogiiz, Kisiler Hukuku, s. 41; Kemal Oguzman/Ozer Seligi/Saibe Oktay-Ozdemir, Kisiler
Hukuku (Gercek ve Tiizel Kisiler), Gozden Gegirilmis ve Yenilenmis 20. Basi, Istanbul: Filiz
Kitapevi, 2021 (Kisiler Hukuku), s. 44; Bilge Oztan, Kisiler Hukuku (Gerg¢ek Kisiler), Gozden
Gegirilmis ve Genisletilmis 11. Basi, Ankara: Yetkin Yaynlari, 2021 (Gergek Kisiler) s. 101.

18 Akkanat-Oztiirk, Karst Edim Olarak Kisisel Veriler, s. 179.
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Tam ehliyetliler agisindan sorun goriiniir degildir ¢iinkii bu kisilerin ehliyetleri
zaten oldugu icin gerek kisisel verilerin islenmesini i¢eren sdzlesmeleri yapabilmeleri
gerek de kisisel verilerinin islenmesine riza gosterebilmeleri bakimindan bir sorun
gozilkmemektedir. Ancak tam ehliyetsizler ve sinirli ehliyetsizler bakimindan durum
biraz daha farklidir. Bu kisiler bir yandan dijital icerik ve hizmet saglayicilar ile
sOzlesme kurduklari i¢in iki tarafli bir hukuki isleme dahil olmakta, diger bir yandan
bu sozlesmeleri “ifa etmek” icin kisisel verilerinin islenmesine riza vermekte, yani
kisiye siki siktya bagl haklarini kullanmaktadirlar™*®. Bu iki ehliyet durumu iizerinde

ayr1 ayr1 durulmasinda yarar vardir’%,

i. Tam ehliyetsizler
Ayirt etme giliciine sahip olmayan kisiler ise tam ehliyetsizdirler. Tam
ehliyetsizlerin biitiin islemlerinin yasal temsilcileri tarafindan bizzat yapilmasi
gerekir’?, Tam ehliyetsizler her nasilsa bir hukuki islem icine girmislerse bu
islemlerinin sonucu kesin hiikiimsiizliik olacaktir’??. Dolayisiyla tam ehliyetsiz bir
kisinin bir dijital igerik ve hizmet saglayici ile s6zlesme iliskisine girebilmesi miimkiin
degildir. Bu kisilerin bdyle bir hukuki iliski i¢ine girmeleri gerekiyorsa s6z konusu

islemi yasal temsilci yapacaktir.

Acaba yasal temsilci bu sozlesmeden dolayr ilgilinin kisisel verilerinin
islenmesine riza gosterebilecek midir? Eger bu veri isleme faaliyeti s6z konusu
s0zlesmenin kurulmasi veya ifasi i¢in gerekli ise bu durumda KVKK m. 5(1)(c) veya
GDPR m. 6(1)(b) hiikiimlerine dayanilmas1 miimkiin oldugu i¢in ilgilinin rizas1 bir
sorun teskil eder. Ancak eger bu veriler s6z konusu s6zlesmenin kurulmasi ve ifasi ile
sik1 bir baga sahip degilse ve adeta bir “kars1 edim” islevi goriiyorsa ne olacaktir?
Burada tam ehliyetsizlerin kisiye siki sikiya bagli haklarinin yasal temsilci tarafindan

kullanilmas: tartismasina atifta bulunmak gerekir.

Tam ehliyetsizlerin kisiye siki sikiya bagli haklarmi kullanmalari1 bakimindan
getirilen ilk 6neri bu haklarin mutlak ve nisbi olarak ikiye ayrilmasidir. Mutlak kisiye

siki sikiya haklarin yasal temsilci tarafindan kullanilmasi miimkiin degilken, nisbi

19 Kisisel verilerin islenmesine riza gdstermenin kisiye siki sikiya bagl bir hak oldugu yoniinde bkz.
dpn. 95.

20 Kigisel verilerin iglenmesine gosterilen riza ile sozlesmenin tarafi igin beyan edilen iradenin ayr1 ayri
ele alinacag: hakkinda bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 179.

2 Dural/Ogiiz, Kisiler Hukuku, Oguzman/Seli¢i/Oktay-Ozdemir, Kisiler Hukuku, s. 91, s. 78; Oztan,
Gergek Kisiler, s. 171; Baygin/Nar, Medeni Hukuk Dersleri, s. 368.

22 Oguzman/Seli¢i/Oktay-Ozdemir, Kisiler Hukuku, s. 85.
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kisiye sik1 sikiya bagl haklarin yasal temsilci tarafindan kullanilmas1 miimkiindiir’?3.

Eger bu goriis kabul edilirse kisisel verilerin islenmesi i¢in riza agiklamanin mutlak
mi1 yoksa nisbi mi kisiye siki sikiya bagli hak oldugunun ortaya konmasi gerekecektir.
Ikinci goriis ise kisiye sik1 sikya bagl haklarin kendi iginde bir smiflandirma yapmak
yerine her olay bazinda tam ehliyetsizin menfaatlerini géz Oniine alarak yasal
temsilcinin ehliyetsizin sahsina siki sikiya bagli hakki kullanip kullanmayacagina

724 Uglincii goriis ise tam ehliyetsizin kisiye siki

karar verilmesi gerektigini savunur
siktya haklariin yasal temsilci tarafindan kullanimi bakimindan kanunda bir agik
kisitlama olmadigina gore yasal temsilcinin bu haklar1 kullanabilecegini

savunmaktadir’?®,

Kisisel verilerin islenmesi 6zelinde doktrinde bir goriis riza agiklamasinin nisbi
kisiye sik1 siktya bagl bir hak oldugunu, bu yiizden rizanin yasal temsilci tarafindan
kullanilabilecegini savunmaktadir. Bu goriise gore her halde tam ehliyetsizin
menfaatlerinin nasil etkilendigine bakilmali ve buna gore yasal temsilcinin riza
aciklamasina i1zin vermek gerekmektedir. Aymi1 goriis burada bir yasal bosluk
bulundugunun kabul edilerek, bu boslugun yasal temsilcinin riza gosterebilecegi

seklinde doldurulmasinin da miimkiin oldugunu sdylemektedir’?®.

Keza doktrinde bir goriis tam ehliyetsizler adina yasal temsilcilerinin kisisel
verilerin islenmesi bakimindan riza gosterebilecegini savunmaktadir. Zira tam
ehliyetsizin kisilik haklar1 zarar gordiigiinde yasal temsilcinin dava agma hakki

bulundugundan hareketle yasal temsilcinin tam ehliyetsizin kisisel verilerinin

723 Bu ayrimin agiklamast igin bkz. Dural/Ogiiz, Kisiler Hukuku, s. 79-80; Oguzman/Seli¢i/Oktay-
Ozdemir, Kisiler Hukuku, s. 92-93; Baygin/Nar, Medeni Hukuk Dersleri, s. 371; Oztan, Ger¢ek
Kisiler, s. 187.

24 Dural/Ogiiz, Kisiler Hukuku, s. 80; Oguzman/Seligi/Oktay-Ozdemir, Kisiler Hukuku, s. 93;
Oztan, Gerg¢ek Kisiler, s. 188. Bu hususta Isvicre Hukuku 1 Ocak 2013 tarihinde “Yetiskinlerin
Korunmasi, Kisiler Hukuku ve Cocuk Hukukuna Iliskin Federal Kanun” yiiriirliige girmis, Isvigre
Medeni Kanunu’na 19¢ maddesi eklenmistir. S6z konusu maddenin ikinci fikrasi uyarinca higbir sekilde
temsil kabul edilmeyecek kadar kisilige bagli olan haklar disindakileri yasal temsilci kullanabilecektir.
Ilgili maddenin orijinali igin bkz. https://www.fedlex.admin.ch/eli/cc/24/233 245 233/fr#art_19 ¢
(erisim tarihi: 23.11.2022), kanun hitkmii hakkinin bir agiklamasi i¢in bkz. Baygin/Nar, Medeni Hukuk
Dersleri, s. 372.

25 Selahattin Sulhi Tekinay, Medeni Hukukun Genel Esaslar1 ve Ger¢ek Kisiler Hukuku, Altinci
Bas, Istanbul: Filiz Kitabevi, 1997 (Medeni Hukuk ve Gergek Kisiler Hukuku) s. 230-231. Dural/Ogiiz,
Kisiler Hukuku, s. 81. Bu gériislerin genel bir degerlendirmesi i¢in bkz. Dural/Ogiiz, Kisiler Hukuku,
s. 82 vd.

726 Hiiseyin Can Aksoy, “Kisisel Verilerin Islenmesi Kapsaminda Riza Unsuru ve Sinirh Ehliyetsizlerin
Durumu”, Haluk Konuralp Anisina Armagan, Ankara: Yetkin Yayinlari, 2009 (Sinirli Ehliyetsizlerin
Durumu), s. 62-64, dpn. 37.
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islenmesine de riza gosterebiliyor olmasi gerekir’?’. Ancak her durumda veri
sorumlusunun ayirt etme giicii olmayan ¢ocuga kars1 aydinlatma yiikiimliiligi devam
etmektedir. Veri sorumlusunun hukuka uygun olarak riza almasi i¢in hem yasal
temsilciyi hem de ¢ocugu isleme faaliyeti hakkinda uygun bi¢imde bilgilendirmis

olmast gerekir’%,

Kanaatimizce mutlak ve nisbi kisiye siki sikiya bagli hak ayrimi yapmak hukuki
belirlilik ilkesine daha uygundur. Asagida verilen KVK Kurulu kararinda da ortaya
kondugu {iizere kisisel verilerin islenmesine riza gostermenin nisbi kisiye siki sikiya
bagli bir hak olarak kabul edilmesi miimkiindiir. Dolayisiyla yasal temsilcinin tam
ehliyetsiz adina, onun verilerinin islenebilmesi icin riza gostermesine izin vermek

gerekir.

ii.  Smmrh ehliyetsizler
Ayirt etme giiciine sahip olmakla birlikte heniliz ergin olmadiklari i¢in tam
ehliyetli olmayan veya ayirt etme giiciine sahip olmakla birlikte kisitlanan kisilere

729

siirl ehliyetsizler denir’“”. Yukarida tartisilan sorunun bir benzeri sinirli ehliyetsizler

icin de mevcuttur. Zira sinirh ehliyetsizler islemleri yasal temsilcilerinin rizasina
baglidir’*’. Bu riza islemden 6nce, islem sirasinda veya islemden sonra verilebilir"!.
Sinirlt ehliyetsizlerin yasal temcilerinin rizas1 olmaksizin yapmis olduklart iglemler
yasal temsilcilerinin onayina kadar askida hiikiimstizdiir. Eger s6z konusu isleme riza
gosterilmezse islem gegcmise etkili olarak kesin hiikiimsiiz hale gelecektir. Sinirh
ehliyetsizin tek basina islem yapamayacagi kural olsa dahi istisnai olarak bu kisilerin
de tek basina yapabilecegi islemler vardir. TMK m. 16 hiikmiiniin ikinci climlesi

uyarinca sinirh ehliyetsizler bir yiikiimliiliik yliklemedigi siirece kendilerine yapilan

karsiliksiz kazandirmay1 tek baslarma kabul edebilirler’®? ve kisiye siki sikiya bagh

27 Murat Ugak, “Kisisel Verilerin Hukuka Uygun Islenmesinde Cocugun Rizas1”, Kisisel Verileri
Koruma Dergisi, C. 3, S. 1, 2020 (Cocugun Rizasi) s. 51.

28 Ugak, Cocugun Rizasl, s. 52.

29 Dural/Ogiiz, Kisiler Hukuku, s. 84; Baygin/Nar, Medeni Hukuk Dersleri, s. 373; Oztan, Gergek
Kisiler, s. 190.

80 Dural/Ogiiz, Kisiler Hukuku, s. 85; Oguzman/Seli¢i/Oktay-Ozdemir, Kisiler Hukuku, s. 99;
Baygin/Nar, Medeni Hukuk Dersleri, s. 374.

73t Oguzman/Seli¢i/Oktay-Ozdemir, Kisiler Hukuku, s. 102. Ancak kisinin sonradan tam ehliyetli hale
gelmesi islemi kendiliginden gegerli hale getirmeyecektir. Dural/Ogiiz, Kisiler Hukuku, s. 87;
Oguzman/Seli¢i/Oktay-Ozdemir, Kisiler Hukuku, s. 103.

732 Dural/Ogiiz, Kisiler Hukuku, s. 91-92; Oguzman/Seli¢i/Oktay-Ozdemir, Kisiler Hukuku, s. 110-
111; Oztan, Gergek Kisiler, s. 207. Buna karsin TBK m. 287 hiikmiiniin ikinci ciimlesi bagislama
sozlesmeleri i¢in yasal temsilcinin sinirl ehliyetsize yapilan karsiliksiz kazandirmalara itiraz etme
hakki vermistir, bkz. Dural/Ogiiz, Kisiler Hukuku, s. 93.
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haklarin1 yasal temsilcilerinin rizast olmadan kullanabilirler. Aslinda bu son iki durum
bu ¢alisma icin hayati 6neme sahiptir. Bu yiizden bu bagligin devaminda ayrica ele
alimacak ve tartigilacaktir. Dolayist ilk olarak sinirli ehliyetsiz ile dijital igerik ve
hizmet saglayici arasindaki sdézlesme igin yasal temsilcinin onaymin aranip
aranmayacaginin incelenmesi gerekir. Ikinci olarak bu sozlesmelerin bir sekilde
hiikiim dogurdugu kabul edilse bile sinirli ehliyetsizin kisisel verilerinin islenmesine

tek basina riza gostermesinin miimkiin olup olmadig1 sorusu sorulacaktir.

Bu sorunun énemi yas kiiciikliigii nedeniyle smirli ehliyetsiz olanlarin internet
tizerindeki faaliyetlerinin iilkemizdeki yayginlig1 géz oniine alindiginda daha da ortaya
cikmaktadir. 6-15 yas ¢ocuklar arasinda Tiirkiye Istatistik Kurumu (TUIK) tarafindan
2021 yilinda yapilan bir arastirmaya gore bu yilda bu yas grubundaki ¢ocuklarin
%82,7’si1 internet kullanmaktadir. Bu ¢ocuklarin %90,1°1 her giin, %8,5’lik bir kism1
ise haftada en az bir kere internete erisim saglamaktadir. Arastirmada diizenli olarak
internet kullanan ¢ocuklarin %31,3’1 interneti sosyal medya igin kullanmakta, diizenli
internet kullanicis1 ¢ocuklarin %94,2°s1 ise sosyal medya kullanici oldugu ortaya
konmustur®®. Calismanin bu kisiminda sinirh ehliyetsizlerden kiigiiklerin durumu 6zel
olarak ele alinacaktir. Bu kapsamda kiiciigiin icerik ve hizmet saglayici ile arasindaki
sozlesmenin ve kiicligiin kisisel verilerinin iglenmesine gosterdigi riza beyaninin

gecerliligi ayr1 ayr ele alinmalidir.

1. Kiiciik ile Cevrimici I¢erik ve Hizmet Saglayicimin Arasindaki Sozlesme
Sorun lizerinde derinlesmeden Once internet tizerinden hizmet ve icerik saglayan
platformlarda 6zellikle kiigliklerin kullanimi i¢in bazi hiikiimler getirdigini soylemekte
yarar vardir. Ornegin TikTok Gizlilik Politikasinda uygulamanin 13 yasindan

734

bliytikler i¢in oldugu sdylenmistir>*. Ayrica Amazon Kullanim Sartlarinda ¢ocuklarin

hizmetlerinden yararlanilmasmin veli veya vasilerin katilimma bagh oldugunu’®;

78 TUIK, “Cocuklarda Bilisim Teknolojileri Kullanim Arastirmasi, 20217, S. 41132, 22 Aralik 2021
https://data.tuik.gov.tr/Bulten/Index?p=Cocuklarda-Bilisim-Teknolojileri-Kullanim-Arastirmasi-2021-
41132#:~:text=D%C3%BCzenli%20%C4%B0nternet%20kullanan%20%C3%AT7ocuklar%C4%B1n%
20%31%2C3'%C3%BC%20%C4%B0nterneti%20sosyal,az%20sosyal%20medya%20kulland%C4%
B1%C4%9F%C4%B1%209%C3%B6r%C3%BCld%C3%BC. (erisim tarihi: 01.12.2022).

34 «“TikTok, 13 yasinn altindaki cocuklara yénelik degildir.” bkz. TikTok, Gizlilik Politikas1, Cocuklar
ile ilgili bilgiler. TikTok’un kiigiiklerin hizmetlerden yararlanmasina iligkin getirdigi 6zel korumalar
hakkinda bkz. TikTok,  “TikTok'ta genglerin mahremiyetini ve giivenligini giiglendirmek”, 13 Ocak
2021, https://newsroom.tiktok.com/tr-tr/strengthening-privacy-and-safety-for-youth-on-tiktok-tr
(erisim tarihi: 10.01.2023); TikTok, Topluluk Ilkeleri, https://www.tiktok.com/community-
guidelines?lang=tr-TR#31 (erisim tarihi: 10.01.2023), Resit olmayanlarin giivenligi.

35 Amazon, Kullanim Kosullari, Cocuklar.


https://data.tuik.gov.tr/Bulten/Index?p=Cocuklarda-Bilisim-Teknolojileri-Kullanim-Arastirmasi-2021-41132#:~:text=D%C3%BCzenli%20%C4%B0nternet%20kullanan%20%C3%A7ocuklar%C4%B1n%20%31%2C3'%C3%BC%20%C4%B0nterneti%20sosyal,az%20sosyal%20medya%20kulland%C4%B1%C4%9F%C4%B1%20g%C3%B6r%C3%BCld%C3%BC
https://data.tuik.gov.tr/Bulten/Index?p=Cocuklarda-Bilisim-Teknolojileri-Kullanim-Arastirmasi-2021-41132#:~:text=D%C3%BCzenli%20%C4%B0nternet%20kullanan%20%C3%A7ocuklar%C4%B1n%20%31%2C3'%C3%BC%20%C4%B0nterneti%20sosyal,az%20sosyal%20medya%20kulland%C4%B1%C4%9F%C4%B1%20g%C3%B6r%C3%BCld%C3%BC
https://data.tuik.gov.tr/Bulten/Index?p=Cocuklarda-Bilisim-Teknolojileri-Kullanim-Arastirmasi-2021-41132#:~:text=D%C3%BCzenli%20%C4%B0nternet%20kullanan%20%C3%A7ocuklar%C4%B1n%20%31%2C3'%C3%BC%20%C4%B0nterneti%20sosyal,az%20sosyal%20medya%20kulland%C4%B1%C4%9F%C4%B1%20g%C3%B6r%C3%BCld%C3%BC
https://data.tuik.gov.tr/Bulten/Index?p=Cocuklarda-Bilisim-Teknolojileri-Kullanim-Arastirmasi-2021-41132#:~:text=D%C3%BCzenli%20%C4%B0nternet%20kullanan%20%C3%A7ocuklar%C4%B1n%20%31%2C3'%C3%BC%20%C4%B0nterneti%20sosyal,az%20sosyal%20medya%20kulland%C4%B1%C4%9F%C4%B1%20g%C3%B6r%C3%BCld%C3%BC
https://newsroom.tiktok.com/tr-tr/strengthening-privacy-and-safety-for-youth-on-tiktok-tr
https://www.tiktok.com/community-guidelines?lang=tr-TR#31
https://www.tiktok.com/community-guidelines?lang=tr-TR#31
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Twitter kullanim kosullarinda bu hizmetten yararlanilmasi i¢in en az 13 yasinda
olunmas: gerektigini, Periscope i¢in ise asgari yasmn 16 oldugunu belirtmigtir’®.
Benzer bigimde Meta, hizmetlerinden yararlanacak kullanicilarin en az 13 yasinda

olmasi gerektigini vurgulamaktadir’®’,

Gortldugi gibi Amazon’u saymazsak diger dijital igerik ve hizmet saglayicilar
heniiz ergin olmayan dolayisi ile sinirli ehliyetsiz olan kiigiiklerle s6zlesme iliskisine
girebileceklerini s6zlesmelerinde belirtmektedirler. Yukarida ayrintisi ile agiklandigi
gibi bir siurili ehliyetsizin yasal temsilcinin onayr olmadan bor¢ altina girdigi bir
sOzlesmenin tarafi olmasi miimkiin degildir. Ancak sinirli ehliyetsiz (bu durum
Ozelinde kiigiik) yasal temsilcinin rizasi olmadan lehdar1 oldugu karsiliksiz
kazandirmalar1 kabul edebilir. Peki cevrimici icerik ve hizmet saglayanlarin
kullanicilarina karsiliksiz kazandirmalarda bulunduklar1 sdylenebilir mi? Eger bu
soruya olumlu cevap verilirse sinirlt ehliyetsiz karsiliksiz bir kazandirmanin lehdar
oldugu i¢in bu sdzlesmeleri yasal temsilcisinin katilimi olmadan kurabilir, dolayisi ile
bu sézlesme maddeleri yasal diizenin iizerinde kiiciik lehine bir koruma getirdikleri
igin gegerli olurlar. Ancak eger bu so6zlesmeler tek tarafa borg yiikleyen sézlesmeler
olarak degil, iki tarafa da bor¢ yiikleyen sozlesmeler olarak degerlendirilirse bu
durumda ilgili s6zlesme maddelerinin askida hiikiimsiiz oldugu sonucuna varilmasi
gerekecektir. Zira ehliyetsizlerin korunmasi1 kamu menfaatini ilgilendirdigi i¢in bu
yonde getirilen yasal diizenlemeler emredici niteliktedir. Taraflarin aralarinda
yapacaklart bir sozlesme ile bu amir diizenlemeleri kaldirmalart veya korumay:

hafifletmeleri miimkiin degildir.

Daha oOnce soOzlesmenin edim iligkisi bakimindan vasiflandirilmasinda
vurgulandig1 gibi kanaatimizce s6z konusu sozlesmelerin tek tarafa borg yiikleyen
sozlesmeler olarak degerlendirimesine imkan bulunmamaktadir. Bu durumda sinirl
ehliyetsizlerin karsiliksiz kazandirmada bulunduklarindan bahisle yasal temsilcilerinin
onayl olmadan c¢evrimigi igerik ve hizmet saglayicilar ile sézlesme kurabilmeleri
miimkiin degildir. Kanaatimizce yukarida 6rnek olarak verilen sdzlesme hiikiimleri
Amazon hari¢ olmak tizere kesin hiikiimsiizdiir. Bu hizmetlerden yararlanmak isteyen

kiiciiklerin yasal temsilcilerinin rizalarin1 almalari gerekir. Riza alinmadig siirece bu

736 Twitter, Terms of Service, m.1.
737 Facebook, Hizmet Kosullari, 3. Facebook'a ve toplulugumuza verdiginiz taahhiitler, 1. Facebook'u
kimler kullanabilir.
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islemler askida hiikiimsiiz olacak, eger onay hig verilmezse gegmise etkili olarak kesin

hiikiimsiiz hale geleceklerdir®.

Ilging bicimde TikTok Kullanim Kosullarinda da hizmetlerden yararlanmak igin
asgari yas sinir1 13 olarak belirlemisse de, Kullanim Kosullarinin ek maddelerinde bazi
iilkeler igin istisnalar getirilmistir. Ornegin Brezilya’daki 18 yasindan kiiiik 16
yasindan biiyiik kullanicilarin hizmetleden yararlanma ile yasal temsilcilerinin rizasini

739 Benzer bicimde

almis olduklarin1 da beyan etmis sayilacaklar1 yazilmistir
Endonezya’daki kullanicilarin da TikTok’tan yararlanabilmeleri i¢in en az 21 yasinda
olmalar1 gerektigi, evli olmalar1 veya kisitli olmamalar1 gerektigi sdylenmistir’°, 21
yasinin altindaki kisiler ise ancak yasal temsilcilerinin adina hesap acabilirler ve yasal
temsilcilerinin rizalarin1 aldiklarimi da beyan etmis olurlar. Endonezya Medeni
Kanunu m. 330 uyarinca baska tiirlii ergin kilinmadik¢a ergin olma yas1 21 olarak

belirlenmistir

. Yine Meksika i¢in 18 yasindan kiiclik kisilerin sadece yasal
temsilcilerinin rizasi ile hizmetlerden yararlanabilecegi sdylenmistir. Hatta bu sefer
hizmetlerin kullanimi ile bu rizanin alinmis oldugu beyaninda bulunulmus sayilacagi
ifadesine de yer verilmemistir’*2. Meksika Federal Medeni Kanunun 646. maddesi de

yasal erginligin 18 yasin doldurulmasi ile baslayacagim soylemektedir’*®

. Dolayisiyla
bu iilkeler i¢in TikTok kii¢iik ile kurmus oldugu sézlesme bakimindan ergin olmay1
aramis gibi goziikmektedir. Benzer bir diizenlemeye Linkedin’de rastlamak
miimkiindiir. Linkedin’in kullanici s6zlesmesinde hizmetlerin sadece 16 yasindan
bliyiikler i¢in oldugu sOylenmistir. Ancak daha sonra “.buna karsin eger hukuk
Linkedin’ini hukuka uygun bi¢cimde hizmet velinin rizast olmadan (kisisel verilerinizin

kullanilmasi dahil) saglayabilmesi icin daha biiyiik olmanizi gerektiriyorsa Asgari Yas

%8 Bu yonde bkz. Richter, New Legal Concepts, s. 9. Doktrindeki aksi bir goriis ise kisisel veriler
hakkinda riza beyanini gostermek kisiye siki sikiya bagli bir hak oldugu ve bunlarin siirl ehliyetsiz
tarafindan yasal temsilcinin katilimi olmaksizin kullanimi miimkiin oldugu i¢in bu islemlerin kapsayan
borg¢landirict islemlerin de siirli ehliyetsiz tarafindan bizzat kullanilabilecegini savunmustur, bkz.
Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 180. Buna karsin bu goriis uyarinca da eger
$6z konusu hukuki islem sinirli ehliyetsiz bakimindan agir sonuglar dogurabilecek ise yasal temsilcinin
rizasi aranacaktir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 181.

39 TikTok, Kullanim Kosullar1, Supplemental Terms — Jurisdiction-Specific.

0 TikTok, Kullanim Kosullar, Supplemental Terms — Jurisdiction-Specific.

41 Endonezya Medeni Kanunu igin bkz. refworld.org/pdfid/3{fbd0804.pdf (10.01.2023).

42 TikTok, Kullanim Kosullar1, Supplemental Terms — Jurisdiction-Specific.

3 Meksika Federal Medeni Kanunun bir gevirisi bulunamadigi igin yasal erginlik yasi su rapor
tizerinden teyit edilmistir bkz. International Commission of Jurists, “Mexico — SOGI Legislation
Country Report (2013)”, https://www.icj.org/wp-content/uploads/2013/06/Mexico-SOGI-Legislation-
Country-Report-2013-eng.pdf (erisim tarihi: 10.01.2023), s. 5.


https://www.icj.org/wp-content/uploads/2013/06/Mexico-SOGI-Legislation-Country-Report-2013-eng.pdf
https://www.icj.org/wp-content/uploads/2013/06/Mexico-SOGI-Legislation-Country-Report-2013-eng.pdf
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bu daha biiyiik olan yas olacaktir”"*

maddesine yer verilmistir. Keza bu maddenin de
kiictikler i¢in yasal temsilcinin rizasina ayrica atifta bulunmasi dikkat ¢ekicidir. Bu
gibi hiikiimlerin kiigiik ile dijital i¢erik ve hizmet saglayicilar arasindaki s6zlesmenin
yasal temsilcinin rizas1 alinmadan askida hiikiimsiiz olarak kabul edilecegini

destekledigi kanaatindeyiz.

2. Kiiciigiin Kisisel Verilerinin islenmesine Gosterecegi Riza
Kiiciik ile yapilan s6zlesmelerde bir diger sorun ise kisisel verilerin islenmesi
bakimindan alinmasi gereken rizayi kiigiigiin bizzat verip veremeyecegidir. Zira ayirt
etme giiciiniin bulundugu varsayiminda kiigiikler sinirl ehliyetsiz olduklari i¢in kisiye
sik1 sikiya bagli haklarini yasal temsilcilerinin onay1 olmaksizin kullanabilirler. Riza
vermek de kisiye siki sikiya bagli bir hak oldugundan dolayr sinirlt ehliyetlilerin de

ayirt etme giicleri yerinde oldugu siirece tek baslarina riza beyam agiklayabilecekleri

kabul edilebilir™®,

KVKK’da bu hususta 6zel bir diizenleme olmasa da GDPR’da kii¢iiklere iliskin
0zel bir diizenleme oldugunu burada bir kez daha hatirlatmakta yarar vardir. WP29’a
gdre cocuk ergin kilinmadig: siirece 18 yasindan kiigiik kisidir'#®. Calisma grubuna
gore esas olan ¢ocugun istiin menfaatidir zira heniiz fiziksel ve zihinsel olgunluga

erismemis bir kisinin 6zel olarak korunmasi gerekir’*’.

GPDR, Giris boliimiinde farkli yerlede ¢ocuklarin 6zel bir korumaya tabi
tutulmasi gerektigini vurgulamigtir™*, Bunun yaninda &rnegin GDPR m. 6(1)(f) veri
sorumlusu ve ilgili kisi arasindaki dengenin menfaat sahibi bir ¢ocuk oldugunda ¢ok
daha hassas bi¢imde kurulmasi gerektigini vurgulamistir. GDPR m. 8 ise 6zel olarak
bilgi toplumu hizmetleri bakimindan ¢ocugun rizasim diizenlemistir. Bu hiikme gore
eger cocuk en az 16 yasindaysa ve verilen bir bilgi toplumu hizmeti ise ¢ocugun
verdigi agik riza GDPR m. 6(1)(a) bakimindan yeterli olacaktir. Buna karsin eger

cocuk 16 yasindan kiigiikse isleme faaliyeti cocugun gosterdigi rizanin yasal temsilci

44 Linkedin, Kullame1 Sézlesmesi, 2. Obligations, 2.1 Service Eligibility.

5 Oztiirk/Altiok Caliskan/Seyhan, Kisisel Verilerin Korunmas1 Hukuku, s. 69; Akkanat-Oztiirk,
Kars1 Edim Olarak Kisisel Veriler, s. 175.

746 WP29, “Opinion 2/2009 on the protection of children's personal data (General Guidelines and the
special case of schools)”, 398/09/EN WP 160, 11 Subat 2009 (Children’s Personal Data), s. 3.

747 WP29, Children’s Personal Data, s. 4; GDPR, Giris, §38. Kiiciigiin zayif konumu nedeni ile
verilerinin korunmasinin dnemini vurgulayan bir karar igin bkz. ATHM, “Information Note on the
Court’s  case-law  No. 114”, K.U. V. Finland -  2872/02, Aralik 2008,
https://hudoc.echr.coe.int/fre#{%22itemid%22:[%22002-1786%22]} (erisim tarihi: 02.12.2022).

48 GDPR, Giris, 38, 58, 65, 75.


https://hudoc.echr.coe.int/fre#{%22itemid%22:[%22002-1786%22]}
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tarafindan onaylanmasina veya rizanin yasal temsilci tarafindan verilmesi durumunda
hukuka uygun hale gelecektir’¥®. GDPR iiye devletlerin 13 yasinin altina diisiirmemek

kaydi ile buradaki yas kayitlarini asagi ¢ekebilmelerine izin vermektedir”0,

llging bicimde GDPR’1n ilk gayriresmi taslak metninde de ¢ocuklarin ancak
yasal temsilcilerinin onayi ile kisisel verilerinin islenmesine riza gosterebileceklerini
sOyleyen bir hiikiim (madde 7[6]) olmasina ragmen bu hiikiim daha sonra GDPR’a

51 'WP29’un ¢alismalarma bakildiginda da ¢ocuk igin agik rizay1 beyan

alinmamistir
etmesi gereken kisinin yasal temsilci oldugu anlagilmaktadir. Calisma grubu kisisel
verilerin korunmasi hakkinin ¢ocuga ait oldugunu, yasal temsilcinin ise bunu sadece

752

kullandigimi vurgulamistir™*. Cocuk biiyiidilkce bu haklarin kullaniminda yasal

temsilcinin onun fikirlerini de almasi gerekir. Hatta yeterli olgunluga erisildiginde

katilim ortak veya tek basina karar alma mertebesine dahi ¢ikabilir "2,

GDRP m. 8 hakkinda vurgulanmasi gereken husus, ancak bilgi toplumu
hizmetleri sunuldugunda en az 16 yasinda olan kii¢iigiin rizasmin kisisel verilerin
islenmesini hukuka uygun hale getirecegidir. Baska bir deyisle madde 8 biitiin veri
isleme faaliyetleri icin kiiciigiin acik rizasini yeterli bulmamaktadir”™*. Bilgi toplumu
hizmetinden ne anlasilmasi gerektigi ise GDPR m. 4(25) hiikmiinde diizenlenmis
bulunmaktadir. Maddenin atfi ile Bilgi Toplumu Hizmetleri Y&nergesinin™® 1(1)(b)

hiikmiinde bilgi toplumu hizmeti “mesafeli olarak elektronik yollarla ve hizmetin

9 Ugak, Cocugun Rizasi, s. 54; Erdogan, Cocuklarin Kisisel Verilerinin Korunmasi, s. 2456, 2458.
Yasal temsilcinin rizas1 izin veya icazet degildir, dogrudan kendi rizasidir, bkz. Akkanat-Oztiirk, Karst
Edim Olarak Kisisel Veriler, s. 176.

0 Doktrinde bir goriis 13 yasindan kiigiikler i¢in herhaliikarda yasal temsilcinin rizasinin alinmasi
gerektigini savunmaktadir, bkz. Cekin, Kisisel Verilerin Korunmas1 Hukuku, s. 99.

1 Taslagin metni i¢in bkz. statewatch.org/media/documents/news/2011/dec/eu-com-draft-dp-reg-
inter-service-consultation.pdf (erigim tarihi: 01.12.2022). Bu konu hakkinda bkz. Eleni Kosta, “Article
8. Conditions applicable to child’s consent in relation to information society services”, The EU General
Data Protection Regulation (GDPR) A Commentary (editorler: Christopher Kuner/Lee A.
Bygrave/Christopher Docksey, yardimci editor: Laura Drechsler), Oxford: Oxford University Press,
First Edition, 2020 (GDPR Commentary Article 8), s. 356.

A Commentary

752 \WP29, Children’s Personal Data, s. 5.

53 WP29, Children’s Personal Data, s. 6. Yasal temsilcinin kiigiigiin gelisen kapasitesine uygun
hareket etmesi gerektigini ifade eden uluslararasi metinlerin bir izahi i¢in bkz. Kosta, GDPR
Commentary Article 8, s. 357.

54 Kosta, GDPR Commentary Article 8, s. 359.

755 Yénergenin tam metni icin bkz. https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32015L1535&from=EN (erigim tarihi: 02.12.2022).


https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32015L1535&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32015L1535&from=EN
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alicist olarak kisilerin talebi iizerine normalde bir bedel karsiligi saglanan” hizmet

olarak tanimlanmisgtir"®.

Doktrin bu tanimdaki bedelin sadece parasal karsiliklar olarak dar
yorumlanmamasi gerektigini, Ornegin reklam izlemenin de tanimdaki sart1
karsilayacak bir bedel oldugunu savunmaktadir™’. GDPR m. 8 aynmi zamanda bu
hizmetin dogrudan kiiciliklere yonelmis olmasini1 da aramaktadir. Ancak doktrin bunun
da sadece ¢ocuklara yonelmis olan hizmetler olarak dar algilanmamasi gerektigini,
hem yetiskinlere hem de ¢ocuklara verilen hizmetlerin de madde 8’in kapsamina
girebilecegi kanaatindedir. Buna karsin eger bu hizmetin kendisi belli bir yasin
altindaki kisilerin hizmetten yararlanamayacagini sdylemisse, bu hizmetin s6z konusu
kisilere sunulmadigin1 kabul etmek gerekir’*®. Dolayisi ile yukarida bazi 6rnekleri
verilen kullanicilarda aranan asgari yas siirina iligkin hiikiimlerin s6zlesme hukuku
bakimindan sorunlu olsalar da en azindan GDPR baglaminda bu maddelerin bir
islevleri olabilecektir. Kisaca GDPR m. 8 sartlarin1 tasimayan bir rizanin gegerli bir
riza olarak kabul edilmesi miimkiin olmayacaktir. GDPR’da genel olarak veri isleme
faaliyetlerine kiigiik tarafindan verilecek rizanin gecerliligini ele alan bir diizenleme

bulunmamaktadir.

KVKK’da ise GDPR m. 8’e benzer bir diizenleme bulunmadig: gibi kii¢iigiin
rizasinin nasil etki doguracagina dair 6zel baska bir diizenleme de bulunmamaktadir.
Bu yiizden kisiler hukukuna iligkin ehliyet diizenlemelerine bagvurmak
gerekmektedir™®. Bu noktada diisiiniilebilecek ilk ¢dziim kiiciigiin ayirt etme giicii
bulundugu siirece kisiye siki sikiya bagli haklarini bizzat kullanabileceginden bahisle
veri isleme faaliyetlerine de kendi basina riza gosterebilecegini soylemek olacaktir. Bu
durumda her somut olay 6zelinde ¢ocugun rizasini agiklayacagi isleme faaliyetinin
mahiyetini kavrama kapasitesi olup olmadiginin degerlendirilmesi gerektigi kabul
edilir. Buna gore eger cocuk verdigi rizasinin sonuglarini anlayabilecek durumda ise

rizay1 kendi agiklayacaktir, ancak eger bu durumda degilse cocugun yasal temsilcisinin

1333

76 Tamimin orijinal metni i¢in bkz. “‘service’ means any Information Society service, that is to say, any
service normally provided for remuneration, at a distance, by electronic means and at the individual
request of a recipient of services”.

57 Kosta, GDPR Commentary Article 8, s. 360.

78 Kosta, GDPR Commentary Article 8, s. 360.

79 Benzer yonde bkz. Ucak, Cocugun Rizasi, s. 47, Erdogan, Cocuklarin Kisisel Verilerinin
Korunmasi, S. 2459,
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acik rizasi aranacaktir’®®, Tabi bu durumda da yasal temsilcinin smirli ehliyetsizin
kisiye siki sikiya bagli bir hakki bizzat kullanip kullanmayacagi sorunu ile karsi
karsiya kalinir. Zira eger kiiciik veri isleme faaliyetinin mahiyetini anlayamayacak
durumda ise bu durumda sinirh ehliyetsiz degil tam ehliyetsiz olacaktir. Bu durumda
yukarida da izah edildigi gibi kisisel verilerin islenmesine gosterilen rizanin mutlak mi
yoksa nisbi mi kisiye siki sikiya bagli hak oldugunun tespit edilmesi gerekir. KVK
Kurulu vermis oldugu bir kararda 18 yasindan kiiciik bir ilgili kisi i¢in yasal
temsilcisinin ilgili kisi hakkinda diizenlenen saglik raporunun imhasi i¢in basvuru

61 KVK Kurulu bu kararinda isleme faaliyetine

yapabilecegi kabul edilmistir
gosterilecek riza beyaninin nisbi kigiye siki sikiya bagl bir hak oldugunu agikga
sOylemistir. Kurul ayn1 zamanda sadece tam ehliyetsizler i¢in degil, sinirli ehliyetsizler
icin de nisbi kisiye siki sikiya bagli haklarin yasal temsilci tarafindan
kullanilabilecegini ¢iinkii TMK m. 16(1)’in smirl ehliyetsiz i¢in sadece bir yetki
icerdigi, yasal temsilci i¢in bir yasak icermedigi yoniinde goriis bildirmistir. Bagka bir
deyisle nisbi kisiye siki sikiya bagli haklar1 yasal temsilci simirli ehliyetsiz adina

kullanabilecektir®?,

Doktrinde aksi bir goriis kiiciiklerin tek baslarina kisisel verilerinin islenmesine
riza gosteremeyeceklerini savunmaktadir. Bu goriis uyarinca sinirli ehliyetsizlerin
sahsa sik1 sikiya bagli haklarini tek baglarina kullanabileceklerini séyleyen TMK m.
16 maddesinden hareketle sinirli ehliyetsizlerin veri isleme faaliyetlerine yasal
temsilcilerinin onay1 olmadan riza gosterebilecekleri sonucuna varmanin maddenin
amaci ve ruhu ile bagdasmadigim savunulmaktadir®, Sinirli ehliyetsizlerin
ehliyetlerinin kisitlanmasinin nedeni bu kisilerin korunmasidir. TMK m. 16’nin
getirilis amaci mal varligini etki etmeyecek, onu borca sokmayacak islemler i¢in sinirh

ehliyetsizin korunmasinda bir yarar goriilmemesidir. Oysa kanun siirli ehliyetsiz i¢in

60 Oztiirk/Altinok Caliskan/Seyhan, Kisisel Verilerin Korunmas:1 Hukuku, s. 72; Ucak, Cocugun
Ruzasl, s. 53; Cekin, Kisisel Verilerin Korunmasi Hukuku, s. 100.

61 KVK Kurulu, “18 yasim doldurmamus ilgili kisiye ait saglik raporunun imha edilmesine yonelik ilgili
kisinin babasi tarafindan veri sorumlusuna basvurulmasi ve cevap alinamamasi iizerine ilgili kisinin
kendisi tarafindan Kurumumuza sikayette bulunulmasi hakkinda Kisisel Verileri Koruma Kurulunun
11/08/2020 tarihli ve 2020/622 sayih Karar Ozeti”, 2020/622 K., 11.08.2020 K.T.,
https://www.kvkk.gov.tr/lcerik/6816/2020-622 (erigim tarihi: 24.04.2023). Ancak burada vurgulanmasi
gereken husus karar 6zelinde KVK Kurulu’nun sadece sikayet hakki bakimindan bir inceleme yapmis
ve riza beyanini kimin gosterecegi hakkinda bir agiklamaya yer vermemistir. Bu bakimdan sinirh
ehliyetsiz ve yasal temsilcinin kisisel veri hukuku bakimindan agik riza gostermede yetkilerinin nasil
paylasilacaginin tamamen ¢oziime kavustugunu sdylemek bakimindan da erken oldugunu diisiiniiyoruz.
62 By yonde bkz. Rona Serozan, Cocuk Hukuku, fkinci Basidan Tipki Baski, Istanbul: Vedat
Kitapeilik, 2017 (Cocuk Hukuku), s. 282.

63 Aksoy, Stmirh Ehliyetsizlerin Durumu, s. 57-58.


https://www.kvkk.gov.tr/Icerik/6816/2020-622
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Oonemli gordiigii baska bazi kisiye siki sikiya bagli haklar i¢in yasal temsilcinin rizasini
aramistir. Ornegin evlenme ve nisanlanma bdyledir ciinkii bu islemler bakimindan
sinirlt ehliyetsizin madden ve manen zarar gormesi miimkiindiir. Doktrindeki bu
goris, kisisel verilerin islenmesine riza vermenin de sinirhi ehliyetsize madden ve
manen zarar vermesinin miimkiin oldugunu, bu sebeple s6z konusu riza beyani i¢in de
yasal temsilcinin onaymin aranmasi gerektigini savunmaktadir’®. Bu goriis uyarinca
evlenme, nisanlanma gibi islemler i¢in getirilen smirlandirmanin kisisel verilerin
islenmesi i¢in getirilmemis olmasi gercek ve ortiilii bir bosluk teskil eder. S6z konusu
boslugun TMK m. 1 uyarinca hakim tarafindan doldurulmas: gerekir. Burada hakim
amaca uygun bir sinirlama yaparak TMK m. 16’nin bu baglamdaki genis uygulama
alamin1 daraltarak hukuk diizeni ile bagdasmayacak sonuglar1 bertaraf edecektir’®.
Kald1 ki smirli ehliyetsizler i¢in kural bu kisilerin ehliyetlerinin olmadigi olduguna
gore siirli ehliyetsizler ancak kanunda belirtilen istisnai hallerde kisisel verilerinin

islenmesine r1za gosterebilirler’®®

. Ancak bu goriis uyarinca eger yasal temsilci sinirli
ehliyetsize bir islemi yapmasi i¢in onay vermisse bu onayin sinirli ehliyetsizin bu islem
kapsaminda kisisel verilerinin islenmesi i¢in gosterecegi riza beyanini da kapsadigini

kabul etmek gerekecektir’®’.

KVK Kurulu da vermis oldugu bir kararda ilgili kisi heniiz resit olmadig1 icin
kiigiigiin kisisel verilerinin (s6z konusu olayda 6zel nitelikli kigisel verilerinin)
islenebilmesi icin yasal temsilcisinin (kurul burada “velisinin” ifadesini kullanmaistir)

acik rizasina dayanmasi gerektigina karar vermistir’®®

. Kurul ilging bigimde kararinin
devaminda “ilgili kisilerin/velinin agik rizasi alinmadan islenmesi” ifadesini
kullanmaktadir. Buradaki “ilgili kigi/veli” kavramindan ilgili kisi ve velisinin mi yoksa
ilgili kisi veya velisinin kastedildigi anlagilmamaktadir. Ancak kararin gerekgesinden
KVK Kurulunun kiigiiklerin kigisel verilerinin islenmesi i¢in yasal temsilcilerinin

rizasinin alinmasi gerektigini aradigi ¢ikariminda bulunmak miimkiindiir.

64 Aksoy, Smirh Ehliyetsizlerin Durumu, s. 56-59; Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel
Veriler, s. 181.

85 Aksoy, Smmirh Ehliyetsizlerin Durumu, s. 60-61.

66 Aksoy, Smmirh Ehliyetsizlerin Durumu, s. 62.

67 Aksoy, Smirh Ehliyetsizlerin Durumu, s. 64. Benzer bir yaklagim igin bkz. Erdogan, Cocuklarm
Kisisel Verilerinin Korunmasi, s. 2463; Deniz, Cocuklarin Kisisel Verilerinin Korunmasi, s. 153.
788 KVK Kurulu, “Veri sorumlusu egitim kurumu tarafindan sikayetcinin ¢ocuklarinin 6zel nitelikli
kisisel verilerinin hukuka aykiri olarak iglenmesi hakkinda” Kisisel Verileri Koruma Kurulunun
02/04/2020 tarinli ve 2020/255 sayilh Karar Ozeti, 2020/255 K., 02.04.2020 K.T.
https://www.kvkk.gov.tr/Icerik/6894/2020-255 (erisim tarihi: 11.04.2023).


https://www.kvkk.gov.tr/Icerik/6894/2020-255
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Kanatimizce de kisisel verilerin islenmesinin kii¢iik tizerindeki muhtemel
olumsuz etkileri goz oOniine alindiginda kisisel verilerin islenmesine kiigiigiin

gosterdigi riza bakimindan yasal temsilcinin de rizasin ayrica alinmasi gerekir.

4. Genel Islem Kosullarina ve Haksiz Sartlara Aykiriik Yonii ile Kisisel
Veriyi Konu Edinen So6zlesmeler
Sozlesme hukukunda her soOzlesme taraflarin bir araya gelerek sozlesme
maddeleri lizerine miizakere etmeleri suretiyle olusturulmaz. Genel islem kosullar

olarak adlandirilan’®®

sozlesmeler bunlarin bir 6rnegini olusturur. Genel iglem
kosullarinda sozlesmenin taraflarindan biri bu soézlesmenin hiikiimlerinin biiyiik
cogunlugunu tek tarafli olarak diizenler ve diger tarafa bu hazirlanmis sozlesmeyi
sunar. Diger tarafin, bu sd6zlesmeyi yapabilmesi biiylik oranda bu 6nceden hazirlanmis
sozlesmeye r1za gostermesine bagldir’’°. Cogu durumda s6zlesmenin diger tarafindan
bulunanlar bu sézlesmenin maddelerini sdzlesme yaptiklart kisi ile gériigme imkani
bulmaz. Borglar kanunumuz da genel islem kosullarin1 20. maddede su sekilde
tanmmmlamistir: “Genel islem kosullari, bir sézlesme yapilirken diizenleyenin, ileride

cok sayidaki benzer sozlesmede kullanmak amaciyla, 6nceden, tek basina hazirlayarak

karst tarafa sundugu sozlesme hiikiimleridir.”

Bu tarz sozlesme iliskileri hukuk diinyasinda yayginhik kazanmasiyla
s0zlesmenin zayif tarafindan bulunanlarin korunmasi i¢in bu sézlesmelere has bazi
korumalar getirilmistir. Hukukumuzda genel islem kosullarina iliskin getirilen

korumanin TBK m. 20-25 maddeleri arasinda diizenlendigini gérmek miimkiindiir.

Ayrica TKHK m. 5°te haksiz sart ad1 altinda benzer bir diizenlemeye yer verilmistir’".

72

fgili hiikiim uyarinca tiiketici ile miizakere edilmeden’’? sdzlesmeye eklenen ve

79 Her ne kadar TBK’ya bu kavram genel islem kosullar1 olarak ge¢misse de doktrinde farkl
isimlendirmelerin kullaniligin1 gérmek de miimkiindiir. Ornegin “standart sézlesmeler” seklindeki
kullanim i¢in bkz. Antalya, Bor¢lar Genel Hiikiimler I, s. 398. Standart sozlesme ve genel islem
kosulu kavramlarinin her zaman ¢akigsmayacagi yoniinde bkz. Giimiis, Genel Hiikiimler, s. 172. Bagka
bazi kullanimlar i¢in bkz. Eren, Bor¢lar Genel Hiikiimler, s. 232.

70 Antalya, Borglar Genel Hiikiimler I, s. 399; 1. Yilmaz Aslan, 6502 Sayih Kanuna Gére Tiiketici
Hukuku, 5. Baski, Bursa: Ekin Yayinevi, Temmuz 2015 (Tiiketici Hukuku) s. 322.

"l Buna karsin fark edildigi iizere TBK ve TKHK diizenlemelerinin uygulanmasi her zaman
cakismayabilir. Bu yonde bkz. Aslan, Tiiketici Hukuku, s. 329-330. Bunu yaninda Ticaret Kanununda
da haksiz sartlara iligkin diizenlemeleri TTK m. 54-63 hiikiimlerinde bulmak da miimkiindiir, bkz.
Antalya, Borglar Genel Hiikiimler I, s. 406; Eren, Borglar Genel Hiikiimler, s. 230-231. Tiiketicinin
TKHK yerine TBK’daki genel islem kosullar1 hitkiimlerine dayanmasi da miimkiindiir, bkz. Nomer,
Genel Hiikiimler, s. 89.

772 Buradaki miizakerenin, TBK’daki genel islem kosullarinda aranan “bilgi verme” yiikiimliiliigiiniin
Otesine gegen bir hal oldugu savunulmaktadir. Buna gore bir sartin haksiz sart olmaktan kurtulmasi igin
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sozlesmesel hak ve borglarda diiriistliilk kuralina aykir1 bigimde tiiketici aleyhine
dengesizlige’”® neden olan sartlar haksiz sart olarak degerlendirilecektir’’*. Sonug
olarak ornegin tiiketici aleyhine olmayan veya bir dengesizlik olmasina ragmen bu
dengesizligin diirtistlik kuralina aykir1 olmadigi diizenlemeler haksiz sart
sayllmayacaklardir’”. Bir hiikmiin haksiz sart niteliginde olmasinin yaptirimi kesin
hiikiimsiizliiktiir’’®. Bununla beraber TBK’daki diizenlemenin tiiketici islemlerine de

77 Genel islem kosullar1 gerek tam iki tarafa borg yiikleyen

uygulanmas1 miimkiindiir
sozlesmelere gerek de eksik iki tarafa bor¢ yiikleyen sozlesmelere

uygulanabilmektedir’’®,

Tiirk hukukundaki rejim kisaca izah edildikten sonra kullanicilar ile saglayicilar

arasindaki sozlesmelerde bu rejime aykir1 oldugu savunulabilir.

[k olarak sunun tartigilmasi gerekir, gercekten ozellikle haksiz sartlarin bu
sOzlesmelere uygulanmas1 miimkiin miidiir? Zira daha énce de tartisildig1 gibi birgok
dijital hizmet ve icerigin “bedava” saglaniyor oldugu saglayicilar tarafindan defaatle
dile getirilmektedir. Oysa genel islem kosullar1 sadece iki tarafa borc yiikleyen
sozlesmelere uygulanmaktadir. Daha once de incelendigi gibi kisisel verinin karsi
edimini olusturdugu sézlesmelerin tam iki tarafa borg yiikleyen sézlesmeler olarak
kabul edilmesi gerektigi bu caligma altinda savunulmaktadir. Boyle olunca karst
ediminin kisisel veri oldugu savunulan sézlesmeler bakimindan da genel islem
kosullarinin uygulanmast miimkiin olabilir. Hatta aslinda bir karsilik alinmasina
ragmen sOzlesmenin diger tarafi i¢cin sdzlesmenin “{icretsiz”’mis intibasini uyandiracak

ifadelere sozlesmede yer vermenin TBK m. 25°teki diiriistliik kuralina aykir1 olacagi

sadece diger tarafa bilg verilmesi yeterli degildir, tiiketicinin gerekirse bu sart1 degistirebileceginin de
farkinda olmasi gerekir, bkz. Aslan, Tiiketici Hukuku, s. 332.

13 Dengesizlik her hiikiim 6zelinde degil sozlesmenin tamami igin incelenecektir, bkz. Aslan, Tiiketici
Hukuku, s. 334.

774 Doktrin bu hiikiimden hareketle bir hilkmiin haksiz sart olarak degerlendirilebilmesi i¢in tek yanl
olarak hazirlanmasi, hak ve yiikiimliiliiklerde diiriistliik kuralina aykir1 bir dengesizlik olmasi gerektigi
kosullarin1 saymaktadir, bkz. Aslan, Tiiketici Hukuku, s. 331-335.

75 Aslan, Tiiketici Hukuku, s. 330.

76 Ornegin bir yurt dis1 egitim danismanligi firmasimin tiiketici ile yapmis oldugu sdzlesmede zorlayici
nedenlerle s6zlesmeni ifa edilememesi durumunda tiiketiciye 6dedigi bedel iade edilirken kesinti
yapilabilecegini ongdren bir sézlesme maddesini bir karar diizeltme talebinde Yargitay haksiz sart
olarak nitelendirmistir, bkz. Yargitay, 3. Hukuk Dairesi, 2022/6567 E., 2022/8531 K., R.G.T:
18.01.2023, R.G.S: 32077. Diger baz1 haksiz sart 6rnekler i¢in bkz. Nomer, Genel Hiikiimler, s. 90-
91.

77 Antalya, Borglar Genel Hiikiimler I, s. 408. Yazar TKHK ile TBK ’nin tiiketici islemleri i¢in ayn1
anda uygulanacagini, hakimin zarar goren tarafin menfaatine olan hiikiimleri uygulamas: gerektigini
savunmaktadir, bkz. Antalya, Bor¢lar Genel Hiikiimler I, s. 408.

78 Antalya, Bor¢lar Genel Hiikiimler I, s. 405.
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savunulabilir. Benzer bir sonuca haksiz ticari uygulamalar iizerinden de varmak
miimkiindiir. Ornegin Ticari Reklam ve Haksiz Ticari Uygulamalar Y&netmeligi’™
uyarinca “...0deme yapmast gerektigi durumlarda, o mal icin bedelsiz, bedava,
ticretsiz veya bunun gibi tamimlamalarda bulunma’ bir haksiz ticari uygulama olarak
nitelendirilmistir. Benzer bir sonuca AB Haksiz Ticari Uygulamalar Yonergesi
(Unfair Commercial Practices Directive [UCPD])"® altinda da varmak miimkiindiir.
S6z konusu yonerge uyarinca bir iiriinii tiiketici kaginilmaz masraflar disinda herhangi
bir sey 6demek zorunda olmasina ragmen “bedava”, “licretsiz” gibi ifadeler haksiz

ticari uygulama sayilacaktir’®,

Internet ortaminda yapilan sozlesmelerdeki genel islem kosullari bakimindan
tam anlami ile acik bicimde bilgi edinme imkaninin mevcudiyeti i¢in bu kosullarin
indirilebiliyor, saklanabiliyor ve basilabiliyor olmas1 gerekir’®2. Bu bakimdan ¢ogu
icerik saglayicinin kullanim kosullar1 ve gizlilik politikalarinin ulasilabilir oldugunu
kabul etmek gerekir. Ancak bazi saglayicilarin kullanim kosullarinin Tiirkgesinin
bulunmadigini gérmek miimkiindiir. Bu durum ayrintis1 ile asagidaki bdliimde
aciklanacak olsa dahi kullanicilarin yabanci dilde hazirlanmis kosullar bakimindan
bilgilendirildigini kabul etmek miimkiin degildir. Dolayisiyla Tiirk¢esi bulunmayan
genel islem kosullarinin yazilmamis sayilmasi gerekir. Dil farklilig1 yoniinden olmasa
da Tiiketici Sozlesmelerindeki Haksiz Sartlar Yonergesi (Unfair Terms in Consumer
Contracts [UCTD])"® igindeki seffaflik gerekliligi yoniinden inceleme yapan Berlin
Bolge Mahkemesi Facebook’un gizlilik politikasinin bu gerekliligi ihlal ettigine karar

U Y 6netmelik icin bkz.
https://www.mevzuat.gov.tr/File/GeneratePdf?mevzuatNo=20435&mevzuat Tur=KurumVeKurulusYo
netmeligi&mevzuatTertip=5 (erisim tarihi: 18.04.2023).

780 Y 6nergenin metni icin bkz. https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32005L0029&from=en (erisim tarihi: 18.04.2023).

81 Avrupa Komisyonu da bu yénde gériis bildirmistir, bkz. European Commission, “Guidance on the
interpretation and application of Directive 2005/29/EC of the European Parliament and of the Council
concerning unfair business-to-consumer commercial practices in the internal market”, 2021/C 526/01,
29.12.2021,  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52021XC1229(05)
(Guidance on UCPD) s. 68. Bu yonde ayrica bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect
Match, s. 12. Haksiz ticari uygulamalarin da genis uygulama alam sayesinde kars1 edimi kisisel veri
olan hukuki iligkilere uygulanabilecegi hakkinda bkz. Helberger/Zuiderveen Borgesius/ Reyna, The
Perfect Match, s. 20. Benzer yonde bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 266;
Bedir, Age of Big Data, s. 355.

82 Antalya, Bor¢lar Genel Hiikiimler I, s. 420.

783 Y 6nergenin metni i¢in bkz. https://eur-lex.europa.eu/legal-
content/EN/TXT/?uri=CELEX%3A31993L0013 (erisim tarihi: 20.01.2023). Bu yonergenin 6rnegin bir
online magazadan “bedava” olarak indirilen bir uygulama i¢in yapilan hukuki isleme de
uygulanabilecegi hakkinda bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 17.


https://www.mevzuat.gov.tr/File/GeneratePdf?mevzuatNo=20435&mevzuatTur=KurumVeKurulusYonetmeligi&mevzuatTertip=5
https://www.mevzuat.gov.tr/File/GeneratePdf?mevzuatNo=20435&mevzuatTur=KurumVeKurulusYonetmeligi&mevzuatTertip=5
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32005L0029&from=en
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32005L0029&from=en
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52021XC1229(05)
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A31993L0013
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A31993L0013

182

vermistir’®. Bu sekilde Alman Mahkemesinin kullanici ile saglayici arasindaki
iligkiye haksiz sartlara iliskin hiikiimlerin uygulanabilecegini tespit etmesi
onemlidir’®. Tiirk yargis1 heniiz boyle bir inceleme yapmamis olsa da tiiketici ile
yapilan s6zlesme sartlarinin anlasilabilir olmasi gerektigini diizenleyen TKHK m. 5(4)
lizerinden benzer bir sonuca varmak miimkiin olabilir’®®. Yine TBK m. 21 kapsaminda
da Tiirkgesi sunulmayan s6zlesme sartlart bakimindan tiiketiciye sartlarin “igcerigini
ogrenme imkani” verilmis oldugunu kabul etmek miimkiin olmayacaktir. Bu nedenler
Tirkgesi bulunmayan kullanim sartlariin gerek genel islem kosulu gerek de haksiz

sart denetiminden kanaatimizce gegemeyecektir’®’.

Hatta Tiirk¢e diizenlenmis kosullar bakimindan dahi etkin bir bilgilendirmenin
yapilip yapilmadigi 6nemli bir sorundur. Zira kullanicilarin yeni bir internet sitesine
girdiklerinde bu sitenin kullanim kosullarini veya gizlilik politikasini nadiren okurlar.
[k bakista bu durum kullanicinin hatast oldugu i¢in kullanicinin kabul etmis oldugu
s6zlesme hiikiimlerini etkin bigimde incelememis olmasinin saglayicilara yiiklenmesi
adaletsiz goziikebilir. Ancak kisilerin internet gezintilerinde her site icin bu
sozlesmeleri incelemelerinin onlardan beklenmesinin gerg¢ekgi olmadigini kabul etmek
gerekir. Yapilan bir arastirmada ABD’deki internet kullanicilarinin girdikleri her yeni
site i¢in gizlilik politikasini kelimesi kelimesine okumalari durumunda Amerikan
ulusunun yillik 53.8 milyar saatini sadece gizlilik politikalarin1 okuyarak gecirmis

olacagini tespit edilmistir. Aragtirmaya gore bu zamanin Amerikan ekonomisine firsat

84 LG Berlin, Judgment of 16 January 2018, Case 16 O 341/15, BeckRS 2018, 1060 =

(2018) MultiMedia und Recht 328; appeal pending (naklen: Hacker, Regulating the Economic Impact
of Data, s. 65, dpn. 85). Alman Mahkemeleri ayrica 2009 ve 2015 yillar1 arasinda vermis olduklari
kararlarla tiiketici derneklerinin veri koruma hukuku ihlalleri i¢in dava agabilecegeini ve haksiz ticari
uygulamalar ve haksiz sartlarin kigisel veri isleme faaliyeti iceren hukuki islemlere de
uygulanabilecegini kabul etmistir, bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect Match,
s. 18-19.

8 Kald1 ki zaten GDPR, Giris, 942 acikca UCTD’ye ilgili kisinin verdigi riza bakimindan atif
yapmustir. Bu yonde bkz. Hacker, Regulating the Economic Impact of Data, s. 64. Ancak bu atfin
yerinde olmadigina yonelik elestiriler de doktrinde dile getirilmektedir. Buna goére UCTD’in
uygulanmasi 6zellikle iicretsiz hizmetler bakimindan ulusal hukuklarca degerlendirilir ve bu noktada
medeni hukuk ve miisterek hukuk iilkeleri arasinda ciddi farklar bulunmaktadir, bkz. Kosta, GDPR
Commentary Article 7, s. 350. Ayrica doktrinde bir goriis UCTD uyarinca tiiketicinin bilgilendirilmesi
gereken hususlardan Dbirisinin  kisisel verilerinin toplanmasi ve ticarilesmesi olabilecegini
savunmaktadir, bkz. Helberger/ Zuiderveen Borgesius/ Reyna, The Perfect Match, s. 9.

78 TKHK’nun sz konusu sézlesmelere uygulanacag hakkinda bkz. Akkanat-Oztiirk, Karsi Edim
Olarak Kisisel Veriler, s. 261.

787 Kigisel verilerin korunmast hukuku baimindan da ilgili kisinin bilgilendirilme hakkini etkin
kullanabilmesi i¢in bilgilendirmenin kendisi aksini acik¢a kabul etmedigi siirece anadilinde yapilmasi
gerektigi savunulmaktadir, bkz. Diilger, Kisisel Verilerin Korunmasi Hukuku, s. 349.
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maliyeti 781 milyar dolardir’®®

. Bu noktadan yaklastigimizda kullanicilarin tizerine bu
yiikii bindirmenin sadece bireysel anlamda gerceke¢i olamayacak derecede agir bir yiik
olmasiin 6tesinde ekonomik olarak da anlamli olmayan bir durum ile kars1 karsiya
kaldigimizi fark ederiz. Bu yiizden kanaatimizce saglayicilarin sitelerine sadece
kullanim kosullarini ve gizlilik politikasini ulasilabilir olarak koymalari bilgilendirme
yiikiimliiliiklerini yerine getirmis sayilmalar1 i¢in yeterli olmamalidir. Saglayicilardan
cok daha basit ve hizli anlasilabilir bicimde gerek kullanim kosullarinin gerek de

gizlilik politikalarinin kullanicidan ne aldigini ve ona nasil yiikiimliiliikkler yiikledigini

(6rnegin semalar, aciklayici gorseller vs. ile) izah etmeleri onlardan beklenmelidir’s®,

Doktrinde genel islem kosullarinin sadece sdzlesmenin yan noktalarini
diizenleyebilecegi, bir s6zlesmenin esasli unsurlarinin taraflarin miizakeresi olmadan

70 Haksiz sartlar i¢in durum TKHK m.

kararlastirilamayacagi savunulmaktadir
5(7)’de benzer bi¢imde diizenlenmistir. Buna gore acik¢a yazilmis oldugu siirece
taraflar arasinda belirlenen fiyat haksiz sart degerlendirmesine konu olmaz. Bu
durumda 6rnegin kisinin bir karsit edim olarak hangi kisisel verilerinin islenecegine
ilisikin yapmis oldugu anlagma bir genel islem kosullar1 denetiminin disinda
kalacaktir. Bu hususlarin sozlesmenin diger tarafi tarafindan isleme girmeden 6nce
degerlendirilmis oldugu kabul edilir. Dolayistyla burada genel islem kosulu denetimini
isletmenin bir anlam1 olmayacaktir. Ancak yine de kanaatimizce bu hususun dijital
hizmet ve icerik saglayicilar ile kullanicilar arasindaki sozlesmeler bakimindan bu
sekilde yorumlanmas1 yerinde olmayacaktir. Daha 6nce de ifade edildigi gibi kisisel

verinin degerinin hesaplanmasi tek basina biiyiik bir meseledir ve ilgili kisinin bunu

tek bagina yapabilmesi de oldukca zordur®!. Bu bakimdan kanaatimizce genel islem

78 Aleecia M. McDonald/ Lorrie Faith Cranor, “The Cost of Reading Privacy Policies”, 1/S: A Journal
of Law and Policy for the Information Society, Vol. 4, No. 3, 2008 (Cost of Reading) s. 563-564.
Aragtirmanin bir degerlendirmesi igin bkz. Elvy, Paying for Privacy, s. 1441,

78 Buna karsin 2000li yillarin basinda ABD’de verilen ¢ogu kararda kullaicilarin hizmetlere iliskin
sartlar1 “okudum, kabul ediyorum” gibi kutucuklara tiklayarak kabul ettikleri ve bu hiikiimlerin onlara
uygulanacagini hatta sadece o siteyi kullanarak bu sartlar1 kabul etmis sayilacaklarin1 ve ayni sekilde
bu hiikiimlerin kendilerine kars: ileri siirtilebilecegi kabul edilmistir. Bu gibi kararlar i¢in bkz. Iskander,
Future of All Data, s. 3 vd. Buna karsin bu hiikiimleri dikkatli bigimde okuyan bir kisi i¢in dahi s6z
konusu hiikiimlerin anlagilmasinin olduk¢a zor oldugu doktrinde savunulmustur, bkz. Peter Linzer,
“Contract as Evil”, Hastings Law Journal, Vol. 66, Issue 4 (Contract as Evil) s. 997-998.
Hukukumuzda da doktrinde bu sekilde sézlesmenin dncesinde sézlesmenin okunduguna iligkin bir
kutucuga tiklanarak yapilan beyanlarin bu genel islem kosullarinin yiiriirlik denetiminden gegmesi igin
yeterli oldugu savunulmaktadir, bkz. Giimiis, Genel Hiikiimler, s. 178.

0 Eren, Bor¢lar Genel Hiikiimler, s. 239-240; Giimiis, Genel Hiikiimler, s. 190; Akkanat-Oztiirk,
Kars1 Edim Olarak Kisisel Veriler, s. 171-172.

791 Bkz. Béliim IL.A.3, s. 99-100.
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kosullar1 denetiminin disinda tutulabilecek tek husus ilgili kisinin kisisel veri sagliyor
oldugunu kabul etmesi olabilir. Bunun diginda saglanan kisisel veriye iliskin hizmet
saglayicinin her tiirlii tasarrufunu diizenleyen s6zlesme maddesi genel islem kosullar
denetiminden gegirilmelidir’®?. Ayrica, haksiz sartlar bakimindan ise doktrinde TKHK
m. 5(7)’nin zit anlamindan yola ¢ikarak, sézlesmenin asli edimlerinin agik ve
anlasilabilir bicimde yazilmamis olmasi durumunda haksiz sart degerlendirmesine

konu olabilecegini savunmaktadir’®,

Ayni1 sekilde haksiz sartlarin taraflar arasindaki sézlesmeden dogan ana borglara
uygulanmayacagini sdyleyen UCTD m. 4(2) hiikkmiiniin kars1 edimi kisisel veri olan
sOzlesmelere uygulanmamasi gerektigi savunulmaktadir. Zira bu hiikmiin getirilis
mantiginin arkasinda serbest pazar ekonomisinde her mal ve hizmetin bedelinin ne
oldugunun pazar tarafindan belirlenmis olacagi kabulii yatar. Oysa kars1 edimi kisisel
veri olan bir sdzlesmesel iliskide pazarin kendiliginden hangi hizmet i¢in hangi bedelin
O6denmesi gerektigini tespit etmesi miimkiin degildir; ¢iinkii, daha 6nce de izah edildigi

gibi, kisisel verinin degeri teknik olarak tespit edilmesi zor bir meseledir’®*

. Cogu
kullanicinin da bu konuda yeterince bilgili oldugunu iddia etmek su asamada
erkendir’®. Bununla paralel bicimde UCTD m. 4(2) bu s6zlesmelere uygulanmamasi
gerektigini savunan goriis sunu da iddia eder; UCTD m. 4(2) sozlesmenin esash
borglarin1 haksiz sart denetiminin disinda birakmistir ¢iinkii tiiketicinin bu hususlara
zaten dikkat edecegini varsaymistir. Gergekten de ikinci hiikiimlerden farkli olarak
tiketicinin alacagr mal veya hizmet ve karsiliginda 6deyecegi bedel konusunda

dikkatli olacagin1 kabul etmek gerekir. Oysa dijital hizmet ve icerik saglayicilar ile

92 Ayn1 yonde bir goriis igin bkz. Bedir, Age of Big Data, s. 354;Akkanat-Oztiirk, Kars1 Edim Olarak
Kisisel Veriler, s. 269-270. Kisisel verisini vermesine ragmen ¢ogu zaman ilgili kisilerin bu verilerin
nasil kullanildigina dair bilgi sahibi olmadig1 hakkinda bkz. Helberger/Zuiderveen Borgesius/ Reyna,
The Perfect Match, s. 12-13.

798 Aslan, Tiiketici Hukuku, s. 326, 343-344. Kural olarak UCTD altinda da sézlesmenin ana edimi ve
karst edimi arasindaki denge hakkinda bir denetim haksiz sartlar bakimindan yapilmaz. Ancak ABAD
iiye iilkelerin sdzlegsmenin bu unsurlarimi da inceleyebilecek bigimde haksiz sartlarin uygulamasini
genisletebilecegini kabul etmektedir, bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect
Match, s. 18. Kullanic1 ile saglayici (bagka bir deyisle ilgili kisi ve veri sorumlusu) arasinda
sozlesmenin kurulmasi aninda bulunan bilgi farki da bu sonucu destekler niteliktedir. Kullanicilar igin
dijital icerik ve hizmetleri i¢eren sdzlesmeler bakimindan bilgilenme maliyeti veri sorumlusuna gore
cok daha fazladir, bkz. Rhoen, Beyond Consent, s. 3.

79 Hacker, Regulating the Economic Impact of Data, s. 67.

79 Tiiketiciler tarafinda veri mahremiyeti bakimindan bilinglilik diizeyinin hi¢ de az degildir. Bu yonde
bazi arastirmalar i¢in bkz. Elvy, Paying for Privacy, s. 1380, 1382-1383. Ancak bu farkindaligin
verilerin ekonomik degerinden ziyade veri mahremiyeti iizerine oldugunu da hatirlatmak gerekir.
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kullanicilar arasindaki sozlesmelerde kullanicilarin - gergekten bu hizmetlerin

karsiiginda ne verdiklerine dikkat ettiklerini sdylemek miimkiin degildir’®.

Bu sozlesemler bakimindan bir diger sorunlu durum ¢ogu zaman igerik ve
hizmet saglayicilarin tek tarafli olarak degisiklik yapma haklarii sakli tutmalaridir.
Omegin Facebook Hizmet Kosullarinda “Yalnizca hiikiimlerin artik uygun olmadig
veya yetersiz oldugu, soz konusu degisikliklerin makul oldugu ve menfaatlerinizin goz
oniinde bulunduruldugu veya degisikliklerin emniyet ve giivenlik amaciyla ya da
yiiriirliikteki yasalara uyum saglamak iizere gerekli oldugu durumlarda degisiklik

197 Oysa TBK m. 24 hiikmii agik¢a genel islem

vapacagiz.” hiikkmiine yer vermistir
kosulu niteligindeki sartlarin i¢inde diizenleyene tek tarafli olarak diger taraf aleyhine
degisiklik yapmak veya yeni diizenlemeler getirmenin yasak oldugunu, bunun
yaptiriminin ise yazilmamis sayilma oldugunu sdylemektedir. Eger hizmet saglayici
kullanici aleyhine bu s6zlesme hilkmiine dayanarak bazi degisiklikler yaparsa bunlarin
gecersiz olacagl sdylenebilir. Bazi uygulamalar degisiklikleri kullanicilarin takip
etmesi, degisiklikleri kabul etmeyen kullanicilarin ise hizmet veya igerige erigim
saglamay1 durdurmalar1 gerektigine dair hiikiimler de igermektedir’®®. Ancak burada
dikkat edilmesi gereken husus s6z konusu hizmetlerin olduk¢a dinamik bir yapida
olmasidir. Dolayisiyla bu sozlesme hiikiimlerinde yeri geldiginde hizmet saglayici
tarafindan degisiklikler yapilmasinin tiiketici lehine olabilecegini de kabul etmek

gerekir. Bu da bizi tiiketicinin lehine oldugu siirece bu hiikiimlerin gecersiz

olmayacagi sonucuna gotiirecektir.

Benzer bir sonuca tiiketici hukukundaki haksiz sartlar {izerinden varilmasi da
miimkiindiir. Tiiketici Sozlesmelerindeki Haksiz Sartlar Hakkinda Yonetmelik
(TSHSHY)™®® m. 5(4) uyarinca yonetmelik altinda sadece drnekleyici olarak haksiz
sart niteliginde olabilecek bazi hiikiimler siralanmistir. Ancak sadece bu listede yer
almasi1 bir sartin muhakkak haksiz sart olacagi anlamina gelmez. Belli sartlarda

yonetmelikte verilen listede yer almasina ragmen haksiz sart niteliginde olmayacak

7% Hacker, Regulating the Economic Impact of Data, s. 67.

97 Benzer bir hiikiim i¢in bkz. Twitter, Terms of Service, General. Benzer baska bir hiikiim i¢in bkz.
“We may change, suspend, withdraw or restrict the availability of all or any part of our platform for
business and operational reasons at any time without notice”, TikTok, Kullamim Kosullari, Exclusion
of Warranties.

8 TikTok, Kullanim Kosullar1, Changes to the Terms.

799 Y 6netmeligin metni i¢in bkz.
https://www.mevzuat.gov.tr/mevzuat?MevzuatNo=19798&MevzuatTur=7&MevzuatTertip=5 (erisim
tarihi: 17.01.2023).


https://www.mevzuat.gov.tr/mevzuat?MevzuatNo=19798&MevzuatTur=7&MevzuatTertip=5
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hiikiimler olabilir®®

. Bu kapsamda sayilan haksiz s6zlesme sartlarindan biri EK-1 m.
1(h)’de diizenlenen “Sozlesmeyi diizenleyenin sézlesme sartlarini, sézlesmede
belirtilen hakli bir sebep olmaksizin tek tarafli olarak degistirmesine imkan veren
sartlar’dir. Hemen takip eden (1) bendinde de diizenleyenin s6zlesmesi konusu mal
veya hizmetin niteliklerini tek tarafli olarak ve hakli bir sebebe dayanamaksizin
degistirilebilecegine iliskin hiikiimlerin haksiz sart niteliginde olacagi soylenmistir.
Daha once de ifade edildigi gibi haksiz sartlarin gecersizlik yaptirimi kesin
hiikiimstizliiktir. Bu  durumda hizmet saglayici  bir  tiiketici  olarak
nitelendirilebilecegini ag¢ikladigimiz kullanict ile yaptigi sozlesmede hakli neden
olmaksizin degisiklik yapma imkanini kendine taniyamaz. Ancak benzer bir
muhakeme ile dijital hizmetlerin dinamik yapis1 dikkate alindiginda hizmetlerin
sunuldugu hiikiimlerde yeri geldiginde degisiklik yapabiliyor olmanin hakl1 bir sebebe
dayandigi sonucuna varmak yerinde olacaktir. Buna karsin doktrinde bir goriis TKHK
m. 4(2)’nin amir hitkkmii karsisinda bir sézlesmenin hakli nedenle dahi diizenleyene
tiketici aleyhine sozlesmede degisiklik yapma hakki verilemeyecegini

savunmaktadir®?

. Kanaatimizce bu goriisiin benimsenmesi gerek yoOnetmeligin
kanuna uygunlugunun saglanmasi gerek de ¢ok benzer hiikiimler getiren TBK
diizenlemeleri ile paralellik saglanmasi bakimindan yerindedir. Bu ¢alisma 6zelinde
de hizmet saglayicinin tek tarafli olarak s6zlesmeyi degistirmesi icin ileri siirebilecegi
hakli nedenlerin siber giivenlik, veri giivenligi, hizmetlerin iyilestirilmesi gibi

kullanici lehine olan sebepler ile sinirlandirilmast gerektigi savunulabilir.

Bu kosullarda saglayiciya tek tarafli olarak sdzlesmeyi sona erdirme hakki veren
ve hizmet veya icerigin olmasi1 gerektigi gibi sunulamamasi halinde kullanicinin
haklarim kisitlayan maddelerin de genel islem kosullar1 ve haksiz sart incelemesine
tabi tutulmas1 miimkiindiir. Ancak bu inceleme ¢alismanin bu kisminda degil ileriki

basliklarda 6zel olarak yapilacaktir.

Bu noktada onemli bir husus degerlendirilmeden, dogrudan Tiirk hukuku
tizerinden sonuca varmak hatali olacaktir. Dijital icerik ve hizmet saglayicilarin en cok
sOzlesme yapilanlari ve bu ¢alisma altinda da incelenen platfortmlarin tamami yabanci
menseilidir. MOHUK m. 1 uyarinca yabancilik unsuru igeren sézlesmelere MOHUK

uygulanacaktir. Dolayisiyla TBK 6zelinde bir inceleme yapmadan énce TBK’nin

800 Aslan, Tiiketici Hukuku, s. 348.
801 Aslan, Tiiketici Hukuku, s. 353.
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gercekten bu sozlesmelere uygulanabilir olup olmadiginin degerlendirilmesi gerekir.
Zira ¢ogu sozlesmede hukuk se¢imi maddesine yer verilmis durumdadir. Ornegin
Facebook Hizmet Kosullarinda Meta’nin kullanicisina karsi acacagi davalar ve
talepleri i¢in “dava nedeni veya ihtilafin Kaliforniya Eyaleti yasalarina tabi olacagini
kabul edersiniz.” hiikmiine yer vermistir. Buna karsin tiiketici olan kullanicinin
Meta’ya karst ileri siirecegi iddialar ikamet ettigi iilkenin yasalarma tabi olacaktir®®,
Benzer bi¢imde TikTok Kullanom Kosullarinda Singapur hukukunun sézlesmeye

803

uygulanacagi ifade edilmistir®”. Keza Twitter’in Hizmet Kosullarinda da s6zlesmeye,

hukuk se¢im maddesi hiikiimleri hari¢ olmak {izere, Kaliforniya Eyaleti hukukunun

uygulanacag ifade edilmistir®®*

. Daha once s6z konusu sozlesmeleri mevcut borglar
hukuku diizeninde incelerken bu s6zlesmelerin birer tiiketici islemi oldugu tespitinde
bulunmustuk. Bu tespit bu noktada islevsellik kazanmaktadir. Zira MOHUK m. 26
uyarinca tiikketici sozlesmelerinde taraflarin sdzlesmeleri igin yaptiklart hukuk se¢imi
korunmaktadir. Dolayist ile 6rnegin Facebook oOrneginde, Meta ile bir kullanicisi
arasinda Hizmet Kosullarindan dogan bir ihtilafa gercekten Kaliforniya Eyaleti
yasalart uygulanacaktir. Ancak MOHUK m. 26 s6z konusu hukuk segimi
hiikiimlerinin tiiketicinin mutad meskeni hukukunun emredici kurallarini bertaraf
edemeyecegini sdylemektedir. TBK’nin genel islem kosullar1 bakimindan diger taraf

i¢in getirmis oldugu koruma emredici niteliktedir%®

. Dolayist ile kullanicilarin mutad
meskenlerinin Tiirkiye’de oldugu durumlarda hukuk se¢im maddesine ragmen
TBK’nin getirdigi asgari korumanin altina inilemeyecektir. Bu bakimdan mutad
meskeni Tiirkiye’de bulunan kisiler icin TBK’nin bu s6zlesmeler i¢in genel islem
kosulu korumasinin alt esigini olusturdugu sdylenebilir. Facebook 6rneginden devam
edersek eger Kaliforniya Eyaleti hukuku genel islem kosullarinda diizenleyene tek
tarafli degisiklik yapma yetkisi tantyan hiikiimleri gegerli kabul ediyorsa TBK’nin
getirdigi korumaya devreye girecek ve MOHUK m. 26 iizerinden de olsa TBK m. 24

uyarinca s6z konusu hiikiimler yazilmamis sayilacaktir.

Son olarak bu hiikiimlerin gerek genel islem kosullar1 gerek de haksiz sartlar
bakimindan ele alinmasmin gerektigini tespit etmek bu hiikiimlerin (kapsam

denetimini gectikleri varsayiminda) her zaman diirtistliik kuralina aykiri oldugunu bu

802 Facebook, Hizmet Kosullari, 4. Ek hiikiimler, 4. Ihtilaflar.
803 TikTok, Kullamim Kosullar1, Other Terms.

804 Twitter, Terms of Service, m. 6.

805 Antalya, Bor¢lar Genel Hiikiimler I, s. 432.
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yiizden hiikiimsiiz sayilmasi gerektigi anlamina gelmez. Zira her ne kadar kullanici
icin sagladig1 verinin degerini bilemiyor olmasi yararlandigi hizmetlerin degerini
diistirmez. Kullanicilarin da yararlandiklar1 hizmetlerin olduk¢a degerli hizmetler
olduklarini kabul etmek gerekir®®. Bu yiizden taraflar arasindaki dengenin her

sOzlesme 6zelinde ayr1 ayr1 degerlendirilmesi gerekir.

5. Tiirk¢esi Bulunmayan Kullanim Kosullarinin Gegerliligi
Halen yiiriirliikte olan en eski kanunlarimizdan biri 805 sayili Iktisadi
Miiesseselerde Mecburi Tiirkge Kullaniimas: Hakkinda Kanun®’ bazi durumlarda
hukuk islemlerde Tiirk¢e nin kullanimini zorunlu tutmaktadir. Zorunlulugun kapsami

bakimindan kanun Tiirk ve yabanci kurumlar arasinda bir ayrima gitmistir.

Kanunun ilk maddesine gore Tiirk tabiiyetindeki biitliin sirket ve kurumlarin
Tiirkiye’de yaptiklar biitiin islemlerde Tiirk¢e kullanmalari zorunludur®®, Doktrinde
bir islemin ne zaman Tiirkiye dahilinde yapilmis sayilacag: tartigmalidir. Bir goriis
Tiirkiye’de yapilan islemden s6zlesmenin yapildigi yeri anlamaktadir, buna gore bir
sOzlesmenin ifa yeri Tiirkiye olsa dahi eger sézlesmenin yapildig1 yer Tiirkiye’de

degilse Tiirk¢e kullanma zorunlulugu dogmayacaktir®®. Diger bir goriis ise ancak

806 Bu yonde bir degerlendirme i¢in bkz. Hacker, Regulating the Economic Impact of Data, s. 72-73.
Yazara gore ornegin bir akilli telefondaki flas 15181 uygulamasinin veri minimizasyonu ilkesine aykiri
olarak sozlesmesinde genis bir ii¢ilincii kisi takipgi faaliyeti ongdrmesi taraflar arasinda bir dengesizlik
oldugunu kabul etmek gerekir. Keza doktrinde bagka bir goriis UCTD anlaminda diiriistliik kuralina
aykirihigr veri koruma hukukunu da i¢ine alacak bicimde genis algilamak gerektigini, 6rnegin veri
minimizasyonu ilkesine aykirt olan sozlesme sartlarinin da dirdstlik kuralina aykiri olarak
degerlendirilebilecegini savunmustur, bkz. Helberger/Zuiderveen Borgesius/ Reyna, The Perfect
Match, s. 18.

807 Kanunun metni igin bkz. https://www.mevzuat.gov.tr/MevzuatMetin/1.3.805.pdf (erisim tarihi:
10.01.2023). Bu kanunun giiniimiizde hala hukuk diizenimizde varligini siirdiirmesi doktrin tarafindan
oldukga elestirilmekte, hatta Anayasa m. 48’te koruma altina alinan soézlesme O6zgiirliigi ilkesi ile
catisma halinde oldugu savunulmaktadir bkz. Emre Esen, “Iktisadi Miiesseselerde Mecburi Tiirkge
Kullanilmas1 Hakkinda Kanun’un Milletleraras1 Tahkim Anlasmalar1 Uzerindeki Etkisi”, Public and
private international law bulletin, C. 40, S. 1, 2020 (Mecburi Tiirk¢e Kullanimi1 ve Tahkim
Anlasgmasi) s. 207-208.

808 Madde hakkinda aciklamalar icin bkz. Murat Aliskan, “Tktisadi Miiesseselerde Tiirk¢e Kullanma
Zorunlulugu”, Erzincan Binali Yildirim Universitesi Hukuk Fakiiltesi Dergisi, C. 9, S. 1-2, 2005
(Tirk¢e Kullanma Zorunlulugu) s. 350-351.

809 fIhan Ding, “Tktisadi Miiesseselerde Mecburi Tiirkge Kullanilmasina Dair Kanuna Iliskin Giincel
Yargi Kararlarmin Degerlendirilmesi”, Tiirkiye Adalet Akademisi Dergisi, S. 44, 2020 (iktisadi
Miiesseselerde Mecburi Tiitkce Kullanilmasi) s. 133. Ancak Yargitay kararlarinda sozlesmenin
kuruldugu yer disindaki hususlar da atifta bulunabilmektedir. Bu yonde “Tiirk tabiiyetinde olmalari,
asil sézlesme ve tahkim sartimn Tiirkiye dahilindeki bir isle ilgili ve Tiirkiye dahilinde imzalanmus
olmasi sebebiyle halen yiiriirliikte bulunan 805 Sayili Kanun'un 1. maddesine gore Tiirkge yapilip
yvazilmasi zorunlu olmasina ragmen” bkz. Yargitay, 15. Hukuk Dairesi, 2019/3156 E., 2020/2913 K.,
K.T: 5.11.2020 (https://www.kazanci.com.tr/). Tahkim sartlarinin gegerliliginin Milletleraras1 Tahkim
Kanunu veya tahkime iligkin 6zel milletlerarast sdzlesmelerdeki hiikiimler yerine 805 sayili kanun
uyarinca incelenesi doktrinde elestiri konusu olmustur, bkz. Esen, Mecburi Tiirk¢e Kullanim ve
Tahkim Anlasmasi, s. 212 vd.


https://www.mevzuat.gov.tr/MevzuatMetin/1.3.805.pdf
https://www.kazanci.com.tr/
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hicbir yabancilik unsuru igermeyen sozlesmelerin Tirkiye dahilinde yapilmis

sayilabilecegini savunmaktadir®°.

Tirkiye’de faaliyet gosteren yabanci sirketler bakimindan ise bu zorunululuk
kanunun ikinci maddesi uyarinca Tiirk kurumlart ve Tiirk vatandagligi olan gercek
kisiler ile yapilan islemler i¢in uygulanacaktir®!. Bu zorunluluk altindaki kisilerin
yabanci dilleri ancak ek olarak kullanmalarina izin verilmektedir, baska bir deyisle
yapilan biitiin islemler yine Tiirk¢e yapilmali, eger isteniyorsa buna ek olarak yabanci
diller kullanilabilmektedir. Her sekilde bu islemlerin Tiirk¢e hallerine itibar
edilecektir. Tiirk¢e kullanma zorunlulugu altinda bulunanlarin madde 4 uyarinca bu
zorunluluga aykir1 olarak diizenlenledikleri evraklara kendi lehlerine dayanmalari
miimkiin degildir. Ayrica kanunun 7. maddesinde bu kanuna aykiriliklarin “yiiz

giinden az olmamak iizere adli para cezasiyla” cezalandirilacagina da hiikmedilmistir.

Bu kanun kapsaminda tartismali olan husus bir yabanci ile Tiirk tabiyetindeki
bir gercek veya tiizel kisi arasinda yapilacak soézlesmede de Tiirkce kullanma
zorunlulugu olup olmadiginin tespit edilmesidir. Ciinkii Tiirk tabiyetindeki kurumlar
bakimindan Tiirk¢e kullanma zorunlulugu getiren madde 1’nin lafzinda dogrudan
“mukavele” sozcligli kullanilmigken, yabanci kurumlar i¢in Tirk¢e kullanma
zorunlulugunu getiren madde 2’nin lafzinda bu kelimeye yer verilmemistir. Bu
farklilikta yola ¢ikan bazi yazarlar bir yabanci ile Tiirk tabiyetindeki gergek ve tiizel
kisi arasindaki s6zlesmeler bakimindan Tiirk¢e kullanma zorunlulugu olmadigin

savunmustur812

. Aksi goriis ise madde 2’de “mukavele” sozciigiine yer verilmemis
olmasina kargin hukuki islem anlamina gelen “muamele” kelimesine yer verildigine
dikkat ¢ekmistir. “Mukavele” yani sézlesme de bir tiir hukuki islem olduguna gore
madde 2 kapsaminda bir yabanci ile Tiirk arasinda yapilan s6zlesmeler bakiminda da
Tiirkge kullanma zorunlulugu oldugunu kabul etmek gerekir. Keza ilk maddede

“mecburdur” ifadesinin iistiine ikinci maddede “bu mecburiyet” ifadesine yer verilerek

810 Bu yondeki goriislerin bir agiklamasi i¢in bkz. Esen, Mecburi Tiirk¢e Kullamm ve Tahkim
Anlasmasi, s. 215-216. Keza yazar da bu goriistedir, bkz. Esen, Mecburi Tiirk¢e Kullanim ve
Tahkim Anlasmasi, s. 218.

811 Yabanci sirketlerin Tiirkiye’deki islemleri aslinda kanunun lafzinda bulunan bir kisitlama degildir
ancak doktrin bu hiikmiin yabanc sirketlerin Tiirkiye’deki islemleri seklinde anlasilmasi gerektigini
savunmaktadir, bkz. Ding, iktisadi Miiesseselerde Mecburi Tiirk¢ce Kullamlmasi, s. 133.

812 By yondeki goriisler igin bkz. Ding, iktisadi Miiesseselerde Mecburi Tiirk¢e Kullamlmast, s. 134-
135; Esen, Mecburi Tiirk¢e Kullanimi ve Tahkim Anlagmasi, s. 220. Esen de bu goriistedir bkz.
Esen, Mecburi Tiirk¢ce Kullanimi ve Tahkim Anlasmasi, S. 221.
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iki madde arasinda bir iliski de kurulmustur®®®. istanbul Bolge Adliye Mahkemesi
(BAM) kararlarinda en azindan bir tarafi yabanci olan tahkim s6zlesmelerinin yabanci
dilde diizenlenmesi bir gegersizlik sebebi olarak degerlendirilmemektedir®. Keza
yine Istanbul BAM taraflarindan biri yabanci olan hukuki islemde bulunan cezai sart
hiikmiiniin yabanci dilde hazirlanmis olmasiin bir gegersizlik nedeni olarak kabul
edilemeyecegine karar vermistir. Zira sdzlesmenin taraflarindan biri yabanci ise Tiirk
sirketi ile yapilacak sozlesmede Tiirkce kullanilmasi zorunlu olmayacaktir®'®. Bu
kararlardan giincel BAM Kararlarinin ilk goriisii benimsemis oldugu ¢ikariminda

bulunulabilir.

Bu kapsamda tartismali olan bir baska husus ise kanuna aykirilig1 yaptiriminin
ne olacagidir. Yukarida da ifade edildigi gibi kanunda, kanuna aykir1 diizenlenen
evraklarlara kurumlarin kendi lehlerine dayanmalari miimkiin degildir. Ancak
doktrinde bu hususta farkl1 goriisler ileri siiriilmiistiir. {lk olarak bir goriis kanunun
sevk edilis amacindan hareketle, aykiriligin yaptiriminin kesin hiikiimsiizliik oldugunu
savunmustur. Ancak bir uyusmazlik s6z konusu oldugunda taraflarin durumu bilerek
hukuki iliskiyi kurmus olduklari i¢in gecersizligin ileri siiriilmesi TMK m. 2’ye aykiri
olacaktir. Ikinci bir goriis hiikkmiin lafzina daha sadik kalarak burada bir kesin
hiikiimstizliik durumu olsaydi hukuki islemin diizenleyen aleyhine de dikkate
alinamayacagini, bu yiizden burada olsa olsa bir yorum kurali getirildiginin kabul
edilmesi gerektigini savunmustur. Buna gore Tiirk¢e diizenlenmesi gereken bir hiikiim
yabanci dilde diizenlenmisse diizenleyenin aleyhine olan yoruma tistiinliik taninmasi
gerekir. Yine bagka bir goris, kanunun 6n gordiigii gegersizlik halinin yazilmamis
sayllma oldugunu savunmustur. Bu goriis “nazar itibara alinmama’ ifadesinin klasik
gecersizlik hallerinden birine dahil edilmesinin miimkiin olmadigini, bu ifadeden
ancak yazilmamis sayilma sonucunun ¢ikartilabilecegini savunmustur. Bir baska goriis

kanunun 4. maddesinin bir gegerlilik degil ispat hilkkmii oldugunu savunmustur. Bu

813 Ding, iktisadi Miiesseselerde Mecburi Tiirk¢e Kullamlmasi, s. 137-138; Aliskan; Tiirkce
Kullanma Zorunlulugu, s. 352. Bu yondeki goriislerin agiklamasi i¢in bkz. Esen, Mecburi Tiirkce
Kullanim ve Tahkim Anlasmasi, s. 220-221; Ding, iktisadi Miiesseselerde Mecburi Tiirkce
Kullanilmasi, s. 135.

814 “sizlesmede taraflardan birisinin yabanci olmast halinde sozlesmenin yabanct dilde
diizenlenmesinde 805 Sayili yasanin 1. Maddesi ve mevzuata gore aykirilik teskil etmeyecegi, bu nedenle
sozlesmenin gegerli oldugu anlasiimakla” bkz. Istanbul BAM, 15. Hukuk Dairesi, 2021/3004 E.,
2021/2309 K., K.T: 7.12.2021 (https://www.kazanci.com.tr/).

815 “Ancak ayni kanunun 2. maddesi uyarinca sozlesmenin taraflarindan birini yabanci olmast halinde
Tiirk sirketleriyle yapacaklari sézlesmelerde Tiirkce kullanilmasi zorunlulugu bulunmamaktadir.” bkz.
Istanbul BAM, 43. Hukuk Dairesi, 2020/201 E., 2021/249 K., KT: 4.3.2021
(https://www.kazanci.com.tr/).
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goriigiin hareket noktasi kanunun yorumdan degil “nazar: itibara” yani dikkate
alinmamadan bahsetmesidir. O zaman bir uyusmazlik oldugunda kanuna aykir1 olarak
yabanci dilde belge hazirlayan taraf bu belgelere kendi lehine delil olarak
dayanamayacak, ancak karsi tarafinda bu belgelere dayanmasi miimkiin olacaktir.
Benzer bir goriis kanunda gegerlilik konusunda gergek olmayan bir bosluk oldugunu,

bu yiizden hiikmiin ancak ispat agisindan degerlendirilebilecegini savunmustur82®,

Baz1 dijital igerik ve hizmet saglayicilarin soézlesmelerini Tiirkge olarak
diizenlemedikleri ve sitelerinde herhangi bir c¢eviriye de yer vermedikleri
goriilmektedir. Ornegin TikTok’un Kullanim Kosullarinin sadece Ingilizcesi
mevcuttur. Keza Twitter’in Hizmet Kosullar1 da sadece Ingilizce olarak kullanicilara
sunulmustur. Burada hizmet saglayicilarin yabanci, Tiirkiye 6zelinde baktigimizda
kullanicilarin ise Tiirk vatandasidir. Dolayisi ile yukaridaki tartismalar 1s1ginda 805
sayil1 kanun uyarinca bu sozlesmelerin gecersiz olduklar1 doktrindeki bir goriis
uyarinca ileri stiriilebilecektir. Ancak bu noktada su hususu bir kez daha hatirlatmakta
yarar vardir; yabancilik unusuru barindiran bu sézlesmelerin ¢cogunda yabanci bir
hukuka atifta bulunan hukuk se¢im maddeleri vardir. Dolayist ile bu sozlesmelere
dogrudan Tiirk hukukunun uygulanacagini sdylemek dogru bir yaklagim olmayacaktir.
Zira MOHUK m. 24 uyarinca sézlesmeye taraflarin sectikleri hukuk uygulanacaktir.
Bu durumda yukarida ayrintis1 ile agiklanan 805 sayili kanunun bu sdzlesmelere
uygulanmas1 miimkiin olmaz, dolayisiyla yapilan tartismalarin hi¢biri bu so6zlesmeleri
ilgilendirmez. Ancak bu noktada yapilabilecek 6nemli bir ikinci degerlendirme, 805
sayili kanun ile getirilen diizenlemelerin MOHUK m. 5 uyarinca kamu diizenine
aykirihk veya MOHUK m. 6 uyarinca dogrudan uygulanan kurallar kapsamina
girmesinin miimkiin olup olmadig1 yoniinde olabilir. Bu noktada hemen belirtmek
gerekir ki bir hukuk kuralinin Tiirk hukuku bakimindan emredici nitelikte olmasi onun
dogrudan kamu diizenini ilgilendirdigi anlamina gelmez. Kamu diizenine aykiriligin
ileri siiriilmesi i¢in Tiirk kamu diizenine agik bir aykirihigin olmas1 gerekir®'’. Bu

bakimdan 805 sayili kanunun hitkiimlerinin emredici nitelikte oldugunu savunmak,

816 By goriisler hakkinda agiklamalar i¢in bkz. Ding, iktisadi Miiesseselerde Mecburi Tiirkce
Kullanilmasi, s. 139-141; Esen, Mecburi Tiirk¢e Kullamm ve Tahkim Anlasmasi, s. 225 vd.
Ding’in kendisi de ilgili hiikkmiin ispat hukukundaki gecerlilik kapsaminda degerlendirilmesi
goriisiindedir, bkz. Ding, iktisadi Miiesseselerde Mecburi Tiirk¢e Kullamlmasi, s. 142 vd. Benzer
yonde bkz. Esen, Mecburi Tiirk¢ce Kullanimi ve Tahkim Anlasmasi, s. 225.

817 Sanli/Esen/Ataman-Figenmese, Milletleraras1 Ozel Hukuk, s. 79; Nomer, Devletler Hususi
Hukuku, s. 164-165.
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MOHUK m. 5’in uygulanacagi anlamina gelmeyecektir. Bu ¢alisma 6zelinde 805
sayili kanunun MOHUK m. 5 veya 6 kapsaminda olup olmadig: tartismasina ayrica
girilmeyecektir. Bunun yerine Tirk hukukunda boyle bir gegersizlik durumu
oldugunun ve bazi hizmet saglayicilarin kullanim kosullarini1 Tiirk¢e hazirlamayarak

bu gecersizlik halini riske ettiklerinin altin1 ¢izmekle yetinilecektir.

F. Kisisel Verinin Kars1 Edim Oldugu Sozlesmelerde Sozlesmeye
Aykirihk

1. Rizanmin Geri Cekilmesinin ve Unutulma Hakkinin So6zlesmeye Etkisi
Gerek GDPR gerek de KVKK altindaki koruma rejimi incelenirken kisisel
verilerin islenmesini hukuka uygun hale getiren sebeplerden birinin ilgili kisinin rizas1
oldugundan bahsedilmisti. Ilgili kisinin rizasmm hicbir zorlama altinda kalmadan
Ozglirce vermesi gecerli bir rizanin varligi i¢in gereklidir. Kisinin 6zglirce rizasini
verdiginin sOylenebilmesi igin ayrica kiginin en azindan riza gosterdigi kadar kolay
bigimde rizasin geri ¢ekebiliyor olmasi da gerekir. Oyle ki kisinin rizasini1 geri cekme

818 Bu durum kamu diizenini

hakkindan feragat etmesi miimkiin degildir
ilgilendirdiginden kisinin sézlesme ile kisisel verilerinin islenmesine iliskin verdigi
rizay geri ¢cekme hakkindan feragat etmis sayilacagini sdyleyen sézlesme hiikiimleri

kesin hiikiimsiiz olacaktir®®,

Keza doktrinde ilgili kisinin rizasi, sozlesme
hukukundaki iki tarafli islemlerden farkli olarak, tek tarafli irade beyani ile
aciklanacaktir. Bunun nedeni de ilgili kisinin korunmasini temin etmektir®?’. Bu
durumda sOyle bir asimetrik durum ortaya ¢ikar: Hizmet veya igerik saglayici
kendisini sozlesmeden kurtaramaz ancak kullanici rizasimi geri ¢ekerek sozlesme
altindaki borcundan tek tarafli olarak kurtulma imkanmm sahip olur®?!. Benzer bir
durumun diger kisilik haklar i¢in de giindeme gelebilecegini vurgulamak gerekir.

Ornegin yukarida incelenen bir kisinin cinsel icerikli fotograflarinin yaymlanmasinin

durdurulmasi talebine iliskin Isvicre Federal Mahkemesi kararinda da benzer bir

818 Bkz. dpn. 654.

819 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 140.

820 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 138-139.

821 Bedir, Data As Counter-Performance, s. 36. Ancak rizanin geri ¢ekilmesi GDPR m. 7(3) c. 2
uyarinca geriye etkili olmadigi i¢in veri sorumlusunun rizaya giivenin bir 6lgiide korundugu
sOylenebilecektir, bkz. Schmidt-Kessel, Consent Withdrawal and the Contract, s. 139. Benzer yonde
tartigmalar icin bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 290-291. Aym zamanda
burada su noktaya da ayrica dikkat ¢ekmek gerekir, kisinin riza beyanini geri ¢gekmis olmasi sézlesmesel
iligkiyi de (birazdan yapilacak tartisma sakli kalmak tizere, bkz. s. 211) sona erdirdigi anlamina gelmez.
Kisisel veri hukuku baglaminda riza beyaninin kaderi ile s6zlesme hukuku bakimindan irade beyaninin
kaderi ¢akigmak zorunda degildir.
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durum vardir. Bu davada mahkeme kisinin resmi hakkindaki rizasini geri ¢ekmesinin

davali ile arasinda bulunan sézlesme iliski yiiziinden kisitlanabilecegini sdylemisti®??,

Mahkemenin bu goriisii paralel olarak doktrindeki bir baska goriis ise ilgili
kisinin rizasin1 geri gekme hakkinin vazgegilemez bir hak olmadigini1 savunmaktadir.
Bu goriise gore GDPR m. 7(3) veya GDPR m. 21 hiikiimlerinin lafizlar1 rizanin geri
¢ekilmesi hakkinin zorunlu bir hak olup olmadigin tespit etmek i¢in yeterince acik
diizenlenmemistir. Bu ylizden bu haktan, 6rnegin baglayici bir s6zlesme uyarinca, vaz

gecilebilecegini kabul etmek gerekir®?®,

Bu noktada da sozlesme hukuku ile kisisel verilerin korunmasi hukuku
arasindaki ikilik kendini bir daha gosterir. Zira kisisel verisinin islenmesine dair
rizasin1 geri c¢eken ilgili kisi sayet bu rizas1 karsiliginda bir iiriinden (6rnegin bir
hizmetten) para vermeden yararlanmig, baska bir deyisle bir sozlesmede kisisel
verisini saglama borcu altina girmigse rizasinin geri ¢ekmesinin sdzlesmeye etkisinin
ne olacagi herhangi bir hukuki diizenleme ile agikliga kavusturulmus degildir®?*.
Kisinin rizasini geri gekme hakki elinden alinirsa, bir goriis uyarinca, 6zgiirce verilmis
sayllmayacagi i¢in kisisel veri hukukuna uygun bir rizadan bahsetmek miimkiin
olmayacaktir. Diger yandan kisi bir kars1 edim olarak kisisel verisini karsi tarafa
saglama ylikiimliligii altina girdigi i¢in sdzlesmesel sorumlulugunun ortaya ¢ikma

ihtimali dogacaktir®?,

Doktrin burada DCD gibi diizenlemeler ile artik kisisel verinin bir ifa konusu
olabilecegi sozlesmelerin varligini kabul etmektedir. Buna gore yasaklanan kisisel veri
gibi bir ifa konusunun “aynen ifas1” olmalidir. Yoksa kisilerin kisisel verilerinin
islenmesini bir ifa konusu haline getirdikleri s6zlesmelerin kendileri gecersiz degildir.

Baska bir deyisle bu goriis uyarinca ilgili kisi kisisel verilerinin islenmesine riza

822 Bkz. Boliim I1.E.2, s. 172-173.

823 By goriisiin bir agiklamasi icin bkz. Akkanat-Oztiirk, Karsi Edim Olarak Kisisel Veriler, s. 296,
298, 302. Ancak yazar bu goriisii veri koruma hukukuna aykirilik yiiziinden elestirmekte daha yerinde
olanin rizanin her zaman geri ¢ekilebilecegini ancak gelir imkanini kaybeden saglayiciin da zararlarinin
giderilmesi oldugunu savunmaktadir, bkz. Akkanat-Oztiirk, Kars1i Edim Olarak Kisisel Veriler, s.
299. Bu goriisti savunan yazarlar i¢in bkz. Schmidt-Kessel, Consent Withdrawal and the Contract,
s. 138, dpn. 22. Burada doktrinde bir goriis ikili bir ayrima gitmektedir. Eger hizmet veya igerik kisisel
veri karsiliginda devamli olarak saglaniyorsa ilgili kisi her zaman rizasini geri ¢ekebilecektir. Buna
karsin kisisel veri karsiliginda siireklilik arz etmeyen bir iirlin saglanmigsa (6rnegin bir filmin
indirilmesi) riza beyani hi¢ degilse makul bir zaman dilimi boyunca geri alinmayacaktir, bkz. Akkanat-
Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 293, 295.

824 Bedir, Data As Counter-Performance, s. 38.

825 Bedir, Data As Counter-Performance, s. 37.
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gosterme borcu altina girebilir, ancak bu borcun kendisinden ifa edilmesi istenemez.
Burada bir tiir eksik bor¢ durumunun ortaya ¢iktigi savunulabilir®?. Yine doktrinde
bir goriis taraflarin  sézlesmede rizanin  geri  ¢ekilmesinin  sonuglarini

diizenleyebilecegini savunmaktadir®?’,

Kanaatimizce burada da bu sdzlesme
maddelerinin rizanin 6zgiirce geri ¢ekilebilir olmasina halel getirip getirmedigi

incelemesini yapmak gerekecektir8?®,

DCD rizanin geri ¢ekilmesinin taraflar arasindaki sézlesmeye veya taraflarin

829 Bu noktada doktrinde onerilen bir

edimlerine nasil etki edecegini diizenlememistir
goriis kisisel veri karsilig1 alinan hizmetler i¢in kurulan soézlesmelerin siirekli edimli
sOzlesmeler olarak nitelendirilmesi, rizanin geri ¢ekilmesinin gelecege etkili olarak
sozlesmenin feshi olarak kabul edilmesi gerektigini savunmaktadir®. Doktrinde aksi
bir goriis ise rizanin geri alinmasinin kendiliginden s6zlesmeyi sona erdirmeyecegi
ancak saglayiciya sozlesmeyi feshetme hakki verecegini savunmaktadir®®!. Bu
sonucun kisisel veri koruma hukuku ile de uyumlu oldugunu séylemek miimkiindiir.
Zira ilgili kisinin veri isleme faaliyetine iliskin rizasii geri ¢ekmesi gerek GDPR
gerek de KVKK altinda o ana kadar yapilan isleme faaliyetini hukuka aykir1 hale
getirmemektedir. Boylece kisi rizasin1 geri ¢ektiginde eger diger taraf da kisinin
hizmetten yararlanmasini engellerse soézlesme hukuku bakimindan bir sorun
olmayacaktir®®2, Benzer bigimde doktrinde rizanin geri alinmis olmasinin tek basina
sozlesmenin ihlali teskil etmeyecegi savunulmaktadir®3. Bu baglamda saglayicinin
riza geri aldig icin sozlesme sona erdigi gerekcesi ile tazminat talebinde
bulunulamayacagi, kaldi ki zaten boyle bir talebe izin vermenin rizanin 6zgiir olarak

alinmas1 zorunluluguna zarar verecegi savunulmaktadir®®,

826 Bkz. dpn. 594.

827 Bedir, Age of Big Data, s. 360.

828 Ornegin doktrinde bir goriis cezai sart hiikiimlerinin bu gerekgeler ile kesin hiikiimsiiz oldugunun
kabul edilmesi gerektigini savunmaktadir, bkz. Akkanat-Oztiirk, Karsi1 Edim Olarak Kisisel Veriler,
s. 314-315.

829 |oos, DCD in the Netherlands, s. 238; Kull, Transposition of DCD Into Estonian Law, s. 255-
256. Bunun bilingli bir bosluk oldugu hakkinda bkz. Schmidt-Kessel, Consent Withdrawal and the
Contract, s. 141-142; DCD, Giris, J40.

80 De Franceschi, Personal Data as Counter-Performance, s. 68; Twigg-Flesner, Disruptive
Technology and Law, s. 10.

831 Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 306. Bu yonde agiklamalar i¢in bkz. Bedir,
Age of Big Data, s. 361.

82 Bu yonde bkz. European Paliament, Contracts For The Supply Of Digital Content, s. 10.

833 Bedir, Age of Big Data, s. 361.

834 Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 307; Bedir, Age of Big Data, s. 358-359.
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DCD’yi i¢ hukukuna geg¢irmeye calisan Litvanya’da hazirlanan tasarida rizanin
geri cekilmesi durumunda hizmet saglayicinin rizanin geri g¢ekilme anma kadar
kullanicidan bir talepte bulunmasi miimkiin degildir. Ancak eger kullanici rizasini geri
cekmesine ragmen s6z konusu hizmet veya igerikten yararlanmaya devam etmek
isterse bu durumda para 6deme borcu altinda oldugu kabul edilecektir®®. Benzer
bicimde Hollanda’da DCD’nin i¢ hukukuna alinmasi igin hazirlanan tasarida
kullanicinin veri islemeye iliskin rizasin1 geri ¢cekmesi ile artik s6zlesmeden tek tarafl
olarak donmiis olacagi, hizmet ve igerik saglayicinin ise bunun karsiliginda
kullanicidan bir sey talep edemeyecegi, zira aksinin kabulii halinde veri koruma
hukukunun ilgili kisiler icin getirdigi giivencelerin i¢inin bosalacag sdylenmistir®®.
Ancak tabi ki bu durumda hizmet veya igerik saglayicidan sdzlesme altindaki edimini
ifa etmeye devam etmesi beklenemeyecektir. Tasariya gore sozlesmeyi sona erdiren
kullanicinin ayrica veri islemeye iliskin rizasini geri ¢ekmesi gerekmemektedir®’.
Estonya ise DCD’yi i¢ hukukuna gecirirken 6nerdigi taslakta dijital i¢erik ve hizmet
sOzlesmeleri konusunda 6zel bir diizenlemeye yer vermemistir. Buna karsin dgretide
6zel bir hikkiim olmasa da kisinin rizasin1 geri ¢ekmesinin sézlesmenin ileriye etkili
olarak sona erdirilmesi bakimindan hakli bir neden olabilecegi ifade edilmistir.
Dolayisiyla riza geri ¢ekilince hizmet veya icerik saglayicidan kendi edimini ifa etmesi
beklenemeyecektir. Ancak ilgili kisinin bu hususta sinirlandirilmasi miimkiin olmadigi
icin rizanin geri c¢ekilmesi higbir sekilde sozlesmenin ihlal edildigi anlamina
gelmeyecektir®®, Almanya’da rizanm geri ¢ekilmesinin sonuclar1t BGB m. 327q’da
diizenlenmis bulunmaktadir. Buna gore kisisel veri hukuku bakimindan rizanin geri
cekilmesi sozlesmenin gegerliligine etki etmez. Ancak eger islenmeye devam
edebilecek olan verilerin kapsami ve taraflarin karsilikli menfaatleri 1518inda bu
durumda saglayicidan s6zlesmeyi devam ettirmesi beklenemeyecekse saglayict buna
dayanarak bir ihbar siiresi vermeksizin sdzlesmeyi sona erdirebilir. Saglayicinin
rizanin geri ¢ekilmesine dayanarak bir tazminat talebinde bulunamayacagi bu

maddenin {igiincii fikrasinda ayrica diizenlenmis bulunmaktadir®®,

85 Laurynas, Lithuanian Contract Law, s. 268.

86 | oos, DCD in the Netherlands, s. 239. Rizanin geri gekilmesi durumunda ilgili kisiden parasal bir
karsilik beklenmesinin GDPR bakimindan gegerliligi hakkinda bir tartigmasi igin bkz. Schmidt-Kessel,
Consent Withdrawal and the Contract, s. 143.d

87| oos, DCD in the Netherlands, s. 239.

88 Kull, Transposition of DCD Into Estonian Law, s 255.

839 Bu madde hakkinda aciklamalar icin bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s.
317 vd.
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Buna karsin kisinin rizasin1 geri ¢ekmekle kalmayip ayni zamanda verilerin
silinmesi hakkini kullanmasi ihtimali ayrica ele alinmalidir. Ciinkii bu durumda kisisel
verilerin islenmesi sadece ileriye doniik olarak engellenmemekte, veri sorumlusunun
ayrica kisiye ait elde ettigi verileri ortadan kaldirmasi gerekmektedir. Ancak
kullanicinin bu siire zarfi boyunca yaptig1 yararlanmay1 iade etmesi miimkiin degildir.
Bu noktada ilk olarak kullanicinin bu kullaniminin parasal degerini hizmet saglayiciya
O0demesi Onerilebilir fakat bu durumda kisilerin verilerinin silinmesi hakkini
kullanmaktan ¢ekinmesi gibi bir sonu¢ dogar ki bunun kisisel verilerin korunmasi
hukuku ile ne kadar uyumlu olacag tartismalidir. Bu yiizden doktrinde DCD i¢in 6ne
stiriilen bir goriis DCD altinda Kisisel verilerin silinmesi hakkinin &6zel olarak
diizenlenmesi gerektigini, bu hak kapsaminda dijital igerigin degeri ile orantili bir

bedelin kullanicindan talep edilebilecegini savunmustur®4

. Keza doktrinde bir diger
goriis bu noktada yerel mahkemelerin kisisel veri koruma hukukunu ihlal etmeden
saglayict icin sozlesme hukukundan dogan carelere hitkmedebilmesi gerektigini

savunmusturs‘”.

Kanaatimizce bu durumda dahi kullanicinin hizmet veya igerigin kullaniminin
parasal degerini iade etmesine gerek yoktur. Ilk olarak kullanic1 hizmetten yararlandig
esnada hizmet saglayict da kullanicimin kisisel verilerini kullanmis olmalidir342,
Sozlesme hukuku bakimindan hizmet saglayicinin elde ettigi bu menfaatin yeterli bir
karsihk teskil ettigini kabul etmek gerekir®®. Hatta bir taraf hizmetten anlik
yararlanirken diger tarafin s6z konusu kisisel verilerden ilelebet yararlanma hakkini
kabul etmek taraflarin ifalar1 arasindaki dengenin bozulmasina neden olabilir. Ayrica
veri sorumlusunun riza geri ¢ekilene kadar zaten bu veriden elde edecegi menfaati elde

etmis olmas1 da muhtemeldir®“. ikinci olarak veriye iliskin teknik meselelerde ifade

edildigi gibi verinin degerini olusturan 6nemli unsurlardan biri giincelliktir. Giincel

80 Bedir, Data As Counter-Performance, s. 38. Ozel hiikkme olan ihtiyacin hi¢ degilse tartismali
oldugu yéniinde bkz. Kull, Transposition of DCD Into Estonian Law, s 255.

841 Metzger/Efroni/Mischau/Metzger, Data-Related Aspects, s. 108.

842 Kanaatimizce hizmet veya icerik saglayacinin verileri elde etmesine ragmen onlar1 kullanmadig
savunmasina izin vermemek gerekir. Verilen riza her zaman geri cekilebilecegine gore saglayici
verilerden yararlanmay: erteleyerek rizanin geri cekilmesi riskini iistlenmis olur. Nasil ki bir ig
iligkisinde isveren is¢isinden ¢aligma saatleri i¢inde geregi gibi yararlanamadigini is¢i ¢aligma saatleri
icinde ise hazir bulundugu siirece is¢iye karsi ileri sliremiyorsa, saglayici da verilerden geregi gibi
yararlanamig oldugunu kullaniciya karst ileri stirememelidir.

83 Benzer yonde bkz. Twigg-Flesner, Disruptive Technology and Law, s. 10. Saglayicumin da
beklentisinin riza beyanmi geri ¢ekelene kadar igleme faaliyetini yapmak oldugu ydniinde bkz.,
Midorovic/Sekulic, New Function of Personal Data, s..

844 Schmidt-Kessel, Consent Withdrawal and the Contract, s. 143.
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olmayan bir verinin degerinin gilincel verilere nazaran c¢ok daha diisilk olmasi
ihtimaller dahilindedir. Dolayisiyla geriye doniik olarak verilerinin silinmesini talep
eden kisiyi yararlandigi hizmet karsiliginda bir bedel 6demeye mecbur birakmak
kisinin aldig1 hizmet i¢in iki kere 6deme yapmasi sonucunu dogurabilir. Ciinkii kisi
hizmeti kullandig1 anda giincel olan verileri ile 6deme yapmis daha sonra verilerinin
silinmesini talep ettiginde ise artik degerini biiyiilk oranda kaybetmis verileri i¢in
O0deme yaparak ikinci bir defa, bu sefer para ile, s6zlesmeyi ifa etmis durumuna
diisebilecektir. Son olarak ekonomik bir analizle de kisilerin verilerinin silinmesi hakki1
karsiliginda bedel 6demeye mecbur birakilmasinin yerinde degildir. Sozlesme
kuruldugunda hizmet saglayict kisinin verdigi rizasinin her zaman tek tarafli olarak
geri cekilebilecegini bilmektedir veya bilmesi gerekmektedir. Dolayisiyla hizmet
saglayicinin bu rizanin degerini sozlesme daha kurulmadan tespit etmesi ve
saglayacag hizmeti ona gore ayarlamas1 gerekir®®. Sayet hizmet saglayici sozlesme
kurulurken daha sonra kendisinden silinmesi istenebilecek bir veri setinin karsiligini
sagladig hizmet olarak tespit etmisse daha sonra verilerin silinmesinin kendisinden
talep edilmesini zarara ugradigini iddia edememelidir ¢iinkii s6zlesme daha kurulurken
silinmesi talep edilebilecek verinin karsiliginin ne olacagini zaten hizmet saglayici

belirlemistir.

2. Hizmetin veya I¢erigin Saglanmamasi Karsinda Kullanicinin Haklar

Bu noktada degerlendirilebilecek diger bir husus ise saglayicinin kullaniciya
hizmet veya icerik saglamamasi durumudur. Belirtmek gerekir ki cogu saglayici tek
tarafli olarak kullanicinin igerige erisimini engelleme hakkini kullanim sartlarinda
sakli tutmaktadir. Ornegin TikTok kullanim kosullarinda bu husus acikca “Her zaman
ve bir bildirim olmaksizin, herhangi bir sebeple veya sebep olmaksizin icerige
erisiminizi engelleme veya kaldirma hakkimin kendi takdirimizde oldugu hususunu
sakl tutariz.” hikkmiine yer vermistir®®. Benzer bir diizenlemeye Facebook Hizmet
Kosullarinda rastlamak miimkiindiir. Burada kullanicinin hizmet saglayicinin
ongordigi kurallara aykirt davranmasi neticesinde hesabinin tamamen hizmet

saglayicinin takdirinde olarak sona erdirilebilecegi diizenlenmistir®’. TikTok ile

85 Doktrinde benzer bir goriis rizanin geri alinmasi baglaminda savunulmussa da bu goriis
elestirilmektedir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 309.

846 <\We reserve the right, at any time and without prior notice, to remove or disable access to content
at our discretion for any reason or no reason” bkz. TikTok, Kullamim Kosullari, Your Access to and
Use of Our Services.

847 Facebook, Hizmet Kosullar, 4. Ek hiikiimler, 2. Hesabin durdurulmasi veya kapatilmasi.
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karsilagtirildiginda en azindan sona erdirmede bir sebep aramasi bakimindan kullanici
icin daha giivenli oldugu soylenebilecekse de, bu hususun tamamen hizmet

saglayicinin takdirine birakilmis olmasi dikkate sayandir.

Sozlesmelerin tek tarafli irade beyani ile sona erdirilebilmesi esasinda “pacta
sund servanda” ilkesi ile gelisiyor gibi goziikkmektedir. Zira kural olarak taraflarin
sozlesme ile altina girmis olduklar1 borglar tek tarafli olarak ortadan kaldirmalari

848

mimkiin degildir Ancak bu hiikiimlerin gegerliliginin birka¢ eksende ele

alinabilecegi kanaatindeyiz.

IIk olarak dijital hizmet ve icerik saglayicilar ile kullanicilar arasindaki
sozlesmelerin en ¢ok vekalet s6zlesmelerine benzedigine yonelik yapmis oldugumuz
tespiti burada hatirlamakta yarar vardir. Daha 6nce de izah edildigi gibi bir vekalet
sO0zlesmesinde vekil diiriistliik kuralina aykir1 olmadig: siirece her zaman vekillikten
istifa edebilme hakkina sahiptir. Dolayisiyla bu sozlesmelerine en azindan kiyasen
hukukumuzdaki vekalet sdzlesmesi hiikiimlerinin uygulanmasi bizi bu hiikiimlerin

gecerli oldugu sonucuna gotiirecektir.

Bir tarafa tek tarafli irade beyani ile sdzlesmeyi sona erdirme hakkinin verilmesi
hangi 6zel s6zlesme hiikiimlerinin uygulanacagi tartismasindan bagimsiz olarak ayrica
ele alinabilir. Bu sozlesme maddelerinin hizmet saglayiciya bir tiir cayma hakki
verdigi sdylenebilir. Zira cayma hakki “hak sahibi belirli bir siire i¢erisinde herhangi
bir gerekge gostermeksizin ve cezai sart odemeksizin sozlesmeyi tek tarafli olarak
sonlandirabilme” hakki olarak tanimlanmaktadir®®. Hukukumuzda daha o6nce
incelenmis olan genel islem kosulu ve haksiz sart incelemesi bir kenara birakilirsa
sOzlesmenin taraflarina tek tarafli olarak s6zlesmeyi sona erdirme hakki verilmesi
bakimindan bir kisitlama oldugu sdylenemez. Elbette boyle hiikiimlerin diiriistliik
kuralina aykirilik, asir1 yararlanma veya ahlaka aykirilik gibi genel borglar hukuku
denetimine tabi olduklarini sdylemek gerekir. Ancak bu baglamda gecerli oldugu
siirece taraflardan sadece birine veya her ikisine sdzlesmeyi sona erdirme hakkinin

verilmesi mimkiindiir.

88 H. Kiibra Ercoskun Senol, “Sozlesmenin I¢erigini Belirleme Ozgiirliigii ve Bunun Genel Simiri: Tbk
m. 277, TUHFM, C. 74, S. 2, 2016 (Sézlesmenin Igerigini Belirleme Ozgiirliigii) s. 722.

849 Basak Baysal, “Cayma Hakkinin Sozlesme Hukukundaki Yeri”, IlUHFM, C. 75, S. 1, 2017 (Cayma
Hakk1) s. 275.
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Ancak burada genel islem kosullar1 ve haksiz sartlar bakimindan ayrica bir
degerlendirme yapilmasi gerekir. Zira TBK agisindan yaklastigimiz zaman acaba
saglayicilara bdyle bir hakkin genel islem kosullar1 i¢inde saglanmasi kesin
hiikiimstizliik sonucunu doguracak olan madde 25 uyarinca diiriistliik kuralina aykiri
bicimde kars1 taraf aleyhine degerlendirilebilecek midir? Kanaatimizce bu
sozlesmelerde genellikle kullaniciya da tek tarafli olarak sdzlesmeyi sona erdirme
hakki verildigi icin diiriistliik kuralina aykiri bir durumdan bahsetmek miimkiin
olmamalidir. ikinci olarak acaba bu hiikmiin bir haksiz sart olarak degerlendirilmesi
mimkiin miidiir? TSHSHY de sayilan haksiz sart orneklerinden biri EK-1 m.
1(e)’deki “Sozlesmeyi diizenleyene, sozlesmeyi keyfi bir sekilde fesh etme hakki
taniyan ancak tiiketiciye aymi hakki vermeyen sartlar ...”dir. Benzer bigimde m. 1(f)
bendinde belirsiz siireli sozlesmeler i¢in “Sozlesmeyi diizenleyene, hakli sebeplerin var
oldugu durumlar hari¢ olmak iizere, belirsiz siireli bir sozlesmeyi makul bir bildirimde
bulunmaksizin ve siire tanimaksizin fesh etme hakki tantyan sartlar’in da haksiz sart
olarak kabul edilecegi yazilmistir. Yukarida Ornegi verilen sdzlesme sartlarinin
amacinin saglayicilara bir sebep olmaksizin dahi sdzlesmeyi sona erdirebilmek
oldugunu gormek miimkiindiir. Bu bakimdan aslinda “keyfi bir fesih” yetkisinin
saglayicilara taninmaya ¢alisildigini  gérmek miimkiindir. Ancak (e) bendi
bakimindan ¢ogu zaman kullanict da sozlesmeyi tek tarafli olarak ve bir sebep
gostermeden sona erdirebilme hakkina sahip oldugu i¢in bu hiikiimlerin haksiz sart
niteliginde olmadigini sdylemek miimkiindiir. Diger bir taraftan TikTok’un kullandig:
hilkmii esas aldigimizda belirsiz siireli bir sézlesme oldugu varsayiminda bu
sozlesmelerin saglayic1 tarafindan bir bildirim sartinin dahi aranmadan sona

erdirilebilecek olmasi (f) bendi bakimindan sorunlu géziikmektedir.

Almanya DCD’yi i¢ hukukuna gecirirken saglayicinin hizmet veya icerigi
saglamama durumunu diizenlemistir. BGB m. 327¢(1) uyarinca saglayicinin hizmeti
ongoriilen zamanda kullaniciya saglamamasi durumunda kullanici sézlesmeyi sona
erdirebilir ve BGB m. 327¢(2) uyarinca genel hiikiimlere tabi olarak tazminat veya

850

masraflarini talep edebilir®™". Ancak bu tazminat ve masraflarin 6zellikle s6zlesmenin

850 Madde hakkinda aciklamalar icin bkz. Akkanat-Oztiirk, Karsi Edim Olarak Kisisel Veriler, s. 346.
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kars1 edimi miinhasiran kisisel veri ise hangi kalemlerden olusacagi halen agikliga

kavusturulmamistir®®?,

3. Hizmetin Olmasi Gerektigi Gibi Saglanmamasi Karsisinda Kullanicinin
Haklan
Cogu hizmet ve igerik saglayicinin sozlesmelerine hizmetlerini sadece “oldugu
gibi sunma” yiikiimliligi altina girdiklerini yazmaktadirlar. Daha agik ifade etmek
gerekirse ornegin TikTok sundugu hizmetin kullanicinin ihtiyaglarini karsilayacagina,
hizmetin kesintisiz veya hatadan ari bigimde verilecegine, hatta hizmet {izerinden
alinan bir bilginin gergege uygun olduguna, hizmetlerin bir pargasi olarak sunulan
yazilimin isletilmesinde c¢ikabilecek hatalarin diizeltilecegine dair bir garanti

vermedigini agikca belirtmistir3®?

. Hemen takip eden hiikiimde TikTok’un kullanim
kosullar1 herhangi bir maddi veya veri kaybi zararindan SOrumlu olmayacagini
belirtmistir. Ayrica kullanicinin = TikTok’un sundugu hizmetin tam olarak
saglanmasina duyacagi giiven nedeniyle ugrayacagi zarardan dolay1 da saglayicinin
sorumlulugu dislanmistir®2, Facebook Hizmet Kosullarinda da sunulan iiriinlerin
“oldugu gibi” sunulacagi, tirtinlerin “daima emniyetli, giivenli veya hatalardan arinmis
olacagint ya da kesintisiz, gecikmesiz veya kusursuz sekilde ¢aligsacaginin” taahhiit

edilmedigi vurgulanmistir®4. Benzer bir diizenlemeye Twitter’in kosullarinda da yer

verilmistir®®®, Bu hiikiimlerin gegerliliginin tartisiimasi gerekir.

Kanaatimizce bu hiikiimler i¢in yapilmasi gereken ilk tartisma TBK m. 115°te
diizenlenmis olan sorumsuzluk anlagsmasi ¢er¢evesinde olmalidir. S6zlesme 6zgiirligi
uyarinca taraflar sozlesme ile birbirlerinin veya sdzlesmenin sadece bir tarafinin
sozlesmeden dogabilecek olan sorumlulugunun tamamen kaldirabilirler veya

856

sinirlayabilirler Bu sozlesme ayr1 bicimde yapilabilecegi gibi, yukaridaki

hiikiimlerde oldugu gibi esas sdzlesmenin iginde de yer alabilir®®. Ancak kanun

81 Verinin degerinin tespit edilmesinin gok zor olmasi nedeniyle bu tiir tazminat taleplerinin
belirlenmesinin miimkiin olmadig1 yoniinde bkz. Midorovic/Sekulic, New Function of Personal Data,
s. 1159.

82 TikTok, Kullanim Kosullar1, Exclusion of Warranties.

83 TikTok, Kullanim Kosullar1, Limitation of Liability.

84 Facebook, Hizmet Kosullari, 4. Ek hiikiimler, 3. Sorumlulugun smirlandirilmast.

85 Twitter, Terms of Service, m. 5.

86 Eren, Bor¢lar Genel Hiikiimler, s. 1228; Tercier/Pichonnaz/Develioglu, Genel Hiikiimler, s. 442;
Oguzman/Oz, Bor¢lar Genel Hiikiimler, s. 424.

87 Eren, Borglar Genel Hiikiimler, s. 1229; Rona Serozan/Basak Baysal//Kerem Sanli, Borglar
Hukuku Genel Boliim, Gozden gegirilmis 8. Basi, Istanbul: On iki Levha Yaymcilik, Subat 2022
(Serozan Borglar Genel), § 21 N 1.
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sorumsuzluk anlasmasini bazi sartlara baglamistir. ilk olarak bor¢lunun kast1 veya agir
ihmali nedeniyle sebebiyet verdigi zarardan sorumlu olmayacagina dair kayitlar TBK

858 Hafif ihmal bakimindan

m. 115’in agik hiikmii karsisinda kesin hiikiimsiiz olacaktir
yapilan sorumsuzluk anlagmalar1 kanunun 6ngordiigii iki istisna hal disinda gegerlidir.
[lk olarak bir hizmet s6zlesmesinde isverenin is¢isine yonelik bor¢larindan dolay: hafif
ihmalinden dolay1 dahi sorumsuz oldugu kararlastirilamaz®®. ikinci durum ise TBK
m. 115(3) uyarinca bor¢lunun uzmanlik gerektiren ve ancak kanun veya yetkili
makamca verilecek bir izinle ylriitiilebilecek isleri kapsar. Bu tarz faaliyetlerde
bulunan kigiler i¢in de hafif ihmallerinden sorumlu olmayacaklarina iligkin

sorumsuzluk anlagmasi yapilamaz.

Karsilig1 kisisel veri olan sozlesmelerde saglayici gerek TBK m. 115(2) uyarinca
isveren gerek de TBK m. 115(3) uyarinca kanun veya yetkili makamin izni ile ¢alisan
biri olmadigina goére hafif kusurundan sorumlu olmayacagina iliskin sorumsuzluk
anlagsmas1 yapabilir. Ancak dikkat edilirse s6z konusu soézlesme hiikiimlerinde
saglayicilarin higcbir kusurlarindan sorumlu olmayacagi seklinde diizenlenmektedir.
Doktrinde bu gibi maddelerin sadece hafif kusurdan dogan sorumlulugu kaldiracak
bigimde yorumlanmasi gerektigi savunulmustur®®. Kanaatimizce de TBK m. 115
cercevesinde bu sorumsuzluk anlagsmalarina sadece saglayicilarin hafif kusurlar

ekseninde etki tanimak yerinde bir uygulama olacaktir.

Buna karsin hiikiimlerin gecerliliklerine ayn1 zamanda haksiz sartlar tizerinden

yaklasirsak karsimiza haksiz sart olarak kabul edilebilecek EK-1 m. 1(a)®®!(b)®? ve

88 Ancak bu hiikiimsiizliik sézlesmenin genelini degil sadece sorumsuzluk anlagmasini etkileyecektir,
bkz. Oguzman/Oz, Bor¢lar Genel Hiikiimler, s. 425-426; Serozan/Baysal/Sanli, Serozan Borglar
Genel, § 21 N 5.

89 Madde metninde sadece “borglu” ifadesi gegmekteyse de doktrin maddenin getirilis amacinin zayifi
korumak oldugunu bu yiizden buradaki “bor¢lunun” is iliskisinin giiclii tarafi olan igvereni
olamayacagini savunmaktadir, bkz. Eren, Bor¢lar Genel Hiikiimler, s. 1232; Oguzman/Oz, Borclar
Genel Hiikiimler, s. 427-428. Eski kanunda hizmet sozlesmelerinden degil “alacaklinin bor¢lunun
hizmetinde bulunmasin”dan bahsediliyordu. Maddenin yeni lafzina yoneltilen elestiriler hakkinda bkz.
Serozan/Baysal/Sanli, Serozan Borclar Genel, § 21 N 3.

80 Oguzman/Oz, Bor¢lar Genel Hiikiimler, s. 426.

81 “Sizlesmeyi diizenleyenin bir fiili veya ihmali nedeniyle, tiiketicinin hayatini kaybetmesi,
yaralanmast veya maddi zarara ugramasi halinde, sozlesmeyi diizenleyenin yasal sorumlulugunu
kaldiran veya sinirlayan sartlar” (vurgu eklenmistir).

862 «Sozlesmeyi diizenleyenin, sézlesmeden kaynaklanan yiikiimliiliiklerinden herhangi birini tamamen
veya kismen ifa etmemesi veya ayipli ifa etmesi halinde, tiiketicinin herhangi bir alacagini sézlesmeyi
diizenleyene karsi var olan bir borcuyla takas etme hakki dahil, sézlesmeyi diizenleyene veya bir
iigiincii sahsa yoneltebilecegi yasal haklarini ortadan kaldiran ya da olgiisiiz sekilde sinirlayan
sartlar” (vurgu eklenmistir).
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(j)®® bentleri ¢ikmaktadir. Hizmet saglayicilarm sorumluluklarini kisitlamak icin
sozlesmelerinde yer verdikleri bu hiikiimler son tahlilde kullanicilarin saglayicilara
karst sahip olabilecekleri haklar1 kisitladiklar1 i¢in her ii¢ bent igin sorunlu

goziikkmektedir.

Ancak bu sozlesmelere, en azindan yeni bir 6zel diizenleme getirilene kadar,
vekalet sozlesmesi hiikiimlerinin kiyasen uygulanabilecegi daha once de ifade
edilmisti. Vekalet sozlesmeleri ise bir sonucun degil sadece 6zenle is gérme borcunun
yiiklenildigi sozlesmelerdir. TBK’daki vekalet sdzlesmesi hiikiimlerine bakildiginda
vekalet kapsamindaki is gérmenin “ayipli goriilmesi” gibi bir kuruma yer verilmedigi
goriiliir. Buna karsin TKHK m. 14 “ayipli hizmet” kavrami altinda tiiketiciye karsi

goriilecek hizmetin sézlesmeye uygun olarak verilmesi gerektigini vurgulamaktadir.

Doktrinde bir goriis en nihayetinde bir sonu¢ taahhiidii icermeyen vekalet
sOzlesmeleri bakimindan tiiketici hukukundaki ayip hiikiimlerinin
uygulanamayacagini savunmaktadir®®*. Bu goriis kabul edilirse vekalet sozlesmesi
olarak nitelendirilen saglayici ve kullanici arasindaki sozlesmeler igindeki bu
hiikiimlere, saglayicinin 6zenle hizmet verme borcundan sorumsuz oldugunu da
yazmadigi siirece, gegerlilik taninmasi gerekecektir. Zira bir vekalet sézlesmesinde de
vekil 6zenli bir sekilde is gordiigii slirece bir sonug bor¢lanmaz, miivekkilin 6zenli is

gorme faaliyetinin karsiliginda ¢ikan sonucu “oldugu gibi” kabul etmesi gerekir.

Ancak kanaatimizce vekalet sozlesmesinde ayiba karsi tekeffiiliin zaten
miimkiin olmamas1 dahi s6z konusu hiikiimlerin EK-1’deki ilgili bentler ile
uyumlulugunu saglamaya yetmeyecektir. Zira bu hiikiimler genel olarak saglayicilarin
kullaniciya kars1 neredeyse biitiin sorumlulugunu kaldirmay1 hedeflemektedir. Eger
s06z konusu hiikiimler saglayicinin verdigi hizmetten dogabilecek her tiirlii zarardan
dolay1 saglayicinin sorumlu olmadigini diizenliyorsa kanaatimizce bu hiikiimlerin
haksiz sart olarak degerlendirilmesi gerekir®®. Ancak eger sdz konusu hiikiimler
saglayicinin verdigi hizmetin sadece oldugu gibi sunulacagini soyliiyor ise bu

hiikiimlerin vekalet sdzlesmelerinin geregi olan bir hususu diizenledigi, sonug olarak

883 «“Sozlesmeyi diizenleyene, mal veya hizmetin sozlesme kosullarina uygun olup olmadigin tespit etme
hakki veren veya bir sozlesme sartinin nasil yorumlanacagi konusunda miinhaswr yetki veren sartlar”.

864 Zekeriya Kursat, “Eser ve Vekalet Sozlesmelerinin Nitelendirilmesi Sorunu ve Nitelendirmenin
Hikmi”, [UHFM, C. 67, S. 1-2, 2009 (Eser ve Vekalet S6zlesmelerinin Nitelendirilmesi) s. 155-156.
85 Doktrinde de bir goriis sorumsuzluk anlasmalarinin miisterilere adeta dayatildig: durumlarda genel
islem kosullar1 bakimindan siki bir denetim yapilmas: gerekti§ini savunmaktadir, bkz.
Serozan/Baysal/Sanli, Serozan Borg¢lar Genel, § 21 N 4.
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tiikketici i¢in bir hak kaybina neden olmayacaklari i¢in gegerli olacagini kabul etmek

gerekir.

Burada temas edilmesi gereken 6nemli bir husus DCD’nin bu konuda bir
diizenleme getirmis olmasidir. DCD giris paragraflarinda hizmet veya icerik
karsiliginda sadece kisisel verisini veren kisinin hizmette ayip olmast durumunda
bedelde indirim hakkini kullanmayacagini sdylemektedir. Ancak hizmet veya igerik
karsiliginda para d6deyen kullanicilar DCD m. 14(6) uyarinca sadece 6nemli ayiplar
icin sozlesmeyi sona erdirebilecek iken kisisel veri saglayanlar 6nemsiz ayiplarda bile
sdzlesmeyi sona erdirme hakkina sahip olacaklardir®®. Almanya DCD’yi i¢ hukukuna
gecirirken BGB m. 327m(3) altinda kullanicinin genel hiikiimlere gore tazminat da

867 BGB m. 327n maddesinde bedelde indirim miiessesi

isteyebilecegini diizenlemistir
diizenlenmis ancak madde kapsaminda kisisel veri ile 6deme yapmaya hi¢ temas
edilmemistir. Buna karsin ayn1 DCD gibi BGB m. 327m(2) s6zlesmenin ancak énemli
ayiplarda sona erdirilebilecegini ancak kars1 edim olarak kisisel veri saglanmigsa bu
sartin uygulanmayacagini diizenlemistir. Ancak DCD’nin (ve onu esas alarak getirilen

diger diizenlemelerin®®) yukarida izah edildigi gibi sozlesme hiikiimleri karsisinda

nasil uygulanacagi heniiz a¢ikliga kavusturulmamistir.

4. Kullamcinin Verdigi Verilerin Dogru Olmamasi
Kullanicinin hizmet veya icerige erismek i¢in verdigi verilerin gercegi
yansitmamast durumunda sdézlesmenin nasil etkilenecegi hususu DCD tarafindan

869

diizenlenmis degildir®™”. Ancak kisisel verinin kars1 edim olarak kabul edilmesi bu

sozlesmesel borcun hangi Olglide zorla icra ettirilebilecegi ve geregi gibi

86 DCD, Giris, §67. Ancak doktrinde bir goriis tiiketiciye sadece sdzlesmeyi sona erdirme hakkinin
taninmasint elestirmis ve bedelde indirime benzer bigimde saglayicinin bazi verilere erigiminin
kisitlanmasi hakkinin da kullaniciya taninmasi gerektigini savunmustur, bkz. Bedir, Data As Counter-
Performance, s. 43. Bu goriis de doktrinde elestirilmistir, bkz. Akkanat-Oztiirk, Kars1 Edim Olarak
Kisisel Veriler, s. 333. Bedir daha sonraki bir ¢aligmasinda verilerin islenmesinin kisitlanmasi yerine
ayibin slirdiigli zaman dilimine denk bir zaman dilimi boyunca kullaniciya verileri toplanmaksizin
hizmet veya icerikten yararlanmaya devam etmeyi talep etme hakkinin verilebilecegini 6nermistir, bkz.
Bedir, Age of Big Data, s.363.

87 Madde hakkinda agiklamalar icin bkz. Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 346-
347.

88 Tiirk hukukunda DCD’yi i¢ hukuklarina gegiren Almanya ve Avusturya, yasama faaliyetleri
esnasinda DCD’nin bosluklarin1 yeterince dolduramadiklari ¢iinkii kisisel verinin 6zellikli halleri
diisiiniilmeden diizenlendikleri yoniinde elestirilmektedir, bkz. Akkanat-Oztiirk, Karsi Edim Olarak
Kisisel Veriler, s. 348, 351. Ger¢ekten de BGB’nin hiikiimleri incelendiginde DCD’de de bulunan
birkag istisna diginda kisisel verinin karsi edim olarak saglandigi sézlesmelere de tiiketici korumasinin
uygulanacaginin sdylenmesinden disinda ayrica kisisel verilerin nitelikli halleri dikkate alinarak bir
diizenleme getirilmedigi goriilmektedir.

89 |oos, DCD in the Netherlands, s. 238; Bedir, Data As Counter-Performance, s. 31.
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saglanmadiginda ne gibi hukuki sonuglarm dogacagi sorusunu dogurur®®. Hatta
doktrin bir adim daha atarak kullanicinin kendi verisi yerine baska birinin verisini

871 Ayrica

vermesi durumunda nasil hukuki sonuglarin dogacagini da sorgulamistir
daha 6nce de ifade edildigi gibi GDPR m. 5(1)(d) ve KVKK m. 4(1)(b) uyarinca veri

isleme faaliyetinde verinin dogru olmasi esastir.

Her ne kadar kisisel verilerini hizmet veya igeriklerden licret 6demeden
yararlanmak i¢in saglamis olsa da kullanicinin verilerinin islenmesine verdigi rizayi
geri ¢cekme hakki her zaman mevcuttur. Bu baslik altindaki sorun ise bu hususa degil,
kullanicinin rizasimi geri ¢ekmemesine ragmen kisisel verilerini saglamamasi veya
yanlig veriler saglamasi, buna ragmen hizmeti kullanmaya devam etmesi durumudur.
Doktrinde bir goriis, ilgili kisinin rizasini zaten her zaman geri ¢ekebilecek olmasina
atifta bulunarak, verinin verilmemesi veya yanlis verilmesi durumlarinda kullanicinin
sorumlulugunun dogmamasi gerektigini, ancak bu durumu fark eden hizmet veya
icerik saglayicinin da kendi borglarmi ifa etmesinin ondan beklenemeyecegini

savunmustur872.

Kanaatimizce bu soruya genel gecer bir cevap verilmesi miimkiin degildir ¢iinkii
farkli hizmet saglayicilarin kisisel verinin dogruluguna verdikleri 6nem birbirinden
farkli olmaktadir. Ornegin Facebook Kullamim Kosullarindan kullanicilarin gercek
hayatta kullandiklar1 isimleri kullanmalar1 gerektigi ve kendileri hakkinda dogru
bilgiler vermeleri gerektigi hikkme baglanmistir®”®. Twitter ise Gizlilik Politikasinda
kullanicilarin isterlerse takma isimler kullanabilecegini sOyleyerek Facebook’tan
farkli bir yaklagim getirmistir®”*. TikTok hizmetlerden yararlanilirken olusturulan

hesaptaki bilgilerin dogru ve giincel olmas1 gerektigini ayrica vurgulamistir®’>,

Dolayistyla kullanicinin hatali veri sagladigi durumlarda yapilmasi gereken sey
genel gecer bir sonuca varmak yerine once sdzlesmenin hiikiimlerine bakmaktir. Eger

saglayici sozlesmede saglanan verilerin dogru olmasini talep etmigse ancak buna

870 Spindler, Scope of Application, s. 194.

871 Bedir, Data As Counter-Performance, s. 31. Ancak bu durumda zaten ilgili kisinin rizas1 ile ilgili
bir sorun daha ortaya ¢ikacagi i¢in bu baslik altinda baska kisinin verisinin verilmesi sorunu
incelenmeyecektir.

8721 oos, DCD in the Netherlands, s. 240.

873 Facebook, Hizmet Kosullari, 3. Facebook'a ve toplulugumuza verdiginiz taahhiitler, 1. Facebook'u
kimler kullanabilir. Benzer bir hiikiim i¢in bkz. Linkedin, Kullamic1 Sézlesmesi, 2. Obligations, 2.1
Service Eligibility.

874 Twitter, Privacy Policy, m. 1.1.

875 TikTok, Kullanim Kosullar1, Your Account with Us.
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ragmen kullanici hatali veri saglamissa saglayicidan hizmet veya igerigi saglamaya
devam etmesi beklenememelidir®®. Doktrinde bir goriis ilgili kisi yanlis bilgi
verdiginde bunun TBK m. 112 uyarinca sozlesmeye bir aykirilik teskil ettigini bu

ylizden hizmet veya icerik saglayicinin tazminat talebinde bulunabilecegini

877

savunmaktadir®’. Buna karsin hizmet saglayict bu hususta kullanicilart serbest

birakmissa bu durumda elbette kullanicinin yanlis veri vermis olmasina hukuki bir

sonug baglanmamalidir®’®,

876 Bunun saglayici igin bir hakli nedenle fesih nedeni oldugu hakkinda bkz. Akkanat-Oztiirk, Karsi
Edim Olarak Kisisel Veriler, s. 281.

877 Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 279-280. Hatta yanlis verilerin aliud ifa
olarak degerlendirilebilecegi ileri siiriilmektedir. Bu yondeki aciklamalar igin bkz., Akkanat-Oztiirk,
Kars1 Edim Olarak Kigsisel Veriler, s. 281.

878 Doktrinde bir goriis sdzlesmede agikga yer almasa da hukuki iliskinin niteligi geregi hizmet veya
icerikten yararlananlarin dogru veriler paylagma yiikiimii altinda oldugunu savunmaktadir, bkz.
Akkanat-Oztiirk, Kars1 Edim Olarak Kisisel Veriler, s. 278.
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SONUC

Verinin ve onun iginde bu c¢alisma iginde 6zel olarak ele alinan kisisel verinin
merkezinde oldugu bir ekonomik diizenin etkileri diinyamizda her gegen giin ¢ok daha
hissedilebilir hale geliyor. Bu ekonomik diizende bir tarafta dijital hizmet ve igerik
saglayicilar irlinlerini  kitlelere onlardan parasal bir karsilik beklemeden
kullandirirken diger taraftan onlart ¢ogu zaman degerinin tam olarak farkinda
olmadiklar1 kisisel verilerini isliyorlar. Hukukumuz ise bu iliskiyi bugiin itibariyle
kisisel verileri koruma hukuku ile agiklamaya, taraflarin menfaatlerini kisisel verilerin
korunmast ve kismen genel olarak kisilik haklarinin hukukuna goére dengelemeye
calisiyor. Bu yontemin ne kadar yerinde ve ondan da 6nce ne kadar yeterli oldugu ise

Oonemli bir tartisma konusudur.

Bu yontemin neden bir tartigma konusu oldugunu ortaya koymak i¢in bu ¢aligma
ilk olarak kisisel veri kavraminin niteligi agiklanmistir. Daha sonra hukukumuzda ve
AB hukunda veri koruma hukukunun getirdigi koruma rejiminin g¢ergevesi ele
alimmustir. Bu sekilde okuyucunun veri koruma hukukunun ilgili kisilere hangi haklar
verildigi ve bu haklarin kapsami hakkinda bilgilendirilmesi amaglanmistir. Birinci
boliimiin sonunda AB tiiketici hukukunda kisisel veri ekonomisine yonelik yapilan
giincel tartigmalarin bir {irlinii olan DCD yonergesi ve CRD yonergesindeki
degisiklikler ele alinmistir. Bu sekilde AB hukukunda artik ilgili kisilerin haklari
korunurken sadece veri koruma hukuku degil, tiiketici hukuku diizenlemelerine de

basvurulmaya baslandig1 ortaya konmustur.

Calismanin ikinci boliimii kisisel verinin bu sefer kisisel verilerin korunmasi
hukukundaki mevcut yerini degil, sézlesme hukukunda alabilecegi muhtemel yeri
tartismis ve bu baglamda ortaya ¢ikabilecek sorunlara 151k tutmaya calismustir. ilk
olarak kisisel verilerin bir sozlesme iliskisine konu olmasinin hangi 6ncii sorunlara
gebe oldugu ele alinmistir. Bu sorunlar dort temel alt baslikta ele alinimistir: kisisel
verilerin korunmasinda hukuki sorunlar, etik sorunlar, ekonomik sorunlar, teknik
sorunlardir. Bu kapsamda ilk olarak kisisel verilerin sadece 6zel hayatin gizliligi hakki
tizerinden tartisilmasiin énemli bir eksiklik oldugu ortaya konmustur. Daha sonra
kisisel verilerin ticarilesmesinin etik bakimindan kimileri i¢in endise verici oldugu
ancak veri ekonomisinin gercekleri g6z oniine alindiginda bu etik meselelerden kisisel
verilerin sozlesme iligkisine konu olmayacagi gibi mutlak bir yasak ¢ikartmanin dogru

olmayacag savunulmustur. Ugiincii olarak kisisel verilerin dogasinin verinin
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degerinin tespiti, degerin kisiden kisiye ve hatta zamandan zamana goreceli olmasi,
genellikle bagka verilerle bir araya geldiginde ekonomik degerini kazanmasi gibi bazi
teknik 6zelliklerinin oldugu ve bunlarin dikkate alinmasi gerektigi séylenmistir. Son
olarak da kisisel veri piyasasinin ekonomik kosullarinin da 6zellikli oldugu, taraf ve
toplum menfaatlerinin bu ekonomik gercekler 15181nda degerlendirilmesinin gerektigi

izah edilmistir.

Daha sonra kisisel verinin tizerindeki hakkin hukuki niteligi ele alinmistir. Bu
kapsamda doktrinde kisisel veri iizerindeki hakkin kisilik hakki, miilkiyet hakk: ve
fikri miilkiyet hakki oldugu goriiglerinin yaninda kisisel verinin hukuki niteliginin is
giicine veya yonetim hakkina benzedigini sdyleyen goriisler agiklanmistir.
Nihayetinde kisilik hakki goriisiiniin ancak bu goriis kisisel verilerden ekonomik
olarak yararlanmay1 da taniyacak bicimde genisletilirse benimsenebilecegini; bunun
yaninda gorliglerin su anki kapsamlari 1s1ginda kisisel verinin is giicline

benzetebilecegi sonucuna varilmistir.

Incelemelerimizin devaminda kisisel verinin kars1 edimi oldugu soézlesmeler
nitelendirilmeye ¢alistlmustir. Tlk olarak kisisel verinin konusu oldugu sdzlesmelerin
ivazli sdzlesmeler oldugu tespiti yapilmigtir. Ikinci olarak kisisel verileri igeren
sOzlesmelerin 6zel sdzlesme tiplerinin birinin igine girip giremeyecegi tartigilmistir.
Bu kapsamda degerlendirilebilecek baslica 6zel sézlesme tiplerinin sadece ilgili
kisimlar ilk olarak sadece mevcut hukukumuz bakimindan ele alinmistir. Daha sonra
uygulamadaki sozlesmeler hakkinda fikir sahibi olunmasi i¢in bazi dijital igerik ve
hizmet saglayicilarinin  kullandiklar1 = s6zlesmelerin  hiikiimleri incelenmistir.
Nihayetinde bu sozlesmelerden vekalet sozlesmesi maddelerinin  kiyasen
uygulanabilecegi ancak kisisel verilerin konusunu teskil ettigi sozlesmelerin sui
generis dogasi nedeniyle 6zel bir diizenleme ihtiyacinin oldugu sonucuna varilmistir.
Diger bir taraftan karsilastirmali hukuktaki gelismeler ile yapilan kiyaslamalar
neticesinde bu sozlesmelerin ayni zamanda birer tiiketici islemi niteliginde oldugu

tespitinde bulunulmustur.

Daha sonra kisisel verinin karsi edimi oldugu sézlesmelerin kurulmasi inceleme
konusu yapilmistir. Sonu¢ olarak saglayicilarin hizmet veya iceriklerini internet
ortammna koymalarimin bir Oneri mahiyetinde oldugu tespitinde bulunulmustur.

Kullanicilarin bu hizmet veya igeriklere iiye olmasmin bir agik kabul beyani
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niteliginde oldugu, kullanicilarin sadece salt bu hizmet veya igeriklere erisiminin
ortiilii kabul beyani olamayacagi ¢iinkii kullanicilarin ¢ogu zaman baglanma
iradelerinin bulunmadigi, ancak bunun hizmet veya icerigin tasariminda sézlesme
hiikiimlerine veya sozlesmenin varligina yeterince gondermesi yapilmigsa giliven
teorisi uyarinca iradeyi ortaya koyan davranis olarak nitelendirilebilecegi sonucuna
varilmigtir. Ayrica kisilerin kisisel verilerinin islenmesine gosterdikleri riza ile
sozlesme hukuku bakimindan kabul beyam1 arasinda bir paralellik kurulup
kurulamayacagi tartismasi yapilmis, bu iki beyanin niteliklerinin birbirinden oldukga
farkli oldugu bu ylizden ayr1 ayr1 degerlendirilmeleri gerektigi sonucuna varilmistir.
Toplumda bu hizmet ve igeriklerin aslinda fiicretsiz saglanmadiklarina yonelik
yiikselen farkindaligin da bu hususu destekledigi tespiti yapilmistir. Ancak son olarak
saglayicilar ile kullanicilar arasinda bir irade uyusmasinin olup olmadigi ayrica
incelenmistir. Zira saglayicilar bazen hizmet ve igeriklerinin “bedava” oldugunu
sOzlesmelerine yazmaktadir ancak bu hizmet ve igeriklerin karsiliginda yine de
kullanicilardan kisisel verileri alinmaktadir. Bagka bir deyisle bu hizmet ve igerikler
“bedava” degildir. Buna karsin burada da giiven teorisi uyarinca farazi de olsa bir irade

uyusmasi oldugu sonucuna varilmistir.

Calismanin devaminda kisisel verilerin karsi edimi oldugu sdzlesmelerin
gecerliligine iliskin meseleler ele almmistir. ilk olarak kisisel veri koruma hukukuna
aykirt bigimde diizenlenmis sézlesme maddelerinin emredici nitelikte hiikiimlere
aykirilik ve sozlesmenin kurulmasindan 6nceki imkansizlik nedeniyle kesin hiikiimsiiz
oldugu sonucuna varilmustir. Ikinci olarak veri islemeye gosterilen riza sdzlesme
hukuku bakimindan kisilik haklarina aykirilik bakimindan degerlendirilmistir. Netice
olarak kisilik haklarmin 6ziinii ihlal etmedigi, diger bir deyisle TMK m. 23(2)
sinirlarini agsmadigi siirece kisilerin kisisel verilerini bir szlesmenin karsi edimi olarak
sunabilecekleri savunulmustur. Kisisel verilerin konusunu teskil ettigi s6zlesmeleri
gecersiz hale getirebilecek bir diger durum kisilerin ehliyetinin eksik olmasi olabilir.
Bu hususu incelmek i¢in 6nce ehliyet bakimindan kisilerin ayrimina bakilmigtir. Tam
ehliyetsizler bakimindan sayet bu s6zlesmeden menfaatleri varsa yasal temsilcilerinin
onlar adina hem verilerin iglenmesine riza gosterebilecekleri hem de s6z konusu
sOzlesmeleri onlar adina kurabilecekleri kabul edilmistir. Smurli ehliyetsizlerin ise
saglayicilar ile yapacaklar1 s6zlesmenin, bu sozlesmelerin ivazli olduklar1 daha 6nce

tespit edildiginden, yasal temsilcilerinin onayina tabi oldugu savunulmustur.
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Verilerinin islenmesine gosterecegi riza bakimindan da, her ne kadar bu kisiye siki
sikiya bagli bir hakkin kullanimi niteliginde olsa da, siirli ehliyetsiz kiiciiklerin
gosterecegi rizanin yine yasal temsilcilerinin onayina tabi olmasi gerektigi sonucuna

varilmstir.

Takip eden boliimde kisisel verinin karst edimi oldugu sézlesme hiikiimlerinin
genel islem kosullar1 ve (bu sozlesmelerin tiiketici islemi olduklar1 tespit edildiginden)
haksiz sartlar denetiminden ge¢mesi gerektigi vurgulanmistir. Bu kapsamda bu hizmet
ve icerikler hakkinda s6zlesmelerin ivazli oldugu tespiti yapildig: i¢in genel islem
kosulu ve haksiz sartlarin bu so6zlesmelere uygulanmasinda bir engel olmadigi ortaya
konmustur. Hatta bu s6zlesmelere “bedava” ifadesinin yazilmasinin diger bir taraftan
haksiz bir ticari uygulama olarak degerlendirilebilecegi sdylenmistir. Bunun yaninda
baz1 sdzlesmelerin Tiirk¢esinin bulunmamasinin yeterli bilgilendirmenin yapilmadigi
sonucuna varabileceginin alti ¢izilmistir. Diger bir taraftan Tirk¢e hazirlanmig
sozlesme kosullar1 bakimindan dahi etkin bir bilgilendirme c¢aligmasi igine
girilmesinin gerektigi soylenmistir. Genel islem kosullari ve haksiz sartlar her ne kadar
taraflarin ana borglarina uygulanmasalar da kisisel veri saglama borcu bakimindan
bunun uygulanmamasi gerektigi, ¢iinkii en azindan su an igin tiiketicilerin kars1 tarafa
sagladiklar1 kisisel verilerinin degerini tespit etmelerinin olduk¢a zor oldugu
savunulmugstur. Ayrica saglayicilara sozlesmede tek tarafli olarak degisiklik yapma
imkan1 veren sozlesme maddelerinin, bunlar kullanicilar lehine kullanilmadiklari

siirece TBK m. 24 uyarinca gegersiz olacagina isaret edilmistir.

S6z konusu sozlesmelerin gegerliligini etkileyebilecek diger bir husus Tiirkgesi
bulunmayan sdzlesme maddelerinin 805 sayili Iktisadi Miiesseselerde Mecburi Tiirkce
Kullanilmas1 Hakkinda Kanuna aykirilik nedeni ile gegersiz olmasidir. Kanun
kapsaminda doktrinde yapilan tartigmalar g¢aligmaya alindiktan sonra Tiirkcesi
bulunmayan bu sozlesmelerin doktrindeki bir goriis uyarinca gegersizlik tehlikesi

altinda olduguna dikkat ¢ekilmistir.

Calismanin son baslig altinda kisisel verilerin kars1 edimi oldugu sdzlesmelerde
cesitli sozlesmeye aykirilik hallerinin nasil ele alinabilecegini tartisilmistir. Bu
baglamda ilk olarak ilgili kisinin verilerinin islenmesine iliskin gosterdigi rizay: geri
cekmesinin ve verilerin silinmesini talep emesinin sozlesmeye etkisi ayr1 ayri

tartisilmugstir. 11k olarak rizanin geri ¢ekilmesi ileriye etkili olacag i¢in aslinda taraflar
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arasinda bir dengesizlige yol agmayacaktir ¢linkii saglayici riza geri ¢ekilene kadar
verilerden yararlanma imkanina sahip olmustur, bu siire zarfinda kullanici da hizmet
veya igerikten yararlanmistir. Bu yilizden karsilastirmali hukukta oldugu gibi rizanin
geri ¢ekilmesinin saglayiciya sozlesmeyi sona erdirme hakkini vermesi veya
sOzlesmeyi kendiligiden sona erdirmesi taraf menfaatleri arasinda uygun bir dengenin
kurulmasini saglar. Diger taraftan verilerin silinmesinin talep edilmesi ayrica ele
alinmalidir, ¢linkli bu sefer saglayici karsiliginda parasal bir iicret talep etmeden
yararlandirdig1r hizmet veya igeriklerinin karsiliginda elde etmis oldugu verileri de
kaybedecektir. Ancak bu noktada da kullanicidan hizmet veya igerikten
yararlanmasinin karsiligini 6demesinin talep edilmemesi gerektigi savunulmustur.
Zira saglayict bu hak kullanilana kadar veri isleme faaliyetinden yararlanabilmistir.
Ayrica giincelligini kaybeden verilerin maddi degerinin ¢ok daha diisiik olacagindan
hareketle kullaniciyr verilerinin silinmesi karsiliginda hizmet bedelini 6demeye
mecbur birakmanin ¢ifte 6demeye neden olabilecegi savunulmustur. Daha sonra
saglayicinin hizmet veya igerigi saglamamasi durumunda kullanicinin hangi haklara
bagvurabilecegi sorgulanmistir. Uygulamadaki sézlesmelere bakildiginda bunlarin
cogunda saglayicilara sozlesmeyi tek tarafli olarak sona erdirme hakkinin verildigi,
baska bir deyisle kullanicilarin hizmet veya icerik saglanmadiginda bir talepte
bulunmalarinin 6niine gegilmeye calisildigr goriilmektedir. Bu maddelerin varligi ilk
olarak daha once bu sozlesmeler ile vekalet sdzlesmeleri arasinda kurulan paralellik
uyarinca da anlamlidir zira vekalet s6zlesmesinde de iki taraf da s6zlesmeyi bir sebep
gostermeksizin sona erdirebildigi i¢in anlamlidir. Ancak bu maddelerin gegerliligi
genel islem kosullar1 ve haksiz sartlar baglaminda diiriistliik kurali ¢ercevesinde ele
alinmasi gerekir. Sozlesmelerde ¢ogu zaman kullanicilara da sézlesmeyi tek tarafl
olarak s6zlesmeyi sona erdime hakk1 verildigi i¢in bu hiikiimlerin diiriistliik kuralina
aykir1 olmadig1 sonuca varilacaktir. Kisisel verinin karsit edimi oldugu soézlesmeler
altinda verilmesi gereken hizmetlerin veya iceriklerin olmasi gerektigi gibi saglanmasi
durumunda kullanicinin haklarmin tartigilmas1 gerekir. So6zlesmelerin ¢cogunda
saglayicilar sorumluluklarin1 diglayict maddelere yer vermektedirler. Bu maddelerin
gecerliligi ilk olarak TBK m. 115 uyarinca sorumsuzluk anlagmalar1 kapsaminda
degerlendirilmis ve bunlarin saglayicilarin hafif kusurlarindan sorumlu olmayacaklar
bigimde anlasilabilecegi sonucuna varilmistir. Ikinci olarak bu maddelerin haksiz
sartlar bakimindan akibeti tartisilmistir. Bir taraftan bu s6zlesmelere kiyasen vekalet

sozlesmesi hiikiimleri uygulanacagina gore, saglayicinin 6zenli bigimde hareket
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etmesinin borcunun geregini yerine getirmek icin yeterli olacagini kabul etmek
gerekir. Ancak saglayicinin biitliin zararlardan sorumlulugunu dislayacak bi¢imde
hazirlanan s6zlesme maddeleri haksiz sart denetiminden gecemeyecektir. Son olarak
kullanici tarafindan yanlis verilerin saglanmasinin sdzlesmeye etkisi ele alinmistir. Bu
hususta farkli saglayicilarin = sozlesmelerinde bu konuda bir yeknesaklik
bulunmamaktadir. Bazi saglayicilar mutlaka dogru bilgiler kullanilmasini talep
ederken, bazilar1 dogru olmayan bilgilerle hizmet veya igeriklerinden yararlanilmasina
izin vermektedir. Bu yiizden bu konuda genel geger bir sonuca varmak yerine kullanici
ile saglayici arasindaki sozlesmenin hiikiimlerinin degerlendirilmesi daha dogru gibi

gozikmektedir.

Bu ¢alisma altinda miinhasiran kisisel veriler ele alinmigsa da veri ekonomisi
sadece kisisel verileri degil, her tiirlii verinin islenmesini ve bunlardan yararlanilmasini
ilgilendirir. Giiniimiizde ekonomik gelisimin daha etkin ve verimli olmasinda veri
ekonomisinin ne kadar biiyiikk bir payr olacagi artik tartisma kabul etmeyen bir
husustur. Bu yiizden veri ekonomisinin artik her boyutuyla ele alinmasi ve
hakkaniyetli bir ekonomik diizenin tesis edilmesi hayati Onem tasimaktadir.
Umudumuz bu calismanin hukukumuzca yeterince mercek altina alinmayan veri
ekonomisinin gergeklerine biraz da olsa dikkat ¢ekebilmesi ve konunun dneminin

anlasilmasina yardimci olabilmesidir.
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