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YEMIN METNi

Yiiksek lisans tezi olarak sundugum “Kisisel Verilerin Korunmas1 Hukukunda
Ilgili Kisinin Haklar1” adli ¢alismanin, tarafimdan, akademik kurallara ve etik
degerlere uygun olarak yazildigint ve yararlandigim eserlerin kaynakcada
gosterilenlerden olustugunu, bunlara atif yapilarak yararlanilmis oldugunu belirtir ve

bunu onurumla dogrularim.

Ozlem OZSOY

Imza



OZET
Yuksek Lisans Tezi

Kisisel Verilerin Korunmasi1 Hukukunda Tlgili Kisinin Haklari

Ozlem OZSOY

Dokuz Eylul Universitesi
Sosyal Bilimler Enstitusu
Kamu Hukuku Anabilim Dah

Kamu Hukuku Program

Gelisen teknoloji diinyasinda artan bilgisayar ve internet kullanimu, Kisisel
verilerin islenmesinde biiyiik bir artisi meydana getirmistir. Kisisel verilerin
hemen hemen her alanda kullamilmasinin bir¢cok olumlu etkisi oldugu gibi
olumsuz etkileri de ortaya cikmstir. Bu nedenle tipki diger temel hak ve
ozgirliikler gibi, kisisel verilerin korunmasi hakkinin da bu kapsamda giivence
altina ahinma zarureti dogmustur.

Kisisel verilerin korunmasi hakki, Kisilerin verilerinin gizliliginin ve
giivenliginin saglanmasi gerekliligini iceren genel ve iist bir konsepttir. Sadece bu
hakkin varhgindan yola ¢ikilarak korumanin ne sekilde saglanacag belirsizdir.
Ilgili kisilere tanmmnan haklar sayesinde; kisisel verilerin korunmasi hakkinin
felsefesi somut bir goriiniim kazanmakta, veri isleme faaliyetleri iizerinde
denetimi saglanmakta, ilgili Kisilere verileri tizerinde daha fazla farkindahk ve
secenek sunulmaktadar.

Bu cahsmada, “kisisel veri” ve “ilgili kisi” kavramlar onciiliigiinde;
kisisel veri koruma hukukuna iliskin kavramlar ve mevzuat aciklanmuis, Kisisel
verilerin korunmasimin 6nemi ve hukuki niteligi vurgulanmis, ilgili Kisilerin
haklarmin icerikleri, esaslar1 ve uygulanma usulleri Tiirk ve Avrupa hukuku
acisindan mukayeseli olarak ortaya konulmustur. Elde edilen bulgular cesitli

idari ve yargisal kararlarla desteklenmistir.

Anahtar Kelimeler: Kisisel Veri, Tlgili Kisi, Tlgili Kisinin Haklari, KVKK, GDPR,

Veri Koruma Hukuku



ABSTRACT
Master’s Thesis
Rights of the Data Subject in Personal Data Protection Law
Ozlem OZSOY

Dokuz Eylul University
Graduate School of Social Sciences
Department of Public Law
Public Law Program

Increasing computer and internet use in the developing technology world
has caused a great increase of personal data processing. The use of personal data
in almost every field has many positive effects, as well as negative ones. Therefore,
it became necessary to guarantee the right to protection of personal data, just as
other fundamental rights and freedoms.

The right to protection of personal data is more general and superior
concept that includes the necessity of ensuring the confidentiality and security of
people’s data. It is unclear how the protection will be provided based solely on
the existence of this right. Through the instrumentality of the rights granted to
data subjects; the philosophy of the right to protection of personal data gains a
concrete appearance, control over data processing activities is ensured, and data
subejcts are offered more awareness and options regarding their data.

In this thesis, spearheaded by the notions of “personal data” and “data
subject”; notions and legislation regarding personal data protection law are
explained, the importance and legal nature of the protection of personal data are
emphasized, and the contents, principles and implementation procedures of data
subjects’ rights are presented comparatively in terms of Turkish and European

law. The findings are supported by various administrative and judicial decisions.

Keywords: Personal Data, Data Subject, Rights of the Data Subject, KVKK,
GDPR, Data Protection Law
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GIRIS

Giiniimiizde dijitallesmenin her gegen gun hizla arttigi yadsinamaz bir
gercektir. Bu dijitallesme kapsaminda bireylere iligkin veriler yogun bir sekilde
toplanmakta ve birgok cesitli alanda kullanilmaktadir. Gitgide artan bu faaliyetler,
kisilerin mahremiyeti ve guvenligiyle ilgili endiselere neden olunca, kisisel verileri
korumak ve bireylerin verilerinin nasil toplandig, paylasildig: ve kullanildig1 lizerinde
kontrol sahibi olmasini saglamak elzem hale gelmistir. Bu nedenle bireylerin kisisel
verilerinin  korunmasi modern hukuk sistemlerinin 6nemli bir odak noktasini
olusturmaya baslamis, ¢ok sayida ulusal ve uluslararasi ¢apta hukuki diizenlemenin
yapilmasina yol agmistir. Bu hususta bilhassa Avrupa’daki gelismeler tim diinyaya
ornek olmaktadir. Avrupa Birligi genelinde etkili olan 2016/679 Sayili Avrupa Birligi
Genel Veri Koruma Tiiziigii (GDPR) ve i¢ hukukumuzda yarirlikte olan 6698 Sayili
Kisisel Verilerin Korunmasi Kanunu (KVKK) ilgili kisilerin haklarinm kapsamlarinin,
esaslarinin ve uygulanma usullerinin anlasilmas: hususunda oldukca 6nemli
kaynaklardir.

Isbu tez iki temel bélume ayrilmistir. “Kisisel Veri, Ilgili Kisi ve Kisisel
Verilerin Korunmasi1” adli ilk ana bélimde, “kisisel veri” ve “ilgili kisi”” kavramlarinin
onciiligiinde kisisel veri koruma hukukuna iliskin diger kavramlar da incelenecektir.
Kisisel verilerin korunabilmesi i¢in oncelikle kisisel verinin ne anlama gelip neleri
kapsadigini ve Kimlerin ilgili kisi olarak hak ileri stirebilecegini tespit etmek énem arz
etmektedir. “Kisisel Veri” alt baslig1 altinda kavramim tanimi ve unsurlari, tiirleri,
korunmasinin gerekliligi ve hukuki niteligi, korunmasina iliskin ulusal ve uluslararasi
temel diizenlemeler detaylica aciklanacaktir. “Ilgili Kisi” bashg: altinda ise, ilgili
kisinin kimligi irdelenecek ve benzer bazi kavramlarla iliskisi ortaya konulacaktir.
“Ilgili Kisinin Haklar1” adli ikinci ana boliimde, ilgili kisilerin kendilerine iliskin
verilerle ilgili olarak ileri siirebilecegi haklarin igerikleri, esaslar1 ve uygulanma
usulleri; KVKK ve GDPR’deki diizenlemelerle birlikte karsilastirmali olarak ortaya
konulacaktir. Varilan sonuglar; arasinda Kisisel Verileri Koruma Kurulu, Yargitay,
Avrupa Birligi’nin yargi organi olan Adalet Divani, Avrupa Konseyi bunyesinde
kurulan Avrupa Insan Haklari Mahkemesi, cesitli Avrupa iilkelerinin veri koruma

otoriteleri ve yerel mahkemeleri gibi birgok kurul, kurulus ve yargi organlarmin



verdigi kararlarla da desteklenecektir. Ayrica ilgili kisilerin haklarini kullanmasina

yonelik genel esaslar ile haklarin genel kisitlanma sebepleri de incelenecektir.



BIiRINCI BOLUM
KIiSISEL VERI, VERI SAHIBI VE
KiSISEL VERILERIN KORUNMASI

I. KiSISEL VERI

A. Genel Olarak

Tarih boyunca toplumsal hayatin siirdiiriilebilmesi ve yurutilebilmesi icin
bireylerin kigisel verileri, gerek kamu sektorii gerekse de 0Ozel sektdr aktorleri
tarafindan gesitli amaglarla toplanmis ve kullanilmistir. Ornegin, Kisisel verilerin en
eski kullanim alanlarindan biri, gegmisi ¢ok eskilere dayanan bir uygulama olan niifus
saymmidir. Zira bir niifus sayimi; yaslari, cinsiyetleri, meslekleri ve kisisel servetleri
dahil olmak tizere bireyler ve haneler hakkinda bilgi toplamay1 icermektedir. Benzer
sekilde bankalar 19. yilizyilda borglar1 ve 6deme gegmisleri de dahil olmak Uzere
insanlarin kredi ge¢misleri hakkinda bilgi toplamaya baslamustir. Bu bilgiler, borg
verenlerin bireylere borg¢ para verip vermeme konusunda karar vermelerine yardimci
olmak i¢in kullanilmistir. Devletler 20. yiizyil ile birlikte, vatandaslara vergisel
yukumlilikler veya sosyal yardimlar gibi takip amaglari® icin sosyal giivenlik
numaralar1 vermeye baslamistir. Isletmeler miisteriler hakkinda veri toplamaya ve
bunlar1 pazarlama amaciyla kullanmaya baglarken, hiikiimetler de vatandaslarin
faaliyetlerini izlemek icin verileri kullanmistir?.

Zaman ilerledikce gelisen teknolojiye bagl olarak artan bilgisayar ve internet
kullanimi, kisisel verilerin 6nemindeki artisa ek olarak, nitelik ve nicelik olarak da
artigini beraberinde getirmistir. Veriler ayrica bu sayede dijital ortama aktarilmis olup
toplanmasi, saklanmasi ve analiz edilmesi daha kolay hale gelmistir. Zira isimler,

adresler, telefon numaralari, e-posta adresleri, finansal bilgiler ve hatta konum verileri

! Devletin takip amaciyla olusturdugu ii¢ gesit kayit tiirii oldugu ifade edilmektedir. Bunlardan ilki,
bireylerin bir yonetim birimiyle islem yapmasi nedeniyle olusan ehliyet basvurusu, vergi beyani,
ogrenci kaydi gibi kayitlardir. Digerleri de istihbarat ve istatistiksel amaglarla olusturulan kayitlar
olarak kabul edilir. (Elif Klizeci, Kisisel Verilerin Korunmasi, Turhan Kitabevi, Ankara, 2010, s.
21).

2 American Social Security Administration, “Report to Congress on Options for Enhancing the Social
Security Card Chapter 3: The Expansion of the SSN as an Identifier”, Social Security Administration
Web Sitesi, https://www.ssa.gov/history/reports/ssnreportc2.html, (E.T. 01.03.2022).


https://www.ssa.gov/history/reports/ssnreportc2.html

gibi kigisel veriler, kullanicilarin bilgisi veya onay1 olmadan toplanmakta, saklanmakta
ve kullanilmaktaydi. Gitgide artan bu faaliyetler gizlilik ve giivenlikle ilgili endiselere
neden olunca, kisisel verileri korumak ve bireylerin verilerinin nasil toplandigi,
paylasildig1 ve kullanildig: tizerinde kontrol sahibi olmasini saglamak igin devletler
tarafindan yasal diizenlemeler yapilmistir. Bu dizenlemelerde devletler, kisisel
verileri kendi yasal ve kiiltiirel baglamlarina gore farkli sekillerde tanimlamis ve
yorumlamiglardir. Fakat genel olarak, kisisel verilerin bir kisiyi dogrudan veya dolayl1
olarak tanimlamak i¢in kullanilabilecek her tiirlii bilgiyi ifade edecegi aciktir. Bu
kavram; kisinin adin1 ve soyadini, adresini, telefon numarasini, dogum tarihini, tibbi
kayitlarmi, mali bilgilerini, parmak izlerini ve daha fazlasmi igerebilir. Kisisel
verilerin tanimi; teknoloji, iletisim ve mahremiyet endiselerindeki degisiklikleri
yansitacak sekilde zaman iginde gelismistir. Ornegin, dijital iletisim ve sosyal medya
platformlarinin yiikselisiyle birlikte, kisisel veriler artik ¢evrimici etkinlikleri, arama
gegmislerini ve cografi konum verileri gibi verileri de icerebilir hale gelmistir. Kisisel
verilerin korunabilmesi i¢in Oncelikle kisisel verinin ne anlama gelip neleri

kapsadigini tespit etmek onem arz etmektedir.

B. Kisisel Verinin Tanimi ve Unsurlar

1. Kisisel Verinin Tanim

Kisisel veri denilince akla birgok 6rnek gelse de, “kisisel veri” kavraminin
kapsamina nelerin girdigini sinirh sayida sayabilmek miimkiin degildir. Zira zamanin
sartlar1 degisip gelistikce kisilerin iizerinde kisilik hakkina sahip oldugu seylerin sayis1
artmakta ve kapsami genislemektedir. Bu nedenle kisisel veri i¢in genel ve yalin bir
tanim yapmak en dogrusu olacaktir. Buna gore, “kimligi belirli veya belirlenebilir
gercek kisiye iligkin her tirli bilginin” kisisel veri oldugunu sdylemek yanlis
olmayacaktir. Gergekten de kisisel verilerin korunmasina iligskin olarak ¢ikarilan 6698
Sayili Kanun (KVKK) m. 3/1-d’de kisisel veri kavrami bu sekilde tanimlanmustir®,

Ancak hukukumuzda her zaman bu sekilde tanimlanmadigini da belirtmek gerekir.

3 07.04.2016 tarihli Resmi Gazete’de yayimlanan 6698 Sayili Kisisel Verilerin Korunmasi Kanunu,
Resmi Gazete, https://www.resmigazete.gov.tr/eskiler/2016/04/20160407.pdf, (E.T. 01.03.2022).


https://www.resmigazete.gov.tr/eskiler/2016/04/20160407.pdf

Elektronik Haberlesme Kanunu nun*

ilgili maddelerine dayanilarak c¢ikartilan
Yonetmelik’in - “Tanimlar ve kisaltmalar” bashkli m. 3/1-h’de yer alan
diizenlemesinde® “belirli veya kimligi belirlenebilir gercek ve tiizel kisilere iliskin
batun bilgilerin” kisisel veri oldugu ifade edilmisti. Bu yonetmelik su anda miilgadir.
Ayni adla yerine getirilen yeni diizenlemede® ise (m.4/1-f) “kimligi belirli veya
belirlenebilir gergek kisiye iliskin her turli bilgi” kisisel veri olarak tanimlanarak
gliniimiiz standartlar1 yakalanmstir.

Kisisel veri elbette sadece i¢ hukukta KVKK’deki gibi tanimlanmamis olup
uluslararasi hukukta da durum c¢ok farkl degildir. 2016 yilinda ¢ikartilan 679 Sayili
Tuzik’te (General Data Protection Regulation — “GDPR”) “Tanimlar” baslikli m.
4/1°de” “tanimlanmis veya tanimlanabilir bir gercek kisiye iliskin her tiirlii bilginin”
kisisel veri seklinde tanimlandigimi gérmekteyiz. Avrupa Birligi (AB) 6zelinde biraz
daha geriye gittigimizde, 2018 yilinda yiirtirliige giren GDPR’den once yiiriirliikte
olan, miilga 95/46/EC Sayili Direktif’in “Tanimlar” baslikli m. 2/a hikkmiinde® de
temel olarak ayn1 tanim yapilmis, sadece nelerin kisisel veri sayilabilecegine dair fikir
vermesi acisindan birkag ornege de yer verilmisti. Buna gore, kisisel veri; “fiziksel,
fizyolojik, zihinsel, ekonomik, kiiltiirel veya sosyal kimligine 6zel bir veya daha fazla
faktore veya bir kimlik numarasma atif basta olmak iizere dogrudan veya dolayh
olarak tespit edilebilen bir tespit edilebilir kisi; tespit edilmis veya tespit edilebilir
gercek kisiye (“veri Oznesi”) iliskin herhangi bir bilgiyi” kastedecektir. Hukmin

lafzindan da anlasilacagi iizere, yapilan sayim tahdidi degil, 6rnekleyici niteliktedir.

#410.11.2008 tarihli Resmi Gazete’de yayimlanan 5809 sayili Elektronik Haberlesme Kanunu, Resmi
Gazete, https://www.mevzuat.gov.tr/mevzuatmetin/1.5.5809.pdf, (E.T. 01.03.2022).

5 Elektronik Haberlesme Sektdriinde Kisisel Verilerin Islenmesi ve Gizliliginin Korunmas: Hakkinda
Yonetmelik, Lexpera Ictihat Sitesi, https://www.lexpera.com.tr/mevzuat/yonetmelikler/elektronik-
haberlesme-sektorunde-kisisel-verilerin-islenmesi-ve-gizliliginin-korunmasi-hakkinda -  (E.T.
01.03.2022).

6 04.12.2020 tarihli Resmi Gazete’de yayimlanan Elektronik Haberlesme Sektdriinde Kisisel Verilerin
1slenmesi ve Gizliliginin Korunmasi Hakkinda Yonetmelik, Resmi Gazete,
https://www.resmigazete.gov.tr/eskiler/2020/12/20201204-13.htm, (E.T. 01.03.2022).

7 04.05.2016 tarihli Avrupa Birligi Resmi Gazetesi'nde yayinlanan Genel Veri Koruma Tiiziigii
(GDPR), Avrupa Birligi Resmi Gazetesi, https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32016R0679, (E.T. 01.03.2022).

8 23.11.1995 tarihli Avrupa Topluluklari Resmi Gazetesi’nde yayinlanan 95/46/EC Sayili Kisisel
Verilerin Islenmesi ve Serbest Dolasimi Bakimmdan Bireylerin Korunmasma Iliskin Avrupa
Parlamentosu ve Avrupa Konseyi Direktifi, Avrupa Topluluklar1 Resmi Gazetesi, https://eur-
lex.europa.eu/legal-content/EN/TXT/PDF/?2uri=CELEX:31995L.0046&rid=5, (E.T. 01.03.2022).


https://www.mevzuat.gov.tr/mevzuatmetin/1.5.5809.pdf
https://www.lexpera.com.tr/mevzuat/yonetmelikler/elektronik-haberlesme-sektorunde-kisisel-verilerin-islenmesi-ve-gizliliginin-korunmasi-hakkinda
https://www.lexpera.com.tr/mevzuat/yonetmelikler/elektronik-haberlesme-sektorunde-kisisel-verilerin-islenmesi-ve-gizliliginin-korunmasi-hakkinda
https://www.resmigazete.gov.tr/eskiler/2020/12/20201204-13.htm
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:31995L0046&rid=5
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:31995L0046&rid=5

Yine Avrupa Konseyi’nin bir duzenlemesi olan, KVKK’nin de temelini
olusturan ve genellikle “108 Sayili S6zlesme” olarak bilinen s6zlesmenin “Tanimlar”
basliklt m. 2/a hiikkmiinde “tanimlanmis veya tanimlanabilir bir ger¢ek kisiye iliskin
her tirld bilginin” kisisel veri oldugu belirtilerek GDPR ile birebir ayni tanima yer
verilmistir. Uluslararasi arenada bu husustaki ilk diizenleme olan ve OECD tarafindan
kabul edilen 1980 tarihli Rehber Ilkeler’in m. 1/b’de ise “belirli veya belirlenebilir bir
kisiye iligkin her turlt bilgi” kisisel veriyi belirtir.

Simdiye kadar bahsedilen bu tanimlar ister ulusal ister uluslararasi
diizenlemelerde yer alsin, bu yerlerin yasama organlarmin yaptig1 tanimlardir.
Halbuki, bu tanimlara uygun olarak, yargi organlari da oOniine gelen hukuki
uyusmazliklar1 ¢ézerken, verdigi kararlarda kisisel veriler hakkinda kendilerince
tanimlar yapmaktadir. Bu tanimlarda, soyut ve genelgecer nitelikte olmasi gereken
hukuki diizenlemelerin aksine, uygulamaya yon gostermek amaciyla bolca
orneklemeye yer verilmektedir. Ornegin, Anayasa Mahkemesi cesitli kararlarmda®
kisisel verinin tanimina su sekilde yer vermistir:

Belirli veya kimligi belirlenebilir olmak sartiyla, bir kisiye iliskin biitiin bilgileri
ifade etmektedir. Bu baglamda adi, soyadi, dogum tarihi ve dogum yeri gibi
bireyin sadece kimligini ortaya koyan bilgiler degil; telefon numarasi, motoriu
tasit plakasi, sosyal giivenlik numarasi, pasaport numarasi ozgegcmis, resim,
goriintii ve ses kayitlari, parmak izleri, IP adresi, e-posta adresi, hobiler,
tercihler, etkilesimde bulunulan kisiler, grup iiyelikleri, aile bilgileri, saglik
bilgileri gibi kisiyi dogrudan veya dolayli olarak belirlenebilir kilan tiim veriler.

Yargitay bir kararindal® kisisel veri hakkinda soyle bir degerlendirmede
bulunmustur:

Kisisel veri kavramindan, kisinin, yetkisiz iigiincii kisilerin bilgisine sunmadig,
istediginde baska kisilere aciklayarak ancak sinirli bir ¢evre ile paylastigi niifus
bilgileri (T.C. kimlik numarasi, adi, soyadi, dogum yeri ve tarihi, anne ve baba
adi gibi), adli sicil kaydi, yerlesim yeri, egitim durumu, meslegi, banka hesap
bilgileri, telefon numarasi, elektronik posta adresi, kan grubu, medeni hali,
parmak izi, DNA s1, sag, tiikiiriik, irnak gibi biyolojik ornekleri, cinsel ve ahlaki
egilimi, saghk bilgileri, etnik kékeni, siyasi, felsefi ve dini goriisii, sendikal
baglantilar: gibi kisinin kimligini belirleyen veya belirlenebilir kilan, kisiyi
toplumda yer alan diger bireylerden ayiran ve onun niteliklerini ortaya koymaya
elverisli, gercek kisiye ait her tiirlii bilginin anlasiimasi gerekir.

® Anayasa Mahkemesi, 09.04.2014 tarih ve E. 2013/122, K. 2014/74; 19.03.2015 tarih ve E. 2014/180,
K. 2015/30 karar1, https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T. 02.03.2022).

0 vargitay 12. Ceza Dairesi, 29.06.2022 tarih ve E. 2022/1745, K. 2022/5271,
https://karararama.yargitay.gov.tr/, (E.T. 02.03.2022).


https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/,

Uluslararasi yargi yeri olarak kabul ettigimiz Avrupa Insan Haklar1 Mahkemesi
(AIHM) de dinamik yorum yaparak Avrupa insan Haklar1 Sézlesmesi (AIHS) m.8’de
maddesinde yer alan 6zel yasama saygi hakki kapsamimda degerlendirdigi kisisel

verilerin korunmasina yonelik hakka iliskin olarak verdigi bazi kararlarda®! «

gOrunt,
fotograf, parmak izi, DNA profili, hiicre 6rnekleri, ev adresi, yas, dogum tarihi ve
fiziksel ozellikler” mahiyetindeki hususlari kisisel veri seklinde degerlendirdigini
belirlemistir.

Tim bu tanmmlardan yola ¢ikarak, bir verinin kisisel veri olarak
addedilebilmesi icin Ui¢ unsuru tasimasi gerektigini sdylemek miimkiindiir. Oyleyse,
kisisel verinin varligindan s6z edebilmek igin halihazirda bir verinin var olmasi, bunun
gercek bir kisiyi belirli veya belirlenebilir hale getirmesi ve gergek bir kisiye iligkin

olmas1 gerekmektedir.

2. Kisisel Verinin Unsurlan

a. Veri

Verinin kelime anlami; “olgu, kavram veya komutlarin, iletisim, yorum ve
islem igin elverisli bi¢imli gdsterimidir’*2, Doktrinde de verinin, her tirlu bilgiyi
kapsayan bir kavram oldugu ve bilisim sistemleri tarafindan islenebilecegi,
depolanabilecegi, okunabilecegi ve diger sistemlere aktarilabilecegi ifade
edilmektedir®. Veri ayn1 zamanda sozliikte bilgi sézclgiiyle de iliskilendirilmektedir.
Buna paralel olarak KVKK’de de kisisel verinin tanimi yapilirken bilgi kavramina yer
verilmistir. Bu kavramlar anlam olarak birbirlerine yakin kavramlar olsa da aralarinda
temel birtakim farkliliklar bulunmaktadir. Veri dedigimiz zaman, sayilar veya yazi
gibi belirli bir bi¢imde yapilandirilmis ham ve islenmemis bilgiler akla gelir. Akil

stizgecinden gegmedigi i¢in herhangi bir baglamsal yorum veya analizden yoksundur

11 ATHM, 28.01.2003 tarih ve 44647/98 basvuru numarali Peck/Birlesik Krallik karart; 11.01.2005 tarih
ve 50774/99 basvuru numarali Sciacca/italya karar1, 04.12.2008 tarih ve 30562/04 bagvuru numarali
S. Marper/Birlesik Krallik karari; 09.10.2012 tarih ve 42811/06 bagvuru numarali Alkaya/Tiirkiye
karar;;  02.12.2008 tarih ve 2872/02 bagvuru numarali K.U./Finlandiya Kkarari,
https://hudoc.echr.coe.int/, (E.T. 02.03.2022).

2 Tiirk Dil Kurumu, https://sozluk.gov.tr/, (E.T. 02.03.2022).

13 Murat VVolkan Diilger, Kisisel Verilerin Korunmasi Hukuku, Hukuk Akademisi Yayinlari, 3. Baski,
Istanbul, 2020, s. 152.


https://hudoc.echr.coe.int/
https://sozluk.gov.tr/

ve genellikle kendi basina anlamsiz sayilabilir. Ote yandan bilgi, sorunlar1 ¢ézmek
veya bir konuda karar vermek igin verinin yorumlanmasi ve uygulanmasiyla ortaya
cikar. Var olan verileri dogru baglamlarda kullanarak anlamli ¢ikarimlar yapilmasmz,
eldeki soruna uygun diistiigii 6l¢iide uyarlanarak uygulanmasini ve bu yonde dogru
adimlar atilmasin1 saglar. Baska bir deyisle veri, bilginin temel yap1 tas1 iken*; bilgi,
verilerden bir dizi analiz, yorumlama ve uygulama sonucunda elde edilen degeri temsil
eder®®. Nitekim 5651 Sayili Kanun m. 2/1-k’de “bilgisayar tarafindan iizerinde islem
yapilabilen her tiirlii deger” seklinde “veri”, m.2/1-¢’de ise “Verilerin anlam kazanmis
bicimi” denilerek “bilgi” tanimlar1 yapilmstir’®. Bilgi ve veri, kisisel verileri koruma
hukukuna iligkin duzenlemelerde birbiri yerine kullanilabildiginden iki kavram
arasindaki farkin ortaya konulmasi Onemlidir. Dizenlemede “bilgi” kavrami
kullanilmigsa da i¢ine veriyi alacak sekilde genis bir yorum yapilmasi gerektigi
kanisindayiz.

Verinin kelime anlaminin ve bilgiden farkli yanlarinin anlagilmasinin ardindan,
bir baska 6nemli konu ise, verinin kisisel veri olabilmesi i¢in mahiyeti ile kisinin hangi
alanna mahsus olmasi gerektiginin belirlenmesidir. Bu konu, kisisel verilerin
korunmasi hukuku a¢ismndan 0zellikle 6nemlidir ¢linkii farkli tiirdeki veriler, farkl
diizenlemelere tabi olabilir ve sonu¢ olarak farkli diizeylerde korunabilir. Kiginin adi,
soyad1, dogum tarihi'” ve yeri, kimlik numaras1'®, pasaport numaras1*®, uyrugu, anne-
baba adi, niifusa kayitli oldugu yer, cilt numarasi, aile sira numarasi, kiitiik numarasi
gibi kimligini dogrudan ortaya koyan bilgilerin kisisel veri kategorisine girecegine

kusku yoktur. Zira kisiyi digerlerinden ayiran en temel bilgiler bunlardir. Yine, kisinin

14 Cemile Turgut, Kisilik Hakkimin Bir Goériiniimii Olarak Unutulma Hakki, On Iki Levha
Yayinlari, Istanbul, 2021, s. 173; A. Cigdem Ayézger Ongiin, Kisisel Verilerin Korunmas1 Hukuku,
2. Baski, Beta Yaymevi, Istanbul, 2019, s. 8.

15 Chaim Zins, “Conceptual approaches for defining data, information, and knowledge”, Journal of the
American Society for Information Science and Technology, Cilt: 58, Say:: 4, 2007, s. 481.

16 23.05.2007 tarihli Resmi Gazete’de yayrmlanan 5651 Sayili internet Ortaminda Yapilan Yayinlarin
Diizenlenmesi ve Bu Yaymlar Yoluyla Islenen Suclarla Miicadele Edilmesi Hakkinda Kanun, Resmi
Gazete, https://www.resmigazete.gov.tr/eskiler/2007/05/20070523-1.htm, (E.T. 04.03.2022).

7 AIHM, 24.01.2019 tarih ve 43514/15 basvuru numarali Catt/Birlesik Krallik Kkarari,
https://hudoc.echr.coe.int/, (E.T. 05.03.2022). Bu kararda, bagvurucunun adi, katilimi, dogum tarihi
ve adresi gibi kisisel verileri sendika tiyeliginin kayit altina alinmasi i¢in polis tarafindan toplanmistir.
Mahkeme bu bilgilerin kisisel veri oldugunu belirtmistir.

18 Bird & Bird Law Firm, Guide to the General Data Protection Regulation, 2020, s. 74.

19 Anayasa Mahkemesi, 09.04.2014 tarih ve E. 2013/122, K. 2014/74 numarali Karari
https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T. 05.03.2022).
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kimlik bilgileri?®® haricinde 6zel yasamina iliskin olan diger bilgiler de kisisel veri
sayillacaktir. Ornegin, bireyin adresi?!, medeni durumu??, cinsiyeti?®, akil ve ruh
sagligi?*, cinsel hayat1i®® ve yonelimi?®, banka veya kredi kart: numarasi?’, telefon
numaras1?®, dini inanc1?® bu kapsamda sayilabilir. Elbette bir verinin kisisel veri
sayllmast i¢in illa ki kisinin, diledigi gibi yasadigi ve dis diinyadan sakindigi bir
mahrem alandan olusan 6zel hayatina iligkin olmasi gerekmez. Zira 6zel yasam,
bireyin sosyal ve ekonomik yasammi da igine alacak sekilde genis yorumlanmasi
gereken bir kavramdir. Sonugta insan sosyal bir varliktir. Nitekim ATHM de bireyin
maddi ve manevi varligmi gelistirmek i¢in dis diinyayla ilisgki kurma ihtiyaci
oldugunu, kisinin kendini gerceklestirebilmesi i¢in topluma katilmas: gerektigini ve
bu yiizden de hayatinin sosyal ve ekonomik yonlerinin de 6zel yasam kapsaminda
degerlendirilmesi gerektigini belirtmektedir*®. Ornegin, bir avukatin meslegi geregi

yazmis oldugu dilekgede gegen adi ve soyadi, blro adresi ve is amaciyla kullandigi

20 Ersan Sen, “Kisisel Verilerin Korunmasi Kanunu Tasarisinin Anayasa ve Tiirk Ceza Kanunu
Hiikiimleri Cercevesinde Degerlendirilmesi”, istanbul Barosu Dergisi, Cilt: 83, Say1: 3, 2009,
(KVKK Tasaris1), s. 1197.

2L W. Gregory Voss ve Kimberly A. Houser, “Personal Data and the GDPR: Providing a Competitive
Advantage for U.S. Companies”, American Business Law Journal, Cilt: 56, Sayi: 2, 2019, s. 316.

22 Nilgiin Basalp, Kisisel Verilerin Korunmasi ve Saklanmasi, Yetkin Yayinlari, Ankara, 2004, s. 34;
AIHM, 06.04.2021 tarih ve 5434/17 bagvuru numarali Liebscher/Avusturya karari,
https://hudoc.echr.coe.int/, (E.T. 05.03.2022). S6z konusu kararda; bosanma protokoliinde yer alan
mal rejiminin tasfiyesi, resit olmayan cocuklarin velayeti ve ikametgahi, nafaka anlasmasi ve
bagvurucunun mal varligi ile geliri gibi hususlar kisisel veri olarak nitelendirilmistir.

23 Volkan Sirabasi, Internet ve Radyo-Televizyon Aracih@iyla Kisilik Haklarina Tecaviiz, Adalet
Yayinevi, 2. Basi, Ankara, 2007, s. 195.

24 ATHM, 27.02.2018 tarih ve 66490/09 basvuru numarali Mockuté/Litvanya karar1; 31.05.2016 tarih
ve 50405/06 bagvuru numarali Malanicheva/Rusya Kkarar1, https://hudoc.echr.coe.int/, (E.T.
05.03.2022).

%5 ATHM, 27.08.1997 tarih ve 20837/92 basvuru numarali M.S./Isveg karari, https://hudoc.echr.coe.int/,
(E.T. 05.03.2022).

%6 ATHM, 22.10.1981 tarih ve 7525/76 basvuru numarali Dudgeon/Birlesik Krallik karar1; 27.05.2021
tarih ve 5671/16 bagvuru numaral1 J.L./Italya karar1, https://hudoc.echr.coe.int/, (E.T. 05.03.2022).

27 \Voss ve Hauser, s. 324.

28 \/oss ve Hauser, s. 316.

29 ATHM, 02.05.2010 tarih ve 21924/05 basvuru numarah Sinan Isik/Tiirkiye karari; 27.02.2018 tarih
ve 66490/09 bagvuru numarali Mockuté/Litvanya karari, https://hudoc.echr.coe.int/, (E.T.
05.03.2022). Bu kararlarda, bireyin felsefi inanclar1 da dahil olmak iizere, dini veya diger inan¢larmin
aciklanmast Mahkeme tarafindan kisisel verilerin korunma hakki kapsaminda degerlendirilmistir.
Ozellikle Sinan Isik basvurusunda, dinin inang sahiplerinin hiiviyetlerini ve diinya goriislerini yansitan
en onemli unsurlarindan birini olusturdugu tespitinde bulunularak basvurucularin kimlik kartlarinda
din ibaresinin yer almasmnim kisisel verilerin korunmasi hakki o6zelinde diislince, vicdan ve din
ozgiirliigiinii (AIHS m.9) ihlal ettigi sonucuna varilmistir.

30 ATHM, 25.09.2018 tarih ve 76639/11 bagvuru numarali Denisov/Ukrayna karari,
https://hudoc.echr.coe.int/, (E.T. 05.03.2022); ABAD, 09.11.2010 tarih ve C-92/09 numarali Volker
und Markus Schecke. GbR ve C-93/09 numarali Hartmut Eifert v. Land Hessen kararlari,
https://curia.europa.eu/juris/document/document.jsf?docid=79001&doclang=en, (E.T. 05.04.2022).
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cep telefonu numarasi, 0 avukat agisindan kisisel veridir. Isteyenlerin bir engelle
karsilagsmaksizin ulasabilecegi, kisinin kendisinin aleniyet kazandirarak paylastigi
veriler de kisisel veri olma niteligini korumaya devam eder®. Yahut kisinin sosyal
yasaminda severek istigal ettigi hobileri®?, giinliik ¢alisma, mola saatleri ve maas
bilgisi gibi ¢alisma kosullarma iliskin bilgiler®®, aktif ve pasif malvarligna iliskin
bilgiler®*, vakif, dernek ve sendika iiyelikleri®® hep birer kisisel veridir. Sosyal medya
aracilifiyla paylasilan gonderiler basta olmak iizere benzer tiirdeki ¢evrimigi davranis
bilgileri de hala kisisel veridir®®. Yargitay da doktrin de ayni noktadan hareketle,
kisisel verileri koruyan ceza hukuku normlarinda, korunan hukuki degerin sirrin
kendisinin degil, ilgilinin kisilik haklar1 oldugunu ifade etmektedir®’.

Cesitli dlctim ve gozlemler ile kisi hakkinda edinebilecegimiz bilgiler kisisel
veridir. Ornegin kisinin yasi, boyu, kilosu, sa¢, gdz ve ten rengi, kiyafet bedeni,
ayakkab1 numarasi gibi nesnel bilgiler kisisel veridir. Fakat dyle veriler de vardir ki
herkes tarafindan ayni sekilde algilanmaz. Verinin kapsamina, karsi tarafi belirli veya
belirlenebilir kilabilen duygu ve diisiinceler de dahil olabilir. Birinin giizel veya ¢irkin
olmasi, uzun veya kisa olmasi, glvenilir olup olmadig: gibi subjektif nitelendirmeler
de kisisel veri sayilabilmektedir®. Ornegin, isverenin performans degerlendirmesinde
is¢inin ¢aliskan olup olmadigi, is yapma kalitesinin ne oldugu, giivenilirligi, saygili
olup olmadig1 ve gorev sorumluluk bilincinin olup olmadigi gibi niteliklerini
belirtmesi artik bu bilgileri de iscinin kisisel verisi haline getirecektir. Ya da
sigortacinin hayat sigortasi yaparken sigortali adayinin geng oldugu i¢in 6niinde uzun

bir 6miir oldugunu ve saglik problemi yasamayacagini not almasi1 durumu da buna bir

31 Dulger, s. 155.

2 ABAD, 06.11.2003 tarih ve C-101/01 numaralh  Bodil Lindqvist Kkarar,
https://curia.europa.eu/juris/document/document.jsf?docid=48382&doclang=EN, (E.T. 05.04.2022).
33 ABAD, 30.05.2013 tarih ve C-342/12 numarali Worten Equipamentos para o Lar SA v Autoridade
para as Condigbes de  Trabalho (ACT)  karar1i,  https://eur-lex.europa.eu/legal-

content/EN/TXT/HTML/?uri=CELEX:62012CJ0342, (E.T.05.04.2022).

3 ABAD, 16.12.2008 tarih ve C-73/07 numarali Satakunnan Markkinapdrssi and Satamedia karari,
https://curia.europa.eu/juris/liste.jsf?num=C-73/07&Ilanguage=en, (E.T. 05.04.2022).

% Aydin Akgiil, Damstay ve Avrupa Insan Haklari Mahkemesi Kararlan Isiginda Kisisel
Verilerin Korunmasi, 2. Baski, Beta Basim Yayin, Istanbul, 2016, s. 9.

3% Turgut, s. 174; Voss ve Hauser, s. 324.

37 Murat Volkan Diilger, Bilisim Suclar1 ve internet iletisim Hukuku, Seckin Yaymevi, 4. Bas,
Ankara, 2014, (Bilisim Suglar1), ss. 579, 588-593; Yargitay Ceza Genel Kurulu, 17.06.2014 tarih ve
E.2012/12-1510, K. 2014/331 sayih karar1, https://karararama.yargitay.gov.tr/, (E.T. 08.03.2022).

38 Hiiseyin Can Aksoy, Kisisel Verilerin Korunmasi, Cakmak Yaymevi, Ankara, 2010, ss. 14-15’ten
aktaran Habip Bozkurt, Kisisel Verilerin islenmesinin Hukuki Boyutu, Yetkin Yayinlari, Ankara,
2021, s. 8; Diilger, s. 155; Turgut, s. 175.
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ornek teskil eder®. Ustelik verinin, ister nesnel ister 6znel nitelikte olsun, dogru

40 Yanhs veriler kisiye zarar verebilecegi icin Yyasal

olmasmma gerek yoktu
dizenlemenin koruma alanina dahil edilmesi elzem oldugundan kisisel veri
sayillacaktir*?. Ayrica kisi bu sayede, soz konusu yanlis veriler iizerinde silme veya
diizeltme hakkini da kullanabilecektir.

Bilginin format: da kisisel veri olarak nitelendirilmesini etkilemez. Yani stz
konusu bilgi, yaziyla veya sayiyla ifade edilebilecegi gibi; fotograf, video, resim,
grafik, ses vb. seklinde de olabilir®2. Ornegin, telefon bankaciliginda, miisterinin banka
memuruna sesi ile verdigi komutlar kayit altina alinir. Bu kayitlar sesin sahibini belirli
veya belirlenebilir hale getiriyorsa kisisel veri sayilmalidir. Bunun yani sira, kamera
kaydi almarak goOzetlenen bir yerde, videodaki kisilerin yiizleri tanmabilecek
durumdaysa bu goriintiiler kisisel veridir. Bir toplant1 veya gosteride yer alan kisilerin
cekilen fotograflari, diger kosullar1 da sagliyorsa, benzer sekilde kisisel veri sayilir®,
Bir ¢ocugun, velayet davasi igin yapilan psikiyatrik degerlendirmesinde, anne ve
babasi hakkinda ne hissettigini anlamak icin, degerlendirmenin bir pargasi olarak
yaptig1 ¢izimler, s6z konusu resim ¢ocukla ilgili akil ve ruh saglig: gibi bilgileri ortaya
koydugu siirece kisisel veri olarak kabul edilebilir®. Zira pedagog bu resimden
¢ikaracagi sonugla ilgili bir rapor hazirlayacaktir. Kisinin, bir belgenin kendinden sadir
oldugunu veya belgedeki ifadeleri onayladigini gosteren karakteristik isareti olan 1slak
imzas1 da kisisel veri sayilir®®. Giiniimiizde hayatmn ¢esitli alanlarmda kullanilmaya
baslayan elektronik ve mobil imza, PIN kodlariyla birlikte olsun veya olmasin, bir
kiginin kimligini belirleme ve dogrulamaya muktedir bir ara¢ oldugundan tipki 1slak

imza gibi kisisel veri sayilabilir*®. imzaya ek olarak zaman zaman onun yerine

39 Article 29 Data Protection Working Party, “Opinion 4/2007 on the concept of personal data”, Avrupa
Komisyonu Web Sitesi, 2007, https://ec.europa.eu/justice/article-29/documentation/opinion-
recommendation/index_en.htm, (E.T. 08.03.2022), (Opinion 4/2007), s. 6; Turgut, s. 176.

40 Selen Uncular, Ts Tliskisinde Iscinin Kisisel Verilerinin Korunmasi, 2. Baski, Seckin Yayincilik,
Ankara, 2018 s. 33.

41 Dulger, s. 156. Turgut, s. 174.

42 Yargitay Ceza Genel Kurulu, 17.06.2014 tarih ve E.2012/12-1510, K.2014/331 sayil1 karar1; Article
29 Data Protection Working Party, Opinion 4/2007, s. 7; Diilger, s. 156; Turgut, s. 175.

4 ATHM, 24.01.2019 tarih ve 43514/15 basvuru numarali Catt/Birlesik Krallik karari,
https://hudoc.echr.coe.int/, (E.T. 09.03.2022). Bu kararda, bagvurucunun adi, dogum tarihi ve adresi
gibi kisisel verileriyle birlikte gosteri sirasinda cekilen fotograflari da polis tarafindan kayit altina
almistir. Mahkeme bu bilgilerin kisisel veri oldugunu belirtmistir.

44 Article 29 Data Protection Working Party, Opinion 4/2007, s. 8; Turgut, s. 178.

4 Article 29 Data Protection Working Party, Opinion 4/2007, s. 8.

46 Fundamental Rights Agency, Handbook on European Data Protection Law, 2018, s. 95.
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gecebilen parmak izi*’, avug izi*®, DNA profili°, el geometrisi®®, retina deseni, avug
ici damar izi, kulak kanali®® ve hatta kisinin adimlama tarz1 gibi kiside yer edinmis
diger karakteristik 6zellikler de biyometrik veri sayilmakta, dolayisiyla kisisel veri
olarak kabul edilmektedir®2. Ancak biyometrik verinin iiretildigi kaynak, mesela
parmagin kendisi, kan ve tiikiiriik 6rnegi, sa¢ teli vb. bu kapsamda degerlendirilemez.

Kisisel verinin kavraminin kapsami belirlenirken deginilmesi gereken bir
bagka Onemli konu ise, verinin tutuldugu ortammn bu baglamda etkili olup
olmayacagidir. Bilginin kagit Uzerinde, bilgisayar gibi elektronik bir ortamda,
yedekleme ve arsivleme amaciyla kullanilan bir tasinabilir bellek icerisinde veya bir
cevrimici veri tabaninda bulunmasi, kisisel veri olma mahiyetini degistirmez®3.
Ornegin, kisinin bilgisayardaki bir metin belgesinde yer alan kan grubu bilgisi,
arkadasina gonderdigi bir e-posta, bulut sisteminde yedeklenmis vesikalik fotografi ve
taginir bellege yedekledigi ¢ocukluk videolari, diger kosullar1 da haiz oldugu siirece
birer kigisel veri niteligindedir.

Tiim bu ayrim ve 6rneklemlerden yola ¢ikarak, bazi verilerin islendiginde ilgili
kisiler i¢in risk olusturabilecek ve daha gelismis korunmaya ihtiya¢ duyan nitelikte
oldugu sonucuna varmak kagmilmazdir. Bu nedenle gerek uluslararasi gerekse de
ulusal hukuki duzenlemelerde, kisisel veriler genel ve 0zel (hassas) nitelikli olarak bir
smiflandirmaya tabi tutulmustur. Ayrica doktrin ve ¢esitli yargi mercileri, kiginin

yasaminin farkli yonlerine gore kolaylastirici bir tasnif yoluna da gitmistir. Buna gore

47 AIHM, 24.03.1982 tarih ve 8022/77, 8025/77 ve 8027/77 basvuru numarali McVeigh, O’Neill ve
Evans/Birlesik Krallik karari; 18.04.2013 tarih ve 19522/09 bagvuru numarali M.K./Fransa karari;
13.02.2020 tarih ve 45245/15 bagsvuru numarali Gaughran/Birlesik Krallilk Kkarart,
https://hudoc.echr.coe.int/, (E.T. 10.03.2022).

48 11.07.2020 tarih ve 74440/17 bagvuru numarali P.N./Almanya karar1, https://hudoc.echr.coe.int/,
(E.T. 10.03.2022).

49 13.02.2020 tarih ve 53205/13 ve 63320/13 basvuru numarali Trajkovski ve Chipovski/Kuzey
Makedonya karari; 14.04.2020 tarih ve 75229/10 bagvuru numarali Dragan Petrovié/Sirbistan karart,
https://hudoc.echr.coe.int/, (E.T. 10.03.2022).

%0 Kisisel Verileri Koruma Kurulu, 07.07.2022 tarih ve 2020/662 sayili karar,
https://imww.kvkk.gov.tr/Icerik/7399/2022-662, (E.T. 28.03.2023).

51 Metin Bulut, “Ozel Bir Hukuksal Koruma ve Veri Kategorisi Alan1: Hassas Kisisel Veriler”, Ankara
Barosu Dergisi, Cilt: 78, Say1: 3, Ankara, 2020, s. 114,

52 Article 29 Data Protection Working Party, Opinion 4/2007, s. 7; Diilger, s. 157; AIHM, 04.12.2008
tarih ve 30562/04 bagvuru numarali S. Marper/Birlesik Krallik karari, https://hudoc.echr.coe.int/,
(E.T. 10.03.2022).

53 Article 29 Data Protection Working Party, Opinion 4/2007, s. 7; Diilger, s. 156.
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kiginin yasam sekli, ekonomik ve finansal, bilisimsel, sagliksal ve politik kisisel veriler

olmak (izere gruplamalar yapilmistir>*,

b. Kisiyi Belirli veya Belirlenebilir Kilma

Kisisel verinin tanimi yapilirken bahsedildigi iizere, eldeki verinin kisisel
nitelikte sayilmasi igin bir ger¢ek kisiyi belirlemesi veya belirlenebilir kilmasi
gerekmekteydi. En yalin haliyle ifade etmek gerekirse, bir bireyi digerlerinden
ayrrdigimizda, o bireyi belirlemis oluruz. Belirleme; o bilginin kisiyi digerlerinden
ayirt etmeye, derhal veya bir arastirma sonucunda yaramasiyla gerceklesecektir. Bir
baska deyisle, iki durumda kisisel verinin varligindan bahsetmek miimkiindiir: Eldeki
bilgiler kisiyi belirli veya belirlenebilir hale geliyorsa veya kimligi belirlenememis
olsa da, arastirma sonucu ilgili kisinin Kimligini tespiti miimkiin kilryorsa. Ornegin,
birine “Zeynep” diye adiyla seslendigimizde onu belirlemis oluruz. Zira insanin adi,
onun dogrudan tanmmasimi saglayacak seylerin basinda gelir®™. Fakat ayni isimde
baskalar1 da olabilecegi gbz oniine alindiginda; kisinin fotografi, kimlik numarasi, arag
plakasi, meslegi veya fiziksel Ozellikleri gibi tanimlayicilar olmaksizin kisinin
belirlenebilmesi mimkiin olmayabilir. Ulkemizde kullanilan en yaygin kadin
isimlerinden biri oldugu igin binlerce Zeynep vardir®®. Ancak o an karsimizda oturan
Zeynep’e sesleniyorsak artik bu kisi, ¢ok sayida Zeynep’ten biri olmayacaktir. Bu
durumda Zeynep’in “konumu”, onu belirlemekte kullandigimiz ek bir bilgidir®’. iste
bu sekilde, kisiyle yakindan ilgili olan ve onun topluluk igerisinde digerlerinin
arasindan siyrilmasmi saglayacak tirden olan her bilgiye “tanimlayici” denir. Bu
bilgiler, ilgili oldugu kisiye &zel ve siki bir bagla baghdir®®. GDPR m. 4/1°de
tanimlayicilarin; “kisinin fiziksel, fizyolojik, genetik, ruhsal, ekonomik, kiiltiirel veya

toplumsal kimligine 6zgii bir ya da daha fazla sayida faktére dogrudan veya dolayli

5 Fundamental Rights Agency, ss. 325-343; Turgut, ss. 177-178.

%5 Article 29 Data Protection Working Party, Opinion 4/2007, s. 13.

% Jcisleri Bakanligi'nin agiklamasina gére, sadece 2022 yilinda kiz bebeklere en cok verilen isim
Zeynep olmustur. (Icisleri Bakanligi, “2022 Yilinda Tiirkiye'de En Cok Tercih Edilen isimler Belli
Oldu”, Iicisleri Bakanhgn Web Sitesi, 01.01.2023, https://www.icisleri.gov.tr/2022-yilinda-
turkiyede-en-cok-tercih-edilen-isimler-belli-
oldu#:~:text=Ki1z%20bebeklere%20en%20¢ok%20verilen,bebege%20ise%20Asel %20ismi%20konu
Idu, (E.T. 30.09.2023).

5 Oguz Simsek, Anayasa Hukukunda Kisisel Verilerin Korunmasi, Beta Basim Yayn, Istanbul,
2008, s. 122.

%8 {lke Giirsel, Iscinin Kisisel Verilerinin Korunmasi Hakk, Adalet Yayinevi, Ankara, 2016 s. 7.
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olarak atifta bulundugu isim, kimlik numarasi, konum verileri ve gevrim i¢i nitelikli”
(IP adresi, cerezler®®, radyo frekansi®® gibi®!) bilgiler olabilecegi ifade edilmisse de
elbette bu sayim tahdidi degildir. Bu hikimden anlasilacag: iizere, tanimlayicilar
dogrudan veya dolayli nitelikte olabilir.

Dogrudan tanimlayicilar, eldeki bilgilerden baska bir sey kullanmadan kisiyi
direkt olarak ayirt etmeye yarar. Onceki Ornekte, adin1 ve yerini bildigimiz igin
Zeynep’i dogrudan teshis etmek mimkiindd. Fakat ismini bilmeseydik de konumu ve
baska bir 6zelliginden (6rnegin sa¢ ve géz rengi gibi) yola ¢ikarak Zeynep’i dogrudan
tanimlamak yine miimkiin olacakti. Dolayli tanimlayicilarla, bir kisiyi sadece o
bilgilerden yola ¢ikarak belirlemek miimkiin degildir. Yani, bu durumda kisiyi
belirlemek icin, sahip olunan diger verileri veya baska bir kaynaktan makul yollarla
erisebilecek verileri kullanmak gerekmektedir. Baska bir kaynaktan erisilmesi gereken
bilgilere ulasan kisi, elinde halihazirda veri bulunan kisi veya bu kisi diginda Ugilinci
bir sahis olabilir. Ornek vermek gerekirse, diyelim ki aracmni park yasagi olan yere
birakan birini sikayet etmek i¢in ara¢ plakasmin fotografin1 ¢ektik ve emniyet
guclerine cevrim ici yoldan ihbar amaciyla gonderdik. Bu durumda aracin sahibinin
kim oldugunu bilmedigimiz agiktir. Fakat polisin elindeki veri tabani araciligi ile plaka
sahibinin Zeynep oldugunu 6grenmesi miimkiindiir. Bu durumda aracin plakasi,
kimligini biz bilemeyecek olsak da iigiincii sahislar i¢cin Zeynep’i belirlenebilir
kilmaktadir. Benzer sekilde, belirli bir kurumun miidiirii ile toplant1 yapmamiz
gerektigini varsayalim. Miidiiriin kimligini bilmiyor olsak da mevzubahis kurumun
internet sitesine girerek miidiiriin Zeynep oldugunu 6grenmemiz miimkiindiir. Fark

edilecegi lizere, Zeynep’in kimligi dolayli yoldan ve elimizin altinda bulunan makul

% Cerezler (cookies) basitce ifade etmek gerekirse, ziyaret edilen internet siteleri tarafindan
kullanicilarin birtakim bilgilerinin cihazlarinda depolandigi kiigiik dosyalardir (Kisisel Verileri
Koruma Kurumu, Cerez Uygulamalari Hakkinda Rehber, KVKK Yayinlari, Ankara, 2022,
(Cerez), s. 8).

80 RFID (Radyo Frekansiyla Tanimlama), nesnelerin tanimlanmasi ve izlenmesi igin kullanilan eski bir
teknolojidir. Nesnelere etiket yerlestirilir ve bu etiketler nesnenin benzersiz kimlik bilgilerini tasir. Bu
bilgiler, bir RFID okuyucu veya tarayici tarafindan radyo frekansi sinyali kullanilarak okunabilir.
(Fatih Marash ve Musa Cibuk, “RFID Teknolojisi ve Kullanim Alanlar1”, Bitlis Eren Universitesi
Fen Bilimleri Dergisi, Cilt: 4, Say1: 2, 2015, s. 252).

61 GDPR 30 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr.eu/recital-30-
online-identifiers-for-profiling-and-identification/, (E.T. 11.03.2022).
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bir yolla artik belirli hale gelmistir. Bu noktada énemli olan verinin kisiyi belirleme
potansiyelidir®?,

Burada dikkat edilmesi gereken baska bir konu da “makul yolun” ne
oldugudur. Zira zaman ilerleyip teknoloji gelistik¢e bir kisiyi belirli veya belirlenebilir
kilacak yontemler de artmaktadir. Bugiin var olmayan bir yontem, gelecekte bulunup
kullanilmaya baglanabilir. Bu nedenle uzun siire saklanan verilerin, yeni teknolojiyle
birlestirilerek kisilerin dolayli yoldan tanimlanmasini 6nlemek igin surekli gézden
gecirilmesi gerekmektedir®®. Kisinin ileride belirlenebilir hale gelmesi illa bir
teknolojik gelisme ile de olmayabilir. Ornegin faili meghul bir cinayette, olay yerinde
katilin parmak izi ve DNA 6rneginin bulundugunu diistinelim. Kisinin kimligi su an
kimligi bilinmese de ileride yakalanmas1 veya kimliginin bir sekilde ortaya ¢ikmasi
miimkiindiir. Bu nedenle s6z konusu biyometrik veriler katili belirlenebilir kilar,
polisin de bu verileri sisteme kaydetmesi veri isleme sayilir.

Avrupa Birligi Adalet Divan’nda (ABAD) gériilen bir davada®; bir menajerlik
sirketi olan SABAM, bir internet servis saglayicisi olan Scarlet’tan Servis
kullanicilarmm kendi miisterilerine ait eserlerin telif haklarini ihlal eden dosya
paylasimmi 6nlemek i¢in elektronik iletisimleri filtreleyecek bir sistem kurmasini
istemistir. Sistemin (statik) IP adreslerini isleyerek c¢alisacagi ve IP adresleri de
kullanicilarin kimliklerini agikc¢a belirli kilacagi i¢in boylesi bir sistemin varligmin
kisisel verilerin korunmasi hakkini ihlal edecegi sonucuna varilmistir®®. Hatta ABAD,
baska bir kararinda® internete her baglanildiginda degisen “dinamik IP adreslerini” de
kisiyi belirlenebilir kildig1 i¢in kisisel veri olarak kabul etmistir. Zira Alman devlet
kurumlari, siber saldirilar1 6nlemek icin internet sitelerine erisenlerin dinamik IP

adreslerini saklamakta ve gerektiginde cezai islem baslatmak igin internet servis

62 fbrahim Korkmaz, Kisisel Verilerin Ceza Hukuku Kapsaminda Korunmasi, Seckin Yaynlari,
Ankara, 2017, s. 43; Turgut, s. 183.

8 Article 29 Data Protection Working Party, Opinion 4/2007, s. 15; GDPR 26 No’lu Gerekge, Avrupa
Birligi GDPR Resmi Web Sitesi, https://gdpr-info.eu/recitals/no-26/, (E.T. 11.03.2022).

6 ABAD, 24.11.2011 tarih ve C-70/10 numarah Scarlet Extended SA v. Société belge des auteurs,
compositeurs et  éditeurs SCRL  (SABAM)  karari,  https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:62010CJ0070, (E.T. 15.03.2022).

8 Virginia Keyder, “Introductory Note To The European Court Of Justice: Scarlet Extended SA v.
Société Belge Des Auteurs, Compositeurs, Et Editeurs SCRL (SABAM)”, International Legal
Materials, Cilt: 51, Say1: 2, 2012, s. 391.

66 ABAD, 19.10.2016 tarih ve C-582/14 numarali Patrick Breyer v Bundesrepublik Deutschland karart,
https://curia.europa.eu/juris/liste.jsf?num=C-582/14, (E.T. 15.03.2022).
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saglayicilarindan kisinin kimligini 6grenebilme imkanma sahiptir®’. Fakat kararda
kiginin belirli veya belirlenebilir kilinmasinin, kanunen izin verildigi yahut makul
olmayacak derecede cok zaman, emek ve kaynak gerektirdigi i¢in fiilen imkansiz
sayilabilecegi durumlarda, artik verinin bu nitelikten yoksun olabilecegi
belirtilmektedir. Elbette bu husus; islemenin amaci, tanimlamanm ekonomik yuku ve
yararlari, veri kontroldruntn niteligi ve yararlanilan teknolojik imkanlar gibi kriterler
g0z oniinde bulundurularak her vaka igin ayr1 bir sekilde titizlikle degerlendirilmelidir.
ABAD vyakin tarihli bagka bir kararinda daha benzer sekilde diisiindiigiini
gdstermistir®®. Divan’in bu yaklasimmm GDPR’nin 26 No’lu Gerekgesi ve Madde 29
Calisma Grubu’nun Yyetkili olarak hazirladigi kilavuzla uyusmadigin1 savunanlar da
mevcuttur. Zira her iki kaynak da ozellikle “geri alinmasi miimkiin olmayan
anonimlestirme” ve “kimligin belirlenmesinin  makul bi¢cimde imkansizlig1”
konusunda vurgu yapmakta ve bu hususta kosullar ne olursa olsun risk almay1 uygun
bulmamaktadir®®. Gergekten de s6z konusu verinin nerede, ne amagla ve ne kadar
stireligine saklanacagi bilinmedigi, gelecekte yasanabilecek teknolojik gelismeler
sonucunda bu hususta kabul edilen “makul” taniminin degisebilecegi ve kisisel verileri
sug islemekte kullanma gibi saiklerdeki hizli ilerlemenin, belirlenebilirligin kapsamini
genisletebilecegi géz Oniine alindiginda bu goriise katilmak mimkundar.

Elbette bunun tam tersi de yasanabilir. Kisi, belirlenebilir degilken
belirlenebilir hale gelebildigi gibi, belirlenebilir nitelikteyken belirlenemez hale de
gelebilir. Ornegin kisisel veriler iizerinde anonimlestirme islemi yapilmas1 buna bir
ornektir. Anonimlestirme, KVKK m. 3/1-b’de tanimlandig: tizere, “Kisisel verilerin
baska verilerle eslestirilerek dahi hi¢cbir surette kimligi belirli veya belirlenebilir bir
gercek kisiyle iliskilendirilemeyecek hale getirilmesini” ifade eder. Kisisel verilerin

resmi istatistik ile anonim duruma getirilmek marifetiyle arastirma, planlama ve

57 Ayrica bkz. ABAD, 20.12.201 tarih ve C-434/16 numarali Peter Nowak v Data Protection
Commissioner karari, https://curia.europa.eu/juris/liste.jsf?num=C-434/16, (E.T.15.03.2022). Soz
konusu kararda, belirlenebilirligin saglanmasi igin kisiye ait verilerin illa tek bir kiginin elinde
olmasma gerek olmadig ifade edilmektedir.

8 ABAD, 17.07.2021 tarih ve C-597/19 numarali Mircom International Content Management &
Consulting (M.I.C.M.) Limited v Telenet BVBA karari, https://curia.europa.eu/juris/liste.jsf?num=C-
597/19, (E.T. 15.03.2022).

8 Sophie Stalla-Bourdillon ve Alison Knight, “Anonymous Data v. Personal Data — A False Debate:
An EU Perspective on Anonymization, Pseudonymization and Personal Data”, Wisconsin
International Law Journal, Cilt: 34, 2016, s. 284; Michéle Finck ve Frank Pallas, “They Who Must
Not Be Identified - Distinguishing Personal from Non-Personal Data Under the GDPR”,
International Data Privacy Law, Cilt: 10, Sayi: 1, 2020, s. 7.
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istatistik gibi gayelerle islenmesi durumunda GDPR ve KVKK dizenlemeleri
uygulanmaz. Zira bu halde Kisisel veri olma &zelligini kaybederler’®. Anonimlestirme
islemi icin cesitli rastgele hale getirme ve genellestirme teknikleri uygulanir’®. Fakat
hangi teknik kullanilmis olursa olsun anonimlestirme igleminin geri alinamaz yani
kisiyi yeniden belirli veya belirlenebilir kilamaz nitelikte olmasi1 gerekir. Aksi takdirde
eldeki veriler yeniden kisisel veri sayilacaktir’?>. Ornegin, GDPR m. 11°den yola
cikarak; Verileri anonimlestirilmis bir kimsenin Verileri (Gzerindeki haklarini
kullanmak icin kontrolére kimliginin teshisine imkan veren ek bilgiler saglarsa, 0
zaman daha dnce anonim hale getirilen verilerin, tekrar kisisel veri haline gelecegini
soylemek mimkindr.

Kisiyi belirli veya belirlenebilir olmaktan korumak i¢in kullanilan bir diger
yontem ise psddonimlestirmedir. {lgili kisilere yonelik riskleri azaltmanin bir yolu ve
bilimsel, tarihsel veya istatistiksel arastirmalar i¢in kullanilan verileri koruma araci
olarak kullanilir’®. Yalniz dikkat edilmelidir ki psodonimlestirme, anonimlestirmeden
farkli olarak bilgiyi kisisel veri olmaktan ¢ikarmaz, dolayisiyla s6z konusu veriler hala
KVKK ve GDPR hiikiimlerine tabidir. Bu islemde veri dyle bir islenir ki ek bir bilgi
olmaksizin sirf 0 veriden hareketle verinin sahibini teshis etmek miimkiin olmaz.
Isleme esnasinda veri setindeki bir kistm rumuz niteligindeki verilerle degistirilir’.

Bunu yaparken anahtar kodlama’, takma isim kullanma, maskeleme’® ve karartma’”

0 Gokge Filiz Cavusoglu, Kisisel Verilerin Yapay Zekayla islenmesinden Dogan Ozel Hukuk
Sorunlari, Yetkin Yayinlari, Ankara, 2021, s.28.

"1 Bu hususta detayh bilgi icin liitfen bkz. Article 29 Data Protection Working Party, Opinion 05/2014
on Anonymisation Techniques, https://commission.europa.eu/index_en, (E.T. 17.03.2022).

2 Bozkurt, s. 31.

3 Miranda Mourby, Elaine Mackey, Mark Elliot, Heather Gowans, Susan E. Wallace, Jessica Bell,
Hannah Smith, Stergios Aidinlis ve Jane Kaye, “Are ‘pseudonymised’ data always personal data?
Implications of the GDPR for administrative data research in the UK”, Computer Law & Security
Review, Cilt: 34, Sayi: 2, 2018, s. 223.

" Dulger, s. 165.

75 Kisisel bilgileri igeren érnegin isim, dogum tarihi veya adres gibi kimlik bilgilerinin kod veya takma

adlarla degistirilmesi anlamina gelen psddonimlestirilmis verileri ifade eder. ilgili anahtar, takma ad1

orijinal kimlik bilgileri ile eslestiren bilgi ayr1 bir yerde saklanir. (Article 29 Data Protection Working

Party, Opinion 4/2007, s. 18)

“Kigisel verilerin belli alanlarinin, kimligi belirli veya belirlenebilir bir gercek kisiyle
iligkilendirilemeyecek sekilde silinmesi, iistlerinin ¢izilmesi, boyanmasit ve yildizlanmast gibi
islemlerdir.” (Kisisel Verileri Koruma Kurumu, Kisisel Verilerin Silinmesi, Yok Edilmesi veya
Anonim Hale Getirilmesi Rehberi, KVKK Yayinlari, Ankara, 2018, s. 3).

T “Kigisel verilerin biitiiniiniin, kimligi belirli veya belirlenebilir bir gergek kisiyle
iliskilendirilemeyecek sekilde {istlerinin ¢izilmesi, boyanmasi ve buzlanmasi gibi islemlerdir.”
(Kisisel Verileri Koruma Kurumu, Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale
Getirilmesi Rehberi, s. 3).
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gibi yontemler kullanilir. Mevzubahis ek bilgiler de teknik ve organizasyonel énlemler

alinarak bunlardan ayri tutulur’®

. Anlagilacag1 tizere geri almabilecek sekilde
psodonimlestirilmis veriler, daha 6nceden belirlenmis kosullar altinda, kisilerin
kimliginin dolayl olarak belirlenebilirligini saglar®.

Son olarak, yanlis ve eksik veriler de kisiyi belirli veya belirlenebilir kildig1
siirece kisisel veri sayilmaktadir. Ornegin, bir sirketin izmir subesinde calistig
diisiiniilen Zeynep Kaya, gercekte Ankara subesinde ¢alisiyorsa ve Izmir subesinde de
bu isimde baska biri yoksa, o zaman Zeynep hakkindaki bu bilgi yanlis olsa da onu
belirli veya belirlenebilir kilmaktadir. Belirlilik veya belirlenebilirligin herkes
tarafindan algilanmasina gerek yoktur. Bir grup insan tarafindan ve hatta tek bir kisi
tarafindan bile tespit edilebiliyorsa yine kisisel veri niteligini haizdir.

Tim bu agiklamalardan ¢ikarilacak sonug, kisisel verinin zaman igerisinde
degisen dinamik bir kavram oldugudur. Ciinkii imkanlar gelistik¢e kisilerin belirli
veya belirlenebilir kilinma yontemleri degisip gelismektedir. Fakat unutulmamalidir
Ki kisisel verilerin korunmasi hukukunda ama¢ veriyi degil, verinin iliskin oldugu
kisiyi korumaktir®. Bu nedenle s6z konusu kigsinin belirli veya belirlenebilir olmasi

Onem arz etmektedir.

c. Kisiye Iliskin Olma

Kisisel verinin tanimindan ¢ikarilan {i¢ilincii kosul, verinin gercek bir kisiye
iliskin olmasi kriteridir. Yalm bir sekilde ifade etmek gerekirse; eldeki bilgi, bir kisiyle
ilgili oldugunda, o kisiye “iliskin” olarak kabul edilir. Yani kisiyi belirli veya
belirlenebilir kilan sey, esasinda kisi ve veri arasindaki bu “ilgi” bagidir. Cogu zaman
ikisi arasindaki bagi tespit etmek kolaydir. Bireyin adi, dogum Yyeri, kimlik numarast,
isyerinde hakkinda tutulan 6zlilk dosyasinda yer alan performans bilgileri, adli sicil
kaydinda yer alan mahkumiyet kayd1 gibi bilgileri dogrudan kisinin sahsiyla alakalidir.
Fakat bazi durumlarda, aradaki bag bu kadar net olmayabilir. Ornegin arag sase
numarasi, dogrudan kisiye degil, kisinin maliki oldugu esyaya atfedilen bir bilgidir.

Kisi ile sase numarasi arasindaki bagi, kisinin ara¢ {izerinde sahip oldugu miilkiyet

8 Finck ve Pallas, s. 17.
79 Article 29 Data Protection Working Party, Opinion 4/2007, s. 18.
8 Turgut, s. 182.
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hakki kurar. Yahut sahsin evinde akilli termostat veya hava kalitesi monitorii gibi bir
akilli cihaz oldugunu diisiinelim. Bu cihaz tarafindan toplanan veriler, kisinin giinlik
rutini ve yasam tarzi hakkinda bilgi verecek cinsten olacaktir. Bu durumda kisi ile
giinliik rutini ve yasam tarzina iligkin verileri arasindaki bagi, kisinin akilli cihaza olan
fiziksel yakinlig1 kurmus olur. Goriildiigii lizere, bu hallerde kisi ile veri arasindaki
alaka dolayli tirdendir.

Hakkindaki bilgiden bahsedilirken kisinin ad1 ge¢gmemesi veya kimliginin
belirli olmamasi, bu bilginin ona iliskin olmadig1 anlamina gelmez. Kisinin kimligi
belirlenebilir oldugu siirece de, 6nceki baslikta izah edildigi Uzere, s6z konusu veri
kisiye iligkin sayilacaktir. Yine, bir veri bazen birden ¢ok kisiyle de ilgili olabilir8.,
Ornegin, orak hiicreli anemi hastasinin bu durumuna iliskin verinin, hastahk kalitsal
yollarla aktarildig1 i¢in ayn1 zamanda ailesinin diger iiyelerine de iliskin olma ihtimali
vardir. Bu durumda bilgilere erisim ve kullanim konusunda dikkat edilmelidir.

Verinin “kisiye iligkin olmas1” ile “kisi hakkinda” olmasi ayni sey degildir.
Onceki ifade sonrakini kapsar®?. Esasen verinin sahsa iliskin olma kriterinin tayininde
iic farkli ve birbirine alternatif®® olabilen unsurdan en az birinin varlig1 aranir®,
Bunlardan birincisi ve akla ilk geleni “i¢erik” unsurudur. Eger eldeki veriler; Kisinin
kimligine, dzelliklerine veya davranislarina atifta bulunuyorsa®®, “ierdigi bilgiler”
nedeniyle o kisi hakkinda ve dolayisiyla o kisiye iliskin olacaktir. Ornegin, bir
stipermarketin indirim kart1 liyeligi i¢cin topladigi miisteri verileri; 0 miisterilerin
isimleri, adresleri, telefon numaralar1 ve siparis gegmisleri gibi bilgileri igermektedir.
Bu verilerin icerikleri nedeniyle bir kisiye iliskin oldugu agiktir.

Ikinci unsur, “amag” unsurudur. Veri, bir kisinin durumunun veya davranigmin
degerlendirilmesinde ya da etkilenmesinde yahut bunlara gére muamele gérmesinde
kullaniliyor veya kullanilmas1 muhtemel oluyorsa, kisiyle amag bakimindan ilgilidir®.
Ornegin, bir banka, kredi bagvurusunda bulunanlarin Kredi notlarmi hesaplamak bir

algoritma gelistirmis olsun. Algoritma maas, bor¢ ve aktif malvarligi gibi cesitli

81 Article 29 Data Protection Working Party, Opinion 4/2007, s. 12.

82 Nadezhda Purtova, “The law of everything. Broad concept of personal data and future of EU data
protection law”, Law, Innovation and Technology, Cilt: 10, Say:: 1, 2018, s. 53.

8 Article 29 Data Protection Working Party, Opinion 4/2007, s. 11.

8 Aksoy, s. 28.

8 Article 29 Data Protection Working Party, Opinion 4/2007, s. 10.

8 Article 29 Data Protection Working Party, Opinion 4/2007, s. 10.
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bilgileri g6z oniine alarak kisinin kredi bagvurusunun onaylanip onaylanmayacagini
belirlesin. Bu durumda, algoritmanin kullandig1 bu veriler, kisinin mali durumu ile
davranisini degerlendirmek ve ona gére muamele gérmesini amaciyla kullanildigi i¢in
artik agikca kisiye iligkindir.

“Sonu¢” unsuru ise bu hususa iligkin {igiincii ve son unsurdur. Buna gore;
eldeki verinin kullanilmasmin, kisinin haklar1 ve menfaatleri Gzerinde etkili olma
ihtimali varsa, yine o kisiye iliskin olarak kabul edilir. Ustelik bu etkinin blyik
olmasina da gerek yoktur®’. Diyelim ki bir sosyal medya platformu, kullanicismin
arama ge¢misi ve konumu gibi bilgilerini kullanarak ona kisisellestirilmis reklamlar
gosteriyor olsun. Kisi de arama motoruna “bobrek tasi ameliyat1” yazip sonuglari
goruntulesin. Platform bu bilgiyi, kisinin evine yakin mesafede yer alan ve s6z konusu
ameliyat1 yapabilecek hastanelere iliskin reklamlar1 gostermek i¢in kullanirsa, kiginin
saglik durumuyla ilgili hassas bilgileri tiglincii sahis reklamcilara ifsa etmis olabilir.
Bu durum da kullanicinin kisisel saglk bilgileriyle ilgili olarak 6zel yasamin gizliligi
ve mahremiyet haklarini etkileyebilir.

ABAD ilk defa Y.S. ve digerleri kararmda®, kisisel veri tanimimda yer alan
“iligkin olma” kriterinin anlamin1 detayl bir sekilde tartismistir. Kararin konusu sudur:
Y.S. ve beraberindeki iki ayri1 sahis Hollanda’ya iltica bagvurusu yapmuislardir.
Basvurularmi incelemek amaciyla yapilan miilakat sirasinda gorevli memur tarafindan
bir tutanak tutulmustur. Tutanagin birinci kisminda adi, telefon numarasi ve dahilisi
gibi memura iligkin bilgiler; ikinci kisminda isim, dogum tarihi, cinsiyeti, uyrugu,
etnik kokeni, dili, dini, bagvuru gegmisi ve sundugu belgeler gibi basvuruculara iliskin
bilgiler; liglincii kisminda ise devam eden basvuruya iliskin olarak yiiriirliikte olan
hukuk uyarinca yapilan degerlendirmeler yer almaktadwr. Bagvurucular haklarinda
verileri igeren tutanagin kopyasini istemisse de yetkili makam tarafindan kendilerine
sadece tutanakta yer alan verilerin bir listesi verilmis, hukuki degerlendirmeyi i¢eren
kismi ise tamamen kapsam dig1 birakilmistir. ABAD 0Oniine gelen bu dosyada, s6z
konusu hukuki degerlendirmenin kisisel veri sayilip sayllamayacagini degerlendirmis

ve degerlendirme metninin kisilerle ilgili birtakim bilgiler igerse de kisisel veri olarak

87 Article 29 Data Protection Working Party, Opinion 4/2007, s. 11.

8 ABAD, 17.07.2014 tarih ve C-141/12 numarali Y.S. and others v. Minister voor Immigratie,
Integratie en Asiel karari, https://curia.europa.eu/juris/liste.jsf?num=C-141/12&language=en, (E.T.
05.04.2022).
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degerlendirilemeyecegi sonucuna varmistir. Halbuki yukarida izah edildigi iizere; s0z
konusu metin, kisilerin hukuki statisunin degerlendirilmesinde kullanilacag: ve 1951
tarihli Cenevre Sozlesmesi’nde sayilan durumlar sonucunda kagarak oraya sigindiklar1
diistiniildigiinde, temel hak ve Ozgurluklerini etkileyecegi igin amag¢ ve sonug
bakimindan kisiye iliskin olarak kabul edilmeliydi. Fakat Divan iliskin olma kriterini
burada dar anlamda, yani sadece igerik bakimindan yorumlayarak hatali bir karar
vermistir.

Yeni tarihli Peter Nowak kararmda® ise, Divan bu dar kapsamli yorumunu terk
etmistir. Muhasebeci olmak amaciyla asamali bir dizi sinava tabi tutulan bagvurucu,
kitap agmanim serbest oldugu yazili siavda doérdinclye basarisiz olmustur. Bu
nedenle kisisel veriye erisim hakki kapsaminda, nerede hata yaptigini gérmek igin
degerlendirilmis sinav cevap kagidini incelemek istemisse de, talepte bulunulan
makam tarafindan smav cevaplarinin kisisel veri niteligini haiz olmadig1 gerekgesi ile
talebi reddedilmistir. En nihayetinde Divan’in Oniine gelen bu uyusmazlikta,
basvurucunun mesleki yeterlilik smmavinda verdigi yazili cevaplarin ve kagidi
degerlendiren sinav gérevlisinin bu cevaplara iliskin yorumlarmin GDPR kapsaminda
kisisel veri teskil edip etmedigi hususunda karar vermek zorunda kalinmustir. Iste tam
bu noktada Divan Y.S. ve digerleri kararindaki goriisiinden vazgegerek s6z konusu
kagittaki cevaplarin bagvurucunun zihinsel siirecinin {iriinii oldugu, el yazisini igerdigi,
istedigi meslege girme sansini etkiledigi i¢in igerik, amag¢ ve sonug¢ bakimindan kisiye
iligkin oldugu dogrultusunda hiikiim kurmustur. Divan ayrica smav gorevlisi
tarafindan yapilan degerlendirmelerin de adayin sinav performansi, 0 alandaki bilgisi
ve yeterliligi hakkindaki goriistinii icerdigi igin kisisel veri oldugunu belirtmistir.
Goriilecegi tizere, tipki Onceki kriterler gibi, kisiye iliskin olma kriteri de kisisel veri

tanimii1 genis kapsamli®® ve degisken kilmaktadir.

89 ABAD, 20.12.2017 tarih ve C-434/16 numarali Peter Nowak v Data Protection Commissioner karart,
https://curia.europa.eu/juris/liste.jsf?num=C-434/16, (E.T. 05.04.2022).

% Murat Volkan Diilger, “Kisisel Verilerin Korunmasi Kanunu ve Tiirk Ceza Kanunu Baglaminda
Kisisel Verilerin Ceza Normlariyla Korunmas1”, istanbul Medipol Universitesi Hukuk Fakiiltesi
Derygisi, Cilt: 3, Sayi: 2, 2016, (Ceza Normlari), s. 102.
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C. Kigsisel Verilerin Tiirleri

1. Ozel Nitelikli (Hassas) Kisisel Veriler

Kisisel verilerin korunmasina iligskin belgelerde, bazi verilerin digerlerine gore
daha ¢ok korumaya muhtag¢ oldugu belirtilerek hassas veya 6zel niteligi haiz kisisel
veriler olarak nitelendirilmistir. KVKK’nin 6. maddesinin 1. fikrasina gore; “kisilerin
ki, etnik kokeni, siyasi diistincesi, felsefi inanci, dini, mezhebi veya diger inanglari,
kilik ve kiyafeti, dernek, vakif ya da sendika iiyeligi, saghigi, cinsel hayati, ceza
mahkdmiyeti ve giivenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri”
Ozel niteligi olan kigisel veridir. Bu sayim tahdidi niteliktedir, kiyas yoluyla
genisletilmesi miimkiin degildir®®. Yine GDPR’nin m. 9/1°de; “irk veya etnik koken,
siyasi gorisler, dini veya felsefi inanglar ya da sendika iiyeligine iliskin bilgiler,
genetik ve biyometrik veriler, saglikla ilgili olan veriler, cinsel yasam veya cinsel
egilime iligkin veriler” 6zel kategorideki veriler olarak diizenlenmistir.

Bu ayrimin temelinde, bu tiir verilerin kisilerin temel hak ve ozgiirliikleri ile
daha yakindan alakali olmasi yatmaktadir. Hassas kisisel verilerin ifsa olmasi, ilgili
kisi hakkinda ayrimcilik yapilmasina veya ¢esitli yonlerden agir magduriyetlere neden
olabilir®.  Ornegin, kisinin tibbi ge¢misi veya saglk durumu gibi hassas tibbi
verilerinin ifsasi, kisinin isini kaybetmesine veya saglik hizmetlerine erigsimini
kaybetmesine neden olabilir. Yahut cinsel yonelimi hakkinda yapilan ifsa, kisinin
ayrimciliga ugramasina, tacize maruz kalmasina veya toplumda dislanmasina yol
acabilir. Etnik kokeninin ifsasi, kisinin wk¢iliga ugramasina veya ayrimciliga maruz
kalmasina sebep olabilir. Cezai ge¢misi hakkinda yapilan ifsa, kiginin is bulmasini
veya toplum iginde kabul gérmesini zorlastirabilir. Parmak izi veya retina taramasi
gibi biyometrik verilerin ifsasi, kimlik hirsizligina yol agabilir. Bu 6rneklerin
arttirilmasi elbette miimkiindiir. iste bu nedenlerle bu verilerin islenmesi, ilgilisinin
acik rizasi olmaksizin yasaktir.

Nelerin 6zel nitelikli veri olarak kabul edildigi mevzuatlarda acikca ve sinirh

olarak yazilsa da, sayilan kategorilerin kapsamina nelerin dahil edilip edilemeyecegi

%1 Ersan Sen, Mert Mavis, Alperen Goziikan, M. Enes Efe ve Firat Cetintas, Savunma Hakkinin Kisisel
Veriler Karsisinda Korunmasi, Seckin Yayincilik, Ankara, 2022, (Savunma Hakk1), s. 27.
% Dulger, s. 177.
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tartisma konusudur. Ornegin, kisinin adi, dogum yeri veya ikametgahi, etnik kokeni
hakkinda bazi ipuglar1 verebilir. Selanik’te dogmus Kostas isimli birinin, yliksek
ihtimalle Yunan kokenli oldugunu sdyleyebiliriz. Yahut bir havayolunun rezervasyon
kaydinda, rezervasyonu yaptiran yolcunun helal veya koser gida tercih ettiginin
yazmas1®, kisinin dini inanc1 hakkinda bize bilgi verebilir. Benzer sekilde, cesitli
internet mecralarinda yayinlanan veya gilivenlik kameralar1 tarafindan c¢ekilen
fotograflar ve goriintiilerin durumu da tartigmalidir. Bu goriintiilere bakilarak, kisinin
etnik kokeni veya saglik durumuna iliskin bilgiler edinilebilir®. Bu nedenle, bu tarz
ozel nitelikli olmayan verilerin de 6zel nitelikli olarak kabul edilip edilmeyecegi
sorusunun akillara gelmesi son derece dogaldir. Bu durumda dikkat edilecek husus,
s0z konusu verilerin isleme amaci olmalidir. Yani veri dogrudan 6zel nitelikli olmadigi
halde, isleme sekli ve amaci sebebiyle 6zel nitelikli veri islenmesine hizmet ediyorsa,
arttk Ozel nitelikli kisisel veri islendiginin kabul edilmesi gerektigi ifade
edilmektedir®®. Bu baglamda, kisinin beslenme aliskanliklari, normalde 6zel nitelikli
bir veri degilse de, bu veri kisinin anoreksiya veya obezite tedavisi i¢in bir saglik
profesyoneli tarafindan isleniyorsa, islenme amaci saglikla ilgili oldugundan bu veri
Ozel nitelikli bir kisisel veri olarak kabul edilebilecektir.

Ayrica 6zel nitelikli veri olarak sayilan kategoriler de elestiri konusu
olmaktadir. Ornegin, felsefi inancin ne oldugunu tanimlamak zordur. ingiltere'de bir
mahkeme, kisinin iklim degisikligine olan inancini, felsefi bir inan¢ olarak kabul
etmistir®®. Farkli iilkelerdeki mahkemeler, hatta ayni iilkede baska bir mahkeme, ayn1
goriisii paylasacak midir? KVKK’de 6zel nitelikli veriler i¢in hem tahdidi bir sayim
yapilmig hem de “kisilerin diger inanglar1” denilerek hikmi yorum yoluyla
genisletmeye acgik kap1 brrakilmistir. Bu muglakliga bagka bir 6rnek de saglik verileri

iizerinden verilebilir. Kisinin sagligina iliskin veriler, basit bir soguk algmlig1 veya

9 Nicola Fulford ve Peter Carey, “Special Categories of Data”, (ed. Peter Carey), Data Protection: A
Practical Guide to UK and EU Law, 5. Edition, Oxford University Press, Croydon, 2018, s. 67.

% Article 29 Data Protection Working Party, “Advice paper on special categories of data (“sensitive
data”)’, Avrupa Komisyonu Web Sitesi, 2011, https://ec.europa.eu/justice/article-
29/documentation/other-
document/files/2011/2011_04_20_letter_artwp_mme_le_bail_directive_9546ec_annex1_en.pdf,
(E.T. 29.08.2023), (Sensitive Data), s. 8.

% Diilger, s. 179; Paul Quinn ve Gianclaudio Malgieri, “The Difficulty of Defining Sensitive Data- The
Concept of Sensitive Data in the EU Data Protection Framework”, German Law Journal, Cilt: 22,
Sayi: 8, 2021, s. 1592.

% Article 29 Data Protection Working Party, Sensitive Data, s. 8.
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beslenme ve spor aligkanliklar1 hakkindaki bilgilerden, daha ciddi ve kronik hastalik
tanilari, kan tahlili sonuglar1 veya engellilik hakkindaki bilgilere kadar
degisebilmektedir. Hatta italya’da bir davada, asilamadan kaynaklanan yaralanmalarin
magdurlarma tazminat 6denmesini diizenleyen yasa uyarinca devletin diizenli sekilde
odeme yaptig1 kisi olma bilgisi de bu kapsamda degerlendirilmistir®. Akilli
telefonlarimiz giin igerisinde attigimiz adimlari, yaktigimiz kalorileri, uykuda ve
ekrana bakarak ge¢irdigimiz saatleri hesaplamaktadir. Bu bilgi setlerinden yola
¢ikilarak kisilerin saglik durumu hakkinda bilgi edinilebilmektedir. Bu gibi durumlar,
hem bu tlr basit verilerin sorunsuz bir sekilde islenmesi igin bile bireyin rizasmin
alinmas1 gerektiginden, uygulamada zorluklara yol agmakta®® hem de kisilerin siradan
verilerinden yola ¢ikilarak 6zel nitelikli verilerinin ifsa edilmesi riskini dogurmaktadir.
Yine, KVKK o6zelinde, kisilerin kilik ve kiyafetinin de 6zel nitelikli veri olarak yer
almasi elestirilmektedir. Zira kanun lafzina bakildiginda, giyim magazalarmin internet
sitelerinde miisterilerinin eski kiyafet siparislerinin gériinmesi de 6zel nitelikli kisisel
verilerinin islenmesi olarak sayilabilecektir ki bunun olduk¢a genis ve diizenlemenin
amacindan sapan bir yorum oldugu ifade edilmektedir. Diizenlemenin kisinin kendi
inancinin ve diinya goriisiiniin tezahiir etmesine sebep olacak sekilde giyinmesi
nedeniyle herhangi bir ayrimciliga ugrama ihtimaline karsi getirildigi ve bu kapsamda
dar yorumlanmasi gerekmektedir®®. Ancak kanaatimiz, bu kategorinin ¢ok fazla genis
yorumlanmaya miisait olmasi nedeniyle kanundan ¢ikarilmasi yoniindedir. Var olan
kategorilerin muglakliginin veya gerekli olup olmadiginin yani sira, bazi kategorilerin
de eksik oldugu diisiiniilmektedir. Ornegin, kisilerin konum ve ekonomik durumlarina
iliskin veriler ile ¢ocuklarm verilerinin de 6zel nitelikli kisisel veriler igerisine dahil

edilmesi 6nerilmektedirt®,

2. Genel Nitelikli (Hassas Olmayan) Kisisel Veriler

Veri, kanunda sayilan tiirden 6zel nitelikli bir veri degilse, genel nitelikli veri

kategorisindedir. Bu baslik altinda, bu hususa iligkin olarak yeniden aciklama

7 Quinn ve Malgieri, s. 1598.

% Article 29 Data Protection Working Party, Sensitive Data, s. 8.
% Diuilger, s. 180.

100 Article 29 Data Protection Working Party, Sensitive Data, s. 10.
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yapilmayacak olup kisisel verinin unsurlar1 ve 6zel nitelikli veriler basliklar1 altinda

yapilan aciklamalara atif yapilmakla yetinilmektedir.

D. Kisisel Verilerin Korunmasi

1. Genel Olarak

Dar anlamda kisisel verilerin korunmasimin, veri giivenligi ve bunun
saglanmast i¢in alinan dnlemleri ifade ettigi sdylenebilir. Hem GDPR hem KVKK,
Uzerinde baglayic1 etkisi oldugu kisi ve kurumlarin; kisisel verilere erisme, kullanma
ve koruma sekillerini dikkatlice planlamalar1 hususunda biz dizi kural 6ngdrmiistiir.
Verilerin yeterli sekilde korunmamasi sonucu ihlallerin ortaya ¢ikmasi durumlarinda
da veri koruma otoriteleri tarafindan yiiksek meblagda para cezalar1 kesilmektedir.
Ornegin, Irlanda Veri Koruma Komisyonu, 2023 yilinin mays ayinda, AB’deki
kullanicilarinin kigisel verilerinin yeterli veri koruma mekanizmalar1 olmadan ABD'ye
aktarmasi nedeniyle Meta’ya (eski adiyla Facebook) 1,2 milyar euro tutarinda para
cezas1 vermistir’®. Benzer sekilde, 2021 yilinda Liiksemburg Ulusal Veri Koruma
Komisyonu tarafindan, kullanicilardan gerekli izinler alinmadan kisisellestirilmis
reklamlar gistererek GDPR’a aykir1 surette veri isledigi gerekgesiyle Amazon’a 746

192 Ulkemizde ise Kisisel Verileri Koruma Kurulu,

milyon euro para cezasi verilmistir
21 milyonu askin iiye verisinin ihlale ugradigina dair yaptigi ihlal bildiriminin
incelenmesine yonelik olarak, gerekli teknik ve idari tedbirler almmadigi i¢in
Yemeksepeti’ne 1,9 milyon Tiirk Lirasi para cezas1 vermistir'®. Facebook’a ise; bazi
ticlincii taraf uygulamalarin, Tiirkiye’den yaklagik 300 bin kisinin fotograflarina, 12

giin boyunca yetkisini agsan diizeyde erigim saglayan bir yazilim bozuklugunun sebep

101 European Data Protection Board Web Sitesi, https://edpb.europa.eu/our-work-tools/our-
documents/binding-decision-board-art-65/binding-decision-12023-dispute-submitted_en, (E.T.
10.10.2023).

102 Data Privacy Manager Web Sitesi, https://dataprivacymanager.net/luxembourg-dpa-issues-e746-
million-gdpr-fine-to-amazon/, (E.T. 10.10.2023).

108 Kisisel Verileri Koruma Kurulu, 23.12.2021 tarihli ve 2021/1324 sayili karari,
https://www.kvkk.gov.tr/lcerik/7168/2021-1324, (E.T. 10.10.2023).
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oldugu veri ihlali sonucunda, gerekli tedbirlerin alinmadig1 ve ihlalin bildirilmedigi
gerekcesiyle toplam 1,65 milyon Tiirk Lirasi para cezas1 verilmistir'%%,

GDPR m. 24’te veri sorumlusunun, veri isleme faaliyetinin kurallara bagl
olarak yerine getirilmesini igin “uygun teknik ve organizasyonel dnlemleri” alma ve
uygulama ylkiimliligii hiikiim altina alinmistir. Veri sorumlusu bu yiikiimliiligiini

05

yerine getirebilmek i¢in, dzellikle tasarimla veri koruma'® ve varsayilan ayarlarla veri

koruma'%® ilkelerini karsilayan i¢ politikalar ve &nlemleri benimseyerek

107" Bu onlemler; kisisel verilerin islenmesinin en aza indirilmesi,

uygulamalidir
verilerin miimkiin olan en kisa siirede psddonimlestirilmesi, sifreleme gibi ¢esitli siber
givenlik onlemleri alinmasi, ¢aliganlara veri giivenligi hakkinda egitimler verilmesi,
toplanan kisisel verilere sadece gerekli personelin ulasabilmesini saglamak gibi
birtakim fiziksel onlemlerin alinmasi, verilerin belirli siireli§ine saklanmasi, veri ihlali
protokolii olusturulmasi gibi 6nlemler olabilir.

Genis anlamda kisisel verilerin korunmasi ise, ¢esitli hukuki diizenlemelerde
bireylere taninan kisisel verilerin korunmasi hakkidir. Burada ayrica, kisisel veri
korumasimin sadece hak diizeyinde koruma agisindan; verilerin korunmasmin énemi,

korunmasina iliskin temel hukuki diizenlemeler ve korunmasmin hukuki niteliginden

olusan {i¢ ana baslik altinda incelenecektir.
2. Kisisel Verilerin Korunmasimin Onemi
Verilerin bilissel siirecten gegirilerek anlam kazandirilmis hali olan bilgi, cok

yonli bir 6neme sahiptir. Bireylerin kimliklerini sekillendirmenin ve toplumlarin

kiiltiirel mirasini1 koruyup aktarmanin yani sira, iletisimi giiclendirir, egitim ve

104 Kigisel Verileri Koruma Kurulu, 11.04.2019 tarih ve 2019/104 sayih karari,
https://www.kvkk.gov.tr/Icerik/5481/2019-104, (E.T. 10.10.2023).

105 By ilke; kisisel verilerin, isleme faaliyetleri esnasinda etkili bir sekilde korunabilmeleri igin, isleme
sistemi ve siiregleri heniiz hayata gecirilmemisken yani tasarlanirken, veri igleme faaliyetleri
esnasinda ortaya ¢ikabilecegi ongdriilebilen risklere karsi, veri mahremiyetini giiclendirici nitelikte
uygun ve yeterli teknik ve organizasyonel énlemlerin alinmasi anlamma gelmektedir. (Ipek Cimen
Bulut, “Avrupa Birligi Genel Veri Koruma Tiizligii Kapsaminda Getirilen Yeni Teknik ve Yaptirim
Mekanizmalar1”, Anadolu Universitesi Sosyal Bilimler Dergisi, Cilt: 20, Say:: 2, 2020, s. 132).

196 Bu ilke de, veri sorumlusunun, isleme faaliyetine baglamadan énce belirleyerek ilgili kisiye bilgisini
verdigi amagla smirl olarak yapilmasini saglayacak mahiyetteki onlemlerin alinmasi anlamina
gelmektedir. (Bulut, s. 132).

107 GDPR Gerekge 78, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-info.eu/recitals/no-78/,
(E.T. 29.06.2023).
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farkindalig1 artirir. Yine bilgi, demokratik katilimin temelini olusturur; bireylerin
hiikiimet faaliyetlerini denetlemesine ve bilingli kararlar almasina yardimci olur.
Ayrica yeniliklerin ve rekabetin itici giictidiir, is diinyasmi doniistiiriir ve ekonomik
bliyiimeyi destekler. Amerikali yazar Alvin Toffler, 1980 yilinda yayimlanan “Uglncii
Dalga” adli kitabinda, bilgi ve iletisim teknolojilerinin hizla gelistigi ve bilgiye dayali
ekonomik, toplumsal ve kiiltlirel degisimlerin 6ne ¢iktig1 bu ¢agi “bilgi ¢cag1” olarak
tanimlamustir'®, Gergekten de giinimiizde bilgi, gelisim ve karar alma siireglerinin
temelini olusturur. Bilgiye ulagsmak i¢in ise bilginin hammaddesi olan verilerin ve
Ozellikle de kisisel verilerin toplanip islenmesinin ve anlamlandirilmasmin 6nemi
yadsinamaz.

Kisisel veriler kullanilarak bireylere 6zellestirilmis tiriin ve hizmetler sunulup
daha iyi deneyimler yasamalar1 saglanabilir. Yahut saglik verileri, hastaliklarin teshis
ve tedavisinde kullanilabilir. Kisisel veriler ayrica, yeni Urtinlerin ve hizmetlerin
gelistirilmesi i¢in degerli bir kaynaktir. Arastirmacilar, toplumsal yarar amaciyla bu
verileri analiz ederek yeni egilimleri ve ihtiyaglar1 belirleyebilir. Kisisel veriler,
kameralar, sensorler ve diger teknolojiler araciligiyla sugun 6nlemesi ve glvenlik
amagclar1 i¢in de kullanilabilir. Bu 6rnekleri ¢ogaltmak miimkiindiir. Ancak kisisel
verilerin, her zaman yararli sekilde kullanildigina rastlamayiz. Zira her durumda
oldugu gibi, kisisel ve zararli amaglar i¢in kullanildigi da olmaktadir. 2016 yilinda tiim
diinyanin giindemine oturan Facebook ve Cambridge Analytica skandali akla ilk
olarak gelen orneklerden biridir. Hatirlanacag: {lizere, siyasi kampanyalar igin veri
analizi yapan ve danismanlik saglayan bir sirket olan Cambridge Analytica, Facebook
kullanicilarinin kisisel verilerini toplamak ve analiz etmek amaciyla bir uygulama
gelistirmis ve kisileri profillemistir'®. Elde edilen bu bilgiler, kisisellestirilmis

reklamlar ve iceriklerin iiretilmesinde kullanilarak Amerika Birlesik Devletleri’nin

108 Jennifer Sharkey ve D. Scott Brandt, “Integrating Technology Literacy and Information Literacy”,
Technology Literacy Applications in Learning Environments, (Ed. David D. Carbonara), 2005,
S. 65.

109 «Profilleme, 6zellikle bir bireyle ilgili kararlar alinmasi ya da mevzubahis bireyin kisisel tercihlerini,
davraniglarint ve tutumlarimi analiz veya tahmin etmek amactyla bir “profil”’in bir bireye
uygulanmasini igeren otomatik veri isleme teknigidir.” (Avrupa Konseyi Bakanlar Komitesi,
“Profilleme Uygulamalar1 Kapsaminda Kisisel Verilerin Otomatik Isleme Tabi Tutulmasi
Karsisinda Bireylerin Korunmasina {liskin Uye Devletlere Yonelik Bakanlar Komitesi
CM/Rec(2010)13 sayth ~ Tavsiye  Karar1’”,  Avrupa  Konseyi  Web  Sitesi,
https://rm.coe.int/profilleme-uygulamalar-kapsam-nda-kisisel-verilerin-otomatik-
isleme/1680a4396d, (E.T. 30.09.2023).
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2016 yilinda yapilan baskanlik se¢imlerinde ve Ingiltere’nin Brexit referandumunda,
secmenlerin karar alma mekanizmalarinin etkilenmesinde ve sonuglarin manipiile
edilmesinde kullanilmistir. Yine e-posta hizmeti veren Yahoo’nun 2013 ve 2014
yillarinda gergeklesen iki biiylik veri sizintisi sonucu toplamda ¢ milyardan fazla
kullanicisinin, e-posta adresleri, sifreleri ve giivenlik sorularina verdikleri cevaplar
dahil olmak {izere hesap bilgileri calnmis ve kimlik hirsizlig: riski yasanmigtir®,
Benzer sekilde 2017 yilinda yapilan siber saldir1 sonucunda, kredi raporu sirketi
Equifax'in miisterilerinin adlarini, sosyal giivenlik numaralarini, kredi karti bilgilerini,
dogum tarihlerini ve adreslerini igeren veri tabanina erisilmis ve ayni risk
dogmustur'!!,

Kisisel verilerin kotiiye kullanildigina dair bunlar gibi birgok 6rnek verilebilir.
Kisisel verilerin korunmasina iliskin hak, bireylerin haklariyla gizliliklerini korumay1
amaclayan bir gerekliliktir. Bu hak, kisinin maddi ve manevi varligin1 korunmasina ve
gelistirilmesine yonelik hakki, insan onuru, 6zel hayatin gizliligi, din ve vicdan
Ozgiirligi, distince ve kanaat 6zgiirligi, diisiinceyi agiklama ve yayma 6zgirliigi,
bilgi edinme hakki gibi bircok hakla yakindan ilgilidir*!2. Dikkat edilmelidir ki esasen
korunan verinin kendisi degil, bireyin kendisidir'®, Bu nedenle bireylerin
mahremiyetini ve kisisel verilerini korumaya yonelik 6nlemler alma konusunda,
devletlere ve veri isleyenlere biiyiik gorev diismektedir. Oncelikle devletlerin, kisisel
verilerin korunmasi i¢in veri isleme siireclerini diizenleyen, veri isleyenlerin
sorumluluklarin1 belirleyen ve bireylerin haklarimi1 giivence altina alan etkili ve
kapsamli hukuki diizenlemeler olusturmasi gerekmektedir. Bdylece kisilerin
kendilerine ait veriler tizerinde kontrol sahibi olmas1 saglanmalidir. Veri isleyenlerse,
bu hukuk kurallarma uygun hareket etmeli, gerekli veri giivenligi 6nlemlerini almali
ve veri ihlali risklerini en aza indirgemek igin ¢aba gostermelidir. Ayrica devletler ve
sivil toplum kuruluslari, bireyleri veri koruma konusunda bilgilendirmeli ve egitimler

dizenlemelidir. Bireylerin bu konuda bilin¢li olmalari, kurallarin etkinligini ve

110 BPB Online, “Yahoo Data Breach: What Actually Happened?”, BPB Online Web Sitesi,

23.11.2020, https://bpbonline.medium.com/yahoo-data-breach-what-actually-happened-
54cf8f3f7c93, (E.T. 30.09.2023).
U Wikipedia, “2017 Equifax ~ data  breach”, Wikipedia ~ Web Sitesi,

https://en.wikipedia.org/wiki/2017_Equifax_data_breach, (E.T. 30.09.2023).
112 Simsek, s. 111.
113 Simsek, s. 4.
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denetimini artiracaktir. Son olarak devletler, veri koruma otoriteleri araciligiyla veri

isleyenleri denetlemeli ve gerektiginde cezai yaptirimlar uygulamalidir.

3. Kisisel Verilerin Korunmasina fliskin Temel Diizenlemeler

a. Uluslararas1 Hukuktaki Diizenlemeler

(1) OECD Rehber ilkeleri

Kurulus amaglarindan biri, Uye Ulkelerde insan haklar1 ve hurriyetlerinin
korunup gelistirilerek demokratik sistemlerin saglikli bir sekilde siirdiiriilmesini
desteklemek olan Ekonomik Kalkinma ve Isbirligi Teskilat1 (OECD), ayn1 zamanda
kisisel verilerin korunmasini saglamak i¢in uluslararas: arenada ilk diizenlemeyi yapan
orgutturt!®. Tiirkiye’nin de kurucu iiyelerinden olan oldugu bu kurulusun, 1980
senesinde “Ozel Yasamin Gizliliginin ve Sinir Otesi Kisisel Veri Dolasgiminin
Korunmasina iliskin Rehber ilkeler”i belirleyerek kisisel veri koruma hukukuna yeni
bir soluk gelmistir. Bu ilkeler esasen iiye tilkelerin i¢ hukuklarinda yapacagi yasal
dizenlemelerin yeknesakligina yonelik tavsiyeler niteliginde olup veri korumaya
iliskin temel kurallar1 igerse de, zaman igerisinde amacina ulasmis ve hem ulusal hem
de uluslararasi ¢apta bir¢ok diizenlemenin dnciisii olmustur. Rehberde kisisel verilerin
hukuka aykir1 sekilde ele gecirilmesi, yanlis depolanmasi, yetkili olmayanlar
tarafindan kotii amaglarla kullanilmasi gibi risklerin ortadan kaldirilmasi amaglanmis
ve kisisel verilerin akisinmn nasil olmasi gerektigine yonelik ilkelere yer verilmistir'®®,
OECD Rehber ilkeleri sekiz tane ilkeden olusmaktadir. Metnin 7-14. maddeleri
arasinda yer alan bu ilkeler sirasiyla sunlardir: Kisisel veri toplanmasmin smirlihigi,
veri kalitesi, veri toplamada amacn belirliligi, kisisel veri kullaniminin smirli olmasi,
veri gilivenligi, aciklik, kisisel verilerin korunmasma bireysel katilim ve hesap

verilebilirlik'®. Burada dikkat edilecegi iizere, kisinin kendisine iliskin tutulan verilere

114 Bijlal Toprak, KVKK ve GVKT Acisindan Iscinin Kisisel Verilerinin Korunmasi, Yetkin
Yaymlari, Ankara, 2021, s. 47.

115 Diilger, s. 87.

116 Simsek, ss. 15, 16.
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117

erisim hakkmin saglanmasi temel amagtir="". Metin 2013 yilinda revize edilerek ilgili

kigilerin haklarini koruma hususunda temel bir 6l¢t olarak kalmaya devam etmistir.

(2) Birlesmis Milletler Teskilat1 Dlzenlemeleri

(i) Insan Haklan Evrensel Bildirgesi

Ikinci Diinya Savas’nin ardindan kurulan ve Tiirkiye’nin de kurucu
iiyelerinden biri oldugu Birlesmis Milletler Teskilat1, 1948 senesinde Insan Haklar1
Evrensel Bildirgesi’ni kabul etmistir. Bildirge m. 12’de “Hig¢ kimse 6zel hayati, ailesi,
meskeni veya yazigsmasi hususlarinda keyfi karismalara, seref ve sohretine karsi
tecaviizlere maruz birakilamaz. Herkesin bu karisma ve tecaviizlere karsi kanun ile
korunmaya hakki vardir.” denilerek 6zel hayatin gizliligi korunmus olup dolayisiyla

kisisel verilerin korunmasi da bu kapsamda koruma altinda bulunmaktadir.

(ii) Medeni ve Siyasi Haklara iliskin Uluslararas1 Sozlesme

1976 senesinde yiiriirliige giren Birlesmis Milletler Medeni ve Siyasi Haklara
Iliskin Uluslararas1 Sézlesme m. 17°de de benzer bicimde “Hi¢c kimsenin 6zel
hayatina, ailesine, evine ya da haberlesmesine keyfi ya da yasa dis1 olarak miidahale
edilemez; hi¢ kimsenin seref ve itibarina yasal olmayan tecaviizlerde birakilamaz.
Herkesin, bu gibi miidahalelere ve tecaviizlere karsi yasalarca korunma hakki vardir.”
hiikmii suretiyle kisinin 6zel hayat1 ve dolayisiyla da kisisel verileri koruma altina
alinmustir.

Birlesmis Milletler insan Haklar1 Komitesi, s6z konusu diizenlemeye iliskin
olarak bazi1 yorumlarda bulunmustur'*®, Buna gore;

Kamu otoritelerinin, ozel kisi veya kurumlarin bilgisayarlarda, veri
bankalarinda veya benzeri cihazlarda kisisel bilgileri toplamasi veya saklamasi
hukuki duzenlemeye tabi olmasit gerekmektedir. Devletlerin, bir kimsenin 6zel
hayatina dair bilgilerin hukuken bu bilgilere sahip olma ve kullanma yetkisine
sahip olmayanlarin eline ge¢mesini ve bu bilgilerin Sézlesme’'nin amaglarina

117 Aksoy, s.99; Toprak, s. 48.

118 UN Human Rights Committee (HRC), “CCPR General Comment No. 16: Article 17 (Right to
Privacy), The Right to Respect of Privacy, Family, Home and Correspondence, and Protection of
Honour and Reputation”, United Nations High Commissioner for Refugees Web Sitesi,
08.04.1988, https://mwww.refworld.org/docid/453883f922.html, (E.T. 10.08.2022).
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aykirilik teskil edecek sekilde kullanilmasini engellemek icin etkili tedbirler
almast lazimdir. Her birey kisisel dosyalarda veya veri tabanlarinda kendisiyle
ilgili bilgiler saklanmissa bu bilgilerin ne tir bilgiler oldugunu, ne amagla
saklandigini ve bunlara kimlerin erisebilecegini ogrenme hakkina sahiptir. S6z
konusu dosyalarin, yanlis kisisel bilgilere yer vermesi halinde veya bu bilgilerin
hukuka aykir sekilde toplanmast veya kullanilmast halinde her birey diizeltme
veya bilgilerin ortadan kaldiriimasini talep etme hakkina sahiptir'®®.

Goriilecegi lizere tim bu tespitler, Birlesmis Milletler Teskilati’nin kisisel
verilerin korunmasina iligkin hakki, 6zel hayat1 ve mahremiyeti korumaya alan 17.

madde kapsaminda takdir ettigini gostermektedir.

(iii) Bilgisayara Gegirilmis Kisisel Veri Dosyalarinin Diizenlenmesine

Iliskin Rehber Tlkeler

Birlesmis Milletler Teskilati’nin 1990 yilinda yapmis oldugu bu diizenleme,
direkt olarak kisisel verilerin korunmasina iliskin olup artik bu koruma sadece 6zel
yasamin gizliliginin genis yorumlanmasiyla ulasilabilecek bir sonu¢ olmaktan
cikmistir. Bilgisayara Gegirilmis Kisisel Veri Dosyalarinin Diizenlenmesine Iliskin
Rehber Ilkeler de tipk1 OECD Rehber Ilkeleri gibi tavsiye niteliginde olup iiye iilkeler
acisindan baglayici degildir. Yaymlanma amaci liye devletlerin ulusal diizeyde
yapacag yasal diizenlemeler i¢in asgari standartlar belirlemektir!?’. Belirlenen ilkeler
Ozetle sunlardir: Yasal ve diiriist yollarla toplanmasi ve islenmesi, verilerin dogrulugu,
amacin belirliligi, ilgili kisinin erigimi ilkesi, ayrimcilik yasagi, veri giivenligi,
denetim ve yaptirima tabi olunmasi, verilerin smir 6tesine akisi. OECD Rehber
[Ikeleri'nden en 6nemli farki ve genel anlamda en biyik 6nemi, kisisel verilerin
korunmasi gayesiyle yetkilendirilmis otonom bir otoritenin olusturulmasmi gerekli
kilan ilk belge olmasidir’?’, Ancak etkisi, OECD Rehber Ilkeleri kadar genis
olmamistir. Her iki metnin de tavsiye niteliginde oldugu diisiiniildiiglinde, OECD
Rehber Ilkeleri’nin daha fazla yanki yapmasmin, bu alanda hazirlanan ilk belge

olmasindan kaynaklandig1 sanilmaktadir'?2,

119 Dijlger, s. 88; Lema Uyar (Der. ve Cev.), Birlesmis Milletler’de insan Haklar1 Yorumlar1 insan
Haklari Komitesi ve Ekonomik, Sosyal ve Kiltiirel Haklar Komitesi, 1981-2006, istanbul Bilgi
Universitesi Yayinlari, istanbul, 2016, s. 35, 36.

120 Aksoy, s. 6.

121 Kiizeci, s. 124; Toprak, s. 50.

122 K{izeci, s. 124.
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(3) Avrupa Konseyi Duzenlemeleri

(i) Avrupa Insan Haklan Sézlesmesi

Tiirkiye tarafindan 1950 yilinda imzalanmis ve 1953 yilinda yiiriirliige girmis
olan Avrupa Insan Haklar1 Sézlesmesi, dogrudan kisisel verilerin korunmasima yonelik
bir hiikiim igermemektedir. Ancak Avrupa insan Haklar1 Mahkemesi, 8. maddede
diizenlenmis olan 6zel hayatin ve aile hayatinin korunmasina iligkin hiikkmii dinamik
bir sekilde yorumlayarak kisisel verilerin korunmasina yonelik kararlar
verebilmektedir. ATHS in 8. maddesinde yer alan diizenlemeye gore;

Herkes ozel ve aile hayatina, konutuna ve yazismasina saygi gosterilmesi hakkina
sahiptir. Bu hakkin kullanilmasina bir kamu makaminin miidahalesi, ancak
miidahalenin yasayla 6ngoriilmiis ve demokratik bir toplumda ulusal giivenlik,
kamu giivenligi, iilkenin ekonomik refahi, diizenin korunmasi, sug islenmesinin
onlenmesi, saghgin veya ahlakin veya baskalarimin hak ve ozgiirliiklerinin
korunmast i¢in gerekli bir tedbir olmasit durumunda soz konusu olabilir.

Mahkeme, kisisel verilerin toplanmasi, islenmesi ve paylasilmasinin bireylerin
Ozel hayatina ve aile hayatma miidahale anlamimna gelebilecegini kabul eder. Madde
metninden anlasilacag: iizere, AIHS in sagladig1 koruma mutlak degildir. Dolayisiyla,
bu tiir islemler ancak yasal bir temele dayaniyorsa, mesru bir amaca hizmet ediyorsa
ve orantili bir sekilde gerceklestiriliyorsa kabul edilebilir. Mahkeme ayni zamanda
kararlarinda siklikla bilgilerin gelecegini belirleme hakkma vurgu yapar?®, Tezin
diger kisimlarmnda sikga AIHM ictihadina yer verildigi ve verilecegi icin bu kisimda

mahkeme karar1 6rneklerine girilmeyecektir.

(i) 108 Sayin Kisisel Verilerin Otomatik Isleme Tabi Tutulmasi
Karsisinda Bireylerin Korunmasi Sozlesmesi ve Modernize Edilen

108 Sayih Sozlesme

AIHS’te ayrica bir hak olarak diizenlenmeyen kisisel verilerin korunmasi

hakkma yonelik olarak Avrupa Konseyi tarafindan ayrica bir diizenleme yapma

124

ihtiyact hasil olmustur“®. Kisilerin verilerinin otomatik igleme tabi tutulmasinin insan

123 Toprak, s. 53.
124 Simsek, s. 21.
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haklarina saygili bir sekilde gergeklestirilmesini saglamak ve veri koruma
standartlarini belirlemek amaciyla hazirlanan ve 1 EKim 1985 tarihinde yiiriirliige
girerek uygulanmaya baslayan 108 Sayili Kisisel Verilerin Otomatik isleme Tabi
Tutulmast Karsisinda Bireylerin Korunmasi Soézlesmesi (kisaca “108  Sayili
S6zlesme”), bu konuda hukuki baglayiciligi olan ilk metindir ve bu agidan kendisinden
onceki konuya iligkin metinlerden bu agidan ayrilir. Turkiye, 28.01.1981 tarihinde
imzaya agilir agilmaz sdzlesmeyi imzalamigsa da i¢ hukukta baglayici olmas1 17 Mart
2016 tarihli Resmi Gazete’de onaylamasina iligkin kararmin yayinlanmasina kadar
gerceklesmemistir!?®. Sozlesmenin kapsami ATHS’in sagladigi koruma alanina gore
daha genistir. Zira AIHS imzac1 devletlerin kamu hizmeti sunumunda ve kamusal
alanda insan haklarmin korunmasini saglamak amaciyla uygulandigi bir uluslararasi
hukuk belgesi oldugu igin S6zlesme’nin etkisi de nispeten smirli kalmaktadir. Fakat
108 Sayili Sozlesme, kisisel verilerin otomatik olarak islenmesiyle ilgili olarak sadece
kamusal alanda degil, ayn1 zamanda 6zel sektdrde de baglayici nitelikte kurallar
icermektedir. 108 Sayili S6zlesme, ayrica tliye devletlere sozlesme hiikiimlerini ig
hukuklarina aktarma ytikiimliiligl de getirmis olup bu husus devletlerin kendi kisisel
verilerin korunmasi kanunlarin1 yapmak veya dogrudan Sozlesme’yi i¢c hukukun
parcas1 haline getirmekle gergeklestirilebilecektir!?®, Sozlesme tarafindan saglanan
kisisel veri korumasi asgari bir diizeydedir, bu nedenle iiye devletler bu standardin
Otesine gecerek daha kapsamli ve yiiksek diizeyde giivenlik saglama imkanina
sahiptirler'?’. Ancak unutulmamalidir ki, mevzubahis Sozlesme sadece otomatik
islemeye tabi olan verileri koruma altina almaktadir yani otomatik olmayan yollarla
islenen verileri kapsam altima almadigindan etkisi sinirlidir?®,

108 Sayili S6zlesme, verilerin niteligine iliskin mesru ve kanuni yollardan elde
edilme ve islenme, veri kaydetmenin ve kullanmanm belirli ve mesru amaglara
dayanmasi, uygun ve elverisli olma, dogru ve icabinda giincel olma, belirli ve lazim
olduklar1 siire boyunca muhafaza edilme gibi bazi ilkeler getirmistir. Ayrica hassas
veri kategorisinden de bahsetmis olup hangi verilerin bu kapsamda olduguna dair

ornekleyici ve asgari bir sayim yapmustir. Yine ilgili kisilere otomatik olarak iglenmis

12517.03.2016 tarihli Resmi Gazete’de yayimlanan 2016/8576 Sayili Karar, Resmi Gazete,
https://mww.resmigazete.gov.tr/eskiler/2016/03/20160317-2.pdf, (E.T. 11.08.2022).

126 Simsek, s. 23.

127 Toprak, s. 55.

128 Bozkurt, s. 62.
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verilerine yonelik bilgi alma, islemenin hukuka aykir1 olmas1 halinde silinmesi, yanlis
verilerin diizelttirilmesi ve bu taleplerin karsilanmamasi halinde hukuki yollara
basvuru hakki taninmas1 hususlarinda ek giivence getiren haklar tanmmuistir?°,
Avrupa Veri Koruma Tiiziigli'niin (GDPR) kabul edilmesinden kisa bir siire
sonra, 108 Sayili S6zlesme'nin giincellenmesi ihtiyact hasil olmus ve daha yeknesak
uygulama saglanmasi icin GDPR’a paralel revizeler yapilarak “Soézlesme 108+ adiyla
yeniden yaymlanmustir'®. Tiirkiye bu sdzlesmeyi heniiz onaylayarak i¢ hukukumuza

entegre etmemistir.

(iii) Kisisel Verilerin Otomatik Isleme Tabi Tutulmasi Karsisinda
Bireylerin Korunmasi Sozlesmesine Ek Denetleyici Makamlar ve
Siir Asan Veri Akisina iliskin Protokol

Bu diizenleme esasen 108 Sayili S6zlesme’deki eksiklikleri gidermek tizere
yapilmistir. Ornegin, islenen verileri denetleyecek yargi denetimine tabi bagimsiz bir
organm Ongoriilmemesi ve sinir asan veri trafigine iliskin diizenlemelerin yoklugu

problemleri bdylece ¢oziime kavusturulmustur®?,

(4) Avrupa Birligi Diizenlemeleri

(i) 95/46/EC Sayih Kisisel Verilerin islenmesi ve Serbest Dolasimi
Bakimindan Bireylerin Korunmasina iliskin Avrupa Parlamentosu ve

Avrupa Konseyi Direktifi

108 Sayili Sozlesme’nin  kabuliinden sonra, bilisim alaninda yasanan
gelismeler ve i¢ hukuklarindaki yasama siiregleri nedeniyle, Avrupa Birligi’ne iiye
devletlerin veri koruma kurallar1 arasinda birlik saglanamamisti. AB smirlari
icerisinde mallarin, kisilerin, hizmetlerin ve sermayenin serbest dolagimi ilke olarak

kabul edildigi i¢cin bu durum problem haline gelmisti. Soyle ki, daha yiiksek koruma

129 Bozkurt, s. 63.

130 Dilger, s. 92; Hande Seven, Kisisel Verileri Hukuka Aykir1 Olarak Verme veya Ele Gegirme
Sugu (TCK M.136), Yetkin Yaynlari, Ankara, 2021, s. 57.

131 Diilger, s. 93; Simsek s. 28.
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saglayan iilke, daha diisik koruma saglayana veri transferi gerceklestirmeyi
reddedebilmekte yahut aym seviyede asgari koruma saglanana kadar
geciktirebilmekteydi'®?, Bu da islerin aksamasma ve ekonomik hayatm kan
kaybetmesine neden olmaktaydi. Iste hem yeknesakligin hem de ilgili kisilere yiksek
korumanin saglanmas1 adina'®, 95/46/EC Sayil Kisisel Verilerin Islenmesi ve Serbest
Dolasimi Bakimmdan Bireylerin Korunmasmna Iliskin Avrupa Parlamentosu ve
Avrupa Konseyi Direktifi (kisaca “95/46/EC Sayili Direktif”) kabul edilmis ve 24
Ekim 1995°te yiiriirliige girmisti®*. Uye devletlere, 95/46/EC Sayili Direktif
hikumlerinin kabul edilmesinden itibaren G¢ sene igerisinde i¢ hukuklarina
aktarmalar1 6devi yliklenmisti. Ancak etkisi sadece Avrupa Birligi tiyeleri ile smirl
kalmamis, Birlik disinda yer alsa da Avrupa Ekonomik Alani’nda bulunan diger
iilkelere de sigramust1**®.

Bu diizenlemenin amaci, ginimiizde milga olan 95/46/EC Sayili Direktif
m.1’de, “kisisel verilerin islenmesine dair basta kigisel mahremiyet hakki olmak tizere
gercek kisilerin temel haklarimm ve Ozgirliiklerini korumak™ olarak belirtilmistir.
Direktif bireylere kapsamli bir koruma sagladigi i¢in, ekonomik faaliyetlerin sorunsuz
sekilde devam edebilmesi adina, iiye devletler arasinda kisisel veri akigmin
yasaklanmasi ya da engellemesi hususu yasaklanmistir. Gergekten de 95/46/EC Sayili
Direktif’in igerigi incelendiginde, kendisinden oOnce yayinlanan kisisel verilerin
korunmas1 belgelerini kendine Ornek aldigi ve hatta daha kapsamli oldugu
gorilmektedir. Metinde, kisisel verilerin korunmasinin siklikla diger insan haklariyla
olan bagmdan ve bu haklarin korunmasmm 6neminden bahsedilerek AIHS’e atif
yapilmaktadir. Yine kisisel verilerin mesru sekilde islenebilmesi, belirli ve smirli
amaglarla toplanip bu amaglara aykir1 kullanilamamasi, ilgili kisilere kars1 seffaf
davranilmasi, veri toplama ve islemede amagsal orantililik, isleme faaliyetleri

esnasinda veri giivenliginin saglanmasi ve ulusal veri koruma otoriteleri tarafindan

132 Grsel, s. 97.

133 Yves Poullet, “EU data protection policy. The Directive 95/46/EC: Ten years after”, Computer Law
& Security Review, Cilt: 22, Say1: 3, 2006, s. 206.

134 24.10.1995 tarihli Avrupa Birligi Resmi Gazetesi’nde yayinlanan 95/46/EC Sayili Direktif, Avrupa
Birligi Resmt Gazetesi, https://eur-lex.europa.eu/legal-
content/EN/TXT/?uri=0J:L:1995:281:TOC, (E.T. 12.08.2022).

185 Avrupa Birligi iiye iilkeleri ile birlikte izlanda, Norveg ve Lihtenstayn; Avrupa Ekonomik Alam
iilkelerini olusturmaktadir. Yani bu {i¢ tilke, Avrupa Birligi’ne dahil olmadiklar1 halde, ayn1 ortak
pazar kapsaminda serbest ticaret ve ekonomik is birligi yapabilmektedir.
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denetim yapilmasi ilkeleri kendine yer bulmustur. Veri sorumlusunun yuktamlilukleri
ve ilgili kisilerin haklari, smir Otesi veri akisi, veri koruma ihlallerine karsi
basvurulabilecek yasal yollar hiikiim altma alinmistir. Saglik, cinsel yasam, sendika
iyeligi, dini ve felsefi inang, siyasi goris, ik ve etnik koken gibi hususlara iligkin
verilerin 6zel mahiyetteki kisisel veriler oldugu belirtilerek, bunlar igin ayrica
diizenleme yapilmistir. Sadece otomatik araglarla islenen verileri koruma altina alan
108 Sayili Sozlesme’den farkli olarak, otomatik araclarla islenmeyen verileri de
korumaya dahil edilmistir'®. Direktif’in kabul edildigi iilkeler disinda iigiincii bir
devlete veri aktarilacaksa ve o devlette verilerin korunmasina iligkin yeterli garantiler
ongoriilmemisse, veri aktarrmimi yasaklamistir'®’.

ABAD tarafindan gériilen Rechnungshof v Osterreichischer Rundfunk
davasinda, ulusal mevzuatlarin 95/46/EC Sayili Direktif hikimlerine hem uygun
olmas1 hem de ¢elisecek sekilde uygulanmamasi gerektigi vurgulanmistir'®, Benzer
sekilde, Anayasa Mahkemesi de KVKK’nin bazi maddelerinin iptali istemiyle agilan
davada'®, anayasaya aykirilik incelemesi yaparken Direktif hiikiimlerini dikkate
almistir. Iptali istenen maddeler Direktif ile uyumluysa, iptal istemi bu gerekceyle
reddedilmistir’*®. Gergekten de KVKK hazirlanirken biiyiik 6lciide 95/46/EC Sayili
Direktif model alinmistir. Boylece Avrupa diizenlemeleriyle uyum yakalanmaya

caligilmustir.

136 Seven, s. 66.

137 Gursel, s. 104.

138 ABAD, 20.05.2003 tarih ve C-465/00 numarali Rechnungshof v Osterreichischer Rundfunk karari,
https://curia.europa.eu/juris/liste.jsf?num=C-465/00&language=en, (E.T. 12.08.2022). Avusturya
yasalarina gore; denetime tabi kuruluslar, aldiklar1 yillik dicret belli bir meblagi asan iscilerinin
bilgilerini Sayistay’a vermeye zorunludur. Sayistay da yaptigi incelemeler sonucunda hazirladigi
raporu, halka acgik bir sekilde paylasmaktadir. Bu uygulamanin 95/46/EC Sayili Direktif
hiikiimlerine aykirilik teskil ettigi ileri siiriilmiistiir. ABAD oniine gelen bu uyusmazlikta, kigisel
verilerin islenmesinin s6z konusu oldugu her tiirlii faaliyetin Direktif kapsaminda oldugunu
soylemistir. Iscilerin ad-soyad ve maas verilerinin kayit altina alinmasinda bir sakinca olmadigimi
belirtmekle, iiciincii kisilerle paylasiimasini Direktif’e aykir1 bulmustur.

13 Anayasa Mahkemesi, 28.09.2017 tarih ve E. 2016/125, K. 2017/143 Karar,

https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T. 12.08.2022).

Diilger, s. 97; Murat Volkan Diilger, “Anayasa Mahkemesi’nin Kisisel Verilerin Korunmasi

Kanunu’nun Konu Edildigi Iptal Davasi Kararina Iligskin Bir Degerlendirme”, SSRN Papers Web

Sitesi, 2021, https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3792249, (E.T. 12.08.2022),

(KVKK Iptal Davasi).
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(i1) Avrupa Birligi Temel Haklar Sarti

1 Aralik 2009°da baglayicilik kazanarak uygulanmaya baslayan Avrupa
Birligi’nin temel hak dizenlemesi olan Temel Haklar Sarti’nin 8. Maddesinde su
sekilde bir diizenleme bulunmaktadir:

Herkes, kendisine iliskin kisisel bilgilerin korunmasim isteme hakkina sahiptir.
Bu tiir bilgiler, belirtilen amaclar icin ve ilgili kisinin muvafakatine veya yasada
ongoriilen baska mesru temele dayali olarak adil sekilde kullaniimalidir. Herkes,
kendisi hakkinda toplanmis olan bilgilere erisme ve bunlarda diizeltme yaptirma
hakkina sahiptir. Bu kurallara uyulmasi, bagimsiz bir makam tarafindan
denetlenecektir

Her ne kadar Sart m. 7°de, 6zel ve aile yasamina saygi hakki diizenlenmisse de bu
konuya ayrica yer verilmesi, kisisel verilerin korunmasina bir temel hak olarak verilen
Oonemi gozler 6nline sermektedir. Zira kisisel verilerin korunmasina yonelik hak, 6zel
yasamin  gizliligi  cercevesinde degerlendirilemeyecek bazi  konular1 da

141

icermektedir***. Veri islemeyi mesru kilacak kosullar, ilgili kisinin rizas1 gibi durumlar

buna 6rnektir.

(iii) Avrupa Birliginin isleyisi Hakkinda Andlasma

Avrupa Birliginin Isleyisi Hakkinda Andlasma (ABIHA) ya da daha bilinen
adiyla Lizbon Andlasmasi, 2009 yilinda yiiriirliige giren bir AB temel anlagsmasidir.
Avrupa Birligi'nin kurumsal yapisini, isleyisini ve temel degerlerini diizenleyen bu
andlasma, elbette kisisel verilerin korunmasma yonelik hikiumler de icermektedir.
ABIHA m. 16’ya gore; “herkes, kendisiyle ilgili kisisel verilerin korunmas1 hakkina
sahiptir. AB kurumlar1 ve organlar1 ile iiye devletler tarafindan kisisel verilerin
islenmesi sirasinda bireylerin korunmasina ve bu bilgilerin serbest dolasimina iliskin
kurallar1 olagan yasama usulii uyarinca belirlenir. Bu kurallara uyulmasi, bagimsiz
otoritelerin denetimine tabidir’*?. S6z konusu diizenleme, AB’nin kisisel verilerin

korunmasina, bagimsiz bir temel hak olarak verdigi nemi gostermektedir.

141 Kiizeci, s. 162.
142 Disisleri Bakanligi, “Avrupa Birliginin Isleyisi Hakkinda Andlasma'nin Tiirkce Cevirisi, Disisleri
Bakanhi@1 Resmi Web Sitesi, https://www.ab.gov.tr/files/pub/antlasmalar.pdf, (E.T. 10.10.2023).
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(iv) 2016/679 Sayih Avrupa Birligi Genel Veri Koruma Tiiziigii (GDPR)

95/46/EC Sayili Direktif’in amacr; ilgili kisilere yuksek duzeyde koruma
saglayan, kisisel verilerin serbest dolasimma bir mani ¢ikmasini, dolayisiyla da
ekonomik statiikonun zarar gormesini engelleyen, Avrupa Birligi ¢apinda yeknesak
bir kurallar biitiinii olusturmakti**®. Ancak gecen zaman icerisinde, her ne kadar
Direktif’in amac1 ve ortaya koydugu prensipler baki kalsa da, Uye devletler arasinda
direktifi i¢ hukuklarina adapte edip uygulama bigiminde farkliliklar ve tutarsizliklar
yagandig1 tespit edilmistir. Bu da AB genelinde veri koruma uygulanmasinda
pargalanmayi, yasal belirsizlikleri ve gergek kisilerin korunmasma yonelik énemli
riskler bulunduguna dair yaygin bir kamuoyu algisin1 beraberinde getirmistir*.
Gergekten de AB biinyesinde ikincil hukuk kurallarindan olan direktifler, lye
devletlere ulasilmasi gereken amaca iliskin uyulacak kurallar1 sunup, bu kurallari
uygulamalari i¢in kendi ulusal yasalarina aktarmalarini zorunlu tutar; ancak bunu nasil
yapacaklar1 konusunda esneklik saglar. Yani Uye devletlere, i¢ hukuka aktarim
sirasinda, sekil ve yontem acisindan bir takdir yetkisi birakilmaktadir'®®. Bu nedenle;
Uye devletlerde kisisel veriler, veri sorumlusu, riza, hassas veriler gibi temel
kavramlari farkli yorumlanmasi, veri koruma kurallari ile iiye tilkelerin yirurlikteki
hukuklar1 arasidaki uyumun saglanmasinda goriis ayriliklar1 yasanmasi, veri islemeyi
mesrulastrma kriterleri ve ilgili kisinin erisim hakkima iliskin simirlamalarda

146 Dolayistyla yeknesakligm ancak

farkliliklar gibi sikintilar ortaya ¢ikmistir
baglayici tek bir metinle saglanabilecegi anlagilmis olup 95/46/EC Sayili Direktif
yurtirliikten kaldirilip 25 Mayis 2018’de yiiriirliige girmek iizere GDPR kabul
edilmistir. Direktiflerden farkli olarak tiiziikler, biitiiniiyle baglayict olup tiim iiye
devletlere es zamanli ve dogrudan uygulanabilir nitelik tasirlar'#’. Yani tuiziklerin
uygulanmasinda liye devletlere takdir yetkisi verilmedigi gibi i¢ hukuka aktarilmalar1

da gerekmez. Bu nedenle hem amaglanan yeknesak uygulama saglanmis olup hem de

zamanin sartlarina daha uygun diisen bir modern kurallar biitiinii kabul edilmistir.

143 poullet, s. 207.

144 GDPR 9 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-info.eu/recitals/no-
9/, (E.T. 15.08.2022).

145 Mustafa T. Karayigit, Avrupa Birligi Anayasa Hukuku, Seckin Yayimcilik, Ankara, 2018, s. 70.

146 poullet, s. 207.

147 Karayigit, s. 69.
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GDPR her ne kadar Avrupa Parlamentosu tarafindan kabul edilse de sadece
AB tiyelerine 6zgii degildir. Yani AB sinirlar1 igerisinde ikamet edip de AB vatandagsi
olmayanlarin ve AB diginda yasayip da verileri herhangi bir sebeple AB’ye ulasan
kigisel verileri de bu korumadan yararlanir (m. 3). Ayrica AB disindaki Uyeler de
AB’de yasayan kisilerin verilerini islerken GDPR kurallarmna uymak zorundadir.
Bdylece AB ile iliskili verileri, kisisel verileri koruma hakkmin diizenlenmedigi veya
GDPR’ye gore daha az korumanin saglandigi iilkeler acisindan da giivence altina
alinmugtir'®®,

GDPR’nin koruma alani1 diginda getirdigi baska yenilikler de mevcuttur. Bu
yeni metinle, Kisisel verilerin islenmesi igin agik ve bilgilendirilmis rizanin alinmasi
gerekliligi vurgulanarak riza kosulu gii¢lendirilmistir (m. 7). Veri ihlalinin veya
riskinin yasanmas1 halinde, yetkili makamlara ve ilgili kisilere 72 saat icerisinde
bildirim yapilmasi zorunlulugu getirilmistir (m. 33). Kisisel verilere erisim, diizeltme,
silme, tagima gibi haklar kuvvetlendirilmistir (m. 15 vd.). Verilerin hukuka uygun, adil
ve belirli amag¢ smirlamalarma uygun bir sekilde islenmesi gerekliligi vurgulanmistir
(m. 5). Hassas verilerin daha kapsamli bir sekilde tanimlamis ve islenmeleri i¢in daha
sik1 kosullar getirilmistir (M. 9). Yine, hassas verilerin islenmesi s6z konusuysa buna
iliskin bir veri koruma gorevlisi gorevlendirme zorunlulugu getirilmistir. Veri
ihlallerine yonelik daha caydirici ve yliksek meblagda para cezalar1 6ngoriilmiistiir.
Riskli veri isleme faaliyetlerinde etki degerlendirmesi yapilmasinin gerekliligi ifade
edilmistir (m. 35). Veri isleyenlerin tamamu isleme faaliyetini hukuka uygunlugundan
sorumlu tutulmustur. Isleme siirecinde zarara gorenlere, toplu tazminat da dahil olmak
uzere ilk defa agik¢a tazminat hakki verilmistir (m. 82). Benzer sekilde, ilk defa agikca
unutulma hakki diizenlenmistir (m. 17)'*°. ligili kisiye, veri tasmabilirligi hakki
verilmistir (m. 20). Veri sorumlusuna i¢ isleyis ile alakali politikalarini belirleyerek
baslangigtan itibaren veri korumasi ve tasarimdan itibaren veri korumasi prensiplerini
karsilamaya yonelik tedbirleri almasi yoniinde bir sorumluluk yiiklenmistir (m. 24).
[lgili kisi, paylasilmasina rizas1 olsa dahi, verilerinin transfer edildigi devlette yeterli

garanti saglandigma iligkin guvence verilmedigi siirece verinin AB digina

148 Diilger, s. 105.
149 Seven, s. 69.
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aktarilmasin1 yasaklanmistir (m. 46)!°C. Boylece kisisel verilerin siirekli dolasimda
oldugu giiniimiiz diinyasinda, kisilere veri giivenligi agisindan insan haklar1

standartlarina uygun bir sekilde ileri koruma saglanmaya caligilmistir.

(v) Diger Baz1 Diizenlemeler

Avrupa Birligi biinyesinde kisisel verilerin korunmasma yonelik ihdas edilen
diger diizenlemelerin basinda Avrupa Parlamentosu ve Avrupa Konseyi’nin
2002/58/EC Sayili Elektronik Haberlesme Sektoriinde Ozel Alanin Korunmas: ve
Kisisel Bilgilerin Islenmesi Direktifi gelmektedir. Bu Direktif, Avrupa Parlamentosu
ve Avrupa Konseyi’nin 2002/58/AT Sayili Elektronik Haberlesme Sektdriinde Ozel
Alanin Korunmasi ve Kisisel Bilgilerin Islenmesi Y®nergesi, 95/46/EC Sayili
Direktif’i tamamlamak tizere 12.07.2002’de kabul edilmis ve kisisel verilerin
telekomiinikasyon ve iletisim hizmetleri alaninda korunmasini amaglamstir.
2002/58/AT Sayihi Direktif hitkkmiine gore, liye devletler i¢cin baglayici olup i¢ hukuka
aktarilmas1 gerekmektedir'®. Ayrica 2002/58/AT Sayili Direktif’te herhangi bir
konuda hiikiim bulunmamasi halinde 95/46/EC Sayili Direktif uygulanir. 2002/58/AT
Sayil Direktif*ten farkli olarak tiizel kisilerin mesru menfaatlerini de korur'®?,

Avrupa Birligi biinyesinde baska bir diizenleme olarak ise Kolluk Teskilatinda
ve Ceza Yargilamalarinda Kisisel Verilerin Korunmasma Iliskin 2016/680 Sayili
Direktif’ten bahsedilebilir. 2016/680 sayili Direktif;, kolluk tegkilatlarmin sugu
Onleme, tespit etme, sorusturma faaliyetleri, ceza yargilamalar1 ve bu cezalarin infazi
esnasinda yetkili mercilerin, kisisel verilerin korunmasi amaciyla uymasi gereken
prensipleri diizenler'®3, Ayni1 zamanda kisisel verilerin islenmesindeki amaglar, hukuki
dayanaklar, veri konularmin haklar1 ve veri giivenligi gibi konular1 da kapsar. Bu
sayede, adli ve cezai islemlerde veri korumasinin saglanmasi ve bireylerin temel

haklarmna saygi gosterilmesi amaglanmaktadir.

150 Bozkurt, ss. 69-71; Dllger, ss. 106-109; Ayse Nur Akinci, Avrupa Birligi Genel Veri Koruma
Tiiziigii’niin Getirdigi Yenilikler ve Tiirk Hukuku Bakimindan Degerlendirilmesi, T.C.
Kalkmma Bakanhg: Yayinlari, Ankara, 2017, ss. 14-19.

151 Diilger, s. 100.

152 Girsel, s. 153, 154.

153 Juraj Sajfert ve Teresa Quintel, “Data Protection Directive (EU) 2016/680 for Police and Criminal
Justice Authorities”, SSRN Papers Web Sitesi, 2017, https://ssrn.com/abstract=3285873, (E.T.
12.08.2022), s. 3.
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2006/24/EC Sayil1 Iletisim Trafik Verilerinin Saklanmas1 Direktifi ise kamu
giivenligi ve ulusal savunma amaglariyla, Avrupa Birligi iiyesi iilkelerdeki iletisim
hizmeti saglayicilarina, iletisim trafigi verilerini, belirli bir siire boyunca saklama
yetkisi veren ve bu verilere yetkili makamlar tarafindan erigsme yetkisi saglayan bir
diizenlemeyi icermektedir. Bu veriler, yetkili makamlarin su¢ sorusturmalarini
yiirlitmek ve kamu gilivenligini saglamak amaciyla kullanilacaktir. Fakat ciddi sug
kavrammin yasal smirlarin1 ¢izmemesi, veri saklama siirelerinin uzunlugu ve veri
giivenliginin eksikligi gibi hususlarda ¢ok fazla tartismaya yol agmustir®>*. Nihayetinde
ABAD’n 6niine gelen olayda, Digital Rights Ireland karariyla, 2006/24/EC Sayili
Direktif'i gegersiz kilan bir karar verilmis ve veri saklama siirelerinin ve kullanim
amacmin dlgiiliiliik kistasina uygun olmasi gerektigi vurgulanmugtir®°,

Avrupa Birligi biinyesinde bahsedilmesi gereken diizenlemelerden son ikisi de
45/2001 Sayilr ve 2018/1725 Sayili Avrupa Birligi Kurumlar1 Veri Koruma
Tuzukleridir. 2001/45/EC Sayili Avrupa Birligi Kurumlar1 Veri Koruma Tiizigi,
adindan da anlasilacagi lizere, Avrupa Birligi kurumlar1 ve organlarinin kisisel verileri
nasil isleyecegini diizenlemek amaciyla kabul edilmistir. Ayrica bu belgeyle, s6z
konusu faaliyetleri denetlemek ve gerektiginde danigmanlik vermek i¢in bagimsiz bir
kurum olan Avrupa Veri Koruma Denet¢iligi kurulmustur. Fakat 2018 yilinda
GDPR’n vyiiriirlige girmesinin ardindan, GDPR ile olan yeknesakligin saglanmasi
amaciyla 45/2001 Sayili Tiziik kaldirilarak, yerine yine ayni ihtiyact karsilamak
iizere, 2018/1725 Sayili Avrupa Birligi Kurumlar1 Veri Koruma Tiiziigii kabul
edilmistir’®®, GDPR ile hikimleri blyik olciide benzese de birtakim farkliliklar
icermektedir. Ornegin, GDPR AB iiyesi devletlerce uygulanirken, 2018/1725 Sayili
Tiiziik Avrupa Birligi kurumlar1 ve organlarinca uygulanmaktadir. GDPR, kisisel
verilerin islenebilmesi i¢in genelde acik ve Ozgiir iradeye dayali riza alinmasini
gerektirirken; 2018/1725 Sayili Tiiziik, AB kurumlarmin islemesi gereken verilerin
0zel ve hukuki amaclarini belirlemistir. Yine, GDPR, veri isleme amaglarin1 genel ve
genis bir sekilde belirlerken; 2018/1725 Sayili Tiiziik, AB kurumlarinin faaliyetlerinin

0zgiin ihtiyaclarina uygun olarak daha spesifik amaglar 6ngormiistiir.

154 Diilger, s. 101, Kiizeci, s. 193.

155 ABAD, 08.04.2014 tarih ve C-293/12 numarali Digital Rights Ireland Ltd v. Minister for
Communications, Marine and Natural Resources karari, https://eur-lex.europa.eu/legal-
content/EN/TXT/?uri=CELEX%3A62012CJ0293, (E.T. 12.08.2022).

1%6 Diilger, s. 101, 102.
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b. Ulusal Hukuktaki Dluizenlemeler

(1) Anayasa

Anayasa’nin  20. maddesine, 2010 yilinda yapilan anayasa degisikligi
referandumu ile;

Herkes, kendisiyle ilgili kisisel verilerin korunmasini isteme hakkina sahiptir. Bu
hak; kiginin kendisiyle ilgili kisisel veriler hakkinda bilgilendirilme, bu verilere
erisme, bunlarm diizeltilmesini veya silinmesini talep etme ve amaglar
dogrultusunda kullamlp kullamilmadigim ogrenmeyi de kapsar. Kisisel veriler,
ancak kanunda ongoriilen hallerde veya kiginin agik rizasiyla islenebilir. Kisisel
verilerin korunmasina iliskin esas ve usuller kanunla diizenlenir.

hikmi ilave edilerek kisisel verilerin korunmasi hakki teminata baglanmistir.
Hiikiimde sayilan haklar, metnin lafzindan da anlasilacag tizere, tahdidi nitelikte
degildir. Kisiler, ilgili kanun kapsaminda kendilerine sunulan diger imkanlardan da
yararlanabilir.

Esasen bu degisiklik yapilmadan 6nce de bireylerin kisisel verileri herhangi bir
anayasal teminattan yoksun degildi. Aksine 2. maddede diizenlenen “hukuk devleti
ilkesi”, 17. madde kapsaminda dlzenlenen “bireyin maddi ve manevi varligmi
serbestce gelistirme hakki”, 20. madde kapsaminda diizenlenen “6zel hayatin gizliligi
hakk1”, 21. maddedeki “konut dokunulmazligi”, 22. maddedeki ‘“haberlesmenin
gizliligi ilkesi”, 24. maddede getirilen “dini ve vicdani kanaat hiirriyeti”, 25. maddede
diizenlenen “diistince ve kanaat hiirriyeti” gibi hak ve hiirriyetleri diizenleyen
hiikkiimler kisisel verilerin korunmasi hakkmin temeli olarak kabul edilebilir®®’.
Nitekim Anayasa Mahkemesi de, Anayasa’nin 20. maddesine bu diizenleme
eklenmeden Once kisisel verilere iliskin koruma, bahsedilen hak ve o6zgurlikler

158

kapsaminda yorumlamaktaydi~°. Yine Anayasa’nin 40. maddesinde kisilere taninan

157 Kiizeci, ss. 266-272; Simsek, s. 111.

1% Anayasa Mahkemesi, 25.06.2008 tarih ve E. 2006/167, K. 2008/86 karari,
https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T. 16.08.2022). 5429 Sayili Kanun m. 8
uyarinca, kisiler Tiirkiye Istatistik Kurumu’nun istedigi verileri paylasmak zorundayd: ve m. 54/2-
b uyarinca bu yiikiimliiliige aykir1 davrananlara karst uygulanacak bir para cezasi bulunuyordu.
Mahkeme, bu diizenlemeler belirsiz oldugundan kisisel veri olarak nitelendirilebilecek verilerin de
Kurum tarafindan talep edilebilecegi, lilkede en giiglii veri tekelinin Kurum’un kendisi oldugu, bu
diizenlemelerin bireyleri idare ve diger kisiler karsisinda korumasiz biraktigi, bu haliyle iptali
istenen bu hiikiimlerin Anayasa’nin 20. ve 25. madde hikimlerine aykiri olacagi gerekgesi ile iptal
edilmesine karar vermistir.
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temel hak tanman hak ve Ozglrliklere bir miidahale s6z konusu oldugunda
gecikmeksizin yetkili mercilere miiracaat etme imkaninin verilmesini talep etme
hakkinin oldugu ve devletin igslemlerinde kisilerin hangi kanun yollarina ve makamlara
bagvurabilecegini ve basvuru siirelerini gostermek mecburiyetinde oldugu
diizenlenmistir. Bdylece kisisel verilerin korunmasi hakki, dolayli anlamda
korunmaktaydi. Ancak Anayasa’nin m. 20/3’¢ yapilan ekleme ile kisisel verilerin
korunmasi1 hakki diger haklardan bagimsiz bir hak statiisiine kavusarak bu hakkin
temel, vazgecilmez ve devredilemez bir hak oldugu kabul edilmis ve boylece bu hakka
yapilacak miidahalenin smirlar1 da oldukga daraltilmigtir®®®,

Kisisel verilerin korunmasi hakkina yapilacak miidahale kapsaminda, 6ncelikle
Anayasa’nin 13. ve 15. maddeleri baglaminda gosterilen cerceve dikkate alinmalidir.
Anayasa m. 13’e gore “temel hak ve hiirriyetler, 6zlerine dokunulmaksizin yalnizca
Anayasa’nin ilgili maddelerinde belirtilen sebeplere bagl olarak ve ancak kanunla
smirlanabilir”. Madde hitkmiinden de anlasilacagi iizere temel hak ve hiirriyetler, ilgili
maddelerde hangi sinirlama sebebi Ongoriilmiis ise, yalnizca o sebeple

sinirlandirilabilmektedir®®

. Ayrica temel hak ve 6zgiirliikler ¢cagdas demokrasilerde,
hakka keyfi gerekcelerle miidahale edilmemesinin saglanmasi adina, idari islemlerle
smirlandirilamaz. Nitekim Anayasa’da kisisel verilerin, kisinin acik rizasi ile ya da
sadece kanunda Ongoriillen hallerde islenebilecegi diizenlenmistir. Bu nedenle,
anayasal teminat altina alinmis temel bir hak ve hirriyet olan kisisel verilerin
korunmas1 konusunda, idari makamlar tarafindan getirilen sinirlamalar hukuka aykir1
olacaktir®®?,

Kisisel verilerin ancak kanunda 6ngoriilen hallerde veya kisinin agik rizasiyla
islenebilecegine dair diizenlemenin Anayasa m. 13’e aykirilik tekvin ettigi ifade
edilmektedir. A¢iklandig tlizere, temel hak ve hiirriyetler, 6zlerine dokunulmaksizin

yalnizca Anayasa’nm ilgili maddelerinde belirtilen sebeplere bagli olarak

smirlandirilabilir. Her ne kadar bu sinirlama ancak bir kanunla yapilabilirse de

19 Giiray Dag, Kisisel Verilerin Ceza Muhakemesi Hukukunda Delil Olarak Kullanilmasi,
(Yayinlanmamis Doktora Tezi), Marmara Universitesi Sosyal Bilimler Enstitiisii, istanbul, 2011, s.
59.

160 Kemal Gozler, “Anayasa Degisikliginin Temel Hak ve Hiirriyetlerin Sinirlandirilmas: Bakimindan
Getirdikleri ve Gétiirdiikleri: Anayasanin 13'iincii Maddesinin Yeni Sekli Hakkinda Bir Inceleme”,
Ankara Barosu Dergisi, Sayt: 59 Cilt: 4, Ankara, 2001, (Anayasa M. 13), s. 64.

161 Erhan Tanju, ATHM Kararlar1 Isiginda ifade ve Basin Ozgiirliigii, Seckin Yaymcilik, Ankara,
2012, s. 142.
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kisitlama sebeplerinin diizenlenmesi kanuna birakilamaz. Fakat m. 20/3’teki
diizenlemenin sinirlama nedenlerini belirleme yetkisini kanuna verdigi, bu yiizden bu
diizenlemenin kisisel verilerin etkin sekilde korunmasma engel olabilecegi
belirtilmektedir'®2,

Belirtildigi lizere, Anayasa’nin 13. maddesi kapsaminda belirtilen sinirlamalar,
“Anayasa’nin soziine ve ruhuna, demokratik toplum diizeninin ve laik Cumhuriyetin
gereklerine ve Olgiliilik ilkesine aykir1 olamaz”. Anayasa Mahkemesi, kanunla
getirilen sinirlamanin, 0 hakkin 6ziine miidahale etmediginin kabul edilmesi igin
kullanimmi miihim 6lgiide zorlastirip amacina ulasmasina engel teskil edip etmedigini
ve etkisini ortadan kaldiran bir nitelik tasiyrp tasimadigmni onemsemektedir'®, Bu
husus elbette, temel haklardan biri olan kisisel verilerin korunmasini isteme hakkini
ortadan kaldiran ya da kullanilmasmi asir1 sekilde zorlastiran sinirlandirmalarin
acisindan da gecerlidir ve Anayasa Mahkemesi tarafindan hakkin 6ziine dokunan
smirlamalar olarak kabul edilmektedir!®.

Elestirilen yanlar1 olsa da, Anayasa’ya kisisel verilerin korunmasi hakkinin
eklenmesiyle, kisilerin verilerinin gelecegini belirleme ve mahremiyet haklarini

dogrudan giivence altina alma, teknolojik gelismelere ayak uydurma, tarafi oldugumuz

162 Kiizeci, s. 266.

163 Anayasa Mahkemesi, 18.06.2009 tarih ve E. 2006/121, K. 2009/90 Kkarari,
https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T. 17.08.2022).

164 Mahkeme, kisisel verilerin korunmasina dair bazi hiikiimler igeren ve 703 sayili KHK ile ilga edilen
5952 sayili Kamu Diizeni ve Giivenligi Miistesarlig1 Teskilat Kanununun ilgili maddesinin iptali
talebiyle acilan davada, “hakkin 6zii” kavramu ile ilgili degerlendirme yaparak ilgili yasa hiikiimleri
hakkinda karar vermistir. Gerekgede ise su ifadeleri kullanmustir: Terdrle miicadele alaninda
politikalar gelistirme konusunda yetkili olan Miistesarligin gorevierini ifa edebilmesi icin bireylerin
kisisel verileri de dahil olmak iizere bazi bilgi ve belgelere gereksinim duymast kaginimazdur. Iptali
istenen dlzenlemede, veri ve bilgilerin terorle miicadele konusuyla siirl olacagi net bir sekilde
ifade edilmigstir. S6z konusu diizenleme kisisel verilerin korunmasi konusunda Anayasa’mn 20.
maddesi ile getirilen korumaya aykirt herhangi bir diizenleme de bulunmamaktadir. TCK 'min kisisel
verilerin korunmast konusunda getirdigi diizenlemelerin, Miistesarlik personeli bakimindan da
gecerli oldugu aciktir. Bu yiizden, davaya konu teskil eden diizenleme ile Kamu Diizeni ve Giivenligi
Miistesarligina terérle miicadele konusu ile simirli olmak kaydiyla saglanan veri ve bilgi toplama
yetkisinin, 6zel hayatin gizliligi ilkesi kapsaminda kisisel verilerin korunmasi hakkina olgiisiiz bir
stirlama oldugunu soylemek miimkiin degildir. Ayrica, bu kuraln kigisel verilerin korunmasi
hakkani radikal sekilde giiclestiven ya da ortadan kalkmasina neden olan, dolayisiyla hakkin oziine
dokunan bir simirlama olmadigi da nettir. Burada her ne kadar bir iptal karar1 ¢itkmamigsa da kigisel
verilere dair bir sinir ¢izmeden, kigisel veri toplanmasina dair kosullar belirlenmeden, kapsam tespit
edilmeden her tiirlii kisisel verinin toplanabilmesine imkan verilmesinin, kisisel verilerin korunmasi
hakkmm 6ziine dokunulmasina yol agacagi ileri siiriilmiistiir. (Anayasa Mahkemesi, 19.01.2012
tarih ve E. 2010/40, K. 2012/8 karar1, https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T.
17.08.2022)).
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uluslararasi belgelerle olan uyumu saglama ve demokratik degerleri desteklemeye

verilen 6nemi gostermeye verilen 6nem vurgulanmustir.

(2) Kisisel Verilerin Korunmasi Kanunu

Tarafi oldugumuz kisisel verilerin korunmasina dair uluslararasi belgelere ve
cesitli kanunlarda yer alan koruma hiikiimlerine ragmen i¢ mevzuatimizda ayr1 bir
kanun yapilmasi ¢ok uzun zaman almistir. 07.04.2016 tarihinde KVKK yiirtirlige
girmeden once, iki ayri tasari hazirlanmasina ragmen yasama donemi igerisinde

165

kanunlastirilmadig1 i¢in tasarilar kadik kalmigtir Kanunun hazirlanmasinda

cogunlukla 95/46/EC Sayili Direktif esas alinmugstir'®®

. Ancak kanunun yapilmasinda
o kadar gecikilmistir ki, Avrupa Birligi ayn1 y1l Direktif zamanin ihtiyag¢larma cevap
vermedigi i¢in daha kapsamli korumalar ve yenilikler getiren GDPR’yi kabul etmistir.
KVKK’deki eksikliklerin GDPR’de yer alan ilke ve esaslar 6rnek almarak mahkeme
kararlariyla ~ veya  yapilacak  kanun  degisiklikleriyle giderilebilecegi
diisiiniilmektedir®®’.

Kanunun amac1 ilk maddede, “kisisel verilerin islenmesinde basta 6zel hayatin
gizliligi olmak iizere kisilerin temel hak ve 6zgiirliiklerini korumak ve kisisel verileri
isleyen gercek ve tiizel kisilerin yiikiimliliikleri ile uyacaklari usul ve esaslar
dizenlemek” olarak belirtilmistir. Kanunun kapsami olarak ise, “kisisel verileri
islenen gercek kisiler ile bu verileri tamamen veya kismen otomatik olan ya da
herhangi bir veri kayit sisteminin pargasi olmak kaydiyla otomatik olmayan yollarla
isleyenler” olarak belirlenmistir. Bu diizenlemenin GDPR m. 2/1 ile paralel oldugu
gorilmektedir'®®, Bu baglamda, bir veri kayit sisteminin pargasi olmaksizmn otomatik

olmayan yolla islenen veriler, KVKK’nin uygulama alanmma girmemektedir. Fakat

165 Kisisel Verileri Koruma Kurumu, Kisisel Verilerin Korunmasi Kanununa fliskin Uygulama
Rehberi, KVKK Yayinlari, Ankara, 2019, (Rehber), s. 23.

166 1/541 Esas Numarali Tasar1 gerekgesinin cesitli yerlerinde dogrudan Direktif’e atif yapilmustir.
(Tirkiye  Biiyiik  Millet  Meclisi, 117  Sayih  Kanun  Tasarist  ve  Rapor,
https://mww5.tbmm.gov.tr/sirasayi/donem26/yil01/ss117.pdf, (E.T. 25.08.2022)).

167 Fatma Kog, Is Tliskisinde Kisisel Saghk Verilerinin Islenmesi, On iki Levha Yayinlari, Istanbul,
2022, s. 81.

1688 GDPR m. 2/1: Bu Tiiziik, kisisel verilerin tamamen ya da kismen otomatik araglarla islenmesine ve
kisisel verilerin otomatik araglar haricinde bir dosyalama sisteminin parcasini olusturan veya bir
dosyalama sisteminin pargasini olusturmasi amaclanan araglarla islenmesine uygulanir. (Avrupa
Birligi ~ Bakanhgi,,  “GDPR  Cevirisi”,  https://www.kisiselverilerinkorunmasi.org/wp-
content/uploads/2017/09/GDPR-Turkge-Ceviri-AB-Bakanligi.pdf, (E.T. 25.08.2022).
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Tirk Ceza Kanunu’ndaki (TCK) diizenlemeler, bu verilere koruma saglar'®®. Ayrica
KVKK m. 28’de; sayilan hususlar da KVKK kapsami disinda brrakilmistir. Bu
diizenleme idarenin keyfi uygulamalarma yol acabilecegi i¢in elestirilmistir®’°.

Kanunun sistematigine bakildiginda, kisisel verilere iligkin tanimlari, veri
isleme sartlarini ve ilkelerini, verilerin aktarilmasini, veri sorumlusu ve sahibinin hak
ve yukamliluklerini, veri turlerini, denetim mekanizmalar1 ve bunlara bagvuru
usullerini, veri sorumlular1 sicilini ve Kisisel Verileri Koruma Kurumu’nu diizenledigi
anlasilmaktadir.

Kanun, bagimsiz bir otorite olmasi gereken Kisisel Verileri Koruma
Kurumu’na Cumhurbaskani tarafindan iiye atamasi yapilmasi gibi c¢esitli agilardan
elestirilse de'’™, kisisel verilerin korunmasi alanmi kapsayici ve Ozerk bir bicimde
diizenlemesi ve kisisel verileri isleyenlerin uymalari gereken usul ve esaslari

diizenlemesi bakimindan hukukumuzda 6nemli bir yere sahiptir.

(3) Medeni Hukuk

Kisilerin ehliyetleri ve bu sebeple sahip olduklar1 maddi ve manevi ¢ikarlari
tizerindeki haklarinm kisiligi olusturdugu kabul edilmektedir'’2. Bu baglamda kisinin
adi, serefi, viicut biitlinliigii, ekonomik ve diisiinsel etkinliklerine, milklerine iliskin
haklar1 da kisilik hakki igerisinde olup bu kapsamda korunmaktadir!’. Bu
sayilanlardan kisinin ismi, kisisel saglik bilgileri, ekonomik durum bilgileri gibi
bircogunun kisisel veri olarak kabul edildigi ¢esitli basliklar altinda detayl1 bir sekilde
anlatilmisti. Bahsedildigi {izere, Anayasa’da temel bir hak olarak ihdas edilen kisisel
verilerin korunmasi hakkinin, anayasalarda yer alan insan onuru, 0zel yasamin

gizliligi, maddi ve manevi varhigmi gelistirme gibi bircok temel hak ve dzgurlikle

189 Kog, s. 83.

170 Alaattin Biik, Bilisim Alaninda Kisisel Verilerin Korunmasi, Yetkin Yaymlari, Ankara, 2021, ss.
88, 89; Giirsel, s. 165.

171 Seven, s. 78.

172 Turgut Akintiirk, Jale Akipek ve Derya Ates Karaman, Medeni Hukuk, Beta Yayincilik, istanbul,
2022, s. 341.

173 Akmtiirk, Akipek ve Ates Karaman, s. 342, 343.
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iligkili oldugu, dolayisiyla kisilik hakkmmn da bir pargasi oldugu su gotiirmez bir
gercektirt™,
Turk Medeni Kanunu (TMK) m. 24’te;

Hukuka aykirt olarak kisilik hakkina saldirilan kimse, hakimden, saldirida
bulunanlara karsi korunmasim isteyebilir. Kisilik hakki zedelenen kimsenin
rizasi, daha tistiin nitelikte 6zel veya kamusal yarar ya da kanunun verdigi
vetkinin kullanilmasi sebeplerinden biriyle hakli kilinmadikea, kisilik haklarina
vapilan her saldiri hukuka aykiridir.

denilmek suretiyle kisilik haklari, dolayisiyla bireylerin kisisel verileri koruma altina

almmustir. Ayrica 25. maddede “kisilik hakk: saldiriya ugrayanm, hakimden saldiri
tehlikesinin 6nlenmesini, siirmekte olan saldirtya son verilmesini, sona ermis olsa bile
etkileri devam eden saldirmin hukuka aykiriligmm tespitini isteyebilecegi”
ongoriilmiistiir. Benzer sekilde, birey kisisel verisi olan adinin da 26. maddedeki
diizenleme ile korunmasini isteme hakkina sahiptir. Ayrica kisiligi haksiz bir sekilde
saldirtya ugrayan kisiler, Turk Borglar Kanunu (TBK) genel hukimlerine gore
tazminat da talep edebilecektir.

(4) Is Hukuku

Hayatini1 idame ettirebilmek i¢in ig sahibi olmak olduk¢a 6nemlidir. Bu nedenle
is hayati, kisinin yasaminda olduk¢a genis ve dnemli bir yer kaplar. Iscilerin kisisel
verileri, sadece is iliskisinin devam ettigi siirece degil, iliskinin kurulmasindan 6nce

175 Ornegin is basvurusu igin gonderilen

ve sonlanmasidan sonra bile ihlallere agiktir
0zgegmisler; adaym adi, dogum tarihi, 6nceki is tecriibeleri, aldig1 egitimler, hobileri
gibi konularda kisisel veri ihtiva etmektedir. Ise alindiktan sonra, is¢inin
performansina iliskin degerlendirmeler birer kisisel veri olarak kabul edilmektedir. Is

iliskisinin sona ermesinden sonra, is¢inin emekli olup olmadigi hakkinda bilgi sahibi

174 Almanya Anayasa Mahkemesi de 1983’te verdigi Niifus Saymmi (Volkszahlung) kararinda bu
durumu vurgulamistir. Karara gore, verilerin sinirsizca kaydedilmesi, bu verilere her zaman
erisilebilir olmasi ve kisinin profillenmesi ihtimali; izerinde psikolojik baski kurulmasi ve kamusal
yasama katilimmi olumsuz etkileme riski dogurabilir. Bu durum da bireyin kisisel gelisim hakkin1
ve kamu ¢ikarlarini tehlikeye atabilir. Gelecekte ¢esitli yasam iligkilerinin nasil sekillenecegi ve bu
iliskilerin sinirlar1 konusunda kararlar, bireyin kendi iradesiyle alinmalidir. Bu nedenle, "bilgilerin
gelecegini belirleme hakki" ilkesi, kisisel veriler iizerinde tam kontrole sahip olma hakkini vurgular
(Simsek, ss, 114, 115.)

175 Kiizeci, s. 280.
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olabilir. Bu nedenle is¢inin kisisel verilerin gizliliginin ve giivenliginin saglanmasi
biiyiik bir 6nem tagir.

Ornek olarak, Is Kanunu m. 75°teki hiikiimle isveren, “is¢i hakkinda edindigi
bilgileri diirtistliik kurallar1 ve hukuka uygun olarak kullanmak ve gizli kalmasinda
is¢inin hakli ¢ikar1 bulunan bilgileri agiklamamakla” yUkimli kilinmustir. Yine bu
hiikkmii tamamlar sekilde!’®, Tiirk Borglar Kanunu m. 419°da isverenin, “isciye ait
kisisel verileri, ancak is¢inin ise yatkiligiyla ilgili veya hizmet s6zlesmesinin ifasi
icin zorunlu oldugu &lgiide kullanabilecegi” hiikiim altma alinmustir. Isverenin bu
yukumliliklere aykir1 olarak hareket etmesi halinde, is¢inin s6zlesmeyi Is Kanunu m.
24/2 uyarimnca hakli nedenle feshetme hakki oldugu ileri stirtilmektedir'’’. 6331 Sayili
Is Saghg1 ve Giivenligi Kanunu m. 15/5’te de “saghk muayenesi yaptirilan ¢alisanin
0zel hayat1 ve itibarinin korunmasi agisindan saglik bilgilerinin gizli tutulacagi”

diizenlenmistir.

(5) Ceza Hukuku

Kisisel veriler ceza hukuku kapsaminda genis bir korumaya sahiptir. Tlrk Ceza
Kanunu’nun 9. boélimd, 6zel yasami ve yasamin gizli alanini korumaya yonelik ceza
normlarmi konu almistir. Kanunun 132. ve 140. maddeleri arasinda haberlesmenin
gizliligini ihlal, kisiler arasindaki konusmalarin dinlenmesi ve kayda alinmasi, 6zel
hayatin gizliligini ihlal, kisisel verilerin kaydedilmesi, verileri hukuka aykir1 olarak
verme veya ele gegirme ve verileri yok etmeme fiilleri sug olarak diizenlenmistir. Ozel
hayatin gizliligini ihlal sucu, digerlerine gore daha genel nitelikli bir suctur. Ayrica,
TCK m. 239°da yer alan ticari sir, bankacilik sirr1 veya miisteri sirr1 niteligindeki bilgi
veya belgelerin aciklanmasi sugu ve m. 258’de yer alan goreve iliskin sirrin
aciklanmasi suglari kisisel verilerin korunmasina yonelik diizenlemelerdir. Yine TCK
m. 243 ve sonrasinda diizenlenen bilisim alanindaki suglarin da dolayli yoldan bu
amaca hizmet ettigi ifade edilebilir.

Kanunun en 6nemli eksigi, kisisel veri tanimin1 agik¢a yapmamis olmasidir.

Bu nedenle ceza hukukuna hakim olan, kanunilik ve belirlilik ilkelerine aykir1 hareket

176 Kog, s. 87.
17 Toprak, s. 168.
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edilmistir. KVKK, s6z konusu cezai diizenlemelerin yapildigi tarihten sonra yiiriirliige
girdigi i¢in her iki kanunun terminolojisi arasinda farkliliklar bulunmaktadir. Bu
nedenle KVKK’ye mugayir bazi1 eylemler, TCK’de sug olarak ihdas edilmediginden
cezalandirilamamaktadir!®, TCK ve KVKK hiikiimlerinin uyumlu hale getirilmesi ve
eksikliklerin giderilmesi gerekmektedir.

Benzer sekilde Ceza Muhakemesi Kanunu (CMK) da kisisel verilerin
korunmasina yonelik kisitl bazi1 hitkiimler igermektedir. CMK m. 135/6’da “iletisimin
tespitine yonelik siirenin dolmasi veya hakim tarafindan aksine karar verilmesi halinde
kayitlarin derhal imha edilecegi” belirtilmistir. Bireylerin viicut muayenesi, bedenden
numune alinmasi ve molekiiler genetik inceleme islemlerinin sonuglari, CMK m. 80
uyarinca “kisisel veri niteliginde olup, baska bir amacla kullanilamaz; dosya igerigini
o0grenme yetkisine sahip bulunan kisiler tarafindan bir baskasina verilemez. Kosullari
olustugunda ise Cumhuriyet savcisinin huzurunda derhal imha edilir”. Benzer bir
diizenleme TCK m. 81°de “kisinin fotografi, beden 6l¢iisii, parmak ve avug ici izi,
bedeninde yer alan ve teshisini kolaylastiracak diger 6zellikleri ile sesi ve goriintiileri”

icin de Ongoriilmiistiir.

(6) idare Hukuku

Bilindigi tizere, idare hukuku kodifiye edilmemis bir alandir; yani idare
hukukuna iliskin mevzuat tek bir ¢at1 altinda toplanmamustir ve yargi igtihatlari ile de
gelisim gostermektedir. Kisisel verilerin idare hukuku alaninda korunmasina iliskin
cesitli kanunlarda birden fazla 6rnek bulunsa da bunlarin en belirgini, 4982 Sayili Bilgi
Edinme Kanunu 21. maddesinde yer alan dizenleme Uzerinden verilebilir. Anilan
hiikiim geregince, “Kisinin izin verdigi haller sakli kalmak iizere, 6zel hayatin gizliligi
kapsaminda, agiklanmasi halinde kisinin saglik bilgileri ile 6zel ve aile hayatina, seref
ve haysiyetine, mesleki ve ekonomik degerlerine haksiz miidahale olusturacak bilgi
veya belgeler, bilgi edinme hakki kapsami digindadir”. Yine 22. maddeye gore,
“haberlesmenin gizliligi esasini ihlal edecek bilgi veya belgeler de, bu kanunun

kapsami digindadir”. Nitekim emniyet miidiirliigiinde gorevli iken atesli silahla

178 Ugur Orhan, “Kisisel Verilerin Korunmasma Iliskin Tiirk Ceza Hukuku Diizenlemeleri Uzerine
Degerlendirmeler”, Ankara Universitesi Hukuk Fakiiltesi Dergisi, Cilt: 70, Sayi: 4, Ankara, 2021,
s. 1359.
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intihara tesebbiis eden ve tedavi gordiigii hastanede hayatin1 kaybeden polis
memurunun annesinin, avukati araciligi ile yaptigi bagvuruda, memurun personel sicil
ve Ozlik dosyasi, Olime iligkin yiirlitiilen idari sorusturma dosyasi gibi birtakim
evraklarm kendisine verilmesini istemistir. idarenin verdigi ret cevabi nedeniyle Bilgi
Edinme Degerlendirme Kurulu’nun 6niine gelen basvuruda, bagvurucunun talebinin
karsilanmasi gerektigi ancak bu esnada Uglncu kisilere ait hiviyet bilgileri ile
hiviyetlerinin saptanmasina olanak veren bilgi ve ifadeler karartilmak suretiyle 6zel

hayatin korunmasina riayet edilerek yapilmasi gerektigi ifade edilmistir!’®.

4. Kisisel Verilerin Korunmasinin Hukuki Niteligi
a. Temel Insan Hakki Goriisii

Ozellikle Avrupa hukukunda baskin olan ve bizim de katildigimz goriis,
kisisel verilerin korunmasi hakkinin temel bir insan hakki oldugu yOniindeki
goriistiir'®. Bu goriisiin temelinde, kisisel verilerin korunmas1 hakkmin insan onuru
ve 0zel hayatin gizliligi gibi bir¢cok temel hak ve 6zgiirliikle yakindan iliskili olmasi
yatmaktadir. Gergekten de teknolojinin gelismesi ve dijital iletisimin yaygmlasmasiyla
birlikte kisisel verilerin toplanmasi, islenmesi ve paylasilmasinin arttigi bir doneme
girilmistir. Bu nedenle bireylerin temel haklarma ve 0zgirliklerine yapilan
miidahaleler g¢esitlenmis ve artmustir. Kisisel verilerin korunmasi, bireylerin ifade
Ozgiirligl,, diisiince Ozgirligii ve hareket Ozgirliigli gibi temel Ozgiirliiklerini
desteklemektedir. Kisisel verilerin kotiiye kullanilmasi veya ihlal edilmesi, bu
ozgiirliikleri smirlayabilir, bu da demokratik toplum yapisinin tehlikeye girmesine yol
acar. Tarihsel slre¢c boyunca, gesitli ulusal ve uluslararasi hukuk sistemlerinde
kisilerin veri giivenligini saglamak i¢in birgok diizenleme yapilmistir. TUrkiye’nin
taraf oldugu bircok insan hakki belgesi, veri korumayla iliskilendirilebilecek hiikiimler
icermektedir. 2010 yilinda yapilan referandumla, kisisel verilerin korunmasini isteme
hakki, bir temel hak olarak Anayasa’ya eklenmistir. Yine KVKK m. 1 mucibince,

“kisisel verilerin islenmesinde basta 6zel hayatin gizliligi olmak tizere kisilerin temel

179 Bilgi Edinme Degerlendirme Kurulu, 04.08.2021 tarih ve 2021/959 sayili Kkarari,
https://bedk.adalet.gov.tr/SayfaDetay/kararlar13072021121109, (E.T. 20.08.2022).
180 Diilger, s. 80; Kiizeci, s. 67.
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hak ve ozgurliklerini korumak” amaciyla s6z konusu kanun yapilmistir. TUm bu
nedenlerle, kisisel verilerin korunmast hakkinin temel bir insan hakki oldugu
kuskusuzdur.

Bu konudaki temel soru, kisisel verilerin korunmasi hakkmin yakinen iliskili
oldugu 6zel hayatm gizliligi ve mahremiyet hakki siimuliinde kalan bir hak m1 yoksa
bagimsiz bir hak m1 oldugudur. Zira AIHM, kisisel verilerle ilgili olarak verdigi ¢esitli
kararlarda, tarafi oldugumuz AIHS m. 8’de &ngoriilen Gzel yasama saygi hakki
kapsaminda degerlendirme yaparak ihlal olup olmadigmi belirtmektedir’®!. Fakat
Avrupa Birligi Temel Haklar Sarti’nda 6zel yasama saygi (m. 7) ile kisisel bilgilerin
korunmasi (m. 8) haklar1 ayr1 ayr1 diizenlenmistir. O halde, kisisel verilerin korunmasi
hakki ile 6zel hayatin gizliligi ve mahremiyet hakki arasindaki miinasebet hala
¢Oziimlenmemis bir sorun olarak durmaktadir.

Kanaatimizce kisisel verilerin korunmas1 hakki, digerleriyle dirsek temasini
strdurse de onlardan bagimsiz bir hak olarak kabul edilmelidir. Zira bu iki hak, bir
verinin kigisel veri sayilabilmesi i¢in illa ki kiginin giz alanima ait veya sir niteliginde
olmasi gerekmedigi'® icin her durumda ortiismez. Bilindigi ilizere 6zel hayatn
gizliligi, insan haklarinin hukuksal agidan gruplandiriimasinda, Jellinek’in negatif
statli haklar1 kategorisine girmektedir. Bu tip haklarda, hakkin yerine getirilmesi i¢in
devletten sadece karigsmamasi ve engellememesi beklenir. Yani devletin bir pozitif
harekette bulunmasi gerekmez; kisi, haklarindan devletin bir muaveneti olmaksizin
kendisine yaratilan &zerk alan sayesinde yararlanir'®, Bu baglamda &zel hayatmn
gizliligi hakkinin sagladig1r korumanin, kisisel veriler gizli tutuldugu siirece gegerli
olacagi sonucu ¢ikacaktir ki bu husus her kosulda gegerli degildir. Ornegin, kisinin
alenilestirdigi verileri, hala kisisel verisi olma niteligini haizken; artik herkese agik

hale geldigi i¢in mahremiyetini ihlal etmeyecektir. Yahut kisinin camide, Kilisede ya

181 Yuliia Kovalenko, “The Right To Privacy And Protection Of Personal Data: Emerging Trends And
Implications For Development In Jurisprudence Of European Court Of Human Rights”, Masaryk
University Journal of Law and Technology, Cilt: 16, Say1: 1, 2022, s. 41.

182 Murat Volkan Diilger, “Saghk Hukukunda Kisisel Verilerin Korunmas: ve Hasta Mahremiyeti”,
Istanbul Medipol Universitesi Hukuk Fakiiltesi Dergisi, Cilt: 1, Say:: 2, 2014, (Hasta
Mahremiyeti), s. 45; Yargitay Ceza Genel Kurulu, 17.06.2014 tarih ve E.2012/12-1510, K.2014/331
sayih karari, https://karararama.yargitay.gov.tr/, (E.T. 28.08.2022). S6z konusu kararda, kisinin
zaten onu taniyan herkesce bilinen ve kolaylikla ulasilabilen fotografi, kisisel verisi olarak kabul
edilmistir.

183 Aydin Turhan, “Insan Hakki Kusaklar1 Arasindaki Tamamlayicilik iliskisi”, Inonii Universitesi
Hukuk Fakdltesi Dergisi, Cilt: 4, Say1: 2, 2013, s. 368.
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da havrada dua edip ibadet yapmasi veya destekledigi siyasi partinin mitingine
katilmas1 gibi kamuya agik platformlarda gergeklesen faaliyetlere iliskin bilgiler,
hassas kisisel veri olma niteligini kaybetmeyecegi gibi kisinin giindelik yasaminda
farkli muameleye ugramasina yol acabilecegi i¢in korunmasi gerekmektedir'®*. Yine,
yanlis veri, kisinin mahremiyetini ihlal etmezken; s6z konusu veri iizerinden kimligi
belli veya belirlenebilir bir kisiye ulasilabiliyorsa, bu durumda yine kisisel veri
oldugundan bahsedilebilecektir'®®. Kisi basvuru yaparak bu veriyi diizeltme veya
silme hakkini kullanabilir. TUm bu nedenlerle, klasik insan haklar1 6gretisi
kapsaminda, 06zel hayatin gizliligi hakk:i ile kisisel verilere yeterli koruma
saglanamayacag1 agiktir. Nitekim AIHM de verdigi kararlarda, AIHS’i glnin
kosullarma uygun sekilde dinamik yorumlanmasi gereken “yasayan bir enstriiman”
olarak uyguladig i¢in, kisisel verilerin korunmasi 6zelinde, 6zel hayatin gizliliginin
saglanmas1 hususunda devletlere pozitif yiikimlilik yiklemektedir'®®. Baska bir
deyisle, aslinda hakkin negatif yikiimliiliikklerle sagladigi korumanin yetmedigini
dogrulamaktadir. Devletler, kisisel verilerin korunmasi hakkini kurumsallastirarak bu
konuya iligkin uluslararasi1 belgelere taraf olmakta, kendi i¢ hukuklarimda mevzuat
yapmakta ve bu kurallarin uygulanmasi i¢in bagimmsiz denetim ve kontrol
mekanizmalar1 kurmaktadir. Boylece hem kamu otoriteleri hem de 6zel kisiler bu
kurallara uymak zorunda kalmaktadir. Zira AIHS, dinamik yorum ilkesi olmadigi
zaman, sadece devletlere karst miidahale etmeme yiikiimliliigii a¢isindan koruma
saglamaktadir. AIHM’in devletlere yiikledigi pozitif yiikiimliiliikle artik o hakki hem
koruma hem de gergeklestirmeye yonelik edimlerde bulunma sorumlulugu da
dogar®®’.

Ozel yasamin gizliligi ile kisisel verilerin korunmasi hakki arasindaki bagka bir
fark, 6zel kisilerin sorumluluklarinda yatmaktadir. Ag¢iklandig: tizere, 6zel hayatin
gizliligi hakki, genellikle kamu otoritelerinin miidahale etmemesi ve bireylerin de

mudahale etmemesi icin mevzuat yapma ylukiumliliklerinden olusurken, kisisel

184 Hiiseyin Can Aksoy, “The Right To Personality And Its Different Manifestations As The Core Of
Personal Data”, Ankara Law Review, Cilt: 5, Sayi. 2, Ankara, 2008, (Personal Data), s. 240.

185 Aksoy, Personal Data, s. 241.

186 Kovalenko, s. 43.

187 Semih Batur Kaya, “Insan Haklarinda Devletin Pozitif Yiikiimliiliigii: Avrupa insan Haklari
Mahkemesi ve Anayasa Mahkemesi Uzerine Bir Analiz”, istanbul Medipol Universitesi Hukuk
Fakultesi Dergisi, Cilt: 9, Say:: 1, Istanbul, 2022, s. 56.
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verilerin korumasi hakki hem kamu otoritelerine hem de 6zel kisilere oldukca benzer
yukamlilukler yiiklemektedir. Ornegin, veri giivenligini saglama, veri isleme
amaclarina uygunluk, veri isleme kurallar1 ve smirlamalar1 gibi agilardan benzer
kurallara tabidirler. Ayrica kisisel verilerin korumasi hakkinm ilgili kisilere farkli veri
tirleri Gzerinde 6zel hayatin gizliliginin sagladigindan daha fazla kontrol imkani
vermektedir'®, Gergekten de kisisel verilerin korunmasi kapsaminda, ilgili kisilere
erigsim, bilgilendirilme, unutulma, diizeltme gibi ¢ok yonli ve kendine 6zgu ilkeler
iceren haklar verilmistir. S6z konusu haklar, kisisel verilerin korunmasi hakkinin ayr1
ve bagimsiz bir hak olarak diizenlenmesi sonucunda ortaya ¢ikmis ve somutlagmistir.

Daha genel olarak bakildiginda Anayasa, ayrica diizenlenen kisisel verilerin
korunmasmi isteme hakkiyla (m. 20/3), 6zel yasamin gizliligi hakkina (m. 20/1)
kiyasla ¢ok daha ayrintili bir diizenleme sunmaktadir. Boylece ilgili kisilere
saglanmas1 gereken bazi giivenceleri, yenilik¢i bir sekilde anayasal teminat altina
almistir’®, Kisinin verileri hususunda bilgilendirilme, bunlara erisme, yanlis veya
eksik olmasi halinde diizeltilmesini veya silinmesini talep etme ve isleme gayelerine
yonelik mi tutuldugunu 6grenme haklar1 bunlardan bazilaridir. Buna ek olarak kisisel
verilerin, ancak kanunda 6ngériilen hallerde veya kisinin agik rizasiyla islenebilecegi
de belirtilmistir. Yani tahdidi olmayan sayimla ilgili kisilerin haklar1 ve veri islemenin
kanun veya ag¢ik riza gibi mesru bir dayanaga ihtiya¢ duymasi sart1 anayasal stati
kazanmustir. Ozel hayatin gizliligi veya baska bir temel hakka iliskin diizenlemeden
yola ¢ikarak bu ilkelere ulasilamayacagi g6z oniine alindiginda, kisisel verilerin
korunmas1 hakkinimn ayr1 ve mistakil bir temel hak olarak kabul edilmesinin gerekliligi

bir kez daha anlasilmaktadir.
b. Miilkiyet Hakki Goriisii
Miilkiyet hakkinin sahibine verdigi tam tasarruf yetkisi ve genis yasal koruma

imkanlar1 diisliniildiigiinde, kisisel verilerin de bu korumadan yararlanmasi i¢in bir

miilkiyet tiirii oldugunun ileri siiriilmesi, aslinda ¢ok da sasirtic1 degildir. Ozellikle

188 Kovalenko, s. 43.

189 Maja Brkan, “The Essence of the Fundamental Rights to Privacy and Data Protection: Finding the
Way Through the Maze of the CJEU’s Constitutional Reasoning”, German Law Journal, Cilt: 20,
Ozel Say1 6: Interrogating the Essence of EU Fundamental Rights, 2019, s. 880.
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Amerikan hukuku menseili bu diisiinceye gore, verilerin birer mal oldugu kabul
edilirse, kisiler ¢esitli anlagsmalarla verilerinin kullaniminin karsiligini alabilecek ve

bu sayede kisisel veriler pazar1 daha adil isleyecektir!®

. Ayrica toplama, isleme ve
koruma faaliyetlerinin ekonomik agidan bir hayli kiilfetli olacagindan daha 0zenli
davranmaya itecegi diisiiniilmiistiir'®®.

Ancak piyasa karsisinda bireyin pozisyonu dikkate almarak, durum biraz daha
ince irdelendigi zaman bu yaklasimin kabul edilemeyecegi anlasilmaktadir. Zira
herhangi bir isinin yapilmasi i¢cin devlet kurumlarina basvuracak kisinin, kisisel
verileri iizerindeki miilkiyet hakkindan vazge¢mesi mecburi olabilecektir. Benzer
sekilde, 6zel sektorde de kisilerin, 6zel kurallar1 olan bir pazar olmaksizin, olas1 bir
degis-tokus siirecinde esit konumda olmasi zordur. Her iki durumda da yarar saglayan,
eli guclu olan taraf olan 6zel ve kamu hukuku tiizel kisileri, zarar goren ise zayif
konumda olan bireyler olacaktir'®. Ayrica satildiktan sonra verilerin miilkiyeti el
degistirecegi i¢in, yeni malik eskisinin rizasina ihtiyag duymadan, bu verilerle
istedigini yapma hakkima sahip olacaktir. Verilerin artik hangi sebeplerle kullanilacagi
veya ne gibi {igiincli kisilerin eline gececegi belirli degildir. Kisinin verilerinin
gelecegini belirleme hakki artik ona ait olmayacaktir. Verilerinin islenmesi,
kullanilmas1 veya aktarilmasindan ileride duyabilecegi bir rahatsizlik konusunda
yapabilecegi bir sey kalmayacaktir. Bireyler siradan bir veri objesi olmaktan ileri
gidemeyecektir'®3. Bu nedenlerle, kisisel veriler iizerinde miilkiyet hakki bulundugu
goriisii, “temel haklarin ticaretinin yapilamaz ve devredilemez olusu” ilkesinin

dogasma uygun diismemektedir!®.

190 Kiizeci, s. 62.

191 Steven H. Hazel, “Personal Data as Property”, Syracuse Law Review, Cilt: 70, Say1: 1055, 2020, s.
1059.

192 Kiizeci, s. 63.

193 Almanya Anayasa Mahkemesi de 1983’te kurdugu Niifus Sayimi (Volkszahlung) hilkminde bu
durumu vurgulamustir. Mahkemeye gore, kisisel verilerin korunmasi hakki, kisisel verilerinin
hukuka mugayir ve sinirsizca iglenip paylagilmasi hallerinde kisiye temel bir hak sunarak kisiyi
alelade bir veri nesnesi olmaktan kurtarmaktadir. (Simsek, ss. 114-115.)

1% Diuilger, s. 79.
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c. Fikri Miilkiyet Hakki Goriisii

Fikri mulkiyetin konusunu, fikir ve sanat eserleri olusturur. Diisiinsel bir ugras
sonucu ortaya ¢ikan, orijinal, estetik kiymeti haiz ve onu meydana getirenin
karakteristiklerini tasiyan bilim ve edebiyat, mizik, glzel sanatlar ve sinema eserleri
fikir ve sanat eseri olarak kabul edilir!®. Kisisel veriler de ait oldugu bireyin
Ozelliklerini yansittig1 ve korunmaya ihtiyag duydugundan fikri miilkiyet haklarina
benzetilerek, hukuken bu kavrama tanman imkanlardan yararlanmasi gerektigi ileri
stiriilmiistiir!®. Ancak fikri miilkiyet hakkinda, korunan hukuki degerin, eser sahibinin
eseri lizerindeki emegi ve emegi karsilig1 elde edecegi maddi menfaat oldugu gézden

kagirilmistir®’

. Oysa kisisel verilerin korunmasi hakkinin 6ziinde, ilgili kisinin temel
hak ve Ozgiirliiklerinin korunmasi diisiincesi yatar. Dolayisiyla miilkiyet hakki
goriisiine yapilan elestiriler, bu goriis icin de gegerlidir. Kisisel verilerin ekonomik bir

hak olarak kabul edilip korunmas1 miimkiin degildir.

1. ILGILI KIS

A. Tlgili Kisi Kavram ve Niteligi

1. Genel Olarak

Sahiplik, sozliukte “herhangi bir sey iistiinde miilkiyeti olma, onu yasaya uygun

bir bicimde diledigi gibi kullanabilme” olarak tanimlansa da'®®

, niteligi ve korunmasi
bakimindan miilkiyet hakkindan ziyade temel hak olmasi1 nedeniyle, kisisel verilerin
mal olarak kabul edilemeyecegi ve lizerinde alim-satim veya benzer bir iligskiye konu
olacak bir sahipligin mimkin olamayacagi agiklanmisti. Aslinda GDPR da orijinal

Ingilizce metninde data owner (veri sahibi) yerine data subject (veri 6znesi) terimini

195 Nurbanu Erzurumlu, “Turk Hukukunda Fikri Miilkiyete Konu Mallarm Cebri icrasi”, Yildirim
Beyazit Hukuk Dergisi, Sayi: 3, 2017s. 171.

19 Fikri mulkiyet, hem miilkiyet haklarmi hem de telif hakki ve lisans anlasmalar1 gibi sézlesmeye
dayali haklar1 igerebilir. (Leon Trakman, Robert Walters ve Bruno Zeller, “Is Privacy and Personal
Data Set to Become the New Intellectual Property?”, International Review of Intellectual
Property and Competition Law, Cilt: 50, Sayi: 8, 2019, s. 951).

197 Seven, s. 39.

198 Tirk Dil Kurumu, https://sozluk.gov.tr/, (E.T. 31.08.2023).
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tercih etmistir. Ancak metin dilimize ¢evrilirken “veri sahibi” seklinde bir
Tiirkcelestirme ongdriilmiistiir!®. KVKK’de ise “ilgili kisi” terimi tercih edilmistir.
Tez i¢erisinde de ilgili kisi ve veri 6znesi terimleri birbirlerinin yerine ve ayni anlama
gelecek sekilde kullanilacaktir.

OECD Rehber ilkeleri’nin “Tanimlar” baslikli 1. maddesinde kisisel veri,
“belirli veya belirlenebilir kisiye iliskin herhangi bir bilgi” olarak tanimlanirken
tanimdaki belirli veya belirlenebilir kiginin “veri 6znesi” oldugu ifade edilmistir.
Burada dikkat edilmesi gereken veri 6znesinin yalnizca gercek kisi olabilecegine dair
bir sinirlamanin getirilmemis olmasidir. Yani tiizel kisilerin de veri 6znesi olarak kabul
edilmesi mimkindlr. Yine miilga olan 95/46/EC Sayili Direktif’te ve 108 Sayili
Sézlesme’de de, OECD Rehber ilkeleri’nde yer alan tanim kullanilmis ancak tanimda
veri 6znesinin sadece gercek kisi olabilecegine dair bir ibare yer almistir. Ayrica 108
Sayili Sézlesme Tiirkgeye gevrilirken “ilgili kisi” terimi tercih edilmistir?®. Sozlesme
108+’da bu tanim aynen korunmustur?®*,

GDPR m. 4/1°de “6zellikle bir isim, kimlik numarasi, konum verileri, cevrim
ici tanimlayict ya da s6z konusu gercek kisinin fiziksel, fizyolojik, genetik, ruhsal,
ekonomik, kulttrel veya toplumsal kimligine 6zgii bir ya da daha fazla sayida faktore
atifta bulunularak dogrudan veya dolayli olarak belirlenebilir bir gercek kisinin” veri
0znesi oldugu ifade edilmistir. KVKK’de ise veri 0znesi yerine ilgili kisi terimi
kullanilmis olup m. 3/1-¢’de “kisisel verisi islenen gergek kisi” tanimi yapilmustir.
Anlasilacagi tizere, ¢ogu yasal diizenlemede, bir verinin kigisel veri olma niteligini
haiz olmasi i¢in gereken son sart, ilgili kiginin gergek kisi olmasi olarak belirlenmistir.
Bu nedenle Oncelikle gercek kisi ve tiizel kisilerin ayrimimin yapilarak bazi 6zel

durumlarin ayrica irdelenmesi 6nem arz etmektedir.

19 Tezin tamamlanmasindan sonraki bir tarihte Disisleri Bakanlig1 tarafindan yeni bir GDPR cevirisi
yapilmis ve bu metinde “veri sahibi” yerine, dogru geviri olan “veri 6znesi” terimi kullanilmistir. Yeni
ceviriye ulagsmak igin liitfen bkz. T.C. Disisleri Bakanligi, “AB Genel Veri Koruma Tiiziigii (GDPR)

Tirkceye cevrildi”, T.C. Dis Isleri Bakanhgi Web Sitesi,

https://www.ab.gov.tr/siteimages/resimler/Nihai-ABB-HCDB-GDPR.pdf, (E.T. 05.04.2024).

200T{im metin icin liitfen bkz. Adalet Bakanhg Web Sitesi,
https://inhak.adalet.gov.tr/Resimler/Dokuman/2712020140848108 _tur.pdf, (E.T.10.10.2023).

20T {im metin icin liitfen bkz. Avrupa Konseyi Web Sitesi,

https://www.europarl.europa.eu/meetdocs/2014_2019/plmrep/COMMITTEES/LIBE/DV/2018/09-
10/Convention_108_EN.pdf, (E.T.10.10.2023).

56


https://www.ab.gov.tr/siteimages/resimler/Nihai-ABB-HCDB-GDPR.pdf
https://inhak.adalet.gov.tr/Resimler/Dokuman/2712020140848108_tur.pdf

2. Gergek Kisilerde Tlgili Kisi Olma Durumu

TMK 28. maddesinde gercek kisiligin sag ve tam dogumla basladigi
belirtilmistir. Cocugun biitiin organlariyla ana rahminden ayrilarak dis aleme gelmesi
tam dogum, bu gergeklestikten sonra kisa bir zaman zarfinda da olsa bagimli olmadan
hayatta kalmast ise sag dogum olarak goriilmektedir?®?, Hatta ceninler, gergek kisilerin
sahip oldugu hak ehliyetini, “sag dogmak kosuluyla, ana rahmine diistiigi andan
baslayarak elde eder”. Gergek kisiligin sona ermesi ise 0liimiin gerceklesmesiyle olur.
Ancak Olimiin gerceklestiginin kesin oldugu ancak tam olarak kanitlanamadigi
durumlarda, 6lim ve birlikte 6lum (TMK m. 29, 31) karineleri de uygulama alani
bulmaktadir®®. Ayrica 6liimiin yiiksek ihtimalle gergeklestiginin kabul edildigi
durumlar da vardir. TMK m. 32 uyarinca, hakim karariyla “haklar1 bu 6liime bagl
olanlarin bagvurusu iizerine mahkeme kisinin gaipligine karar verilebilir”.

KVKK m. 3/1-¢’de ancak kisisel verisi islenen “gercek kisilerin™ ilgili kisi
olabilecegi belirtilmistir. Yani i¢ hukukumuza gore, tiizel kisilerin ilgili kisi olmasi
miimkiin degildir. Yine, GDPR m. 4/1°de veri 6znesinin dogrudan veya dolayli olarak
belirlenebilir bir “gercek kisi” oldugu ifade edilmistir. Gergekten de GDPR tarafindan
saglanan koruma, tabiiyeti veya ikametgahi fark etmeksizin, kisisel verilerinin
islenmesiyle ilgili olarak sadece gercek kisilere iliskin olup; tiizel kisileri ve ozellikle
bu sekilde kurulan tesebbiisleri ilgilendiren verilerin islenmesini kapsamamaktadir?®,

Gergek kisiler, yalnizca yasadiklar: siirece ilgili kisi olabilirler; zira gercek
kisilik, dogum aniyla baslar ve 6liimle son bulur. Dolayisiyla, ilgili kisi olabilmek igin
bir bireyin fiziksel olarak yasayan ve varligmi siirdiiren bir gercek kisi olmasi
gereklidir. Nitekim Kisisel Verileri Koruma Kurulu bir kararinda, 6lmiis kisiye ait

205 Benzer

kisisel verilerin artik gercek kisiye iliskin olamayacagimni belirtmistir
sekilde, GDPR’nin gerekcesinde de Olen kisilerin kigisel verilerinin bu tlzik

kapsaminda korunmayacagi belirtilmekle beraber, len kisilerin kisisel verilerine

202 Saban Kayihan, Medeni Hukuk Bilgisi, 5. Baski, Seckin Yayincilik, Ankara, 2022, s. 156; Zafer
Zeytin ve Omer Ergiin, Turk Medeni Hukuku, 6. Baski, Seckin Yayincilik, Ankara, 2022, s. 79.

208 Ayse Arat, “Gergek Kisilerde Kisiligin Sona Ermesi”, Selcuk Universitesi Sosyal Bilimler Meslek
Y Uiksekokulu Dergisi, Cilt: 9, Say1: 1-2, 2006, s. 258.

204 GDPR 14 No’lu Gerekge, Avrupa Birligsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-14/, (E.T. 15.08.2023).

205 Kigisel Verileri Koruma Kurulu, 18.09.2019 tarih ve 2019/273 sayilh Karar,
https://www.kvkk.gov.tr/lcerik/6710/2019-273, (E.T.28.03.2023).
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iliskin i¢ hukuklarinda farkli kurallar 6ngdrebilme hususunda tye devletlere takdir

208 Her ne kadar olii kisiler, medeni hukuka gére gergek kisi olarak

yetkisi verilmistir
kabul edilmeseler de verileri baz1 durumlarda dolayli olarak korunabilir. Mesela, veri
sorumlusu elinde bulundurdugu kisisel verinin sahibinin 6lii oldugunu bilemeyebilir.
Yahut bilse bile, verilerin islendigi sistemde yasayan ve 6lii kisilere iliskin bilgiler, bu
yonde bir ayrim gézetmeksizin ve ayni koruma saglanarak islenmeye devam ediliyor
olabilir?®’. Dolayli olarak koruma saglanan durumlara bir bagka 6rnek olarak, élilye ait
verinin, yasayan baska gercek kisilere iliskin bilgi icermesi durumu gosterilebilir.
Ornegin, orak hiicreli anemi hastaligma sahip 6liiniin bu durumuna iliskin verinin,
hastalik kalitsal yollarla aktarildig1 i¢in ayni1 zamanda ailesinin diger lyelerine de
iligkin olma ihtimali vardir. Bu durumda O6liiniin kisisel verisi korunmaya devam
edilmelidir?®. Son olarak, olii kisilerin verileri, veri koruma mevzuati hari¢ baska
kurallarla da koruma altina almmis olabilir®®. Ornegin, Tibbi Deontoloji
Nizamnamesi’nin 4. maddesinde doktorlara ve Avukatlik Kanunu’nun 36. maddesinde
avukatlara sir saklama ylikiimliiliigii yiiklenmistir. Bu meslek mensuplarmin gizlilik
yiktimliiligi, hastanin veya mivekkilin 6limu ile sona ermez. Yine, her ne kadar
Kisisel Verileri Koruma Kurulu tarafindan kisilerin yakinlarmin 6lenin kisisel
verilerine KVKK m. 11 kapsaminda erisim talep edemeyecegi ifade edilmekteyse
de?!?, Kisisel Saglik Verileri Hakkinda Yénetmelik m.11/1°de; 6lenin saglik verilerine
erismeye yasal mirasgilar1 yetkili kilmmistir. Ayrica TCK m. 130/1’de “kisinin
hatirasina hakaret” sucu diizenlenmis olmakla, bu diizenleme ile 6lenin kisisel verileri
kullanilarak anisina yapilabilecek saldirilarin engellenmesi miimkiindiir. Yasarken
kasten 6ldiirme sugundan yargilandigina dair gazete haberinden yola ¢ikarak 6llye
“katil” diye hakarette bulunulmasi, sucun kosullar1 olusmugsa TCK m. 130/1
kapsaminda cezalandirilabilecek ve kisinin anisina yasaminin sona ermesinden sonra
koruma saglayacaktir. Ayrica 6lenin yakinlari, kendi saygi duygularinin incindiginden

bahisle kendilerine yonelik saldirmin durdurulmasint TMK m. 24 kapsaminda

206 GDPR 27 No’lu Gerekge, https://gdpr-info.eu/recitals/no-27/, Avrupa Birligi GDPR Resmi Web
Sitesi, E.T. 15.08.2023.

207 Article 29 Data Protection Working Party, Opinion 4/2007, s. 22.

208 Muyrat Ucak, “Kisisel Verilerin Oliimden Sonra Korunmasi”, istanbul Medeniyet Universitesi
Hukuk Fakiiltesi Dergisi, Cilt: 6, Say: 10, Istanbul, 2021, s. 113.

209 Article 29 Data Protection Working Party, Opinion 4/2007, s. 22.

210 Kisisel Verileri Koruma Kurulu, 30.06.2020 tarih ve 2020/507 sayili karari,
https://www.kvkk.gov.tr/Icerik/6926/2020-507, (E.T. 28.03.2023).
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hakimden isteyebilir; boylece dolayli yoldan &lenin kisisel verileri de korunabilir.
ABAD’mn bilesenlerinden olan Avrupa Genel Mahkemesi MS v Commission

kararinda?!

, veri 0znesinin 6luminden dnce yapilan ve reddedilen veri erigim talebine
iliskin davanin, veri 6znesinin mirasgisi tarafindan takip edilebilecegini tespit etmistir.
Yine Pérez Gutiérrez v Commission kararinda?'?, mahremiyetin bazi yonlerinin veri
Oznesinin dliimiiniin Gtesine gegtigi de kabul edilerek, dlen kisinin gorselinin izinsiz
kullanimi nedeniyle dul esinin bagvurusu iizerine, tiitiin paketleri tizerindeki fotografin
kaldirilmasma ve AB smairlar1 iginde bu sekilde kullaniminin yasaklanmasina karar
verilmistir. Benzer  sekilde  hukukumuzda,  Olenin  vasiyeti  veya
miras¢ilarimim/yakmlarinin talepleri ile kisisel verileri koruma kurallar1 arasinda,
hakkaniyet agisindan bir denge kurulmasi gerekmektedir.

Oluler gibi ceninlerin durumu da ilgili kisi olma agisindan irdelenmelidir. TMK
m. 28/2’ye gore “Cocuk hak ehliyetini, sag dogmak kosuluyla, ana rahmine diistiigii
andan baslayarak elde eder”. Yani ceninin hak ehliyeti erteleyici kosula baglidir?. Bu
nedenle TMK m. 582/1 ile cenine sag dogmak kosuluyla miras¢i olma hakki
taninmistir. Yine TMK m. 643’°e gore “mirasin agildigi tarihte, miras¢1 olabilecek bir
cenin varsa paylasimin doguma kadar ertelenir.” Hukukumuz ceninlerin kazanimlarini
korumaktadir. Buradan yola ¢ikarak ceninin de tam ve sag dogmasi kosuluyla kisisel
verilerinin korunmas1 gerektigini soylemek yanlis olmayacaktir?, Bu veriler; ultrason
gorintust, DNA profili, anne-babasimnin kimligi, ka¢ haftalik oldugu, cinsiyeti, ana
rahmine diigsme tarihi, embriyonun dogal yolla m1 yoksa tiip bebek gibi yapay yolla m1
dollendigi gibi veriler olabilir. Mevzuatta ceninlerin kisisel verilerinin korunmasi
hususunda eksiklik oldugu i¢in agik bir diizenleme yapilmasi gerekmektedir.

[lgili kisinin kisiliginin ayricalik arz ettigi baska bir durum da ¢ocuk olmasidir.
Internet ve dzellikle de sosyal medya platformlarmin kullanimmin artmasiyla hem

cocuklarm kendilerinin hem de ebeveynlerin, ¢ocuga ait kisisel verileri siklikla

211 Avrupa Genel Mahkemesi, 27.11.2018 tarih ve T-314/16 ve T-435/16 numarali MS v Commission
karari, https://curia.europa.eu/juris/liste.jsf?language=en&num=T-314/16, (E.T. 10.08.2023).

212 Avrupa Genel Mahkemesi, 09.09.2015 tarih ve T-168/14 numarali Pérez Gutiérrez v Commission
karari, https://curia.europa.eu/juris/liste.jsf?num=T-168/14&language=en, (E.T. 10.08.2023).

213 Burcu G. Ozcan Biiyiiktanir, “Ceninin Bedensel Biitiinliigiiniin Thlalinde Maddi Zararmin Tazmini”,
Inénii Universitesi Hukuk Fakiiltesi Dergisi, Cilt: 9, Say1: 1, 2018, s. 278.

214 Gamze Turan Basara, “Medeni Hukuk iliskilerinde Kisisel Verilerin Korunmasi”, Kisisel Verilerin
Korunmasina Akademik Bakis, (Ed. Pinar Caglayan Aksoy ve Huseyin Can Aksoy), Arkadas
Basimevi, Ankara, 2023, s. 441.
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islenmeye baslamistir. Cocuklar kirillgan gruplar icerisinde yer aldigi i¢in kisisel
verilerinin korunmasi 6zellikle 6nem arz etmektedir. GDPR m. 8’e gore; kisisel
verileri isleyebilmek i¢in ¢ocugun on altidan biylik olmasi1 gerekmektedir. Ancak lye
devletler, bu yasi on tige kadar indirebilecektir. Cocugun on alt1 yasindan kiigiik olmas1
halinde, islenme faaliyetinin yasalligi, ancak kanuni temsilcisinin acik rizasiyla
mumkin olmaktadir. Buradan hareketle on alt1 yasindan biiyiik ¢ocuklarm verilerinin
islenmesinin neticelerini anlama kabiliyetini haiz olacagi ve verdigi rizanin
gecerliliginin kabul edildigi sdylenebilir. KVKK’de ise ¢cocuklarin kisisel verilerinin
korunmasi hakkinda spesifik bir dizenlemeye yer verilmemistir. Dolayisiyla
cocuklarin verileri de yetiskinlerin verilerine yonelik usul ve esaslara tabi olarak
islenecek ve ayni haklara sahip olacaklardir. Yine, ¢ocugun verilerinin islenmesinde
aranan riza kavrami, medeni hukuk kurallarimiz g6z Oniline alinarak
degerlendirilmelidir. Higbir baski altinda kalmaksizin 6zgiir irade ile acikca riza
verilmesi, sahisla kaim bir hakkin kullanilmasi niteligindedir?®. Cocuk temyiz
kudretine sahipse, isleme konusunda verdigi riza gecerli oldugundan buna dayanilarak
yapilan veri isleme faaliyeti hukuka uygundur?®®, Bu baglamda, gocugun Kkisisel
verilerinin islenmesine veli veya vasisi riza gostermisse, ¢cocuk her zaman bu rizayi
geri alabilir. Ancak ¢ocuk verdigi rizanin sonuglarini anlama yetisinden yoksunsa, veli

217

veya vasinin a¢ik rizasmm almmasi gerekir-’. Cocuk riza agiklama ehliyetine

25 lknur Deniz, Cocuklara Ait Kisisel Verilerin Tiirk Medeni Kanunu ve Kisisel Verilerin
Korunmasi Kanunu Kapsaminda Korunmasi, Seckin Yaymecilik, Ankara, 2021, ss. 134-137.

216 Deniz, s. 136; AIHM bir kararinda, 14 yasindaki ¢ocugun ayn1 evde yasadigi iivey babast tarafindan
ciplak goriintiilerinin kameraya almmasi durumunda, ¢ocugun rizasmin yoklugunu AIHS m. 8’in
ihlali olarak degerlendirmistir. Bu tespit, 14 yagindaki bir cocugun kisisel verisi olan goriintiilerinin
kayda alinmasina riza géstermesinin sonuglarmni anlama yetisine sahip oldugunun kabulii a¢isindan
onemlidir (ATHM, 12.11.2013 tarih ve 5786/08 basvuru numarali Séderman/isve¢ karari,
https://hudoc.echr.coe.int/, (E.T. 10.09.2023). Kisisel Verileri Koruma Kurulu ise bir kararinda,
gocugun ayirt etme giiciinii haiz olmasi kosuluyla kanunun kendisine tanidigi haklar1 tek basina
kullanabilecegini belirtmistir. Ancak yasal temsilcisinin de ¢ocuk adina ayni sekilde islem
yapabilecegine deginilmistir (Kisisel Verileri Koruma Kurulu, 11.08.2020 tarih ve 2020/622 sayili
karar1, https://mwww.kvkk.gov.tr/lcerik/6816/2020-622, (E.T. 10.09.2023).

217 Emel Badur, Cocugun Kisisel Verilerinin Korunmasi Kvkk, Gvkt ve Aihm Kararlar
Cercevesinde Bir Inceleme, Seckin Yayincilik, Ankara, 2023, s. 179; ATHM bir kararinda, yeni
dogan bebegin ebeveynlerinin rizast olmaksizin, 6zel hastane tarafindan ¢ekilen fotografinin silinme
talebinin reddedilmesini AIHS m. 8’a aykir1 bulmustur. Buradan riza verme ehliyeti bulunmayan
cocugun yerine velilerinin riza vermeye yetkili oldugu anlasiimaktadir (ATHM, 15.04.2009 tarih ve
1234/05 bagvuru numarali Reklos ve Davourlis/Yunanistan karari, https://hudoc.echr.coe.int/, (E.T.
10.09.2023)). Baska bir kararinda ise, 11 yasinda ebeveynlerinin izni olmadan rdportaj veren
¢ocugun goriintiilerinin  kaldirilmamasim1  AIHS m. 8’in ihlali olarak degerlendirmistir.
Mahkemenin, karar metninden 11 yas1 riza vermeye ehil bulmadigi anlasilmaktadir (ATHM,
01.06.2022 tarih ve 35582/15 bagvuru numarali IVT/Romanya karar1, https://hudoc.echr.coe.int/,
(E.T. 10.09.2023)).
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ulastiktan sonra rizay1 geri cekmezse veli ya da vasisi tarafindan verilen rizay1 kabul
ediyor demektir. Fakat islenen veriler 6zel nitelikli ise, islemeye devam edilebilmesi
icin ¢ocugun rizas1 alinmahidir®®. Veli veya vasinin verdigi riza, higbir sekilde
cocugun zarar gormesine neden olmamalidir. Olursa TMK m. 346 kapsaminda
hakimin mudahalesi istenebilir. Cocuklarin kisisel verilerine iliskin GDPR’dekine
benzer hikimlerin, hukukumuza hakim olan ¢ocugun iistiin yarari ilkesi de gozetilerek
KVKK’ye eklenmesi gerektigi kanaatindeyiz. Son olarak, kisitlilarin kisisel verilerinin
korunmasinda, c¢ocuklara iliskin yapilan agiklamalarin uygun distiigii siirece

uygulama alani bulacagini belirtmek gerekmektedir.

3. Tiizel Kisilerde Ilgili Kisi Olma Durumu

Farkli toplumsal, ekonomik ve teknik gereksinimler, kisi olarak kabul edilen
varliklarm sadece insanlarla smirli tutulmamasima neden olmustur?'®. Tiizel kisi olarak
adlandirilan bu varliklar da, cinsiyet, yas, akrabalik gibi yaradilis icab1 gergek kisilere
atfedilebilen 6zelliklerle vabeste olanlar hari¢, haklarin ve borglarin ehliyetine sahiptir.
TMK m. 47/1°e gore, “basli bagina bir varligi olmak tizere 6rgiitlenmis kisi topluluklar1
ve belli bir amaca 06zgiilenmis olan bagimsiz mal topluluklarina” tiizel kisi
denmektedir.

Bir 6nceki baslikta aciklandigi iizere, tiizel kisilerin ilgili kisi/veri 6znesi
olmasi, KVKK ve GDPR hiikiimleri uyarinca miimkiin degildir. Sadece belirli veya
belirlenebilir gergek kisiler bu sifat1 haiz olabilmektedir. Kisisel verilerin korunmasi
hakkimm, temel bir insan hakki oldugu diisiiniildiigiinde, bu durum sasirtict degildir.
Ancak devletlerin yasama islemleriyle tiizel kisileri de veri 0znesi olarak diizenlemesi
yasaklanmamistir??®, Nitekim Isvigre, italya, Avusturya ve Liiksemburg gibi iilkeler,
ulusal mevzuatlarinda tiizel Kkisilerin veri 0©znesi olmasina imkan saglayan

221

dizenlemeler benimsemislerdir*“*. Benzer sekilde, KVKK’nin yiiriirliige girmesinden

218 Turan Basara, s. 447.

219 Fahri Erdem Kasak, “Tiizel Kisilik Kavrami ve Tiizel Kisilik Perdesinin Kaldirilmasr”, Marmara
Universitesi Hukuk Fakiiltesi Hukuk Arastirmalari Dergisi, Cilt: 26, Say:: 2, 2020, s. 1243.

220 ABAD da bir kararinda bu ifadeyi desteklemektedir (ABAD, 06.11.2003 tarih ve C-101/01 numarali
Bodil Lindgqvist karar1, https://curia.europa.eu/juris/liste.jsf?num=C-101/01, (E.T. 05.09.2023)).

22! Gianclaudio Malgieri, Vulnerability and Data Protection Law, Oxford University Press, Oxford,
2023, (Data Protection Law), s. 22.
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once, Elektronik Haberlesme Sektoriinde Kisisel Verilerin Islenmesi ve Gizliliginin
Korunmasi1 Hakkinda Yonetmelik m. 3/1-h’de kisisel veriyi “belirli veya kimligi
belirlenebilir gercek ve tizel Kisilere iligkin biitiin bilgiler” olarak tanimlayarak tuzel
kisilerin de ilgili kisi olmasina imkan vermisti. S6z konusu yonetmelik su anda
miilgadir®??,

Tiizel kisiler dogrudan ilgili kisi olamasa da, tiizel kisilere iliskin verilerden
hareketle gercek kisiye ulasilabiliyorsa artik bu verilerin de kisisel veri olarak

223 Ornegin, calisanin ad1 soyadinin gectigi bir sirket

degerlendirilmesi gerekecektir
mail adresi artik kisisel veri kapsaminda degerlendirilmelidir. Benzer sekilde, isyeri
kimlik kartlar1; ¢alisanlarin adi, soyad: ve fotografini igerir?. Bu bilgiler, belirli bir
caliganmn kimliginin tespiti i¢in kullanilabileceginden kisisel veri sayilir. Yine, bazi
sirketler ¢alisanlar1 hakkinda internet sitelerinde veya sosyal medya platformlarinda
bilgi paylasmaktadir. Bu bilgiler, ¢calisanlarin adini, unvanini, mezun oldugu okullar1
ve bazen iletisim bilgilerini i¢erebilir. TUm bu bilgiler artik kisisel veridir. Ancak tlzel
kisiler hakkindaki verinin, gercek kisilerle baglantili olmasi halinin her maddi vaka
0zelinde ayr1 degerlendirilmesinin lazim geldigi durumlar da s6z konusu olabilir.
Kisisel Verileri Koruma Kurulu bir kararinda, bu hususa dikkat cekmistir??®. Karar;
unvaninda, gercek kisi ilgili kisinin ad ve soyadinin gegtigi bir sirkete iliskindir. S6z
konusu sirkete yonelik icra takibi baslatilmis ve dosya icerigi sosyal medyada herkese
acik olarak paylasilmistir. Yapilan paylagimlarda her ne kadar gergek kisinin ad1 yer
alsa da, yapilan yorumda esasen tiizel kisiligin hedeflendigi anlasildigindan soz
konusu veri, gercek kisinin degil, tiizel kisinin verisi olarak degerlendirilmis ve

bagvuru KVKK’nin uygulama alanmin diginda bulunmustur.

222 Elektronik Haberlesme Sektdriinde Kisisel Verilerin Islenmesi ve Gizliliginin Korunmasi Hakkinda
Yonetmelik, Lexpera Ictihat Sitesi,
https://www.lexpera.com.tr/mevzuat/yonetmelikler/elektronik-haberlesme-sektorunde-kisisel-
verilerin-islenmesi-ve-gizliliginin-korunmasi-hakkinda, (E.T. 01.09.2023). Ayni adla 2020 yilinda
baska bir yonetmelik yiiriirlige girmis ve tiizel kisilerin ilgili kisi olabilecegine dair ifadeler
icermemektedir.

223 Basalp, s. 35; Ian Walden, “The Application of Directive 95/46/EC”, The EDI Law Review, Cilt:
3, Sayt: 2, 1996, s. 88; Toprak, s. 25; ABAD, 09.11.2010 tarih ve C-92/09 numarali Volker und
Markus Schecke GbR ve C-93/09 numarali Hartmut FEifert v. Land Hessen kararlari,
https://curia.europa.eu/juris/document/document.jsf?docid=79001&doclang=en, (E.T. 05.09.2023).

224 Dulger, s. 172.

25 Kigsisel Verileri Koruma Kurulu, 10.02.2022 tarih ve 2022/103 sayili karari,
https://www.kvkk.gov.tr/Icerik/7293/2022-103, (E.T. 08.09.2023).
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Tiizel kisilere iliskin veriler, KVKK ve GDPR kapsaminda korunmasalar da
tamamiyla hukuki korumadan yoksun degildir. Ticaret ve rekabet hukuku, smai
mulkiyet hukuku, ceza hukuku gibi alanlarla tiizel kisilere ait verilerin bazi yonlerden
korunmasi saglanmaktadir. Nitekim AIHM de o6zel yasamm gizliligi hakki
kapsaminda tiizel kisilere bir kisim koruma saglamaktadir. Ornegin bir kararda®?, {ic
sirkete ortak kullandiklar1 sunucuda yer alan tiim verileri vergi denetmenleri ile
paylagmalar1 emredilmistir. Mahkeme, vergi incelemesi bittikten sonra incelenen
verilerin yok edilmesi ve sirketlerin gerekli hazirliklar1 yapmak iizere Onceden
haberdar edilmesi gibi sebeplerle, isin 6nemi ve kisisel verilerin korunmasi arasinda
makul ve adil bir denge kuruldugundan, AIHS m. 8’in ihlal edilmedigi sonucuna
varmigtir. Buradan mevzubahis dengenin kurulmamasi halinde, konuta ve
haberlesmeye saygi hakki 6zelinde, tiizel kisilerin 6zel hayatin gizliliginin hakkinin

ihlal edilebilecek oldugu sonucuna ulasilmaktadir.

B. Ilgili Kisi Kavraminin Benzer Kavramlarla Karsilastirilmasi

1. Veri Sorumlusu ile Karsilastirilmasi

Veri sorumlusunun kim oldugu, gorev ve sorumluluklarindan bahsetmeden
once veri islemenin ne anlama geldigini agiklamak gerekmektedir. KVKK m. 3/1-¢’ye
gore veri igleme;

kisisel verilerin tamamen veya kismen otomatik olan ya da herhangi bir veri kayit
sisteminin parcast olmak kaydiyla otomatik olmayan yollarla elde edilmesi,
kaydedilmesi, depolanmasi, muhafaza edilmesi, degistirilmesi, yeniden
diizenlenmesi, aciklanmasi, aktarilmasi, devralinmasi, elde edilebilir hale
getirilmesi, suiflandrilmast ya da kullaniimasinin engellenmesi gibi veriler
tizerinde gercgeklestirilen her tiirlii islemdir.

GDPR m. 4/2’de de isleme faaliyetinin;

otomatik yontemlerle olsun veya olmasin, kisisel veri veya kisisel veri setleri
tizerinde gergeklestirilen toplama, kaydetme, diizenleme, yapilandirma, saklama,
uyarlama veya degistirme, elde etme, damisma, kullanma, iletim yoluyla
agiklama, yayma veya kullamima sunma, uyumlastirma ya da birlestirme,
kaisitlama, silme veya imha gibi herhangi bir islem veya islem dizisi

oldugu ifade edilmistir. Her iki madde lafzindan anlagilacag: lizere, yapilan sayimlar

tahdidi nitelikte degildir. Kisisel verilerin elde edilmesinden baslayarak ilerleyen

226 ATHM, 14.03.2013 tarih ve 24117/08 bagvuru numarali Bernh Larsen Holding AS ve
digerleri/Norveg karari, https://hudoc.echr.coe.int/, (E.T. 10.09.2023).
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siirecte, verilere yapilan tim muameleler bu kapsamdadir?®’. Tamamen veya kismen
otomatik olan isleme ise, “insan miidahalesi ya da yardimi konusundaki ihtiyacin
asgari seviyeye” indirilmesiyle olur??®, Ornegin, 6zel bir hastanenin hasta kayitlari
olusturmasi ve saklamasi, bir e-ticaret sirketinin miisteri tercihlerini analiz ederek
kigisellestirilmis Oneriler sunmasi, bir bankanin kredi bagvurularini degerlendirip kredi
notu vermesi, bir 6zel okulun smav sonuglarinin kaydedip 6grencilerin akademik
gelisimini izlemesi, bir turizm isletmesinin konuklarin giivenligini saglamak igin
giivenlik kameralariyla izleme yapmasi, bir insan kaynaklar1 gérevlisinin ¢alisanlarin
performans degerlendirmesini yaparak egitim ihtiyaclarini belirlemesi gibi faaliyetleri
veri islemeye Ornek olarak verilebilir. Bir veri kayit sisteminin pargasi olmaksizin
yapilan ve otomatik olmayan islemelerin, KVKK ve GDPR kapsaminda veri isleme
faaliyeti olarak kabul gormedigine dikkat edilmelidir. Fakat bu veriler, TCK’de yer
alan suclarin konusu olabilir??°.

Iste kisaca genel hatlar1 aciklanmaya calisilan “veri isleme faaliyetinin
amaglarin1 ve vasitalarmi belirleyen, veri kayit sisteminin kurulmasindan ve
yonetilmesinden sorumlu gergek veya tiizel kisilere” veri sorumlusu ad1 verilmektedir.
GDPR da KVKK’ye benzer bir tanim yapmus; “yalniz basina veya baskalariyla birlikte
kisisel verilerin islenmesine iligkin amaglar ve yontemleri belirleyen gergek veya tiizel
kisi, kamu kurulusu, kurumu veya diger herhangi bir organi” veri sorumlusu
(kontrolér) olarak kabul etmistir. Veri sorumlusu, veri isleme faaliyetlerini yonetmek
ve hukuka uygunlugunu saglamakla gorevlidir. Eger bir tiizel kisi veri isliyorsa, burada
veri sorumlusu tiizel kisinin sahsen kendisidir. Tiizel kisiligin binyesinde veri isleme
faaliyetlerini yirutmekle gorevli gergek kisiler veri sorumlusu sayilmazlar?®,

Ilgili kisi sadece gercek bir kisi olabilirken, veri sorumlusu KVKK’ye gore
hem tiizel hem gergek kisi olabilmektedir. GDPR ise bu kapsami daha da genisletmis
ve tiizel kisiligi bulunmayan kuruluslar ve birimleri de veri sorumlusu olarak kabul

etmistir?®!. Her ne kadar kanun, tiiziige gére daha smirli bir veri sorumlusu profili

227 Kisisel Verileri Koruma Kurumu, 100 Soruda Kisisel Verilerin Korunmasi Kanunu, KVKK
Yayinlari, Ankara, 2019, (100 Soru), s. 21.

228 Kisisel Verileri Koruma Kurumu, 100 Soru, s. 22.

229 Dlger, s. 176.

20 Kisisel Verileri Koruma Kurumu, 100 Soru, s. 29.

231 ABAD, 10.07.2018 tarih ve C-25/17 numarali Jehovan todistajat (Jehovah's Witnesses) karart,
https://curia.europa.eu/juris/document/document.jsf?docid=203822&doclang=EN, (E.T.
05.09.2023). Yehova Sahitleri adl1 dini topluluk, Finlandiya’nin merkezinde propaganda amaciyla
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cizmigse de Kisisel Verileri Koruma Kurulu verdigi kararlarla veri sorumlusunu
hayatin olagan akisinin bozulmamasi i¢in kurali genis yorumladigini géstermektedir.
Bu baglamda tiizel kisi olmasa da kat malikleri kurulu; apartman, site ve benzeri
yapilar bakimindan veri sorumlusu olarak kabul edilmistir?*?. Benzer sekilde baska bir
kararda, yurtdisinda yerlesik yabanci sirketlerin subelerinin, tiizel kisilikleri
bulunmasa da veri sorumlusu olabilecegine hiikmedilmistir?*®. Kanaatimizce hem
uygulamadaki benzer sorunlar1 ¢ozmek hem de kisisel veri mevzuatinda AB ile uyumu
saglamak adma kanunda degisiklik yapilarak tiizel kisiligi olmayan kuruluslar ve
birimler de veri sorumlusu tanimina dahil edilmelidir.

Ilgili kisi, kisisel verisi islenen kisiyi temsil ederken; veri sorumlusu en basit
ifadeyle bu kisisel verilerin nasil islenecegini ve neden islendigini belirleyen kisidir.
Yani kisisel verilerin korunmasi hukukunda birbirine karsit iki noktada bulunduklarini
sdylemek yanlis olmayacaktir. Ilgili kisinin cesitli haklara (verilerine erisme, bilgi
alma, dlzeltme, silme vb.) sahip olmasmna karsilik; veri sorumlusunun bu verileri
islerken s6z konusu haklara saygili davranma ve isleme faaliyeti esnasinda temel
ilkelere uygun davranma (hukuka ve diiriistliik kurallarina uygunluk, belirli, agik ve
mesru amaglar icin islenme, Islendikleri amagla baglantil, sinirli ve 8lgiilii olma vb.)
yiktimliiligi vardir. Veri sorumlusu isleme siirecini aktif bir sekilde yonetir ancak
ilgili kisi kendisine taninan haklarla bu siirece etkin bir sekilde katilim ve denetim
saglama olanagma sahiptir. Ilgili kisinin sadece kendi kisisel verileri tizerinde belirli
haklar1 varken; veri sorumlusu sistemdeki herkesin kisisel verilere erisebilir. Veri
sorumlusunun, ilgili kisiden farkli olarak veri sorumlular: siciline kayit yiikiimliligi

ve idari para cezasi sorumlulugu da bulunmaktadir.

insanlarla gériismekte ve bu kisilerle ilgili verileri not almaktadir. Notlarin kapsami; kisilerin kimlik
bilgileri, adresleri, ailevi durumlari gibi bilgilerden, dini inanglar1 ve topluluga katilmaya sicak bakip
bakmadiklarina dair hassas nitelikteki bilgilere kadar degismektedir. Toplulugun yonetimi toplanan
bu verileri, hazirlanan yayinlarda kullanmalarin1 da tavsiye etmektedir. Fin Danistayr ve ABAD, bu
faaliyetleri bir veri isleme faaliyeti ve tiizel kisiligi olmayan toplulugu da veri sorumlusu olarak
kabul etmistir; zira topluluk, mensuplarindan bu notlarin alinmasini talep etmektedir ve isleme
faaliyetine tesir edebilen bir kontrol sistemini haizdir. Yani istedigi zaman bir talimatla bu
uygulamay1 sonlandirma veya toplanacak verilerin icerigini degistirme vb. imkanlara sahiptir. Ek
olarak verilerin hangi amagla ve nasil iglenecegine dair mensuplarina yol gostermektedir.

232 Kigsisel Verileri Koruma Kurulu, 22.07.2020 tarih ve 2020/560 sayili karari,
https://www.kvkk.gov.tr/Icerik/6798/2020-560, (E.T. 28.08.2023).

233 Kigsisel Verileri Koruma Kurulu, 23.07.2019 tarih ve 2019/225 sayih karari,
https://kvkk.gov.tr/Icerik/5545/2019-225, (E.T. 28.08.2023).
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2. Veri isleyen ile Karsilastirilmasi

Veri isleyen, KVKK m. 3/1-g’de yer alan tanimina goére; “veri sorumlusunun
verdigi yetkiye dayanarak onun adina kisisel verileri isleyen gercek veya tiizel kisiyi”
ifade eder. GDPR ise veri isleyeni, tipki veri sorumlusunda oldugu gibi biraz daha
genis kapsamli tanimlamistir. Buna gore, veri sorumlusu “(kontroldri) adma kisisel
verileri igleyen bir gercek ya da tiizel kisi, kamu kurulusu, kurumu veya diger herhangi
bir organ” veri isleyen sifatin1 haiz olabilir. Anlasilacagi tizere, veri isleyen
faaliyetlerinde, veri islemenin c¢ogunlukla teknik tarafiyla alakali olup veri

234 Ornegin, bir e-

sorumlusundan aldig1 talimatlarla kisitli olarak hareket etmektedir
ticaret sirketinin miisteri siparislerini islemek ve miisteri hizmetleri saglamak amaciyla
miisteri verilerini topladigi bir senaryoda; sirketin kendisi, miisteri verilerini toplayan
ve bu verilerin nasil islendiginden sorumlu olan kurulus olan veri sorumlusu olacaktir.
Ancak e-ticaret sirketi, miisteri siparislerini islemek i¢in bir lojistik sirketiyle anlasirsa
lojistik sirketi veri isleyen olarak kabul edilir, zira miisteri verilerini e-ticaret sirketi
adina islemekte ve saklamaktadir. Bu veri isleme hizmeti saglayicisi, e-ticaret
sirketinin veri isleme politikalarina ve talimatlarina uymakla yukimlidir. Eger veri
isleyen, veri sorumlusunun talimatlarina aykir1 eylemlerde bulunursa artik veri
sorumlusuna doniisiir. Ciinki{i bu durumda artik bagimsiz kararlar alip hareket etmeye
ve siiregte aktif rol oynamaya baslamistir?3,

I1gili kisi sadece gercek bir kisi olabilirken, veri isleyen KVKK’ye gore hem
tiizel hem gergek kisi olabilmektedir. GDPR ise bu kapsami daha da genisletmis ve
tiizel kisiligi haiz olmayan kuruluslar ve birimleri de veri sorumlusu olarak kabul

etmistir. Kanaatimizce kisisel veri mevzuatinda AB ile uyumu saglamak adina

234 Kisisel Verileri Koruma Kurumu, 100 Soru, s. 30.

235 GDPR m. 28/10; Kisisel Verileri Koruma Kurulu kararinda; ara¢ kiralama firmalar1, gercek Kisi
miisterilerin kisilerin bilgilerinin ve bu kisilerin kullanimlarina iligkin olumsuz deneyimlerin ve
cesitli yorumlarin paylasildigi ortak bir kara liste yazilimi kullanmaktadir. Buna gore, arag kiralama
firmalari, gercek kisi miisterilerden kigisel wverilerini toplayan veri sorumlularidir. Fakat
kullandiklar1 sistemler, bir firmanin isledigi verilere, digerlerinin de erisim saglamasina imkan
saglayan sistemler olarak tasarlanmistir. Bu nedenle artik yazilim sirketlerinin ortak veri
sorumlulugunun ortaya cikacagr belirtilmistir. Anlasilacag: iizere, yazilim sirketleri veri isleme
stirecinde aktif rol oynamaya baglamis, sadece veri sorumlusu arag kiralama firmalarinin talimatiyla
hareket eden bir veri isleyen olarak kalmamistir. (Kisisel Verileri Koruma Kurulu, 23.12.2021 tarih
ve 2021/1304 sayili ilke karari, https://www.resmigazete.gov.tr/eskiler/2022/01/20220120-10.pdf,
(E.T. 30.08.2023)).
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kanunda degisiklik yapilarak tiizel kisiligi bulunmayan kuruluslar ve birimler de veri
sorumlusu tanimina dahil edilmelidir.

Ilgili kisi, kisisel verisi islenen kisiyi temsil ederken; veri isleyen, isleme
faaliyetlerinde veri sorumlusunun talimatlaria gore davranan kisidir. Kisisel verilerin
korunmast hukukunda, tipki veri sorumlusunda oldugu gibi, birbirine karsit iki
noktada bulunmaktadirlar. Veri isleyenin tek farki bagimsiz hareket etme yetkisinin
olmamasidir. Ilgili kisinin cesitli haklara (verilerine erisme, bilgi alma, diizeltme,
silme vb.) sahip olmasina karsilik; veri isleyenin de bu verileri islerken s6z konusu
haklara saygili davranma ve isleme faaliyeti esnasinda temel ilkelere uygun davranma
(hukuka ve diiriistliik kurallarina uygunluk, belirli, agik ve mesru amaglar i¢in islenme,
Islendikleri amagla baglantih, sinirhi ve dlgiilii olma vb.) yiikiimliiliigii vardir. Veri
isleyen, igsleme siirecini pasif bir sekilde yonetir ancak ilgili kisi kendisine taninan
haklarla bu siirece aktif bir sekilde katilim ve denetim saglama olanagina sahiptir. Tlgili
kisinin sadece kendi kisisel verileri Uzerinde belirli haklar1 vardir. Veri isleyen de,
isleme sirecinde ¢ogu zaman smirlidir; sistemdeki her veriye erisimi olmaz ve bu
veriler hakkinda kendince bir islem yapamaz. Aksi takdirde verilecek idari para

cezalarinin dogrudan muhatabi olabilir?®,

3. Irtibat Kisisi ile Karsilastirilmasi

Tirkiye’de yerlesik olan gercek ve tiizel kisiler i¢in veri sorumlusu tarafindan,
Tirkiye’de yerlesik olmayan gercek ve tiizel kisiler i¢in de veri sorumlusu temsilcisi
tarafindan, KVKK ve ona dayali olarak ¢ikarilacak ikincil diizenlemeler kapsamindaki
yuktmlultkleriyle ilgili olarak, Kisisel Verileri Koruma Kurumu ile iletisimi
saglamak amaciyla Veri Sorumlular1 Sicili’ne (VERBIS) kayit esnasinda bildirilen
gercek kisiye “irtibat kisisi” denmektedir (YOn. m. 4/1-¢). Irtibat kisisi KVKK’de
diizenlenmemis, Veri Sorumlular1 Sicili Hakkinda Yonetmelik’te kendine yer

bulmustur?®’,

236 Cicek Ersoy Kekevi, “Genel Kavramlar”, Kisisel Verilerin Korunmasina Akademik Bakis, (Ed.
Pinar Caglayan Aksoy ve Hiiseyin Can Aksoy), Arkadas Basimevi, Ankara, 2023, s. 129.

237.30.12.2017 tarih ve 30286 Sayili Resmi Gazete’de yayimlanan Veri Sorumlular1 Sicili Hakkinda
Y onetmelik,https://www.mevzuat.gov.tr/mevzuat?MevzuatNo=24276&MevzuatTur=7&Mevzuat
Tertip=5, (E.T. 07.09.2023).
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GDPR’da ise tam olarak irtibat kisisine karsilik gelecek bir kavram
bulunmamaktadir. Ancak kisisel verilerin korunmasi agisindan denetim otoritesiyle is
birligi yapmak, danmismak ve iletisimi saglamak, veri 0Oznelerinin haklarmin
kullanilmasinda muhatap yiiz olma gorevleri agisindan “veri koruma gorevlisi” (data
protection officer) irtibat kisisine benzerlikler tasimaktadir. Veri koruma gorevlisi,
GDPR m. 37 ve devaminda diizenlemistir.

Irtibat kisisi veri sorumlusunu KVKK kapsaminda temsile yetkili degildir.
Dolayisiyla gerek Kurum gerekse de ilgili kisiler nezdinde sorumluluk veri sorumlusu
olan tiizel kisiye aittir. “Kamu kurum ve kuruluslarinda irtibat kisisi, koordinasyonu
saglayacak iist dlizey yonetici tarafindan sicile kaydi yapilan daire baskan1 veya tistii
yoneticidir” (Yon. m. 11/5). Tipki ilgili kiside oldugu gibi, sadece gergek kisiler irtibat
kisisi olabilmektedir.

4. Veri Sorumlusu Temsilcisi ile Karsilastirilmasi

KVKK’de veri sorumlusu temsilcisinden bahsedilmisse de tanimina yer
verilmemistir. Veri Sorumlular1 Sicili Hakkinda Y6netmelik’te (m. 4/1-p), Tiirkiye’de
yerlesik olmayan veri sorumlularin1 bazi konularda asgari temsile yetkili Tiirkiye’de
yerlesik tiizel kisi ya da Tiirkiye Cumhuriyeti vatandasi gergek kisinin veri sorumlusu
temsilcisi olabilecegi ifade edilmistir. Tiirkiye’de yerlesik olmayan veri sorumlulari,
veri islemeye baslamadan once veri sorumlusu temsilcisi marifetiyle VERBIS e
kaydolmak zorundadir (Y&n. m. 5/1-b). “Kanunun uygulanmasiyla ilgili olarak Kurum
tarafindan veri sorumlusuyla kurulacak her tiirlii iletisim; Tiirkiye’de yerlesik olmayan
veri sorumlular1 ig¢in, sicile bildirilen veri sorumlusu temsilcisi araciligiyla
gergeklestirilir” (YOn. m. 12).

GDPR’da ise veri sorumlusu temsilcisi, 27. maddede diizenlenmistir. Eger bir
veri sorumlusu veya veri isleyen AB i¢inde yerlesik degilse ve AB icindeki veri
Oznelerinin kigisel verilerini isliyorsa, bir veri sorumlusu temsilcisi atama
zorunlulugunu haizdir. Bu temsilci, AB igindeki veri koruma yetkilileri ve veri

Ozneleri ile iletisim kurar.
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KVKK ve GDPR kapsamindaki ytlikiimliiliikler ve yaptirimlar agisindan veri
sorumlusu temsilcisinin bir sorumlulugu yoktur. Ilgili kisi sadece gercek bir kisi

olabilirken, veri sorumlusu temsilcisi hem tiizel hem gergek kisi olabilmektedir.
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IKiNCIi BOLUM
ILGILI KiSININ HAKLARI

I. GENEL OLARAK

Ik béliimde izah edildigi sekliyle, kisisel verilerin korunmasi hakki bir temel
insan hakkidir. Tlgili kisiye, kisisel verileri iizerinde kontrol saglamaya yonelik haklar
verilmesi, insan onuruna gosterilmesi gereken sayginin bir geregidir. Zira kisiler,
kendilerine iliskin olan veriler s6z konusu oldugunda, basit birer veri nesnesi olmaktan
Oteye gecebilmeli ve kendi verilerinin gelecegini kendileri belirleyebilmelidir. Aksi
takdirde, 6zlinde insan onuru yatan insan haklarina saygili hukuk devleti diizeni ve
demokrasi zarar gorecektir.

Kisisel verilerin korunmasi hakki bir insan hakkidir ancak bu hak somut olarak
nasil korunacaktir? Iste bu noktada, ilgili kisilere tanman haklar devreye girer. Zira
daha Ust ve genel bir konsept olan kisisel verilerin korunmasi hakki, kisilerin
verilerinin gizliliginin ve gilivenliginin saglanmasi hakkmi igerirken; ilgili kisilere
taninan haklar da bu amaci giivence altina alan, veri isleme faaliyeti lzerindeki
denetimi saglayan ve ilgili kisilere verileri Uzerinde daha fazla farkindalik ve secenek
sunan somut haklar olarak karsimiza ¢ikar. Yani kisilerin verileri Uzerinde daha fazla
bilgi ve kontrol sahibi olmalarini saglayarak kisisel verilerin korunmasini destekler.
Ornegin, bir bireyin sosyal medya platformunda paylastig1 baz1 kisisel bilgilerin, izni
olmadan reklam amagli kullanildigmi fark ettigini varsayalim. Bu durumda, verilerini
korumak igin nasil bir yol izleyebilecegini bilmiyorsa, kisisel veri koruma
dizenlemeleri gergevesinde bilgilendirme hakkina sahip oldugunu 6grenebilir. Bu
hakkini kullanarak platformdan bilgilerinin kimlerle ve hangi amagla paylasildigini
hakkinda bilgi alabilir. Ayrica gerektiginde diizeltme veya silme taleplerinde bulunma
hakkina sahip oldugunun farkina varabilir. Bu da bireyin mahremiyetinin ve kisisel
verilerinin korumasina yardimci olacaktir.

Kisisel verilerin korunmas1 hukuku alaninda ilk diizenleme olan OECD Rehber
IIkeleri’nde agikca ilgili kisilere hak tanmmamustir. Zira metinde ilkeler daha gok
kisisel verilerin islenmesi sirasinda saygi gosterilmesi gereken temel degerleri ve

yaklagimlar1 vurgulamaktadir. Ancak 13. maddede yer alan “bireysel katilim ilkesine”
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yonelik dizenlemeden®® ilgili kisilere bilgilendirilme, erisim, itiraz, silme veya
dizeltme gibi bazi haklar taninmasi gerektigine yonelik tavsiyede bulunuldugu
anlagilmaktadir. Benzer sekilde 108 Sayili S6zlesme’de de ilgili kisi haklarini agik¢a
dizenleyen 6zel bir madde bulunmamakta olup sadece 8. maddede ilgili kisilere
birtakim ek giivenceler saglanmistir®>°. Bu giivenceler bilgilendirilme, diizeltme ve
silme haklarmin temellerini atmigtir. Ancak 2018 yilinda Modernize Edilmis 108
Sayili Sozlesme’nin (S6zlesme 108+) 9. maddesinde, GDPR ile uyumu yakalamak
acisindan agik¢a ve detaylica ilgili kisinin haklar1 diizenlenmistir?®, Esas olarak ilk
defa ilgili kisiye acgik¢a bazi haklar taniyan diizenlemenin 95/46/EC Sayili Direktif
oldugu soOylenebilir. Zira milga olan bu Direktif’in 10-15. maddelerinde
bilgilendirilme, erisim, diizeltme, silme, isleme faaliyetini kisitlama, itiraz, otomatik
karar alinmasmi kisitlama haklar1 ve 23. maddesinde zararin giderilmesini isteme
hakki giivence altina almmisti?4%,

2018 yilinda yiirtirlige giren GDPR ile bu haklarin kapsami daha da genislemis
ve bunlara ek olarak tiizik veri 6znelerine yonelik bazi yeni haklar1 beraberinde
getirmistir. Tlziigiin 3. bolimiinde goriilecegi tizere bu haklar; bilgilendirilme, erisim,
diizeltme, silme (unutulma), isleme faaliyetini kisitlama, veri tagmabilirligi, itiraz ve
otomatik karar alinmasini kisitlama haklaridir. Bunlardan veri tasmabilirligi ve
unutulma hakki yeni nesil haklar olup ilk defa GDPR ile kisisel veri koruma
hukukunun bir pargasi haline gelmistir. Ayrica GDPR m. 82’de kendisine yonelik bir

238 OECD Rehber Ilkeleri m. 13- Bireysel Katilim Ilkesi
Bireylere asagidaki haklar taninmalidir:

a) Veri sorumlusundan veya baska bir kaynaktan, veri sorumlusunun kendisine iliskin veriye sahip
olup olmadigini teyit ettirme hakki;

b) Kendileriyle ilgili verilerin, asagidaki kosullarda iletilmesi hakki:

i. Makul bir sure iginde,

ii. Ongériilmiisse, abartili olmayan bir iicret karsiliginda,

iii. Makul bir sekilde ve

iv. Kolayca anlasilabilir bir bi¢imde.

¢) (a) ve (b) bentleri kapsamindaki bir talep reddedildiyse, reddin gerekcelerinin verilmesi ve béyle
bir redde itiraz hakki ve

d) Kendileriyle ilgili verilere itiraz hakki ve itirazin basaril olmasi durumunda verilerin silinmesi,
dizeltilmesi,  tamamlanmas:  veya  degistirilmesi  hakki. ~ (OECD  Web  Sitesi,
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0188, (E.T. 05.10.2023)).

239 Tim metin icin Ititfen bkz. Adalet Bakanligi Web Sitesi,
https://inhak.adalet.gov.tr/Resimler/Dokuman/2712020140848108_tur.pdf, (E.T. 05.10.2023).

20 Tim metin icin liitfen bkz.  Avrupa  Parlamentosu ~ Web  Sitesi,
https://www.europarl.europa.eu/meetdocs/2014_2019/plmrep/COMMITTEES/LIBE/DV/2018/09-
10/Convention_108_EN.pdf, (E.T. 05.10.2023).

21 TUm metin icin Iitfen bkz. Avrupa Birligi Web Sitesi, https://eur-lex.europa.eu/legal-
content/EN/TXT/HTML/?uri=CELEX:31995L0046, (E.T. 05.10.2023).
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ihlal sonucu maddi veya manevi zarar goren kisilere tazminat hakki da verilmistir. Bu
haklar yalnizca veri sorumlusuna karsi ileri surulebilmektedir. Ancak veri isleyen ile
veri sorumlusunun yapmis oldugu sozlesmede, veri isleyene de bu sorumluluk
yiklenmisse, bu durumda veri 0Oznesi haklarimi1 veri isleyene karsi da ileri
stirebilecektir?*2,

KVKK’de ise ilgili kisinin, kisisel verilerine yonelik olarak bilgilendirilme,
erisim, diizeltme, silme, itiraz ve tazminat haklar1 bulunmaktadir. Bu haklardan veri
tagmabilirligi GDPR’da bulunup KVKK’de bulunmazken; islemlerin iigiincii kisilere
bildirilmesini isteme hakki da KVKK’de yer alip GDPR’da mevcut degildir. Ayrica
KVKK’nin ilgili kiginin haklarmi diizenleyen 11. maddesinde dogrudan yer almasa da
genel olarak metinden sonug¢ olarak ¢ikarilan bazi haklar da bulunmaktadir. Ilgili
kisiye taninan bu haklarin ayr1 ayr1 ne anlama gelip hangi hususlar1 kapsadigini tespit

etmek 0nem arz etmektedir.

Il. HAKLARIN KAPSAMI, ESASLARI VE OZEL KULLANILMA USULLERI

A. Bilgilendirilme Hakki

1. Bilgilendirilme Hakkinin Kapsam ve Esaslari

Basit sekilde ifade etmek gerekirse, GDPR kapsaminda bilgilendirilme hakki;
veri 6znelerine kisisel verilerinin nasil islendigi ve haklar1 hakkinda seffaf ve kolayca
anlasilir bilgilerin saglanmasin1 kapsamaktadir. Bu sebeple diger haklardan 6nce
geldigi yani daha onciil nitelikte oldugu sdylenebilir. Soyle ki bilgilendirilme hakk1
dogrultusunda, verilerinin islenmesine ve bu husustaki haklarina iligkin bilgisi
olmayan kisi, diger haklarin1 da bilmedigi icin ileri siremeyecektir?*3, Nitekim bu
husus, ABAD’in Smaranda Bara kararinda da su sekilde ifade edilmistir: “Veri

Oznelerini kisisel verilerinin islenmesi konusunda bilgilendirme gerekliligi, veri

242 Heledd Lloyd-Jones ve Peter Carey, “The Rights of Individuals”, (ed. Peter Carey), Data Protection:
A Practical Guide to UK and EU Law, 5. Edition, Oxford University Press, Croydon, 2018, s.
122.

243 Helena U. Vrabec, Data Subject Rights under the GDPR: With a Commentary through the
Lens of the Data-driven Economy, Oxford University Press, 2021, s. 64.

72



Oznelerinin islenen verilere erisim, dizeltme ve itiraz haklarin1 kullanmalarmi
etkiledigi icin daha da 6nemlidir?**.”

GDPR’da hem dogrudan veri 6znesinden kisisel verilerin toplandigi (m. 13)
hem de alinmadigi (m. 14) hallerde saglanacak bilgiler i¢in kapsamli iki ayr1
diizenleme yapilmustir. Her iki durumda da, s6z konusu kisiye derhal, yani hemen
verinin elde edildigi anda bilgi verilmelidir. Veri sorumlusu kisiyi; kendisi ile
temsilcisinin kimligi ve iletigim bilgileri, ayrica varsa veri koruma gorevlisinin iletisim
bilgileri, veri isleme amaci, isleme faaliyetinin yasal dayanagi, verisi islenen kiginin
cocuk olmasi halinde ¢ocugun temel hak ve 6zgiirliikklerine agir basan ve veri islemeyi
gerekli kilan bir mesru menfaatin bulunup bulunmadigi, kisisel verilerin iletilmesi
durumunda alicilarin kim oldugu ve kisisel verilerin {igiincii iilkelere aktarilma
niyetinin bulunup bulunmadigi, eger aktarilacaksa bu tilkelerin miinasip giivencelere
sahip olup olmadigi konularinda bilgi paylasmakla yiikiimlii kilmistir (m. 13/1, 14/1).
Ayrica, adil ve seffaf bir veri isleme siireci i¢in bilgilendirme hakkinin; verilerin
depolanma suresi ve bu siireyi belirlerken kullanilan kriterlerin neler oldugu, veri
0znesinin haklari, rizanin geri ¢ekilmesi hakki, bir denetim makamina sikayet hakki,
kigisel verilerin saglanmasmin yasadan mi yoksa s6zlesmeden mi kaynaklanan bir
gereklilik oldugu ve verilerin saglanmamasmin hukuki sonuglari, profilleme de dahil
otomatik karar alma hususunun uygulanip uygulanmadigi ve varsa bu faaliyetlerin veri
0znesi agisindan 6nemi ve ongoriilen sonuglar1 gibi konular1 da igermesi gerektigi
ifade edilmistir (m. 13/2, 14/2). Zira otomatik karar verme, 6zellikle de profilleme
islemi, kisiler hakkinda 6n yargi olusmasina, etiketlenmeye ve hatta ayrimciliga varan
olumsuz sonuglar dogrulabilmektedir?®®. Ornegin, bir bankanm kredi verip vermeme
karar1 otomatik olarak bir algoritma tarafindan yapiliyorsa ve bu algoritma, 6zellikle
finansal gegmisi kotii olan kisilere diisiik kredi notlar1 verme egilimindeyse, bu durum
ihtiya¢ sahibinin zor duruma diismesine neden olarak hakkaniyetten uzak sonuclar
dogurabilir. Bu da veri islemede adil olma ilkesine aykirilik teskil edecektir. Yine, veri
sorumlusu topladig1 kisisel verileri, toplanma amaci disinda bir amagla isleyecekse,

yeni amaca iliskin bilgilerle beraber bahsedilen konularda bilgilendirme de yapmalidir

244 ABAD, 01.10.2015 tarih ve C-201/14 numarali Smaranda Bara and Others v Casa Nationald de
Asigurari de Sanatate and Others karar1, https://curia.europa.eu/juris/liste.jsfnum=C-201/14, (E.T.
10.10.2023).

245 V/rabec, s. 77.
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(m. 13/3, 14/4). Her iki durumda da, veri sorumlusuna yiklenen bu yukumliliklerin
yerine getirilmesi i¢in veri 6znesinin bir talepte bulunmasi gerekmemektedir. Zira veri
sorumlusu  kendiliginden harekete gegerek bilgilendirme gorevini  yerine
getirmelidir?*®. Ancak “veri 6znesinin halihazirda bu bilgilere sahip oldugu hallerde
ve Olglide” bu yikimliiligiin yerine getirilmesi gerekmez (m. 13/4). Kanaatimizce,
pratikte bu durumu ispat yiikiiniin veri sorumlusuna distiigiiniin kabul edilmesi;
dolayisiyla ikna edici bir kanit olmaksizin, genel varsayimin veri sorumlusu tarafindan
kigisel verinin elde edildigi anda bilgilendirme yapilmadiginin veya veri 6znesinin
halihazirda bu hususlarda bilgi sahibi olmadigmin kabulii gerekmektedir.

Kisisel verilerin bizzat veri 6znesinden alinmasi durumundan farkli olarak,
bizzat alinmadig1 hallerde; veri sorumlusunun kisisel verileri saglama yiikiimliiligiine
iliskin agiklama yapmasi gerekmez, ¢Unki bu hususta karar alma yetkisine sahip
degildir?’. Ek olarak, veri 6znesine iigiincii bir taraftan elde edilen kisisel verilerin
kategorilerinin de (adres, cinsiyet, saghk vb.) bilgisi verilmelidir (m. 14/1-d). Bu
farklilik muhtemelen bdyle durumlarda, veri 6znesinin paylasilan veriler {izerinde
detayli bir fikre veya kontrole sahip olmamasindan ileri gelmektedir. Elde edilen veri
kategorilerini paylasmak, isleme faaliyetinin kapsamini daha iyi anlamasina yardimci1
olacaktir®®®. Yine bir bagka farklilik olarak GDPR veri sorumlusuna, kisisel verilerin
kaynagi ve bunlarin kamuya agik olup olmadigi konusunda da bilgi verme
yikiimliiligt yiiklemistir (m. 14/2-f). Ayrica veri 6znesinin halihazirda bu bilgilere
sahip olmasi durumuna ek olarak baska bazi kosullarda da bilgilendirilmesine gerek
olmadigi ifade edilmistir. Bunlardan birincisi, kisisel verilerin kaydedilmesinin yahut
aciklanmasmin veri Oznesine bilgi saglama yikiimliligli yerine getirilmesinin
herhangi bir sebeple imkansiz veya orantisiz bir ¢aba gerektirecek olmasidir. Bu
sebepler; veri islemenin kamu yararma arsivleme, bilimsel veya tarihi arastirma ya da
istatistiki amaclarla yapilmasi gibi sebepler olabilir (GDPR m. 14/5-b). Bu ornekler
tahdidi nitelikte degildir. Bu durumda veri 6znesinin haklari ile 6zgiirliikleri ve mesru
menfaatlerinin korunmasi amaciyla uygun tedbirlerin alinmasi gerekmektedir. Bu

tedbirler alinirken veri 6znelerinin sayis1 ve verilerin ne kadar zaman 6nce elde edilmis

246 Dulger, s. 529; Fundamental Rights Agency, s. 207.

247 \rabec, s. 67, 68; GDPR Bilgilendirme Hakk1 Bilgi Notu, Avrupa Birligi GDPR Resmi Web Sitesi,
https://gdpr-info.eu/issues/right-to-be-informed/, (E.T. 11.10.2023).

248 \/rabec, s. 67.
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249 Kisisel verinin bizzat verinin

oldugu gibi faktorler goéz Oniine almmalidir
sahibinden elde edilmemesi halinde, bilgilendirilme hakkinin gerekliliklerinin yerine
getirilmesine gerek olmayan durumlardan ikincisi ise, veri islemenin kanunda agikca
ongorulmesidir. Bunun icin s6z konusu yasal diizenlemenin veri sorumlusunun
uymaya zorunlu oldugu ve veri 0znesinin mesru menfaatlerinin korunmasi i¢in uygun
tedbirler 5ngéren bir diizenleme olmasi sarttir (GDPR m. 14/5-c). Uglinciisi ise, kisisel
verinin iglenmesinin kanunen diizenlenen bir mesleki yukimlulik sebebiyle gizli
kalmasinm gerekmesidir (GDPR m. 14/5-d). Ornegin, bir avukatin miivekkilinin
kigisel verilerini islerken, avukatlik meslek kanunu geregi bu verilerin gizli tutulmasi
yasal bir yuktumliluktir. Bu nedenle avukat, GDPR kapsaminda verilerin islenmesi
hususunda veri 6znesine bilgilendirme yapmak zorunda degildir.

KVKK’de ise ilgili kisinin bilgilendirilme hakki, ayrica ve agik¢a diizenlenmis
bir hak degildir. Zira kanunda bilgilendirilme hakki veri sorumlusunun aydmlatma
yikiimliligt adi altinda hiikiim altina alimmustir. Buna gore, kisisel verilerin elde
edilmesi sirasinda veri sorumlusu veya yetkilendirdigi kisi, ilgili kisilere su konularda
bilgi vermekle yukimludir: Veri sorumlusunun ve varsa temsilcisinin kimligi,
verilerin islenme amaci, kimlere ve hangi amacla aktarilabilecegi, veri toplamanin
yontemi ve hukuki sebebi ile ilgili kisinin diger haklar1 (KVKK m. 10). Buna ek
olarak, aydmlatma yiikiimliligiiniin yerine getirilmesi esnasinda uyulacak usul ve
esaslar1 detaylica belirlemek amaciyla, Kisisel Verileri Koruma Kurumu tarafindan
2018 yilinda “Aydmlatma Yiikiimliligiiniin Yerine Getirilmesinde Uyulacak Usul ve
Esaslar Hakkmda Teblig” yaymlanmistir®®. Tebligin igerigi incelendiginde, genel
olarak GDPR’a benzer hiikiimler igerdigi goriilmektedir. Kisisel verilerin ilgili kigiden
elde edilip edilmedigi ayrimlart GDPR’da oldugu kadar kapsamli olmasa da burada da
yapilmistir.

Tebligin 5. maddesine gore, aydinlatma yiikiimliiligli yani bilgilendirilme
hakkinin gereklilikleri, ilgili kisinin kisisel verilerinin islendigi her durumda yerine
getirilmelidir. Yani ilgili kisinin agik rizasi alinmis olsa veya KVKK’deki diger isleme

sartlart mevcut olsa bile bilgilendirilme hakkinin gereklerinin yerine getirilmesinden

29 GDPR 62 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-62/, (E.T. 11.10.2023).

250°10.03.2018 tarihli Resmi Gazete’de yayimlanan Aydinlatma Yiikiimliiliigiiniin Yerine
Getirilmesinde  Uyulacak Usul ve Esaslar Hakkinda Teblig, Resmi Gazete,
https://mww.resmigazete.gov.tr/eskiler/2018/03/20180310-5.htm, (E.T. 10.10.2023).
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kaginilamaz??, “Kisisel veri isleme amac1 degistiginde, veri isleme faaliyetinden dnce
bu amag i¢in aydinlatma yiikimliligi ayrica yerine getirilmelidir” (Teblig m. 5/1-b).
Bu yiikiimliiliigiin yerine getirilmesi 6zellikle genel nitelikli verilerden yola ¢ikilarak
ozel nitelikli verilere ulasma konusunda dnem arz etmektedir®2. Ornegin, kisinin
zayiflamak icin kullandig1r bir egzersiz uygulamasini ele alalim. Dogal olarak,
kullanicinin egzersiz turd ve suresi, konum bilgisi ve kalp atig hizi gibi bilgileri igeren
verileri basta egzersiz rutinlerini takip etmek i¢in toplanacaktir. Ancak bu verilere
bakilarak kisinin genel saglig1 hakkinda ¢ikarimlar yapmak veya kalp sorunlar1 gibi
potansiyel saglik sorunlarini tespit etmek icin kullaniliyor ve kisiye uygulama i¢inde
hastane veya kalp damar hastaliklarinda uzman doktor reklamlar1 gosteriliyorsa, artik
kisinin bu sebeple de rizasinin alinmasi ve bu hususta da bilgilendirilmesi gerekecektir.
Yine, “veri sorumlusunun farkli birimlerinde kisisel veriler farkli amaglarla
isleniyorsa, aydmlatma yiikiimliliigii her bir birim nezdinde ayrica yerine
getirilmelidir’ (Teblig m. 5/1-c). Ornegin, bir e-ticaret sirketinin satis departmani
miisteri siparislerini islemek ve iirtinleri gondermek i¢in kisisel verileri kullanirken;
pazarlama departmani, miisterilere 6zel teklifler sunmak ve tanitim yapmak i¢in kisisel
veri isleyecektir. Bu sebeple her iki departman da ilgili kisiyi kendi faaliyetlerinin
Ozelliklerine uygun olarak ve ayr1 ayr1 bilgilendirmelidir. Aydinlatma
yikiimliiligiiniin yerine getirilmesi, tipki GDPR’de oldugu gibi ilgili kisinin talebine
bagl degildir ve “yerine getirildiginin ispat1 veri sorumlusuna aittir” (Teblig m. 5/1-
e). Aydmlatma yiikiimliiligiiniin yerine getirilmesi esnasinda, “verilerin KVKK’nin 5.
ve 6. maddelerinde belirtilen isleme sartlarindan hangisine dayanilarak islendigi yani
veri igsleme faaliyetinin hukuki sebebinin agik¢a belirtilmesi gerekmektedir” (Teblig
m. 5/1-h). Boylece ilgili kisiler, veri sorumlularinin niyetlerinin daha fazla farkina
vararak isleme faaliyetinin kapsamini daha kolay degerlendirebilirler. Bu durum da
veri sorumlularina, kendi ¢ikarlari ile ilgili kisilerin menfaatleri arasinda adil bir denge
kuruldugunu, ilgili kisilerin temel hak ve 6zgiirliikklerinin risk altinda olmadigin1 ispat

konusunda bir motivasyon saglamaktadir®®3

. Ayrica “kisisel verilerin aktarilma amaci
ve aktarilacak alic1 gruplar1” ile “verilerin tamamen veya kismen otomatik yollarla ya

da veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan ydntemlerden

21 Dulger, s. 530.
252 \/rabec, s. 73.
253 \/rabec, s. 69.
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hangisiyle elde edildigi” bu yiikiimliilik kapsaminda belirtilmelidir (Teblig m. 5/1-1,
1). S6z konusu alic1 gruplarma is ortagi, tedarikci, istirakler, hissedarlar, kanunen
yetkili kamu kurum ve kuruluslari, kanunen yetkili 6zel hukuk kisileri vb. 6rnek olarak
verilebilir?®, Yukumluliik yerine getirilirken asla yiikiimliiliigii eksik, yaniltic1 ve
yanlig bilgilere yer verilmemelidir. Dikkat edilmesi gereken bir husus, kanunda ve
yonetmelikte, bilgilendirme yilikiimliiliigiine istisna hallerinin Ongdriilmedigidir.
Dolayisiyla her durumda, belirtilen bilgilerin ilgili kisilere verilmesi gerekmektedir.
Bu acidan KVKK ve Yonetmelik, GDPR’dan daha kati bir nitelik gostermektedir.
Bununla birlikte, KVKK m. 28’de belirtilen faaliyetler kapsaminda veri isleme
faaliyetinde bulunuluyorsa, aydinlatma yiikiimliliigiiniin yerine getirilmesi zorunlu
tutulmamustir. Bunlar, bilgilendirilme hakkinin istisnalar1 olarak kabul edilebilir?®,
Anlasilacag1 lizere, bilgilendirilme hakki ile aydinlatma yiikiimliligi ve
verilerin hukuka uygun, adil ve seffaf bir sekilde islenmesi ilkesi, bir madalyonun iki
yliziinli olusturmaktadir. Veri sorumlusu, kisisel veri isleme faaliyeti esnasinda,
kanundaki ilkelere uygun hareket eder ve iizerine diisen aydinlatma yiikiimliliigiinii
eksiksiz bir sekilde yerine getirirse, ayn1 zamanda ilgili kisinin bilgilendirilme

hakkimin gereklerini de yerine getirmis olur?®.

2. Bilgilendirme Usuli

Kural olarak veri sorumlusunun, GDPR m. 13/1’e gore, kisisel verilerin veri
Oznesinden elde edildigi anda, derhal ve gecikmeksizin bilgilendirme
yiikiimliliiglinlin yerine getirmesi gerekmektedir. Bu husus elbette kisisel verilerin
bizzat veri 6znesinden elde edildigi durumlarda gegerlidir. Eger kisisel veri, bizzat
verinin sahibinden elde edilmediyse, s6z konusu bilgiler; veri 6znesine makul bir siire
icinde ve isleme kosullar1 g6z Oniinde tutularak her haliikkarda bir ay icinde
verilmelidir. Toplanan bilgilerin veri 6znesi ile iletisim kurmak i¢in kullanilacagi

hallerde veri 6znesi, kendisiyle temas saglandiginda derhal bilgilendirilme hakkimna

254 Kisisel Verileri Koruma Kurumu, Aydinlatma Yiikiimliiliigiiniin Yerine Getirilmesi Rehberi,
Ankara, 2019, s. 10.

25 Kigisel Verileri Koruma Kurumu, Aydinlatma Yiikiimliiliigi, s. 12. Madde hiikmiinde sayilan istisna
halleri, esasen tiim ilgili kisi haklar1 ve veri sorumlusu yiikiimliiliikleri i¢in gecerli olup; dogrudan
KVKK’nin kapsami disinda birakilmistir.

256 Dulger, s. 473.
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sahiptir. Yine, verileri baska bir aliciya agiklanmissa, en ge¢ kisisel veriler ilk kez
aciklandigi zaman bilgilendirme hakkinin gereginin yerine getirilmis olmas1 gerekir
(m. 14/3).

Veri 0znesine, 6zellikle de veri 6znesi bir cocuksa; bilginin “6z, seffaf, anlasilir
ve kolayca erigilebilir bir bigimde, agik ve sade bir dil kullanilarak” verilmesi
gerekmektedir (m. 12/1). Bu hiikiim aslinda genel olarak tiim haklarin kullanilmasina
iliskin olup en ¢ok da bilgilendirilme hakkiyla yakindan iliskilidir. Madde hikmunde
esasen, veri sorumlusuna bilgilendirmenin igeriginin ve bilgilendirmede kullanilan
dilin niteligi hakkinda ytikiimliiliikler verilmistir.

Oncelikle bilgilendirmenin igerigi, 6z yani kisa ve kapsamli olmalidir.
Dolayisiyla veri 0znesine saglanan bilgiler, gereksiz kelimeler olmadan ve uygun
diizeyde ayrmtiyla, veri 6znesinin kafasinin karismasina mahal vermeyecek sekilde
kaleme alinmalidir. Bu sayede bilgilendirme metni, daha agik ve dikkat dagilmadan
okunabilir hale gelir. Bilgilendirme metni ayn1 zamanda anlasilir da olmalidir. Burada
veri 6znesinin yetiskin mi yoksa ¢ocuk mu oldugu onem tasir. Zira yas itibariyla
hareketinin sonuglarini anlama yetenegi ¢ocuklarda daha diisiik oldugundan, ¢ocuklara
yapilan bilgilendirmelerde bir yetiskine gore teknik terimlerden daha ari ve basit
ifadeler kullanilmas1 gerektigi tartisilmaz bir gergektir. Ancak yetiskinler i¢cin de
anlasilirlik kriteri yiiksek tutulmamalidir. Clinkii kisisel verilerin korunmasi konusu
son derece karmasik ve teknik bir konu olabilir. Bir baska husus olarak,
bilgilendirmenin igeriginin kolayca erisilebilir olmasi da gerekmektedir. Bu nedenle,
GDPR m. 12/1°de bilgilerin “yazili olarak veya uygun oldugu hallerde, elektronik
yollar da dahil olmak iizere diger yollarla” saglanmasi hiikiim altna almmustir.
Gergekten de “S6z ugar, yazi kalir.” mantigindan hareketle, yazili bilgilerin daha kalic1
ve ihtiya¢ halinde bu bilgilere ulagsmanin kolay olacagini sdylemek miimkiindiir.
Ozellikle de gelisen teknoloji sebebiyle kisi, diinyanin diger ucunda olsa da kendisine
gonderilen bir elektronik iletiyi yahut veri isleme faaliyetini yiiriiten kisinin internet
sitesindeki gizlilik politikasini igeren gonderiyi istedigi zaman ve sayida okuma
sansina sahiptir. Yahut kiginin verileri bir mobil uygulama (app) iizerinden isleniyorsa,

gerekli bilgilendirmeler uygun zamanlarda bildirim seklinde de gonderilebilir®’.

257 Future of Privacy Forum and the Center for Democracy & Technology, Best Practices for Mobile
Application Developers, Future of Privacy Forum Web Sitesi, 2018, https://cdt.org/wp-
content/uploads/pdfs/Best-Practices-Mobile-App-Developers.pdf, (E.T. 13.10.2023), s. 3; Mobil
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Ayrica bilgilendirmenin yazili bir sekilde yapilmasi, veri sorumlusunun bilgilendirme
yikiimliilligiinii yerine getirdigine dair kanit teskil edecektir. Ancak bu husus,
bilgilendirmenin sozlii olarak yapilamayacagi anlamina gelmez. Nitekim veri 6znesi
tarafindan talep edilmesi halinde, bilgiler s6zli olarak da saglanabilir. Ancak bu
durumda veri 6znesinin kimliginin diger sekillerde dogrulanmasi gerekmektedir (m.
12/1). Son olarak bilgilendirmenin igerigi seffaf olmalidir. Veri isleme siirecine hakim
olan yaklasimlardan biri olan bu ilke, aslinda yukarida agiklanan hususlarin tamamini
kapsar; yani kisisel verilerin islenmesine iliskin olarak saglanacak tum bilgilerin ve
kurulacak diyaloglarin kolayca erisilebilir ve anlasilir olmasini gerektirmekle beraber,
bu siirecte agik ve anlasilir bir dil kullanilmasini sart kosar?>8,

Bilgilendirme ylikiimliliginin yazili, elektronik veya kosullar1 olusmussa
s0zlu olarak yerine getirilebilmesinin yani sira, “standartlastirilmis gorsel semboller”
olarak adlandirilan sembollerle de yerine getirilebilecegi belirtilmistir. Boylece
anlatilmak istenen islem, bir ¢mpida ve bilgilendirme yiikiimliliigliniin yerine
getirilmesinde uyulmasi gereken usullere uyularak anlatilabilecektir (m. 12/7).
Ornegin, bir e-ticaret sitesi, miisterilerine kisisel verilerin korunmasiyla ilgili bilgi
vermek icin web sitesinde “kilit” semboll kullanabilir. Bu sembol, verilerin glivende
oldugunu gostereceginden, kullanicilar verilmek istenen mesaji agik¢a anlayabilir®®®.
“Simgelerin elektronik olarak sunuldugu hallerde, simgeler makine tarafindan
okunabilecek sekilde” saglanmalidir (m. 12/7).

KVKK’de bu hususta detayli bilgi yer almasa da, i¢ hukukumuz uyarinca
bilgilendirme/aydinlatma yiikiimliiliiglinlin yerine getirilmesine iligkin kurallar,
cogunlukla GDPR’dekine paraleldir. Aydmlatma Yikiimliligliniin = Yerine
Getirilmesinde Uyulacak Usul ve Esaslar Hakkinda Teblig’de s6z konusu
yukimliligiin yerine getirilirken, “genel nitelikte ve muglak ifadelere yer

verilmemesi” hitkkiim altina alinmustir. Ayrica “giindeme gelmesi muhtemel baska

uygulamalarda bilgilendirme yilikiimliiliigiiniin nasil yerine getirebilecegine iligskin detayl1 bilgi i¢in
ayrica bkz. Article 29 Data Protection Working Party, “Opinion 02/2013 on apps on smart devices”,
Avrupa Komisyonu Web Sitesi, 2013, https://ec.europa.eu/justice/article-
29/documentation/opinion-recommendation/files/2013/wp202_en.pdf, (E.T. 08.10.2023), (Opinion
02/2013), s. 23.

%8 GDPR 39 No’lu Gerekge, Avrupa Birlizsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-39/, (E.T. 13.10.2023).

29 Kisisel Verileri Koruma Kurumu’nun aydinlatma igin kullanilacak sembol, isaret ve ikonlar1 icin
liitfen bkz. Kisisel Verileri Koruma Kurumu, Aydinlatma Yikiimliligi, s. 21.
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amaglar icin kisisel verilerin islenebilecegi kanaatini uyandmran ifadeler
kullanilmamalidir” (Teblig m. 5/1-g). Veri sorumlusu kotl niyetle hareket etmese bile,
kulland1g1 ifadeler muglaksa, yiikiimliiliigiinii ihlal etmis say1labilir?®®. Ornegin, bir
sirkete is bagvurusunda bulunan kisinin 6zge¢misi, ileride agilabilecek pozisyonlara
alim i¢in kullanilmak amaciyla saklanacaginin bilgisi acik¢a verilmelidir. “Kisisel
verilerinizi  yeni alimlar igin kullanabiliriz.” seklinde muglak ifadelerden

kaginilmalidir?®?,

“Aydnlatma yikiimliliigli kapsaminda ilgili kisiye yapilacak
bildirimin anlasilir, agik ve sade bir dil kullanilarak gerceklestirilmesi gerekmektedir”
(m. 5/1-g). Bu kapsamda yukarida GDPR hiikiimleri i¢in yapilan agiklamalar aynen
gecerlidir.

Kigisel wverilerin 1ilgili kisiden elde edilmemesi halinde aydmnlatma
yikiimliligt, bu verilerin “elde edilmesinden itibaren makul bir sure igerisinde”
yerine getirilmelidir. Elde edilen bu kisisel veriler ayrica ilgili kisiyle iletisim amaciyla
kullanilacaksa, ilk iletisim kurulmasi esnasinda, ilgili kisi bilgilendirilmelidir. “Kisisel
verilerin aktarilacak olmasi halinde, en ge¢ kisisel verilerin ilk kez aktariminin
yapilacagi esnada ilgili kisiyi aydinlatma yiikiimliliigliniin yerine getirilmesi”
gerekmektedir (Teblig m. 6). Bilgilendirmenin gereken zamandan 6nce veya sonra

yapilan  bilgilendirmenin  etkisinin  olmayacagi unutulmamalidir??,

Ayrica
bilgilendirmenin sadece baslangigta degil, veri islemenin devam ettigi siirece belirli
araliklarla yapilmas gerektigi ifade edilmektedir?®®. Son olarak bilgilendirme, “veri
sorumlusu ya da onun temsilcisi tarafindan sozlii, yazili, ses kaydi, cagr1 merkezi gibi
fiziksel veya elektronik ortam kullanilmak suretiyle” yapilabilir (Teblig m. 5/1).
Ornegin, bir sitenin muhtelif yerlerine asilmis ve o bélgenin giivenlik amaciyla kamera
gorlintiilerinin  kaydedildigi yazis1 (yazili), operatdriin miisteri temsilcisine

baglanmadan 6nce dinletilen ses kayd1 (¢agri merkezi), bir ¢evrim igi aligveris sitesinin

internet sayfasinda yer alan bir belgede soru-cevap seklinde katmanli aydinlatma

260 Dilger, s. 530.

261 Kisisel Verileri Koruma Kurumu, Aydinlatma Yiikiimliiliigi, s. 10.

262 Dilger, s. 473.

263 Caligma Grubu’nun verdigi 6rnege gore; bir hizmetin konum verilerinin siirekli olarak islenmesini
gerektirdigi durumda, hizmet saglayici veri Oznesine aracinin yerinin daha Once belirlenip
belirlenmedigini, su anda bu durumun devam edip etmedigini ya da gelecekte belirlenmeye devam
edilip edilemeyecegini bildirmelidir. (Article 29 Data Protection Working Party, “Opinion 15/2011
on the definition of consent”, Avrupa Komisyonu Web  Sitesi, 2011,
https://ec.europa.eu/justice/article-29/documentation/opinion-
recommendation/files/2011/wp187_en.pdf, (E.T. 10.10.2023), (Opinion 15/2011), s. 33).

80



yapilmasi (elektronik ortam) mumkindir. Ayrica gérme engelliler agisindan bu
yikiimliiligiin yerine getirilebilmesi i¢in ilgili mevzuatta (5378 Sayili Kanun vb.) yer
alan uygulamalarin yapilmas: da mimkindir?®®, Veri sorumlusu, bu metotlardan

hangisini izleyecegini, isin mahiyetine gore kendisi segmelidir.

3. Bilgilendirilme Hakkina iliskin Ornek Kararlar

Kisisel Verileri Koruma Kurulu bir kararinda?®®, ilgili kisinin KVKK m. 11'de
belirtilen haklar1 kapsamindaki taleplerini iceren basvurusuna higbir suretle cevap
vermeyen ve banka olan veri sorumlusunun internet sitesinde yer alan aydinlatma
metnini de incelemistir. Metinde; veri isleme amaglarmin, KVKK'de belirtilen isleme
kosullarindan hangisine dayandigma yonelik hukuki sebep agik¢a belirtilmeksizin
siralandigi tespit edilmistir. Bu husus, Aydinlatma Yiikiimliligi Hakkinda Teblig’in
m. 5/1-h hitkkmiine aykir1 bulunmustur. Ayrica bankanin aydinlatma metninde, kisisel
veri igleme amaglar1 belirtildikten sonra, “gibi amaclar kapsaminda islenmektedir”
ifadesinin Teblig'de ayn1 maddenin (g) bendinde yer verilen ve “glindeme gelmesi
muhtemel baska amaclar i¢in kisisel verilerin islenebilecegi kanaatini uyandiracak”
turden bir ifade oldugundan metnin gozden gegirilerck duzeltilmesi istenmistir.

Yine Kisisel Verileri Koruma Kurulu, aldig1 bir ihbar dilekgesinden hareketle,
Amazon Turkey’in veri isleme faaliyetlerine yonelik resen bir inceleme yapmis ve
aralarinda ilgili kisinin bilgilendirilme hakkmnin da yer aldig1 birtakim ihlaller tespit
etmistir. Bu ihlallerden konumuza iligkin olan kisim aktarilacaktir. Yapilan
incelemede; isleme faaliyetinin daha site heniiz ziyaret edildiginde basladig1 ve hatta
cerezler hakkinda hazirlanan metinde sitenin ziyaretgilerinin tarayicisini ve kullandigi
aleti tanimak, ilgi alanlar1 hakkinda bilgi edinmek ve dogru Urlnle hizmeti saglamak
gibi amaglarla ¢erezlerin, piksellerin ve diger teknolojilerin kullanildig1 goriilmiistiir.
Kurul, sorumlusunun internet sayfasinda gerekli metinlere yer verildigine dair
aciklamayi, aydmnlatma yiikiimliiligliniin yerine getirilmesi kapsaminda yetersiz
bulmustur. Zira siteye ilk defa giris yapan bir kisinin, daha veri sorumlusu sirketle bir

sozlesme akdedip akdetmeyecegi yahut verilerinin iglenmesine rizasi gosterip

264 Kisisel Verileri Koruma Kurumu, Aydinlatma Yiikiimliiligd, s. 14.
%5 Kigisel Verileri Koruma Kurulu, 02.05.2019 tarih ve 2019/122 sayilh Karar,
https://www.kvkk.gov.tr/lcerik/5461/2019/122, (E.T. 15.10.2023).
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gostermeyeceginin belli olmadigi g6z Oniline alindiginda, yalnizca siteyi ziyaret
etmekle isleme faaliyetine agik riza verdigi sonucuna varilamayacaktir. Kararda, siteye
girigle birlikte isleme yapilmaya baslanabilmesi i¢in aydmlatma yiikiimliiliigiinin
daha giris asamasinda yerine getirilmesi lazim geldigi vurgulanmistir. Ancak s6z
konusu veri sorumlusunun site girisinde, gerezler ve pikseller gibi farkli araglarla
kigisel verilerin iglendigine iliskin olarak, bir pop-up mesaj gonderme vb. surette
bilgilendirme sunulmamaktadir. Ayrica yapilan isleme i¢in izin almak amaciyla
“Sitemizde gezinmeye devam etmek icin gerez bildirimimize onay vermelisiniz” gibi
bir istem de mevcut degildir. Bu durumun hem isleme faaliyetindeki agik riza sartina
hem aydinlatma ytikiimliiliigiine (ilgili kisinin bilgilendirilme hakkina) aykirilik teskil
ettigi tespit edilerek veri sorumlusuna yiz bin Tirk Lirasi idari para cezasi
uygulanmistir?®,

Kisisel Verileri Koruma Kurulu baska bir kararinda®®’, cevrim i¢i ortamda
basvuru toplayan veri sorumlusunun kisisel veri isleme siireglerini incelemistir. S6z
konusu platformda is bagvurusunda bulunurken iiyelik kaydi yapilmasi zorunludur. Bu
esnada, ortak bir kutucugun isaretlenmesi suretiyle, hem aydinlatma metninin okunup
anlandigina hem de kisisel verilerin islenmesine dair acik riza verildigine yonelik onay
almmaktadir. Bu husus, “veri isleme faaliyetinin agik riza sartina dayali olarak
gergeklestirilmesi halinde, aydmlatma yiikiimliligii ve ag¢ik rizanin almmasi
islemlerinin ayr1 ayri yerine getirilmesi” kuralima (Yon. m. 5/1-f) aykirilik teskil
etmektedir. Kurul kararda, aydinlatma yiikiimliliigliniin yerine getirilmesinin ilgili
kisinin onayma bagli olmadigmi vurgulayarak, kisinin isleme faaliyetiyle ilgili olarak
aydinlatildiktan sonra metinde yazilanlara acik riza vermek zorunda olmadigini
belirtmistir. Zira platformdaki dizayna gore, kisi ayn1 anda ve tek hareketle, hem
bilgilendirildigine hem de agik riza verdigine dair onay vermeye zorlanmaktadir.
Kurul bu nedenle, her iki hususa iliskin islemin yapilabilmesi i¢in gereken
mekanizmalarin ayrigtirilmast hususunda platformun talimatlandirilmasma karar

vermistir.

%6 Kigisel Verileri Koruma Kurulu, 27.02.2020 tarih ve 2020/173 sayih Karari,
https://www.kvkk. gov.tr/lcerik/6739/2020-173, (E.T. 15.10.2023).

%7 Kisisel Verileri Koruma Kurulu, 26.07.2018 tarih ve 2018/90 sayili Karar,
https://www.kvkk. gov.tr/Icerik/5420/2018-90, (E.T. 15.10.2023).
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Bilgilendirilme hakkina yonelik bir 6rnek de Fransa’nin veri koruma otoritesi
olan Ulusal Bilisim ve Ozgiirliikler Komisyonu (CNIL) tarafindan verilen bir kararda

268 CNIL, Google'm veri koruma ve gizlilikle ilgili olarak diizenledigi

yer almaktadir
bilgilendirme metinlerinin birden fazla c¢evrimici belgeye dagildigini ve bunlarin
kullanicilar tarafindan “kolayca erisilebilir” olmadigini tespit etmistir. Bu bilgilerin
daginik diizenlemesi, veri 6znelerinin haklarmi ve Google'n kisisel verilerini nasil
isledigini anlamalarmi zorlagtrmistir. Ayrica CNIL, Google'in internet sitesi
tasariminin da erisilebilirligi zorlastiran unsurlardan biri oldugunu dile getirmistir.
Zira s6z konusu tasarim, kullanicilarin ilgili gizlilik protokollerine erismek igin bir dizi
tiklamalar gerektiren buton ve baglanti gibi unsurlar icermekteydi. Bu bolinme de
kullanicilarin aydinlatma metninde yer alan bilgilerin detaylarina kolayca erigmelerini
zorlagtrmigtir. Veri sorumlulari, bilgilendirme metinlerinin igerigine dikkat ettigi
kadar, bu bilgilerin nasil sunulduguna da dikkat etmeli ve internet sitelerinde bu husus
icin ayrilan kisimlar1 kullanici dostu olacak sekilde dizayn edilmesine Gnem
gostermelidir. Aksi takdirde GDPR m. 12/1°de yer alan yiikiimliiliiklerini ihlal etmis

olacaklardir.

B. Erisim Hakki

1. Erisim Hakkinin Kapsami ve Esaslarn

Erisim hakkinin amaci; kisilerin, verilerinin iglenmesinin hukuka uygunlugunu
ve islenen verilerin dogrulugunu denetleme imkanina sahip olmalar1 i¢in yeterli, seffaf
ve kolay erisilebilir bir sekilde bilgilendirilmesinin saglanmasidir.?®®. Bu nedenle
erisim hakki, ilk bakista bilgilendirilme hakkima benzese de aslinda aralarinda bir fark
bulunmaktadir. Bilgilendirilme hakki, veri isleme faaliyeti baslamadan onceki
asamada daha Onemli bir role sahipken; erisim hakki, isleme faaliyetinin
baglamasindan itibaren tiim asamalarda biiyiik bir déneme sahiptir?™®. Yani kisi,

bilgilendirilme hakki kapsaminda, heniiz isleme faaliyeti baglamamigken verilerinin

%8 CNIL, 21.01.2019 tarih ve SAN-2019-001 sayith  Google LLC  Karar,
https://mww.cnil.fr/sites/cnil/files/atoms/files/san-2019-001.pdf, (E.T. 15.10.2023).

269 European Data Protection Board, Guidelines 01/2022 on data subject rights - Right of Access,
2022, (Right of Access), s. 2.

210 \/rabec, s. 104.
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ne kosullar altinda islenecegini ve islenmesine izin vermesi durumunda haklarmin
neler oldugu konusunda bilgi edinir. Ancak verileri islenmeye basladiktan sonra ise
bilgi edinme talepleri erisim hakki kapsaminda degerlendirilecektir. Bu yoniyle erisim
hakki, idare hukukundaki bilgi edinme hakkina benzetilebilir?".

Erisim hakki kapsaminda veri Oznesi, ilk olarak “kendisi ile ilgili kisisel
verilerin islenip islenmedigini veri sorumlusundan teyit etme” hakkina sahiptir. Ikinci
olarak eger verisi islenmisse, bu verilere erisim talep edebilir. Ugiincii olarak islenen
verilerine iligkin olarak; isleme amaclari, ilgili kisisel veri kategorileri, kisisel verilerin
aciklandig1 veya agiklanacagi alicilar veya alici kategorileri, verilerin saklanma suresi
veya bilinmiyorsa bu sirenin belirlenmesinde kullanilan kriterler, haklarinin neler
oldugu, denetim makamma sikayette bulunma hakki, veriler kendisinden elde
edilmemisse bu verilerin kaynaklarina iliskin mevcut bilgiler, profil ¢ikarma da dahil
olmak (zere otomatik karar verilip verilmedigi, veriliyorsa otomatik karar verme
stirecinin arkasindaki mantik ile bunun veri 6znesi agisindan 6nemi ve 6ngoriilen
sonuglar1 hususlarindaki bilgileri de talep edebilir (GDPR m. 15/1). Dérdunci olarak,
“kisisel verilerin {igiinci bir iilke ya da uluslararasi bir kurulusa aktarilmasi
durumunda, veri 6znesinin verilerin uygun givencelerle korunup korunmadigina dair
bilgilendirilme hakk1 bulunur” (GDPR m.15/2).

Kisi, erisim hakkini kullanma basvurusunda bulunurken herhangi bir gerekce
gostermek zorunda degildir. Veri sorumlusu, veri 6znesinin talebinin, islemenin
hukuka uygunlugunu kontrol veya diger haklarini kullanma konusunda gercekten ise
yaraylp yaramayacagmna karar veremez?’?. Verilerin GDPR kapsamimda korundugu
suirece?”, veri sorumlusu talebi dikkate alp geregini yapmali, yani kisiye erisim
saglamahidir. Veri sorumlusu, kendisi ile ilgili kisisel veri iglenip islenmedigine dair

bilgi edinmek isteyen herkese, sorunun yanit1 olumsuz olsa dahi, s6z konusu kisiyle

271 Ancak bu iki hak arasindaki fark su sekilde ortaya konulabilir: Idare hukukunda bilgi edinme hakk1
kisilere, kamu yetkililerinin karar alma siireclerinde seffafligi saglamak i¢in tanmmistir. Bu
kapsamda herkes, idare tarafindan kendisiyle ilgili tutulan bilgi ve belgelere erisim hakkina sahiptir.
Bu hak, bu nedenle iyi yonetim hakkiyla da yakindan baglantihidir. Ancak ilgili kisilere taninan
erisim hakki, basta kisisel verilerin korunmasi hakki ve 6zel hayatin gizliligi olmak {izere gesitli
temel hak ve 6zgiirliiklerin korunmasina hizmet eder (ABAD, 29.06.2010 tarih ve C-28/08 numaral1
European Commission v The Bavarian Lager Co. Ltd. karari, https://eur-lex.europa.eu/legal-
content/EN/TXT/?uri=CELEX%3A62008CJ0028, (E.T. 15.10.2023)).

272 European Data Protection Board, Right of Access, s. 2.

273 Ornegin anonimlestirilmis veriler artik kisisel veri olarak sayilmadig: igin kisisel veri koruma
mevzuatlar1 tarafindan korunmaz (GDPR 26 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web
Sitesi, https://gdpr-info.eu/recitals/no-26/, (E.T. 15.10.2023).
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ilgili bir veri islenmedigini belirterek cevap vermek zorundadr?’. Kisiyle iliskili bir

verinin islenmesi halinde ise islendigini belirten cevabi, ister islenen veriyle ilgili
bilgilerle birlikte isterse de ayrica verebilir?’.

Kisisel verilere erisim, yasal diizenlemelerden kaynaklanan bir engel yoksa,
islenen ve erigim talep edilen verilerin tamaminim, dogru, giincel ve talebin alindig1
andaki veri isleme durumuna miimkiin oldugunca yakin bir sekilde veri 6znesine
saglanmastyla olur?’®. Bu baglamda, sadece toplanan veri gruplarma dair verilen genel
bilgi yeterli degildir. Ornegin, kisinin bir otomobil iireticisinin veri tabaninda kisisel
verilerinin bulundugunu disiinelim. Kisi islenen verilerinin neler olduguna dair bir
erisim talebinde bulundugunda, firma yalnizca “kimlik, iletisim, banka hesap bilgileri
ve satin alma ge¢misi” gibi genel bir cevap verirse, bu durumda erisim hakkinin
gerekliliklerini yerine getirmemis olacaktir. Veri sorumlusu ayrica, verilerin tirtine
veya kaynagina bakmaksizin istenen erisimi saglamakla yiikiimliidiir?”’. Hatta veri
0znesi, s6z konusu verileri en basta veri sorumlusuna saglayan taraf olsa bile, bu
verilere erigebilmelidir. Ciinkii veri sorumlusunun, verileri dogru bir sekilde kaydedip
kaydetmediginin kontrolii ancak bu sekilde saglanabilecektir?’®. Bdylece eger bir
yanlislik s6z konusuysa bu verilere yonelik olarak diizeltme, silme veya itiraz haklarini
kullanmasinin da yolu agilmis olacaktir.

Ayrica erisim hakki kapsaminda, yukarida ifade edildigi lizere, veri 6znesinin
erisim talep ettigi verilere yonelik olarak bilgilendirilmesi de esastir. Bu bilgiler isleme
faaliyeti baslamadan O6nce veri 6znesine bilgilendirilme hakki kapsaminda genel
anlamda saglanmus olabilir. Ornegin, denetim makamma sikayet hakki konusundaki
bilgilendirme, isleme faaliyeti 6ncesinde ve sonrasinda degismeyecek bir bilgi icerir.
Fakat her bilgi boyle genel nitelikte degildir. Mesela isleme faaliyeti bagladiktan sonra,
hangi verilerin hangi alicilara agiklandigi gibi 6zgiin detaylar, ancak erisim hakkinin
kullanilmasi1 sayesinde veri Oznesine spesifik bir sekilde sunulabilecektir. Benzer
sekilde isleme amaci da, veri Oznesinin Ozellikle erisim talep ettigi veri bazinda
degerlendirilip agiklanmalidir. Veri sorumlusunun sadece veri islemedeki genel

amacglarinin  agiklanmasi yeterli olmaz. Islemenin birden fazla amag igin

274 \/rabec, s. 107.
275 European Data Protection Board, Right of Access, s. 11.
276 European Data Protection Board, Right of Access, s. 14.
277 European Data Protection Board, Right of Access, s. 12.
278 Dulger, s. 479.
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gerceklestirilmesi halinde, hangi verinin hangi amaclar i¢in islendiginin de agikliga
kavusturulmas: gerekir?’®.

Kural olarak veri sorumlusu kisinin kendisine iligkin tiim verilere erigimi
saglamakla yiikiimlii oldugu icin talebi sorgulamadan dogrudan erisim saglamasi
gerekir. Ancak veri 6znesine iliskin ¢ok fazla verinin islendigi durumlarda, istenen
erisim saglanmadan 6nce veri sorumlusu, talebin tam olarak hangi isleme faaliyetine

280 Ornegin hasta, erisim hakkim

veya hangi bilgiye iliskin oldugunu sorabilir
kullanirken tiim tibbi gegmisiyle ilgili bilgilerin kendisine verilmesini isterken aslinda
sadece son bir yil iginde aldig1 ilaglarla ilgili bilgilere erismek istemis olabilir. Veri
sorumlusu konumundaki hastanenin, kisiye 6zellikle 6grenmek istedigi hususun ne
oldugunu sormasi, hem talebin kapsamini anlamalarina yardimci olup is yiikiini
azaltacak hem de veri 6znesine daha hizli ve amaca yonelik bir sekilde erisim
saglamasina katkida bulunacaktir. Ancak veri 0znesine bu hususta soru sorulmasi
sirasinda, veri isleme siireci hakkinda anlamli bilgi verilerek, talebi hakkinda izahat
istemenin sebebi agiklanmalidir. Bunun erisim saglanmasmi geciktirmek veya
engellemek icin yapilan bir uygulama olmadigi ve her haliikarda erigim talep edilen
tiim bilgilerin kendisine saglanacagi 6zellikle belirtilmelidir. Veri 6znesi cevap olarak,
miktar1 ¢ok fazla olsa da kendisine dair tiim verilere erismek istedigini belirtiyorsa
artik verilerin tamamu eksiksiz bir sekilde kendisine saglanmalidir.

Erisim talep edilen veriler, yanlissa veya veri sorumlusu tarafindan hukuka
aykir1 olarak isleniyorsa bile, veri 6znesinin talebi yerine getirilmelidir?*. S6z konusu
veriler derhal silinmemeli veya dizeltilmemelidir. Veri 6znesine verilerinin hukuka
aykiri olarak islendigi, bu durumdaki haklar1 ve veri sorumlusunun yiikiimliiliikleri
hakkinda bilgi verilip bundan sonra nasil ilerlenecegi hakkindaki karar veri 6znesine
birakilmalidir??,

Veri saklama siiresinin ge¢mesi gibi nedenlerle silinen ve dolayisiyla artik veri

sorumlusunun elinde bulunmayan verilere erisim saglanmasi gerekmemektedir?3,

279 European Data Protection Board, Right of Access, s. 36.

280 GDPR 63 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-63/, (E.T. 15.10.2023).

281 European Data Protection Board, Right of Access, s. 16.

282 Eyropean Data Protection Board, Right of Access, s. 17.

283 Ancak bir sonraki baslikta 6rnek olarak incelenen Osterreichische Post kararinda ABAD, erisim
hakkini genis yorumlayarak veri 0znesinin eskiden isledigi fakat su an ¢esitli nedenlerle elinde
bulundurmadig verileri de kapsadig: seklinde bir degerlendirme yapmustir.
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Erisim talebinde bulunulan veriler, veri sorumlusunun talebine cevap verilmesi
gereken yasal siirenin dolmasindan dnce, veri sorumlusunun gizlilik politikalar1 geregi
silinecekse; veri 6znesine soz konusu sure beklenmeksizin, yani veriler silinmeden
once erisim hakki saglanmalidir?®*. Bu husus soyle bir 6rnekle aciklanabilir: Diyelim
Ki, bir e-ticaret sirketi miisterilerinin siparislerinin yer aldig1 veri tabanini her ii¢ yilda
bir dlzenli olarak temizliyor olsun. Bir miisteri de, bu ii¢ y1lin dolmasina on giin kala,
gegcmis siparislerinin verilerini incelemek ve bazilarmi silmek istedigi i¢in veri
sorumlusu konumunda olan sirkete erisim basvurusu yapsin. Bu durumda s6z konusu
veriler on giin sonra zaten silinecek olsa bile, kigiye derhal talebi dogrultusunda erigim
saglanmali ve arzu ettigi inceleme ile islemi yapmasina imkan saglanmalidir. Boylece
veri 0znesine verileri Gzerinde daha fazla kontrol yetkisi verilmektedir.

Veri 0znesinin ¢ocuk olmasi durumunda erisim hakkini ileri siirecek kisi de
dogal olarak ¢ocugun kendisi olacaktir. Ancak ¢ocugun algilama ve davranislarini
yonlendirme kabiliyetinin gelismislik durumuna goére, bu hak yasal temsilcisi
tarafindan da kullanilabilir. Ancak islenen verileriyle ilgili olarak cocukla iletigim
kuruluyorsa, gocugun kolaylikla anlayabilecegi agik ve sade bir dille yapilmalidir?®.

Veri 0znesi, isleme faaliyetinden gegen kisisel verilerin bir niishasmi alma
hakkma sahiptir (GDPR m. 15/3). Bu hak, erisim hakkmin saglanmasimin fiziksel bir
gorinumidar. Ancak bu hak, “baskalarmin haklar1 ve 6zgiirliiklerini olumsuz yonde”
etkileyecek sekilde kullanilamaz (GDPR m. 15/4). Anlasilacagi tlizere burada erisim
hakkma bir kisitlama getirilmistir. Sayet t¢ilincii kisilerin ticari sirlar1 veya fikri
mulkiyet veya mahremiyet haklar1 basta olmak iizere baskalarinin haklari1 veya
ozgurliklerinin olumsuz etkilenmesi s6z konusuysa?®®, veri sorumlusu her iki menfaat
arasinda makul ve adil bir denge kurmalidir. Yani ne bagkalarmin sirlarini ifsa etmeli
ne de veri 6znesinin erigim talebini yerine getirmekten kaginmalidir. Bu durumda ilgili
verilere erigim, tgiincli kisileri ilgilendiren kisimlarin; takma isim kullanma,
maskeleme ve karartma gibi yontemlerle sansiirlenmesi ile saglanabilir®®’. Veri 6znesi

erigim hakkimdan tiimiiyle yoksun birakilamaz. Erisim hakkina bir baska kisitlama da

284 European Data Protection Board, Right of Access, s. 17.

85 GDPR 58 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-58/, (E.T. 15.10.2023).

26 GDPR 63 No’lu Gerekge, Avrupa Birligsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-63/, (E.T. 15.10.2023).
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GDPR m. 12/5 hiikmii ile getirilmistir, ancak veri Oznesinin tiim haklarmin
kisitlanmasina yonelik olarak baska bir baslik altinda incelenecektir.

KVVK’de ise erigim hakki ilgili kisinin haklarini i¢ceren 11. madde hiikmii
icerisinde birden fazla ve bagimsiz haklar olarak diizenlenmistir. Buna gore herkes,
veri sorumlusuna bagvurarak kendisiyle ilgili sunlar1 yapabilir: “Kisisel veri islenip
islenmedigini 6grenme, islenmigse buna iligkin bilgi talep etme, islenme amacini ve
bunlarin amacina uygun kullanihip kullanilmadigini 6grenme, yurt iginde veya yurt
disinda kisisel verilerin aktarildigi {icilincii kisileri bilme”. Yukarida GDPR i¢in
yapilan agiklamalar gbz Oniline alindiginda, ayr1 ayr1 diizenlenen bu haklarin erisim
hakkmin igerigini olusturdugu goriilecektir. Bu nedenle konuya iligskin olarak yukarida

yapilmis agiklamalar KVKK’deki hiikiim agisindan da gegerlidir.

2. Erisim Usulii

Veri 6znesi, islenen kisisel verilerin bir niishasini alma hakkina sahiptir (GDPR
m. 15/3). Kural olarak erisim hakkinin ne sekilde saglanacagi konusunda takdir hakk1
veri sorumlusuna ait oldugu i¢in, veri 6znesine dilerse islenmekte olan kisisel verileri
iceren orijinal belgelerin aynen ¢ogaltilarak verilmesini, dilerse de yalnizca kisisel
verilerin neler olduguna iliskin bir kopyanin verilmesini saglayabilir. ikinci durumda,
kisisel verilerin degistirilmemis bir kopyas1 veri 6znesine sunulmak zorundadir®®, Bu
durumu bir 6rnek iizerinden su sekilde aciklayabiliriz: Bir egitim kurumu 6grencilerin
akademik kayitlarimi elektronik olarak tutuyor olsun. Kurumun o6grencilerinden
birinin; ders notlari, smav sonuglar1 ve genel olarak 6grenci performansiyla ilgili
verilere erisim talebinde bulundugunu varsayalim. OKul, erisim talep edilen tim bu
verileri ayr1 ayr1 belgelerle sunmak yerine, hepsini derledigi bir raporu sunabilir. Fakat
bunun tam tersinin énemli oldugu durumlar da olabilir. Ornegin bir isverenin,
calisaninin isyerindeki performansmi degerlendirmek icin bir dizi e-posta yazigmasi
ve performans degerlendirme raporu gibi belgeleri kullandigi durumda; igveren,
calisaninin erigsim talebini yerine getirirken tum orijinal belgelerin bir niishasini
vermesi daha dogru olacaktir. Boylece hem ¢alisan kendi performansini bagimsiz bir

sekilde degerlendirebilir hem de isverenin degerlendirme siirecinin seffaflig1 saglanir.

288 European Data Protection Board, Right of Access, s. 46.
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Ayrica, kisinin kendi sesini igeren kayitlar veya tizerinde 1slak imza bulunan evraklar
gibi materyallerin sahici olup olmadigini dogrulama amaciyla, orijinal &rnek
saglanmas1 daha uygun olacaktir. Fakat veri 6znesinin onayinmn olmasi halinde, ses
kaydinin sadece ddkiimiiniin verilmesiyle de yetinilebilir?,

Kisinin ilk talebine yonelik verilen niishalar {icretsiz saglanir. Ancak niishanin
kaybolmasi veya zarar gormesi ve sair nedenlerle baska niishalar da talep edilirse, veri
sorumlusu “idari masraflar igin makul bir tcret talep edebilir” (GDPR m. 15/3). Peki
veri 0znesinden gelen “ikinci talebin” farkli bir “ilk talep” olup olmadigi nasil
anlasilacaktir? Eger ikinci talep; zaman ve kapsam agisindan onceki talepte erisim
istenen ayni kisisel veri seti ile ilgiliyse, artik bunun ek bir kopyanin istendigi “ikinci
talep” olarak yorumlanmak mimkiindiir. Ancak ayn1 veri setiyle ilgili farkli bir zaman
dilimine iligkin bir niisha istenirse, bu yeni ve ayr1 bir talep olarak kabul edilip iicretsiz
karsilanmalidir®®, Ornegin, veri sorumlusuna islenen tiim verilerimize erisim talep
ettigimizi bildirdik ve tarafimiza niisha verilmesini istedik. Aradan iki ay gectikten
sonra yeniden ayni taleple bagvurdugumuzda, bunun yeni bir ilk talep olarak kabul
edilmesi gerekmektedir. Zira aradan gegen zamanda yeni veriler islenmis olabilir.
Benzer sekilde, veri 0znesine ilk talebi iizerine, erisim eksik saglanmis veya hic
saglanmamigsa da ikinci talebi aslinda bir “ilk talep” olarak kabul edilip iicret
almmamalidir. Ayrica istenen iicret higbir zaman fahis bir bedel olmamali, sadece
yapilan masrafi karsilamaya yonelik olmalidir. Veri sorumlusu iicret talep edecekse
bunu veri 6znesine 6nceden bildirip talebini geri ¢ekip cekmeme konusunda karar
almasma olanak saglamalidir®®?,

Veri 0znesi erigsim talebini elektronik yoldan yapmis ve aksini talep etmemisse,
istenen bilgiler yaygm kullanilan bir elektronik yolla kendisine saglanir (GDPR m.
15/3). Yaygin kullanilan elektronik yolun tanimi GDPR’da yapilmamis olup erisim
talebinin yapildig1 zamanmn kosullarma gore degerlendirilmesi gerekecektir. Ancak
“yaygin kullanim” teriminden kastin, veri sorumlusunun profesyonel anlamda giinluk

isleyiginde kullanilan degil, genel olarak insanlar tarafindan yaygin olarak kullanilan

bir bigcim oldugu soylenebilir. Yani kisi, sirf veriye erigim saglamak i¢in belirli bir

289 European Data Protection Board, Right of Access, s. 47.
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yazilimi satin almak zorunda kalmamalidir?®2

. Veri sorumlusunun erisimi saglamay1
sectigi format ne olursa olsun, i¢indeki bilgiler hem anlasilir hem de kolayca
erigilebilir bir sekilde bulunmalidir. Verilerin kagit, CD veya USB gibi bir elektronik
depolama cihazinda ve sair somut ve kalici bir sekilde sunulmas1 dnemlidir?®3, Her ne
kadar veri sorumlusu, verilerin bir kopyasinin verilmesi diginda bagka tiirden erigim
saglamasi yoniinde zorunlu tutulamazsa da, makul bir ¢6ziim i¢in baska yollar
secebilir?®. Yani erisim sozlii, dosyalarm denetimine izin verme, yerinde veya uzaktan
erisim saglama seklinde de olabilir. Elverisli hallerde veri sorumlusu, veri 6znesinin
kisisel verilerine giivenli bir sisteme uzaktan ve dogrudan erisim saglayabilmelidir?®®.
Ancak bu yolun se¢ilmesi ve uygulanmasi, veri 6znesinin bir niusha alma hakkini

ortadan kaldirmaz.

3. Erisim Hakkina Iliskin Ornek Kararlar

ABAD yakin tarihli bir kararinda®®, veri sorumlusu olan posta hizmeti
sirketine erigim hakki kapsaminda bagvuru yapilan bir olaya iligkin hiikiim kurmustur.
Kisi, veri sorumlusunun su an kendisine iliskin olarak hangi kisisel verileri toplamakta
oldugu ve gecmiste hangi kisisel verileri uhdesinde sakladigi, ayrica bu veriler tigiincii
sahislara ifsa edilmisse, bu tiglincii sahislarin kim olduguna yonelik hususlarda
bilgilendirilmek istemistir. Veri sorumlusu verdigi cevapta, kanunun kendisine verdigi
izin gercevesinde verileri telefon rehberi yaymciliginda kullandigini ve bu kisisel
verileri pazarlama amaciyla ticari miisteriler, bilisim sirketleri, hayir kurumlari, siyasi
partiler gibi alicilara sundugunu ifade etmis; ancak bu verilerin alicilarinin kim
oldugunu isimle sayarak belirtmemistir. ABAD yaptigi degerlendirmede oncelikle
erisim hakkmin sinirlarin1 genisleterek, gecmiste saklanan veriler hakkinda da
bilgilendirilme talep edilebilecegini ifade etmistir. Buna ek olarak kisisel verilerin,

gecmiste alicilara agiklanmig olmasi veya halen agiklanmakta olmasi durumunda, veri
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sorumlusunun alicinm kimligini veri O6znesine bildirmekle ylikiimli oldugunu
vurgulamigtir. Ancak bu ylikiimliiliigiin, alicilarin kimliginin belirlenmesi miimkiin
olmadig1 veya veri 0znesinden gelen bilgi ve erigim taleplerinin GDPR m. 12/5
maddesi uyarinca agik¢a temelsiz veya asirt oldugunun veri sorumlusu tarafindan
kanitlandig1 durumlarda, veri Oznesinin yalnizca ilgili alict kategorileri hakkinda
bilgilendirilmesinde bir sakinca olmadig ifade edilmistir.

ABAD yakimn tarihli baska bir kararinda®®’, iigiincii taraflarin kredi notu
hakkinda miisterilerine bilgi saglayan bir sirket olan veri sorumlusuna yapilan erigim
talebine iliskin olarak hiikiim kurmustur. Veri 6znesi kendisine iliskin olarak islenen
verilerin bir niishasinin verilmesini istemis, sirket de kendisine islenen verilerin
Ozetlendigi bir liste temin etmistir. Divan, yaptigi degerlendirmede 0Oncelikle
GDPR’da bir “nilisha” tanimmin yer almadigma; fakat kelimenin s6zliik anlamina
bakildiginda “genel bir 6zet” degil, “orijinal materyalin aslina uygun bir sekilde
cikarilmig kopyasi veya hazirlanmis dokiimii” anlamina geldigine dikkat ¢ekmistir.
Ancak niisha, her zaman kisisel verilerin yer aldig1 orijinal belgelerin kopyasi olmak
zorunda degildir. Islenen verilerin eksiksiz, aslina uygun ve anlasilabilir bir sekilde
belirtildigi herhangi bir niisha, erisim hakkinin gerekliliginin yerine getirilmesini
saglayacaktir. Belgelerin orijinallerinin bir niishasinin verilmesi gerekliligi, seffaflik
gerektiren konularda s6z konusu olabilir. Bu husus somut olaymn o6zelliklerine
bakilarak degerlendirilmelidir.

298 ilgili kisinin yapt1g1 telefon

Kisisel Verileri Koruma Kurulu ise bir kararinda
goriismesi kayitlarinin tarafina verilmesi talebinin reddedildigi iddiasima iliskin olarak
inceleme yapmistir. Kurul, kiginin kendisine iliskin verilerin islendigi hallerde,
bilgilendirilme hakkinin, mevzubahis veriye erisim hakkini da kapsadigini ve erisim
hakkinm, bilgilendirilme hakkini tamamladigini ifade etmistir. Zira erisim hakka, ilgili
kisinin verilerinin nasil islendigi hususunda bilgi sahibi olmasina olanak tanimaktadir.
Boylece de verileri tizerindeki haklarini kullanmasi kolaylagsmaktadir. Veri sorumlusu
talep edilen erisimi, teknik olanaklarin izin verdigi olglide ve uygun bir sekilde

saglamalidir. Olayda veri sorumlusu kisinin talebini “gériismede ilgili kisiden

297 ABAD, 04.05.2023 tarih ve C-487/21 numarali F.F. v Osterreichische Datenschutzbehérde and CRIF
GmbH karart, https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:62021CJ0487,
(E.T. 16.10.2023).

Kisisel Verileri Koruma Kurulu, 14.01.2020 tarih ve 2020/13 sayilh karari,
https://imww.kvkk.gov.tr/lcerik/6698/2020-13, (E.T.17.10.2023).
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basgkalarinin da hassas verilerinin yer almas1” sebebiyle reddettigini ifade etmisse de;
Kurul, ilgili kisi ile Ttglinci kisilerin menfaatleri arasinda makul dengenin
kurulmadigmi belirtmistir. Zira ilgili kisiye dogrudan ses kayitlarinin kayit ortami
verilmeyip, bu kayitlarm ilgili kisiyi ilgilendiren kisimlarinin tam olarak anlasilir
dokimlerinin ~ verilmesiyle de erisim hakkmin  gerekliliklerinin  yerine

getirilebilecegine isaret edilmistir.

C. Diizeltme Hakk

1. Diizeltme Hakkimin Kapsami ve Esaslan

KVKK m. 11/1-d ile ilgili kisiye “kisisel verilerin eksik veya yanlis islenmis
olmasi halinde bunlarin diizeltilmesini isteme” hakki verilmistir. Benzer sekilde,
diizeltme hakki GDPR m. 16’da kendine yer bulmustur. Buna gére “ilgili kisi, kendisi
ile ilgili dogru olmayan kisisel verilerin diizeltilmesini” veri sorumlusundan
isteyebilir. Ilgili kisi, isleme amaglarma uygun olarak eksik kisisel verilerini, gerekirse
ek bir beyanla tamamlama hakkina da sahiptir.

Bu hak esasen, kisinin kendi verileri tzerindeki kontroluniin bir tezahtrl olup
erisim hakkimin bir uzantisi olarak kullanilmaktadir?®®. Yani islenen verilerine eriserek
yanlis veya eksik oldugunu fark eden kisi, diizeltme veya tamamlama talebinde
bulunabilecektir. Bu hak ayrica, kisisel verilerin GDPR m. 5/1-d’de ve KVKK m. 4/2-
b’de yer alan “dogru ve gerektiginde giincel olma” ilkesiyle yakindan ilgilidir3®. Veri
sorumlusuna ayrica ve agik¢a bdyle bir yikimltlik getirilmesi, bu hakka verilen
Onemi gostermektedir. Yanlis veya eksik islenen veriler, hem ilgili kisi hem de veri
sorumlusu acisindan olumsuz sonuclar dogurabilecegi icin diizeltme taleplerinin

geciktirilmeksizin yerine getirilmesi dogru olacaktir®,

299 (Cécile de Terwangne, “Article 16 Right to rectification”, The EU General Data Protection
Regulation (GDPR): A Commentary, (Ed. Christopher Kuner, Lee A Bygrave, Christopher
Docksey, Laura Drechsler), Oxford University Press, Croydon, 2020, s. 471.

300 Dlger, s. 486; Lloyd-Jones ve Carey, s. 139.

301 Article 29 Data Protection Working Party, “Opinion on some key issues of the Law Enforcement
Directive (EU 2016/680)”, Avrupa Komisyonu Web Sitesi, 2017,
https://ec.europa.eu/newsroom/article29/items/610178, (E.T. 16.10.2023), (EU 2016/680), s. 21.
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Veri sorumlusunun isledigi verilerdeki yanliglik birkag sekilde gerceklesebilir.
Ilgili kisi tarafindan saglanan bilgi, en basta bilerek veya bilmeyerek yanlis verilmis
olabilir. Yahut basta dogru verilmis bilgi, sonradan durumun degismesi ile yanlis hale
gelmis olabilir. Her halilkarda veri sorumlusu tarafindan verinin dogru olup
olmadiginin arastirilmasi s6z konusu olamayacagi icin diizeltilmesi istenen verinin
yanlisligint uygun sekilde kanitlamak, her ne kadar haklarini kullanirken bir gerekge
gostermek zorunda olmasa da, ilgili kisiye diismektedir®?. Veri sorumlusu diizeltme
talebini aldiginda, ilgili kisi tarafindan saglanan bilgiler dogru goriiniiyorsa gerekli
islemi yapmalidir.

Eksik bilgilerin tamamlanmas1 hususunda ise, isleme amaglarina uygun olup
olmadig1 degerlendirilir. Oyle ki baz1 veriler, bir isleme faaliyeti igin tamamken bir
baskas1 icin eksik nitelikte olabilir®®, iste diizeltme hakki kapsaminda yapilacak
tamamlama bu noktada devreye girecektir. Ilgili kisinin saglayacag: ek beyan ile bu
hakkmi kullanmasi miimkiindiir. Ornegin, bir kisinin kredi ¢ekmek i¢in bankasina
miiracaat ettigini diisiinelim. Ayrica yakin zamanda yeni bir tasinmaz da iktisap etmis
olsun. Ge¢mis yillarda yaptig1 baska bir islem kapsaminda sundugu maas bordrosu
banka kayitlarinda yer aliyorsa ve kredi basvurusunun degerlendirilmesinde
kullanilacaksa, kisi malvarhiginda yasanan degisimi de belirtip kredi alma sansini
yikkseltmek i¢in ek bir beyanla taginmazin tapusunu da sunarak eksikligin

tamamlanmasi talebinde bulunabilir.

2. Diizeltme Usull

Diizeltme hakki kapsaminda veri 6znesi, “kendisi ile ilgili dogru olmayan
kigisel verilerin gereksiz gecikmeye mahal verilmeksizin duzeltilmesini” talep
edebilmektedir (GDPR m. 16). Diizeltme talebini alan veri sorumlusu, hemen harekete
gecerek gerekli diizeltmeleri ve tamamlamalar1 yapmali yahut veri 6znesine bunu
yapmast i¢in gerekli imkanlar1 saglamalidir. Bu durumda GDPR m. 12°de yer alan
kurallar da g6z 6niinde bulundurulmalidir. Bu hususta tiim haklar anlatildiktan sonra,

genel bir agiklama yapilacagi i¢in bu baglik altinda daha detayl: bilgi verilmeyecektir.

302 Sanjay Sharma, Data Privacy and GDPR Handbook, John Wiley & Sons Inc, New Jersey, 2019,
s. 203.
303 De Terwangne, s. 473.
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Bazen de diizeltme hakkinin kullanilmasi sirasinda, kisisel verilerin yanlis veya
eksik olup olmadigi konusunda bazi anlasmazhklar yasanabilir. Ornegin veri
0znesinin, isledigi verilerin dogrulugundan ve eksiksizliginden emin oldugu
durumlarda, dizeltme talebi reddedilebilir. Boyle durumlarda veri 6znelerine bu
reddin gerekgesi ve redde karsi bagvurabilecegi hukuki yollar yazili olarak
bildirilmelidir®®. Veri sorumlusu her ihtimale karsi, yanls veya eksik oldugu iddia
edilen verilere ek olarak, bu verilerin diizeltilmis versiyonlarini1 da ayrica ve agikca
veri 6znesinin beyam oldugunu belirterek tutabilir®®. Ayrica makul bir gerekgesi
varsa, yanlis veri de kayit sisteminde tutulmaya devam edilebilir. Bu durumda
dogrusunun da anlasilacak sekilde ayrica ve agikca belirtilmesi gerekir®®. Ornegin, bir
hastaya her ne kadar kalp hastaligi olmasa da bu yonde yanlis bir teshis konulmus
olsun. Yillar sonra durum fark edildigi zaman, teshis hasta kaydindan kaldirilmak

yerine yanlis oldugu belirtilerek arsiv amacli saklanmaya devam edilebilir.

3. Diizeltme Hakkina Iliskin Ornek Kararlar

Kisisel Verileri Koruma Kurulu’na yapilan bir basvuruda®’, veri
sorumlusunun daha sonraki tarihlerde ilgili kisiye sundugu tim hukuki belgelerde, e-
posta adresinin halihazirda yazmasi nedeniyle bu husustaki yanlishgi diizeltme
imkaninin verilmedigi iddia edilmistir. Yapilan incelemede; mevzubahis e-posta
adresinin, ilk olarak ilgili kisinin ortagi oldugu sirketin vekili tarafindan bankayla
paylasildig1, sonrasinda ilgili kisinin bireysel emeklilik bagvurusu sirasinda kendisine
sunulan formda yer alan s6z konusu e-posta adresini formu imzalamak suretiyle
onayladig1 ve ilgili kisinin dizeltme bagvurusu Uzerine veri sorumlusunun hemen
harekete gecerek e-posta adresinde gerekli diizeltmeyi yaptig: i¢in veri sorumlusunun
ozen yiikiimliiligli cercevesinde hareket ettigi ifade edilerek bir ihlal bulunmamastir.
Fakat yanlis e-posta adresine giden bildirimlerin, olasi dolandiricilik olaylarinda
hesaptan para ¢ekildigi zaman haberdar olunamamasimna sebebiyet verebilecegi igin,

veri sorumlusunun iletisim bilgilerinin belirli araliklarla dogrulanmasi ve

304 Article 29 Data Protection Working Party, EU 2016/680, s. 22.

305 |_loyd-Jones ve Carey, s. 139.

308 Dilger, s. 296.

%07 Kisisel Verileri Koruma Kurulu, 12.01.2023 tarih ve 2023/67 sayilh Karar,
https://www.kvkk.gov.tr/lcerik/7592/2023-67, (E.T. 20.10.2023).
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guncelliginin saglanmasi hususunda gerekli mekanizmalart kurmas: gerektigi
belirtilmistir>®®,

Irlanda Veri Koruma Komisyonu da bir kararinda®®®, diizeltme hakkimin
kullanimina iligkin detayli bir degerlendirme yapmustir. Veri 6znesi, tedavi oldugu
saglik kurulusuna basvurarak, adindaki Irlandacaya 6zgii geleneksel isaretin (sineadh
fada aksani) kullanilmadan yazildigi i¢in kayitlarda admm yanlis tutuldugunu
belirtmis ve gerekli diizeltmenin yapilmasmi istemistir. Hastane ise hasta kayit
sisteminin bu yerel isareti barmdirmadigi, dolayisiyla ilgili diizeltmenin
yapilamayacagini bildirerek diizeltme talebini reddetmistir. Ayrica zaten hastalara bir
numara verilerek takibinin yapildig1 ve bu nedenle de kisinin ismindeki bu yanlisligin
bir karigikliga yol a¢mayacagi da veri 0znesine iletilmistir. Komisyon yaptigi
incelemede, diizeltme hakkinin smirsiz olmadigmma ve isleme amaciyla birlikte
degerlendirilmesi gerektigine dikkat ¢ekmistir. Veri 0znesinin adi, hastane
kayitlarinda onu belirli kilan tek tanimlayic1 degildir; veri sorumlusunun belirttigi
lizere, hastalara ayrica hasta numarasi verilmistir. Bu nedenle, kisinin adindaki
karakteristik isaretlerin yoklugunda da veri isleme faaliyeti amacina ulasmis olup bu
husus kisinin temel hak ve 6zgiirliikleri tizerinde olumsuz bir etki yaratmayacaktir. Bu
nedenle GDPR m. 16’ya aykirilik s6z konusu degildir. Ancak Komisyon veri
0znesinin hasta kaydina, kisinin adinin bir pargasi olan aksanm varligin1 gosterecek
bir not eklenmesi gerektigini de belirtmistir.

ATHM de bir kararinda®°, etnik kokenini Roman olarak diizeltmek isteyen
kisinin talebinin Moldova resmi makamlari tarafindan reddedilmesine iliskin hiikiim
kurmustur. Moldova topraklari, Sovyetler Birligi'nin bir par¢as: haline geldiginde,
Sovyet yetkilileri bagvurucunun Romanya’da dogan ebeveynleri de dahil olmak tizere
burada yasayan herkesin etnik kimligini bu sekilde kaydetmistir. Bu nedenle de
basvurucu resmi belgelerinde yer alan bu bilginin diizeltilmesi talebinde bulunmustur.

Fakat Moldova makamlar1 kiginin talebinin yerine getirilmesini saglayacak yeterli

308 Bu hususta bkz. Kisisel Verileri Koruma Kurulu, 22.12.2020 tarih ve 2020/966 sayili ilke Karari,
https://imww.kvkk.gov.tr/Icerik/6858/2020-966, (E.T. 20.10.2023).

Ireland Data Protection Commission, Ciaran 0] Cofaigh karari,
https://www.dataprotection.ie/index.php/en/dpc-guidance/blogs/examination-right-rectification-
complaints, (E.T. 20.10.2023).

30  AfHM, 27.042010 tarih ve 27138/04 basvuru numarali Ciubotaru/Moldova karari,

https://hudoc.echr.coe.int/, (E.T. 21.10.2023).
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kanitin  sunulmadigini ileri siirmiistir. AIHM kisiye bu agidan katlanilmasi
beklenmeyecek derecede agir bir ispat yiikii yiiklendiginden, yetkililerin ilgili kiginin
etnik kokenini beyan ettigi sekilde diizeltmeyi reddetmesi nedeniyle 6zel yasama saygi

hakkinm ihlalini saptamistir.

D. Silme (Unutulma) Hakki

1. Silme (Unutulma) Hakkinin Kapsami, Esaslar ve Uygulanma Usull

Kisisel verilerin neredeyse bir meta gibi kullanildig1 giiniimiiz toplumunda,
ilgili kisinin verileri {izerindeki hakimiyetini ve insan onurunu korumasimi saglayan
bir diger hak da silme (unutulma) hakkidir. GDPR m. 17/1 e gore; “veri 6znesi, kendisi
ile ilgili kisisel verilerin herhangi bir gecikmeye mahal verilmeksizin silinmesini”
isteme hakkina sahiptir. Buna ek olarak bazi durumlarin varligi halinde veri
sorumlusuna s6z konusu verileri gecikmeksizin silme yiikiimliiliigii ytiklenmistir. Bu
durumlarm ilki, “kisisel verilerin toplanma veya islenme amaglariyla iliskili olarak
artik gerekli olmamasi” halidir. Boylece kisisel bilgilerin yanlis veya giincelligini
kaybetmis olma ihtimaline karsi silinmesine olanak saglanmaktadir. Ayrica veri
islemenin smirli ve belirli bir amag¢ i¢in yapilmast ilkesine de uygun
davranilmaktadir®!. Ornegin, veri 6znesi iki ay dnce istifa ettigi firmanin internet
sitesinde, hala orada ¢alistyormus gibi goriiniiyor olsun. Bu durumda s6z konusu bilgi,
dogru ve giincel olmayacagi i¢in firmanin bu verileri internet sitesinden gecikmeksizin
kaldirma yiikiimliiliigi bulunmaktadir. Veri isleme amacinin degistigi durumlarda da
kisiye bu hususta bilgilendirme yapilmali, kisinin bu ama¢ dogrultusunda rizasmnin
olup olmadig1 arastirilmali veya veri islemek i¢in yasal baska bir gerek¢enin olup
olmadig1 arastirilmalidir. Eger her iki sart da gerceklestirilemiyorsa artik verilerin
silinmesi gerekmektedir®!2, Ikinci olarak, veri 6znesinin isleme faaliyetinin dayanag1
olan rizasini geri almasi ve igleme faaliyetini siirdliirmeye yonelik olarak riza diginda
bagka bir yasal gerek¢enin bulunmamasi hali de veri sorumlusuna silme yiikiimliligi

yiiklemektedir. Bilindigi lizere, veri islemenin hukuki olmas1 saglayan kosullardan

811 \frabec, s. 141.
312 Turgut, s. 212.
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biri, acik rizanm varhigidir. Kisiler, verilerinin gelecegini belirleme hakki ve 6zgiir
iradeleri dogrultusunda, isleme faaliyeti i¢in verdigi rizay1 her zaman geri alabilir. Bu
durumda, igsleme faaliyetini siirdiirmeye yonelik olarak riza disinda baska bir yasal
gerekge bulunmuyorsa, s6z konusu verilerin silinmesi gerekir3'®. Ornegin, bir sosyal
medya platformunda hesap agarken kullanim sartlarmi kabul etmis olsun. Ancak daha
sonra, kisisel verilerinin gizliligi konusundaki endiseleri nedeniyle hesabini1 kapatmak
istesin. Eger sosyal medya platformunun bu hesabi tutmak icin baska bir yasal
gerekcesi yoksa, kullanicinin verilerini silmekle yiikiimliidir. Uglincti olarak, veri
Oznesinin “kisisel verilerin dogrudan pazarlama amaglar1 dogrultusunda islenmesi
durumunda” itiraz hakkini (GDPR m. 21/2) kullanmas1 hali de veri sorumlusuna silme
yiikiimliiliigii yiiklemektedir. Ornegin kisi, bir e-ticaret sitesinin kisisellestirilmis
oneriler ve promosyonlardan yararlanmak i¢in site kurallarmni kabul etti ve bu
cercevede kisisel verilerini paylasti diyelim. Daha sonra itiraz hakkini kullanirsa artik
veri sorumlusunun s6z konusu amagla ilgili olan her tiirlii veri isleme faaliyetini
durdurmasi ve islenen verileri de silmesi gerekmektedir. Veri 6znesinin genel itiraz
hakkmi (GDPR m. 21/1) kullanmas1 durumunda da, veri sorumlusunun elinde isleme
faaliyetini devam ettirmeye yarayacak agir basan mesru bir gerek¢e bulunmamasi
halinde silme yiikiimliiliigii mevcuttur. Bu gerekgelerle ilgili agiklama “Itiraz Hakk1”
bashigr altinda daha detayli anlatildig1 i¢in o kisma atif yapmakla yetinmekteyiz.
Dordlncu olarak, kisisel verilerin hukuka aykir1 olarak islenmesi durumunda da silme
yukiimliigii s6z konusu olacaktir. Ornegin, bilgilendirme hakkinin gerekleri yerine
getirilmeksizin islenen verilerin silinmesi gerekmektedir®'®. Besinci olarak, “veri
sorumlusunun tabi oldugu Birlik veya iye devlet hukukundaki bir yasal yiikiimliiliige
uymak amaci ile kisisel verilerin silinmesinin zorunlu olmasi1” halinde de verilerin
silinmesi gerekecektir. Bu yiikiimliilik dogrudan bir mevzuat hiikmiinden
kaynaklanacagi gibi bir mahkeme kararinin icrasi kapsaminda da dogabilir. Son
olarak, kisisel verilerin ¢ocuklara yonelik “bilgi toplumu hizmetlerinin saglanmasi ile
ilgili toplanmig olmast™ durumu da verilerin silinmesini gerektirebilir. S$oyle ki

GDPR m. 8 uyarinca, ¢ocuga; talebi karsihginda, ¢evrimici ortamda mesafeli olarak

313 Turgut, s. 216.
314 Turgut, s. 221.
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ticret karsihigi bir hizmet®™® sunuluyorsa, bu esnada cocugun en az on alt1 yasinda
olmasi halinde kisisel verileri islenebilmektedir. On alt1 yasindan kiiglik ¢ocuklarin
kisisel verilerinin islenmesi i¢in gerekli rizay1 yasa temsilcisi vermelidir®!®. Eger veri
0znesi ¢ocuk, daha sonradan s6z konusu isleme faaliyetinin kendisi agisindan riskli
oldugunu degerlendirirse, ka¢ yasinda olduguna bakilmaksizin yani hala “cocuk”
sifatin1 haiz olmasa bile, rizay1 veren kisi kendisi olmasa bile verilerinin silinmesini
isteyebilecektir®!’.

Bahsedildigi tizere veri sorumlusunun silmekle yiikimlu oldugu veriler ayrica
alenilestirilmisse, bu durumda silme talebi, s6z konusu verileri isleyen diger veri
sorumlularma da bildirilmek zorundadir. Veriler, diger veri sorumlularina baglanti
saglama, nisha iletme veya c¢ogaltma yontemleriyle saglanmis olabilir. Bu
yikiimliliigiin yerine getirilmesi i¢in mevcut teknoloji ve uygulama maliyeti g6z
ontinde bulundurularak teknik tedbirler de dahil olmak Uzere makul adimlar atilmalidir
(GDPR m. 17/2).

Silme (unutulma) hakki, mutlak bir hak degildir. Isleme faaliyetinin su
sebeplerle yapilmasi durumunda, verilerin silinmesi talep edilemeyecek ve veri
sorumlusunun silme yiikiimliiliigii dogmayacaktir: Ifade dzgiirliigii ve bilgi edinme
hakkmin kullanilmasi, veri sorumlusunun AB veya lye devlet hukukundaki bir yasal
yiikliimliiliige uymak amaciyla yapilmasi, kamu yararma gerceklestirilen bir gorevin
ifasi, veri sorumlusuna verilen resmi bir yetkinin uygulanmasi, kamu sagligmnin
korunmasi, kamu yararina arsivleme, bilimsel veya tarihi arastirma ya da istatistiki
amaglarm bulunmasi, birtakim hukuki iddialarin ileri siiriilmesi ve bunlarin

318

uygulanmasi veya savunulmasi®*®, silmenin veri isleme amaclarma ulasilmasini

imkansiz hale getirmesi veya ciddi sekilde zarar vermesinin muhtemel olmasi (GDPR

315 Bu tip hizmetlere “bilgi toplumu hizmeti” denilmektedir. Tanim igin liitfen bkz. 17.09.2015 tarihli
Avrupa Birligi Resmi Gazetesi’nde yayinlanan 2015/1535 Sayili Direktif, Avrupa Birligi Resmi
Gazetesi, https://eur-lex.europa.eu/legal-
content/EN/TXT/HTML/?uri=0J:L:2015:241:FULL&from=EN, (E.T. 28.12.2023).

316 Bu hususta detayli agiklamalar igin liitfen “Ilgili Kisi” baslig1 altinda yer alan aciklamalara bakiniz.

317 GDPR Gerekge 65, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-info.eu/recitals/no-65/,
(E.T. 28.12.2023).

318 Bu konuda bkz. irlanda Veri Koruma Komisyonu, 14.09.2023 tarihli Airbnb Ireland karari,
https://mwww.dataprotection.ie/sites/default/files/uploads/2023-
10/20231012%20Full%20decision%20Airbnb%20September%202023.pdf, (E.T. 01.01.2024). Stz
konusu kararda, veri sorumlusu olan Airbnb’ye basvurarak kendisi hakkinda ellerinde
bulundurduklar1 tim kisisel verilerin silinmesini isteyen veri 6znesinin talebinin; misafir olarak
kalan {igiincii bir sahsa saldirdig1 ve bu hususta bir cezai sorugturma yiiriitiildiigii gerekgesiyle reddi
GDPR’ye aykirilik teskil etmemistir.
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m. 17/3). Bu durumlardan herhangi birinin varlig1 halinde, artik s6z konusu kisisel
verilerin silinmesi miimkiin degildir. Ornegin, kamuoyunu bilgilendirme amaci
tasiyan gazetecilik amaci ile bilim ve sanatin gelismesini saglama amaci tasiyan
“akademik, sanatsal veya edebi anlatim amaglar1 dogrultusunda” yapilan veri isleme
faaliyetleri, ifade ozgirligii ve bilgi edinme hakki kapsaminda oldugu kabul
edildiginden (GDPR m. 85), bu hallerde silme hakkmin kullanilamayacagi kabul
edilmelidir. Gazeteciligin kapsami da genis yorumlanmali; sadece sosyal medya
iizerinden yaymlanan haber gonderileri, bloglar gibi diger dijital kaynaklar da bu
kapsama dahil edilmelidir. Her durumun somut kosullarina gore degerlendirilerek
Kisisel verilerin korunmasi hakki 6zelinde silme hakki ile bilgi alma hakki arasinda
makul bir denge kurulmasi son derece 6nemlidir®'®. Bagka bir istisna 6rnegi olarak da
arsivleme amagl veri isleme faaliyetleri gosterilebilir®®. Gegmisteki totaliter
devletlerdeki siyasi davraniglar, soykirim veya savas suglar1 gibi insanliga karsi
suglara iligkin spesifik bilgiler saglanmasi amaciyla arsivlemeye izin verilmekte ve bu
verilerin silinmesi miimkiin olmamaktadir32..

KVKK’de ise m. 11/1-e ile ilgili kisilere “kisisel verilerin silinmesini veya yok
edilmesini isteme” hakki verilmistir. Bu hak, kanunun “Kisisel verilerin silinmesi, yok
edilmesi veya anonim héle getirilmesi” baslikli 7. maddesinde 6ngoriilen sartlar
cergevesinde kullanilabilecektir. Buna gore, “hukuka uygun olarak islenmis olmasina

ragmen, islenmesini gerektiren sebeplerin ortadan kalkmasi halinde kisisel veriler

319 Ornegin AIHM bir kararinda, Monako Prensesi Caroline Von Hannover’in tahttaki babasi Prens
Rainier’in bir kayak tatili sirasinda goriintiilenmesi ve saglik sorunlarma iliskin bir fotograf
hakkinda, 6zel hayatin gizliligi hakkinin ihlal edilmedigine hiikmetmistir. Zira prensin konumu
nedeniyle kamuoyunun sagligi hakkinda bilgi almaya hakki vardi. Bu nedenle kisisel verilerin
korunmasi hakki ile basinin diislinceyi agiklama ve yayma ozgirliigii arasinda 6zenli bir denge
saglanmasi gerekmistir (ATHM, 07.02.2012 tarih ve 40660/08 ve 60641/08 basvuru numarali Von
Hannover/Almanya (2) karar, https://hudoc.echr.coe.int/, (E.T. 28.12.2023)).

Arsivleme amach veri isleme faaliyetlerinin silme hakkinin istisnasini olusturduguna iliskin karar

ornegi icin litfen bkz. Avusturya Veri Koruma Otoritesi, 22.01.2021 tarih ve DSB-

D124.1177/0006-DSB/2019 numarali karari,

https://mww.ris.bka.gv.at/Dokument.wxe?ResultFunction Token=ade5bfc2-3a92-44cc-90b6-

36c9132¢2332&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&Su
cheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&

Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=

100&Suchworte=&Dokumentnummer=DSBT_ 20210122 DSB D124 1177 0006 _DSB 2019 0

0, (E.T. 29.12.2023).

321 GDPR 158 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-158/, (E.T. 28.12.2023); Tamer Soysal, “Unutulma Hakkinin Avrupa Birligi’nin
Genel Veri Koruma Tiiziigii Cergevesinde incelenmesi”, Uyusmazhik Mahkemesi Dergisi, Say:
13, 20109, s. 405.
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resen veya ilgili kiginin talebi lizerine veri sorumlusu tarafindan silinir, yok edilir veya
anonim hale getirilir”. Dikkat edilecegi iizere, diizenlemeyle hem ilgili kisiye silme
bagvurusunda bulunma hakki taninmis hem de bagvuruya gerek olmaksizin veri
sorumlusuna silme yiikiimliiliigi verilmistir. Kisisel Verileri Koruma Kurumu’na gore
veri islemeyi gerektiren sebeplerin ortadan kalktigi haller sunlardir:

Kigisel verileri iglemeye esas teskil eden ilgili mevzuat hiikiimlerinin
degistirilmesi veya ilgasi; taraflar arasindaki sézlesmenin hi¢ kurulmamig
olmasi, sozlesmenin gegerli olmamasi, sozlesmenin kendiliginden sona ermesi,
sozlesmenin feshi veya sozlesmeden domiilmesi; kisisel verilerin islenmesini
gerektiren amacin ortadan kalkmasi; kisisel verileri islemenin hukuka veya
diiriistliik kuralina aykirt oldugunun tespit edilmesi; kisisel verileri islemenin
sadece acik riza sartina istinaden gerceklestigi haller, ilgili kiginin rizasint geri
almast; ilgili kisinin KVKK m. 11/1-e,f’deki haklar: ¢ercevesinde kisisel verileri
isleme faaliyetine iligkin yaptigi basvurunun veri sorumlusu tarafindan kabul
edilmesi; veri sorumlusunun, ilgili kisi tarafindan kisisel verilerinin silinmesi
veya yok edilmesi talebi ile kendisine yapilan basvuruyu reddetmesi, verdigi
cevabin yetersiz bulunmasi veya Kanunda 0Ongorilen sire icinde cevap
vermemesi hallerinde Kurula sikayette bulunulmasi ve bu talebin Kurul
tarafindan uygun bulunmasi; Kisisel verilerin saklanmasini gerektiren azami
siirenin ge¢mis olmasina ragmen kisisel verileri daha uzun siire saklamayr hakl
kilacak herhangi bir sartin mevcut olmamasi; KVKK 'nin 5. ve 6. maddelerindeki
kisisel verilerin islenmesini gerektiren sartlarin ortadan kalkmasi®?2.

Yukarida sayilan hallerin varliginda, s6z konusu verilerin silinmesi, yok edilmesi veya
anonim hale getirilmesi gerekmektedir. Bu islemlere iliskin usul ve esaslar “Kisisel
Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda
Yonetmelik” ile diizenlenmistir®?3. Oncelikle, Kisisel verilerin silinmesi ile
kastedilenin “verilerin ilgili kullanicilar i¢in higbir sekilde erisilemez ve tekrar
kullanilamaz hale getirilmesi islemi” oldugunu belirtmek gerckmektedir (Yon. m.
8/1). Yok edilme islemi ise “kisisel verilerin hi¢ kimse tarafindan higbir sekilde
erigsilemez, geri getirilemez ve tekrar kullanilamaz hale getirilmesi” anlamina
gelmektedir (Yon. m. 9/1). Anonim hale getirme ise, “kisisel verilerin baska verilerle
eslestirilse dahi higbir surette kimligi belirli veya belirlenebilir bir gercek kisiyle
iliskilendirilemeyecek hale getirilmesi” ile olmaktadir (Yon. m. 10/1). Veri sorumlusu,

kigisel verilerin silinmesi, Yok edilmesi ve anonimlestirilmesini tanimlardaki

322 Kisisel Verileri Koruma Kurumu, Rehber, ss. 83, 84.

323 28.10.2017 tarihli Resmi Gazete’de yayimlanan Kisisel Verilerin Silinmesi, Yok Edilmesi veya
Anonim Hale Getirilmesi Hakkinda Yonetmelik, Resmi Gazete,
https://www.resmigazete.gov.tr/eskiler/2017/10/20171028-10.htm, (E.T. 28.12.2023).
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anlamiyla saglamak i¢in “gerekli her tirli teknik ve idari tedbirleri almakla yukumli”
kilmmustir.

Veri sorumlusunun silme, yok etme veya anonimlestirme yikiimliligini
resen yerine getirmesi gereken durumlarda, eger saklama ve imha politikasi
hazirlamakla da yukiumliyse; artik “silme, yok etme veya anonim hale getirme
yikiimliiligliniin ortaya ¢iktigi tarihi takip eden ilk periyodik imha isleminde” yerine
getirmelidir (Yon. m. 11/1). “Periyodik imhanin gergeklestirilecegi zaman araligi, veri
sorumlusu tarafindan kisisel veri saklama ve imha politikasinda belirlenir. Bu stire her
halde alt1 ay1 gecemez” (YONn. m. 11/2). Kisisel veri saklama ve imha politikasi
hazirlama yiikkiimliliigli olmayan veri sorumlular1 ise “silme, yok etme veya anonim
hale getirme yiikiimliliigiiniin ortaya ¢iktigi tarihi takip eden {i¢ ay iginde bu
yikiimliliigiini resen yerine getirmelidir” (Yon. m. 11/3).

Ilgili kisinin silme veya yok etme talebinde bulundugu durumlarda ise, isleme
sartlarinin  tamammin ortadan kalkmasi halinde silme isleminin yapilmasi
gerekmektedir. “Veri sorumlusu, verilerin iliskin oldugu kisinin talebini en ge¢ otuz
giin i¢inde sonuglandirir ve kisiye bilgi verir”. Ayrica s6z konusu veriler, “U¢unc
kisilere aktarilmigsa durum ti¢iincii kisilere bildirir ve gerekli islemlerin yapilmasini
temin eder”. Ancak isleme sartlarinin tamami ortadan kalkmamissa, silme veya yok
etme talebi “gerekgesi agiklanarak reddedilebilir”. Bu durumda “ret cevabu ilgili kisiye
en geg otuz giin iginde yazili olarak ya da elektronik ortamda” bildirilmelidir (Yon. m.
12).

“Kisisel verilerin silinmesiyle ilgili yapilan biitiin islemler kay1t altina alinir ve
s06z konusu kayitlar, diger hukuki yiikiimliiliikler hari¢ olmak iizere en az ii¢ yil siireyle
saklanir” (YOn. m. 7/3). “Veri sorumlusu, kisisel verilerin silinmesi islemiyle ilgili
uyguladig1 yontemleri ilgili politika ve prosediirlerinde agiklamakla yilikiimliidiir”
(Yon. m. 7/4). Veri sorumlusu, Kurul tarafindan aksine bir karar alinmadikg¢a, kisisel
verileriresen silme, yok etme veya anonim hale getirme ydontemlerinden uygun olanini
secer”. Ilgili kisinin talebi halinde yaptig1 se¢imin gerekgesini agiklamalidir (Yon. m.
7/5).

KVKK m. 7/2 uyarinca, “kisisel verilerin silinmesi, yok edilmesi veya anonim
hale getirilmesine iliskin diger kanunlarda yer alan hiikiimler”in sakli tutulmasi

ongorulmiistiir.  Ornegin, Polis Vazife ve Salahiyetleri Kanunu kapsaminda
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stiphelilerin parmak izlerinin alinmasi veya Adli Sicil Kanunu kapsaminda kisilerin
aldig1 cezalar1 gosteren adli sicil kaydi tutulmasi durumlarinda KVKK

uygulanmayacaktir>24,

2. Silme (Unutulma) Hakkina iliskin Ornek Kararlar

Silme (unutulma) hakkina iliskin belki de en 6nemli karar, ABAD’in hiikme
bagladig1 Google Ispanya davasidir®?®. Bagvuru sahibi avukat, bir arama motoru olan
Google’da kendi adini arattiginda, hakkinda birtakim mali zorluklar yasadigina dair
guncelligini yitirmis bilgilerin ¢iktigin1 gérmiis ve haberlerin arama listesi
sonuclarindan silinmesini talep etmistir. Fakat Google s6z konusu bilgileri saglayanin
kendisi olmadigini, kendilerinin bu olaya bilgilerin bulundugu orijinal sayfalara link
araciligiyla yonlendirme yapmak disinda bir dahlinin bulunmadigini, dolayisiyla da
silme talebinin s6z konusu haberleri yapan gazetenin kendisine yapilmasi gerektigini
belirterek silme talebini yerine getirmemistir. ABAD ise Google’mn arama sonucu
saglamak i¢in s6z konusu igerikleri, kendisine ait dizine eklemesiyle veri isleme
faaliyeti gerceklestigini ve bir veri sorumlusu haline geldigini kabul etmistir. Zira
kigisel veri saglayan internet arama motoru sonuglar1 da bir kisi hakkinda detayli bir
profil sunabilmektedir. Kamuoyunun bilgi alma hakki elbette 6nemlidir ancak kisisel
verilerin dogru ve giincel tutulmasi da gerekmektedir. Bu nedenle her iki hak arasinda
hassas bir denge gozetilmelidir. Kisiyle ilgili yanlis, eksik, abartili, alakasiz ve glncel
olmayan verilerin silinmesini istemek, kisisel verilerin korunmasi hakkinin dogal bir
sonucudur.

Italya Veri Koruma Otoritesi (Garante per la protezione dei dati personali)
oniine gelen bir bagvuruda®®, Eleven Sports uygulamasi aracihifiyla spor
miisabakalarmin televizyon yayin hizmetlerini saglayan veri sorumlusu sirket

nezdinde aylik bir abonelik baslatan veri sorumlusunun silme talebiyle ilgili bir karar

324 Turgut, s. 196.

325 ABAD, 13.05.2014 tarih ve C-131/12 numarali Google Spain SL ve Google Inc. v Agencia Espafiola
de  Proteccion de Datos (AEPD) ve Mario Costeja  Gonzilez  Kkarari,
https://curia.europa.eu/juris/liste.jsf?num=C-131/12, (E.T. 30.12.2023).

326 ftalya Veri Koruma Otoritesi (Garante per la protezione dei dati personali), 15.09.2022 tarih ve
9819285  sayih  karari, https://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-
display/docweb/9819285, (E.T. 01.01.2024).
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vermistir. Ancak verilerinin silinmesini talep ettikten ve veri sorumlusunun haber
bultenini alma iznini geri gektikten sonra da ¢ok sayida istenmeyen e-posta almaya
devam etmesi {lizerine sikayette bulunmustur. Veri sorumlusu sikayete karsi yaptigi
savunmada; veri 6znesinin farkli e-posta adreslerine bagli aylik ve sezonluk iki ayri
aboneligi oldugunu ve sezonluk olanin devam ettigini, aylik aboneligin bitmesi tizerine
hala sezonluk abonelige bagli e-posta adresiyle kisisel verilerinin silinmesinin talep
edildigini, ayrica iki hesapla da iligkili olmayan Uglnci bir e-posta adresinden yazarak
baska taleplerde bulunuldugunu ve bu taleplerin bolik porcuk halde, listelenmeden
kendilerine iletildigini, bu durumun da yapilan islemleri yavaslattigi ve
karmagiklastirdigini dne siirmiistiir. italya Veri Koruma Otoritesi, veri 6znesine iliskin
verilerin, veri sorumlusunun sézlesmeden dogan yiikiimliiliklerini yerine getirmesi
icin gerekli oldugunu dikkate alarak silme talebinin yerine getirilmesinin su anda
miimkiin olmadigma ve GDPR m. 17/3’¢ aykirilik teskil etmedigine karar vermistir®?’.

Belcika Veri Koruma Otoritesi (Gegevensbeschermingsautoriteit) bir

kararinda®?®

, veri 6znesinin isi i¢in kullandig1 arabasinin kisisellestirilmis plakasina
iliskin olarak silme hakkmin istisnasiyla ilgili bir hiikkiim kurmustur. Veri 6znesinin
kullandig1 kisisellestirilmis plaka, Tirk futbol takimi olan Galatasaray’a gonderme
yapan ibareler igeriyordu. Veri sorumlusu olan bir televizyon programi yapimcist,
dizisinin baz1 sahnelerinde, kurgusal bir su¢ 6rgitinde yer alan dizi karakterine, veri
0znesinin aracina model olarak ¢cok benzeyen ve ayni kisisellestirilmis plakay: tasiyan
bir ara¢ kullandirmistir. Veri 6znesi, dizideki kurgusal su¢ Orgltuyle
iligkilendirilebilecegi nedeniyle kendisine ait bu plakanin diziden kaldirilmasini
(silinmesini) talep etmistir. Fakat arabanin modeli ve plakasmin sanatsal bir ifade
olusturduguna, Galatasaray’m bilinen bir futbol kuliibii olmas1 nedeniyle tesadiifen

boyle bir plakanin secilmis olabilecegine kanaat getirilerek GDPR’ye aykirilik

olmadigmma hikkmedilmistir. Yani plakanin kullanilmasi, sanatsal anlatim amaci

327 Benzer sekilde Ispanya Veri Koruma Kurumu da verilerin bes yil siireyle saklanmasmi dngéren bir
kanun hiikmiiniin varlig1 nedeniyle silme talebinin yerine getirilmesinin GDPR’yi ihlal etmedigine
karar vermistir (Ispanya Veri Koruma Kurumu, 28.02.2022 tarih ve CDP/IMI/LSA/17/2022 sayili
karari, https://edpb.europa.eu/system/files/2022-09/mt_2022-03_decisionpublic.pdf, (E.T.
01.01.2024)).

328 Belgika Veri Koruma Otoritesi (Gegevensbeschermingsautoriteit), 21.12.2022 tarih ve DOS-2022-
00944 188/2022 sayil karari,
https://mww.gegevensbeschermingsautoriteit.be/publications/beslissing-ten-gronde-nr.-188-
2022.pdf, (E.T. 01.01.2024).
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dogrultusunda yapilan bir veri igleme faaliyetleri olarak degerlendirilmis ve ifade
Ozgirliigii kapsaminda oldugu kabul edildiginden (GDPR m. 85), silme hakkinin
kullanilamayacagi kabul edilmistir.

Fransa’nm veri koruma otoritesi olan Ulusal Bilisim ve Ozgiirliikler
Komisyonu (CNIL) tarafindan isleme faaliyetine verilen rizanin geri ¢ekilmesi halinde
silme hakkmmn kullanilmasma iliskin bir karar verilmistir®?°. Basvuru konusu olaya
gore, veri sorumlusu ve g¢evrimi¢i reklamcilik sirketi Criteo, gerezler araciligiyla
kigisel veri toplamaktadir ve her veri Oznesinin arama gec¢misleriyle en alakali
reklamlar1 belirlemek amaciyla analiz yapmaktadir. Durumu fark eden veri 6zneleri,
veri isleme faaliyetlerine verdikleri rizalarim geri aldiginda veya verilerinin
silinmesini talep ettiginde, veri sorumlusu her ne kadar kisisellestirilmis reklamlar
gOstermeyi birakmigsa da veri Oznelerine atanan tanimlayiciyr kaldirmamis veya
gecmisteki tarama etkinliklerine iliskin bilgileri silmemistir. Bu nedenle CNIL
tarafindan GDPR m. 17/1 uyarinca ihlal tespit edilmistir.

Finlandiya Veri Koruma Komisyonu Oniine gelen bir basvuruda®®, bir
bankayla miisterilik iligkisini sona erdiren veri 6znesinin kendisine iliskin verilerin
silinmesine yonelik isteminin reddedilmesi degerlendirilmistir. Oyle ki artik kisisel
verileri, toplanma veya islenme amaglariyla iliskili olarak artik banka agisindan gerekli
degildir. Fakat banka ile veri sorumlusu miisteri arasinda akdedilmis olan yatirim
hizmeti s6zlesmesinin feshinin manuel olarak yapilmasi gerektiginden, bu islem insan
hatas1 nedeniyle gerceklestirilememis ve bu nedenle de talep yerine getirilemedigi ileri
slrilmistiir. Komisyon yine de, verilerin saklanmasina artik gerek kalmadig: 6lgiide
silme talebinin yerine getirilmesi gerektiginden bahisle GDPR’nin ihlal edildigine
karar vermistir.

Anayasa Mahkemesi de Oniine gelen bir bireysel basvuru dosyasmnda3®!,
hakkinda ulusal bir gazetenin internet arsivinde, uzun yillar 6nce uyusturucu
kullandig1 i¢in adli para cezasma garptirildigma iliskin haberlerin kaldirilmasini

isteyen bir kisi hakkinda karar vermistir. S6z konusu olayda; silinmesi istenen

329 CNIL, 15.06.2023 tarih ve SAN-2023-009 sayill Criteo karart,
https://mww.legifrance.gouv.fr/cnil/id/CNILTEXT000047707063, (E.T. 02.01.2024).

30 Finlandiya Veri Koruma Komisyonu, 20.07.2022 tarih ve 7587/163/20 sayili Kkarari,
https://finlex.fi/fi/viranomaiset/tsv/2022/20221524, (E.T. 02.01.2024).

331 Anayasa Mahkemesi, 03.03.2016 tarih ve 2013/5653 basvuru numarali N.B.B. karari,
https://www.anayasa.gov.tr/tr/kararlar-bilgi-bankasi/, (E.T. 28.12.2023).
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haberlerin giincelligini yitirdigi, artik haber degerinin bulunmadigi, giindemde
kalmasinda bir kamu yarar1 kalmadig1 ve bu nedenle ilgili kisinin 6zel hayatma yonelik
incitici ve Orseleyici bir mahiyet tagidig1 gerekgesiyle yerel sulh ceza mahkemesince
talep hakli bulunmustur. Ancak daha sonra s6z konusu Kkarar itiraz sonucu kaldirilmig
ve haberler silinmemistir. Anayasa Mahkemesi basvuru 6zelinde, seref ve itibarin
korunmasi hakki ile unutulma hakkina karsi, ifade ve basin 6zgiirliikkleri ile kisilerin
haber ve fikirlere ulasma 6zgiirliigli arasinda adil bir denge kurulmasi gerektigini
belirtmistir. Bagvuru tarihinde mevzubahis haberlerin yaklasik on dort yil 6ncesine
iliskindir ve giincelligini yitirmistir. Istatistiki ve bilimsel sebeplerle de bu bilgilerin
ulasilir olmas1 gerekmemektedir. Ayrica verilerin sahibi olan bagvurucu, Siyasi veya
medyatik bir kisi de degildir. Bu nedenle s6z konusu haberler basvurucunun itibarimni
zedelemektedir ve unutulma hakki kapsaminda degerlendirilmelidir.

Benzer sekilde Yargitay Hukuk Genel Kurulu da unutulma hakkina iligkin bir
karar vermistir®3?. Cinsel saldir1 suguyla ilgili yapilan bir ceza yargilamasinda magdur
sifatiyla yer alan kisinin ismi, Yargitay kararlarmin degerlendirildigi bilimsel bir
eserde, bas harflerine indirgenerek kisaltilmadan veya takma isim kullanilmadan yer
almistir. Davaci, bu meselenin kisilik haklarma saldir1 teskil ettigini ve unutulma
hakkmin ihlali oldugunu belirterek manevi tazminat talebinde bulunmustur. Kararda
unutulma hakki “Ustiin bir kamu yarar1 olmadig1 siirece, dijital hafizada yer alan
gecmiste yasanilan olumsuz olaylarin bir siire sonra unutulmasini, baskalarinin
bilmesini istemedigi kisisel verilerin silinmesini ve yayilmasmin dnlemesini isteme
hakkidir.” seklinde tanimlanmustir. Yiksek mahkeme, s6z konusu kitabin toplumun
her kesimi tarafindan yaygin yararlanilan bir eser olmadigi ve sadece ceza hukukuyla
ilgilenen profesyonellerce okunduguna yonelik savunmalara karsin; agik¢a taraflarin
isimlerinin belirtilmesinin eser i¢erigine bir fayda saglamadigini, olaym hassasiyeti ve
Turk toplumunun yapisi g6z 6niinde alinarak bu mahiyette bir olayla davacmnin adinin

acik¢a anilmasinin davacinin kisilik haklarini zedeledigini belirterek davanin kabuliine

332 Yargitay Hukuk Genel Kurulu, 17.06.2015 tarih ve E. 2014/56, K. 2015/1679 Karari,
https://karararama.yargitay.gov.tr/, (E.T. 27.12.2023). Ayrica benzer mahiyette kararlar i¢in liitfen
bkz. Yargitay Ceza Genel Kurulu, 30.10.2018 tarih ve E. 2016/18-1169, K. 2018/490; Yargitay 19.
Ceza Dairesi, 05.06.2017 tarih ve E. 2016/15510, K. 2017/5325; Yargitay 19. Ceza Dairesi,
19.10.2020 tarih ve E. 2019/28149, K. 2020/13099 karar1, https://karararama.yargitay.gov.tr/, (E.T.
27.12.2023).
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karar vermistir. Kararda bilim ve sanat 6zgiirliigii ile unutulma hakki arasinda hassas
bir denge saglanmistir.

Kisisel Verileri Koruma Kurulu’nun unutulma hakkinin kullanilmasina
yonelik verdigi karardan da 6zellikle bahsetmek gerekmektedir. Oncelikle unutulma
hakkmin; Anayasa m. 20/3, KVKK m. 4, 7, 11 ve Kisisel Verilerin Silinmesi, Yok
Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmeligi m. 8’de yer alan
hikumlerle i¢ hukukumuzda karsilik buldugu ve bu nedenle ayri bir hak olarak
tanimlanmasina gerek olmadigi ifade edilmistir. Unutulma hakkini saglamaya yonelik
olarak veri isleme faaliyetinin durdurulmasi, silme, yok etme veya anonim hale
getirme ile indeksten (dizinden/listeden) ¢ikarma isleminden somut olaya gore en
uygun olan araca karar verilebilecektir®33, Ilgili kisilerin ad1 ve soyad: ile arama
motorlar1 lizerinden yapilan aramalarda ¢ikan sonuclarin indeksten c¢ikarilmasina
iliskin degerlendirmede dikkate alinacak ve her somut olay Uzerinde incelenecek
kriterler sunlar olarak belirlenmistir: ilgili kisinin kamusal yasamda dnemli bir rol
oynayip oynamadigi, ¢ocuk olup olmadigi, bilgilerin dogru ve giincel olup olmadigi,
kisinin ¢alisma hayati ile ilgili olup olmadigy, ilgili kisi hakkinda hakaret, onur kirici,
iftira niteligine sahip olup olmadigi, onyargiya yol agip agmayacagi, 0zel nitelikli
kisisel veri niteligi tasiyip tagimadig, ilgili kisi i¢in riskli olup olmadigi, verilerin
sahibi tarafindan mu alenilestirildigi, verilerin gazetecilik faaliyeti kapsaminda mi1
islendigi, verilerin yasal zorunluluk sebebiyle mi yaymlandigi, verilerin ceza
gerektiren bir sucla ilgili olup olmadigi®3.

Bu baglamda Kurul 6niine gelen bir bagvuruda3*®

, Ogretim tiyesi olarak calisan
ilgili kisinin ¢alistigi kurumda agilan akademik kadroya bir aile yakminin alinmasi
sebebiyle usulsiizlik yapildigina dair haberlerin listeden kaldirilmasi istenmistir.
Ancak usulstizlik iddialar1 hakkinda Universite gercekten de sorusturma agmustir.
Haberler kisinin 6zel degil, is hayatiyla ilgilidir ve gazetecilik faaliyeti kapsaminda

kalmaktadir. Ozel nitelikli bir veri s6z konusu degildir. Haberler giincel olup kisi i¢in

33 Kisisel Verileri Koruma Kurulu, 23.06.2020 tarih ve 2020/481 sayih Karar,
https://mww.kvkk.gov.tr/lcerik/6776/2020-481, (E.T. 03.01.2024).

334 Kisisel Verileri Koruma Kurumu, Unutulma Hakkimn Arama Motorlar1 Ozelinde
Degerlendirilmesi, KVKK Yayinlar1 No: 34, Ankara, 2021, (Unutulma Hakki), s. 26.

35 Kigsisel Verileri Koruma Kurulu, 08.12.2020 tarih ve 2020/927 sayih Karar,
https://www.kvkk.gov.tr/lcerik/6871/2020-927, (E.T. 03.01.2024).
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bir risk dogurmamaktadir. Bilgilerin kanitlanabilir bir dnyargi olusturma durumu
yoktur. Mevzubabhis kriterleri tasimadigi i¢in Kisinin talebi yerine getirilmemistir.

Kisisel Verileri Koruma Kurulu silme hakkma iliskin bir kararmda3®, ilgili
kiginin bir internet sitesinde yer alan ve daha 6nce kullandigi ancak su anda
kullanmadig1 adres bilgilerinin silinmesini talebinin reddine yonelik bir hikim
kurmustur. Veri sorumlusu sirketin savunmasinda; fatura adreslerinin silinemeyecegi,
213 sayili Vergi Usul Kanunu uyarinca bu bilgilerin bes yil saklanmas1 gerektigi,
taraflarin yokimlultklerini karsilikli olarak yerine getirdigine yonelik bir kanit olarak
tutulmasi gerektigi, bu hususa iligskin gelecekteki on yillik zamanagimi siiresince TBK
uyarinca dogabilecek anlagsmazliklarin ¢oziimiinde delil olarak kullanilabilecegi gibi
gerekgeler ileri sirmistiir. Kurul yaptigi incelemede, fatura belgelerinin veri
sorumlusunun  TBK’den kaynaklanan yiikiimliilikleri kapsaminda on yil
saklanabilecegi; ancak kisisel verilerin “dogru ve gerektiginde giincel olma” ilkesinin
yerine getirilebilmesi, bu kapsamda kisisel verilerin giincellenmesine/imha edilmesine
ve giincel olmayan kisisel verilerin ilgili kisilere gosterilmemesine imkan saglayacak
kanallarin olusturulmasi ile imha edilen/edilmesi istenen kisisel verilerin saklama
amac1 disinda kullanilmamasma iligkin gerekli tedbirlerin alinmasinin lazim geldigi
degerlendirmesinde bulunmustur.

Kurul verdigi baska bir kararda ise®’, ilgili kisi ile veri sorumlusunun
aralarindaki is akdinin sonlanmasindan sonra, veri sorumlusunun sosyal medya
hesabindan ilgili kisiye ait herkese acik sekilde paylastig1 fotograflarmin silinmesi
talebiyle ilgili degerlendirme yapmistir. Anlasilacagi lizere ilgili kisi, fotograflarinin
yaymlanmasi1 konusundaki agik rizasini geri almistir. Bu nedenle veri isleme
faaliyetinin yasal bir dayanagi kalmamis olup KVKK m. 12/1 kapsaminda gerekli
teknik ve idari tedbirleri almadigi kanaatine varilmasi nedeniyle, veri sorumlusu
hakkinda hem idari para cezasi uygulanmis hem de Kisisel Verilerin Silinmesi, Yok
Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik hiikiimleri uyarinca
fotograflarin uygun usulle silinmesi/yok edilmesi hususunda veri sorumlusu

talimatlandirilmstir.

336 Kisisel Verileri Koruma Kurulu, 26.08.2021 tarih ve 2021/847 sayih Karar,
https://www.kvkk gov.tr/lcerik/7140/2021-847, (E.T. 03.01.2024).

37 Kisisel Verileri Koruma Kurulu, 27.04.2021 tarih ve 2021/422 sayih Karar,
https://www.kvik. gov.tr/lcerik/7110/2021-422, (E.T. 03.01.2024).
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E. Isleme Faaliyetini Kisitlama Hakki

Isleme faaliyetini kisitlama hakki; veri 6znesinin duzeltme, silme ve itiraz
haklariyla yakindan ilgili bir hak olup GDPR m. 18’de diizenlenmistir. Veri
sorumlusunun isleme faaliyetine devam etmekten kaynaklanan menfaatleri ile veri
0znesinin silme hakkini kullanmasiyla elde edecegi menfaatleri arasinda bir denge
kurulmasmni saglar®®. Ayrica belirtilen haklara iliskin taleplerin yerine getirilmesi
sirasinda, hukuka aykiri olabilecek islemlerin dniine gegilmesine yarar®*®. Veri 6znesi,
belirli durumlarda veri sorumlusuna bagvurarak verilerinin iglenmesinin kisitlanmasini
talep edebilir.

Bu durumlardan ilki; veri 6znesinin, verilerinin dogruluguna itiraz etmesi ve
veri sorumlusuna kisisel verilerinin dogrulugunu teyit etmesi i¢in verecegi slre
boyunca kisitlamadir (GDPR m. 18/1-a). Ornegin, bir kisinin eskiden oldugu bir
tedavinin kayitlarina erigsme talebinde bulundugunu ve kendisine saglanan kayitlar
incelediginde hasta dosyasinda yer alan bir bilginin yanhs oldugunu diistindiigiini
varsayalim. Bu nedenle hastaneye itirazda bulunur ve diizeltilmesini ister. Hastane, bu
talebi degerlendirip ve verilerin dogru olup olmadigmni teyit ederken, veri 6znesi de bu
suirecte hasta kaydma iliskin isleme faaliyeti yapilmamasimi isteyebilir. Itiraz edilen
verilerin dogrulugu teyit edilir edilmez, oncesinde veri Gznesine bilgi verilerek
kisitlama kaldirilmalidir (GDPR m.18/3).

Ikinci durum; isleme faaliyetinin hukuka aykir1 olmasma ragmen, veri
0znesinin silme hakki yerine isleme faaliyetini kisitlamayi tercih etmesidir (GDPR m.
18/1-b). Ornegin, bir e-ticaret sitesine olan iiye kaydm silen kisinin, hala bu siteden
e-posta yoluyla indirim haberlerini iceren iletiler almaya devam ettigini fark etmis
olsun. Boylece kisisel verisi olan e-posta adresinin hukuka aykir1 sekilde hala
islendigini gorecektir. Veri 6znesi bu durumda s6z konusu verinin silinmesi yerine
kullanilmasinin kisitlanmasini isteyebilecektir.

Ugiincii durum; her ne kadar veri sorumlusunun bu verileri islemeye ihtiyact

olmasa da, veri 6znesinin birtakim hukuki iddialarin1 ileri stirmek, uygulamak ya da

338 Sharma, s. 214.

339 Gloria Gonzalez Fuster, “Article 18. Right to restriction of processing”, The EU General Data
Protection Regulation (GDPR): A Commentary, (Ed. Christopher Kuner, Lee A Bygrave,
Christopher Docksey, Laura Drechsler), Oxford University Press, Croydon, 2020, (Article 18), s.
486.

108



savunmak amactyla bu verilere ihtiyag duymasi halinde kisitlamadir. Bu durum daha
iyl anlasilabilmesi i¢in soyle bir ornekle agiklanabilir: Kisinin kullandigi telefon
operatorii, gizlilik politikalar1 kapsaminda yaptig1 bir degisiklikle artik arama
kayitlarini ii¢ aydan uzun siire saklamayacagimni bildirmis olsun. Bu sirada veri 6znesi
de telefonda birine dort ay dnce hakaret ettigi gerekgesiyle yargilaniyor olsun. Artik
bu durumda veri 6znesi, kendisine isnat edilen sugu islemedigini kanitlamak igin dort
ay Oncesinin arama kayitlarinin saklanmasini fakat bunun bagka bir amacla
islenmemesini talep edebilir. Veri znesinin artik bu verilerin saklanmasina ihtiyacinin
kalmadigint belirtmesi lizerine, veri sorumlusu kisitlamay1 kaldirmalidir. Ancak
oncesinde veri 6znesine bu hususta bilgi vermesi gerekmektedir (GDPR m.18/3).

Dordinct durum ise; profilleme de dahil verilerin otomatik olarak islendigi
hallerde, veri sorumlusunun mu yoksa sahibinin mi mesru gerekgelerinin agir bastigina
karar verilene kadar uygulanacak kisitlamadir. Ornegin, otuz yasinda bir kadmin
kullandig1 sosyal medya platformunda siirekli bebek iirlinleri veya hamilelik
kiyafetlerinin reklamin1 gdrdiigiinii diisiinelim. Ustelik kisi, bu iiriinlerle ilgili higbir
arama yapmamis olsun. Veri 6znesi bu durumda, sirf belirli yasta bir kadin oldugu igin
algoritma tarafindan bu reklamlarin gosterildigini iddia ederek itirazda bulunabilir.
Platform bu iddialarin asli olup olmadigini arastirirken kisinin verilerinin islenmesi
kisitlanabilir. Eger iddia dogruysa, bu durumda veri 6znesi cinsiyetci bir uygulamaya
maruz kaldig1 i¢in mesru gerekgesi agir basacaktir. Ancak veri sorumlusunun mesru
gerekgesinin agir basmasi durumunda, dncesinde veri 6znesine bilgi verilmek sartiyla
s6z konusu kisitlama kaldirilmalidir (GDPR m.18/3).

Kural olarak kisitlama uygulandiktan sonra, veri 6znesine iliskin olarak veri
islenmez. Ancak bu durumun istisnalar1 mevcuttur: Veri 0znesinin riza gostermesi,
veri 6znesinin hukuki iddialarini ileri siirmek, uygulamak ya da savunmak amaciyla
bu verilere ihtiyag duymasi, baska bir kisinin temel hak ve 6zgiirliiklerinin korunmasi,
AB veya bir lye devletin 6nemli kamu yarar1 (GDPR m.18/2).

Islemenin kisitlanmasinda; séz konusu verilerin gegici olarak baska bir veri
isleme sistemine aktarilmasi, kullanicilar tarafindan erigsilemez hale getirilmesini veya
bir internet sitesinde yaymlanmigsa ilgili sayfadan gegici olarak kaldirilmasi gibi
yontemler izlenebilir. Eger veri, bir otomatik kayit sistemi icerisinde isleniyorsa,

kisitlama teknik araclarla saglanmalidir. Islemesinin kisitlandigi, sistemde agik¢a
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goriilebilir ve anlasilabilir bir sekilde belirtilmelidir®*°

. Veri sorumlusu ayrica
kisitlama islemini GDPR m. 19/2 geregince alicilara bildirmek zorundadir.
KVKK’de ise bu hak agik¢a diizenlenmemistir. Ancak kanunun bazi
maddelerinden ve hukukun genel ilkelerinden yola c¢ikilarak, ilgili kisinin isleme
faaliyetinin kisitlanmasini isteyebilecegi sonucuna varilabilir®*!. Ornegin, kisisel
verilerin agik riza olmaksizin islenemeyecegi goz oniine alindiginda, veri sorumlusu
tarafindan s6z konusu riza olmaksizin hukuka aykir1 bir isleme faaliyeti yapiliyorsa ve
ilgili kisinin bu duruma itiraz etmesi sonucu rizanin varhiginin arastiriliyorsa; bu
esnada, islemenin diriistliik kuralina uygun olmasi ilkesi (KVKK m. 4/2-a) geregi, s6z
konusu verilerin islenmesinin kisitlanmasi gerektigi kanaatindeyiz. Ancak elbette bu
hakka sadece yorumla ulasilmamasi gerektigini, bunun kanunilik ilkesine aykir
olacagini ve en kisa siirede GDPR’dekine benzer bir hikmin KVKK’ye eklenmesi

gerektigini de belirtmek gerekmektedir.

F. Islemlerin Ugiincii Kisilere Bildirilmesini Isteme Hakki

KVKK m. 11/1-fye gore, ilgili kisi kendisine iliskin verilerin duzeltilmesini,
silinmesini veya yok edilmesini sagladiktan sonra, “bu islemlerin kisisel verilerin
aktarildig1 tiglincii kisilere bildirilmesini isteme” hakkina da sahiptir. GDPR’de bu hak
ayrica diizenlenmemis olup veri sorumlusuna bir yiikiimliilik olarak verilmekle
yetinilmistir. Diizenleme uyarinca veri sorumlusu, gergeklestirdigi her turli duzeltme,
silme veya isleme faaliyetini kisitlama islemini kisisel verilerin agiklandig: alicilara
bildirir. Veri 6znesinin bu yonde bir talebinin bulunmasi halinde, veri 6znesini bu
alicilar hakkinda bilgilendirir. Fakat bunun “imkansiz olmamasi veya 0lgiisiiz bir
cabay1 gerektirmemesi” gerekmektedir3*2, Aksi takdirde bu yukumliluk yerine

getirilmeyebilir (GDPR m. 19). Her iki veri koruma diizenlemesinde bdyle bir hikmin

30 GDPR 67 No’lu Gerekce, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-67/, (E.T. 21.10.2023).

341 Nitekim Kisisel Verileri Koruma Kurulunun verdigi bir kararda veri isleme faaliyetinin
durdurulmasma karar verilebilecegi ifade edilmistir (Kisisel Verileri Koruma Kurulu, 23.06.2020
tarih ve 2020/481 sayili karari, https://www.kvkk.gov.tr/Icerik/6776/2020-481, (E.T. 03.01.2024)).

342 ABAD, 19.10.2016 tarih ve C-582/14 numarali Patrick Breyer v Bundesrepublik Deutschland karart,
https://curia.europa.eu/juris/liste.jsf?num=C-582/14, (E.T. 21.10.2023). ABAD s6z konusu
kararinda, Olgiisiiz cabayi; isin ¢ok fazla zaman, masraf ve insan giicii gerektirmesi olarak
degerlendirmistir.
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ongorilmesinin amaci, hatali veya eksik olan bilginin yayilmasini engellemektir3+3,

Boylece kisiye verisi lizerinde kontrol yetkisi de saglanmig olacaktir.

KVKK uyarinca ilgili kisi, diizeltme veya silme talebinden sonra bu durumun
kisisel verilerin aktarildig1 tiglincii kisilere bildirilmesini isteyebilecegi gibi; diizeltme
veya silme talebi yerine getirildikten sonra uygulanmak Gzere, bu yondeki talepleri ile
birlikte de bildirimde bulunulmasmi isteyebilir®**. GDPR’a gore ise, s6z konusu
bildirim dogrudan yiikiimliilik olarak diizenlendigi i¢in; veri 0znesinin duzeltme,
silme veya isleme faaliyetini kisitlama talebine yonelik yapilan iglemlere iliskin
bildirimde bulunulmasini istemesine gerek yoktur. Hatta veri sorumlusu kisisel
verilerin agiklandig: alicilara bu yonde bildirimde bulunduguna iliskin veri 0znesine
bilgi verebilir. Fakat bunu veri 6znesinin talep etmesi gerekmektedir.

Veri sorumlusu tarafindan bu bildirimin yapilmasi, s6z konusu alicilarin da
isledikleri veriler iizerinde ayn1 diizeltme veya silme islemini yaptigi anlamina gelmez.
Veri 6znesi bu alicilarla da temasa gegerek verilerine erisim, diizeltme, silme gibi

taleplerde bulunarak kontrol saglamalidir®*.

G. Veri Tasmabilirligi Hakka

Veri tasmabilirligi hakki, veri koruma hukukunda ilk defa GDPR ile

taninmistir34®

. KVVK’de ise yer almamaktadir. Kisaca ifade etmek gerekirse; kisisel
verilerin islenmesinin otomatik araglarla gerceklestirildigi durumlarda, “veri 6znesinin
kendisi ile ilgili olarak bir veri sorumlusuna sagladigi kisisel verileri; yapilandirilmus,
yaygin olarak kullanilan ve makine tarafindan okunabilecek” uyumlu bir formatta
alabilmesine ve bir engelle karsilasmaksizin baska bir veri sorumlusuna iletebilmesine

yonelik bir haktir®¥’. Boylece veri 6znesine, kendi verilerini birbiriyle uyumlu

343 De Terwangne, s. 471.

344 Dulger, s. 506.

345 Gloria Gonzalez Fuster, “Article 19. Notification obligation regarding rectification or erasure of
personal data or restriction of processing”, The EU General Data Protection Regulation (GDPR):
A Commentary, (Ed. Christopher Kuner, Lee A Bygrave, Christopher Docksey, Laura Drechsler),
Oxford University Press, Croydon, 2020, s. 496.

346 paul De Hert, Vagelis Papakonstantinou, Gianclaudio Malgieri, Laurent Beslay ve Ignacio Sanchez,
“The right to data portability in the GDPR: Towards user-centric interoperability of digital services”,
Computer Law & Security Review, Cilt: 34, Say1: 2, 2018, s. 194.

37 GDPR 68 No’lu Gerekge, Avrupa Birlizsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-68/, (E.T. 22.10.2023).
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uygulamalarda herhangi bir kayba ugramadan yeniden kullanmasma olanak
saglayarak verileri Uzerindeki kontroliinii daha fazla giiglendirmesine yarar®*, Soz
konusu verilerin otomatik araglarla iglenmesi, ya veri 6znesinin rizasina ya da veri
sorumlusuyla yapilmis olan bir sdzlesmeye dayanmalidir (GDPR m. 20/1-a, b). Aksi
takdirde veri taginabilirligi hakkini kullanmak miimkiin degildir.

Veri sorumlulariin bu hakkin yerine getirilmesini saglamak i¢cin uyumlu
formatlar gelistirmesi gerekmektedir. Bir formatm uyumlu sayilabilmesi igin bilgi
sistemlerine veri aligverisi yapma ve bilgi paylagimi saglama imkani vermesi
gerekmektedir®*°, Verilerin “yapilandirilmis” olabilmesi icin de belirli bir yapiya sahip
olmasi lazimdir. Béylece hem veri setlerinin tasinmasinda hem de birlestirilmesinde
cesitlilik saglayarak veri analitigi yapilmasina yardimci olacaktir. Veriler drnegin; bir
veri tabaninda, XML, JSON veya CSV dosyalari gibi belirli dosyalarda saklanabilir®*®.
“Yaygin olarak kullanilan” format ise islenen verinin niteligine ve veri sorumlusunun
ait oldugu sektore gore uyumlu olma agisindan degisiklik gosterebilmektedir. Bu
nedenle her somut olay1 kendi 6zelliklerine gore ele almak gerekir. Ayrica her sektoriin
yaygin olarak kullanacagi formatlar1 bir diizenlemeyle standart hale getirebilecegi gibi
yukarida belirtilen tiirden agik formatlar kullanarak da bu hakkin yerine getirilmesinde
rol oynayabilir®. Son olarak, belirli verilerin yazilim uygulamalar1 tarafindan kolayca
tanimlanabilir, taninabilir ve ayristirilabilir olmasi ise “makine tarafindan okunabilen”
format: ifade etmektedir®®2,

Veri tagmabilirligini saglamak i¢in veri sorumlusunun, veri 6znesine kisisel
verilerini baska bir veri sorumlusuna iletirken herhangi bir engel ¢ikarmamasi
gerekmektedir. Bu engeller; verilerin uyumlu formatta sunulmamasi olabilecegi gibi
bu islem i¢in iicret talep edilmesi, teslimde gecikme veya veri kiimelerinin gizlenmesi

gibi hukuki, teknik veya mali engeller olabilir3®3,

348 \/rabec, s. 159.

349 Fundamental Rights Agency, s. 228.

350 Article 29 Data Protection Working Party, “Guidelines on the right to data portability”, Avrupa
Komisyonu Web Sitesi, 2017, https://ec.europa.eu/newsroom/article29/items/611233, (E.T.
22.10.2023), (Data Portability), s. 18.

31 Article 29 Data Protection Working Party, Data Portability, s. 18.

352 2013/37/EU Direktifi — Gerekge 21, https://www.ulapland.fi/loader.aspx?id=91486ead-c3aa-4819-
8de7-514251af8a83, (E.T. 22.10.2023).

353 Article 29 Data Protection Working Party, Data Portability, s. 15.

112


https://www.ulapland.fi/loader.aspx?id=91486ead-c3aa-4819-8de7-514251af8a83
https://www.ulapland.fi/loader.aspx?id=91486ead-c3aa-4819-8de7-514251af8a83

Veri 0znesi, teknik agidan mumkinse, kisisel verilerin dogrudan bir veri
sorumlusundan digerine iletilmesini isteyebilir (GDPR m. 20/2). Ornegin, veri
sorumlusu bu yiikiimliikigiinii, dogrudan veri aktarimimin en etkili ve ucuz yontemi
olan API®4 kullanarak yerine getirebilir. Fakat bu yiikiimliiliik veri sorumlularmna
teknik olarak uyumlu isleme sistemlerini benimseme veya siirdiirme zorunlulugu
yilklememelidir®®, Ayrica veri Gznesine bu segenegin saglanmamasi durumunda,
teknik imkanlarin yetmedigini kanitlama yiikii veri sorumlusuna diismektedir3®®.

Veri tagimabilirligi hakkinin bir istisnasini, “kamu yararina gerceklestirilen bir
gOrevin yerine getirilmesi veya veri sorumlusuna verilen resmi bir yetkinin
uygulanmasi igin gereken isleme faaliyetleri” olusturmaktadir (GDPR m. 20/3). Vergi
islemleri, su¢ ihbari, kamu sagligi, sosyal hizmet ve se¢im kampanyalar1 gibi hususlar
buna 6rnek verilebilir. Diger bir istisna ise, bagskalarmm temel hak ve 6zgiirliiklerine
olumsuz bir etki yaratacagi hallerdir (GDPR m. 20/4).

Veri tasinabilirliginin her ne kadar erisim ve silme haklarinin bazi yonlerine
benzer oldugu diisiiniilse de durum boyle degildir. Gergekten de veriye erisim
saglamasma ek olarak yararli amaglarla yeniden kullanilabilmesi i¢in bagka bir veri
sorumlusuna transfer edilmesine olanak saglamas1 yoniiyle erisim hakkindan, verilerin
sahibine uygun formatta teslim edilmesine ragmen kopyasimin hal veri sorumlusunda
kalmaya devam etmesi yoniiyle de silme hakkindan farklilik gdstermektedir®’.
Bununla beraber veri tasinabilirligi, erisim, silme ve isleme faaliyetlerini kisitlama
haklar1 birbirlerinin kullanilmasina halel getiremez3°.

Veri tasinabilirligi hakki, heniiz 2018 yilinda yiiriirliige giren GDPR ile veri
Oznelerine tanindig1 igin bu konuda verilen karar sayisi oldukga kisithdir. Hakkin
kullanimma iligkin 6rnek vermek gerekirse, Amsterdam Bolge Mahkemesi’nin Ola’s

Driver App kararindan bahsedilebilir®®®. Mahkeme oniine gelen uyusmazlikta, sofor

34 “API” ya da agilmmnmn Tiirkge anlamiyla “Uygulama Programlama Arayiizii” veri sorumlusu
tarafindan saglanan uygulama veya web hizmetlerinin, diger sistemlerin veya uygulamalarin kendi
sistemlerine sorunsuzca baglanabilmesi ve etkilesimde bulunabilmesi i¢in sunulan arayiizlerini
temsil etmektedir (Article 29 Data Protection Working Party, Data Portability, s. 15).

35 Article 29 Data Protection Working Party, Data Portability, s. 16.

3% Vrabec, s. 166.

357 De Hert, Papakonstantinou, Malgieri, Beslay ve Sanchez, ss. 201, 202.

%8 GDPR 68 No’lu Gerekge, Avrupa Birlizsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-68/, (E.T. 22.10.2023).

39 InstantieRechtbank Amsterdam, 11.03.2021 tarih ve C/13/689705 numarali Ola’s Driver App karari,
https://uitspraken.rechtspraak.nl/#!/details?id=ECLI:NL:RBAMS:2021:1019, (E.T. 22.10.2023).
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olan davacilarm c¢alistig1 taksi uygulamasindan veri tasmabilirligi haklar
kapsamindaki taleplerinin yerine getirilmedigi iddiasin1 degerlendirmistir. Davaya
konu olaya gore; davacilar, iscilerin ¢alisma sirasinda kendileri hakkinda toplanan
kigisel verilerine erismesini saglamay1 amaglayan ve kar amaci giitmeyen bir kurulus
olan WIE’ye verilerin aktarilabilmesi i¢in, veri tagmabilirligi hakki kapsamina giren
kigisel verilerinin CSV dosyas1 olarak veya bir APl yahut TTP araciligiyla verilmesi
yoninde talepte bulunmuslardir. Davali istenen verilerin yalnizca bir kismin1t CSV
formatinda davacilara vermistir. Mahkeme dncelikle, GDPR m. 20’nin s6z konusu
kigisel verilerin, bir CSV dosyasinda veya bir API araciligiyla (her ne kadar 6nerilen
uygun format tipi olsa da) saglanmasi yoniinde otomatik olarak bir yiikiimliiliik
yiikklemedigini; makine tarafindan okunabilir bagska uygun formatlarla da verinin
saglanabilecegini vurgulamistir. Daha sonra veri 6znelerinin kendilerine dair tam
olarak hangi verileri istediklerini taleplerinde belirtmediklerini ifade etmistir.
Davalinin ise, taksi uygulamasini kullanan yolcularin da birtakim kisisel verilerini
icerdiginden; baskalarmmin temel hak ve Ozgiirliikkleri {izerinde olumsuz bir etki
yaratacagi sebebiyle soforlerin verilerin tamamini saglamamasinin GDPR’ye bir

aykirilik olusturmadigini belirtmistir.

H. itiraz Hakki

1. itiraz Hakkimin Kapsam, Esaslar1 ve Uygulanma Usulii

GDPR m. 21’de diizenlenen tiirden bir itiraz hakki, KVKK’de agik¢a yer
almamaktadir. Ancak tipki isleme faaliyetini kisitlama hakkinda oldugu gibi, kanunun
baz1 maddelerinden ve kanunun kendisi ile hukuka esas olan genel ilkelerden yola
cikilarak, veri Oznesinin itiraz hakkini kullanabilecegi sonucuna varilabilecegi
kanaatindeyiz. Ancak elbette, bu hakka sadece yorumla ulagilmamasi gerektigini,
bunun kanunilik ilkesine aykir1 olacagini ve en kisa siirede GDPR’dekine benzer bir
hukmin KVKK’ye eklenmesi gerektigini de belirtmek gerekmektedir.

Itiraz hakkinmn tanmnmasindaki amag, her ne kadar veriler hukuka uygun olarak

islense de isleme faaliyetinin veri Oznesinin beklentileriyle uyugmamasi halinde
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sonlandirilmasma imkan tanimaktir®®®, GDPR’nin ilgili maddesinde veri 6znesine
esasen iki tiir itiraz hakki taninmistir. Bunlar, kisisel verilerin islenmesine genel itiraz
ve dogrudan pazarlama amaciyla islenmesine itiraz olarak gruplandirilabilir.

“Kigisel verilerin dogrudan pazarlama amaclari dogrultusunda islenmesi
durumunda, veri 6znesinin dogrudan pazarlama ile alakali oldugu 6lgtide” herhangi
bir zamanda itiraz etme hakki bulunmaktadir (GDPR m. 21/2). Buna, dogrudan
pazarlama icin yapilan profil ¢ikarma (profilleme) isleminin®? yam sira istenmeyen
pazarlama mesajlarinin gonderilmesinin engellenmesi de dahildir. Bu mesajlar fiziki
posta, e-posta, faks, kisa mesaj, telefon gibi araglarla gonderiliyor olabilir?,
Anlasilacagi tlizere “dogrudan pazarlama” kavrami ile belirli alicilara yonelik yapilan
tiim reklam ve pazarlama faaliyetleri kastedilmektedir. Bu agidan sadece igletme, Urln
ve hizmetlerin tanitimiyla smirli olmayip siyasi partilerin segmenlere yonelik
kampanyalarint ve haywr kuruluslarmin olas1 bagiscilarla olan iletisimlerini de
kapsamaktadir®®®, Dikkat edilmelidir Ki itiraz yapildiginda, s6z konusu amagla ilgili
olan her tiirlii veri isleme faaliyeti durur (GDPR m. 21/3). Yani artik kisiyle ilgili
olarak veri toplanmaz, saklanmaz, analiz edilmez, tasnif edilmez, profil ¢ikarilmaz ve
kisiye ileti gonderilmez. Ancak dogrudan pazarlama haricindeki amaglarla yapilan
isleme faaliyetleri devam edebilir. Veri 6znesine taninan bu hak mutlaktir, bir bagka
deyisle istisnas1 yoktur. Boylece veri Ozneleri, veri sorumlularinin menfaatleri
dogrultusunda hedef haline gelmekten ve veri objesi olarak kullanilmaktan korunur.
Itiraz hakkinm ileri siiriilmesine yonelik talep alindiktan sonra, veri 6znesine iliskin
veriler, ileride dogrudan pazarlama amaciyla kullanilmamasini saglayacak sekilde

364, GDPR m. 17/1-c hiikkmii uyarimnca veri sorumlusuna kisisel verileri

isaretlenmelidir
herhangi bir gecikmeye mahal vermeksizin silme yiikiimliligi verildigi igin artik veri
0znesinin talebine gerek olmaksizin bu veriler silinmelidir. Fakat dilerse veri 6znesi
bunu ayrica da talep edebilir.

Ote yandan genel itiraz hakki, veri 6znelerine kendi 6zel durumlarma ydnelik
gerekcelerle islemeye itiraz edilmesine olanak saglar. Fakat bu hak mutlak degildir,

zira veri sorumlusu birtakim zorlayict mesru gerekgelerin varligini sebep gostererek

%0 Sharma, s. 221.

361 Profil gikarma veya profilleme hakkindaki agiklamalar igin liitfen bkz. Dipnot 109.
362 |_loyd-Jones ve Carey, s. 140.

363 |loyd-Jones ve Carey, s. 141.

364 Lloyd-Jones ve Carey, s. 142.
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itiraz talebini yerine getirmekten kac¢mabilir. Bu gerekgeler; veri 06znesinin
menfaatleri, haklar1 ve 6zgiirliiklerinden agir basan bir isleme faaliyetinin varligina,
birtakim hukuki iddialarin ileri strilmesi ve bunlarin uygulanmas: veya
savunulmasma yonelik olmalidir (GDPR m. 21/1). Veri sorumlusu, itiraz talebini
reddedip islemeye devam edecekse, bu istisnalardan birinin veya birka¢inin varhgini

365

kanitlamalidir Ayrica veri 0Oznesine reddin sebebini gerekceleriyle birlikte

aciklamalidir®®8.

Itiraz talebini alan veri sorumlusu, talebin yerine getirilip getirilmeyecegine
bakmaksizin, GDPR m. 18/1-d geregince isleme faaliyetini derhal kisitlamalidir. Itiraz
talebi uyarinca, veri sorumlusu ile veri 6znesinin mesru gerekcelerinden hangisinin
birbirine agir bastig1 degerlendirilene kadar bu kisitlama devam edecektir. Bu siirecte
isleme faaliyeti, sadece GDPR m. 18/2 kapsamindaki durumlarin mevcut olmasi
halinde ve saklama haricinde devam edebilecektir®®’. Eger veri sorumlusu itiraz
talebini yerinde bulursa, artik veri 6znesine iliskin veri isleyemez. Ayrica bu durumda,
GDPR m. 17/1-c hiikkmii uyarinca veri sorumlusuna Kisisel verileri herhangi bir
gecikmeye mahal vermeksizin silme yiikiimliligi verildigi igin artik veri 6znesinin
talebine gerek olmaksizin bu veriler silinmelidir36®
edebilir.

Genel itiraz hakkinin bir bagka istisnasini da kisisel verilerin bilimsel, tarihi ve

. Veri 6znesi bunu kendi de talep

istatistiki arastirma amaglar1 dogrultusunda islenmesi olusturur. Bu durumda isleme
faaliyeti, kamu yarar1 kapsaminda yiiriitiilen bir gérevin ifas1 i¢in gerekliyse artik veri
0znesi itiraz hakkini haiz olmayacaktir (GDPR m. 21/6). Madde metninde, veri
sorumlusunun itiraz talebini reddetmek icin zorlayici mesru gerekcelerin var olmasi
gerektigine dair bir ibare yer almadigi i¢in bu durumda reddin daha esnek kosullara
baglandig1 kanaatindeyiz.

Diizenlemede yer alan 0zel bir seffaflik kurali geregi, itiraz hakkinin

digerlerinden ayrica ve agik¢a veri 0znesinin bilgisine sunulmasi gerekmektedir. Bu

%5 GDPR 69 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-69/, (E.T. 25.10.2023).

366 Gabriela Zanfir-Fortuna, “Article 21. Right to object”, The EU General Data Protection
Regulation (GDPR): A Commentary, (Ed. Christopher Kuner, Lee A Bygrave, Christopher
Docksey, Laura Drechsler), Oxford University Press, Croydon, 2020, (Right to object), s. 517.

%7 Bu konuda detayll bilgi igin liitfen “Isleme Faaliyetini Kisitlama Hakki” bashigi altindaki
agiklamalara bakiniz.

368 Zanfir-Fortuna, Right to object, s. 518.
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bilgilendirme, en geg veri 6znesiyle ilk kez iletisime gegildiginde yapilmalidir (GDPR
m. 21/4). Bu sayede, Ozellikle de dogrudan pazarlama amaciyla veri islendigi
durumlarda, daha ilk temasta veri 6znesine gekilme firsat1 tanmmis olur®®. Ornegin,
kisiye ¢cevrim i¢i dil kursu veren bir platformdan “ay sonuna kadar kayit yaptirilmasi
halinde, bir sonraki kur i¢in ylizde elli indirim uygulanacagma” dair dogrudan
pazarlama amagli bir e-posta gelmis olsun. E-postanin altinda “Bizden bu tir iletiler
almak istemiyorsaniz, buraya tiklaym” seklinde belirgin bir baglant1 yer alsin. Veri
0znesi bunun lizerine tiklayarak s6z konusu platformun e-posta listesinden ¢ikabilir.
Boylece “teknik agiklamalar1 kullanmak suretiyle otomatik yollarla itiraz hakkmi” da

kullanmis olacaktir (GDPR m. 21/5).

2. itiraz Hakkina iliskin Ornek Kararlar

CNIL bir kararmda®’, 1s1 pompasi ve kap1 gibi ekipmanlarm montaji isiyle
ugrasan bir sirketin, dogrudan pazarlama amaciyla yaptigi veri isleme faaliyetleri
kapsaminda veri Oznelerinin itiraz hakkina iliskin hiikiim kurmustur. Komisyona
yapilan ihbarda; sirketin ¢ok sayida kisiyi strekli olarak hizmetlerinin reklamini
yapmak i¢in aradigi ve hem telefonda sifahi olarak hem de sirkete gonderilen e-
postalar yoluyla bu aramalara itiraz edilmesine ragmen aramalarin durmadigi
bildirilmistir. Veri sorumlusu sirket de ¢ok sayida ¢agr1 merkezi araciligiyla bu
islemlerin yiriitildigi bilgisini vermistir. CNIL bunun Gizerine bir denetim yapmis ve
itiraz hakki kapsaminda yapilan taleplerin gereginin yerine getirilmesinde eksiklikler
oldugunu tespit ederek bunlarin giderilmesi i¢in siire tanimistir. Siire sonunda yapilan
kontrolde; veri sorumlusu sirket ile veri isleyen c¢agri merkezleri arasinda, itiraz
edenleri digerlerinden ayirt etmeye, veri tabanindan ¢ikarmaya veya ileride herhangi
bir pazarlama faaliyeti kapsaminda iletisime gegilmesini engelleyecek turden bir
isaretlemeye yarayan bilgi paylasimi i¢in etkili bir mekanizma kurulmadigi ve cagri
merkezlerinden ¢ok azinm GDPR m. 21/2 uyarinca yapilan itirazlarin ardindan veri

Oznelerini hedef almayi biraktigi tespit edilmistir. Dolayisiyla s6z konusu veri

369 Zanfir-Fortuna, Right to object, s. 519.
370 CNIL, 21.11.2019 tarih ve SAN-2019-010 sayili X Sirketi karari,
https://mww.legifrance.gouv.fr/cnil/id/CNILTEXT000039419459/, (E.T. 25.10.2023).
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Oznelerinin kisisel verilerinin dogrudan pazarlama amaciyla iglenmesine itiraz haklari
ihlal edilmistir.

Lahey Bolge Mahkemesi de bir kararinda®?, kredi kurulusu olan veri
sorumlusuna yapilan genel itiraz talebi kapsaminda bir degerlendirme yapmustir.
Arkadasina is kurma konusunda yardimci olmak isteyen veri 6znesi, veri sorumlusu
sirketten bir miktar kredi ¢ekmistir. Fakat geri 6deme konusunda bir¢ok kez gecikme
yasadig1 ve periyodik olarak 6deme yapamadig i¢in kredi notu diisiiriilmiistiir. Veri
0znesi en nihayetinde borcunu tamamen 6dese de, borcun kapanmasini miiteakip bes
yillik siirede kredi notuna iliskin kayitlarin saklanacagini 6grenmistir. Bu husus, mali
durumunu diizelten ve partnerinin ailesinin evinden ayrilarak kendisine ait bir eve
taginmak isteyen veri 0znesini olumsuz yonde etkilemektedir. Bu nedenle veri
sorumlusuna basvurarak itirazda bulunmustur. Talebinin reddedilmesi (zerine ise
mahkemeye bagvurmustur. Verdigi kararda mahkeme; veri 0znesinin ailesiyle
kendilerine ait bir evde yasama arzusunun anlasilabilir oldugunu fakat s6z konusu
kredi notunun neden bunu zora soktugunu kanitlayacak yeterli delil sunmadigini,
yakin ge¢miste 6deme yiikiimliiliiklerini defalarca yerine getirmedigi de gbz Oniine
alindiginda s6z konusu kredi notunun sistemden silinmesinin hakkaniyetli
olmayacagmi belirterek veri sorumlusunun menfaatinin veri 6znesinin menfaatine agir

bastigina deginmistir.

i. Otomatik Karara Tabi Olmama Hakki

1. Otomatik Karara Tabi Olmama Hakkinmin Kapsami, Esaslan ve

Uygulanma Usuli

GDPR m. 22/1 ile veri 6znesine, profil ¢ikarma (profilleme)*’? de dahil
“yalnizca otomatik isleme faaliyetine dayal bir karara tabi olmama hakk1” taninmaigtir.
Bunun i¢in s6z konusu kararin, kisinin kendisiyle alakali hukuki sonuglar dogurmasi

veya benzer bigimde kayda deger bir sekilde etkilemesi gerekmektedir. Ilk olarak

871 Rechtbank Den Haag, 18.11.2021 tarih ve C-09-608582 numarali Defam Kkarari,
https://mwww.navigator.nl/document/id5df2b3f48385406chc80c8chdd36e99b/rb-den-haag-18-11-
2021-nr-c-09-608582-ha-rk-21-101, (E.T. 25.10.2023).

372 Profil gikarma veya profilleme hakkindaki agiklama igin liitfen bkz. Dipnot 109.
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belirtmek gerekir ki, alimacak “kararmn” illa ki devlet makamlarinin alacag: tiirden,
hukuki agidan baglayici resmi bir karar olmasina gerek yoktur. S6z konusu ifade genis
yorumlanmaktadir. Herhangi bir muhatabim, veri 6znesine karsi belirli bir tutumu
benimsemesi ve buna gore hareket etmesi veya etmeyi planlamasi da taninan hak
kapsaminda bir “karar” sayilir®’®, Ikinci olarak, “sadece otomatik isleme faaliyetine
dayali olmak” ile ifade edilmek istenen, karar alma strecine herhangi bir insan

37 Ornegin, bir bankanm kredi bagvurusu yapan

miidahalesi ve dahlinin olmamasidir
kiginin finansal ge¢misini ve kredi notunu otomatik olarak analiz eden bir sistem
kullanabilir. Bu sistem, biinyesinde yer alan algoritma sayesinde belirli bir kredi
limitini otomatik olarak kabul etme veya reddetme karar1 alabilir. Boylece
degerlendirme surecine insan midahalesi olmaz. Fakat veri sorumlular1 bu hakkin
getirdigi ylukiimliiliiklerden kaginmak i¢in insan miidahalesini varmig gibi gosterebilir.
Mesela yukarida verilen banka 6rnegini ele alalim. Bir banka ¢alisani, kredi vermede
kullanilan sistemin aldigi kararlar1 denetlemekle gorevlendirilmis olsun. S6z konusu
caliganin gorevi, sadece sistem tarafindan verilen otomatik kararlarin algoritmaya
uygun alinip alinmadigini kontrol etmekse, bu durumda artik gergek anlamda bir insan
mudahalesinden bahsedilemeyecektir. Yani alinan karara iliskin yapilan her tirli
gbzetim ve denetimin gostermelik degil; fiili ve anlamli bir etkisinin olmas1
gerekmektedir3”®. Ornegin, kisinin iyi bir kredi notu olmasa da basar1 vaat eden bir is
planiyla bankaya kendi limitinin tizerinde bir meblagda kredi almak i¢in bagvurdugunu
diigiinelim. Bankanm kullandig1 sistemin tek basina otomatik olarak reddedecegi
basvuruyu, ¢alisanin is planindan etkilenerek onaylamasi karar alma siirecine gercek
anlamda bir insan dahlinin var oldugunu gosterecektir. Ayrica karar alma siirecindeki
insan dahli kriterini saglayan kisinin, Karar1 degistirme yetki ve ehliyetini haiz olma

gerekliligi de unutulmamalidir®’®.

373 Lee A. Bygrave, “Article 22. Automated individual decision-making, including profiling”, The EU
General Data Protection Regulation (GDPR): A Commentary, (Ed. Christopher Kuner, Lee A
Bygrave, Christopher Docksey, Laura Drechsler), Oxford University Press, Croydon, 2020, s. 532.

374 Article 29 Data Protection Working Party, “Guidelines on Automated individual decision-making
and Profiling for the purposes of Regulation 2016/679”, Avrupa Komisyonu Web Sitesi, 2017,
https://ec.europa.eu/newsroom/article29/items/612053/en,  (E.T.  16.11.2023), (Automated
individual decision-making), s. 20.

375 Gianclaudio Malgieri, “Automated decision-making in the EU Member States: The right to
explanation and other “suitable safeguards” in the national legislations”, Computer Law &
Security Review, Cilt: 35, Say1: 5, 2019, (Automated decision-making), s. 3.

376 Article 29 Data Protection Working Party, Automated individual decision-making, s. 21.
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Uciincii olarak, bu hakkin kullanilabilmesi igin otomatik kararm, veri 6znesinin
kendisiyle alakali hukuki sonuglar dogurmasi veya benzer bicimde kayda deger bir
sekilde etkilemesi gerektigi ifade edilmistir. GDPR’da “hukuki sonucun” veya “kayda
deger etkinin” tanimi yapilmamistir. O halde kelimelerin genel anlamindan yola
c¢ikarak, “hukuki sonucun” bir kisinin yasal haklarini etkileyen bir durum oldugundan
bahsetmek mumkindir. Etkilenen Kisinin temel hak ve 6zgiirliikleri, hukuki durumu
veya bir sézlesme kapsamindaki hak ve menfaatleri olabilir. Ornegin, kanunla verilen
bir sosyal yardima (¢ocuk, yiyecek, yakacak, barinma vb.) hak kazanma ya da bu
yardimin kesilmesi, kisinin eski hiikkiimli oldugunun agiga ¢ikmasi nedeniyle is
sozlesmesinin feshedilmesi, bir iilkeye yapilan iltica talebinin reddi gibi durumlar bu
kapsamda degerlendirilebilir. Otomatik karar kisiyle ilgili hukuki bir sonu¢ dogurmasa
bile, onu benzer derecede ve “6nemli bir 6lciide etkiliyorsa” yine kisinin bu karara tabi
olmama hakki bulunmaktadir. Yukarida verilen kredi bagvurusu 6rnegi ve ¢cevrim i¢i
bir platforma 6z geg¢mis yiikleyerek yapilan is basvurularmin insan miidahalesi
olmaksizin degerlendirilmesi ve miilakata alinacak adaylarin belirlenmesi buna érnek
olarak verilebilir. Yani otomatik isleme faaliyetine dayali kararmn; verinin iliskin
oldugu kisinin tabi oldugu kosullar1, davranis bigimini veya se¢imlerini 6nemli 6l¢tide
etkilemesi, Uzerinde uzun siirecek veya kalici olacak bir etki yaratmasi yahut kisinin
dislanmasina yahut ayrimciliga ugramasma neden olmasi gerekmektedir®’’. Ornegin,
HIV pozitif olan birinin bu sebeple ise alinmamas1 veya sosyal ¢evrelerden dislanmasi
durumlarinin  kisinin yasammi Onemli Olgiide etkileyeceginden bahsetmek
mumkunddr. Yine veri 6znesinin ¢ocuk oldugu durumlarda, 6nemli dlctde etkileme
kriterinin saglandig1 kabul edilir®’®,

Bazi durumlarda veri 6zneleri hakkinda otomatik yollarla karar verilmesine
olanak saglayan istisnalar 6ngoriilmiistiir (GDPR m. 22/2). Bunlarin ilki, AB veya Uye
devlet hukukunun otomatik karar alinmasmna izin vermesidir. Ornegin, dolandiricilik
veya vergi kacak¢iligr gibi suglart 6nleme amaciyla kanunlar otomatik karar almaya
izin verebilir’”. Ancak bu durumda da s6z konusu kanun, veri 6znelerinin temel hak

ve Ozgiirliikleri ile mesru menfaatlerini korumaya yonelik uygun tedbirleri icermelidir.

377 Article 29 Data Protection Working Party, Automated individual decision-making, s. 21.

378 GDPR 38 No’lu Gerekge, Avrupa Birlizsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-38/, (E.T. 25.11.2023).

3 GDPR 71 No’lu Gerekge, Avrupa Birlizsi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-71/, (E.T. 25.11.2023).
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Ikinci istisna, veri 6znesinin agik rizasinm varligidir. Ugiincii istisna ise, s6z konusu
otomatik karar alma faaliyetinin veri 6znesi ile sorumlusunun arasinda bir sdzlesme
akdedilmesi veya bu sozlesmenin ifa edilmesi igin gerekli olmasidir. Veri sorumlusu
tarafindan ¢ok fazla miktarda veri isleniyorsa, karar alma surecinde insan

380 By durumda istisnanin

mudahalesinin saglanmasi zor veya imkansiz olabilir
uygulanmasi gerekli sayilabilecektir. Fakat veri sorumlusu, bu istisnadan
yararlanabilmek icin veri 6znelerinin haklarma daha az midahaleci bir yéntemin
olmadigni yani miidahalenin gerekli oldugunu kanitlamalidir®!, Ornegin bir sirketin
ogrencilere burs verdigini ve bu nedenle her sene yiiksek sayida basvuru aldigini
diisiinelim. Ogrenciler, sirket tarafindan saglanan sistemde yer alan basvuru formunu
doldurup gerekli belgeleri yiikleyerek burs bagvurusunda bulunuyor olsun. Cok sayida
bagvurunun kisa siirede incelenip burs almaya hak kazananlarin agiklanabilmesi igin
otomatik karar almaya yarayan algoritmadan yararlanabilir. Boylece belirli bir not
ortalamasmin altinda olanlar dogrudan elenebilecek ve sadece kisa bir liste
degerlendirme kurulunun 6nline gelecektir.

Veri 6znesinin agik rizasinmn varlhigi ve veri sorumlusuyla aralarinda sdzlesme
akdetme veya ifa etme icin otomatik karar almanm gerekli olmasi durumlarinda,
oncelikle insan midahalesini saglamak zorundadir. Ayrica “veri 6znesinin kendi
goriisiinii ifade etme ve karara kars1 ¢ikma yoniindeki haklar1, 6zgiirliikleri ve mesru
menfaatlerini” giivence altina alacak uygun tedbirler uygulamalidir (GDPR m. 22/3).
Buna veri koruma etki degerlendirmesi yaptirilmasi da dahildir®®2. Degerlendirmenin;
isleme faaliyetleri ve isleme amaglarina iliskin sistematik bir agiklamayz,
faaliyetlerinin amaclarla iligkili olarak gerekliligi ve orantililigina yonelik bir
degerlendirmeyi, veri 6znelerinin haklar1 ve 6zgiirliiklerine yonelik risklere iligskin bir
degerlendirmeyi, kisisel verilerin korunmasmin saglanmasina iligkin yasal
dizenlemelere uygun hareket edildiginin gosterilmesiyle ilgili tedbirlerin neler
olduguna dair bir a¢iklamay1 icermesi gerekmektedir (GDPR m. 35/7). Alinacak baska
bir tedbir, veri sorumlusunun alinan kararlarda herhangi bir 6nyargi olup olmadigini

rutin olarak kontrol ettirmek olabilir. Ozellikle de hassas verilerin konu oldugu hatalar1

380 Hiiseyin Can Aksoy, “Kisisel Verilerin Korunmas: Yéniiyle Algoritmik Karar Verme”, Kisisel
Verileri Koruma Dergisi, Cilt: 4, Say1: 2, Ankara, 2022, (Algoritmik Karar Verme), s. 78.

381 Article 29 Data Protection Working Party, Automated individual decision-making, s. 23.

382 GDPR m. 35/3-a htikmine gére, profilleme dahil otomatik karar almanin mevcut olmasti halinde veri
koruma etki analizi yapilmasina 6zellikle ihtiyag duyulmaktadir.
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ve ayrimcilig1 engellemek adina 6zel tedbirler uygulanmasini saglayabilir®®3, GDPR
m. 22/3’te sayilan haklar ve gilivenceler tahdidi nitelikte olmadigi igin verilen
orneklerin ¢ogaltilmasi miimkiindiir. Yine benzer sekilde, veri 6znesine otomatik
isleme faaliyetine dayanilarak alinan kararin agiklamasi da yapilabilir®. Aciklama
hakk1 kapsaminda, fikri miilkiyet ve ticari sir niteligindeki bilgilerin agiklanmasinin

385 Ancak mevzubahis sirlarin gizliligi saglanarak

beklenemeyecegi unutulmamalidir
veri 0znesine menfaatlerini koruyup gozetebilmesi i¢in ihtiyacinin oldugu bilgiler
verilebilmelidir®®. Veri sorumlularinm isletme sirlarmi ileri siirerek veri 6znelerinin
bu hakkmi kullanmasini engellemesi séz konusu olamaz®®’. Her iki tarafin da
menfaatleri arasinda adil bir denge kurmaya 6zen gostermelidir.

Son olarak, GDPR m. 22/4’te hassas nitelikli kisisel verileri iceren otomatik
karar almanmn hangi kosullarda miimkiin olabilecegi diizenlenmistir. Buna gore,
oncelikle GDPR m. 22/2’de sayilan tiirden bir istisna var olmalidir. Bu sarta ek olarak,
ya veri 6znesinin agik rizasi olmali (GDPR m. 9/2-a) ya da kayda deger 6l¢iide kamu
yarar1 saglayan sebeplerle isleme faaliyetinin zorunlu olmasi gerekmektedir (GDPR
m. 9/2-g). Kamu yarar1 saglanabilmesi i¢in isleme faaliyeti; isleme amaciyla orantili,
kisisel verilerin korunmasi hakkinin 6ziine saygili, veri 6znesinin temel haklarinin
korunmasi i¢in uygun ve belirli tedbirleri ihtiva eden AB veya lye devlet hukukuna
dayali olarak yapilmalidir (GDPR m. 9/2-g). Aksi takdirde hassas verileri iceren bir
otomatik karar alma faaliyetinin yapilmasi s6z konusu olamayacaktir.

Otomatik karara tabi olmama hakki, KVKK’de ilgili kisinin haklarini
dizenleyen maddede kendine yer bulmustur. Hikme goére, herkes islenen verilerin
miinhasiran otomatik Sistemler vasitasiyla analiz edilmesi suretiyle kisinin “kendisi
aleyhine bir sonucun ortaya ¢ikmasina itiraz etme hakki”na sahip kilimmistir (KVKK
m. 11/1-g). Madde lafz1 incelendiginde GDPR’dekine paralel bir diizenleme yapildigi
gorulmektedir. Verilerin “miinhasiran otomatik sistemler vasitasiyla” islenmesinden

kastin “sadece otomatik igleme faaliyetine dayali olmak™ yani karar alma surecinin

383 Aksoy, Algoritmik Karar Verme, s. 79.

%4 GDPR 71 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-71/, (E.T. 25.11.2023).

385 Aksoy, Algoritmik Karar Verme, s. 81.

386 Aksoy, Algoritmik Karar Verme, s. 82.

387 Margot E. Kaminski, “The Right to Explanation, Explained”, Berkeley Technology Law Journal,
Cilt: 34, Sayt: 1, 2019, s. 203.

122



herhangi bir insan mudahalesi ve dahli olmaksizin gergeklesmesi oldugu agiktir. Bu
acidan yukarida bu hususla ilgili yapilan diger acgiklamalar gegerlidir. Yine benzer
sekilde “kiginin kendisi aleyhine bir sonucun ortaya ¢ikmasi” ifadesinin, otomatik
islemenin ilgili kisiyle ilgili hukuki sonu¢ dogurmasi veya benzer bigimde kayda deger
bir sekilde etki uyandirmasina karsilik geldigi sdylenebilir. Fakat GDPR’den farkli
olarak, KVKK ilgili kisiye otomatik karara tabi olmaya itiraz hakki vermistir.
Gergekten de GDPR’deki hak, otomatik isleme faaliyetine dayanan kararlar almama
suretiyle eyleme gegme yilkiinii veri sorumlusuna yiiklemisken®®®; KVKK’deki
haliyle, bu sekilde karar alinmasina itiraz edip ilgili kisiyi bilfiil olarak bu hakki ileri
siirmeye yoneltmektedir®®. iki diizenleme arasindaki baska bir farklilik da GDPR’deki
hakkm kapsaminin daha genis olmasidir. Otomatik karar alinmasina itiraz etmenin
yan1 sira, ilgili kisinin kendi goriisiinii ifade etme, alman kararlara itiraz edip sonucu
degistirme, 6zgurltklerini ve mesru menfaatlerini korunmasini saglayacak tedbirlerin
uygulanmasmi isteme haklar1 mevcuttur. Ayrica ilgili kisiler kendilerine iligkin olarak
alinan kararlari nedenini ve arkasinda yatan mantigin ne oldugunu “agiklama hakki”
kapsaminda sorgulayabilmektedir. Kanaatimizce bu hak agikca diizenlenmemis olsa
da veri koruma hukukuna hakim “adil ve seffaf isleme ile hesap verebilirlik ilkeleri”
geregince bu yondeki taleplerin karsilanmasi gerekmektedir. Bir baska husus olarak,
KVKK’de ongorulen itiraz hakkinin neyi kapsadigi agiklanmadigir gibi veri
sorumlusunun itiraz sonrasi nasil davranmasi gerektigi de diizenlenmemistir. Ancak
kisisel verilerin miinhasiran otomatik yontemlerle islenmesiyle ortaya ¢ikan sonucun,
stirece insan dahlinin de saglanmasiyla islenmesi nihayetinde ortaya ¢ikacak sonuca
gore aleyhe olmasi halinde, veri sorumlusunun bu karar1 diizeltmesi uygun olacaktir.
Yani veri sorumlusunun itiraz Gizerine, anlaml bir insan miidahalesiyle alinan karar1
g0zden gecirme ve gerekli degisiklikleri yapma yiikiimliiliigii bulunmaktadir. AKSi

takdirde taninan itiraz hakkinin bir hilkkmii kalmayacaktir.

388 Article 29 Data Protection Working Party, Automated individual decision-making, s. 20.
389 Aksoy, Algoritmik Karar Verme, s. 82.
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2. Otomatik Karara Tabi Olmama Hakkina iliskin Ornek Kararlar

Finlandiya Veri Koruma Komisyonu’na tavsiye amagli yapilan bir
basvuruda®®, bir saglik hizmeti saglayicis1 olan veri sorumlusu, tarama ve dnleme
amaciyla hasta verilerini igleyecek sisteminin GDPR ile uyumlu olup olmayacagmin
degerlendirmesini talep etmistir. Sistemin yapacagi degerlendirmeye gore saglik
acisindan riskli bulunan hastalarla irtibata gecilerek olumsuz durum tespit edilecek ve
gerekli tedavinin saglanmasi i¢in yoOnlendirilecektir. Risk altindaki hastalar ise
halihazirda saglik kurumunun biinyesinde bulunan tibbi kayitlara bakilarak dogrudan
algoritma tarafindan tespit edilecektir. Bu sitemin gelistirilip kullanilmak
istenmesindeki ana hedefin erken teshis ile hayat kurtarma ve kisilerin bireysel refah
seviyesini arttirma oldugu ifade edilmistir. Komisyon, bilgisayar sistemi tarafindan
yapilacak veri isleme faaliyetinin otomatik karar alma kapsamina girip girmeyecegi
hususunda yaptig1 degerlendirmede, 6znelerini “saglik durumu riskli bulunup irtibata
gecilen hastalar” ve “saglik riski bulunmayip irtibata gegilmeyen hastalar” olmak
Uzere iki kategoriye ayirmistir. Buna gore, ilk gruptaki hastalar i¢in olusturulan profil,
karar verme siirecinin ilk agsamasini olusturacaktir. Zira daha sonra veri 6znesi hastalar,
durum hakkinda karar almaya ehil doktorlar tarafindan muayene edilerek gerekli
tetkikler yapilacak ve kisinin gercekten hasta olup olmadigir hakkinda nihai karar
verilecektir. Dolayisiyla karar alma slirecine anlamli bir insan miidahalesi saglandig1
icin gerceklestirilen isleme faaliyeti otomatik karar alma kapsamina girmeyecektir.
Ancak ikinci gruptaki hastalar i¢in durum farklidir. Bu gruba mensup veri 6znesi
hastalarla herhangi bir saglik gorevlisi irtibata ge¢cmeyecek ve tetkik yapilmayacaktir.
Yani karar alma siirecinde herhangi bir insan dahli bulunmamaktadir. Algoritmalarin
da yanilabilecegi goz Oniine alindiginda, sistem tarafindan alinan kararlarin, tibbi
tedavi uygulanmasi gerekli oldugu halde uygun gortlmeyen bireylerin sagligi tizerinde
sonu 6lime varabilecek kayda deger olumsuz etkiler yaratmasi muhtemeldir. Bu
nedenle sistem, ikinci grup hastalar agisindan GDPR m. 22/1 hiikmuyle veri 6znelerine

tanan otomatik karara tabi olmama hakkimni ihlal eder niteliktedir.

3% Finlandiya Veri Koruma Komisyonu, 23.06.2022 tarih ve 3895/83/22 numarali tavsiye karari,
https://finlex.fi/fi/viranomaiset/tsv/2022/20221545, (E.T. 25.11.2023).
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Avusturya Veri Koruma Otoritesi’ne yapilan bir basvuruda da®®, veri

sorumlusunun  “Dominanten Geo  Milieus” adli pazarlama puanlarinin
hesaplanmasiyla ilgili sikayette bulunulmustur. Veri sorumlusunun kurdugu sisteme
gore, veri 6zneleri “muhafazakarlar”, “gelenekselciler”, “orta sinif”, “hazcilar” veya
“dijital bireyciler” gibi gruplara ayirarak bu gruplarin niteliklerine uygunlugunu
yiizdelik oranlarla gosteriliyordu. Isbu sikayeti yapan kisi, éncesinde veri sorumlusuna
basvurarak GDPR m. 15 kapsaminda erisim talebinde bulunmustur. Talep ettigi veriler
arasinda pazarlama puanlarinin nasil hesaplandigina iligkin bilgiler de bulunmaktadir.
Veri sorumlusu s0z konusu verilerin ticari sir olarak nitelendirilmesi nedeniyle erigim
saglanmayacagii belirterek yanitlamistir. Avusturya Veri Koruma Otoritesi bu
pazarlama puanlarinin olusturulmasini saglayan isleme faaliyetlerinin profilleme
islemi olduguna kanaat getirmistir. Otomatik karar alinmasina tabi olmama hakki,
profil ¢ikarma iglemini de kapsamaktadir. Her ne kadar pazarlama puanlarinin hangi
mantikla hesaplandigi yerel mevzuata gore ticari sir olsa da; veri 0znesinin pazarlama
puani hesaplanirken kullanilan algoritma, kaynak kodu veya derleyici kodu
paylasilmadan da veri 6znesine talep ettigi verilerin saglanmasi miimkiindiir. Bunun
yerine, veri 6znesinin puan hesaplamasiyla baglantili olarak; parametreler veya giris
degiskenlerinin neler oldugu, nasil ortaya ¢iktigi ve puan Uzerindeki etkisi, veri
Oznesinin sistemdeki gruba aidiyetinin nitelendirilmesinin sebepleri, olas1 profil
kategorilerinin listesi veya veri 6znesinin diizeltme ve silme haklarini kullanmasina

olanak saglayacak diger benzer tiirdeki veriler gibi bilgiler kendisine saglanmalidir.

J. Sikayet Hakka

GDPR kapsaminda sikayet hakki esasen veri 0znelerine taninan ii¢ hakkin
birlesiminden meydana gelmektedir: Bir denetim makamina sikayette bulunma hakki,
bir denetim makamina kars1 etkili bir kanun yoluna bagvurma hakki ve bir veri

sorumlusu veya isleyene Kars etkili bir kanun yoluna bagvurma hakki. Bu haklar, veri

391 Avusturya Veri Koruma Otoritesi, 08.09.2020 tarih ve 2020-0.436.002 numarali Karari,
https://mww.ris.bka.gv.at/Dokument.wxe?ResultFunctionToken=f2a9b55f-02bc-446d-a8fa-
4fd931ch1b57&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&Su
cheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&
Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=
100&Suchworte=&Dokumentnummer=DSBT_20200908_2020_0_436_002_00,(E.T. 25.11.2023).

125


https://www.ris.bka.gv.at/Dokument.wxe?ResultFunctionToken=f2a9b55f-02bc-446d-a8fa-4fd931cb1b57&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&SucheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=100&Suchworte=&Dokumentnummer=DSBT_20200908_2020_0_436_002_00
https://www.ris.bka.gv.at/Dokument.wxe?ResultFunctionToken=f2a9b55f-02bc-446d-a8fa-4fd931cb1b57&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&SucheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=100&Suchworte=&Dokumentnummer=DSBT_20200908_2020_0_436_002_00
https://www.ris.bka.gv.at/Dokument.wxe?ResultFunctionToken=f2a9b55f-02bc-446d-a8fa-4fd931cb1b57&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&SucheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=100&Suchworte=&Dokumentnummer=DSBT_20200908_2020_0_436_002_00
https://www.ris.bka.gv.at/Dokument.wxe?ResultFunctionToken=f2a9b55f-02bc-446d-a8fa-4fd931cb1b57&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&SucheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=100&Suchworte=&Dokumentnummer=DSBT_20200908_2020_0_436_002_00
https://www.ris.bka.gv.at/Dokument.wxe?ResultFunctionToken=f2a9b55f-02bc-446d-a8fa-4fd931cb1b57&Position=1&Abfrage=Dsk&Entscheidungsart=Undefined&Organ=Undefined&SucheNachRechtssatz=True&SucheNachText=True&GZ=&VonDatum=01.01.1990&BisDatum=&Norm=&ImRisSeitVonDatum=&ImRisSeitBisDatum=&ImRisSeit=Undefined&ResultPageSize=100&Suchworte=&Dokumentnummer=DSBT_20200908_2020_0_436_002_00

Oznelerinin kisisel verilerinin ihlal edilmesi halinde, ye devletlerin ulusal
hukuklarinda yer almasi gereken asgari basvuru yollarmi saglamak amaciyla
ongoriilmiistiir’®2. Uye devletler bunlarin haricinde baska ¢dziim yollar1 yaratmakta
elbette 6zgurdir.

Her veri 6znesi, GDPR hukiimleri baglaminda kisisel verilerinin korunmasi
hakknin ihlal edildigi durumlarda, bagimsiz bir denetim makamina sikayette bulunma
hakkimna sahiptir. Veri 0znesinin kendisine saglanan diger idari veya adli yollara
bagsvurma hakki saklhidir (GDPR m. 77/1). Bu denetim makammin tazminata
hiikmetme ve veri koruma hukimlerinin yarg: tarafindan ihlal edildigi iddialarini
degerlendirmeye yetkisi olmamalidir®®. Ayrica diger g6rev ve yetkileri GDPR nin 57.
ve 58. maddelerinde sayilanlarla sinirl kalmalidir. Denetim makami, sikayetin seyri
ve sonucu ile etkili bir kanun yoluna basvuru olanagi hakkinda sikayet sahibini
bilgilendirmelidir (GDPR m. 77/2). Sikayet hakkinin kullanilmasinin kolaylastiriimasi
icin bir elektronik matbu sikayet basvuru formu hazirlanarak veri Oznelerinin

39 Bunun yapilmasi, diger iletisim araglarmm haric

kullanimina sunulabilir
tutulabilecegi anlamina gelmez.

Fakat her ne kadar bagimsiz denetim makamlari, veri 6znelerinin sikayetleri
hakkinda karar vermede biiyiik bir 5neme sahip olsa da nihayetinde yargi organi degil,
idari bir makamdir. Verecegi kararlar yanls olabilir. Her idari makam gibi yargisal
denetime tabi olmalidir. Bu nedenle GDPR’nin 78. maddesiyle “her gercek veya tiizel
kisiye, bir denetim makaminin kendileriyle ilgili yasal baglayicilig1 olan bir kararina
kars1 etkili bir kanun yoluna basvurma hakk1” tanimistir. Bu bagvuru hakki, diger
idari veya adli yollara basvurma hakkina halel getirmez. Yargi organmna yapilacak
basvuru; denetim makami tarafindan verilen “sikayet hakkinda islem yapilmamasi”

veya “sikayetin reddi” kararlarma karsi olabilecegi gibi, “sorusturma Yyetkisini

kullanmas1” veya “idari yaptirim” kararlarmna kars1 da olabilir®®. Denetim makamu,

392 Waltraut Kotschy, “Article 77. Right to lodge a complaint with a supervisory authority”, The EU
General Data Protection Regulation (GDPR): A Commentary, (Ed. Christopher Kuner, Lee A
Bygrave, Christopher Docksey, Laura Drechsler), Oxford University Press, Croydon, 2020, (Article
77), s. 1119.

393 Kotschy, Article 77, s. 1119.

3% GDPR 141 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-141/, (E.T. 27.11.2023).

3% GDPR 143 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-143/, (E.T. 27.11.2023).
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hukuki agidan baglayici nitelikteki kararlarna karsi yargisal denetime bagvuracak
kisilere kolaylik saglamak adina; kararlarin1 gerekgelendirmeli, agik ve net ifadeler
kullanmali, uygulanacak tedbirin tarihini belirtmeli, yetkililerin imzasin1 ve kimlik
bilgilerini tasimali ve karara kars1 bagvurulacak hukuki yolu icermelidir®®. Denetim
makammin “ii¢ ay icerisinde sikayeti ele almaz” yahut “sikayetin seyri veya sonucu
hakkinda” veri 6znesini bilgilendirmezse, yargi yoluna bagvurulmasi miimkiindiir
(GDPR m. 78/2).

Sonolarak GDPR kapsamindaki haklari ihlal edilen kisilere, veri sorumlularina
ve/veya veri isleyenlere karsi etkili bir kanun yoluna basvuru hakki taninmistir (GDPR
m. 79). Bu hak, 78. maddede 6ngorulen hakka ek niteliktedir. Soyle ki, normal sartlar
altinda veri Oznesinin herhangi bir hakki ihlal edildiginde, denetim makamina
bagvurarak ihlalin ortadan kaldirilmasina yonelik uygun tedbirler alinmasi
istenmektedir. Denetim makami da verdigi baglayici kararla uyusmazhgi ¢oziime
kavusturmaktadir. Ancak GDPR m. 79 ile taninan hak, denetim makamina bagvuru
hakkma ve bu yolun isleyisine halel getirmeksizin, kisilik haklarin1 korumak admna
dogrudan veri sorumlusuna veya isleyene dava acabilme olanagi da saglamaktadir®®’,

KVKK agisindan da sikayet hakki 14. maddede diizenlenmis olup veri
sorumlusuna yapilan “bagvurunun reddedilmesi, verilen cevabin yetersiz bulunmasi
veya siiresinde bagvuruya cevap verilmemesi” hallerinde ileri stiriilebilecektir. KVKK
kapsamindaki sikayet hakkina iliskin usul ve esaslar detayli olarak ‘“Haklarin
Kullanilmas1” baslig1 altinda agiklanacagi igin, simdilik s6z konusu kisma atif

yapmakla yetinilecektir.

3% GDPR 129 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-129/, (E.T. 27.11.2023).

397 Waltraut Kotschy, “Article 79. Right to an effective judicial remedy against a controller or
processor”, The EU General Data Protection Regulation (GDPR): A Commentary, (Ed.
Christopher Kuner, Lee A Bygrave, Christopher Docksey, Laura Drechsler), Oxford University
Press, Croydon, 2020, (Article 79), s. 1139.
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K. Tazminat Hakki

1. Tazminat Hakkinin Kapsami, Esaslar1 ve Uygulanma Usulii

Tazminat hakki, kisisel verileri ihlal edilen kisiye; itiraz, silme ve diger
haklarinm kullanimiyla giderilemeyecek zararlarinin karsilanmas: konusunda bir
giivence saglamaktadir. Bdylece veri 6znesine taninan haklarm ve agik rizayi geri alma
olanagmin Gtesine uzanan bir bireysel kontrol mekanizmasi da verilmis
bulunmaktadir®®®. Her ne kadar genel hilkiimlere gore haklar1 ihlal edilen veri
0znesinin maddi veya manevi tazminat isteme hakki olsa da, veri koruma kurallarini
etkili kilmak icin ilgili kisiye GDPR ve KVKK ile de 6zel olarak ve dogrudan
zararlarinin giderilmesini isteme hakki taninmistir. Tazminat sorumlulugu sayesinde,
veri sorumlulari; yasal diizenlemelere uymaya, giivenlik onlemlerini artirmaya ve
kisilerin haklarina saygi gostermeye tesvik edilmektedir.

GDPR agisindan 6zel olarak ve dogrudan tazminat hakki taninmasinin énemi
daha biiytiktiir. Zira ulusal hukuka aktarilmasi gerekmeden dogrudan uygulanabilen
ve baglayici nitelikteki bir tiiziikk hiikmiiyle bu hakkin 6ngoriilmesi, Birlik tilkeleri
arasinda yeknesak uygulamalar gelismesini saglayacaktir. Ayrica diizenlemeyle, veri
sorumlusu ve veri isleyene acik¢a sozlesme disi sorumluluk yiklenmis, detayli bir
sekilde tazminat hakkinin esaslar1 ortaya konulmustur. Oncelikle GDPR’nin herhangi
bir hikmunin ihlali Gzerine, maddi veya manevi zarara ugrayan herhangi birinin,
yasanan zarara iliskin olarak tazminat talep edebilecegi belirtilmistir (GDPR m. 82/1).
Madde hiikmiinden anlasilacagi tizere, sadece veri 6zneleri degil; zarar goren herkesin
bu talepte bulunabilecegi ifade edilmistir. Hem ihlalin niteligi agisindan hem de
ithlalden etkilenen kisinin kimligi agisindan oldukca genis bir gerceve cizilmistir.
Ayrica hiikiim, ihlal ile zarar arasindaki illiyet bagini da saglamistir3®,

GDPR uyarinca tazminat sorumlulugundan bahsedildiginde kusur sart1
aranmad1g1 goriilmektedir. Gergekten de isleme faaliyetine dahli olan herhangi bir veri

sorumlusu, s6z konusu faaliyetin neden oldugu zarardan sorumlu kilinmistir (GDPR

398 Gabriela Zanfir-Fortuna, “Article 82. Right to compensation and liability”, The EU General Data
Protection Regulation (GDPR): A Commentary, (Ed. Christopher Kuner, Lee A Bygrave,
Christopher Docksey, Laura Drechsler), Oxford University Press, Croydon, 2020, (Right to
Compensation), s. 1164.

399 Zanfir-Fortuna, Right to Compensation, s. 1175.

128



m. 82/2, c.1). Yani tazminat sorumlulugunun dogmasi i¢cin GDPR’nin herhangi bir
hikmtntn ihlal edilmesi ve s6z konusu ihlal nedeniyle bir zararin meydana gelmesi
yeterlidir. Bu durum ayrica GDPR m. 5/2’de 6ngoriilmiis “hesap verebilirlik” ilkesini
de tamamlar niteliktedir. Zira veri sorumlusu kisisel verilerin islenmesine iliskin
ilkelere kast, ihmal veya hatadan bagimsiz olarak uygun davranmakla yukiumltdiir,
Veri isleyenler i¢inse durum veri sorumlularindan biraz daha farklidir. Veri isleyenler
sadece; GDPR’nin “kendilerine yonelik yukimltluklere uyum gostermedigi ve veri
sorumlusunun hukuka uygun talimatlarinin diginda veya bu talimatlara aykir1 hareket
ettigi hallerde”, isleme faaliyetinin sebep oldugu zarardan sorumludur (GDPR m.
82/2).

GDPR tazminat hakki kapsaminda c¢izdigi genis cerceveye ragmen veri
sorumlulart ve veri isleyenlerin sorumluluktan kurtulmaya yonelik bir imkan
saglamamis degildir. Gergekten de zarara sebep olan olaydan higbir sekilde sorumlu
olmadigna dair kurtulus kanit1 getirilmesi halinde tazminat sorumlulugu kalkacaktir
(GDPR m. 82/3). Ornegin veri isleyen tabi oldugu veri sorumlusunun talimatlarma
gore hareket ettigini kanitlarsa, sorumluluktan kurtulacaktir. Ornegi somutlastirmak
gerekirse, bir bulut bilisim hizmet saglayicis1 (veri isleyen), miisterisi olan bir e-ticaret
sirketinin (veri sorumlusu) miisteri verilerini isliyor diyelim. Veri isleyen verilerin
tutuldugu sistemin giivenliginin saglanmasi i¢in veri sorumlusuna iki se¢enek sunmus
olsun. Birincisinin endiistri standartlarina uygun giiglii sifreleme yOntemleri ve
giivenlik duvarlar1 ile korunacak pahali bir sistem, ikincisinin ise verilerin temel
guvenlik dnlemleriyle korunacag: daha az maliyetli bir sistem oldugunu varsayalim.
Sirket de yasadigi biitge kisitlamalar1 nedeniyle daha ekonomik olan segenegi tercih
etmis olsun ve bulut bilisim hizmet saglayicisina bu yonde talimat versin. Diisiik
glvenlik seviyesi nedeniyle bir glivenlik ihlali meydana geldiginde, veri isleyen
tamamen veri sorumlusunun talimatlarina gore hareket ettigini ve giivenlik sistemi
secimi kapsaminda vuku bulabilecek risklere karsi biitiin tedbirleri alip gerekli
uyarilar1 yaptigini kanitlarsa artik meydana gelen zarardan sorumlu olmayacaktir.
Benzer sekilde veri sorumlusu da zarara yol acan ihlalin kendisinden degil de
operasyonel anlamda birlikte hareket etmedigi baska bir veri sorumlusunun

hareketlerinden kaynaklandigin1  kanitlayabilirse tazminat Odemek zorunda

400 Zanfir-Fortuna, Right to Compensation, s. 1176.
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401 Ornegin, X Sirketi ve Y Sirketi, miisterilerinin verilerini kendilerine

kalmayacaktir
ait veri tabanlarinda tutan, birbirinden bagimsiz iki sirket olsun ve birer hafta arayla
veri sizintis1 yasansin. A Kkisisinin kisisel bilgileri de hem X Sirketi’nin hem de Y
Sirketi’nin misteri listelerinde bulunsun. Verileri kullanilarak dolandirilan A, ugradigi
zararm nedeninin X Sirketi blinyesinde meydana gelen sizint1 oldugunu diisiiniip
tazminat talep etmis olsun. Fakat esasen verileri Y Sirketi’ndeki giivenlik ihlali
esnasinda sizmis olsun. Bu durumda X Sirketi verileri sizan miisterilerin arasinda, A
kisisinin olmadigin1 kanitlayarak tazminat sorumlulugundan kurtulma imkanma sahip
olacaktr.

Veri sorumlular1 ve veri isleyenler, zarara yol agan isleme faaliyetinden
sorumlu olduklar1 6l¢iide, miistereken ve miiteselsilen sorumlu tutulmuslardir.
Zarardan sorumlu olan, ayr1 ayr1 birden fazla veri sorumlusu veya veri isleyen
olabilecegi gibi; veri sorumlusu ve veri isleyen sifatlarinin birlestigi kisi de olabilir.
Bu hikmin amac1, kisinin zararmin tam ve etkili bir sekilde karsilanmasidir (GDPR
m. 82/4). Tazminat, zararin tam ve etkili karsilanmasi sartiyla, her bir veri sorumlusu
velveya isleyenin soz konusu faaliyetten kaynaklanan zarara katki payr Glgiisiinde
bo liistiiriilebilir*®?. Eger veri sorumlusu veya veri isleyenlerden biri, meydana gelen
zarar1 eksiksiz bir sekilde tazmin etmigse, ayn1 isleme faaliyetine miidahil olan diger
sorumlu veya isleyenlere riicu edebilir. Riicu hakk1 sadece digerlerinin zarardaki pay1
olgiisiinde kullanilabilir (GDPR m. 82/5).

KVKK de verilerinin hukuka aykir1 sekilde islenmesi halinde zarar gbren
kisilerin tazminat hakkina iligkin bir diizenleme icermektedir (m. 11/1-g). Ayrica s6z
konusu tazminatin genel hiikiimlere gore ileri siiriilecegi de hiikiim altina alimmastir
(m. 14/3). Kanunda belirtilen ve veri isleme siirecine hakim olmasi gereken ilkelere
aykir1 olarak yapilan isleme faaliyetleri, kisilerin zarara ugramasi miimkiindiir.
Ornegin, kisinin agik rizasmin yoklugunda yapilan islemeler, ilgililerin kisilik
haklarin1 ihlal edebilir. Kisinin agik rizasina gerek olmaksizin kisisel verilerinin
islenmesinin imkanli oldugu haller bunun bir istisnasini teskil edecektir (m. 5/2).
Ancak hem agik rizanin hem de bu durumlardan birinin olmamasi halinde, sz konusu

isleme faaliyeti yine hukuka aykiri olacaktir. Hassas veriler yalnizca agik rizaya dayali

401 Zanfir-Fortuna, Right to Compensation, s. 1176.
402 GDPR 146 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi, https://gdpr-
info.eu/recitals/no-146/, (E.T. 27.11.2023).
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olarak veya kanunlarda éngorilen belirli hallerin varliginda islenmezse, nitelikleri
geregi etkisi blylk zararlara yol agabilir (m. 6). Yine, uygun olarak islenmis olmasina
ragmen, islenmesini gerektiren sebeplerin ortadan kalkmasi halinde verilerin
silinmemesi, yok edilmemesi veya anonimlestirilmemesi durumunda, hukuka aykir1
isleme mevcut olacaktir (m. 8). Kanunda 6ngoriilmiis kurallara aykiri hareket edilmesi
suretiyle yasal olmayan isleme Orneklerini ¢ogaltmak miimkiindiir.

Ortaya ¢ikan zarar maddi veya manevi olabilir. Bu zarara iliskin tazminat
talepleri, hukuka aykiriligin dayanabilecegi; kisilik hakkimi koruyan TMK (m. 25),
haksiz fiilden (m. 49 vd.) veya sozlesmeye aykiriliktan (m. 112 vd.) kaynaklanan
tazminat sorumlulugu gibi TBK hiikiimlerine dayanilarak yapilabilir®®®. Burada
GDPR’den farkl olarak kusur sartinin varligi aranmaktadir. Veri sorumlusu gercek
kisi veya 6zel hukuk tiizel kisisiyse, adli yargida; kamu hukuku tiizel kisisiyse de idari
yargida tam yargi davasi yoluyla tazminat talepleri ileri siiriilebilir (TBK m. 55/2).
Yine GDPR’den farkli olarak veri isleyen, veri sorumlusu gibi agik¢a tazminat
taleplerinden sorumlu tutulmamistir. Fakat KVKK m. 12/2 uyarinca veri glivenligine
iliskin tedbirlerin alinmasi1 hususunda, veri sorumlusuyla birlikte sorumlu tutuldugu
icin tazminat sorumlulugu oldugu ileri siiriilebilecektir®.

Tazminat talebinde bulunacak ilgili kisinin, 6ncelikle veri sorumlusuna veya
Kisisel Verileri Koruma Kurulu’na basvurmasi zorunlu degildir*®. Nitekim Kurul da

bir kararmda®*®®

, verilerinin hukuka aykir1 olarak islendigi iddiasiyla banka olan veri
sorumlusundan tazminat talebinde bulunan fakat talebine olumlu yanit alimmayan ilgili
kisinin bagvurusu kapsaminda yapilacak bir islem bulunmadigina karar vermistir. Zira
tazminat talebinin KVKK m. 14/3 hilkmii uyarinca genel mahkemeler huzurunda ileri
striilmesi gerekmektedir. Tazminat talepleri konusunda yapilan bagvurular Kisisel

Verileri Koruma Kurulu’nun gorev alanina girmemektedir.

408 Emel Badur ve Nesibe Kurt Konca, “Kisisel Verilerin Hukuka Aykir1 Islenmesinden Dogan
Zararlarm Tazmini ve Goérevli Mahkeme”, Inénii Universitesi Hukuk Fakiiltesi Dergisi, Say::
Cilt: 13, Say1: 2, 2022, s. 482.

404 Badur ve Kurt Konca, s. 484.

405 Badur ve Kurt Konca, s. 483; Dlger, s. 509.

406 Kisisel Verileri Koruma Kurulu, 16.01.2020 tarinli ve 2020/41 sayilh Kkarar,
https://www.kvkk.gov.tr/Icerik/6714/2020-41, (E.T. 27.11.2023).
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2. Tazminat Hakkina fliskin Ornek Kararlar

ABAD yakm tarihli bir kararinda®”’, kisisel verilerin hukuka aykir1 olarak
islenmesinden kaynakli olarak tazminat talebiyle ilgili bir hiikiim kurmustur. Veri
sorumlusu olan posta hizmeti girketi, Avusturya vatandaslarinin siyasi egilimlerini
tahmin etmek i¢in gesitli sosyal ve demografik kriterleri analiz eden bir algoritma
kullanmakta ve bu analizlerden yola ¢ikarak “hedef grup adresleri” olusturup bunlar1
Uclincu kisilere satarak, bu Ugiincl kisilerin vatandaslar1 hedef alan siyasi reklamlar
yapmasina olanak saglamaktadwr. Karara iliskin olayda ise, veri sorumlusunun
algoritmas1 bagvurucunun belirli bir Avusturya siyasi partisine ylksek diizeyde
yakinligi oldugunu tahmin etmistir. Veri Oznesi kigisel verilerinin bu amagla
islenmesine izin vermedigini, Ugiincli kisilerle paylasilmamig olsa bile veri
sorumlusunun veri tabaninda bu bilginin muhafaza edilmesinin kendisinde agir bir
tiziintiiye neden oldugunu ve yasadigi teshir duygusunun kendisini duygusal olarak
sarstigin1 belirtmistir. Kararda tazminat talebin karsilanabilmesi igin {i¢ tane sartin
varligi aranmistir: Veri sorumlusunu etkileyen bir zararm meydana gelmesi,
GDPR’nin bir hiikmiiniin ihlal edilmesi ve s6z konusu ihlalle zarar arasinda illiyet
bagmin olmasi. Anlagilacagi lizere, zarar olmadigi siirece bir ihlalin meydana gelmesi
tazminata hiikmedilmesine yeterli olmayacaktir. Bu durumda idari para cezasi
uygulanmakla yetinilebilir. Benzer sekilde, GDPR’ye gére manevi tazminat talep
edilebilmesi icin meydana gelen zararin belirli bir esigi asmasina da gerek yoktur.
Etkisinin blyiikligi fark etmeksizin her zarar icin hakkaniyete uygun miktarda
tazminata hikmedilmesi mumkdndur.

Yargitay’in da Oniine kisisel verilerin hukuka aykir1 olarak islenmesine yonelik
bir dosya gelmistir’®®, Dava konusu olayda, ilgili kisi davacmm kimlik ve fatura
bilgileri izni ve haberi olmaksizin kullanilarak bir iletisim sirketinden ilgili kisi adina
hat ¢ikarilmistir. S6z konusu telefon hattina ait faturalarinin 6denmemesi dolayisiyla
ilgili kisiye yonelik icra takibi baslatilmustr. Ilgili kisi olayla ilgili hukuki sireci takip

etmesi igin bir avukat yardimindan yararlanmistir. Bu nedenle davali olan iletisim

47 ABAD, 04.05.2023 tarih ve C-300/21 numarali Osterreichische Post karari,
https://curia.europa.eu/juris/liste.jsf?lgrec=fr&td=%3BAL L &language=en&num=C-
300/21&jur=C, (E.T. 27.11.2023).

408 Yargitay 4. Hukuk Dairesi, 17.06.2021 tarih ve E. 2021/724, K. 202/3272 Xkarari,
https://karararama.yargitay.gov.tr/, (E.T. 27.11.2023).
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sirketi ve bayisinden; 6dedigi avukatlik iicreti nedeniyle maddi, yasadigi sikintilar
nedeniyle de manevi tazminat talebinde bulunmustur. Yiiksek mahkeme, iletisim
sirketini haksiz fiili gergeklestiren bayinin eylemlerinden sorumlu tutmus ve bayi
secimi ve denetimi konusunda 6zenli davranmadigi i¢in kusurlu bulmustur. Kisinin
rizast olmaksizin kisisel verilerini ele gegirip kullanarak hat agan bayi zaten
kusurludur. Bu nedenle her iki davali, miteselsil olarak hem maddi hem manevi

tazminattan sorumlu tutulmustur.

I1l. HAKLARIN KULLANILMASI VE KISITLANMASI

A. Haklarin Kullanilmasi

GDPR m. 12’de veri 6znelerinin haklarinin kullanilmasi siirecine hakim olacak
prosedurler diizenlenmistir. S6z konusu diizenlemeyle, hem haklarin etkili bir sekilde
ileri sirtilmesi saglanmakta hem de veri sorumlularinin efektif bir sekilde ¢alismasina
olanak saglanmaktadir. Veri 6znelerinin, kisisel verilerinin gelecegini belirlemesinde
yakalayacagi basari, dogrudan kendilerine bunu nasil saglanabilecegine iliskin
bilgilerin sunulma ve iletilme bigimine baglidir*®.

Veri 6znesine, dzellikle de veri 6znesi bir cocuksa; bilginin “0z, seffaf, anlasilir
ve kolayca erisilebilir bir bigimde, a¢ik ve sade bir dil kullanilarak” verilmesi
gerekmektedir (GDPR m. 12/1). ilk olarak bilgilendirmenin icerigi, 6z yani kisa ve
kapsamli olmalidir. Dolayisiyla veri 0znesine saglanan bilgiler, gereksiz kelimeler
olmadan ve uygun diizeyde ayrintiyla, veri 6znesinin kafasmin karigmasma mahal
vermeyecek sekilde kaleme alinmalidir. Bu sayede bilgilendirme metni, daha agik ve
dikkat dagilmadan okunabilir hale gelir. Ikinci olarak, bilgilendirme metninin anlasilir
olmasi gerekmektedir. Yani karmagsik ciimle ve dil yapilarindan, soyut ve muglak
ifadelerden kagmilmalidir. Ornegin, “Kisisel verilerinizi yeni hizmetler gelistirmek
icin kullanabiliriz” ifadesi, s6z konusu hizmetlerin ne oldugu ve gelistirmekte nasil

yardimci1 olacagina dair herhangi bir bilgi icermedigi i¢in anlagilir degildir. Fakat

409 Radim Pol¢&ék, “Article 12. Transparent information, communication and modalities for the exercise
of the rights of the data subject”, The EU General Data Protection Regulation (GDPR): A
Commentary, (Ed. Christopher Kuner, Lee A Bygrave, Christopher Docksey, Laura Drechsler),
Oxford University Press, Croydon, 2020, s. 402.
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“Ilginizi ¢ekecegini diisiindiigiimiiz diger {iriinler i¢in size Onerilerde bulunmak
amaciyla aligveris gecmisinizi saklayacagiz ve daha dnce satin aldigmiz iirlinlerin
ayrmtilarin1 kullanacagiz” ifadesi muglak bir ifade icermez.*'® Bu durumda veri
0znesinin yetigkin mi yoksa ¢cocuk mu oldugu da 6zellikle 6nemlidir. Zira yas itibariyla
hareketinin sonuglarini anlama yetenegi ¢ocuklarda daha diisiik oldugundan, ¢ocuklara
yapilan bilgilendirmelerde bir yetiskine gére teknik terimlerden arindirilmis ve basit
ifadeler kullanilmasi gerektigi tartisilmaz bir gercektir. Fakat yetiskinler i¢in de
anlasilirlik kriteri yliksek tutulmamahdir. Zira kisisel verilerin korunmasi konusu,
normal bireyler i¢in de son derece karmasik ve teknik bir konu olabilir. Her hallikarda
veri 6znesine saglanan bilgiler asir1 derecede hukuki, teknik veya uzmanlik gerektiren
bir dil veya jargon icermemelidir**t, Ayrica bilgilerin baska dillere cevrilmesi halinde,
veri sorumlusu biitin terciimelerin dogru olmasini ve yerellestirilmesini saglamalidir.
Uclincli husus olarak, bilgilendirmenin igeriginin kolayca erisilebilir olmas1 da
gerekmektedir. Bu nedenle, GDPR m. 12/1°de bilgilerin “yazili olarak veya uygun
oldugu hallerde, elektronik yollar da dahil olmak {izere diger yollarla” saglanmasi
hiikiim altina alinmistir. Gergekten de “So6z ucar, yazi kalir.” mantigindan hareketle,
yazili bilgilerin daha kalic1 ve ihtiya¢ halinde bu bilgilere ulasmanin kolay olacagini
sdylemek miimkiindiir. Ozellikle de gelisen teknoloji sebebiyle kisi, diinyanmn diger
ucunda olsa da kendisine gonderilen bir elektronik iletiyi yahut veri isleme faaliyetini
yiiriiten kisinin internet sitesindeki gizlilik politikasini igeren gonderiyi istedigi zaman
ve sayida okuma sansina sahiptir. Yahut kisinin verileri bir mobil uygulama (app)
iizerinden isleniyorsa, gerekli bilgilendirmeler uygun zamanlarda bildirim seklinde de
gonderilebilir*?,  Ayrica bilgilendirmenin yazili bir sekilde yapilmasi, veri
sorumlusunun bilgilendirme yiikiimliiliigiinii yerine getirdigine dair kanit teskil

edecektir. Ancak bu husus, bilgilendirmenin sozlii olarak yapilamayacagi anlamina

410 Article 29 Data Protection Working Party, “Guidelines on transparency under Regulation 2016/679”,
Avrupa Komisyonu Web  Sitesi, 2018, https://edpb.europa.eu/our-work-tools/our-
documents/guidelines/transparency_en, (E.T. 08.12.2023), (Transparency), s. 9.

411 Article 29 Data Protection Working Party, Transparency, s. 10.

412 Future of Privacy Forum and the Center for Democracy & Technology, Best Practices for Mobile
Application Developers, Future of Privacy Forum Web Sitesi, 2018, https://cdt.org/wp-
content/uploads/pdfs/Best-Practices-Mobile-App-Developers.pdf, (E.T. 08.12.2023), s. 3; Mobil
uygulamalarda bilgilendirme ylikiimliiliigiiniin nasil yerine getirebilecegine iliskin detayl bilgi igin
ayrica bkz. Article 29 Data Protection Working Party, “Opinion 02/2013 on apps on smart devices”,
Avrupa Komisyonu Web Sitesi, 2013, https://ec.europa.eu/justice/article-
29/documentation/opinion-recommendation/files/2013/wp202_en.pdf, (E.T. 08.12.2023), (Opinion
02/2013), s. 23.
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gelmez. Nitekim veri 6znesi talep ederse, bilgiler s6zli olarak da saglanabilir. Ancak
bu durumda veri 0znesinin kimliginin bagka sekillerle dogrulanmasi gerekmektedir
(GDPR m. 12/1). Son olarak bilgilendirmenin igerigi seffaf olmalidir. Veri isleme
stirecine hakim olan yaklasimlardan biri olan bu ilke, aslinda yukarida agiklanan
hususlarin tamamini kapsar; yani kisisel verilerin islenmesine iliskin olarak saglanacak
tum bilgilerin ve kurulacak diyaloglarin kolayca erisilebilir ve anlagilir olmasimi
gerektirmekle beraber, bu siirecte agik ve anlagilir bir dil kullanilmasini sart kosar*®®,

Bilgilendirme ylikiimliliginin yazili, elektronik veya kosullar1 olusmussa
s0zlu olarak yerine getirilebilmesinin yani sira, “standartlastirilmis gorsel semboller”
olarak adlandirilan sembollerle de yerine getirilebilecegi belirtilmistir. BoOylece
anlatilmak istenen islem, bir ¢upida ve bilgilendirme yiikiimliliigliniin yerine
getirilmesinde uyulmasi gereken usullere uyularak anlatilabilecektir (GDPR m. 12/7).
Ornegin, bir e-ticaret sitesi, miisterilerine kisisel verilerin korunmasiyla ilgili bilgi
vermek i¢in web sitesinde “kilit” semboli kullanabilir. Bu sembol, verilerin giivende
oldugunu gdstereceginden, kullanicilar verilmek istenen mesaji acikca anlayabilir®!*.
“Simgelerin elektronik olarak sunuldugu hallerde, simgeler makine tarafindan
okunabilecek sekilde” saglanmalidir (GDPR m. 12/7).

Veri sorumlusu, veri 6znesinin haklarini kullanmasima kolaylik saglamakla
yikiimli  kilinmistir (GDPR m. 12/2). Dolayisiyla veri 0znelerinin talepleri
degerlendirilirken amag, her zaman hakkin en genis ve etKili sekilde kullanilmasina

izin verecek uygulamalarda bulunmak olmalidir*!®

. Bir baska deyisle haklarin
kullanilmasin1 kisitlayacak ya da engelleyecek davranislardan kaginilmalidir®®, Her
ne kadar veri sorumlusunun, talepte*!’ bulunan muhtemel veri 6znesinin kimligini
teshis edemedigi durumlarda, s6z konusu talebi yerine getirmekle yikimlu olmasa da;
teshis edemedigini ortaya koyamadigi surece “haklarin kullanilmasi yoniindeki
talebini isleme koymay1 reddedemez” (GDPR m. 12/2). Veri 6znesinin soz konusu

haklarmni kullanmak amaciyla kimliginin belirlenmesini miimkiin kilan ek bilgiler

43 GDPR 39 No’lu Gerekge, Avrupa Birlisi GDPR Resmi Web Sitesi, https:/gdpr-
info.eu/recitals/no-39/, (E.T. 13.12.2023).

414 Kisisel Verileri Koruma Kurumu’nun aydinlatma igin kullanilacak sembol, isaret ve ikonlar1 igin
litfen bkz. Kisisel Verileri Koruma Kurumu, Aydinlatma Yikimliliagi, s. 21.

415 European Data Protection Board, Right of Access, s. 17.

416 Polcak, s. 410.

417 S6z konusu taleplerin GDPR’nin 15-20. maddeleri kapsaminda yapilmasi gerekmektedir (GDPR m.
11/2).
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sunarak veri sorumlusunun yiikiimliiliigiinii yerine getirmesini saglayabilir (GDPR m.
11/2). Veri sorumlusu, veri 6znesinin bu yolu segmesi durumunda teshis i¢in istenen
ek bilgilerin ne oldugunu veri 6znesine bildirmelidir*'®. Bunu yaparken gereksiz veya
asir1 taleplerde bulunmamasi gerekmektedir. Aksi takdirde veri 6znesinin haklarini
kullanmasina kolaylik saglama yiikiimliligi ihlal edilmis olur. Veri sorumlusunun
“talepte bulunan gergek kisinin kimligi ile ilgili makul siiphelerinin bulundugu
hallerde” ise, veri Oznesinin huviyetinin dogrulanmasi ig¢in ek bilgi isteminde
bulunabilir (GDPR m. 12/6). Ancak bu durum kisi ile verileri arasindaki bagi kurmak
icin alakasiz veya gereksiz olan kisisel verilerin toplanmasina sebep olmamalidir.
GDPR m. 15-22’de diizenlenen haklarin kullanilmasina iliskin bir taleple ilgili
olarak gergeklestirilen isleme iliskin bilgiler, “herhangi bir gecikmeye mahal
vermeksizin ve her haliikkarda talebin alinmasindan itibaren bir ay icerisinde” veri
0znesine saglanir. Eger veri sorumlusunun normal sartlar altinda daha kisa bir siire
(6rnegin bir giin veya bir hafta) icinde harekete gegmesi mimkinse, bir ay boyunca
beklememelidir. Sire talebin alinmasiyla yani veri sorumlusunun dikkatine
sunulmasiyla baslar. Bu bir aylik sire, “gerekmesi halinde, taleplerin karmasiklig1 ve
say1s1 dikkate alinarak iki ay daha uzatilabilir”. Ornegin, genis ¢apl bir veri sizintisinin
yasandig1 durumlarda, bagvuru sayisi ¢ok olacagi igin bu hiikiim uygulanabilir. Fakat
bunun s6z konusu oldugu durumlarda, veri sorumlusu “talebin alinmasindan itibaren
bir ay icerisinde stz konusu sire uzatimiyla birlikte gecikme sebeplerini” veri
6znesine bildirmelidir. “Veri 6znesinin talebi elektronik yollarla yapmasi halinde
bilgiler, veri 6znesi tarafindan aksi talep edilmedikce, mimkinse elektronik yollarla
saglanir” (GDPR m. 12/3). Yani elektronik ortamda yanit verilmesi veri sorumlusu
acisindan mutlak bir yiikiimliiliik degildir. Ornegin, veri 6znesi hakkini e-posta ile ileri
stirse bile yanitin kendisine fiziksel olarak posta yoluyla gonderilmesini isteyebilir.
Veri sorumlusu, veri 6znesinin talebi ile ilgili islem yapmazsa “herhangi bir
gecikmeye mahal vermeden ve talebin alinmasindan itibaren en geg bir ay icerisinde”
veri 6znesine bilgi vermelidir. Bu bilgilendirme; islem yapmama sebepleri, bir
denetim makamina sikayette bulunma ve bir kanun yoluna bagvurma olanaklarini

icermelidir (GDPR m. 12/4). Ornegin, veri 6znesi oldugunu diisiinen kisinin, veri

418 \eri sorumlusu, veri 6znesini ek bilgi saglamaya zorlayamaz. Ek bilgi saglayip saglamama karari
tamamen veri 6znesine aittir. (GDPR 57 No’lu Gerekge, Avrupa Birligi GDPR Resmi Web Sitesi,
https://gdpr-info.eu/recitals/no-57/, (E.T. 13.12.2023)).
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sorumlusu tarafindan higbir verisi islenmedigi halde erisim basvurusu yapmigsa, bu
durumda erisilecek kisisel veri bulunmadigi i¢in talep hakkinda islem yapilmayabilir.
Yahut tigiincii kisilerin temel hak ve 6zgiirliiklerini etkileyen bir durum varsa, talebin
geregi yerine getirilmeyebilir.

GDPR m. 13-22’de diizenlenen haklarla ilgili olarak veri sorumlusunca yapilan
“her tUrll bildirim ve gergeklestirilen her tiirlii islem” tcretsiz olmalidir (GDPR m.
12/5). Bunun tek istisnasi, veri 6znesinin taleplerinin asilsiz veya 0lgiisiiz oldugunun
acikca anlasildig: hallerdir. Ornegin, taleplerin cevaplanmas: beklenmeden siirekli
tekrarlanmasi bu kapsama girer. Bu durumda veri sorumlusu iki sekilde davranabilir:
Ya talep edilen bilgilerin saglanmasi veya islemin gergeklestirilmesine iligkin idari
masraflar1 dikkate alarak ctizi bir ticret talep edebilir ya da taleple ilgili islem yapmay1
reddedebilir. Bu hiikkmiin kotiiye kullanilmasini engellemek igin veri sorumlusuna $6z
konusu talebin agik bir sekilde asilsiz veya 6lgiisiiz oldugunu kanitlama yiikiimliligi
getirilmistir (GDPR m. 12/5). Talebin asir1 olup olmadiginin degerlendirilmesinde;
verilerin ne siklikla degistigi (iki talep arasinda yeni veriler islenip islenmedigi) veya
muteakip taleplerin dncekiyle ayni igerikte mi oldugu (hep ayn1 veriler i¢in mi talepte
bulunuldugu) gibi olgiitler kullanilabilir*®. Veri sorumlusunun talebi yerine
getirmesinin ¢ok fazla zaman ve ¢aba gerektirmesi, bir talebi tek basina asir1 kilmaya
yetmez. Benzer sekilde veri 6znesinin talebi yaparken uygunsuz veya saygisiz bir dil
kullanmasi, veri 6znesinin talepte bulunurken herhangi bir gerekce géstermemesi veya
veri sorumlusunun yapilan talebin anlamsiz oldugunu diisiinmesi de bu kapsama
dahildir*?°. Dikkat edilmelidir ki veri sorumlusu tarafindan iicret, ancak talebin asilsiz
veya Olgiisiiz oldugu hallerde istenebilir. Aksi takdirde veri 6znesinin haklarini ileri
surmek amaciyla yaptigi talepler iicretsiz olarak yerine getirilecektir. Bu kuralin aksine
yonelik olarak yapilmis sozlesme hiikiimleri gegerli degildir. Olgiisiiz veya asiriya
kacan taleplerle ilgili olarak makul bir {icret istenecegi, talep yerine getirilmeden 6nce
veri 6znesine bildirilmelidir. Béylece talebi geri alma hakki saglanacaktir*?,

Hukukumuz agisindan ise ilgili kisinin haklarin1 kullanmak tizere veri
sorumlusuna basvuru, yazili olarak veya Kisisel Verileri Koruma Kurulu’nun

belirleyecegi diger yontemlerle iletilmesiyle yapilmaktadir (KVKK m. 13/1). Bu

419 European Data Protection Board, Right of Access, s. 57.
420 European Data Protection Board, Right of Access, s. 58.
42! European Data Protection Board, Right of Access, s. 59.
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konuda ¢ikarilan Teblig*?? uyarinca, Kisisel verisi islenen gercek kisiler, veri

sorumlusuna bagvuru hakkina sahiptir. Bu haktan yararlanmak i¢in bagvurularin
Tiirkge yapilmasi zorunlu tutulmustur (Teblig m. 4). Ilgili kisi kanunda belirtilen
haklar1 kapsaminda taleplerini; “yazili olarak veya kayith elektronik posta (KEP)
adresi, guvenli elektronik imza, mobil imza ya da ilgili kisi tarafindan veri
sorumlusuna daha once bildirilen ve veri sorumlusunun sisteminde kayitli bulunan
elektronik posta adresini kullanmak suretiyle veya basvuru amacma yonelik
gelistirilmis bir yazilim ya da uygulama vasitasiyla” veri sorumlusuna iletmelidir
(Teblig m. 5/1). Kisisel Verileri Koruma Kurulu bir kararinda®?3, veri sorumlusu olan
sirkete yapilan bagvurunun kabul edilmeyip hilviyetin dogrulanabilmesi i¢in yalnizca
noter araciligiyla ya da elektronik imza ile bagvuru yapilabileceginin iletilmesini,
“mevzuatta ongoriilmeyen maddi bir kiilfet getirilmesi ve ilgili kisinin bu sekilde
yanlis yonlendirilmesi” olarak yorumlayip basvurulari etkin, hukuka ve diiriistliik
kuralina uygun olarak sonug¢landirma yiikiimliiliigiiniin ihlali olduguna karar vermistir.

[1gili kisi tarafindan basvuruda bulunmasi zorunlu olan unsurlar sunlardir: “Ad,
soyad ve bagvuru yazili ise imza, Tiirkiye Cumhuriyeti vatandaslar1 i¢cin T.C. kimlik
numarasi, yabancilar i¢in uyrugu, pasaport numarasi veya varsa kimlik numarasi,
tebligata esas yerlesim yeri veya is yeri adresi, varsa bildirime esas elektronik posta
adresi, telefon ve faks numarasi, talep konusu” (Teblig m. 5/2). “Konuya iliskin bilgi
ve belgeler de basvuruya eklenir” (Teblig m. 5/3). Veri sorumlusu basvuranin
gercekten ilgili kisi olup olmadigini teyit edebilmek i¢in birtakim ek bilgiler talep
edebilir. Ancak bu durumda 6lgiilii davranmali, gereginden fazla sayida ve hassas
nitelikte olabilecek veriler talep etmemeye 6zen gostermelidir. Kurulun bir kararinda
da bu hususa vurgu yapilmus; ilgili kiginin, din ve kan grubu gibi 6zel nitelikli kisisel
verilerini de ihtiva eden arkali 6nlii kimlik fotokopisinin talep edilmesi, KVKK m. 4/1-
¢’de yer alan ilkeye aykirilik olarak degerlendirilmistir?*, “Yazili bagvurularda, veri

sorumlusuna veya temsilcisine evrakin teblig edildigi tarih, bagvuru tarihidir” (Teblig

422 10.03.2018 tarihli Resmi Gazete’de yaymmlanan Veri Sorumlusuna Basvuru Usul ve Esaslari
Hakkinda Teblig, Resmi Gazete, https://www.resmigazete.gov.tr/eskiler/2018/03/20180310-6.htm,
(E.T. 14.12.2023).

423 Kisisel Verileri Koruma Kurulu, 01.10.2019 tarihli ve 2019/294 sayil Kkarari,
https://www.kvkk.gov.tr/Icerik/6556/2019-294, (E.T. 15.12.2023).

424 Kisisel Verileri Koruma Kurulu, 01.10.2019 tarihli ve 2019/296 sayilhi karari,
https://www.kvkk.gov.tr/Icerik/6557/2019-296, (E.T. 15.12.2023).
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m. 5/4). “Diger yontemlerle yapilan bagvurularda; basvurunun veri sorumlusuna
ulastig1 tarih, bagvuru tarihi olarak kabul edilir” (Teblig m. 5/5).

“Veri sorumlusu bagvuruda yer alan talepleri, talebin niteligine gore en kisa
stirede ve en ge¢ otuz giin i¢inde ticretsiz olarak sonuglandirir” (KVKK m. 13/2).
GDPR’nin aksine veri sorumlusunun cevap siresinin uzatilabilecegine iliskin bir
hiikim mevzuatta yer almamaktadir. Bu nedenle, bagvuru sayismin fazlaligi vb. hangi
sebeple olursa olsun, veri sorumlusunun bu siireye sadik kalmasi gerektigi sonucuna
varmak gerekmektedir. Bagvurunun siiresinde cevaplanmamasinin direkt sonucu idari
para cezasi uygulanmasi degildir. Kisisel Verileri Koruma Kurulu 6niine gelen bir
sikayette, veri sorumlusunun s6z konusu kurala uygun olarak hareket etmesi yontinde
uyarida bulunulmasma ve ilgili kisiye cevap verilerek bu hususta kendilerine bilgi
verilmesine karar vermistir’?®>, Ancak bu kararm gereginin yerine getirilmemesi
sonucunda, veri sorumlusu hakkinda KVVK m. 18/1-c hilkmiince idari para cezasi
uygulanabilmektedir.

Islemin ayrica bir maliyeti gerektirmesi halinde, Kurulca belirlenen tarifedeki
iicret almabilir (KVKK m. 13/2). Ilgili Teblig’e gore; ilgili kisinin basvurusuna yazili
olarak cevap verilecekse, on sayfaya kadar iicret alinmaz. On sayfanin {izerindeki her
sayfa i¢in 1 Tiirk Lirasi islem ticreti alinabilir (Teblig m. 7/1).“Basvuruya cevabin CD,
flash bellek gibi bir kayit ortaminda verilmesi halinde veri sorumlusu tarafindan talep
edilebilecek ticret kayit ortaminin maliyetini gegemez (Teblig m. 7/2). Ancak basvuru
veri sorumlusunun kusurundan kaynaklaniyorsa alinan Ucret ilgiliye iade edilir (Teblig
m. 6/5).

Veri sorumlusu yapilan basvurulari etkin, hukuka ve diiriistliik kuralina uygun
olarak sonug¢landirmak iizere gerekli her tiirlii idari ve teknik tedbiri almakla

yukimludir (Teblig m. 6/1). Veri sorumlusu, bagvuruyu kabul eder veya gerekgesini

425 Kisisel Verileri Koruma Kurulu, 06.07.2021 tarihli ve 2021/666 sayilh karari,
https://imww.kvkk.gov.tr/lcerik/7133/2021-666, (E.T. 15.12.2023). Bu duruma benzer bagka bir
karar da Fransa’nin veri koruma otoritesi olan Ulusal Bilisim ve Ozgiirliikler Komisyonu (CNIL)
tarafindan verilmigtir. Karara iliskin olayda, ilgili kisi kendisine ait ve veri sorumlusu nezdinde
kayitlt olan iki miisteri hesabinin silinmesi i¢in bagvuruda bulunmustur. Ancak veri sorumlusu
kimlik belgesini sunmadan bagvuranimn talebini yerine getirmeyi reddetmistir. Fakat Komisyon
kimlik belgesi ibraz edilmeksizin de bagvurucunun kimligini dogrulamanin miimkiin oldugunu
belirtmistir. Zira kisinin miisteri hesaplarina yonlendirilecek bir baglant1 veya bildirimle kimliginin
dogrulanmasi saglanabilecektir. Bu nedenle veri sorumlulari, ilgili kiginin talebini degerlendirirken
miimkiin olan her tiirlii kolaylig1 saglamaya 6zen gostermelidir. (CNIL, 26.07.2020 tarihli redakte
edilmis karar1, https://edpb.europa.eu/system/files/2023-01/fr_2022-
07_decisionpublic_redacted_2.pdf, (E.T. 29.12.2023)).
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aciklayarak reddeder (Teblig m. 6/2). Ancak bagvurunun hi¢ cevaplanmamasi halinde,
bu sessizligin zimni ret olarak degerlendirilerek Kisisel Verileri Koruma Kurulu’na
bagvurmak miimkiindiir. Veri sorumlusu, cevabini ilgili kisiye yazili olarak veya
elektronik ortamda bildirir (Teblig m. 6/3). Kisisel Verileri Koruma Kurulu bir

kararinda®?®

yapilan bildirimin sekli ile ilgili bir hiikkiim kurmus ve veri ilgili kisinin,
veri sorumlusu olan banka tarafindan telefonla aranmak suretiyle bilgilendirilmesinin,
KVKK m. 13 kapsaminda usuliine uygun bir bildirim niteligini haiz olmadigini
belirterek kanun ve teblig hikimlerine uymada 6zenli davranmasi1 konusunda veri
sorumlusuna talimat vermistir. Kurul oniine gelen baska bir olayda ise bildirimin
yapildig1 kisinin kimligi ile ilgili karar vermistir. Ilgili kisi eskiden calistig1 Veri
sorumlusu Universitenin akademik bolimine verdigi dilekgesinin akibeti hakkinda
4982 Sayili Kanun kapsaminda bilgi almak istemistir. Ancak Universite, cevabi
dogrudan ve sadece muhatabina vermek yerine, ilgili kisinin su anda ¢alistig1 baska
bir akademik bolimdeki herkese acgik ve personele iletilen siradan bir resmi yazi
seklinde iletmistir. Kurul bu durumu, kisisel verilerin hukuka aykiri olarak islenmesini
onlemek amaciyla uygun giivenlik diizeyini temin etmeye yonelik gerekli her tiirli
teknik ve idari tedbirlerin alinmamasi olarak yorumlamis ve basvurunun etkin, hukuka
ve diriistlik kuralina uygun olarak sonug¢landirma yiikiimliiliigiine aykirilik olarak
nitelendirmistir®?’.

Ilgili kisiye verilecek cevabin igermesi gereken zorunlar unsurlar sunlardir:
Veri sorumlusu veya temsilcisine ait bilgiler, bagvuru sahibinin ad1 ve soyadi, T.C.
kimlik numarasi, uyrugu, pasaport numarasi veya varsa kimlik numarasi, tebligata esas
yerlesim yeri veya is yeri adresi, varsa bildirime esas elektronik posta adresi, telefon
ve faks numarasi, talep konusu, veri sorumlusunun bagvuruya iliskin agiklamalari
(Teblig m. 6/4). Ilgili kisinin talebinin kabul edilmesi halinde, veri sorumlusunca
talebin geregi en kisa siirede yerine getirilir ve ilgili kisiye bilgi verilir (Teblig m. 6/6).

Zira kigisel veri isleme siireglerine miidahale niteligi tasiyan silme ve duzeltme

426 Kisisel Verileri Koruma Kurulu, 30.01.2020 tarinli ve 2020/78 sayili Kkarari,
https://kvkk.gov.tr/Icerik/6922/2020-78, (E.T. 15.12.2023).

427 Kisisel Verileri Koruma Kurulu, 05.05.2020 tarihli ve 2020/336 sayili Kkarari,
https://www. kvkk. gov.tr/Icerik/6910/2020-336, (E.T. 15.12.2023).
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talepleri bakimmdan hem talebin yerine getirilmesi hem de bilgi verilmesi hususu
onemlidir4?,

Bagvurunun reddedilmesi, verilen cevabin yetersiz bulunmasi veya siiresinde
basvuruya cevap verilmemesi hallerinde; ilgili kisi, veri sorumlusunun cevabini
Ogrendigi tarihten itibaren otuz ve her halde basvuru tarihinden itibaren altmig giin
icinde Kurula sikayette bulunabilir (KVKK m. 14/1). Kurula bagvurmak zorunlu bir
basvuru yolu degildir; yani ihtiyari bir yoldur. Fakat Kurula bagvurmak igin 6ncesinde
veri sorumlusuna bagvurmus olmak bir 6n kosuldur (KVKK m. 14/2). KVKK m. 14/3
uyarinca, Kurula bagvuru yapmak ayni zamanda genel hikimlere gore tazminat
hakkmnm ileri siiriilmesini engellemeyecegi gibi; Kurula karsi sikayet yoluna
gidilmeksizin, sadece genel hiikiimlere gore tazminat yoluna basvurulmasi veya veri
sorumlusunun idare olmasi halinde bagvuruya verilen yanita karsi idari yargida iptal
davasi a¢ilmasi da miimkiindiir*?®. Kisisel Verileri Koruma Kurumu bir idari kurum,
bu kurumun karar organi olan Kisisel Verileri Koruma Kurulu’na yapilan bagvurular
da bir idari bagvuru oldugu i¢in Kurulun kararlarma karsi iptal ya da tam yargi davasi
acilabilir®°.

Kurula basvuruda, 3071 Sayili Kanun**! m. 6 dikkate almmalidir. Aksi takdirde
veri sorumlunun yapacagi ihbar ve sikayetler, usulsiiz bagvuru olarak kabul edilip
incelemeye almmayacaktir (KVKK m. 15/2). Basvuru evrakinda; dilekge sahibinin
adi-soyadi, imzasi, is veya ikametgah adresi, kendini vekille temsil ettiriyorsa
vekaletnamenin kopyasi, bagvuruya iligkin belgeler, sikayet konusu ve talebin acikca
izahmin bulunmasi gerekir. Sikayet tzerine Kurul, “talebi inceleyerek ilgililere bir
cevap verir. Sikayet tarihinden itibaren altmis giin i¢inde cevap verilmezse talep
zimnen reddedilmis sayilir” (KVKK m. 15/4). Yapilan inceleme sonucunda, ihlalin

varligmin anlagilmasi halinde Kurul, tespit ettigi hukuka aykiriliklarin veri sorumlusu

428 Qehriban Ipek Asikoglu, “Ilgili Kisiler Tarafindan Yapilan Basvurularm Cevaplanmasi

Yikiimliligi”, Kisisel Verilerin Korunmasina Akademik Bakis, (Ed. Pinar Caglayan Aksoy ve
Hiiseyin Can Aksoy), Arkadas Basimevi, Ankara, 2023, s. 208.

429 Fser Us Dogan, “Basvuru ve Sikdyet Usulleri ile Kurul Kararlarmin Yerine Getirilmesi
Yikimliligi”, Kisisel Verilerin Korunmasina Akademik Bakis, (Ed. Pinar Caglayan Aksoy ve
Hiiseyin Can Aksoy), Arkadas Basimevi, Ankara, 2023, s. 230.

430 Us Dogan, s. 231.

431 10.11.1984 tarihli Resmi Gazete’de yayimlanan 3071 sayili Dilek¢e Hakkinin Kullanilmasina Dair
Kanun, Resmi Gazete,
https://mww.mevzuat.gov.tr/mevzuat?MevzuatNo=3071&MevzuatTur=1&MevzuatTertip=5, (E.T.
16.12.2023).
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tarafindan giderilmesine karar vererek ilgililere teblig eder. Bu karar, tebligden
itibaren gecikmeksizin ve en ge¢ otuz giin iginde yerine getirilmelidir (KVKK m.
15/5). Eger ihlal yaygin goriilityorsa, bu durumda mevzubahis konuda ilke karar1 alip
yaymlar (KVKK m. 15/6). Telafisi gii¢ veya imkansiz zararlarin dogmasi ve agikga
hukuka aykirilik olmasi halinde, veri iglenmesinin veya verinin yurt disina

aktarilmasinin durdurulmasina karar verilebilir (KVKK m. 15/7).

B. Haklarin Kisitlanmasi

Cogu temel hak gibi, kisisel verilerin korunmasi hakki da mutlak degildir.
Belirli durumlarda, demokratik bir toplumdaki diger mesru menfaatler geregi
kisitlanabilir. Fakat kisitlamalarin temel hak ve 6zgiirliiklerin 6ziine saygi gostermesi,
gerekli ve orantili olmasi gereklidir. Bu, bir temel hakkin temel igerigini ortadan
kaldiracak kadar kapsamli ve miidahaleci sinirlamalarin hakli gosterilemeyecegi
anlamina gelir. “Temel hak ve 0zgurliklerin 6zine saygi gosterilmesi” ile ifade
edilmek istenen hakkin kullanilmasini son derece zorlastirilmamasi veya kullanilamaz
hale getirilmemesidir. Her hakkin kisiye dokunulmaz, asgari bir alan gilivencesi
sunmas1 gerekmektedir®®?. Hakkin amacima ulasamayacak hale getirilmesi halinde
smirlamanin kamu yararina hizmet edip etmediginin, gereklilik ve orantililik
kriterlerini karsilayip karsilamadiginin ayrica degerlendirilmesine gerek olmaksizin,
sinirlamanin hukuka aykir1 oldugu degerlendirilmelidir®®3. “Gereklilik” ulasilmak
istenen ama¢ bakimindan kisitlamanin zorunlulugunu ifade etmektedir. Bir bagka
deyisle, sz konusu amaca daha hafif bir miidahale ile ulasilamamalidir®®,
“Orantililik” ise, kisitlama ile ulasilmak istenen amag¢ arasmda uygun bir dengenin
kurulmas: gerekliligi anlamma gelir*®®.
GDPR m. 23/1’de veri 6znesinin haklarinin su durumlarla kisitlanabilecegi ifade
edilmistir:

Milli guvenlik, savunma, kamu giivenligi, kamu giivenligine yonelik tehditlere
kars1 giivence saglanmast ve bu tehditlerin onlenmesi de dahil olmak iizere

432 7iihtii Arslan, “Temel Hak ve Ozgiirliiklerin Siirlandirilmast: Anayasa’nin 13. Maddesi Uzerine
Bazi Diistinceler”, Anayasa Yargsi, Cilt: 18, Sayi: 1, 2002, s. 144,

433 Fundamental Rights Agency, s. 44.

434 Kemal Gozler, Turk Anayasa Hukuku Dersleri, 24. Baski, Ekin Kitabevi Yayinlari, Bursa, 2019,
s. 132.

435 Gozler, s. 133.
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suglarin onlenmesi, sorusturulmasi, tespiti veya kovusturulmasi ya da cezalarin
infaz edilmesi, Birlik veya uye devletin 6nemli bir ekonomik veya mali ¢ikarina
olmak tizere parasal hususlar ile biit¢e ve vergilendirmeye iligkin hususlar, halk
saghgt ve sosyal giivenlik de dahil genel kamu yararina yonelik diger onemli
hedefler, yarg: bagimsiziigimin ve adli siireglerin korunmasi, diizenlenmis
mesleklere iliskin etik kurallarinin ihlalinin onlenmesi, sorusturulmasi, tespiti ve
kovusturulmasi, resmi yetkinin kullanimi ile baglantili bir izleme, denetleme veya
diizenleme islevi, veri 6znesinin veya baskalarinin haklarimin ve ézgiirliiklerinin
korunmasi, medeni hukuktan kaynaklanan taleplere iligkin kararlarin icrasi.

ABAD bir kararinda*®®, sirketi uzun siire once iflas eden basvurucunun, iflasa
iliskin kaydin kamuya agik tutulan ticaret sicilinden silinmesi talebine iligkin bir
hiikiim kurmustur. Zira sicile bagvuracak potansiyel miisterileri s6z konusu kaydi
gormesi halinde kendisiyle galismaktan vazgegebilecek, bu da ekonomik durumunu
zedeleyecektir. Fakat Divan basvurucunun eski sirketinin iflasina iliskin bilgilerin
kaldirilmasindaki ticari menfaati ile bu bilgilere erisimdeki kamu menfaati arasinda
bir denge gozetilmesi gerektigini belirtmistir. Anonim ve limited sirketler, Uglnci
sahislara kars1 sadece sirketin malvarligiyla sorumlu oldugu icin kisilerin yatirim
yapmadan 6nce bilincli tercihler yapabilmesi daha 6nemlidir. Sicilin gozettigi mesru
amacin onemi goz Oniine alindiginda, tgiincii kisilerin menfaatlerinin korunmasi
ihtiyaci nedeniyle bagvurucunun kisisel verisinin silinmesini talep etme hakkina sahip
olmadigina karar verilmistir.

Fakat GDPR m. 23/2 uyarinca Veri 6znelerine taninan haklarm kisitlanmasina
iligkin yapilan yasa diizenlemelerde su hususlarin éngdriilmesi gerekmektedir:

Islemenin veya isleme kategorilerinin amaglar, kisisel veri kategorileri, getirilen
kasitlamalarin kapsami, kotiiye kullamim veya yasa disi yollarla erigsim veya
aktarimin engellenmesine yénelik giivenceler, veri sorumlusu veya veri
sorumlusu kategorilerinin belirlenmesi, isleme veya isleme kategorilerinin
mahiyeti, kapsami ve amaclart dikkate alinarak saklama siireleri ve
uygulanabilir glivenceler, veri 0znelerinin haklart ve ozgiirliiklerine yonelik
riskler, kisitlama amacina halel getirmemesi durumunda, veri Oznelerinin
kasitlamayla ilgili bilgi sahibi olma hakka.

Bdylece veri 6znelerine taninan haklarin kullanilmasinin 6ziine dokunulmamus,
varlig1 anlamsizlasmamis olacaktir. Ayrica kisitlamalarin varligi halinde de asgari

birtakim gilivenceler saglanmis olacaktir.

436 ABAD, 09.03.2017 tarih ve C-398/15 numarali Camera di Commercio, Industria, Artigianato e
Agricoltura di Lecce v. Salvatore Manni karari, https://eur-lex.europa.eu/legal-
content/EN/TXT/?qid=1512479438140&uri=CELEX:62015CJ0398, (E.T. 28.11.2023).
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KVKK agisindan ise ilgili kisilere saglanan haklar ve giivencelere su
durumlarda istisnalarin getirildigi goriilmektedir:

Kigisel verilerin, iigiincii kisilere verilmemek ve veri giivenligine iliskin
yiikiimliiliiklere uyulmak kaydiyla gercek kisiler tarafindan tamamen kendisiyle
veya ayni konutta yasayan aile fertleriyle ilgili faaliyetler kapsaminda iglenmesi,
resmi istatistik ile anonim hdle getirilmek suretiyle arastirma, planlama ve
istatistik gibi amaclarla islenmesi; milli savunmayi, milli giivenligi, kamu
giivenligini, kamu diizenini, ekonomik giivenligi, 6zel hayatin gizliligini veya
kisilik haklarini ihlal etmemek ya da sug teskil etmemek kaydiyla, sanat, tarih,
edebiyat veya bilimsel amaclarla ya da ifade 6zgiirliigii kapsaminda islenmesi;
milli savunmayi, milll giivenligi, kamu giivenligini, kamu diizenini veya ekonomik
giivenligi saglamaya yonelik olarak kanunla gérev ve yetki verilmis kamu kurum
ve kuruluglar tarafindan yiiriitiilen onleyici, koruyucu ve istihbari faaliyetler
kapsaminda  iglenmesi; sorusturma, kovusturma, yargilama veya infaz
islemlerine iliskin olarak yargt makamlart veya infaz mercileri tarafindan
islenmesi (KVKK m. 28/1).
Ayrica bilgilendirilme ve tazminat haklar: haricindeki tim haklar su hallerde

uygulanmayacaktir:

Kigsisel veri islemenin sug islenmesinin onlenmesi veya su¢ sorusturmasi icin
gerekli olmasi, ilgili kisinin kendisi tarafindan alenilestirilmis kisisel verilerin
islenmesi, kigisel veri islemenin kanunun verdigi yetkiye dayanilarak gérevii ve
vetkili kamu kurum ve kuruluslart ile kamu kurumu niteligindeki meslek
kuruluslarinca, denetleme veya diizenleme gérevierinin yiiriitiilmesi ile disiplin
sorusturma veya kovusturmasi igin gerekli olmasi, kisisel veri islemenin biitce,
vergi ve mali konulara iliskin olarak Devletin ekonomik ve mali ¢ikarlarinin
korunmast icin gerekli olmasi (KVKK m. 28/2).

KVKK’deki kisitlamalarin GDPR’deki diizenlemeyle c¢ogunlukla paralel
oldugu goriilmektedir. Bu nedenle mahiyetine uygun distiigii Olclide yapilan

aciklamalar KVKK agisindan da gegerlidir.

144



SONUC

Gelisen teknolojiye bagli olarak artan bilgisayar ve internet kullanimi, kigisel
verilerin de dijital ortama aktarilmasinda ve dolayisiyla verilerin toplanmasi,
saklanmas1 ve analiz edilmesinde (kisaca islenmesinde) biiylik bir artisi meydana
getirmistir. Gergekten de glinlimiizde mal ve hizmetlerin alim satimi, kamu hizmeti,
sosyal hizmetler, finans, saglik, giivenlik ve egitim gibi pek cok alandaki islemler,
kisisel verilerin islenmesiyle olmaktadir. Kisiler sosyallesmek, kendisi ve ¢evresiyle
ilgili haberleri paylagsmak i¢in sosyal medyay1 yogun bir sekilde kullanmaktadir. Yakin
bir zamanda yasanan pandemi nedeniyle uzaktan calisma ve 6gretim modelleri de
hayatimiza girmistir.

Kisisel verilerin kullanilmasinin; bireylere 6zellestirilmis iirtin ve hizmetler
sunulmasi, hastaliklarin teshis ve tedavisinin kolaylastirilmasi, yeni {irlinlerin ve
hizmetlerin gelistirilmesi, sucun 6nlemesi, egitim-6gretimin aksamasinin dnlenmesi
gibi olumlu sonuglar1 olsa da, ayn1 zamanda kisilerin karar alma mekanizmalarinin
etkilenerek davraniglarinin yonlendirilmesi ve bunun sonucunda demokrasinin zarar
gormesi, kisilerin mahremiyetlerinin kaybi, dolandiricilik ve 6zel hayatin gizliliginin
ithlaline benzer bir¢ok sugun islenmesi gibi olumsuz sonuglar1 da olmustur. Bu nedenle
tipk1 diger temel hak ve 6zgiirliikler gibi, kisisel verilerin korunmasi hakkinin da bu
kapsamda giivence altina alinma zarureti dogmustur.

Kisisel verilerin korunmasi kisa zamanda modern hukuk sistemlerinin 6nemli
bir odak noktas1 haline gelmistir. Bu alanda ilk olarak 1980 yilinda yayinlanan OECD
Rehber Ilkeleri’nden bahsetmek gerekmektedir. Bu ilkeler esasen veri korumaya
iliskin tavsiyeler niteliginde temel kurallar1 icerse de, zaman igerisinde amacina
ulasmig ve hem ulusal hem de uluslararasi capta bircok diizenlemenin Onciisii
olmustur. Bu gelismenin ardindan Birlesmis Milletler Teskilati’nin diizenlemelerinden
olan Insan Haklar1 Evrensel Bildirgesi ve Medeni ve Siyasi Haklara Iliskin
Uluslararas1 Sézlesme ile bir Avrupa Konseyi diizenlemesi olan Avrupa Insan Haklar1
Sozlesmesi’ndeki temel hak ve Ozgiirliiklerin yorumu, kisisel verilerin korunmasi
hakkimi da kapsar sekilde genisletilmistir. Fakat bu genis yorum, elbette bir noktada
yetersiz kalmig ve kisilerin verilerinin otomatik isleme tabi tutulmasmnin insan

haklarima saygili bir sekilde gerceklestirilmesini saglamak ve veri koruma
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standartlarini belirlemek amaciyla 6zel diizenlemeler de yapma ihtiyaci hasil olmustur.
Boylece 1981 yilinda, bu konuda baglayict olan ilk uluslararasi sdzlesme olan 108
Sayili S6zlesme hazirlanmistir. Bunu Avrupa Birligi biinyesinde hazirlanan gesitli
direktifler ve protokoller takip etmistir. Bunlarm i¢inde en dnemlisi 95/46/EC Sayili
Direktif’tir. Fakat s6z konusu Direktif, Avrupa Birligi ¢capinda yeknesak bir kurallar
biitiinii olusmasin1 saglayamaymca GDPR kabul edilmistir. Ulkemiz agisindan ise
Anayasa’nin 20. maddesine, 2010 yilinda yapilan anayasa degisikligi referandumu ile
kisisel verilerin korunmasini isteme hakki eklenmis olup, diger haklardan bagimsiz bir
hak statiisiine kavusturularak bu hakkin temel, vazgecilmez ve devredilemez bir hak
oldugu kabul edilmistir. Ayrica 2016 yilinda KVKK kabul edilerek yiirtirliige
girmistir.

Kisisel verilerin korunmas1 hakkin korunabilmesi i¢in 6ncelikle kisisel verinin
ne anlama gelip neleri kapsadigini tespit etmek onem arz etmektedir. Bu baglamda
cesitli ulusal ve uluslararas1 hukuki metinde “kimligi belirli veya belirlenebilir gercek
kisiye iligskin her tiirlii bilginin” kisisel veri oldugu tespit edilmistir. Buna gore, kisisel
veriden s6z etmek i¢in bir verinin var olmasi, bu verinin bir gergek kisiyi belirli veya
belirlenebilir kilmasi ve o gercek kisiye iliskin olmasi gerekmektedir. Irk veya etnik
koken, siyasi gorls, dini veya felsefi inang, genetik ve biyometrik veriler, saglikla ilgili
olan veriler gibi baz1 veriler; dogalar1 geregi digerlerine gore daha ¢ok korumaya
muhtacgtir. Bunlar hassas veya 6zel nitelikli kisisel veriler olarak nitelendirilmis ve
islenmesi daha siki kurallara tabi tutulmustur.

Daha tist ve genel bir konsept olan kisisel verilerin korunmasi hakki, kisilerin
verilerinin gizliliginin ve gilivenliginin saglanmasi hakkini igerirken; ilgili kisilere
taninan haklar da bu amaci gilivence altma alan, veri isleme faaliyeti lizerindeki
denetimi saglayan ve ilgili kisilere verileri lizerinde daha fazla farkindalik ve segenek
sunan somut haklar olarak karsimiza ¢ikmaktadir. Yani kisilerin verileri tizerinde daha
fazla bilgi ve kontrol sahibi olmalarimi saglayarak kisisel verilerin korunmasini
destekledigi ifade edilebilir.

Bilgilendirilme hakka, ilgili kisilere kisisel verilerinin nasil islendigi ve haklar1
hakkinda seffaf ve kolayca anlasilir bilgilerin saglanmasimni kapsamaktadir. GDPR’de

veri 0znesine bir hak olarak verilmisken, KVKK’de veri sorumlusuna aydinlatma
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yikiimliiligi olarak ylklenmistir. Bu hak sayesinde kisi, verilerinin iglenmesine izin
verip vermeyecegine karar verecek, diger haklarini 6grenecek ve ileri siirebilecektir.

Erisim hakkiyla kisilerin, verilerinin islenmesinin hukuka uygunlugunu ve
islenen verilerin dogrulugunu denetleme imkanina sahip olmalar1 igin yeterli, seffaf ve
kolay erisilebilir bir sekilde bilgilendirilmesi saglanmaya c¢alisilmistir. Bilgilendirme
hakki verilerin iglenmeye baslanmasindan onceki siirece iliskinken, erigim hakki,
isleme faaliyetinin baslamasindan itibaren olan siirece iligkindir. Bu baglamda kisi;
kendisi ile ilgili kisisel verilerin islenip islenmedigini ve isleme amaclarmi veri
sorumlusundan 6grenebilir, bu verilere erigim talep edebilir ve isleme faaliyetinden
gecen kisisel verilerin bir kopyasin1 alabilir.

Diizeltme hakkiyla ilgili kisiye, eksik veya yanlis islenmis kisisel verilerinin
diizeltilmesini isteme hakki verilmistir. Bu hakkin, kisinin kendi verileri tizerindeki
kontroliiniin bir tezahiirii olup erisim hakkinin bir uzantis1 olarak kullanildig: ifade
edilebilir. Ayrica bu sayede kisisel verilerin islenmesi siirecine hakim olan dogru ve
gerektiginde gilincel olma ilkesinin geregi de yerine getirilmis olacaktir.

Ilgili kisi, kendisiyle ilgili kisisel verilerin herhangi bir gecikmeye mahal
verilmeksizin silinmesini isteme hakkina sahip kilinmistir. Buna ek olarak bazi
durumlarin varligi halinde veri sorumlusuna s6z konusu verileri silme yiikiimliiliigii
yiiklenmistir. Hukukumuzda silme hakkina iliskin usul ve esaslar bir yonetmelik ile
detayli olarak diizenlenmistir.

Veri sorumlusunun igleme faaliyetine devam etmekten kaynaklanan
menfaatleri ile ilgili kisinin silme hakkini kullanmasiyla elde edecegi menfaatleri
arasinda bir denge kurulmasmi saglayan isleme faaliyetini kisitlama hakki; veri
Oznesinin diizeltme, silme ve itiraz haklariyla yakindan ilgili bir hak olup GDPR
diizenlenmistir. KVKK’de bu hak acik¢a diizenlenmese de, kanunun bazi
maddelerinden ve hukukun genel ilkelerinden yola ¢ikilarak, ilgili kisinin isleme
faaliyetinin kisitlanmasini isteyebilecegi sonucuna varmaktayiz.

KVKK uyarinca, ilgili kisi kendisine iligkin verilerin diizeltilmesini veya
islenmesini gerektiren silinmesini sagladiktan sonra, bunlarin verilerin aktarildig:
diger kisilere bildirilmesini isteme hakkma da sahiptir. GDPR’de bu hak ayrica

diizenlenmemis olup veri sorumlusuna bir yiikiimliiliik olarak verilmekle yetinilmistir.
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Veri tasmabilirligi hakki, veri koruma hukukunda ilk defa GDPR ile
diizenlenmis olup KVVK’de yer almamaktadir. Kisaca ifade etmek gerekirse, kisisel
verilerin islenmesinin otomatik araglarla gergeklestirildigi durumlarda, veri 6znesinin
bilgilerini belirli bir formatta almasin1 ve bir engelle karsilasmaksizin baska bir veri
sorumlusuna iletebilmesini saglamaktadir.

Veriler hukuka uygun olarak islense de isleme faaliyetinin veri Gznesinin
beklentileriyle uyusmamasi halinde sonlandirilmasma imkan taniyan itiraz hakki,
GDPR’de diizenlenmis olup KVKK’de yer almamaktadir. Ancak kanunun bazi
maddelerinden ve hukukun genel ilkelerinden yola ¢ikilarak, ilgili kisinin itiraz
hakkmi sonucuna varmaktayiz. Bu hakka sadece yorumla ulasilmamasi gerektigi,
bunun kanunilik ilkesine aykir1 olacagi ve en kisa siirede gerekli diizenlemenin i¢
hukukumuza kazandirilmasi gerektigi kanaatindeyiz.

Otomatik karara tabi olmama hakki, hem GDPR’de hem de KVKK’de yer alan
ortak haklardan biri olup, karar alma stirecine herhangi bir insan miidahalesinin
saglanmasimi amaglamaktadir. Boylece kisinin kendisiyle alakali alinacak Onemli
kararlarin gelecegine olumsuz bir etkide bulunmasinin Oniine gegilmeye
caligilmaktadir.

Sikayette bulunma hakki ise kisilerin veri sorumlusunun yiikiimliiliiklerini
yerine getirmedigi durumlarda hem idari hem de yargisal yoldan denetlenerek
haklarini etkili kullanmalarini1 saglamaktadir. Buna ek olarak tazminat hakkiyla da
kisisel verileri ihlal edilenlere; itiraz, silme ve diger haklarmin kullanimiyla
giderilemeyecek zararlarmin karsilanmasi konusunda bir giivence saglanmaistir.

Caligmada ilgili kisilerin kendilerine iliskin verilerle ilgili olarak ileri
slirebilecegi haklarin icerikleri, esaslar1 ve uygulanma usulleri; KVKK ve GDPR’deki
diizenlemelerle birlikte karsilastirmali olarak ortaya konulmaya ¢aligilmistir. Varilan
sonuglar; arasinda Kisisel Verileri Koruma Kurulu, Yargitay, Avrupa insan Haklar1
Mahkemesi, Avrupa Birligi Adalet Divani, ¢esitli Avrupa iilkelerinin veri koruma
otoriteleri ve yerel mahkemeleri gibi bir¢ok kurul, kurulus ve yargi organlarmin
verdigi kararlarla da desteklenmistir. Ayrica ilgili kisilerin haklarin1 kullanmasina

yonelik genel esaslar ile haklarin genel kisitlanma sebepleri de incelenmistir.
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