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OZET

ILKOKUL OGRENCILERININ SiBER ZORBALIKTA BULUNMA VE SiBER
ZORBALIGA MARUZ KALMA DURUMLARININ OGRENCI, OGRETMEN VE
AILE GORUSLERINE GORE INCELENMESI

Gizem ERDEM

Temel Egitim Ana Bilim Dali
Sinif Egitimi Programi

Anadolu Universitesi, Lisansiistii Egitim Enstitiisii, EKim 2024

Danigsman: Prof. Dr. Serife Dilek BOYACI

Arastirmanin amaci, ilkokul 6grencilerinin siber zorbalikta bulunma ve siber zorbaliga
maruz kalma durumlarina iliskin 6gretmen, 6grenci ve ebeveyn goriislerini ortaya
koymaktir. Arastirma, 2024-2025 egitim-ogretim yilinda Istanbul ili Bagcilar ilgesindeki
belirli ilkokullarda gergeklestirilmistir. Arastirma modeli olarak temel nitel arastirma
kullanilmistir. Cahismada, farkli siif diizeylerinde 6grenim goren ogrenciler, ilgili
kademelerde gorev yapan smif 6gretmenleri ve dgrenci velileri ile yar1 yapilandiriimig
goriisme formlart araciligiyla veri toplanmistir. Veriler, 120 o6grenciye 15’er, 20
ogretmene 14’er ve 20 veliye 11°er soru yoneltilerek elde edilmistir. Toplanan veriler
betimsel analiz teknigi ile ¢oziimlenmistir. Arastirma bulgulari, siber zorbalikta bulunma
ya da siber zorbaliga maruz kalma durumlarinin ilkokul diizeyine kadar inebildigini
gostermektedir. Ayrica, ailelerin siber zorbalik kavrami hakkinda yeterli bilgiye sahip
olmadiklari, 6gretmenlerin ise derslerde bu konuya yeterince nem vermedikleri tespit

edilmistir.

Anahtar Sézciikler: Sosyal medya, Sosyal ag, Siber zorbalik, Tlkokul dgrencileri



ABSTRACT

AN INVESTIGATION OF ELEMENTARY SCHOOL STUDENTS'
PARTICIPATION IN AND VICTIMIZATION BY CYBERBULLYING
ACCORDING TO STUDENTS, TEACHERS AND PARENTS PERSPECTIVES

Gizem ERDEM Department of

Basic Education
Primary Education Program
Anadolu University, Graduate School, October 2024

Adviser: Prof. Dr. Serife Dilek BOYACI

This study aims to explore the perspectives of teachers, students, and parents concerning
elementary school students' engagement in cyberbullying, both as perpetrators and as
victims. Conducted during the 2024-2025 academic year in selected primary schools in
the Bagcilar district of Istanbul, the research employed a basic qualitative research design.
Data were gathered using semi-structured interview forms, targeting students across
different grade levels, their classroom teachers, and parents. Specifically, data were
collected by directing 15 questions to 120 students, 14 questions to 20 teachers, and 11
questions to 20 parents. The data were subsequently analyzed through descriptive analysis
techniques. Findings indicate that both the experience of cyberbullying victimization and
engagement in cyberbullying behaviors can emerge as early as elementary school.
Additionally, the study reveals that parents possess limited knowledge regarding the
concept of cyberbullying, while teachers do not place sufficient emphasis on this topic

within their instructional practices.

Keywords: Social media, Social network, Cyber bullying, Primary school student
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1. GIRIS

20. yiizyilin en onemli o6zelligi tartismasiz bilgi ve iletisim teknolojilerinin
onlenemez gelisimidir. Bilgi ve iletisim teknolojilerinin (BIT) gelisimi ile bireylerin
bilgiye ulasimi kolaylasmis, mekan ve zamandan bagimsiz olarak iletisim kurmasi
saglanmis, sosyal aglar ile ¢evrimici sosyallesme miimkiin kilinmistir (Akca vd., 2014,
s.18). Cevrimigi sosyallesmenin etkisiyle, iletisimin en fazla oldugu bu yiizyilda
insanlarin birbirleri ile olan iliskileri de yeni bir boyut kazanmistir. Diinyada herhangi bir
zamanda ve herhangi bir yerde gergeklesen bir olayin ¢ok kisa siirede yasanilan gevreyle
smirli kalmadan yayilmasi da kolaylasmistir. Gelisen teknoloji, insanlarin iletisimini
kolaylastirdig1 gibi toplumsal, ekonomik ve siyasal siirlar1 da yok etmistir (Caliskan ve
Mencik, 2015, s.254-255). Teknolojinin gelisim hizin1 ve kullanim alaninin genisligini
artirmast hem caligma hayatinda hem de sosyal hayatta aliskanliklar: degistirerek “sosyal
medya” kavramini ortaya ¢ikarmistir (Bulunmaz, 2011, s.30). Sosyal medya, Web 2.0
teknolojisinin gelisimi ile, tek yonlu bilgi paylasimindan, ¢ift yonlu ve es zamanh bilgi
paylasimina ulagilmasini saglayan medya sistemidir. Diger bir deyisle bir araciya ihtiyag
duyulmadan anlik, kolay ve hizli igerik paylasimina imkan taniyan bir iletisim seklidir.
Zaman ve yer kavramindan bagimsiz anlik paylasim yapabilme o6zelliginden dolay:
bilinen iletisim yontemlerini kokten degistirmistir (Kaynak ve Kog, 2015, 5.394).
Gegmisten giinlimiize var olan iletisim; yeni bir boyut kazanarak ihtiyaglar dogrultusunda
gelismis, popiilerligi giinden giine artan bir mecra olan sosyal medya mecralari tizerinden

saglanmaya baslamistir.

Yeni nesil iletisim platformlarmin bu denli kisa siirede yayginlagsmasinin en
onemli nedeni geleneksel kitle araglarina oranla kisa siirede hizli etkilesim saglamasidr.
Genis etki alam yaratan sosyal paylasim aglarinin kullanicilara istediklerini paylasma
imkani sunmasi popiilerligini korumas: bakimindan da 6nem tagimaktadir. Giinden giine
kullanici sayis1 artan sosyal medya platformlari, kullanicilarin hayatlarinda vazgegilmez
hale gelmistir. Sanal bir iletisim ortami olan sosyal medya, geleneksel Kitle iletisim
araglarindan farkli olarak kullanimi hizla genisleyen bir etki alan1 yaratmaktadir. Sosyal
aglar insanlara, diistincelerini ve eserlerini paylasacaklari imkanlar yaratmakta, paylasim
ve tartismanin esas oldugu bir alan sunmaktadir (Solmaz vd. 2013, s.23). Bu da farkli
milletlerin, kiltiirlerin ve yas diizeylerinin ortak ve genis bir paydada bulugmasini

saglamaktadir.



Teknolojik gelismeler bircok fayda sagladigi gibi kotii niyetli kullanicilarin
teknolojiyi kotii amagli  kullanimindan dolayr bazi olumsuz durumlari da ortaya
cikarmaktadir ¢linkii teknoloji, sinirsiz imkaninin yaninda ¢esitli riskleri de barindirir.
Ozellikle internetteki isimsiz cagrilar, kimligi bilinmeyen zararli ve viriislii e-postalar
(spam); hakaret, saldir1 ve tehdit igeren karalama postalari, sosyal medya iletileri, kisa
mesajlar ve yine sosyal aglarda paylasilan uygunsuz gorseller ile videolar bireylerin
yasaminda yeni tehdit alanlar1 yaratan sorunlardan bazilarini olusturmaktadir. Zarar
vermeye yonelik bu davraniglar “siber zorbalik” kavrami ile betimlenmistir. Siber
zorbalik, uluslararasi literatiirde genel olarak “diger kisilere zarar vermek amaciyla, bir
birey ya da grup tarafindan, elektronik posta, cep telefonu, ¢agri cihazi, kisa mesaj servisi
ve web siteleri gibi bilgi ve iletisim teknolojilerinin kullanimini igeren; Kkasten,
tekrarlayic1 bir sekilde ve diismanca davranislari destekleyen davranislar” seklinde
tanimlanmaktadir (Aricak, 2009, s.182-183). Sosyal medyadaki anonim kimlik arkasina
saklanabilme imkani, bireylere siber zorbalik yapma konusunda cesaret verici bir etki
yaratabilmektedir.

Siddetin yeni bir bigimi olan siber zorbalik yiiz yiize akran zorbaliginin farkl: bir
cesidi olarak karsimiza ¢ikmaktadir. Siber zorbalig: fiziksel zorbaligin sanal zorbaliga
doniistimii olarak tanimlamak da miimkiindiir. Bu yeni tiir akran siddeti, cocuk ve gengleri
ozellikle sosyal aglar ve internet siteleri aracihigiyla hedef alarak etki alanini1 genisletmis,
ulagilabilirligini artirmustir.  Bilgisayar ve cep telefonu gibi elektronik ortamlara
tasinmasiyla takibi ve kontrolii giiclesen siber zorbalik davraniglari, gocuklar igin her an
her yerde tehdit unsuru olusturmaktadir. internet kullanimmnin kiigiik yaslara diismesi ve
internet  kullanicilarinin ~ sayisinin -~ artmast  sebebiyle siber zorbalikta bulunma
davraniglarinin hem nicelik hem de sebep oldugu zararlar agisindan daha da ciddi
boyutlara ulasacag: goriilmektedir (Bastiirk Akca ve Sayimer, 2017, s.1).

Cesitlenen sosyal paylasim aglari, siber zorbaligin yasanmasina ve buna maruz
kalan magdurlarin sayisinin giin gectikce artirmasina yol agmaktadir. Siber zorbaligin
genellikle akran ogrenciler arasinda goriilmesi, okullarin bu konudaki miidahalesini
gerekli kilmaktadir. Bu ise internetin olanaklarin1 kisitlayarak veya cocuklari
teknolojiden uzaklastirarak degil, bilingli internet kullanimini 6gretmek ile miimkiindir.
Bu sebeple tiim aile bireylerinin, okuldaki personelin ve en ¢ok magdur 6grencilerin siber

zorbalik kavramini, sebeplerini, belirtilerini, etkilerini ve bu siirecte sahip olduklar: hak



ve sorumluluklari hakkinda bilgilendirilmeleri olduk¢a 6nemlidir (Bastiirk Akca vd.,
2014, 5.18).

Yapilan arastirmalar incelendiginde siber zorbaliga maruz kalmis bireylerde
fiziksel, psikolojik ve akademik olarak bir¢ok olumsuz etki gozlenmistir. Her ne kadar
sanalda gergeklesen bir siddet tiirii oldugundan geleneksel siddet gibi fiziksel bir zarar
gelmeyecegi diisiiniilse de siber zorbaliga maruz kalan kisilerde fiziksel sorunlar da
goriilebilir (Horzum ve Ayas, 2014, s.23). Bu sebeplerden dolay1 internet kullanicilarinin
siber zorbalik kavramini bilmeleri ve bununla basa ¢ikma becerilerini kazanmalari, siber
zorbalik davranislarinin azalmasi ve teknolojiyi olumlu yonde kullanabilmeleri agisindan
onem arz etmektedir. Bu agidan bakildiginda siber zorbalik tizerinde yapilacak
arastirmalar da biiyiik 6nem kazanmaktadir (Aricak, Kinay ve Tanrikulu, 2012, s.103).
Cilinkii sosyal paylasim aglarinda akranlarma gore daha az zaman geciren 6grencilerin bu
aglarda fazla zaman gegiren 6grencilere gore siber zorba olma egilimleri daha azdir. Diger
bir deyisle sosyal mecralarda gegirilen siire arttikga kisinin siber zorba olma yolundaki
egilimleri de artacaktir. Bu bilgiler 1s1¢inda dogru internet kullanim bilincini saglamak

tim bu olumsuzluklarin azalmasinda etkin rol oynayacaktir.
1.1. Problem Durumu

Bilgi ve iletisim teknolojilerinin gelisiminin bas dondiiriicti bir hal almasi bu
araclar1 hayatimizda 6nemli unsurlar haline getirmistir. Bu gelisimin yansimasini egitim,
saglik, sanayi gibi alanlarda gorebilecegimiz gibi insan iliskilerinde ve toplumun her
kesiminde gorebilmek miimkiindiir. Insanhga hizli ve kolay bir iletisim ortami
sunmastyla bireylerin yasamlarinda da 6nemi giinden giine artarak vazgecilmez bir hale
gelmistir. Bilgi ve iletisim teknolojileri, iletisimi kolaylastirmak ve bilgi paylagimini
artirmak gibi 6nemli fonksiyonlara sahiptir. 1970’li yillarda ilk kez hayatimiza giren,
ticari alanlarda da yayginlasmasiyla diinya ¢apinda adin1 duyuran internet, birgok alanda
hizli ve az maliyetle bilgiye ulasimi saglayan bir giic olmustur. Giiniimiizde bilgi ve
iletisim teknolojilerinin bu denli hizli gelisimi, hayatimizin hemen hemen her alaninda
bu teknolojilerin kullaniminin giinden giine artarak ilerlemesine sebebiyet vermistir
(Erbiger, 2019, 5.192). Internetin, insanlar1 yasanan tiim diger gelismelerden daha fazla
etkiledigi goriilmektedir. Strekli bir igerik tiretimi igerisinde olan insanlar ayni zamanda
sonsuz bir tiiketim dongiistindedir. Tiiketerek iiretim iginde olan bu alan, kullanicilar

hayatlarinda koklii degisiklilere sebebiyet verecek sekilde etkilemektedir (Aslan ve Onay



Dogan, 2017, s.101). Bu baglamda bilgi ve iletisim teknolojileri 6zellikle egitim 6gretim
hayatinda da oldukca fazla degisikliklere zemin olusturmustur. Ozellikle internetin
hayatimiza bu denli girmesi 6grencinin bilgiye ulasma ve bilgiyi kullanma becerilerine
olumlu katkida bulunmustur (Peker, 2013, s.1). Internet ortaya ¢ikmadan once bilgiye
ulagim klasik bilgi kaynaklar: ile saglanirken bilgiye hizli ulasimi saglayan bir teknoloji
yoktu. internet sayesinde goriintiilii, yazili, sesli vb. bilgi kaynaklar: ortak bir eksende

toplanma imkanina kavusmustur (Parlak, 2005, s.10).

Internet; bircok bilgisayar sisteminin birbirine bagl oldugu, diinya ¢apinda yaygin
olan ve stirekli biiytiyen bir iletisim agidir (Vural, 2006, s.190). Bir baska tanima goére
ise; internet, toplumsal ve teknolojik alanda her tiirlu degisikliklerden etkilenerek bu
degisime kendisini kisa siirede uydurabilen ve énemli olanaklar sunabilen bir iletisim
aracidir (Karagor, 2007, s.47).

Hayatimizin vazgecilmezlerinden olan internet teknolojisinin 6zellikleri soyle
ozetlenebilir;

- Internet, iletisim teknolojilerinin bir koleksiyonudur.

- Yazili iletisim araglari, telefon, iletisim uydulari, yazili, sesli ve goriintiilii Kitle iletisim
araglari, kitap, fotograf, bilgi kaydetme/depolama teknikleri gibi tim iletisim tekniklerini
kullanir.

- Internet tiim medya fonksiyonlarin yerine getirir.

- Internet ticari firsatlar yaratir.

- Internet etkilesimli(interaktif) olarak iletisim saglar (Aziz, 2008, s.72-73).

Ozetle es zamanl ve karsilikli iletisim imkani sunmasi, diisik maliyet ve hizl
olmas1 baslica avantajlarindandir (Ispir, 2013, s.11).

Ortaya ¢ikmasindan bu yana 6nlenemez bir gelisim igerisinde olan internet,
insanli@in ilk zamanindan itibaren var olan iletisim i¢in de yeni bir boyut agmistir.
Insanoglunun iiretim-tiiketim dongiisiindeki artan istek ve ihtiyaclar: iletisim igin gerekli
olan araglarin gelismesini saglamistir. Bu iletisim araclart 6zellikle 21. yiizyilda popiiler
olan sosyal medya aglaridir. Bu aglar iletisim kurmak i¢in insanlara yeni firsatlar
olusturmus, buna bagl olarak da olduk¢a yaygin kullanilmaya baslanmistir. Giiniimiiz
icin bakildiginda iletisim kurmakta yavas kalan geleneksel kitle iletisim araglarmin
kullanimina karsin sosyal medya kullanimi hizla genisleyen bir etki alan1 yaratmaktadir.
Birgok kullanim fonksiyonuna sahip olan sosyal aglar paylasim ve tartismanin esas

oldugu bir alan yaratarak insanlara diistincelerini ve eserlerini paylasacaklari imkanlar



sunmaktadir. Sosyal medya aglarinin tercih edilmesinde genis kitleleri bir araya getirmesi
ve kullanicilarin arasindaki etkilesimi artirmasi birinci onceliktir. Kurum ve kuruluslar da
bunu en etkin sekilde kullanarak ulasmak istedikleri hedef Kkitleye en hizli sekilde sosyal
medya sayesinde ulagsmakta, iletilmek istenen mesaj1 en net sekilde iletebilmektedir. Yine
kurum dis1 kadar kurum iginde de iletisimin hizli olmasi ve katilimin agik olmasi
sebebiyle sosyal medya fazlaca kullaniimaktadir. Bakildiginda kullanicisinin giinden
giine artmasi, kullanim olanaklarinin fazlaligi ve kolayligi gibi nedenlerle sosyal medya
hayatimizin bir pargasi olarak nemli bir odak noktasi1 haline gelmistir (Solmaz vd. 2013,

5.23).

Sosyal medya yer ve zaman smirlamasini ortadan Kkaldirarak paylasimin ve
tartismanin 6nde oldugu bir iletisim sekli sunmaktadir. Kelimeleri, videolar:, sesleri,
resimleri kullanicilara sunmasiyla iletisim ve paylasimi temel alir. Cesitli yapilar1 mevcut
olan sosyal medya tizerine birgok tanim mevcuttur.

Sosyal medya, igeriginin biiyiik bir kismini kullanicilarindan ve cesitli sitelerden
toplayan web hizmetidir (Sari, 2014, s.24). Diger bir tanima gore sosyal aglar, kisilerin
istekleri dogrultusunda genel ya da 6zel bir kitleye gevrimici bir ortamda kendi 6znel
profillerini olusturarak; ayni platformda tiyeligi olan kisilerle igerik paylasimi yaparak
bunlart diledikleri siklikla diizenleyebildikleri, kendi olusturduklar: igerikleri (resim,
video, yazi vb.) paylastiklari ya da kisilerin paylasimlarini gorebildikleri web
ortamlaridir. Sosyal medya baska bir tamma gore, kullanicilara enformasyon, diisiince,
ilgi ve bilgi paylasim imkan: taniyarak karsilikli etkilesim yaratan ¢evrimici araglar ve
web siteleri i¢in ortak kullanilan bir terimdir (Ozdemir vd., 2014, s.59). Kullanicilar
arasinda fotograf, yazi, video gibi olusumlar igeren sosyal aglar, kullanicilara iyi vakit
gecirme, dikkat ¢ekme gibi durumlarin yani sira iletisimi sanal bir boyuta tasiyarak
geleneksel iletisimde zaman ve mekan es zamanliligini ortadan kaldirmistir. Buradan
hareketle sosyal medyay: kisaca insanlarin internette birbirleriyle yaptigi paylasimlar
olarak tanimlamak miimkiindiir (Vural ve Bat, 2010, s.3372).

Sosyal medyanin popiilerligini artiran en énemli 6zelliklerini; siirekli olarak igerik
paylasimi yapilabilmesi, diizenlenebilmesi, giincellenmesi, grup olarak kullanilabilmesi
olarak siralamak miimkiindiir. Insanlar sosyal medyada diisiincelerini nispeten
cekinmeden yazmakta, fikirlerini  korkusuzca paylasabilmekte, fotograflarini
yayinlayabilmektedir. Gergek diinyada sikinti yasadigi durumlari ¢ekinme yasamadan
sanal ortamda korkusuzca dile getirebilmektedir. Bu da insanlarin sanal diinyaya



yonelmesine itici bir etken olmaktadir. Tiim bunlara bakildiginda sosyal medyanin
kullaniminin  yaygilagsmasmin sebeplerinin ¢esitli oldugu ve insanlarin hayatinda
olmazsa olmaz bir parca haline geldigini s6ylemek miimkiindiir.

Amaglari, kullanim 6zellikleri gibi farklilik gosteren sosyal medya platformlarinin
ortak ozellikleri su sekilde gruplandirilmaktadir (Sari, 2014, s.26):

» Dinamizm: Sosyal medya kullanicilarn ilgisini sabit tutabilmek igin dinamik
olmak zorundadir. Bundan dolayidir ki siirekli bir igerik akisi
olusturulmaktadir.  Giincelleme sikhiklar1  kisa tutularak  dinamizm
saglanmaktadir.

« Erisilebilirlik: Geleneksel iletisimin en biiyiik sorununu ortadan kaldirilarak,
her yerden ve her zaman erisilebilir olmasi saglanmistir. Ozellikle mobil
cihazlarla uyumlu galismasi sorunun ortadan kalkmasinda en biiyiik etkendir.

« Olgeklenebilirlik: Kullanic1 sayis1 milyonlarla ifade edilse de diinya ¢apinda
genis kitlelere hizmet verebilecek kapasiteye ulasmislardir.

» Programlanabilirlik: Her platform kullanicilarina yeni ara yiizler kullanarak
yeni fonksiyonlar saglamaktadir. Bu da kullanicilarin ilgisinin aktif olmasini
saglamaktadir.

Sosyal medya araglar1 her gegen giin gesitlenerek kullanicilara genis bir yelpaze
olusturmaktadir. Yeni arkadas edinme, bilgi paylasimi, etkinlik duyurusu, fotograf
paylasimi, igerik yaymlama gibi birgok amaca hizmet eden araglar mevcuttur. Bunun yani
sira ayn1 hizmeti gesitli sekillerde sunan birden fazla sosyal medya araci da mevcuttur.
Ornegin Facebook ve Twitter diger sosyal medya aglarmin sagladigi hizmetlerin
tamamini kullanicilarina saglamaktadir (Bostanci, 2010, s.116).

Ulkemizde yaygin olan aglara Instagram, Youtube, X, LinkedIn, Facebook gibi
platformlar 6rnek verilebilir. Her platformun kullanim amaci farklilik gostermektedir.
Instagram daha ¢ok fotograf paylasimi i¢in kullanilirken, Youtube’da video igerigi
fazladir. X yazi, Linkedln profesyonel yasam ile ilgili paylasimlar igerirken Facebook
daha ¢ok eglenceli vakit gecirmek igin kullanilan bir sosyal platformdur (Tosun, 2019,

5.305). Bu platformlar asagida agiklanmistir:

Facebook: Insanlarm birbirleriyle iletisim kurmasini ve bilgi alisverisi yapmasin
amaglayan bir sosyal web sitesidir. Mark Zuckerbeng tarafindan 4 Subat 2004 tarihinde

Harvard 6grencileri i¢in kurulmustur (Sari, 2014, s.40). Arkadas ¢evresi edinme, ticaret



amagli, ¢evresindeki insanlari arastirma, bireysel ya da grupla oyun oynama, cinsel
amagl, orgiitlenme amagli, resim, video, miizik, metin paylasma, ihbar gibi basliklar

genel kullanim amaglarindandir (Toprak vd., 2009, s.44).

X: Elon Musk’mn 2022 yilinda Twitter’r satin almasi ve platformu yeniden yapilandirarak
"X" adim1 vermesi, sosyal medya diinyasinda onemli degisiklikleri beraberinde
getirmistir. Bu degisim siireciyle ilgili olarak platformun ismi ve logosu yenilenmis,
Twitter’mn klasik kus sembolii siyah arka plan iizerinde beyaz bir “X” ile degistirilmistir.
Platformun yeniden yapilanmasi, Musk'in ana sirketi X Holdings Corp altinda
gerceklesmis ve yeni bir stratejik gergeve ortaya ¢ikmistir (Yildirrm ve Ayan, 2024,
5.133).

Youtube: Steve Chen, Chad Hurley ve Jawed Karim tarafindan 15 Subat 2005 tarihinde
kurulmustur. Google’dan sonra en ¢ok kullanilan ikinci sitedir. Sitede genel olarak video
Klipler, televizyon klipleri, miizik videolari, video bloglar (vlog), kisa 6zgiin videolar ve
egitim videolar: gibi igerikler yayinlanmaktadir. Ayn1 zamanda kullanicilaria da ister
amator ister profesyonel igerik tiretme, kendilerine ait kanal agma, yorumlar araciligiyla

ile de takipgileriyle iletisime ge¢me imkéani tanimaktadir (Mutlu ve Bazarci, 2017, 5.31).

Instagram: 2010 yilinda kurulan mobil sosyal ag: olan Instagram 2012 yilinda Facebook
tarafindan satin alindi. Fotograf ve video paylasimini amaglayan bir platformdur. Bu
iceriklerin Facebook, X gibi diger sosyal ag sitelerinde paylasimina da olanak
tanimaktadir (Tufan Yenigikti, 2016, s.95).

LinkedIn: En fazla kullaniciya sahip olan en genis is ag1 olmay: basaran LinkedIn, “Bir
kisinin mesleki hayatindaki (profesyonel) iliskileri, basarisinin anahtaridir” felsefesine
dayanir. Sirketler arasinda is baglantilar1 kurulmasma firsat verir. Calisanlara ve
girisimcilere is firsatlart sunmaktadir. Kisilere profil yaratarak is verenlerle baglanti
kurulmasina izin verir. Sirketler ise bos bulunan pozisyonlara uygun adaylar: belirlemek

icin yaygin olarak kullanmaktadir (Kudug, 2011, s.28).

Sosyal medyada milyonlarca kullaniciya ulagmis olan bu platformlarin etki alanini
kestirmek pek miimkiin olmamaktadir. Ozellikle birey ya da gruplarla smirsiz iletisim
imkan1 saglamasi, insanlarin bilgiye ¢abuk ve kisa yoldan ulagmasimi saglamaktadir.

Kisilere kendi diisiince ve goriislerini yayinlayip, genis cevrelere yayma imkani elde



etmesini saglayan sosyal medya, bireylerin etkinlik alanin1 genisletmesi yolunda tesvik
edicidir (Kogak, 2012, 5.32).

Internetin, cevrimi¢i ortamlarm ve sosyal aglarin cezbediciligi, giiniimiiz
diinyasinin en yaygin iletisim araglari olarak hayatimizda yer almasimi saglamistir. Son
yillara kadar bu teknolojik araclar daha ¢ok gengler arasinda yayginken son yillarda yas
kitlesinin ilkokul dgrencilerine kadar diistiigii goriilmiistiir. Ozellikle yasanan pandemi
gibi sebeplerden teknoloji kullaniminda artisa gitmek zorunda kalan 6grencilere egitim
ogretim alaninda sagladigi faydalar tartisilmazdir. Ancak biitiin bunlarin yaninda
teknolojinin hemen hemen her alaninda oldugu gibi kisilerin bunu kétiiye kullanimindan
dolay1 sorunlar da olusmaktadir. Bu sorunlardan en temeli ise insanlarin internette
kimliklerini gizleyebilmelerinin arkasina siginip saldirgan davraniglarda bulunma
egilimidir. Ozellikle gencler arasinda gériilen gercek hayattan uzaklasarak sanal ortamda
sahte bir kimlik gelistirme durumu bireyi giindelik hayattan ve normali benimsemekten
uzaklastirdig1 ya da sosyallesmekte engel yarattig1 gibi nefret, 6fke ve kin gibi duygular
da gelistirmesine sebebiyet vermektedir (Caliskan ve Mencik, 2015, s.265). Buna bagh
olarak sosyal aglar ve internet, cep telefonu gibi giinliik yasamda fazla kullanilan iletisim
araglariyla kotii niyetli kullanicilar tarafindan insanlara daha c¢ok zarar verir hale
gelmektedir. Boylece insanligin var olmasiyla mevcut olan saldirganlik kavrami form
degistirerek sanala tasinmis, bireyler ve toplumlar ig¢in sorun olmaya devam etmistir
(Yildinnm ve Yazgan, 2022, s.652). Bigimsel farkliliklar goriilse de insanlarin gesitli
donemlerinde sozel, fiziksel ya da psikolojik saldirilara maruz kaldiklar: goriilmektedir.
Zorbalik olarak tanimlanan bu tip davranslar, insanin tanidig kisilerce yapilabilecegi
gibi hi¢ tanimadigi, ilk kez karsilastig1 kisiler tarafindan da gerceklesebilmektedir. Zorba
davraniglara maruz kalan kisiler gerek sosyal gerek psikolojik olarak hayatinin birgok
alaninda olumsuz etkilenebilir.

Saldirganlik ve zorbalik kavramlar: her ne kadar benzer olsa da bazi noktalarda
temel farkliliklar: vardir. Saldirganlik birbirine denk kisiler arasinda gortiliirken, zorbalik
kars1 tarafin korkutulmasi amaci tasimaktadir. Burada kisiler arasinda dengesizlik
mevcuttur. Kisiler arasinda karsilikli kigkirtma degil, gii¢lii olanin daha az giigliiye
baskis1 esastir. Sadece fiziksel degil sozel, psikolojik, sosyal bir¢cok alanda saldirida
bulunulabilir. Zorbaligin 5 tiirti bulunmaktadir. Tek basina bulunulabilecegi gibi cogu

zaman bir arada goriilmektedir (Korkmaz, 2016, 5.623).



Fiziksel Zorbalik: Bedende aci, iz, yara, sakatlik ya da 6liime sebebiyet verebilecek siddet

tiirii. Vurma, diirtme, bogazlama, sa¢ ¢ekme bu davranislardan bazilaridir.
Sozel Zorbalik: Kiifir, alay etme, hakaret, tehdit, dedikodu yapma gibi davranislar.

Duygusal Zorbalik: Duygusal olarak insan1 strese sokabilecek, 6zgiiveni zedeleyebilecek
olan siddet tiirii. Adin1 ¢ikarma, dil, din, irk gibi farkliliklart hor gérme, asagilama bu

davranislara ornektir.

Cinsel Zorbalik: Kisinin cinsel kimligine zarar verecek, tahrip edebilecek siddet tiirtidiir.
Istenmeyen gebelik ya da cinsel yolla bulasan hastalik riskleri bakimindan cinsel siddetin
sonuglart oldukga agir olabilir. Teshircilik, cinsel taciz, rontgencilik, istismar bu tip

zorbalik davranislarina drnektir.

Siber Zorbalik: Sosyal medyanin yayginlasmasiyla yayginlasan bu zorbalik tiirii daha ¢ok
internet yoluyla insanlari mesajla rahatsiz etmek, asagilamak gibi davraniglar: igerir.
Ozellikle son yillarda okullarda gériilmeye baslayan siber zorbalik, giderek artan bir

davranis bozuklugu sorunu olmaya baslamistir (Tatlilioglu, 2018, s.72).

Saldirganhigin alt kavramlarindan biri olmakla beraber fizikselden sanala transfer
olan siber zorbalik, saldirganligin giiniimiizde de form degistirerek insanlara zarar
verebilmenin bir baska c¢esididir. Zorbaligi yapan kisinin kimliginin bilinmesinin zor
olmasi, magdurun c¢evrimigi ortamdan siirekli olarak bu baskiya maruz kalmasi, cinsel
saldirinin oldukga fazla, kolay ve daha hizli yayilabilmesi geleneksel zorbaliktan ayiran
noktalaridir (Ayas ve Horzum, 2010, s.3). Fiziksel temastan ¢ok sanala evirilen zorbaligin
bu ¢esidi isimsiz ¢agrilar, hakaret veya tehdit iceren mesajlar, sanal ve gizli kimlikle
gonderilen spam (yararsiz) e-postalar, viriis iceren iletiler, 6zel bilgileri ortaya ¢ikaran
goriintii, ses gibi kisilere zarar verici eylemleri kapsamaktadir. Siber zorbalik, uluslararasi
literatiirde genel olarak “Diger kisilere zarar vermek amaciyla, bir birey ya da grup
tarafindan, elektronik posta, cep telefonu, ¢agri cihazi, kisa mesaj servisi ve web siteleri
gibi bilgi ve iletisim teknolojilerinin kullanimini iceren; kasten, tekrarlayici bir sekilde ve
diismanca davranislart destekleyen davramislar” seklinde tanimlanmaktadir (Aricak,
2009, s5.182-183). Aslan ve Dogan (2017, s.96) siber zorbalig: elektronik ya da dijital
ortamda bireyleri rahatsiz etmek, tekrarlanan diismanca hareketler diye tanimlarken
Aricak (2011, s.10) bilgi ve iletisim teknolojilerini kullanarak bir birey ya da gruba, 6zel



ya da tiizel bir kisilige kars1 yapilan teknik ya da iliskisel tarzda zarar verme olarak

tanimlamaktadir.

internet teknolojilerinin gelisimiyle o6zellikle cocuklar ve gencler iizerinde
hakimiyet kuran siber zorbalik, 6ncelikle akran zorbaligini temel almis ancak giderek
farklilasarak etki alanini genisletmistir. Oldukca yaygin olan cep telefonu ya da bilgisayar
gibi elektronik ortamlarda etkililigini artirarak gozetim ve denetimin zor olmasini da
firsat bilerek &zellikle kiiciik yas gruplarini her an ve her yerde tehdit etmektedir. internet
kullaniminin giderek daha kiiciik yaslarda yayginlasmasi, siber zorbalik davranislarinin
artmasi igin uygun bir zemin hazirlamakta ve bu durumun yol agabilecegi zararlarin hem
nicelik hem de nitelik bakimindan ciddi boyutlara ulasabilecegini gdstermektedir
(Bastiirk Akca ve Sayimer, 2017, s.1).

Teknoloji kullaniminin sadece Tiirkiye’de degil diinyada da bu kadar hizli
yayilmasi siber zorbaliga ugrayan bireylerin sayisini artirmigtir. Buradan hareketle Ipsos
Arastirma Sirketi 23 Mart — 6 Nisan 2018 tarihleri arasinda toplam 20.793 kisiyle siber
zorbalik ile ilgili bir aragtirma yapmistir. Arastirmaya Japonya, Arjantin, Avustralya,
Giiney Kore, Belgika, Brezilya, Suudi Arabistan, Kanada, Sili, Cin, Fransa, Almanya,
Ingiltere, Giiney Afrika, Macaristan, Hindistan, Peru, italya, Malezya, Meksika, Polonya,
Romanya, Rusya, Sirbistan, Ispanya, Isve¢, ABD ve Tiirkiye katilmistir. Arastirmada
ebeveynlere yoneltilen ilk soru “Cocugunuz siber zorbaliga maruz kahyor mu?”

olmustur.

Sekil 1

Cocuklar:n Siber Zorbalik Yasama Durumlarinin Ulke Dagilimlar:
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Totalde %17’lik kisim hayatinin bir dsneminde ¢ocugunun siber zorbaliga maruz
kaldigin1 belirtirken, %4’liikk kistm g¢ocugunun Siber zorbaliga siirekli olarak maruz
kaldigin1 belirtmektedir. Siber zorbaliga en ¢ok maruz kaldigini belirten tlkeler Peru,
Arjantin ve Meksika olmustur. Tirkiye’deki katilimeilarin %20°’si ise ¢ocuklarinin siber
zorbaliga maruz kaldiklarini belirtmektedir. Daha once yapilan arastirmalar ile
karsilastirildiginda ise bu sayinin siirekli bir artis iginde olmasi gocuklar igin biiyiik bir

tehlike yaratmaktadir (ipsos Raporu, 2018, s.4).

Sekil 2
Siber Zorbalik Yagayan Cocuklarin Taciz Olaylar:n: Yagama Sekline Gore Dagilimlari

Not: Grafikte sadece N=100 den biyik dlkeler tasvir edilmistir.
Sosyal
Aglar 65% 74% 70% 68% 23% 69% 66% 71% 73% 80% 56% 66% 60% 67%

Mobil 45% 48% 32% 34% 58% 36% 44% 57% 61% 51% 37% 47% 43% 46%

Online

Mesajlar 38% 43% 28% 41% 57% 4% a7% 33% 40% 31% 28% 43% 36% 42%

Online
Sohbet 34% 42% 28% 24% 53% 20% 50% 31% 28% 39% 42% 25% 33% 33%
Odalan

Email 19% 10% 10% 14% 25% 16% 44% 23% 2% 19% 23% 13% 18% 30%

Diger Web

siteler 4% 21% 15% 8% 8% 13% 16% 19% 25% 27% 20% 8% 10% 8%

-

Diger 6% 8% 6% 4% 1% 6% 5% 9% 14% 12% 4% 9% 6% 3%

Nerdeyse hemen hemen her iilkede artis gosteren siber zorbaliga maruz kalan
cocuklarin bununla hangi ortamda karsilastigi da arastirilan diger bir konudur. Ayni
arastirma da buna cevap olarak “Sosyal aglar” birinci sirayr almistir. Diger ortamlar ise
en c¢oktan aza dogru mobil, online mesajlar, online sohbet odalari, e-mail, diger web

siteleri olmak iizere siralanmaktadir (Ipsos Raporu, 2018, s.7).

Siber zorbaligin azimsanamayacak sayida bireyin basina gelmesi bunun
nedenlerini bilmeyi mecbur kilmistir. Yapilan arastirmalar (Hoff ve Mitchell, 2009
aktaran Ozdemir ve Akar, 2011, s.610) incelendiginde bunun en temel nedeninin
arkadaslik iliskilerinin bozulmas: oldugu gériilmiistiir. Ozellikle duygusal bag icerisinde
olan ciftin, iliskinin bitmesinden sonraki siirecte intikam alma i¢ giidiisiiyle hareket ettigi
tespit edilmistir. Diger etkenler ise 6grencilerden bazilarinin kiskanglik gostermesi,
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bazilarinin ise farkli kimliklere yonelik 6n yargilar: olarak siralanmistir. Bunun yani sira
zorbanin diger kisileri grubun disina itmek, kendini lider yapmaya calismak gibi

duygularla bu tarz davranislar sergiledikleri saptanmustir.

Siber siddet eylemi ciddi boyutlarda olabilecek, psikolojik, duygusal ve sosyal
zararlar yaratmaktadir. Zorba davranislarin etkileri de kurban agisindan hayati énem
tasimaktadir. Kurban olan kisinin geleneksel zorbalikta saldiridan kagma sansi varken,
siber zorbalikta sanal saldiridan kagma ihtimali yoktur. Ozellikle zorbaligin ¢ocuklarin
ve ergenlerin ruh sagligini, sosyal ve psikolojik alanlarda olumsuz etkiledigi goriilmiistiir.
Siber zorbaliga maruz kalan bireyler depresyon gibi ruhsal sagliklarini olumsuz etkileyen
problemler yasamaktadir. Ayni1 zamanda bu kisilerde korku, utanma, 6fke, tiziintii gibi
duygularinda st simirda yasandigi goriilmektedir. Sosyal hayatlarinda okuldan ayrilma,
konsantrasyon problemi, uyku problemi, ¢evresinde farkli rollere biiriinmek zorunda
hissetme gibi somut farkliliklarda yasandigi saptanmistir. Oz saygiyla ters iliskili oldugu
diistiniilirse kiiglik yastaki bireylerde etkisinin derinligi geri doniilemez boyutlara
ulagabilmektedir. Bu bireylerde intihar egilimine kadar gidebilecek sonuglar
goriilebilmektedir (Dursun, Gokge ve Aytag, 2020, s.477).

1.2. Aragtirmanin Amaci

Bu arastirmanin temel amaci ilkokul 6grencilerinin sanal ortamlarda siber zorbalhiga
maruz kalma ve siber zorbalikta bulunma durumlarina iligkin 6gretmen, &grenci ve
ailelerin gorislerini incelemektir. Bu temel amaca dayanarak asagidaki sorulara yanit

aranmastir:

a) Ilkokul 6grencilerinin siber zorbalikla ilgili gériisleri nelerdir?

b) Simif 6gretmenlerinin ilkokuldaki 6grencilerin siber zorbalikta bulunma ve siber
zorbaliga maruz kalma durumlarina iliskin gorisleri nelerdir?

c) Ailelerin ilkokuldaki 6grencilerin siber zorbalikta bulunma ve siber zorbaliga
maruz kalma durumlarina iliskin goriisleri nelerdir?

d) Ilkokul 6grencilerinin siber zorbalikta bulunma ve siber zorbaliga maruz kalma
davraniglarini etkileyen etmenlere iliskin 6grenci, 6gretmen ve aile goriisleri
nelerdir?

e) Ilkokul 6grencilerinin siber zorbalikta bulunma ve siber zorbaliga maruz kalma

durumlarmi 6nlemeye iliskin 6grenci, 6gretmen ve ailelerin 6nerileri nelerdir?
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1.3. Arastirmanmn Onemi

Internet, giiniimiizde bireylerin vazgegilmezleri arasma girerek hayatlarinda
olmazsa olmazlarindan biri olmustur. Yas grubunu énemsemeden yasli-geng, biiyiik-
kiigiik ya da kadin-erkek herkesin giinliik yasaminda birgok alanda islevsel olarak
kullanilacak hale gelmistir. Gegmisten bugiine internetin gegirdigi gelisim siireci oldukga
ileri boyuttadir. Anlik iletisim kurabilme, bir¢ok deneyim yasayabilme, minimum
maliyet, zamandan tasarruf ve mekan smirlamasini ortadan kaldirarak kullanici dostu
olarak c¢agimizin giici durumundadir (Akar ve Kayahan, 2007, s.5). Teknolojik
gelismeler toplumsal yasamin nabzini1 da tutarak bireylerin bilgi toplumu olarak
tanimlanmasina sebep olmustur. Bu gelismelerin 6zellikle giinliik yasamda kullaniminin
yayginlagsmasi, bireylerin yasam aliskanliklarini degistirmis, hayatlarini hizlandirmis ve
cogu alanda da kolaylastirmistir. Tiim bunlar bilgiye verilen 6nemin de artmasina katki
saglamistir. Her iletisim siireci temelinde bilgi paylasimina dayandigindan bilginin
erigimini, kayit altina alinmasini, tiretilmesini, kars: tarafa iletilmesini kolaylastirmis ve
hizlandirmastir (Ispir, 2013, s.3).

Tim diinyada internet teknolojilerinin her alanda etkin olmasi sosyal, ekonomik,
egitsel bircok alanda etkili oldugu yeni bir siireci ortaya ¢ikarmistir. Bu denli yogun bir
gelisim igerisinde olan teknoloji, o6zellikle sosyallesme imkanlarmin fazla olmasiyla
dikkat ¢ekse de bazi problemlerin olusmasimi da kagmilmaz kilmaktadir (Tamer ve
Vatanartiran, 2014, s.2). Bu problemlerin basinda 6zellikle mobil cihazlarin
yayginlagmasiyla birlikte tehdit, taciz, hakaret gibi kars1 tarafi baskilayan davranislar
gelmektedir. Son 20 yildir dijital zorbalik, siber zorbalik, teknolojik zorbalik, internet
zorbaligi, e- zorbalik, sanal zorbalik, cevrimigi zorbalik, elektronik zorbalik gibi
kavramsallastirilan yeni iletisim teknolojileriyle ortaya ¢ikan psikolojik siddet davranis
icin devlet gerek hukuk gerekse egitim yoluyla bilinglendirme ¢alismalar1 yapmaktadir.
Ancak sosyal aglarin da bu denli yogun kullanimi ve g¢evrimi¢i ortamlarda kimlik
gizleyebilme imkani siber zorbahigin giinden giine daha da ciddi bir problem haline
gelmesine sebep olmaktadir. Ozellikle sosyal aglarin siber zorbahgin yayilmas: ve siirekli
hale gelmesini kolaylastiran bir mecra olmasi dikkat ¢ekmektedir. Bu gevrimici aglarin
kullanict yaslarmin ilkokul diizeyine kadar diismesi ve siber zorbaliga maruz kalan

ogrencilerde ¢ok sayida psikolojik soruna neden olabilecegi ayn1 zamanda siber zorbalig:
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yapan 6grencinin de siddete meyilli olmas1 6grencilerin ilerleyen dénemlerdeki hayatinin
kalitesi bakimimdan 6nem tasimaktadir.

Tim diinyada goriilen ve varligimi gittikge artiran siber zorbalhik 6grencilerin
akademik, psikolojik ve fiziksel durumunu olumsuz etkileyen bir unsur olmaya devam
etmektedir. Ozellikle arkadaslik etkilerinin ¢ocuk psikolojisi agisindan ¢ocugun sosyal
yasammin en onemli etkilesim alanini olusturdugu ilkokul caginda g¢ocugun siber
zorbaliga maruz kalmasi; davramiglarina, kendini ifade bigimlerine dolayisiyla da
iligkilerine yansiyacaktir. Depresyon gibi mutsuzluk veren koti sonuglar dogurarak
¢ocugun sosyal hayatin1 ve ruhsal yapisini da etkileyecektir. Benlik algisinin diismeye
baslamasi akademik hayatta basarisizlik, okulda siddete basvurma, kendine zarar verme,
gligsiiz, asagilanmis, savunmasiz hissetme, yalmz kalmaktan korkma gibi birgok
psikolojik etki yaratirken; fiziksel olarak da uyku problemi, karin ve bas agris1 gibi bir¢ok
sorunu beraberinde getirecektir.

Cocugun bu zorbalik ¢esidine maruz kaldiginda hayatinin her alanin1 olumsuz
etkilemesi 6zellikle ilkokul 6grencilerinin siber zorbalik davranislarinin farkinda olmasi
ve buna gore onlem alabilmesi bakimindan arastirma hayati bir 6zellik tagimaktadir.
Sosyal ortamlarinin artmas: ve tehlikelerin farkinda olmayacak bir yas grubunda olmalar:
ozellikle bu yas grubu igin arastirmayi 6nemli kilmaktadir.

1.4. Simrhihiklar

Arastirma 2024-2025 egitim dgretim yilinda istanbul ili Bagcilar ilgesinde 6grenim
goren ve aragtirmanin katilimcilari olan ilkokul 6grencileri, sinif 6gretmenleri ve bu

ogrencilerin ailelerinden elde edilen verilerle sinirlidir.
1.5. Tanimlar

Internet: internet, birgok bilgisayar sistemini TCP/IP protokolii ile birbirine baglayan

diinya ¢apinda yaygin olan ve siirekli biiyiiyen bir iletisim agidir (Parlak, 2015, s.10).

Bilgi ve lletisim Teknolojileri: Bilgi ve diisiincenin hizli akisini, bilgiye ulasilmasini ve
bilginin olusturulmasini saglayan her tiirlii gorsel, isitsel, basili ve yazili araglardir
(Ulucak ve Cakir, 2014, s.14).

Sosyal Medya: Sosyal medya, bilgisayar tabanli olup, bilgi paylasimi ve degisimi, fikir
paylasimi, fotograf, video gibi ¢oklu medya igeriklerinin sanal ortamda paylasilmasidir
(Yildirim, 2015, s.3).
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Sosyal Ag: Kullanicilarin birbirleriyle baglanti ve iletisim kurmalarma imkan veren,
kisisel igerigin paylasilmas: kadar kisisel bir ag kurmalarin1 saglayan online
topluluklardir (Akar, 2010, s.110).

Siber Zorbalik: E-posta, cep telefonlar1, kisa mesajlar, video klipler, anlik mesajlasma,
fotograflar ve kisisel web siteleri gibi elektronik cihazlar kullanilarak, baska birine veya
kisilere kasitli zarar vermek amaciyla tekrarlanan, gizli bir psikolojik zorbalik sekli olarak
tamimlanmaktadir (Smith vd., 2008, s.376 aktaran Karadag, 2019, s.25).
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2. ALANYAZIN

Arastirmanin bu bolimiinde kuramsal gergeve ile ilgili alanyazin taramasina yer

verilmistir.
2.1. Siddet

Siddet: Diinya Saglik Orgiitii (WHO) tarafindan, “fiziksel gii¢ veya iktidarin
kasitli bir tehdit veya gerceklik bigiminde bir baskasina uygulanmas: sonucunda maruz
kalan kiside yaralanma, 6lim ve psikolojik zarara yol agmasi ya da agma olasiligi

bulunmas1” durumu olarak tanimlanmaktadir (http-1).

"Saldirganlik, hakim olmak, yenmek, yonetmek amaci ile giiclii, siddetli, etkili bir
hareket, fiil, islem; bir isi bozma engelleme, bosa ¢ikarmaya karsi diismanca, yaralayici,
hirpalayic1 veya tahrip edici (yikici, yok edici) amag tasiyan bir davranistir (Erten ve
Ardali, 1996, 5.143).

Siddet bir toplumu ekonomik, politik, kiiltiirel ve toplumsal sikintilara sokmanin
yani sira yasanilan toplum igin bir giivenlik agig1 sorunu ortaya ¢ikarmaktadir. Bundan
dolay1 devlet siddete meyilli kisileri tespit ederek bu bireyleri tim yonleriyle arastirarak
bu davraniglar engellemeye yoénelik 6nlemler almahdir. Ciinkii toplumu olusturan
bireyler siddete maruz kaldik¢a umutsuz, karamsar kisiler olacak belki de bunlarin
sonucunda kendi de siddete meyledecektir (Usta, 2009, s. 102).

Siddete en ¢ok maruz kalan gruplar smiflandirildiginda alt basliklar su sekilde

olusturulmustur (Polat, s.16-17).

- Cocuga yonelik siddet

- Kadina yonelik siddet

- Yaghya gore siddet

- Akranlar aras: siddet

- Kardesler arasi siddet

- Flort siddeti

- Engelliye yonelik siddet

- LGBT siddeti

- Milteci siddeti

- Kisinin kendine yonelik siddeti
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Siddet kavraminin daha ¢ok fiziksel siddete dayandirilmasi bu kavramin ciddiye
alinmasimi engellerken diger siddet tiirlerinin g6z ardi edilmesinden dolayr meydana
gelebilecek toplumsal sikintilarm  da  ele alinmasini  engelleyecektir.  Ozellikle
giintimiizdeki gelismelerin etkisiyle bireyler tizerinde ruhsal sikintilara sebep olabilecek
bazi durumlar: siddet bashg altinda toplamak gerekmektedir (Ozerkmen, 2012, s.7).

Siddet tipine gore yapilan siiflandirma ise soyledir:

- Fiziksel siddet

- Cinsel siddet

- Duygusal siddet

- Ekonomik siddet

- Siber siddet (zorbalik)

Fiziksel Siddet. Alet kullanarak ya da kullanmadan dogrudan temas yoluyla ya da
istlinliik kurarak tehdit edici cana ya da mala kasteden durumlara denir. En sik
karsilasilan fiziksel siddet bigimleri tokat atmak, yumruklamak, tistiine saldirmak, bogaz

stkmak, kesici delici aletlerle vurmak, yakmak, sikistirmak olarak gosterilebilir.

Cinsel Siddet. Bireyin rizasi olmadan herhangi biri tarafindan cinsel eylemlerde
bulunmasidir. Cinsel siddet tanimadigimiz kisiler tarafindan olabilecegi gibi tanidigimiz
kisilerden de gelebilir. En sik karsilasilan cinsel siddet bigimleri tecaviiz etmek, kadin
bedenini asagilayici sekilde konusmak, cinsel yonler bakimindan baskalariyla
kiyaslanmak, fiziksel yolla taciz edilmek olarak gosterilebilir.

Duygusal Siddet: Birisinin karsisindaki bireye asagilayict sozler sarf etmesi,
itibarsizlagtirmas: olarak tanimlanir. Hakaret etmek, asagilamak, kiigimsemek, santaj
yapmak, tehdit etmek, hayatina fazla miidahil olmak, kiskanglik, s6z hakk: vermemek
gibi durumlar en sik karsilasilan duygusal siddet durumlaridir.

Ekonomik Siddet: Gereksinim duyulan ekonomik kaynaklari esirgemek, bu kaynaklari
birey tzerinde tehdit unsuru olarak siirekli sekilde kullanilmasina denir. Bireyin
calismasina engel olmak, kazancina el koymak, para vermemek veya az miktarda vermek,
kredi gektirmek, mirastan esit pay vermemek gibi durumlar ekonomik siddet kapsamina
girmektedir (Tosun, 2021, s.14).

17



2.2. Zorbahk

TDK sozliigiinde zorba, “giiciine giivenerek baskalarmin hakkini alan kisi” olarak
tamimlanmaktadir (TDK, 1998, s.2519). Zorbahg: ise saldirgan davranislarin zamanla
tekrar etmesi kosuluyla zarar verme amagli davranislar olarak tanimlamak mimkiindiir.
Bu durum vurma, saldirma, itme gibi fiziksel davraniglar1 kapsarken dalga gegme, alay
etme, kiigimseme, dedikodusunu yapma gibi sozel davraniglart da kapsamaktadir.
Gegmisten giiniimiize yapilan literatiir calismalarina bakildiginda zorbalik kavrami en
cok fiziksel zorbalik olarak karsimiza gikmistir. Ancak incelendiginde zorbaligin birden
fazla gesidini ortaya koymak miimkiindiir. Zorbalik, kisinin viicut biitiinliigiine yonelik
saldiridan baglayarak kisilerin varligin1 yok sayma davranisina kadar genis bir kavrami
kapsamaktadir (Yarar, 2019, s.13).

Sullivan vd. (2004) zorbalig: ii¢ kategoriye ayirmiglardir (Sullivan, 2004 aktaran
Yarar, 2019, s.13):

Fiziksel Zorbalk: Kars1 tarafa zarar vermek amaciyla fiilen gergeklestirilen
eylemlerdir.

Sosyal Zorbalik: Kars:1 tarafa zarar vermek amaciyla yapilan ancak fiilen karsi
tarafa fiziksel zarar verilemeyen durumlarda yapilan davranis seklidir.

Mala-Esyaya Zarar Verme: Karsi tarafin esyalarini ¢alma, kisisel esyalarina zarar
verme seklinde gerceklestirilen zorbalik ¢esididir.

Zorbalik, yillarca ¢ocugun yasmma bagli olarak ¢ocuksu davranig olarak
nitelendirilerek 6nemli bir unsur olarak goriilmemistir. Ancak gilintimiiz kosullarinda
durumun ciddiyeti anlasiimis ve ciddi bir sorun olarak ele alinmaya baslamistir. Ciinkii
zorbalik yapan ya da zorbaliga ugrayan 6grencilerin yasadigi travmalar, hayatlarinin tim
alanlarinda etkisini stirdiirmektedir. Cocuklarin zihinsel ve hatta fiziksel gelisimlerinde

olumsuz etki yaratarak tiim siireclerini etkilemektedir (Uneri, 2012, s.34).

Bilgi ve iletisim teknolojilerinin gelisimi ve kullanicilarin giinden giine artmasi
zorbalik kavramini siber ortama tasimis ve siber zorbalik kavraminin giindeme gelmesine

neden olmustur (Bayram ve Ozkamali, 2019, s.307).
2.3. Siber Zorbahk (Siber Siddet)

Siber zorbalik bilgi ve iletisim teknolojileri kullanilarak bir birey ya da grubun
diger kisilere zarar vermek amaciyla kasitli ve tekrarlayan sekilde rahatsiz edici mesaj,

gorsel vb. gondermesidir. Gliinimiizde 6zellikle cep telefonu ve bilgisayara ulasimin
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kolaylasmasi siber zorbaligin en ¢ok bu araglarla yapilmasina neden olmustur. Siber
zorbalik, zorbalik yapmak isteyen kisinin onur kirici, utandirici, alay edici, korkutucu,
miistehcen vb. mesajlar yollamas: seklinde gergeklesmektedir. Mesajlar1 yollayan kisinin
kimligini gizli tutabilmesinin kolay olmasi, birden fazla kisiye hizli sekilde mesaj
iletebilmesi bakimindan da dikkate alinmasi1 gereken 6nemli bir nokta haline gelmistir
(Aksaray, 2011, s.407).

2.4. Siber Zorbalik Tiirleri ve Etkileri

Siber zorbaligin uygulama seklinin fazla olmasi, uygulama alaninin genis olmasi
ve bunlarin kisiden kisiye degisebilirligi goz oniine alindiginda literatiirde birden fazla
siber zorbalik tiiriiyle karsilasmak miimkiindiir (Yazgili ve Baykara, 2021, s.24).

Yapilan calismalarla 14 farkli siber zorbalhk tiirii tanimlanmistir.  Bu siber
zorbalik tiirleri sunlardir (Aslan ve Polat, 2023, s.51):
1.Diglama: Cevrimigi gruplarda bireyi gruptan ayri tutmak, aktivitelere dahil etmeyen
durumlart iceren eylemlerdir.
2. Taciz: Bireye tekrarlayan sekilde tehdit edici, kirict mesajlar gonderilmesini kapsayan
durumlardir.
3. Ifsa: Bireye ait 6zel bilgileri kisiyi utandirmak ya da diger bireyler karsisinda kiigiik
diistirmeyi hedefleyen sekilde yaymak olarak tanimlanmaktadir.
4. Hile: Zorbalik yapmak amaciyla bireyin giiven duygusunu kazanarak daha sonra bunu
kotiiye kullanmasidir.
5. Siber Takip: Bir kisinin ¢evrimici ortamlarda israrh takip ve tacizi olarak tanimlanir.
6. Fraping: Cevrimici ortamlarda bir bireyin uygunsuz igerik paylasimi yaparak diger
bireylere rahatsizlik vermesidir.
7. Maskeleme: Kisinin kendi kimligini gizleme amaciyla sahte bir hesap olusturmasidir.
8. Trolleme: Sosyal hesaplarda insanlara kiskirtict mesaj ya da yorum yazarak zarar
vermeyi hedefleyen durumlardr.
9. Flaming: Sanal ortamlarda kaba bir uslip kullanarak tehdit igeren mesajlar
gonderilmesidir.
10. Catfishing: Zorbalik egiliminde olan kisinin magdur durumunda olan kisinin sosyal
ag hesaplarini ¢alarak onun kimligine sahip olma disiincesindeki davranislaridir.
11. Santaj: Magdurun kisisel bilgi ya da belgelerinin paylasiimasina yonelik tehditleri

kapsar.
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12. Sexting: Zorba olan kisinin magdur durumundaki kisiye istenmeyen miistehcen mesaj
veya fotograf yollamasidir.
13: Karalama: Magdur hakkinda dedikodu iireterek bunlarin paylasilmasidir.

Siber zorbaliga yas ya da egitim diizeyi fark etmeksizin her bireyin maruz kaldig
bilinmektedir. Siber zorbaliga ugrayan birey psikolojik, ekonomik, sosyal birden fazla
alanda sonugclar1 ciddi olabilecek kayiplar yasamaktadir (Alanoglu ve Karabatak, 2020,
S.47).

Siber zorbaliga ugramis ¢ocuklarda siklikla karsilagilan belirtiler sunlardir (Korkmaz,
2016, 5.78):

- Kabus gorme, uyku sorunu

- Bilgisayarda fazla zaman gegirme
- Depresif hissetmek

- Kendini kotii hissetmek

- Asosyallik

- Derslerinden geri kalma

Yaman vd. ise siber zorbaliga maruz kalmanin psikolojik, sosyal ve akademik etkilerini
su sekilde siniflandirmiglardir (2011, s. 192):

Tablo 1

Siber Zorbaliga Maruz Kalman:n Psikolojik, Sosyal ve Akademik Etkileri

Psikolojik Etkileri Sosyal Etkileri Akademik Etkileri
Uziintiilii olma Ozsayginin diismesi Okula gitmekten korkma
Yogun bir stres yasama Akran iliskilerinde ¢atisma Ogrenmede sorun yasama
Kendini degersiz hissetme Bagkalarina giivenmeme Okuldan kagma
Kendisi hakkindaki bilgilerin Arkadaglik iligkisi kurmada Ders basarisinin diigmesi
ogrenilmesinden korkma giicliik yagsama

1. Psikolojik Etkiler: Uziintii, depresyon, kayg: gibi olumsuz etkiler geleneksel zorbaliga
maruz kalmis bireylere nazaran siber zorbaliga maruz kalmis kisilerde daha c¢ok

goriilmektedir.
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2.

Duygusal Etkiler: Siber zorbaligin olusmasinda en biiyiikk etken olan kisinin
kimliginin belirsiz kalmasi, zorbaliga ugrayan kisilerde olumsuz duygu diizeyinin
artmasma neden olmaktadir. Magdurun caresizlik ve korku yasamasi kaygi
durumlarimi da gittikge artirmaktadir.

Kayg1 ve Stres: Kaygi seviyesi yiiksek bireylerin daha fazla stres algisina sahip
olmast bu kisilerin olumsuz duygu durumlarmin gittikge artmasina neden
olmaktadir. Siirekli olarak olumsuz duygu durumu yasanmasi da bireyin depresif
halini devamli kilmaktadir. Tiim bunlarin siber zorbahig: artirdigini da séylemek
miimkiindiir.

Depresyon ve Depresyon Belirtileri: Siber zorbaliga ugrayan bireylerin yani sira
siber zorbalikta bulunan kisilerin de depresyon seviyelerinin yiiksek oldugu
aciklanmaktadir. Hem kurban hem de zorba kisilerin ortak yasadigi duygular
arasinda yasamdan zevk alamama, kisiler arasindaki iliski sorunlari, olumsuz
duygu durumlari, diisiik benlik saygis1 gibi belirtiler siralanabilir.

intihar ve Intihar Diisiincesi: Siber zorbalik bireylerde 6fke, uyku problemi,
sinirlilik, huzursuzluk, 6zgiiven kayb1 gibi etkiler yaratmasiyla bireylerde intihar
diistincesini  kacinilmaz kilmaya baslamaktadir. Olumsuz duygu durumunu
siddetli ve devamli bir sekilde yasayan birey bulundugu durumdan
cikamayacagini diistinerek intihar bir kurtulus yolu olarak gorebilmektedir.
Fiziksel Etkiler: Siber zorbaliga ugrayan bireyler yasadigi duygusal ve psikolojik
duygu durumlarimi bedensellestirerek birgok fiziksel sorun yasayabilmektedir. Bu
sorunlara bas agrisi, cilt problemleri, gerginlik ve sinirlilik hali, yorgunluk,
uykusuzluk, nefes almada giicliik gibi bir¢ok bedensel problemi siralamak
miimkiindiir (Ayas vd., 2021, s.17-21).

Sosyal Etkiler: Siber zorbalik kurbanin zorbaligi yasama siiresine ve yogunluguna
bagli olarak kisi tizerinde birden fazla cesitte olumsuz etki birakabilmektedir. Olumsuz
etkilenen bireyin saldirgan veya ige kapaniklik gibi davraniglar gostermesinden dolayi
etrafi ile olan iligkisinin zayiflamasi sonucu yalnizlik hissiyati yasadig: goriilmektedir.
Siber zorbaliga ugrayan bireyler ne yapacaklarmi bilemedikleri i¢in kendilerini caresiz
hissetmektedirler. Ayn1 zamanda siber zorbalik kim tarafindan yapiliyor bilinmedigi
igin kisi etrafina glivenmemeye baslayarak sosyal ortamlardan uzaklasmaktadir.
Akademik Etkileri: Siber zorbaligin akademik etkisine direkt olmasa da dolayl: olarak
bakildiginda oldukca fazla oldugu goriilecektir. Cocugun yasadigi duygusal ve
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psikolojik olumsuzluklar ¢ocugun ilgisini derslerinden kopararak daha c¢ok icinde
yasadigr kaygi durumlarina yoneldiginden okuldan kagma, okula gitmeme, okuldan
korkma gibi birgok duruma zemin hazirlamaktadir (Ayas vd., 2021, s.21-23).

Siber zorbaliga yonelik bireysel ya da ¢evresel birden ¢ok neden olabilir. Ancak
siber zorbaliga sebep olan en 6nemli etken aile ici iletisim eksikligi gosterilebilir.
Bireylerin birbirini anlamamasi, anne baba etkilesiminin yetersiz olmas: bireyde empati
duygusunun ortadan kalkmasina sebebiyet vererek yapilan davranisin Kkarsi tarafta
birakacagi hasar1 tahmin etmemesine neden olur. Cevrimigi ortamlarda yapilan zorbalik
davraniglar: fiziksel olarak siddet igermedigi igin bazen siddet olarak algilanmayabilir.
Internette yapilan zorbalik, kimi zaman eglenceli bir aktivite olarak goriilebilir ve bu
nedenle kisi bunun bir zorbahk veya zarar verici bir eylem oldugunun farkina
varmayabilir. Ozellikle sosyal medya gibi platformlarda bazi bireyler, arkadaslarina
anlatabilecekleri "komik™ anilar olusturmak veya dikkat ¢cekmek i¢in baskalarina yonelik
alayci ya da kirici davraniglarda bulunabilirler. Bu tiir eylemler eglence amagli gibi
goriilse de hedef alinan kisi tizerinde ciddi olumsuz etkiler birakabilir. Bu nedenle dijital
ortamda yapilan davranislarin da yiiz yiize etkilesimlerde oldugu gibi 6zenli ve saygili bir
sekilde gergeklestirilmesi 6nemlidir (Akgiil, 2020, s.152-153).

Siber zorbalik sebeplerinden bir digeri ise ¢evrimici ortamda bireylere ulasimin
kolay ve hizli olmasidir. Depolama alanlarinin dijitalde olmasi rahatsiz edici iceriklerin
saklanmasin1 da kolaylastirmaktadir. Bahsedilen durumlarin zorba kisinin eylemlerini
yapmasina olanak tanimasmin yani sira kimligini gizleyebilme, anonim paylasim
yapabilme gibi imkanlarin da fazlalig: kisilerin bu eylemleri yaparken rahat olmasina
sebebiyet vermektedir (Tiirk ve Senyuva, 2021, s. 465-466).

Siber zorbaligin yapilabilmesinin bu denli basit olmasi ve bilisim teknolojilerinin
cocuklarin hayatinin merkezi konumuna gelmesine ragmen halen daha zorbaliga maruz
kalip kalmadiklarin1 anlamamalar: ya da zorbalikta bulunduklarinin farkina varmamalari
gerek ailelerde gerekse okullarda siber zorbalik kavraminin iizerinde yeterince
durulmadigim1  gostermektedir. Ozellikle ailelerin, gercek hayatta problem yasayan
cocuklarin sanal diinyada da problem yasayabilecegi gergegini goéz ardi etmemesi
gerekmektedir (Manap, 2012, s.18).

Mevcut literatiirdeki aragtirmalar incelendiginde, siber zorbaligin hem yurt icinde
hem de yurt disinda teknoloji ve olanaklar gelistik¢e yayginlastigi ve 6grenciler arasinda

onemli bir sorun haline geldigini séylemek miimkiindiir. Siber zorbalik ile ilgili son
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yillarda Tiirkiye’de yapilan calismalarin sayis1 artsa da ilkokul &grencilerine yonelik
calismalarin az sayida oldugu goriilmektedir (Cetinkaya, 2013, s.8). Ayrica yapilan
arastirmalarin sonuglar1 Tiirkiye’de yapilan arastirmalarda siber zorbaligin ilkokulda
onemli bir sorun haline gelmeye basladigin1 gostermektedir (Akbaba ve Eroglu, 2013,
s.107). Siber zorbalik sorunlarinin 6niine gecilemeyecek bir hal almadan bununla ilgili
tedbirlerin alinabilmesi admna ilkokul ¢agindaki ¢ocuklarda siber zorbalik durumunun
saptanmasi ve yayginliginin bilinmesi olduk¢a 6nem arz etmektedir. Arastirmanin ilkokul
ogrencileri, velileri ve simf 6gretmenleri ile gergeklestirilecek olmasinin da literatiire

katki saglayacagi diistiniilmektedir.
2.5. Tlkokulda Siber Zorbahk

Siber zorbalik ilkogretim gagindaki 6grenciler igin, teknolojinin erken yaslardan
itibaren hayatin bir pargasi haline gelmesiyle de giderek artan bir sorun haline gelmistir.
Siber zorbalik, dijital araglar ve platformlar tizerinden bir kisiyi rahatsiz etme, kiigiik
diisirme ya da dislama amaciyla gerceklestirilen, tekrarlayici ve kasitli davraniglar ifade
eder. Cocuklarin dijital diinyaya giderek daha fazla maruz kalmasi, onlari bu tiir olumsuz
davranislar karsisinda savunmasiz hale getirmektedir. Ilkogretim dénemi, gocuklarin
biligsel, duygusal ve sosyal gelisim siireglerinin sekillendigi kritik bir dénemdir. Bu
donemde yasanan siber zorbalik deneyimleri, gocuklarin sadece o anki ruhsal durumlarini
degil, uzun vadede sosyal iliskilerini ve akademik basarilarin1 da etkileyebilmektedir
(Kavuk ve Keser, 2015, s.2).

Iikogretim ogrencileri arasinda siber zorbahk, cogunlukla sosyal medya,
mesajlasma uygulamalar: ve gevrimici oyun platformlarinda gergeklesmektedir. Hakaret
iceren mesajlar, dislayict davraniglar, 6zel bilgilerin paylasiimas: ve carpitilmasi gibi
davranislar, ¢ocuklar tizerinde ciddi bir duygusal yiik olusturabilir. Bu yas grubundaki
cocuklarin sosyal becerileri tam olarak gelismedigi igin, maruz kaldiklar1 olumsuz dijital
deneyimleri anlamlandirmakta ve bu deneyimlere karsi kendilerini korumakta
zorlanmalart olasidir. Ayrica empati duygusunun bu yaslarda yeterince gelismemis
olmasi, ¢ocuklarin siber zorbalik yapma davranisini farkinda olmadan normallestirmesine
neden olabilir (Unlii vd., 2019, s.53).

Siber zorbaligin ilkogretim ogrencileri iizerindeki etkileri olduk¢a genis
kapsamlidir. Bu tiir zorbalik, cocuklarin 6zgiiven kaybi1 yasamalarina, kayg: bozukluklar:

ve depresyon hali gelistirmelerine yol agabilir. Sosyal agidan ise ¢ocuklarin arkadaslik
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iligkileri zarar gorebilir ve yalnizlik hissi derinlesebilir. Akademik diizeyde ise siber
zorbalik, dgrencilerin okula kars1 olumsuz duygular gelistirmelerine ve ders basarisinda
diistislere neden olabilir. Cocuklarin teknolojiye erisiminin erken yasta baslamasiyla
birlikte bu etkiler daha erken donemlerde gozlemlenmeye baslamistir (Akbaba ve Eroglu,
2013, 107).

Bu sorunla basa cikabilmek i¢in okul, aile ve toplumsal diizeyde is birligi
yapilmasi gerekmektedir. Aileler, c¢ocuklarinin dijital diinyadaki davranislarini
gozlemlemeli ve onlarla agik bir iletisim kurmalidir. Okullar ise siber zorbaligir 6nlemek
icin farkindalik programlart diizenlemeli, rehberlik ve psikolojik danismanlik
hizmetlerini etkin bir sekilde kullanmalidir. Cocuklara dijital okuryazarlik becerileri
kazandirmak ve empati duygusunu gelistirmek de bu siiregte 6nemli bir yer tutmaktadir.
Ayrica cevrimigi platformlar igin giivenlik politikalart ve kontrol mekanizmalar
gelistirmek cocuklar1 siber zorbaligin olumsuz etkilerinden koruma adina bir gereklilik

olarak goriilmektedir.

Ikogretimde siber zorbalik konusuna yénelik literatiir cogunlukla genel zorbalik
ve ergenlik donemine odaklanmustir. Ancak bu calisma konunun ilkokul diizeyinde
derinlemesine ele alinmas1 gerektigini gostermektedir. ilkogretim ¢agindaki ¢ocuklar igin
yapilan ¢alismalarin artirnllmasi, bu yas grubunun ihtiyaglarina uygun stratejilerin
gelistirilmesine katki saglayacaktir. Egitimciler, aileler ve arastirmacilar arasinda
kurulacak is birligi, siber zorbaligi 6nleme ve g¢ocuklarin dijital ortamda giivenli bir

sekilde var olabilmelerini saglama konusunda 6nemli bir adim olacaktir.
2.6. Tlgili Aragtirmalar
2.6.1. Yurticinde yapilan arastirmalar

Sarisik ve digerleri (2022) tarafindan temel amag ortaokul dgrencilerinin siber
zorbaliga maruz kalma durumlarinin incelenmesi olan arastirmanin calisma grubunu
ortaokulda 6grenim goren 20 sekizinci siif ve 20 yedinci sinif 6grencisi olmak tizere
toplam 40 o6grenci olusturmaktadir. Arastirmada nitel arastirma yontemlerinden olgu
bilim deseni kullanilmistir. Arastirmada veriler arastirmacilar tarafindan gelistirilen “yari
yapilandirilmig, goriisme formu” ile toplanmistir. Arastirmadan elde edilen verilerin
¢oziimlenmesinde igerik analizinden yararlanilmistir. Arastirma verileri incelendiginde
elde edilen bulgular, ortaokul 6grencilerinin siber zorbaliga maruz kalma durumlarini

etkileyen baslica faktoriin okul idaresi ve rehber 6gretmenden destek almama oldugunu
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gostermektedir. Ogrencilerin biiyiik bir kisminin maruz kaldiklar: zorbalik durumlarmi
umursamiyor olmasi bir etken olarak goriilmiistiir. Sosyal medyanin bilingsiz kullanimi
ve ¢evrimici oyun siteleri de siber zorbaliga maruz kalmada biiyiik oranda etkisi olan
faktor olarak belirlenmistir. Ogrencilerin siber zorbaliga maruz kalmamalar: i¢in yasanan
herhangi bir olayda ailesine ve okul idaresine haber vermeleri ve yine okul rehberlik
servisi tarafindan siber zorbalik ile alakali bilgilendirme yapilmasinin gerekli oldugu

sonucuna ulasilmastir.

Igdeli (2018)’nin arastirmasmin amaci; isletme fakiiltesi grencilerinin siber
zorbalik, siber magduriyet durumlar: ile siber zorbaliga iliskin duyarliliklarinin iliskisini
incelemektir. Bununla birlikte siber zorbalik, siber magduriyet ve siber zorbaliga iligkin
duyarlilik degiskenlerinin cinsiyet, simif diizeyi, anne baba egitim durumu, giinliik
internet kullanom sikligi ve kullanilan sosyal aglarin sayisina gore farklilasip
farklilasmadig incelenmistir. Arastirma deseni iliskisel tarama tiirtindedir. Arastirmanin
katilimcilarimi isletme fakiiltesinde okuyan 306 o6grenci olusturmaktadir. Arastirma
verilerinin toplanmasinda Kisisel Bilgi Formu ile Universite Ogrencileri igin Yenilenmis
Siber Zorbalik Envanteri ile Siber Zorbahga Iliskin Duyarlilik Olgegi kullanilmistir.
Verilerin analizleri IBM SPSS Statistics 23 programu ile yapilmistir. Verilerin analizine
baslamadan once kullanilacak istatistiksel analizler i¢in gerekli 6n kosullar incelenmistir.
Arastirma sonucunda 6grencilerin siber zorbalik duyarliliklart ile siber zorbalik durumlar:
arasinda diistik negatif bir iliski ¢ikarken siber magduriyet durumlari arasinda diisiik
pozitif bir iliski ¢ikmistir. Bununla birlikte siber zorbalik ve siber magduriyet arasinda
pozitif orta diizeyde bir iliski ¢ikmistir. Siber zorbalik durumlar: cinsiyete, giinliik
internet kullanim sikligina ve kullanilan sosyal ag sayisina gore anlamli olarak
farklilagirken siber magduriyet durumlart ise giinliik internet kullanim sikhigina,
kullanilan sosyal ag sayisina gore anlamli olarak farklilasmistir. Siber zorbalhiga iligkin
duyarlilik diizeyleri ise cinsiyete ve anne egitim durumuna goére anlamli olarak

farklilasmustar.

Kiling ve Giindiiz (2017) tarafindan yapilan arastirma lise 6grencilerinin sahip
olduklari insani degerler ile internet bagimlilig: ve siber zorbahga duyarlilik arasindaki
iligkiyi ortaya koymayr amaglamaktadir. Calismada nicel aragtirma yontemi
kullanilmistir. Bu kapsamda Kisisel Bilgi Formu ile Internet Bagimliligi, insani Degerler

ve Siber Zorbahga Iliskin Duyarlilik dlgekleri ayn1 anda uygulanmustir. Arastirmanin
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evrenini farkl: illerde 6grenim goren lise 6grencileri olustururken, cesitli lise tiirlerinden
rastgele segilen 774 6grenci arastirmanin 6rneklemi igerisinde yer almistir. Arastirmayla
ilgili veri toplama araglar1 uygulandiktan sonra, her bir veri seti arastirmacilar tarafindan
tek tek kontrol edilip kod yonergesine gore kodlandiktan sonra bilgisayar ortamina
aktarilmigtir. Bilgisayar ortamina aktarilan veriler gesitli kategorilere gore islenmis ve
Microsoft Excel ve “SPSS” paket program1 kullanilarak istatistiksel analizler yapilmistir.
Arastirma sonucu, internet bagimlilik puani yiiksek olan 6grencilerin insani degerler
puaninin diisik oldugu tespit edilmis ancak internet bagimlilig: ile siber zorbaliga
duyarlilik arasinda anlamli bir iligkinin olmadig1 gorilmistiir. Siber zorbaliga
duyarliligin insani degerlerle kismen iligkisinin oldugu tespit edilmistir. Kiz 6grencilerin
siber zorbaliga duyarliklariin erkek 6grencilerden daha yiiksek oldugu tespit edilmistir.
Ayrica ailesiyle yasayan 6grencilerin yurtta kalan 6grencilere gore sahip olduklar: insani
degerlerin daha yiiksek oldugu sonucuna ulasilmistir.

Bastiirk-Akca, Sayimer ve Ergil (2015) tarafindan yapilan “Ortaokul
Ogrencilerinin Sosyal Medya Kullanimlar: ve Siber Zorbalik Deneyimleri: Ankara
Ornegi” adli ¢ahsmada, ergenlerin sosyal medya kullanimlarmi ve siber zorbalik
deneyimlerini arastirmak amag olarak belirlenmistir. Calisma Ankara’daki ortaokullarin
7. ve 8. siiflarinda egitim goren toplam 200 o6grenci ile gerceklestirilen anket
caligmasimin bulgularini  paylagsmaktadir. Calisma, Tirkiye’nin  yedi ayrt ilinde
gerceklestirilen TUBITAK projesinin bir parcasidir. Calismada, &grencilerin siber
zorbaliga maruz kalma ve siber zorbalik faili olma diizeylerini 6lgmek {izere Cetin,
Yaman ve Peker (2011) tarafindan gelistirilen Siber Magdur/Zorba Olcegi kullanilmistir.
5°li Likert tirtindeki 22 maddeden olusan oOlgekte agikga siber zorbalik olarak
adlandiriimayan bazi eylemlere 6grencilerin ne sikhikla ugradiklarini ve bu eylemleri ne
siklikla yaptiklarini isaretlemeleri istenmistir. Siber zorbalik tanimi 6grencilere ayri bir
boliimde verilerek boyle bir durumla karsilasmalari halinde belirtilen ifadelerden
kendilerine uygun olanlarini isaretlemeleri istenmistir. Verilerin analizinde betimsel
istatistik analizlerinin yan1 sira, SPSS 20 paket programi kullanilarak p=0,05 minimum
kritik deger diizeyinde t-testi ve korelasyon analizleri yapilmistir. Calisma sonucunda
ogrencilerin bityiik bolimiiniin evinde internet baglantili bilgisayar bulundugu, ¢ogunun
giinde en az bir kez sosyal aglar ziyaret ettigi ve en c¢ok kullandiklar1 sosyal agin
Facebook oldugu gorilmistiir. Siber zorbaligi deneyimleme konusunda cinsiyetlere gore

farkliliklar incelendiginde ise erkeklerin kizlara gére daha fazla siber saldirgan olduklar:
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ve sosyal aglarda nefret gruplarina iiye olan erkek &grencilerin sayisinin, kiz 6grenci
sayisindan anlaml 6lgiide fazla oldugu goriilmistiir. Arastirma bulgular: ortaokullarda

siber zorbalig1 6nleyici ¢alismalarin gerekliligini ortaya ¢ikarmaktadir,

Sahin ve digerleri (2010) tarafindan lise 6grencilerinin siber zorba davraniglarda
bulunma ve maruz kalma durumlarina iligkin gorislerini inceleyen arastirmanin ¢aligma
grubunu 2008-2009 egitim ve 6gretim yilinin ikinci yariyilinda, Trabzon ilinde degisik
lise tiirlerinde 6grenim gormekte olan (6 kiz, 6 erkek) 12 o6grenci olusturmaktadir.
Arastirmada nitel arastirma yontemlerinden biri olan “6zel durum c¢alismasi”
kullanilmistir. Bu dogrultuda o&grencilerin davranislarini ve goriislerini  belirlemek
amaciyla “yar1 yapilandirilmis miilakat formu” kullanilmis ve her bir 6grenci ile bireysel
goriismeler yapilmistir. Elde edilen verilerin analizinde “igerik analizi” teknigi
kullanilmistir. Yapilan icerik analizi sonucunda lise 6grencilerinin farkli acgilardan siber
zorba davranmislara maruz kaldiklar1 ve zaman zaman kendilerinin de siber zorba
davraniglarda bulundugu sonucuna ulasilmigtir. Ayrica siber zorba davranislarin
azaltilmas1 hususunda o6grenci goriislerine basvurulmustur. Arastirmada elde edilen
bulgular literatiir gergevesinde tartisilarak siber zorbalik konusunda hem &grencilere,
ailelerine ve egitimcilere hem de bu konuda gelecekte yapilacak arastirmalara yonelik

onerilerde bulunulmustur.
2.6.2. Yurt disinda yapilan arastirmalar

Menesini, Nocentini ve Camodeca (2011) tarafindan yiiriitiilen arastirmada
ergenlerde ahlak ve degerler agisindan geleneksel zorbalik ve siber zorbalik davraniglart
incelenmistir. Arastirmanin 6rneklemi farkli liselere devam eden, cinsiyet agisindan
dengeli, 14-18 yas arast 390 ergenden olusmustur. Geleneksel ve siber zorbalik, iki 6z-
bildirim 6l¢timii ile tespit edilmistir ayrica 10 degeri dort boyutta degerlendiren Portre
Degerler Anketi, Schwartz'in (1992) deger sistemi modeline gore kullanilmistir. Son
olarak ahlaksiz ve sorumluluktan kagan davranislar, ahlak i¢cin 6nemli olan davraniglar ve
kisisel yonler hakkinda bes madde ile degerlendirilmistir. Sonuglar cinsiyetten bagimsiz
olarak kendini yticeltmenin ve kendini agsmanin sirastyla siber ve geleneksel zorbalig: orta
derecede 6ngordiigiinii, ahlaksiz ve sorumluluktan kagan davranislarin ise her iki zorbalik
tirtinii de 6ngordiigini gostermistir. Dolayli etkiler, kendini yiiceltmenin ve degisime

acikligin ahlaksiz davraniglar araciligiyla her iki zorbalik tiiriinii de 6ngordiigiini
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gostermistir. Sonuglar siber ve geleneksel zorbalik arasindaki benzerlikler ve farkliliklar
ile zorbaligin dogasini agiklamada ahlakin merkezi roliine dikkat ¢ekerek tartisilmaktadir.

Perren ve Gutzwiller-Helfenfinger (2012) tarafindan ergenler iizerinde yiiriitiilen
incelemede, geleneksel zorbalik ve siber zorbalik davranislarinin yordanmasinda ahlaki
gelisim diizeyine aykir1 davranislarin, ahlaki duygularin ve ahlaki degerlerin farklilagan
rolleri incelenmistir. Arastirma 12 ile 19 yas arasindaki 6grenciler ile gevrimigi olarak
yapilmistir. Ahlaki kayitsizlastirmay: degerlendirmek igin agik uglu sorular sorulmustur.
Arastirma bulgulari, ahlaki degerlerden ve de pismanlik duygusundan yoksun olmanin
hem geleneksel zorbaligin hem de siber zorbaligin anlamli bir 6ngoriiciisii oldugunu
gostermistir. Ayrica geleneksel zorbalik davranislart siber zorbahigin da giglii bir
ongorictsi olmustur. Ahlaki degerlerden ve pismanlik duygusundan yoksun olmak,
geleneksel zorbalik davranisinin kontrol edilmesi durumunda dahi, siber zorbalik
davranisimin gosterilmesinde giiglii bir ongoriicii oldugunu ortaya koymustur. Bulgular
hem geleneksel hem de siber zorbalik tiirlerinde bireysel farkliliklart anlamada ahlaki
standartlarin ve ahlaki duygularin 6nemli oldugunu gostermektedir.

Raskauskas ve Stolz (2007) tarafindan ergenler iizerinde yapilan arastirmada siber
zorbalik ve geleneksel zorbalik arasindaki iligki incelenmistir. 84 ergen, geleneksel ve
elektronik zorbalhiga katilimlariyla ilgili anketler doldurmustur. Sonuglar 6grencilerin
geleneksel zorbaliktaki rollerinin siber zorbahkta da aymi roli Ongordigini
gostermektedir. Ayrica internet veya kisa mesaj yoluyla zorbaliga maruz kalmanin,
okulda zorba olma ile iligkili oldugu bulunmustur. Geleneksel magdurlarin elektronik
zorba olmadiklar: tespit edilmistir. Elektronik zorbalhigin etkilerine dair algilar ve bu
zorbaligin motivasyonlari tartigilmaktadur.

Mazalin ve Moore (2004) tarafindan gengler iizerinde yiiriitiilen incelemede,
sosyal medya kullanimi, sosyal kaygi ve kimlik gelisimi arasindaki iligkiler arastirilmustir.
Calisma, 18 ile 25 yaslar: arasinda olan 161 geg ergen/geng Yetiskinle gergeklestirilmistir.
Bulgular daha yiiksek sosyal anksiyete seviyeleri ve daha az olgun kimlige sahip olan
erkeklerin; daha sik internet kullanimimi 6zellikle sohbet odalarinda gegirilen zaman,
kisisel kullanim igin ¢evrimici gezinme ve oyunlarla iligkilendirildigini gostermistir.
Kadmlar i¢in (bu 6rneklemde erkeklere gore daha az sosyal anksiyete, daha fazla kimlik
gelisimi ve daha diisiik internet kullanimi sergileyen), sosyal anksiyete ve kimlik durumu,
gevrimici gecirilen zamanla anlamli bir sekilde iliskilendirilmemistir. Arastirma internet

kullaniminin, hali hazirda var olan sosyal anksiyeteyi pekistirmedeki potansiyel rolleri
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veya alternatif olarak, sosyal eksiklikleri daha az olan bireylerde sosyal temaslar
destekleme ve siirdiirmedeki rolii tizerine odaklanmistir.

Shaw ve Gant (2002) tarafindan yiiriitiilen incelemede, sosyal medya kullanimi
ile yalmizlik, stres ve depresyon degiskenleri arasindaki iliski incelenmistir. Katilimeilar,
eszamanli iki kigilik sohbet oturumlarina katilmis ve zaman iginde yalmzlik, depresyon,
benlik saygis1 ve algilanan sosyal destek tizerine tekrarlanan olgtimlerdeki degisiklikler
izlenmistir. Onceki ¢alismalar, sadece erkekler ve kadinlar arasinda bilgisayar bilisleri ve
tutumlart agisindan farklar oldugunu degil, ayn1 zamanda g¢evrimigi olarak takip ettikleri
uygulama tiirlerinde de farkliliklar oldugunu ortaya koymus olmasina ragmen, bu
calismada cinsiyet farkliliklarina rastlanmamustir.

Siber zorbalik hem yurt i¢cinde hem de yurt disinda birgok énemli arastirmaya
konu olmustur. Internetin ve tasinabilir teknolojilerin yaygilasmasiyla siber zorbaligin
etkileri ve bu etkilerin onlenmesi iizerine arastirmalar c¢ogalmaya baslamistir. Bu
arastirmalar daha ¢ok siber zorbaligin nedenleri, etkileri, zorbaliga maruz kalanlarda
kisilerde yarattig1 psikolojik ve sosyal sonuglari, siber zorbaligin geleneksel zorbaliktan
farklar1 ve benzerlikleri, 6nleyici stratejiler gibi konulari ele almaktadir. Yurt iginde
yapilan ¢alismalar genellikle ergenler ve gencler iizerine odaklanmaktadir. Bulgular ise
zorbaligin genellikle sosyal medya, mesajlasma platformlart ve c¢evrimici oyunlar
tizerinden gerceklestigini, ogrenciler tizerinde akademik, psikolojik ve fiziksel birgok
olumsuz durum dogurabilecegini gostermektedir. Yurt disinda yapilan ¢alismalar ise yurt
icinde yapilan ¢aligmalar ile ortak olarak siber zorbaligin diinya genelinde genis bir
problem oldugunu ortaya koymaktadir. Siber zorbahigin daha ¢ok yapildigi ortamlar
sosyal medyalar, anhik mesajlasma uygulamalari ve ¢evrimi¢i oyunlar oldugunu
belirtirken yine ortak bir sonug olarak siber zorbaligin ciddi psikolojik sorunlara yol

actigimi vurgulamaktadr.
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3. YONTEM

Bu bolimde arastirmanin modeli, veri toplama araglari, arastirmacinin rolii ve

verilerin ¢oziimlenmesi kisimlari yer almaktadir.
3.1. Arastirma Modeli

Ilkokul sgrencilerinin sosyal medyada siber zorbalikta bulunma ve siber zorbaliga
maruz kalma durumlarinin incelenmesini amaglayan bu arastirmada arastirma yontemi
olarak nitel arastirma yapilmistir. Nitel arastirma; gozlem, goriisme ve dokiiman analizi
gibi nitel veri toplama araglarinin kullanildigi, algilarin ve olaylarin dogal ortamda
gercekgi ve biitiinciil bir bi¢imde ortaya konmasina yonelik nitel bir siirecin izlendigi
arastirma cesididir. Kavram olusturmay: temel alan bir anlayisla sosyal olgulari bagl
bulunduklar: ¢evre icerisinde arastirmayi ve anlamayr 6n plana alan bir yaklagimdir
(Yildinnm ve Simsek, 2008, s.39). Nitel arastirma yorumlamac: nitelikte oldugu igin bu
yeni yaklasimla sosyal olgu ve olayin, sayllamayan “Nigin?” ve “Nas1l?” sorularina cevap
bulmak amag edinilmistir. Bu sorulara alinacak cevaplari yorumlayarak anlamlandirmak
ve boylece insan davranislarini, sosyal olgu ve olaylart daha iyi aciklanabilir hale

getirmek yontemin baslica amacidir.

Arastirma modeli olarak temel nitel arastirma kullanilmistir. Creswell’e (2007)
gore temel nitel arastirma yaklagimi, arastirmacinin zaman igerisinde smirlandirilmig bir
veya birka¢ durumu coklu kaynaklar: iceren veri toplama araglari (gozlemler, goriismeler,
gorsel-isitseller, dokiimanlar, raporlar) ile derinlemesine inceledigi, durumlarin ve

duruma bagli temalarin tanimlandig nitel bir arastirma yaklagimidir.
Katithmcilar

Calismanin katilimcilar amagh 6rnekleme yontemlerinden maksimum gesitlilik
orneklemesi yoluyla belirlenmistir. Maksimum ¢esitlilik 6rneklemesi, problemle ilgili
olan ve kendi iginde benzesik, degisken ve farkli durumlardan olusacak sekilde
belirlenmektedir (Grix, 2010; aktaran Baltaci, 2018, s.249). Arastirmanin katilimcilar
olan o&grenciler yas, sosyal medyada gecirilen siire, internette gegirilen siire gibi
degiskenler agisindan cesitlenmis aymi zamanda oOgretmen ve veli goriislerine yer
verilmistir. Boylece sosyal medyadaki zorbalik iizerine yonelik benzer ve farkli goriisler

belirlenmeye ¢alisiimistir.
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Tablo 2

Aragnirmaya Katilan Kigi Sayilar:

Kademe Ogrenci Ogretmen Veli
1. Simf 30 5 5
2. Smuf 30 5 5
3. Smuf 30 5 5
4, Smif 30 5 5
Toplam 120 20 20

Arastirma toplamda 160 katilimer ile gergeklestirilmistir. Katihimcilarin 120'sini ilkokul
ogrencileri olusturmaktadir. Ogrenciler, egitim kademelerine gore 1. smif, 2. smif, 3. sinif
ve 4. simf olarak gruplandiriimig; her kademeden 30 6grenciyle goriisme yapilmistir.
Ayrica 20 sinif 6gretmeni ve 20 grenci velisiyle goriigiilerek arastirma tamamlanmustir.
Smuf 6gretmenleri ve veliler, her egitim kademesinden 5'er kisi olacak sekilde secilmistir.
Veliler, egitim diizeylerine gore; 6gretmenler ise farkli sosyoekonomik bolgelerdeki

okullarda gorev yapma durumlarina gore belirlenmistir.
3.2. Veri Toplama Araglari

Arastirmada veriler nitel veri toplama yontemlerinden yari yapilandirilmig
goriisme teknigi ve kisisel bilgi formu ile toplanmistir. Goriisme; arastirmaya
baslanmadan hazirlanan sorular ile konunun arastirilmasi amac i¢in yapilan, soru sorma
ve cevaplamaya dayanan karsilikli ve etkilesimli bir iletisim siirecidir. Arastirmaci
tarafindan detayl bilgi alabilmek igin ek soru sorulabilmesi, sorulan sorunun yanls
anlasilmast durumunda sorunun farkli bi¢imde sorulup agiklanabilmesi veya goriismenin
gidisatina gore sorularda degisiklik yapma, sorulari ¢ikarma gibi imtiyazlar tanimas1 bu

arastirma teknigini giiclii kilmaktadir (Metin, s.340, 2015).

Kisisel Bilgi Formu katilimcilarin demografik 6zelliklerini belirlemek amaciyla
hazirlanmistir. Form kKkatilimcilarin cinsiyet, yas, internette gegcirilen siire, internete
baglanilan elektronik cihaz, iiye olunan elektronik cihaz, iiye olunan sosyal medya sayisi
ve sosyal medya kullanim sikhigina yonelik 11 sorudan olusmaktadir. Uzman gorisleri
dogrultusunda goriisme formlar1 hazirlanmis olup, bu formlarin gegerlik ve giivenirlik
analizleri yapilmistir. Siirecin akademik dogrulugunu saglamak amaciyla Bilgisayar ve
Ogretim Teknolojileri Egitimi (BOTE) boliimii akademisyenlerinden uzman goriisleri

alinmistir.
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3.3. Arastirmacinin Rolii

Nitel arastirmalarda arastirmaci bizzat ¢alisma sahasina giden, birey ve toplumla
dogrudan temas kuran ve olup biten olaylar1 yasayan kisidir. Eger arastirmaci, katilime1
bir rol oynuyorsa bunu agikga belirtmeli, miimkiin oldukga kendi varsayimlarinin ve 6n
yargilariin veri toplama ve analiz siirecini etkilememesine dikkat etmelidir (Yildirim ve
Simsek, 2008, s.88). Bu arastirmada da arastirmaci, siirece goriismeci olarak dahil
olmustur. Arastirmaci gériisme sorularina baslamadan 6grencilere kendini tanitip tanisma
saglayarak, sorular hakkinda bilgi vererek, gelen sorular1 cevaplayarak iletisim

kurmustur.
3.4. Verilerin Coziimlenmesi

Toplanan verilerin analizi betimsel analiz yontemiyle ¢oziimlenmistir. Bu
yaklasimda amag, goriisme ve gozlem sonucu elde edilen verilerin diizenlenmis ve
yorumlanmig bir sekilde okuyucuya sunulmasidir. Veriler daha 6nceden belirlenmis
temalara gore smiflandirilir, 6zetlenir ve yorumlanir. Bulgular arasinda neden-sonug
iliskisi kurulur ve gerekirse olgular arasinda karsilastirmalar yapilir (Yildirim ve Simsek,

2008, s.224). Betimsel analiz 4 adimdan olusur:

1. Betimsel Analiz Icin Bir Cerceve Olusturma: Arastirmada kullanilacak
sorulardan veya goriisme/gozlemde de yer alan bashiklardan hareketle
verilerin analizi i¢in bir ¢ergeve olusturulur. Daha onceden belirlenmis bir
cerceve yoksa belirlenecek temalar yanlis veri diizenlemesinden dolay: veri
kayiplarina yol agabilir. Betimsel analizi dogru kullanmak i¢in kavramsal
cergeveyi belirlemek 6nemlidir.

2. Tematik Cerceveye Gore Verilerin Islenmesi: Onceden belirlenen cerceve
dogrultusunda arastirmada elde edilen veriler okunur ve diizenlenir.
Diizenlenen veriler arasinda onemli olmayanlart disarda birakmak
mumkiindiir.

3. Bulgularm Tanimlanmasi: Diizenlenen veriler tanimlanarak dogrudan alintilar
yapilarak desteklenir.

4. Bulgularmm  Yorumlanmasi: Tanimlanan bulgularin  agiklanmast,
iliskilendirilmesi ve anlamlandirilmas: bu asamada yapilir (Karatas, 2015,
s.73).
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Bu baglamda katilimer olan 6grenci, 6gretmen ve velilerden toplanan veriler
verilen cevaplara gore smiflandirilmis ve ortak cevaplarin frekanslari belirlenmistir.
Frekanslar yorumlanarak 6grencilerin siber zorbaliga ugrama durumlari, siber zorbalikta
bulunma durumlari, 6gretmenlerin 6grencilerinin siber zorba ya da magdur olmasi

hakkindaki bilgileri, velilerin siber zorbalik hakkindaki goriisleri analiz edilmistir.
3.5. Gegerlik ve Giivenirlik

Arastirmada gegerlik ve giivenilirligini  saglamak igin inandiricilik;
aktarilabilirlik (transfer edilebilirlik); tutarlik ve teyit edilebilirlik Glgtitlerinden
yararlanilmistir (Lincoln ve Guba, 1985). inandiricilik: Arastirmalarda inandiriciligin
saglanmasi igin Creswell (2013, s.201-202), gesitleme, derinlemesine betimleme ve dis
denetleyici kullanilmistir. Cesitleme veri kaynaklari ile saglanmistir. Bu arastirmada
analiz sireci iki farkli arastirmaci ile gergeklestirilmistir. Bulgular dis denetleyicilere
acilmis ve arastirmada analizi siirecinde uzman kisilerden destek alinmis, elde edilen
veriler yorum katmadan dogrudan alintilarla sunulmustur. Arastirmada tutarlik igin
arastirmacinin 6nce bireysel olarak yaptigi kodlamalar ile daha sonra da giivenirligin
saglandig1 goriis birligi asamasinda kodlara iliskin ifadelerde eslestirilmistir. Teyit
edilebilirlik kapsaminda arastirmada ham veriler ve analizler uzman denetimine

sunulmustur.
3.6. Etik Bildirim
Kurul Adr: Sosyal ve Beseri Bilimler Bilimsel Aragtirma ve Yayin Etigi Kurulu

Tarih: 28.12.2023
Protokol No: 666745
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4. BULGULAR VE YORUM

flkokul dgrencilerinin siber zorbalikta bulunma ve siber zorbaliga maruz kalma
durumlarmin 6grenci, 6gretmen ve aile goriislerine gére incelenmesini amaglayan bu
arastirmanin  bulgulari; ilkokul 6grencilerinin  siber zorbalikla ilgili  gorisleri,
ogretmenlerin siber zorbalikla ilgili goriisleri ve ailelerin siber zorbalikla ilgili gorisleri

olmak tizere ti¢c temada toplanmis ve sunulmustur.

4.1.11kokul Ogrencilerinin Siber Zorbahga Iliskin Genel Goriislerine Yénelik

Bulgular

Arastirmanin ilk alt amaci dogrultusunda ilkokul 6grencilerinin siber zorbaliga
iliskin gortisleri temasi; 6grencilerin siber zorbaliga ugrama durumlari, siber zorbalikta
bulunma durumlari, siber zorbaligin hissettirdikleri ve zorbaligi bildirme ve 6nleme
yollar1 olmak iizere dort alt temada toplanmistir. Bu temalara iliskin bulgular Tablo 3,
Tablo 4, Tablo 5 ve Tablo 6’da agiklanmustir.

4.1.1. Ogrencilerin siber zorbahga ugrama durumlarina iliskin bulgular

Arastirmanin ilk alt amaci dogrultusunda ilkokul 6grencilerinin siber zorbaliga
ugrama durumlarma iliskin goriislerini belirlemek amaciyla “Internette sana rahatsizlik
(kifiir, hakaret, tehdit, santaj) veren olaylarla karsilastin mi? Karsilastiysan ne siklikta
yasandi1?”, “Kullandigin sosyal medya platformlarindan birinde herhangi birinden kiifiirli
veya kaba mesaj aldin m1?” “Kiifiirlii ya da kaba sana rahatsizlik veren mesajlarin daha
fazla yapildigi ya da yapmak icin tercih edilen sosyal medya ortamlari varsa sence
hangileridir?”, “Sosyal medya platformlarinda senin adina profil agip senin yerine
geg¢meye calisan birilerini biliyor musun?” “Sence neden senin yerine ge¢meye ¢alismis
olabilirler?” seklinde sorular sorulmustur. Ogrencilerin bu sorulara verdikleri yanitlar

tablo 3’te sunulmustur.

Tablo 3

Ogrencilerin Siber Zorba/iga Ugrama Durumlar:na Yénelik Bulgular

Zorbahga Maruz Kalma Siiresi f

Her giin 32
iki giinde bir 32
Haftada bir 24
Ayda bir 12
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Tablo 3 (Devam) Ogrencilerin Siber Zorbaliga Ugrama Durumlarina Yénelik Bulgular

Hig 20
Zorbahga Ugrama Durumu f
Evet 93
Hayir 27
Sosyal Medya Platformlar: f
Tiktok 92
Youtube 125
Instagram 31
Ozel Mesajlarin Paylasiimas: Durumu f
Evet 23
Hayir 97
Dalga Ge¢ilme Durumu f
Evet 54
Hayir 38
Bilmiyorum 28
Uygunsuz igerik alma durumu f
Evet uygunsuz igerik gonderildi. 24
Hayir uygunsuz icerik gonderilmedi. 96
Sahte profil agilma durumu f
Evet 25
Hayir 95

Tablo 3 incelendiginde dgrencilerin biiyiik kisminin kendilerine rahatsizlik veren
bir olayla karsilastig1 tespit edilmistir. Boyle bir durumla karsilagsma sikliklar1 da verilen
cevaplara gore olduk¢a fazladir. Bazi &grenciler ise boyle bir durumla hig
karsilasmadigini belirtmislerdir. Bu konuda Og60: “Oyun oynamay: ¢ok seviyorum.
Derslerimi yapinca ailem izin veriyor. Ama oyunlarda giizel oynamay:nca bana ¢ok fazla
kiifrediyorlar.” derken Ogl110: “Adilem giinliik bir saat internetten vakit gecirmem icin
siire veriyor. Ama o0 da onlarin yaminda oluyor. Genel olarak izledigim seylere
bakiyorlar. O yiizden ayda bir kez genelde béoyle bir seyi yasiyorum.” seklinde goriis
bildirmistir.

Tlkokul dgrencilerinin kullandigin sosyal medya platformlarindan birinde kiifiirlii ya da

kaba bir mesaj alma durumuna iliskin gortisler asagidadir.
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Og2: “Sosyal medya platformlarinda arkadasiarim benimle dalga gecti. Bunu
gordiigiimde ¢ok sinirlendim. Daha sonra ben de onlara kiifrettim. Sinirimi atmak igin
bir de onlar: iizmek i¢cin yaptim. Ama onlar benim sinirlendigimi goriince daha ¢ok

ustiime geldiler. Ben de hirsumi alamayinca aglamigtim.”

0g107: “Bir kere tanimadigim birinden kaba bir mesaj aldim. Boyle bir mesaj: goriince
hemen o kisiyi engelledim. Ben asla boyle bir hareket yapmam. Zaten ailem gérse ¢ok
tiziilvir.”

0g26: “Interneti daha ¢ok video izlemek i¢in kullaniyorum. Kendime ait bir sosyal medya
hesabim yok. O yiizden béyle bir mesaj Ai¢ almad:m. Kendim de baskasina kaba bir mesaj
hi¢ yollamadim ™.

Tablo 3 incelendiginde 6grencilerin genelinin zorbaligin yapildig: platformlar: Tiktok ve
Youtube olarak soyledigi belirlenmistir. Digerlerine oranla daha az sayida da Instagram
cevabr gelmistir. Bu konuda O392: “Kesinlikle Youtube. Her videonun alt: kot Kétii
yorumlarla dolu. Ben begenmedigim videoyu gegiyorum. Boyle kéti bir yorum yapma
geregi ihtiyac: duymuyorum.”, Og29: “Tiktokta ¢ok fazla kéti video var. Aslinda
kanallar: engellesen bile bir sekilde biraz farklus: karsina ¢ikiyor. Tiktok bir ¢ocuk igin
cok kotii bir yer.”, Ogl5: “Hem Tiktok hem de Youtube hepsinden fazla bence.
Youtube 'da kiifiirlii videolar ¢ok fazla var. Tiktok ise ¢ocuklara koti davramislarin
ogretildigi bir sosyal medya. Bence dzellikle Tiktok zlkede yasaklanmal:. ” seklinde goriis
bildirmistir.

Ilkokul &grencilerinin birbirlerinin  6zel mesajlarini paylasma konusundaki
goriislerine 6rnekler sunulmustur: Og75: “Hayir ne arkadasim ne ben boyle bir sey
yapmadiK. Zaten boyle bir sey yapma arkadasim olmaz.” O30: “Evet bir keresinde boyle
bir sey oldu. Arkadasim konusmamizin ekran gériintiilerini baska bir arkadasimiza atmas.
Duydugum an ¢ok sinirlendim ve utand:m. Ama bundan sonra asla onunla ders disinda
bir sey konusmuyorum.”

Tablo 3’e gore dalga gecilme durumu ile ilgili Og47: “Arkadasim birinci siniftan
beri gozliik kullaniyor. Onu sevmeyen bazi arkadaslarimiz adi yerine dért goz yazarak
onun adina bir sosyal medya hesab: a¢nuslar. Arkadasim o Kadar iiziildii ki bir hafta
okula gelmedi. Hatta okulunu degistirmek bile istedi. ”, 0g69: “Boyle bir durum oldu mu
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bilmiyorum. Internette fazla vakit gecirmedigim icin boyle bir sey olsa da gérmem zor
olur herhalde.” ve Og34: “Dalga gecme ya da dedikodu yayma olay: genelde yiiz yiize
oluyor. Béyle bir durumda arkadaslarimizla konusmuyoruz. Ama ¢evrimi¢i ortamda
olmadi.” demistir,

Uygunsuz icerik alma konusunda ise Ogl19: “Bana bir arkadasim beni
utandiracak bir fotograf ya video yollarsa onunla arkadasiigim: bitiririm. Biz
arkadasimla genellikle oynadigimiz oyunlarla ilgili seyler atyoruz.” derken Og24: “Ben
arkadasima oyle bir sey yollamam o da bana yollamaz.” ve 0g88: “Arkadasim bir kere
bana boyle bir video atmisti. Ama ben hemen aileme soyledim. Ailelerimiz birbirini
tanidigindan annem gitti ailesi ile konustu. Arkadasim da benden ozir diledi. Bir daha

da boyle bir sey yapmad:.” seklinde goriis bildirmistir.

Sahte profil agilmas: ile ilgili Og50: “Hayw ad:ma béyle bir hesap agildigin
gormedim.”, Og77: “Evet arkadasim adima hesap agmigsti. Ben bu durumu diger
arkadaglarima soylerken saka amagl: kendisinin yaptigini soyledi. Ama ben ¢ok
ofkelendim. Hemen kapamasin: yoksa ailelerimize ve dgretmenimize soyleyecegimi
belirttim. O da hemen hesabin sifresini bana verdi. Ben de degistirdim hesap benim
oldu.” ve Og10: “Ayni mahallede oldugumuz bir cocuk act. Bana diger arkadaslarim
soyledi. Hemen ailesiyle konustu ailem. Bence biraz beni kiskanan bir ¢ocuk. Bundan

dolayr benim yerime ge¢meye calistigini diisiiniiyorum.” demistir.
4.1.2. Ogrencilerin siber zorbalikta bulunma durumlarina iliskin bulgular

Aragtirmada o6grencilerin siber zorbalikta bulunma durumlarini belirlemek
amaciyla “Herhangi bir arkadasin aranizda gecen 6zel mesajlasmay1 baskasiyla paylasti
mi1?”, “Sen herhangi bir arkadasina uygun olmayan ya da onu utandiracak fotograf ya da
video gonderdin mi?”, “Sosyal medya platformlarinda baska bir arkadasin adina profil
acip onun yerine gegmeye calistin m1?” seklinde sorular sorulmus ve bulgular Tablo 4’te

verilmistir.

Tablo 4

Ogrencilerin Siber Zorbalikta Bulunma Durumlar:

Uygunsuz icerik gonderme durumu f
Evet 11
Hayir 109

37



Tablo 4 (Devam) Ogrencilerin Siber Zorbalikta Bulunma Durumlar:

Siber zorbalk davramsinda bulunma durumunu etkileyen etmenler f

Eglence/Saka yapma/Dalga gegme 83
Ustiin olma istegi 20
Intikam alma 17

Ogrencilerin siber zorbahkta bulunma durumlarma iliskin Og24: “Ben
arkadasima oyle bir sey yollamam o da bana yollamaz. ”, 0g83: “Kimseye asla kotii bir
sey yollamadim. Yollasam ve ailem duysa beni cezalandirirlar.”, Og52: “Bir kere
yollamistim ama arkadasim bana ailesinin gordiigiinii ve kizdigint soyledi. Bir daha da
yollamadim.” ve Og20: “Arkadasima yolluyorum ama o da bana yolluyor. Daha ¢ok

keifiirlii videolar yolluyoruz ” seklinde goriis bildirmistir.

Ogrencilerin siber zorbalik davranisinda bulunma durumunu etkileyen etmenlere

iliskin goriisler asagida verilmistir:

02: “Arkadasimin fotograflarimin altina dalga gecen yorum yaziyorum. O da bana

yaziyor. Biz birbirimizle dalga ge¢meyi seviyoruz. ”

O111: “Bana sinifta dortgoz diye lakap taktlar. Ben de sahte hesap agip onlarla dalga

geciyorum. Asl:nda onlar bunu bilmiyor ama ben ¢ok egleniyorum.”
4.1.3. Ogrencilerin siber zorbahkta hislerine iliskin bulgular

Ogrencilerin siber zorbalikla ilgili duygularini belirlemek amaciyla “Mesajt
okudugunda ne hissettin?”, “Herhangi bir arkadasin aranizda gecen 6zel mesajlasmay1
baskasiyla paylastt mi? Bu durum Kkarsisinda ne hissettin?”, “Sen bir arkadasinla
gerceklestirdigin mesajlagsmay1 izni olmadan bir baskasiyla paylastin mi? Arkadasinin
tepkisi nasil oldu?”, “Sosyal medyada bir baskasinin davranisi nedeniyle kendinizi hig
korkmus veya tehdit altinda hissettiniz mi? Buna sebep olan olay nedir?”, “Sanal ortam
kullanilarak size zarar vermek igin yapilan eylemler duygularinizi nasil etkiledi?”
seklinde sorular sorulmustur. Ogrencilerin sorulan sorulara verdikleri yamitlardan elde

edilen veriler Tablo 5°te verilmistir.
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Tablo 5

Siber Zorbalikta Duygu Durumuna Yénelik Bulgular

Korkmus/tehdit altinda hissetme durumu f
Evet 46
Hayir 74
Duygu Durumu f
Uziintii 42
Ofke 58
Korku 11
Umutsuzluk 9

Zorbalik karsinda o6grencilerin duygularina iliskin 6grenci goriisleri asagida
verilmistir:
0g27: “Arkadasimla ilgili bir dedikodu yay:ld:. Bununla ilgili sahte hesaplar ag:lip komik
resimler de koymaya baglad:lar. Benim de yakin arkadasim oldugu igin benimle ilgili de
olur diye ¢ok korkmustum. Hatta arkadasimdan uzaklasmaya bile baslamistim korkudan.

Ama sonra ailesi ve gretmenler dgrendi. Ogretmenimiz bizimle Konustu olay kapand:.”

0g25: “Hayur hissetmedim. Ciinkii bence internet korkulacak bir yer degil. Kendinle ilgili

fazla bilgi vermezsen kimse sana bir sey yapamaz.”

0g110: “Boyle bir durumda ¢ok sinirlenirim. Asla korkmam. Hatta o kisiyi korkutmak

icin ben bir seyler yaparim.”

0g108: “Bu durumlarda cok iiziiliiriim. Ben ne yapt:m da bana béyle yapiyorlar diye
diisiiniiriim.  Ozellikle bu arkadaslarim tarafindan oluyorsa kendimi ¢ok kétii

hissederim. ”

4.1.4. Ogrencilerin siber zorbahg bildirmeleri ve 6nlenmesiyle ilgili goriislerine

yonelik bulgular

Ogrencilerin siber zorbahgin &nlenmesine ydnelik goriislerini  belirlemek
amaciyla “Internette sana rahatsizhk vermek amaciyla yapilmis durumlarla
karsilastiginda bu olaylarin1 herhangi birine sdyledin mi? Soylerken neler hissettin?”,

“Internetteki rahatsizlik veren durumlar: engellemek igin yasanilan olaylar bildirmek ne
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kadar etkilidir?”, “Baskasii rahatsiz etmek amaciyla yapilan bir olaya sahit oldugunda
ne yaparsin?”, “Internette kotii olaylarin azaltilmasina yonelik neler yapilabilir?” sorular

sorulmustur. Bu sorulara verilen yanitlardan elde edilen bulgular tablo 6’da sunulmustur.

Tablo 6

Ogrencilerin Siber Zorbalig: Bildirmeleri ve Siber Zorbaligin Onlenmesiyle flgili Goriislerine Yénelik

Bulgular

Soyleme/Séylememe Durumu f

Evet birine soyledim 25
Hayir séylemedim 95
Zorbahg bildirmenin etkili olma durumu f

Cok etkili 27
Az etkili 26
Etkili degil 56
Bilmiyorum 11
Zorbahga sahit olma durumunda verilen tepkiler f

Engellemesini soylerim 46
Aileme/ailesine soylerim 44
Aynisin1 yapmasini soylerim 30
Zorbahgin azaltilmasina yonelik oneriler f

Kullanim kisitlamasi gelmeli 81
Devlet ceza kesmeli 54
Egitim verilmeli 33

Ilkokul &grencilerinin  siber zorbaliga maruz kaldiklarinda bu  durumu

paylasmalara yonelik 6grenci goriisleri asagida sunulmustur.

0g20: “Hay:r birine soylemedim. Aileme séyledigim an tabletimin elimden al:nacagim
biliyorum. Oysa benim su¢um bile yokken. O yiizden olay biiyiik olmadik¢a kimseye de

soylemem.”

0g100: “Arkadasimin bana biraz kiifiirlii video ve terbiyesiz hareketli videolar
gonderdigini aileme soylemigtim. Ailem de siuf Ggretmenim ile goriiserek ¢ocuk ve
ailesiyle goriigmesini istedi. Bunu aileme soylerken acaba bana bir sey derler mi diye

diistinmiistiim biraz ¢cekinmistim ama ailem de bana bir sey demeyince rahatladim. Hatta
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soylememim ¢ok giizel bir davranis oldugunu séylediler. Tekrar boyle bir sey olsa yine

aileme soylerim.”

Ogrencilerin zorbalig: bildirme durumundaki etkili olma durumuna iliskin goriisleri
asagida verilmistir:

Ogo64: “Bence aileler sugu direkt bize yiikliiyor. Suclu olmasak bile interneti kullanmamiz
yasaklanzyor. Ama zorbal:k yapan kisi yapmaya devam ediyor. O yiizden séylemenin

etkili olmadigini diisiiniiyorum.”

0g59: “Benim basima béyle bir olay geldiginde ben direkt anneme soyledim. Annem
arkadasimin annesiyle konustu. Arkadasim da bir daha yapmadi. Bence kesinlikle
soylemeli. Eger ben soylemeseydim arkadasim muhtemelen yapmaya devam edecekti.

’

Burada bile belli soy/lemenin etkili oldugu.’

Ilkokul &grencilerine sorulan on dérdiincii soru olan “Baskasini rahatsiz etmek
amaciyla yapilan bir olaya sahit oldugunda ne yaparsin?” sorusuna verilen benzer

cevaplar asagida verilmistir.

0g60: “Ben hemen arkadasim: korumaya calwsirim. O kisiyi engellemesini séylerim ya
da oyun gibi bir ortamdaysa sikayet edilmesini saglarim.”

0g7: “Tamdigimiz bir kisiyse aileme ya da arkadasimn ailesine séylerim. Arkadasim
onlara soylememi istemezse dgretmenimize soylerim. Ama mutlaka bir biiyiigii

bilgilendiririm ”.

Og74: “Arkadasimi korumak icin ben de ona onun yaptigimin aynisini Yaparim. Benim

1

arkadagsim iiziiliiyorsa ben de onu iizmekK i¢in ugrasirim.’
Ilkokul 6grencilerine son soru olarak sorulan on besinci soru olan “Internette kotii

olaylarin azaltilmasina yonelik neler yapilabilir?” sorusuna verilen ortak cevaplar asagida

sunulmustur.
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Ogl: “Bence hem oyunlarda hem de sosyal medyada siiresiz kullanim yasaklamasi
gelmelidir. Su an baz: oyunlar siireli olarak oyun dis: ediyor ama geri dénecegini bilen

kisi bu tarz hareketleri yapmaya devam ediyor.”

0g38: “Devlet bazi uygulamalar: yasaklamal:dir ya da kotii icerikleri diretenlerin, bu tarz
hareketleri yapanlarin agir cezalar alinacag: bildirilmelidir. Bu kisileri sikdyet kolay

olmalidir ki magdur olan Kisi sikdayet etmekten ¢ekinmesin. ”

0g27: “Cocuklara dgretmenler egitim vermelidir. Arkadaslarim kendi aralarinda
kiifiirlesmede bir sikinti gérmiiyorlar ama bunun da koti bir olay oldugunu bence
bilmeleri gerekiyor. Internette hangi siteler iyi hangi siteler ko, iyi icerikleri nasil

secebiliriz gibi egitimlerin verilmesi bizim i¢in onemlidir.”
4.2. Sinif Ogretmenlerinin Siber Zorbahga iliskin Gériislerine Yonelik Bulgular

Arastirmanin  katilhmcilart olan smif o6gretmenlerinin siber zorbaliga iliskin
gortisleri temas1 siif 6gretmenlerinin siber zorbalikla ilgili genel goriisleri, ilkokul
ogrencilerin siber zorbaliga ugrama ve siber zorbalikta bulunma durumlarmna iliskin
gorisleri, ogretmenlerin siber zorbalikla ilgili etkinliklerine iliskin gorisleri ve siber
zorbaligin 6nlenmesine yonelik goriisleri olmak tizere dort alt temada toplanmistir. Bu

temalara iliskin bulgular Tablo 7, Tablo 8, Tablo 9 ve Tablo 10’da agiklanmistir.

4.2.1. Simf égretmenlerinin siber zorbahga iliskin genel goriislerine yonelik

bulgular

Sinif 6gretmenlerinin siber zorbalikla ilgili genel gortislerini belirlemek amaciyla
“Ogrencilerinizin hangi sosyal medya araglarmi siklikta kullandiklarin diisiiniiyorsunuz?
/ Ogrencilerinizin sosyal medya araglarini sikhkla kullandiklarmni diisiiniiyor musunuz?”,
“Ogrencilerinizin sosyal medya araglarmi kullanirken siber zorbaliga maruz kaldiklarmi
diisiiniiyor musunuz? Nasil? Ornek verir misiniz? Sizce en ¢ok hangi ortamlarda?”

sorulart sorulmustur. Bu dogrultuda elde edilen veriler Tablo 7°de verilmistir.
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Tablo 7

Sinif Ogretmenlerinin Siber Zorbalikla Ngili Genel Goriislerine Yonelik Bulgular

Ogrencilerin Sosyal Medya Kullanim Sikhgi f
1-2 saat 7
3-4 saat 12
4-5 saat 14
Hig 1
Sosyal Medya Platformlar: f
Youtube 16
Instagram 14
Tiktok 5

Smif 6gretmenlerinin 6grencilerinin hangi siklikla sosyal medya kullandiklar1 ve
bu sosyal medyalarin neler olduguna yonelik goriisleri asagida sunulmustur.

Cevaplar farkli derecelerde smif ogretmenligi yapan bireylerden alinsa da
cevaplar Youtube, Instagram ve Tiktok tizerinde yogunlasmistir. Simf 6gretmenleri
ogrencilerin sikhikla ve uzun zaman dilimlerinde sosyal medyay: kullandiklarini

diisiinmektedir. Ogretmenlerin bazilarmin verdigi cevaplar asagidaki gibidir:

O1: “Evet sosyal medyay: kullandiklarini hem de siklikla sosyal medyay: kullandiklarin
biliyorum. Ozellikle kiz ggrencilerim Tiktok ta dans akimlarim fazlasiyla izlemektedir.

Erkek ggrencilerim ise oyun videolariyla neredeyse giiniin yarisini gegirmektedir. ”

O4: “Cogunlukla YouTube 'dan dans izliyor ve miizik dinliyorlar. Yaslar: biiyiidiikce

Instagram ‘da kullanmaya basladilar.”

09: “Ogrencilerimin ézellikle YouTube ve Tiktok sosyal medya hesaplarin: giinde 2-3
saatten fazla siklikla kullandikliarini diisiiniiyorum. Ailelerinden de bununla ilgili

ogrenciler ile gériismem i¢in oldukga fazla geri doniis alryyorum.”

O12: “Evet her giin Instagram ve Tiktok kullandiklarin: diisiiniiyorum. Yeni akimlara
cocuklarin hemen hepsi hdkim. Internetle ilgili bir etkinligimde aldigim cevaplar bu

medyalar: takip ettikleri izlenimi olugturdu.”
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4.2.2. Sinf 6gretmenlerinin ilkokul 6grencilerinin siber zorbahga ugrama ve

siber zorbahkta bulunma durumlanna iliskin goriisleri

Smuf o6gretmenlerinin siber zorbaliga ugrama ve bulunma ile ilgili gortslerini
belirlemek amaciyla “Ogrencilerin ¢evrimici ortamda kendilerini giivende ve rahat
hissettiklerini ve kendilerine/bagkalarina meydana gelen siber zorbalik hakkinda
giivenilir bir yetiskini bilgilendirebileceklerini diisiiniiyor musunuz?”, “Ogrencilerin
siber zorbalik olaylarini bildirmelerini saglamanmn en iyi yolunun ne oldugunu
diisiiniiyorsunuz?”, “Ogrencilerinizin siber zorbaliga maruz kaldiklarini nasil anlarsiniz?
[fark edersiniz?”, “Ogrencilerinizin akranlarmna sosyal medya iizerinden siber zorbalikta
bulunduklarmi diisiiniiyor musunuz? Nasil? Ornek verir misiniz?”, “Ogrencilerinizin
siber zorbalik yaptiklarin1 nasil anlarsmiz?”, “Ogrencileriniz hi¢ siber zorbahk
olaylarindan bahsetti mi? Varsa ne gibi 6nlemler aldimiz”, “Ogrencilerinizin siber
zorbalik davraniglariin nedenlerine iligskin gorisleri nelerdir?”, “Okullarda 6grenciler
arasinda yasanan siber zorbalik davraniglarinin ne tiir sonuglar dogurduguna iliskin
gortsleriniz nelerdir?” sorulart sorulmustur. Bu dogrultuda elde edilen veriler Tablo8’de

verilmistir.

Tablo 8

Sinif Ogretmenlerinin Ogrencilerinin Siber Zorbaliga Ugrama ve Siber Zorbalikta Bulunma Durumlarna

Niskin Goriislerine Yonelik Bulgular

Zorbahga Maruz Kalma Durumu f
Evet 16
Hayir 2
Bilmiyorum 2
Yetiskini Bilgilendirme Durumu f
Evet bilgilendirir 4
Bazen bilgilendirir 2
Hayir bilgilendirmez 14
Siber Zorbalik Olaylarini Bildirme Saglamanin Yollar: f
Rehberlik Servisi 8
Giiven Duygusu 17
Egitim 15
Zorbahg Fark Etme Yollar: f
Sohbet ya da etkinlik yoluyla 6
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Tablo 8 (Devam) Sinif Ogretmenlerinin Ogrencilerinin Siber Zorbaliga Ugrama ve Siber Zorbalikta
Bulunma Durumlarina [liskin Goriislerine Yénelik Bulgular

Davranig Degisikligi 10
Siber zorbaligi anlayamayabilirim 4
Ogrencilerin Siber Zorbahkta Bulunma Durumlar: f
Evet 12
Hayir 8
Siber Zorbalhktan Bahsetme Durumlari f
Evet bahsetti. 5
Hayir bahsetmedi 15
Ogretmenlere Gore Cocuklarm Siber Zorbahk Davramss Nedenleri f
Kimlik gizleyebilme imkan 10
Ustiinliik kurma hirs: 5
Yaslarinin kiigiik olmasi 5
Kars1 cins anlagsmazliklar 3
Olumsuz sosyal medya fenomeni davranislar 2
Zorbalik Davranislarinin Sonuglar: f
Davranis bozuklugu, ¢cetelesme, kavga ve siddet egilimi 8
Ozgiiven problemi, ice kapamklik, korku ve kuskucu hareketler 10
Derslerde motivasyon distikligii 5
Intihara kalkisma 2

Tablo 8 incelendiginde 6gretmenlerin ¢ogu égrencilerinin siber zorbaliga maruz
kaldigin1 diistinmektedir. Ancak ogrencilerin bunun farkinda olmayarak kendilerini
cevrimici ortamda giivende hissettiklerini disiindiigiinii  belirtmistir. Neden bdoyle
diistindiikleri soruldugunda ise cocuklarin ¢ogu zaman c¢evrimici ortamlardan gelen
zararlar1 fark etmedikleri, yiiz yiize bir temasa girmedikleri i¢in zarar gelmeyecegini
diisinmeleri cevabi alinmistir. Zorbalik durumunda bir yetiskini bilgilendirme durumuna
ise ogretmenlerin gogunun 6grencinin bir yetiskini bilgilendirmeyecegi cevabi alinmigtir.
Bazi ogretmenler siklikla bu konu hakkinda hem o6grenciyi hem de veliyi
bilgilendirdiginden  6grencilerin - boyle bir durumda kesinlikle bir yetiskini
bilgilendirecegini vurgulamistir. Geri kalan 6gretmenler ise dgrencilerin bazi olaylar
karsisinda bilgilendirme yapacagini, bazi olaylar Kkarsisinda ise bilgilendirme

yapmayacagini soylemistir.

Smif 6gretmenlerinin 6grencilerinin siber zorbaliga maruz kaldiklarina yonelik

goriisleri asagida verilmistir:
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08: “Evet kesinlikle kal:yorlar. Fotograf Ve diisiince paylastikiar: mecralarda olumsuz
elestiriye maruz kaliyorlar. Ozellikle paylastiklar: gérsellerin gerekliligi ve fiziksel
ozellikleri konusunda diger 6grencilerimin olumsuz yorum yaptig: sikayetini birden fazla

kez aldim.”

019: “Siber zorbaliga maruz kald:klar:z: biliyorum. YouTube kanali olan égrencilerim

var. Paylastiklar: videolarin altina gelen olumsuz yorumlardan bahsesmislerdi. ”

Smif ogretmenlerinin 6grencilerinin  kendilerini ¢evrimigi ortamda giivende

hissedip/hissetmediklerine yonelik goriisleri asagida verilmistir:

0g7: “Ogrencilerimin cogunun kendini giivende hissettiklerini diisiiniiyorum. Birkag
konuda internetten bizi bulamayacakiar: i¢cin ne yapabilirler ki gibi konusmalarin

Qectigine bizzat sahit oldum.”

0Og13: “Cocuklar:n bir korku, endise hissettigini diigiinmiiyorum.”

0g19: “Bazi kiz égrencilerim tehdit edilmis. Onlarin artik biraz cekinerek internete
girdigini biliyorum. Ancak ozellikle erkek ogrencilerimin asla bir korkusu, ¢ekincesi

yok.”

0Ogl15: “Bu konunun her ¢ocuga gore degisecegini diisiiniiyorum. Cocugun yas:, aile
ortami, zekd durumu, yasadigi cevre, gelenekler gibi faktorler etkilemektedir. Eger aile

stki bir aileyse ¢ocuk sayleyemeyebilir.”

0g20: “Haywr soylemezler. Ebeveynler bu konularda ogrencileri kisitladigi icin
soylemeleri  durumunda ceza alacaklarim:  diisiindiiklerinde  bilgilendirmeden

kagimyorlar.”

Og6: “Soyleyeceklerini diisiinmiiyorum. Bazilari, yaslarina uygun olmadigini bildikleri
icin saklama egilimindeler. Velilerin tabletlerini ellerinden almalari, sosyal medyay:
yasaklamalar: gibi durumlarla karsilasmak istemedikleri i¢in bu durumlar: gizli

tutuyorlar.”
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0Og2: “Anne ve babalara bu konuda bilgi vermistim onlar da cok dikkatlilerdi. Ben de
donem donem simifta bu konuda ¢ocukilar: bilgilendiriyorum onun i¢in hi¢hir sorun

yasandigini gérmedim.”

Tablo 8 incelendiginde sinif 6gretmenlerine siber zorbaligi yasayan ya da siber
zorbaliga tanik olan 6grencinin bu durumu bildirmesini saglamanin yolu soruldugunda
en c¢ok aile, ogretmen gibi c¢ocugun cgevresinde olan kisilerin ¢ocugun giivenini
saglamasindan gectigini vurgulamislardir. Yine o6gretmenler ¢ocuklara siber zorbalik ile
ilgili egitim verilerek bu farkindaligin saglandiginda ¢ocuklarin ¢ekinmeden zorbalik
durumlarmi bildirecegini soylemislerdir. Cocuklarin rehberlik servisi ile is birligi yaparak
bu gibi durumlarin korkulacak, ¢ekinilecek bir durum olmadiginin bilincine vardirilmasi

da en fazla verilen iigiincii cevaptur.

Ogl17: “Bence burada aileye ve ogretmene giiven ¢ok énemlidir. Cocugun aile ve
ogretmene kars: bir giiven duygusu yoksa anlasiimayabilir. Aile ve ogretmen ile giivenilir
bir ortamdaysa rahatl:kla anlatabilir. Ogrencileri siber zorbaliga maruz Kalmasim

resimlerinden, davranislarindan, duygu ve diigiincelerinden anlayabilirim. ”

0g5: “Yay itibariyle de caliszgim cocuklarin davranislarina duygularina dogrudan
yansimalart oluyor. Ornegin duygusal olarak iiziintii Yasamalar: artiyor, Konusma
tarzlar: olumsuz etkileniyor. Bazen boyle durumlarda rehberlik servisine yonlendirme

yaparak égrencinin problemine daha hdkim oluyorum.”

0g16: “Bu konular iizerinde sohbet baglatir yasantlarin: dinlerim. Yarg:lay:c: olmadan
dinledigimde yasantilarin paylasiyorlar. Bu noktada ¢ocuklara giiven verebilmek ¢ok

onemli.”

0g13: “Cocuk ve aile konu ile ilgili kesinlikle egitimli olmalilar. Cocugun
davranislarindan ruhsal degisimlerinden fark edebiliriz. Asl:nda davranis degisikligi de
cocuktan cocuga farklilasabiliyor. Ornegin siber zorbaliga ugrayan bir cocuk zorbalik
yapan ¢ocugu ornek alarak onun gibi sald:rgan davranirken bir baska ¢ocuk korkarak
icine kapanabiliyor. Burada égretmen ve ailelerin dikkatli o/mas:, bu konuda fikir sahibi

olmasi gerekmektedir.”
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Og7: “Normal davraniglarimn rutini digina ¢ikmaya baslamasi, icine Kapanip susmast,
beklenmedik davranisiar icinde olmasi gibi hallerinden fark ederim. Cocuklarin
oynadiklarin Oyunlarinda biirtindiigii Kigilikler, resimlerde ¢izdigi karakterler siber

zorbalig: anlamamiz i¢in yol gésterici olabilir.”

Smuf 6gretmenlerine sorulan 6grencilerin akranlarina sosyal medya iizerinden
siber zorbalkta bulunup bulunmadiklarina yonelik goriisleri soruldugunda cevaplar
yakinlik gostermistir. “Evet” cevabi veren dgretmenler daha cok fiziksel o6zelliklerle
dalga gecilerek, oyunda asagilanarak ve kotii mesajlar iceren icerikler gondererek bu
zorbalig yaptiklar: goriisiindeyken “Hayir” cevabi veren dgretmenlerin de 6grencilerinin
yaslarinin kiigiik oldugundan daha ¢ok siber zorbaliga ugrayan tarafin olduklarini

belirtmislerdir. Ogretmenlerin verdigi bazi cevaplar soyledir.

0Og18: “Ne kadar bilgi versem de égrencilerimin siber zorbalig: yaptigin diisiiniiyorum.
Genellikle bir ggrenci diger ogrenciyi bir seyi kotii yaptigt igin alayc: bir tavirda
asagilayict laflar soyleyebiliyor. Bu oynadigi oyunda daha ¢ok Kkarsimiza c¢ikiyor.
Neredeyse hemen her giin boyle sikayetler aliyorum.”

Ogl14: “Evet diisiiniiyorum. Ornegin fotografini paylasan bir égrencinin bir arkadasinin
yorum attigin: ve onun fiziksel goriiniisiinii Kotiileyecek yorumlar yazdigini soylemisti.
Hatta bu olaydan sonra dersimin bir kismin: bu konuya ayirdim ancak daha detayl: ele

’

almam gerektiginin farkindayim.’

0g7: “Odevi anlamayan bir arkadaslarina WhatsApp iizerinden hakaret boyutuna varan
konugmalara bizzat sahit oldum. Daha sonra veli toplantzmda bunun uyarusin: yaptim.
Maalesef orada oyunlarda ve kendi aralarinda konusmalarinda daha fazla bu durumun
oldugunu ogrendim. Veliler ile ortak hareket etmeye ¢alistik ama ggrencilerin hayatina
uzaktan bir yere kadar miidahale edebiliyorum. Burada asi/ kontrol merkezi aile

olmalidir.”

0g10: “Internet iizerinden yaptiklarin: gérmedim ama sosyal medyada gordiiklerini yiiz

yiize davraniglarda kesinlikle yansitryorlar.”
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0g2: “Basindan ve cevremizdeki diger drneklerden gérdiigiimiiz Kadariyla boyle seyler
yasaniyor ama benim sinifimda ve okulundaki siniflarda bayle bir seylerin yasandigini

hic tanik olmadim. BU benim i¢in aslinda mutluluk verici bir durum.”

0Og16: “Hayur kesinlikle diigiinmiiyorum. Ogrencilerimin yag: siber zorbalik yapmak icin
oldukc¢a kiigiik. Zaten internet kullanimlarimin aile gozetiminde olmasina ekstra ozen

gosteriyorum.”

Smuf ogretmenlerinin 6grencilerin siber zorbalik yaptiginda bunu fark etme
yollarma iligkin cevaplari incelendiginde bunu anlama yollarimin farklilik gosterdigi
goriilmektedir. Ancak genel kani ogrencilerin davranislarinin degisiklik gosterdigi,
ogrencilerin  giinliikk rutin davramiglarinin - disina ¢ikarak daha saldirganlastigi,
arkadaslarima zorbalik yaptigi bu dogrultuda da arkadaslarindan gelen sikayetlerin
artmasi yoniinde oldugudur. Diger en ¢ok verilen cevap ise 6gretmen kendisinin bunu

anlayabilecegini diisiinmedigi seklindedir. Verilen cevaplardan bazilari soyledir:

0g12: “Davrams degisikligi olur. Daha énce sergilemedigi bir davranis: ortaya ¢ikar.
Bu durum ggretmene kisa zamanda yansiyorsa ekran Karsisinda denetimsiz ve tek basina

kaldiginda daha sert davramiglar gostermesi muhtemeldir olarak yorumlarim.”

0g3: “Sosyal medyadaki zorbalik dilini giinliik hayatta kullanmalar: beni siber zorbalik
yaptiklar: konusunda diistindiiriir. Ciinkii izlenimlerime gore giinliik hayatta kaba soz ve
davramiglar: olan ¢ocuk internet ortaminda daha rahat oldugu igin siddetini artirarak

orada da bunu stirdiirmektedir.”

Og10: “Sivil hayatta yapan cocugun siber ortamda da bu davramgslar: yaptigini
diistintiyorum. Yiiz yiize ortamda akranlarindan sikdayet gelen ¢ocugun bunu cevrimici
ortamda da ayn: kisilere uyguladigina sahit oldum. Cocugun hal ve hareketleri her sey
icin bir ipucu niteligindedir.”

Og7: “Siber zorbal:g: anlamak oldukca zordur. Okulda olduk¢a terbiyeli olan

ogrencilerimin internet ortaminda ettigi kiifiirleri duydugumda ¢ok sasirmistim. CoCugun
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ogretmene, aileye tavr: ile internet ortamindaki tavr: farkli olabiliyor. Bundan dolay:

siber zorbal:g: anlamamm ¢ok miimkiin oldugunu diisiinmiiyorum.”

Smuf ogretmenlerinin 6grencilerinden siber zorbalikta bulunma olaylarinin

bahsedilmesine yonelik cevaplar asagidaki gibidir:

Ogl5: “Ogrencim Youtube iizerinden yasadigi olumsuz bir durumdan bahsesmisti.
YouTube tizerinde kullan:zc: ayarlar: hakkinda bilgilendirmede bulundum. Velilere de bu

konuda bilgilendirme yapt:m.”

0g9: “Ogrenci WhatsApp gruplarinda olan bir durumu sinifin baska égrencileri
anlatmigt;. Hemen aileleri ile bir veli toplantis: planlayarak bu durumdan onlari da
haberdar ettim. Ogrencilerin ogretmenin olmadigi bir grup kurmasim: kesinlikle

yasaklad:m ailelerden de bunun takibini yapmasini rica ettim.”

Smif Sgretmenlerinin 6grencilerin siber zorbalikta bulunma nedenlerine ve

bulunulan zorbalik davranislarinin sonuglarina yonelik bulgular asagidaki gibidir:

0Og18: “Bence kimliginin desifre olamayacag: diisiincesine Kapilmasidir. Bunun yaninda
kisisel bilgilerinin karsisindaki insana belirtilmedigi i¢cin rahatlikla her olumsuz durumu
yansitabilir. Cocuk karsisindaki kisi karsisinda giiclii gordiikce bu hareketlerinin de

devamini getirmektedir.”

Ogl1: “Ustiin olma ¢abas: diyebilirim, kendine én plana ¢ikarma olabilir. Kiskanilan
birini dibe ge¢me de olabilir. Bu durum genellikle benmerkezci biyiitiilmiis ¢ocuklarda
goriilmektedir. Arkadasinin kendinden herhangi bir konuda biraz daha on planda olmas:
bayle ¢ocuklar: harekete gecirerek cevrimici ortamlarda zorbal:k yapmaya itebiliyor. ”

Og6: “Son yillarda popiiler olan bazi sosyal medya fenomenlerinin satafatl: hayatlars,
ozendirici yasam tarzlar: ogrencileri kendilerine hayran birakarak onlar: kendilerine rol
model almasini saglamistir. Bu fenomenlerin kendince bulduklar: kelimeleri diger
arkadagslarina hakaret ederek soylemesi bu kisilerin olumsuz davranislar: pekistirdigini

’

gostermektedir.’
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0g20: “Sahit oldugum siber zorbalik durumu kiz ogrencilerim ve erkek égrencilerim
arasinda sene boyunca devam etti. Kiz ogrencilerim erkek ogrencilerimle kendi
aralarinda dedikodu yaparken erkek ogrencilerim de kiz dgrencilerime degisik
yakistirmalar yaparak onlarla dalga ge¢misler. Devamli olay iizerinde dursam da sene
boyu ara ara bu konu ile ilgili sikayetler gelmeye devam etti.”

Ogl: “Sonuglara kisa siireli baktigimizda tartismalar, arkadaslarindan soyutlanma
olarak karsumiza ¢ikiyor ancak genis boyutlu diisiiniince ¢evresinde de sosyal yonii
gelismeyen, cevresinde giicii yettigi kisilerden sinirini ¢ikaran c¢ocuklar olarak

yetisiyorlar.”

Ogl4: “Ogrenci korku, asagilanma gibi duygulardan dolay: biiyiik sikinti icine girer.
Derdini anlatamayan ogrenci i¢in derslerinde basarisizlik baslar okula gelmek istemez
psikolojik travmalar yasayabilir. Evde ailesine okulda 6gretmen ve arkadasiarina yalan

soylemesi de olduk¢a muhtemeldir. ”

0g16: “Kargsisindaki Kisi tarafindan siirekli olarak zorbaliga ugrayan cocuk gittikge icine
Kapanik olan, ézgiiveni az olan, gururu zedelenmis bir ¢ocuk olarak hayat:na devam
etmek zorunda kalmaktadir. Rezil olma korkusuyla diisiincelerini paylasamadigindan
dolayr ¢cevresi ile de iliskilerini saglam temellere oturtarak olusturamazlar. Bu durumda

hayatlar: boyunca kendi icinde eziklik-iistiinliik savas: vermesine sebep olmaktad:r.”

Og5: “Siber zorbaligin cesidine bagh olarak baz durumlarda c¢ocuklarin intihara
kalkistig1 gerek sosyal medyada gerek basinda karsimiza ¢rkmaktad:r. Ornegin en ¢ok kiz
¢ocuklarimizda goriilmektedir. Cocugumuzu kandiran zorba elde ettigi kisisel bilgi,
fotograf'vb. verileri ailesine yollamak, etrafa yaymak, dedikodu ¢zkarmak gibi tehditlerle
¢ocugumuzu zor duruma sokmaktad:r. Bu durumu ailesine ya da ¢evresine anlatamayan

¢ocuk intihar son ¢are olarak gormektedir.”
4.2.3. Sinif 6gretmenlerinin siber zorbahkla ilgili etkinliklerine iliskin goriisleri

Smif o6gretmenlerinin  siber zorbalikla ilgili etkinliklere iliskin gortsleri

belirlemek amaciyla “Siber zorbalik konusunda 6grencilerinizle ¢alisma yaptiniz mi?
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Yaptiysaniz katkis1 oldu mu?” sorusu sorulmustur. Bu dogrultuda elde edilen veriler
Tablo9’da verilmistir.

Tablo 9

Siber Zorbalik Konusunda Ogretmenler Tarafindan Ogrencilere Calisma Yapuip Yapiimadig: igkin
Cevaplara Ait Bulgular

Calhisma Yaptim/Yapmadim f
Evet ¢alisma yaptim. 6
Hayir ¢alisma yapmadim. 9

5

Rehberlik servisi yapti.

Smif 6gretmenlerinin ¢alisma yapma durumlarina yonelik cevaplari asagidaki
gibidir:
Og13: “Ikinci siniftan beri bu konuyu her iki ayda i¢ ayda bir isliyorum. Onun icin de
hi¢hir sorun Yasamadim. Ogrencilerimi bu konuda dikkatli davranmaya fesvik
ediyorum. ”

Og5: “Rehberlik servisi bu konuda calisma yapryor ve bu tarz durumlarla kars:lamama

nedenim yapilan bu ¢alismalar diye diisiindiyorum.”
4.2.4. Simf 6gretmenlerinin siber zorbahgm onlenmesine yonelik goriisleri

Sinif 6gretmenlerinin siber zorbaligin 6nlenmesine yonelik goriislerini belirlemek
amaciyla  “Ogrencilerinizin  siber zorbalik davramslarinin ~ &nlenmesine iliskin
gorisleriniz nelerdir?”, “Okullar/ogretmenler bu tiir olaylarla karsilastiklarinda ne
yapabilirler?”, “Siber zorbalikla ilgili ebeveynlerle ne tiir bir is birligi yapilabilecegini
diistintiyorsunuz?” sorular1 sorulmustur. Bu dogrultuda elde edilen veriler Tablo10’da

verilmistir.

Tablo 10

Sinif Ogretmenlerinin Siber Zorbaligin Onlenmesine Yénelik Goriislerine Yénelik Bulgular

Zorbahg Onleme Yollart f
Uygulanabilir filtreler 5
Aile ile paylagim 8

7

Egitim
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Tablo 10 (Devam) Sinif Ogretmenlerinin Siber Zorbaligin Onlenmesine Yonelik Goriislerine Yinelik Bulgular

Okullarmn/égretmenlerin siber zorbalik olaylarinda neler yapilabilecegine f
iliskin goriislerine
Veli-Ogretmen-Ogrenci Is Birligi
Uzman Danigman Destegi

Emniyet Destegi

- N © ©

Ebeveyn is birligine ait goriisler
Sosyal medya/teknolojik alet kisitlamasi 11
Veli egitimi

Davramslar1 Engellemek i¢in Egitim Program icerigine Yonelik Goriisler
Rehberlik merkezli

Ogretmenlere yonelik egitim

Ahlak derslerine agirlik

o N N w —h ©

Tum derslere entegre

Smf 6gretmenlerinin siber zorbalik olaylarinda neler yapilabilecegine yonelik
goriisleri kapsaminda Tablo 10 incelendiginde okullarin, 6gretmenlerin ve en ¢ok veli-
ogretmen-ogrenci is birligi olabilecegi vurgulanirken, ayni sayida bir baska cevap ise
uzman danisman destegi alimas: gerektigi olmustur. Ogrencilerin veli ve 6gretmenlerin
destegiyle bilinglendirme yapilmasi esas alinmistir.

Smuf ogretmenlerinin siber zorbaligin 6nlenmesine yonelik gorisleri asagida

verilmistir:

Og4: “Sosyal medyay: ebeveyn gozetiminde kullanmak onlar: bu  konuda
kisitlayacagindan siber zorbaligin yapilmayacagini diisiiniiyorlar. Ayrica bir olay
oldugunda aileleriyle paylagsmak, ailelerin bir daha bu ¢esit bir olayiz gelmesini

engelleyecegini soylemektedirler. ”

0g19: “Sosyal medyay: kullanirken olumsuz bir durumda sosyal medyalar:n kapat:/mas:
gibi uygulamalarin gelmesi siber zorbalig: biiyiik oradan azaltacagin diigiinmektedirler.
Ogrendigim Kadariyla oyunlarda kiifredildiginde kullanic: bir siire oyuna alinmiyor aym
zamanda da oyun ozelliklerine kisitlama getiriyormus. Bu durum orada kiifredilme
oramm azaltmis. Ogrenciler bu gibi uygulamalarin her yere gelmesi gerektigini

belirtmekzedir. ”

Og17: “Veli ig birligi ile grenci en az zarar gorecek sekilde uzman destegi almak veya

yonlendirmek gereklidir. figili birimlere sikdyette bulunmak atlanmamalidir.”
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0Og8: “Eger siber zorbalik yapan kendi okulumuzdan bagka bir ggrenci ise onun
ogretmeni gerekirse velisini cagirarak bu konunun oziine inmesini saglar:m. Ogrencinin
uyarimas ve bir daha yapmamas: gerektigi ile ilgili ciddi onlemler alinmasin: saglarim.
Bunun igin ogrencinin rehberlik servisiyle diizenli goriismesini rica ederim. Eger siber
zorbalik tamimadigimiz uzak Kigiler tarafindan yapilryorsa ve ogrenci bunu itiraf ermisse
bunun i¢in yine aile bilgilendirilmeli ve yasal yollara basvurularak yapan kisinin takibi
yapilmalidir. Ogrenci ortamlardan uzaklastirilmalidir.”

Og13: “Rehberlik servisiyle aile is birligi icinde ¢alismalidir. Gerekli tedbirler ggretmen
ve idareciler tarafindan alindiginda siirece gore ilgili mekanizmalar harekete
gecirilmelidir. Veli akademileri diizenlenerek ailelere sosyal medya, ¢evrimi¢i ortam
bilgilendirmeleri yapilmali gerekirse aileler de vyagslarina uygun sanal ortamlara

yonlendirilerek bir ¢alisma yapilabilir.”

Tablo10 incelendiginde ebeveyn is birligine ait goriislere verilen cevaplarin iki
secenek arasinda yogunlastigi anlasilmistir.  Ogretmenler tarafindan  oncelikle
ogrencilerin telefon, tablet vb. elektronik aygitlarina kullanim kisitlamasi getirilmesi
gerektigi diisiiniilmektedir. Cocuklarin interneti kontrolsiiz kullanimimnin ancak veli is
birligi ile olabilecegi belirtilmektedir. Diger bir husus ise velilerin kesinlikle bu konu
hakkinda egitim almasi gerektigidir.

Sinif 6gretmenlerinin ebeveynlerle yapilabilecek is birliklerine yonelik cevaplar

asagidaki gibidir:

0g3: “Ebeveyn oncellikle siber zorbalik hakkinda bilgilendirilmelidir. Ciinkii ebeveyn
ogrenciyi daha iyi denetler. Dogru bilgilerle ogrenciyi aydinlatir, empati kurmasin

saglar. Ayni zamanda internetini denetler, sinursiz bir internet izni vermez. ”
Og8: “Actkcas: sosyal medya kullanm: azaltlabilir. Bunun icin ailelerin ¢cocuklarzyla

birlikte sosyal aktiviteler yapmas: gerekir. Cocuklarin aileleriyle givenli bir bag

kurmalar: gerektigini belirtmemiz gerekir.”
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0gl17: “Simr koyma, sanal ortamlar: Kisisellestirme, uygun sitelere yonlendirme gibi
konularda is birligi icinde olunmalidir. Veli bu noktada bu konular: bilmelidir ki

cocuklarimin kandirmalarina maruz kalmaswinlar.”

Smuf 6gretmenlerinin nasil bir egitim programinin gengleri, gocuklar, yetiskinleri

siber zorbaliktan koruyabilecegine iliskin cevaplari asagida verilmistir:

0g19: “Bu konuda rehber ggretmenleri is birligi yapilmas: gerektigini diisiiniiyorum.
Oncelikle onlarin icinde yasadiklar: ofkeyi disar: cikarabilmek icin Ve dfkenin neden
oldugunu tespit etmek gerekir. Siber zorbalik aslinda égrencinin icerisinde yasadigt
stkintilart  yansittigine  diistiniiyorum. Bundan dolayr dgrencilerle giivenli bir bag

Kurulmasi gerektigini diisiiniiyorum.”

Og7: “Aslinda programdan énce bu konuda bilingli egitimli Ggretmenler sayesinde
korunabilecegini diigtiniiyorum. Giiniimiizde teknolojinin egitimle i¢ ice olmasina karsgin
derslerinde hala bu konuya deginmeyen ogretmenlerimiz mevcut. Cocuklar kiiciik yasta
internet okuryazar: olarak yetisfirmek zorunda oldugumuzu diigiiniiyorum. Interneti

hayatimizdan ¢itkaramiyorsak onu dogru sekilde kullanmay: 6grenmemiz gereklidir.”

Ogl11: “Erdemleri ve ahlaki gelisimleri én planda tutacak, yaslarina uygun sitelerden
veya uygulamalardan baslayarak nasil kullanilmas: gerektigini égretecek, zorbaliklarin
nastl sonuglar doguracagini bilinglendirecek dersler eklenebilir, hayat bilgisi, sosyal

bilgiler derslerine konular eklenebilir.”

Og4: “Hayat bilgisi, Tirkce derslerinde konulariz okuma parcalarinn bircok yerine
serpigtirilebilir. Ozellikle bu konu her ders i¢ine dahil edilebilir. Tirkce de siber zorbalik
ile ilgili siir yazdirilirken resim dersinde bu konu hakkinda bir ¢izim istenebilir.
Ogretmenler ozellikle bilgilendirip bu konuda c¢ocuklara siirekli uyar: yapilmasini ve

’

baylece giindemde tutulmas: saglanabilir.’
4.3. Velilerin Siber Zorbahga Iliskin Genel Gériislerine Yénelik Bulgular

Arastirmanin Katilimeilart olan velilerin siber zorbalikla ilgili genel gorisleri,

velilerin ¢ocuklarinin siber zorbaliga ugrama ve siber zorbalikta bulunma durumlarina
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iliskin gorisleri ve siber zorbaligin 6nlenmesine yonelik gortisleri olmak tizere g alt
temada toplanmistir. Bu temalara iliskin bulgular Tablo 11, Tablo 12 ve Tablo 13’te

aciklanmastir.
4.3.1. Velilerin siber zorbahga iliskin genel goriislerine yonelik bulgular

Velilerin siber zorbalikla ilgili genel gortslerini belirlemek amaciyla “Siber
zorbalikla ilgili ne disiiniiyorsunuz?”, “Cocugunuz sosyal medya araglarini siklikla
kullandiklarin1 ~ diisiiniiyor musunuz?”’, “Cocugunuzun siber zorbalik olaylarim
bildirmelerini saglamanin en iyi yolunun ne oldugunu diistiniiyorsunuz?”, “Cocugunuzun
siber zorbaliga maruz kaldiklarmi nasil anlarsiniz? /fark edersiniz?”, “Cocugunuz hig
siber zorbalik olaylarindan bahsetti mi? Bu durum karsisinda tepkiniz ne oldu?” seklinde

sorular sorulmustur. Velilerin bu sorulara verdikleri yanitlar Tablo 11°de sunulmustur.

Tablo 11

Velilerin Siber Zorbaliga iliskin Genel Gériislerine Yonelik Bulgular

Siber Zorbalik Nedir? f
Internetteki hakaret icerikli sozler 6
Birbirlerine kars1 siddet uygulamalar: 7
Bilmiyorum 7
Velilere Gore Cocugun Sosyal Medya Araglarim Kullanma Sikhig: f
1 saatten az 7
1-2 saat 6
2-5 saat 4
5 saatten fazla 3
Sosyal Medya Kullanma Durumlari f
Evet 13
Hayir 7
Velilere Gore Cocuklarm Siber Zorbalik Davranis Nedenleri f
Cevrimici ortamda arkadas kisitlamasinin olmamasi 10
Internette gegirilen siirenin takibini yapamamak 9
Cocuklara ahlaki duygularin kazandirilmamasi 1
Siber Zorbahg: Bildirmenin Yollar f
Giiven verme 18
Ogretmen aracihig: ile 2
Fark Etme Yollar f
Davraniglarinin degismesinden anlarim 14
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Tablo 11 (Devam) Velilerin Siber Zorbaliga Iliskin Genel Gériiglerine Yonelik Bulgular

Kendi bana soyler 6yle fark ederim 4
Derslerdeki basarisina bakarim 2
Cocugun Siber Zorbahk Olaylarindan Bahsetme Durumlari f
Bahsetti 14
Bahsetmedi 6

Velilerin siber zorbaligin ne olduguna iliskin gorislerinin hakaret ve siddet
tizerine yogunlastigi ya da bilmedikleri goriiliirken, g¢ocuklarin sosyal medyay:
kullandiklart ve c¢ocuklarinin  siber zorbaliga wugradiklarini davranislarindan
anlayacaklarini ifade ettikleri goriilmektedir.

Velilere siber zorbaligin neler olduguna yonelik goriisleri asagida sunulmustur.

V1: “Internet ortaminda edilen hakaret icerikli sozler olarak tanzmlayabilir. ”

V5: “Bilgisayarda oynanan oyunlarda c¢ocuklarin birbirine kiifiir icerikler sozler

’

soylemesidir.’

V12: “Internette cocuklarin yaslarina uygun olmayan iceriklerle karsilasmas: ve baz:

kotii niyetli insanlarin cocuklara istemedikleri kotii sekilde davranmalaridir.”

V17: “Cocuklar:n birbirlerinin canin: acitacak davranislaridir diyebilirim.”

V2: “Cocuklar:n birbirlerine kars: zorbalik yaptigin: biliyorum. Ama siber zorbal:k da

bunun igerisinde mi bilmiyorum.”

Velilerin ¢ocuklarmin sosyal medya araglarint kullanma sikligina yonelik

goriisleri asagida verilmistir:

V3: “Cocuguma giinliik 1 saat siire koyuyorum. Okuldaki odevleri bittikten sonra siire

’

tutarak veriyorum.’

V19: “Calistigim i¢in ¢cocugumun ne kadar sosyal medyay: kullandigin: bilmiyorum. Ama
teknoloji bagimlist oldu iyice. Bundan dolayt 5 saatten fazla oldugunu diisiiniiyorum.”
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Velilerin ¢ocuklarmin sosyal medya araglarimi kullanma durumlarina yonelik

goriisleri asagida verilmistir:

V8: “Cocugumu ne kadar sosyal medyadan uzak tutmaya calwssam da olmas: gerekenden
fazla zaman gecirdigini diigiiniiyorum. Hatta bu konu hakkinda sinif 6gretmeninden de

¢ocugumla goriigmesini talep ettim.”

V9: “Cocugumun derslerde basarisimin  diismeye baslamas: iizerine sebeplerine
baktigimda sosyal medyada fazla zaman gecirdigini fark ettim. Yeni bir sosyal medya
hesabt a¢gnugti. Oraya devamli fotograf koymak i¢in her yerde resim cekmeye baslad.

Gelen begenilerle ¢ok ilgilendigini fark ettim.”

V17: “Cocugumun sosyal medyada vakit gegirmesi benim gozetimim altindadir. Fazla

vakit gegirmesine izin vermiyorum.”

V20: “Cocugum sosyal medyada fazla zaman harcamaz. Giinliik édevlerini, ders
tekrarlarini yaptiktan, kitap okumasini gergeklestirdikten sonra sosyal medyaya girmesi

’

icin izin veririm.’

Velilerin g¢ocuklarin siber zorbalik davranis nedenlerine yonelik genel gorisleri asagida

verilmistir:

V1: “Cocugumun internette kimlerle konustugunu, oyun oynad:gin: bilmiyorum. Orada nas:l

konustugunu da bilmiyorum. Orada rahat konusabilmek ¢ocuklara cesaret veriyor olabilir.”

V20: “Cocuklar sayg:, sevgi gibi seyleri bilmedikee internette de rahatca kiifredebiliyorlar. Once

cocugun saygry: agrenmesi gerekir. Burada ailelere biiyiik gorev diigiiyor.”

Tabloll incelendiginde velilerin ¢ocugunun siber zorbalik olaylarin
bildirmesinde en o&nemli faktoriin  giiven duygusu fikri tizerinde yogunlastigi
goriilmektedir. Veliler giiven duygusunu verdikten sonra c¢ocugun bu tiir olaylar
gizlemeyecegini disiinmektedir. Bazi veliler ise o6gretmenlerin 6grencilerle yakin
iligkisinin siber zorbalik olaylarim1 onlara sdylemesinin  daha kolay olacagim

disiinmektedir.
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V7: “Cocuguma ne olursa olsun bana soylemesi gerektigini devam/: soylerim. Gizli kalan
her seyin hem kendisi i¢in hem de égrenince benim i¢in daha sikintili olacagini bilir. Hem
okulda hem internette yasadig: olaylardan bilgim olur. Cocuga giiven duygusunu

verdikten sonra saklayacag: bir sey olmamasi gerektigini anlar.”

V15: “Cocuktur bu, asla benim ¢ocugum yapmaz demem. Ama yaptig: seyi bana
soylediginde ona kizmayacagumi bilir. Coziimii icin beraber fikir alwsverisi yapariz.

Istemedigimiz birkag olay basimiza geldi ancak sinif 6gretmeniyle ¢ozdik.”

V16: “Cocugum swuf ogretmenini ¢ok seviyor. Bir olay oldugunda genelde sunif
ogretmeninden égreniyorum. Siber zorbalikla karsilasirsa ogretmenimize séyleyecegine
eminim.”

Tablo11 incelendiginde veliler ¢cocugunun siber zorbaliga maruz kalmasini genel
olarak davraniglart degisirse anlayacagini belirtmislerdir. Cocugunun korkuyla igine
kapanacagin1 diisiinen veliler bundan siiphelenecegini soylemislerdir. Her velinin
¢ocugunu tanimasi, rutin davraniglarina hakim olmasi ¢ocugunda birtakim degisiklikler
oldugunda bazi seyler igin ipucu olusturabilecegini vurgulamislardir. Bazi veliler
cocugunun siber zorbalikla karsilagtiginda hemen ona kendisinin sdyleyecegini bundan
sebep kendisinin fark etmesine firsat kalmayacagini anlatmislardir. Kimi veliler ise
cocugunun stres durumlarinda derslerindeki basarisinin diistiigiinii boyle bir durum
oldugunda nedenlerini arastirdiginda siber zorbaliktan kaynakli ise bunu bulabilecegini

sOylemistir.

V13: “Cocugum bizimle iletisimi yiiksek olan bir ¢ocuk. Bir sikintisi oldugunda da
odasindan ¢ikmaz, igine kapanir. Boyle durumlarda mutlaka bir sey oldugunu biliriz

’

hemen nedenini 6grenmeye ¢alisiriz.”’

V3: “Cocugum iyisiyle kotiistiyle yaninda oldugumu bilir. Hatalarini bana soylemekten

¢ekinmez. Benim anlamama firsat vermeden kendi gelir bana anlatir. ”
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Velilere sorulan altinci soru olan “Cocugunuz hi¢ siber zorbalik olaylarindan
bahsetti mi? Bu durum Karsisinda tepkiniz ne oldu?” sorularina cevaplari asagida

verilmistir.

V18: “Hayir ¢ocugum boyle bir durumdan hi¢ bahsetmedi. Eger anlatsayd: da onu
dinlerdim. Olayda kim su¢lu kim degi/ ona bakar ¢oziim yolu arardim.”

V11: “Cocugum siber zorbaliga ugradigimi bana anlatt:;. Derslerinde basarili bir
¢ocugum var. Ancak sumifindaki birka¢ arkadas: inek resminin zizerine Kizimin kafasint
koyarak internette paylasmislar. Bunu goéren kizim giinlerce agladi. Ben durumu
ogrendigimde hemen sinif 6gretmeni ile konusmaya gittim. Ilk once sinif ogretmeni simifla

bir goriisme gergeklestirdi daha sonra da rehber ogretmeni ¢ocuklarla konustu.”

V14: “Cocuguma bilgisayar: yeni aldik. Internette arkadaslar: ortak oyun oynuyormus.
Oglum da girmek istedi, izin verdik. Daha sonra ¢ocugumun ¢ok ge¢meden bilgisayar
kapatip yattigini gordiim. Sordugumda yoruldum dedi iistelemedim. Ancak sonra
arkadaglar: ile oynamamas: dikkatimi g¢ekti. Sordugumda oyunu bilmedigi i¢cin dalga
gectiklerini soyledi. Ogrencilerin ailelerini tanyordum. Aileleriyle konustum. Sinif
ogretmenimizi de bilgilendirdim. Veli toplantzsinda sinif 6gretmenimiz bu konu zzerinde
durdu.”

Velilerin ¢ocuklarinin siber zorbahga ugrama ve siber zorbalkta

bulunma durumlarina iliskin goriislerine yonelik bulgular

Aragtirmanin katilimcilar: olan velilerin ¢ocuklarinin siber zorbaliga ugrama ve
siber zorbalikta bulunma durumlarina iligkin gortislerinin  belirlemek amaciyla
“Cocugunuzun sosyal medya araclarin1 kullanirken siber zorbaliga maruz kaldiklarini
diisiiniiyor musunuz? Nasil? Ornek verir misiniz? Sizce en ¢ok hangi ortamlarda?”,
“Cocugunuzun akranlarina sosyal medya iizerinden siber zorbalikta bulundugunu
diisiiniiyor musunuz? Nasil? Ornek verir misiniz?”, “Cocugunuzun siber zorbalhga
ugradigint fark ederseniz nasil bir yol izlersiniz?” sorulart sorulmustur. Bu dogrultuda

elde edilen verilen Tablo12’de verilmistir.
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Tablo12

Velilerin Cocuklar:nin Siber Zorba/iga Ugrama ve Siber Zorbalikta Bulunma Durumlar:na fliskin

Goriiglerine Yonelik Bulgular

Siber Zorbahga Maruz Kalma Durumlar: f
Evet 6
Hayir 14
Cocugun Siber Zorbalhikta Bulunma Durumlar: f
Evet 0
Hayir 20

Cocugun Siber Zorbahga Ugrama Durumunda Velinin izleyecegi Yollar
Ogretmeniyle goriisiirim
Profesyonel destek alirim

Sosyal medyayla baglantisini keserim

w A A O =

Emniyet birimlerine basvururum

Velilerin gocuklarin siber zorbaliga maruz kalma durumlarina yonelik goriisleri asagidaki

gibidir:

V11: “Cocugum Kkesinlikle siber zorbaliga maruz kaliyor. Paylastigi fotograflarda
kilosuyla ilgili dalga gegen arkadagslar: oldu. Velileriyle goriigsem de kizzm art:k fotograf

atmak istemiyor. Devaml: zayiflama Videolar: izlemeye bagsladi.”

V2: “Cocugum benim onay verdigim kanallar: ve hesaplar: takip ediyor. Aral:klarla da
benden habersiz takip ettigi kisiler var mu diye kontrol ediyorum. Siber zorbaliga

ugradigini diigtinmiiyorum.”

Velilerin ¢ocuklarmin siber zorbalikta bulunma durumlarina yonelik gorisleri asagida

verilmistir:

V3: “Cocugumu devamli ahlakli davranisiarda bulunmasint séylerim. Asla yaptigini

diistinmiiyorum.”

V20: “Oglum arkadaglarina her zaman diizgiin davranur. Siber zorbalikta bulunmadigina

’

eminim.’
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Tablo12 incelendiginde ¢ocugun siber zorbaliga ugrama durumunda velinin
izleyecegi yollar hakkinda velilerden alinan cevaplar daha ¢ok c¢ocugun smif
ogretmeniyle goriismesi etrafinda sekillenmistir. Siif 6gretmeni disinda g¢ocuguna
profesyonel destek aldiracagini sdyleyen veliler de bulunmaktadir. Kimileri ise boyle bir
zorbalik durumunda ozellikle tanimiyorsa ya da siber zorbaligin devam ettigini
diisinmesine yol acan olaylar olursa sosyal medyadan tamamen ¢ocugunu
uzaklastiritlmasi1 gerektigini vurgulamaktadir. Az sayidaki veli ise emniyet birimlerine

olay1 tasiyabilecegini sdylemislerdir.

V6: “Hemen suuf dgretmeniyle goriisiiriim. Eger siniftan ya da okuldansa kendisinin

miidahale etmesini beklerim. Degilse nasil bir yol izlemem gerektigine dair bilgi alirim.”

V19: “Okul rehberlik ogretmenine danisarak ¢ocugum igcin ne yapmam gerektigini
ogrenirim. Kendisinin de ¢ocugumla ilgilenmesini isteyerek diger onerilerini de yerine
getiririm.”

V14: “Zorbalik yapan kisiyi taniyorsam kendisi ve ailesiyle goriisiiriim. Bu olayin
nedenlerini arastiririm. Tanmimiyorsam ¢ocuguma 0 Kigiyi her yerden engelletirim. Eger
devam ederse ¢ocugumum tim sosyal medya hesaplarimi kapattirarak hepsinden

uzaklasmasinit saglarim.”

V10: “Direkt emniyet birimlerine giderim. Asl:nda devletimiz bunlarla ilgili yasalar
koymus. Biz hep emniyete basvurmak icin biiyiik olaylarin gerceklesmesini bekleriz. Oysa
ilk olayda gitsek belki de bu kisiler korkacak ve bu zorbalik eylemlerini sirdiirmeyecek.

Bu konuda devletimize giivenmeliyiz.”
4.3.2. Velilerin siber zorbahgm 6nlenmesine yonelik goriisleri

Velilerin siber zorbaligin 6nlenmesine iliskin gorislerini belirlemek amaciyla
“Siber zorbalik davranislarinin 6nlenmesine iligskin goriisleriniz nelerdir?”, “Cocugunuzu
zorbaliklardan korumak i¢in ne yapmalisiniz?”, “Cocugunuzu zorba olmaktan korumak
i¢in ne yapmalisiniz?” sorulari sorulmustur. Bu dogrultuda elde edilen verilen Tablo13’te

verilmistir.
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Tablo13

Siber Zorbalik Davranzslarznin Onlenmesine fliskin Goriis Bulgular:

—h

Siber zorbalik davramslarimin 6nlenmesine iliskin goriisler

~

Emniyet birimleri aktif rol almalidir.

=
w

Cocuklarla aile iginde iletisim halinde olunmalidir.
Cocuklarda empati duygusu gelistirilmelidir.
Zorbahktan Korumak I¢in Yapilabilecekler
Sinirh ve gézetim internet kullanimi olmalidir.
Cocuga giiven duygusu verilmelidir.

Sosyal medya hi¢ kullandiriilmamalidr.

Okullarda egitim verilmelidir.

Cocugun Zorba Olmamasi i¢cin Yapilabilecekler
Ebeveyn-¢ocuk iliskisi kuvvetlendirilmeli

Okullarda egitim verilmelidir.

© O o = B b OO O = W

Temel ahlaki bilgiler ¢ocuklara kazandirilmalidir.

Tablo 13 incelendiginde siber zorbalik davramslarinin 6nlenmesine yonelik
cevaplarda en g¢ok c¢ocuklarm aile icinde iletisiminin kesilmemesi gerektigi
goriilmektedir. Olumlu baglanma ¢ocugun internet ortaminda gereginden fazla vakit
gecirme ihtiyacin1 ortadan kaldiracaktir. Aile ortaminda doyum saglayan ¢ocuk sosyal
medyada farkli heyecanlar pesinde kogsmayacaktir. Diger bir cevap emniyet birimlerinin
aktif rol alarak c¢ocuklara, velilere yonelik egitim vermeleri yoniindedir. Emniyet
birimlerinin okullarda verecegi bir egitim ¢ocuklarin géziinde bu durumun gergekten sug
oldugu kanisimi oturtacaktir. Ayn1 zamanda veliler ¢ocuklarda empati duygusunun da
gelistirilmesi  siber zorbalik davramiglarinin  azaltilmasinda 6nemli  oldugunu
diiginmektedir. Ben boyle yapiyorum ama bana yapilsa nasil hissederim diisiincesi

yerlesen bir cocuk bilingli olarak higbir siber zorba davranista bulunmayacaktir.

V7: “Cocugun anne baba ile iletisimi ¢ok onemlidir. Evde aile baskzsz goren ya da ilgi
gormeyen ¢ocuklar daha ¢ok sosyal medyada vakit gecirerek etrafa sald:rma egiliminde

’

oluyorlar.’
V2: “Cocugun internette gecirdigi vakit aile tarafindan kisittanmas: gerektigini

belirtmistim. Ancak ¢ocugu internetin basindan kaldirip kendisi televizyon bagina oturan

veliler ¢ocugun hem giinliik hayatta hem de internette zorbal:k yapma olas:liginin fazla
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oldugunu bilmeliler. Ben ve ailem aksamlari zekd oyunlari oynuyoruz, ¢ocuklarin
eglenecekleri aktiviteler yapmaya calisiyoruz. Boyle yapmadigimiz zamanlar bir

cocugumun elinde tablet digerinin elinde telefon goriiyoruz maalesef. ”

V20: “Cocuklar emniyete mensup herhangi birinden ¢ekiniyorlar. Bu durumu iyiye
cevirmek asl:nda bu konuda ¢ok kolay. Polis memuriar: okullarda bir ders saati egitim
vererek siber zorbaligin édniine ge¢meyi kolaylastirabilir. Emniyet mensuplarinin
bulundugu kamu spotlart ¢ekilebilir. Hangi durumlar:n sug, cezalar: nelerdir gibi

sorularla ¢ocuklar igin bilgilendirici ¢izgi filmler hazirlatilabilir .

Velilerin siber zorbaliktan korunmak icin neler yapilabilecegine yonelik cevaplar

asagida verilmistir:

V12: “Cocugumla bir birey olarak devam/: sohbet ediyorum. Onunla kaliteli zamanlar
gecirerek iletisimimizin giiven duygusuna bagli olmasini saglamaya ¢alisiyorum.
Cocugum genel olarak diizgiin bir aile ortaminda biiyiimekte. Karsilastigi herhangi bir
zorbalik durumu kendisinin de yadsiyacag: bir olay. Ailesinde devam/: bir bagirt: olan,
kiifiir, hakaret olan ¢ocuk siber zorbalikla karsilagtiginda bunun kotii bir sey oldugunu
anlamayabilir. Cocuga normali ogretilmeli ki olmamas: gereken durumlarda ¢ocuk

tepkisini koyabilsin. ”

V19: “Internette gereginden fazla zaman geciren cocugun siber zorbalikla karsilasma
ihtimali her zaman olusacaktir. Bizim rizamiz diginda kenarlarda beliren reklamlar dahi
buna neden olmaktad:r. Biz biiyiikler bile cogu zaman istemedigimiz gorsellere, videolara
maruz kal:yoruz. Bunu engellemenin en iyi yolunun sunirli ve gézetimli internet kullanim:

oldugunu diisiinmekteyim.”

V5: “Cocugumun Yyasi Kii¢iik oldugu i¢in ona hi¢cbir sosyal medya hesab: actirmadim.
Karsisina ¢tkabilecegi olaylart anlayacak yasa gelene kadar da izin vermeyi
planlamiyorum. Arkadasliarindan hevesleniyor aslinda. Bdyle durumlarda da kendi

hesaplarimda vakit gecirmesini sagliyorum. Boylece Kontrolii daha kolay oluyor.”
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Velilerin ¢gocugunu zorba olmaktan korumak i¢in neler yapilabilecegine yonelik

cevaplar1 asagida verilmistir:

V7: “Cocugun ilk egitimi her zaman ailede baslar. Cocuguma éncelikle empati ve sayg:
duygusunu yerlestirmeye calisiyorum. Bu temel kavramlar: ¢ocuklar benimserse
hayatlarinda siddete meyletmeyen bireyler olarak yetiseceklerdir. Bence en basta

cocuklarin bu duygular: diizgiin bir sekilde kavramas: saglanmalidir.”

V3: “Zorba olmak ya da zorbaliga ugrayan taraf olmak fark etmeksizin siber zorbal:g:n
en hassas noktasinin ebeveyn-cocuk iliskisi oldugunu diigiiniiyorum. Cocuk ailesiyle
giiven dolu bir aile ortaminda biiyiirse, kendisine sayg: duyuldugunu hissederse her iki
durumda da bir olay karsisinda ailesinden ¢ekinmeyecektir. ”
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S. SONUC ve TARTISMA

Bu boliimde arastirmanin bulgulari dogrultusunda ulasilan sonuglara, sonuglarin

alanyazinla karsilastirilmasiyla tartisma ve oneriler boliimiine yer verilmistir.
5.1. Sonug

Arastirmanin birinci amaci dogrultusunda ilkokul 6grencilerinin siber zorbalikla
ilgili gortsleri incelendiginde dgrencilerin siber zorbalik konusunda yeterli bilgiye sahip
olmadiklar1 goriilmiistiir. Siber zorbalikla ilgili sinirlt bir bilgiye sahip olan 6grenciler
ayn1 zamanda siber zorbahgin etkileri hakkinda da gerekli bilgiye sahip olmadig:
sonucuna ulasiimistir. Ogrencilerin siber zorbalikta bulunma ve siber zorbaliga ugrama
durumlart Karsilastirildiginda 6grencilerin  daha ¢ok siber zorbaliga ugradiklar
anlasiimaktadir. Ogrencilerin siber zorbalhig: en ¢ok sosyal medya platformlar: {izerinden
yasadigina ve bu zorbalik tiirtine neredeyse her giin maruz kaldiklarina verilen cevaplar
dogrultusunda ulasiimisgtir. Karsilasilan siber zorbalik daha ¢ok “dalga gegme” seklinde
karsilarina ¢ikmaktadir. Bu durumlarda siber zorbaligin kendilerini nasil etkiledigini
ifade ederken en ¢ok “liziintii ve 6fke” duygusuna hakim olduklari goriilmektedir. Siber
zorbaliga maruz kalan o6grencilerin zorbaligi bir baskasina bildirmenin zorbahig:
onlemede etkili olmadigin1 diisiindiigii ve buna bagli olarak kimseye soylemedigi

anlasilmstir.

Arastirmanin  ikinci amacina yonelik smif  6gretmenlerinin  ilkokuldaki
ogrencilerin siber zorbalikta bulunma ve siber zorbaliga maruz kalma durumlarina iliskin
gortslerinin incelenmesine iliskin sonuglar su sekildedir:

Siif 6gretmenleri 6grencilerinin sosyal medyayi siklikla kullandigini ve her ne
kadar kendilerini internette giivende hissetseler de ¢ocuklarin ¢evrimigi platformlarda
siber zorbaliga maruz kaldiklarmi diisiindiikleri goriilmektedir. Ogretmenler ayni
zamanda ogrencilerinin siber zorbahk yaptiklarina dair goriislerini dile getirmislerdir.
Siber zorbalikta bulunma nedenlerine en ¢ok 6grencilerinin “kimlikleri gizleyebilme
imkan1”’nin  bulunmasin1 sebep olarak belirtmislerdir. Ne siber zorbaliga ugrama
durumlarin1 ne de siber zorbalhkta bulunma durumlarini yetiskinlerine bilgilendirme
yapmayacaklar: seklinde goriisleri vardir. Ogrencilerin siber zorbalig1 bildirmesinin en
onemli yolunun giiven duygusunu sagmaktan gegtigini vurgulamaktadirlar. Kendilerinin
ogrencilerinin siber zorbaliga maruz kaldiklarini anlamasinin baslica yolunun ¢ocugunun

giinliik hayattaki davranislarinda meydana gelen davranis degisiklikleri olduguna yonelik
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goriisleri hakimdir. Ozellikle siber zorbaliga maruz kalan égrencilerin dzgiiven problemi
yasadigini, ige kapaniklik hallerinin basladigini, korku ve kuskucu hareketlerinin arttigini
ya da tam tersi davranis bozuklugu, cetelesme, kavga ve siddet egilimi gibi ug
hareketlerde bulundugunu belirtmiglerdir. Smif &6gretmenlerinin  siniflarinda  siber
zorbalikla ilgili calisma yapmayanlarin ¢alisma yapanlara oranla daha fazla oldugu
Saptanmuistil.

Arastirmanin tigtincii amact dogrultusunda ailelerin ilkokuldaki 6grencilerin siber
zorbalikta bulunma ve siber zorbaliga maruz kalma durumlarina iliskin gortsleri
incelendiginde velilerin biiyiik ¢ogunlugunun siber zorbalikla ilgili hi¢bir bilgiye sahip
olmadig1 ya da sahip olunan bilginin zorbalik kavramiyla karigtirildigi goriilmiistiir.
Veliler ¢ocuklarinin siber zorbaliga maruz kalmadiklarini ifade etmislerdir. En 6nemlisi
de tiim veliler gocuklarmin kesinlikle siber zorbalikta bulunmadiklarini séylemislerdir.
Veliler de 6gretmenlerin gorisleriyle ortak olarak siber zorbaligi fark etme yolunun
davranis degisikligi meydana gelmesi oldugunu belirtmislerdir. Cocuklarmin siber
zorbaligi kendilerine bildirmesinin ilk yolu giiven duygusunun saglam temellere
dayandirilmasi oldugunu vurgulamislardir. Siber zorbaliga ugramis olan ¢ocuklarin
velilerinin, bu durumlarda en etkili yolun 6gretmen ile goriisme yaparak yapilabilecekler
tizerinde bir yol haritasi ¢izilmesinin dogru olacaginin yaygin olarak vurgulandigi
goriilmektedir.

Aragtirmanin dordiincii amact olan ilkokul 6grencilerinin siber zorbaliga maruz
kalmaya ve siber zorbalikta bulunma davraniglarini etkileyen etmenlere iliskin 6grenci,
ogretmen ve ailelerin gorislerine iliskin goriisler su sekildedir:

e Ogrenci: En yaygin goriis eglence ya da saka yapma amaciyla yapilan
davraniglardir. Ogrencilerin alay etmek, dalga gegmek, olumsuz yorum yapmak
gibi davraniglarin siber zorbalik kavrami kapsamina girdiginin bilinmemesi bu tip
davraniglara maruz kalma ve bu tip davramslarda bulunmay: etkileyen
durumlardan oldugu 6grenciler tarafindan belirtilmistir.

« Ogretmen: Smif 6gretmenleri en cok ailelerin teknoloji kullanimimi sinirlamada
yetersiz kalmalarini, ¢ocuklarin siber zorbalik yapma ya da siber zorbaliga
ugrama ihtimalinin artmasina temel sebep olarak diisiinmektedir. Bu diisiinceye
ek olarak ogretmenler ¢ocuklarin g¢evrimici platformlarda gizli ve kolay bir

sekilde gii¢ sahibi olmay tercih ettiklerini vurgulamislardir.
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Veli: Aileler bu konuda sosyal medyada g¢ocuklarin arkadaslarina miidahale
edemedikleri i¢in zorbaliga hem maruz kalma hem de zorbalikta bulunma
durumlarmin miimkiin oldugunu bildirmiglerdir. ~ Aym1 zamanda g¢ocuklarin
internette gecirdigi siirenin takibini yapamamak bu tiir davraniglarin olusmasinda
etkilidir.

Arastirmanin besinci amaci olan ilkokul 6grencilerinin siber zorbaliga maruz

kalma ve siber zorbalikta bulunma durumlarin1 6nlemeye iliskin 6grenci, 6gretmen ve

ailelerin gorislerine iliskin gorisler su sekildedir:

Ogrenci: Zorbaliga maruz kalan kisilere, zorbalig1 yapan kisinin engellenmesine
yonelik onerilerde bulunulmasi en ¢ok verilen cevaplar arasinda bulunmaktadir.
Ogrenciler siber zorbahgin 6nlenmesine yonelik en cok siber zorbalig: yapan
kisiye, yapilan harekete gore interneti siireli ya da siiresiz kullanim kisitlamasi
verilmesi gerekmektedir seklinde gorislerini dile getirmislerdir.

Ogretmen: Sinif dgretmenlerinin zorbalig: dnleme yollarina yénelik goriislerinde
aile paylasiminm ilk sirada yer aldig1 goriilmektedir. Ogretmenlerin ve okullarm
bu konuda veli-6gretmen- o6grenci is birligi igerisinde olarak ya da uzman
danigman destegi alarak siber zorbaligin Oniine gegilebileceginin miimkiin
olabilecegini  diisiindiiklerini  belirtmislerdir. Kapsamli sekilde olumsuz
davranislarin engellenmesi, siber zorbaligin tiim derslerin igeriklerine entegre
edilerek olabilecegini vurgulamiglardir. Ebeveynlerin ise bu noktada
yapabileceklerinde ¢ocuklariin sosyal medya ve teknolojik aletlerini kullanirken
bir kisitlama getirilmesi ve kontrol mekanizmasinin devreye girerek olmasi
gerektigini soylemislerdir.

Veli: Veliler siber zorbalik davramiglarinin 6nlenmesinde en onemli faktoriin
cocuklarla giiven duygusunun hakim oldugu bir aile igerinde iletisim halinde
bulunulmasi oldugunu dile getirmistir. Veliler tarafindan cocuklarini siber
zorbaliktan korumak icin oncelikle sinirli ve gozetimli internet kullanimini
saglayarak yapilabilecegi belirtilirken ¢ocuklarin siber zorba olmamasi igin ise
temel ahlaki bilgilerin hem evde hem de okullarda ¢ocuklara saglam temellere
dayandirilarak kazandirilmasi ile miimkiin olacag:i ortak goriisler arasinda en

yayginidir.
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5.2. Tartisma

Bu arastirma, ilkokul 6grencilerinin siber zorbaliga maruz kalma ve bu tiir
davraniglarda bulunma durumlarini, 6grenci, 6gretmen ve aile goriisleri 1s18inda ele almig
ve bu baglamda literatiire anlamli Katkilar sunmustur. Arastirma bulgulari, mevcut
caligmalarla uyumlu olmakla birlikte, ozellikle farkli yas gruplarmi kapsamasi
bakimindan 6zgiin bir ¢erceve ortaya koymaktadir. Literatiirde siber zorbalikla ilgili
calismalarin genellikle ortaokul ogrencileri (6,7 ve 8. simiflar) tizerinde yogunlastigi
goriilmekte olup, bu arastirmada ise katilimcilar ilkokul 6grencilerinden (1,2,3 ve 4.
smiflar) secilmistir. Bu farklilik, daha kiigiik yas gruplarinda siber zorbalik konusunun
incelenmesi agisindan literatiirdeki onemli bir boslugu doldurmustur. Farkli yas
Kitleleriyle calisilsa da ¢ocuklarin siber zorbaliga ugradiklar: platformlarin ortak oldugu
Saptanmuistir.

Arasgtirma bulgularma gore, 6grenciler genellikle sosyal medya platformlarinda
kiifiir, hakaret, dalga gegme ve asagilanma gibi davraniglara maruz kalmaktadir. Ancak
bu davranislarin etkilerini tam olarak fark edememeleri ve bunlari zorbalik olarak
tanimlayamamalari, ¢cocuklarin siber zorbalik konusunda yeterince bilingli olmadigim
gostermektedir. Bu durum, ¢ocuklarin olumsuz etkilerden korunma mekanizmalarinin
yetersizligine isaret etmekte ve Kestel ve Akbiyik’in (2016) ¢alismalariyla paralellik
gostermektedir. Ayrica siber zorbaligin herhangi bir yasta karsilasilabilecek bir durum
oldugu ancak teknolojik araglarin kullanimi ve bu araglarla gegirilen siireler arttik¢a bu
olasihigm yiikseldigi belirlenmistir. Ozellikle yas ilerledik¢e cihaz kullanim siirelerinin
artmasi, siber zorbalik riskini de artirmaktadir (Bak ve Esidir, 2019).

Arastirmada, siber zorbaliga maruz kalan ¢ocuklarin genellikle tiziintii ve 6fke
duygular1 yasadigi, 6fkelerini kontrol edemedikleri durumlarda ise benzer davranislarda
bulunarak bir tiir misilleme davranis1 sergiledikleri gozlemlenmistir. Bu sonug, siber
zorbahgmm vyalnizca magdurlarda degil, aym1 zamanda faillerde de duygusal
dengesizliklere yol actigimi ortaya koymaktadir. Ayrica, siber zorbaligin psikolojik,
sosyal ve akademik alanlarda birgok olumsuz etkisi oldugu tespit edilmistir. Bu
baglamda, magdur ya da fail olan ¢ocuklarin i¢ine kapanma, diisiik 6zgiiven, iletisim
kurmada zorluk, akademik basarisizlik ve yogun ofke gibi durumlarla kars: karsiya
kaldiklar: literatiirdeki benzer caligmalarla ortiismektedir (Agnew, 1992) (Peker ve
Iskender, 2015).
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Arastirmanin bir diger bulgusu, ailelerin siber zorbalik kavramina iliskin bilgi
eksikliklerini ve c¢ocuklarinin  bu tir durumlarla olan iligkisini yeterince
anlayamadiklarimi1 ortaya koymustur. Bu durumun temel sebeplerinden biri, ailelerin
cocuklarinin teknolojik aletlerle olan iliskisini siirlama ve kontrol etme konusundaki
yetersizlikleridir. Cocuklar, herhangi bir olumsuz durumda ailelerinden teknolojik
kisitlama gorme endisesiyle bu durumlar: paylasmaktan kagimmaktadir. Ozellikle kiigiik
yas gruplarinin internet kullaniminda aile ile kurdugu sinirhi iletisim, ¢ocuklarin siber
zorbalik karsisinda yalniz kalmasma neden olmaktadir. Bu durum Aksaray (2011) ve
Topgu’nun (2008) ¢alismalarindaki bulgularla ortiismektedir.

Siber zorbalik davraniglarimin temel nedenleri incelendiginde, o6grencilerin
cogunlukla bu davraniglari eglence, saka ya da oyun amaciyla yaptiklarini ifade ettikleri
goriilmektedir. Ancak bu tiir gerekgeler, siber zorbaligin ¢ocuklar tarafindan yeterince
ciddiye alinmadigimi gostermektedir. Patchin ve Hinduja’nin (2010) arastirmalari da
benzer sekilde, ¢ocuklarm bu tir davramslart ¢ogunlukla eglence amagli olarak
gordiiklerini ortaya koymaktadir. Arastirma kapsaminda ogretmenlerle yapilan
goriismelerde, ailelerin g¢ocuklarm internet ve teknolojik cihazlara erisimlerini
smirlandirmast ve bu kullanim {izerinde siki bir denetim saglamasi gerektigi
vurgulanmistir. Ayrica ogretmenler, siber zorbalik bilincinin oyunlarla ya da ders
iceriklerine entegre edilerek kiigiik yaslardan itibaren c¢ocuklara kazandirilmasinin
onemine dikkat ¢ekmistir. Ozellikle Ozmen’in ¢alismasinda da vurgulandigi gibi bu
bilincin erken yaslarda olusturulmasi, c¢ocuklarin daha giivenli bir dijital deneyim
yasamasina katki saglayacakiir.

Sosyal medya platformlarinin ¢ocuklar tarafindan yaygin sekilde kullanilmasinda,
teknolojik  altyapimmin  gelisimi, ebeveyn kontrol eksiklikleri, sosyal medya
kisitlamalarinin kolayca asilabilir olmas: ve arkadas cevresinin etkisi gibi faktorlerin
onemli bir rol oynadigi belirlenmistir. Cocuklarin cihazlara erisimlerinin kolaylasmasi ve
sosyal medyadaki yas sinirlamalarinin basit yontemlerle asilabilir olmasi, 6zellikle kiigiik
yas gruplarmi savunmasiz hale getirmektedir. Akran baskisi da c¢ocuklarin sosyal
medyaya yonelimini artiran temel nedenlerden biridir. Bu durum, ¢ocuklarin psikolojik
iyi oluglarmi olumsuz etkileyen faktorler arasinda yer almakta, 6zgiiven kaybi, yetersizlik
hissi ve sosyal kiyaslama gibi sorunlara yol agmaktadir. Ayrica, sosyal medyanin
bilingsiz kullanim1 ¢ocuklar: zararli iceriklere, dolandiriciliklara ve kimlik hirsizligina

kars1 savunmasiz birakmaktadir.
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Bu sorunun ¢oziimiine yonelik oneriler arasinda, ¢cocuklara empati, hosgorii ve
sayg1 degerlerinin kiiciik yaslardan itibaren kazandirilmasi biiyiik 6nem tasimaktadir.
Ailelerin gocuklanyla agik ve giivene dayali bir iletisim kurmasi, zorbalikla miicadelede
temel bir adimdir. Ayrica ebeveynlerin ¢ocuklarinin dijital aktivitelerini takip etmesi,
onlar1 giivenli internet kullanim: konusunda bilinglendirmesi ve uygun sinirlar koymasi
gerekmektedir. Ogretmenler ise zorbalik Kkarsiti egitim programlar: diizenleyerek,
ogrencilerin bu konuda farkindalik kazanmalarini saglayabilir. Okul yoénetimleri ise
zorbalik davraniglarini tespit etmek, raporlamak ve onlemek igin sistematik politikalar
gelistirmelidir.

Dijital platformlarda yasanan siber zorbalik 6zelinde, sosyal medya sirketlerine
de onemli gorevler dismektedir. Yas dogrulama sistemlerinin daha givenilir hale
getirilmesi, zararli iceriklerin etkin sekilde denetlenmesi ve ¢ocuklarin karsilastiklar:
olumsuzluklar: bildirebilecekleri kolay erisilebilir mekanizmalar olusturulmas: bu
konuda atilmas1 gereken adimlardir. Cocuklarin sosyal medya bagimliligini 6nlemek i¢in
alternatif etkinliklerin tesvik edilmesi de 6nemlidir. Sanat, spor, bilim ve yaratic1 oyunlar

gibi faaliyetler, cocuklarin zamanlarin1 daha verimli gegirmelerine katki saglayabilir.

Sonug olarak, zorbalik ve siber zorbalik, sadece bireylerin degil, toplumlarin da
gelecegini etkileyen ciddi bir sorundur. Bu sorunun ¢oziimii, aile, 6gretmen, okul ve
toplumun tiim bireylerinin is birligiyle mimkiindiir. Cocuklara empati, hosgorii ve sosyal
sorumluluk bilinci kazandirarak, onlarim hem magdur hem de fail olmasinin 6niine
gecilebilir. Dijital teknolojilerin sundugu firsatlardan faydalanirken risklerin de goz
ontinde bulundurulmasi, daha giivenli bir dijital ortam yaratilmasini saglayacaktir. Uzun
vadede, bilingli bireyler yetistirmek, toplumun saglikli bir sekilde ilerlemesi igin

yapilacak en degerli yatirimdir.
5.3. Oneriler

Arastirmanin sonuglari dogrultusunda arastirmacilara ve uygulamaya yonelik su

onerilerde bulunulabilir:

« Ogrencilerin, velilerin ve gretmenlerin siber zorbalikla ilgili bilgilendirilmesi ve
bilinglendirilmesine yonelik somut 6rnekler tizerinden toplantilar diizenlenebilir.
« Ogretmenlere yonelik 6rnek etkinlikleri tammaya ve kullanmaya yénelik

uygulamalar gergeklestirilebilir.
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Siber zorbaligin tanitimina yonelik kitapciklar ve videolar araciligiyla 6grencilere
yonelik farkindalik artirilmasi i¢in ¢alismalar yapilabilir.

Siber zorbalikla ilgili ilkokul diizeyinde cesitli derslere (Orn. Hayat Bilgisi vb.)
icerik eklenebilir,

Siber zorbalikla ilgili bilinglendirmeye yonelik siber zorbaligi anlatan hikaye
kitaplar: hazirlanabilir.

Siber zorbalikla ilgili derinlemesine bilgi elde etmeye yonelik arastirmalar
diizenlenebilir.

Siber zorbalikla ilgili hazirlanan bir igerigin etkisini belirlemeye yonelik deneysel

desenli ¢aligmalar diizenlenebilir.
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EKLER

Ek.1 Kisisel Bilgi Formu

1. Cinsiyetiniz Kiz () Erkek ()
2. Yasmiz ..........
3. Simifiniz 1() 2()
3() 4()
4. Glinde ortalama kag saatinizi internet () 1 saatten az
kullanimina ayirtyorsunuz? () 1-2 saat
() 2-5 saat
() 5 saatten fazla
5. Internete daha ¢ok hangi elektronik () Cep telefonu
cihazla baglaniyorsunuz? () Bilgisayar
() Tablet
6. Interneti en ¢cok hangi amagla () Arastirma/Egitim
kullantyorsunuz? (Amaglariniz birden () Sosyal Aglar
fazlaysa oncelik sirasina gore 1°den () Iletisim
baslayarak isaretleyebilirsiniz) () Miizik
() Video
() Film
() Diger......
7.Herhangi bir sosyal medya sitesine | ( ) Evet ( ) Hayir

tyeliginiz var mi1?

8. Sosyal paylasim sitelerinden
hangisini/hangilerini kullaniyorsunuz?

(Birden fazla isaretleyebilirsiniz)

() Facebook

() Twitter

() Instagram
() YouTube
() Pinterest

() Flickr
() Blog
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9. Sosyal medya tiyeliklerinizde kendi | () Gergek ad

admizi m1 kullantyorsunuz, takma ad mi1 | () Takma ad

kullantyorsunuz? () Her ikisi
10. Sosyal medya sitelerini kullanim () 1 saatten az
sikliginiz nedir? () 1-2 saat
() 2-5 saat
() 5 saatten fazla
11. Sosyal aglar1 hangi amagla () Arkadas, edinmek
kullaniyorsunuz? (Birden fazla () Gilindemi takip etmek
Seceneginiz var ise onceliginize gore () Sosyallegsmek
1’den baslayarak isaretleyebilirsiniz) () Baskalarinin neler yaptigini izlemek

() iletisim kurmak

() Icerik paylasmak fotograf, video gibi
() Baskalar1 tarafindan taninmak

() Egitim veya arastirma

() Eglenmek, rahatlamak

() Oyun oynamak
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Ek.2 Ogrenci Gériisme Sorulari

Sevgili 6grenciler,

Asagida yer alan sorular ile kiigiik yastaki ¢cocuklarin sosyal medyayi kullaniminin

yayginlasmasiyla birlikte sanal ortamlarda siber zorbaliga maruz kalma ve siber

zorbalhkta bulunma diizeylerini belirlemek amacglanmaktadir. Vereceginiz cevaplar

arastirma icin o6nemli olup sadece bilimsel amaglarla kullanilacaktir. Calismaya

katilimmniz icin tesekkiir ederim.

Gizem ERDEM
Anadolu Universitesi

Smif Ogretmenligi Tezli Yiiksek Lisans Ogrencisi

SORULAR

1. internette ne siklikla sana rahatsizlik (kiifiir, hakaret, tehdit, santaj) vermek
amaciyla gerceklestirilen olaylara maruz kaldin?

2. Kullandigim sosyal medya platformlarindan birinde herhangi birinden kifiirlii
veya kaba mesaj aldin mi? Mesaji okudugunda ne hissettin? Sen boyle bir sey
yaptin m1? Neden kiifretme geregi duydun?

3. Zorbaligin digerlerine oranla daha fazla yapildig: sosyal medya platformlar: var
mi1? Bunlar hangileri?

4. Herhangi bir arkadasin aranizda gegen 6zel mesajlasmayi baskasiyla paylast: mi?
Bu durum karsisinda ne hissettin? Sen bir arkadasinla
gerceklestirdigin mesajlasmay1 izni olmadan bir baskasiyla paylastin  mi?
Arkadasinin tepkisi nasil oldu?

5. Arkadaslarindan birini oyun oynarken gruptan disladin mi? Bu hareketi nigin
yaptin? Disladiysan daha sonra ne hissettin?

6. Arkadaslarinla oyun oynarken sen dislandin mi? Dislandiginda ne hissettin?

7. Sosyal medyada bir baskasinin davranisi nedeniyle kendinizi hi¢ korkmus veya

tehdit altinda hissettiniz mi? Buna sebep olan olay nedir?
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8.

10.

11.

12.

13.

14.
15.

Sanal ortam kullanilarak size zarar vermek icin yapilan eylemler sizde iziintd,
ofke, korku ve umutsuzluk gibi hangi duygular1 hissetmenize sebep oldu?
Duygularinizi nasil etkiledi?

Herhangi bir arkadasin, sana uygun olmayan ya da seni utandiracak fotograf veya
video gonderdi mi? Bu durum Karsisinda nasil hissettin? Tepkin ne oldu? Sen
herhangi bir arkadasina uygun olmayan ya da onu utandiracak fotograf ya da
video gonderdin mi? Arkadasinin sana karsi tepkisi nasil oldu?

Arkadagslardan birisiyle ¢evrimigi olarak dalga gegildi mi/ herhangi bir zararl
mesaj, soylenti/dedikodu mesaji atildi m1 veya gonderildi mi? Arkadasin bu
durumda nasil hissetti? Tepkisi ne oldu?

Sosyal medya platformlarinda senin adina profil ag¢ip senin yerine gegmeye
caligan birilerini biliyor musun? Sen boyle bir sey yaptin mi? Sence neden senin
yerine gegmeye calismis olabilirler?

Internette sana rahatsizhik vermek amaciyla yapilmis durumlarla karsilastiginda
bu olaylarin1 herhangi birine sdyledin mi? Soylerken neler hissettin?

Internetteki rahatsizlik veren durumlar1 engellemek igin yasanilan olaylar
bildirmek ne kadar etkilidir?

Baskasini rahatsiz etmek amaciyla yapilan bir olaya sahit oldugunda ne yaparsin?

Internette kotii olaylarmn azaltilmasima yonelik neler yapilabilir?
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Ek.3 Ogretmen Goriisme Sorular

Saygideger 6gretmenler,

Asagida yer alan sorular ile kiigiik yastaki ¢ocuklarin sosyal medyayi kullaniminin
yayginlasmasiyla birlikte sanal ortamlarda siber zorbaliga maruz kalma ve siber
zorbalhkta bulunma diizeylerini belirlemek amacglanmaktadir. Vereceginiz cevaplar
arastirma icin o6nemli olup sadece bilimsel amaglarla kullanilacaktir. Calismaya

katilimmniz icin tesekkiir ederim.

Gizem ERDEM
Anadolu Universitesi

Smif Ogretmenligi Tezli Yiiksek Lisans Ogrencisi

SORULAR

1. Ogrencilerinizin hangi sosyal medya araglarini kullandiklarmni diisiiniiyorsunuz? /
Ogrencilerinizin sosyal medya araglarmi sikhikla kullandiklarmi diisiiniiyor
musunuz?

2. Ogrencilerinizin sosyal medya araglarimi kullanirken siber zorbahiga maruz
kaldiklarim diisiiniiyor musunuz? Nas1l? Ornek verir misiniz? Sizce en ¢ok hangi
ortamlarda?

3. Ogrencilerin cevrimici ortamda kendilerini giivende ve rahat hissettiklerini ve
kendilerine/baskalarina meydana gelen siber zorbalik hakkinda giivenilir bir
yetiskini bilgilendirebileceklerini diisiiniiyor musunuz?

4. Ogrencilerin siber zorbalik olaylarmi bildirmelerini saglamanin en iyi yolunun ne
oldugunu diisiiniiyorsunuz? Ogrencilerinizin siber zorbaliga maruz kaldiklarim
nasil anlarsiniz? /fark edersiniz?

5. Ogrencilerinizin  akranlarma sosyal medya iizerinden siber zorbalikta
bulunduklarm diisiiniiyor musunuz? Nasil? Ornek verir misiniz?

6. Ogrencilerinizin siber zorbalik yaptiklarini nasil anlarsmiz?

7. Ogrencileriniz hig siber zorbalik olaylarmdan bahsetti mi? Varsa ne gibi énlemler

aldiniz?
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10.

11.
12.

13.

14.

Ogrencilerinizin siber zorbalik davranislarinin nedenlerine iliskin goriisleriniz
nelerdir?

Okullarda ogrenciler arasinda yasanan siber zorbahik davranislarimin ne tiir
sonuglar dogurduguna iliskin goriisleriniz nelerdir?

Ogrencilerinizin siber zorbalik davranislarinin énlenmesine iliskin gériisleriniz
nelerdir?

Okullar/6gretmenler bu tiir olaylarla karsilastiklarinda ne yapabilirler?

Siber zorbalik konusunda o6grencilerinizle c¢alisma yaptimiz mi1? Yaptiysaniz
katkis1 oldu mu?

Siber zorbalikla ilgili ebeveynlerle ne tir bir is birligi yapilabilecegini
diisiiniiyorsunuz?

Nasil bir egitim programi gengleri, cocuklari, yetiskinleri siber zorbaliktan

koruyabilecegini diistiniiyorsunuz?
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Ek.4 Veli Goriisme Sorular:

Degerli veliler,

Asagida yer alan sorular ile kiigiik yastaki ¢ocuklarin sosyal medyayi kullaniminin

yayginlasmasiyla birlikte sanal ortamlarda siber zorbaliga maruz kalma ve siber

zorbalhkta bulunma diizeylerini belirlemek amacglanmaktadir. Vereceginiz cevaplar

arastirma icin o6nemli olup sadece bilimsel amaglarla kullanilacaktir. Calismaya

katilimmniz icin tesekkiir ederim.

Gizem ERDEM
Anadolu Universitesi

Smif Ogretmenligi Tezli Yiiksek Lisans Ogrencisi

SORULAR

8.
9.

Siber zorbalikla ilgili ne diistintiyorsunuz?

Cocugunuz sosyal medya araglarini siklikla kullandiklarini diistiniiyor musunuz?

Cocugunuzun sosyal medya araclarmi kullanirken siber zorbaliga maruz
kaldiklarmi diisiiniiyor musunuz? Nasil? Ornek verir misiniz? Sizce en ¢ok hangi
ortamlarda?

Cocugunuzun siber zorbalik olaylarini bildirmelerini saglamanin en iyi yolunun
ne oldugunu diisiinliyorsunuz?

Cocugunuzun siber zorbaliga maruz kaldiklarin: nasil anlarsiniz? /fark edersiniz?

Cocugunuz hi¢ siber zorbalik olaylarindan bahsetti mi? Bu durum karsisinda

tepkiniz ne oldu?

Cocugunuzun akranlarina sosyal medya tizerinden siber zorbalikta bulundugunu
diisiiniiyor musunuz? Nasil? Ornek verir misiniz?

Cocugunuzun siber zorbaliga ugradigini fark ederseniz nasil bir yol izlersiniz?

Siber zorbalik davraniglarinin 6nlenmesine iliskin gorisleriniz nelerdir?

10. Cocugunuzu zorbaliklardan korumak igin ne yapmalisiniz?

11. Cocugunuzu zorba olmaktan korumak icin ne yapmalisiniz?
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Ek.5 Etik Kurul izin Belgesi
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