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ONSOZ

Gliniimiiziin bir¢cok alaninda siirekli gelisen ve ilerleyen diinyasinda teknolojinin yogun,
hizli ve etkin kullanimi ile hizla kiiresellesen modern diinyada, ekonomik gelismeler
paralelinde ticari prosediirlerin tiirleri, her gegen giin artarak devam etmis ve daha kompleks
bir yapiya biiriinmiistiir. Yasanan bu gelismeler sirketlerin muhasebe yapilarmi dogrudan
etkilemis ve muhasebe yapilarin1 daha karmasik bir hale getirmistir. Bu gelismeler
neticesinde sirket varliklarmnin hata, hile ve yolsuzluklara daha ag¢ik hale gelmesi kaginilmaz
olmaktadir.

Sirketlerin organizasyon yapilar1 icerisinde meydana gelebilecek hata, hile ve yolsuzluk
risklerini tamamen bertaraf etmek imkansiz olmakla birlikte, sirketlerde etkili bir sekilde
isleyen i¢ kontrol yapisinin bulunmasi, i¢ denetim etkinliklerinin yonetim baskisindan uzak,
bagimsiz ve tarafsiz bir sekilde yiiriitiilmesi hata, hile ve yolsuzluklarm 6nemli 6lciide
azalmasini saglayacaktir. Sirketlerin finansal tablolarina makul bir giivence saglayan
bagimsiz denetgiler de boyle bir sirket organizasyonu yapisinda gergeklestirdikleri
denetimlerini, daha kisa siirede ve daha diisiik maliyetle verimli bir sekilde tamamlama
imkani bulacaktir.

Yapilan calismada, sirketlerin i¢ kontrol sistemleri ile i¢ denetim ve bagimsiz denetim
siirecleri arasindaki etkilesimleri Endiistri 4.0 cercevesinde ele alinmistir. Akabinde bu
stireglerin modern denetim anlayis1 olarak tanimlanan Denetim 4.0 ve yapay zeka
teknolojileriyle olan iliskileri irdelenerek literatiire katki sunulmasi amaglanmistir.



TESEKKUR

Calismam esnasinda, ¢alismamin her asamasinda beni yonlendiren bilgeligiyle bana yol
gosteren, engin sabr1 ve anlayisi ile desteklerini hi¢bir zaman esirgemeyen tez danigmanim
saym Dog¢. Dr. Hiiseyin MERT’ e en derin duygularimla siikranlarimi sunarim.

Hayatimin her alaninda oldugu gibi g¢alismam esnasinda hep yanmimda olan beni
cesaretlendirerek maddi ve manevi destegini hicbir zaman esirgemeyen sevgili esime.
“Baba sen hala ders mi calistyorsun?” diyen canim kizima en igten duygularimla tesekkiir
ederim.
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Cengizhan KARACA’ ya. Manevi desteklerini siirekli hissettigim ve her konuda mutlaka
fikir danistigim basta babam olmak {lizere annem ve sevgili kardeslerime tesekkiirlerimi
sunarim.
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OZET

SIRKETLERDE iC KONTOL SISTEMLERI, iC DENETIM VE
BAGIMSIZ DENETIMIN BOYUTLARI: DENETIM 4.0 VE YAPAY
ZEKA BAZLI DEGERLENDIRME

Bu c¢alisma, Endiistri 4.0 ¢ergevesinde, i¢ kontrol sistemleri, i¢ denetim
strecleri/prosedirleri ve bagimsiz denetim siiregleri arasindaki etkilesimleri ve bu siireglerin
Denetim 4.0 ve yapay zeké teknolojileriyle olan iligkilerini ele alarak, sirketlerin denetim
stireclerindeki dijital doniistimii incelemeyi amacglamaktadir. Calismada, sirketlerdeki ic
kontrol sistemlerinin mali saghgi koruma, operasyonel verimlili§i artrma ve yasal
diizenlemelere uyumu saglama gibi ¢ok yonlii islevleri detaylandirilmistir. Yapay zeka ve
diger dijital teknolojilerin, i¢ denetim siire¢lerinde nasil bir doniisiim yarattig1 ve bagimsiz
denetim mekanizmalar1 iizerindeki etkileri irdelenmistir. Modern denetim anlayis1 olarak
tamimlanan Denetim 4.0, sirketlerin denetim siireglerine entegre edilen yapay zeka
uygulamalariyla risk degerlendirme kapasitesini artirarak daha ongoriilebilir ve etkin bir
denetim siireci sunmaktadir. Yapay zeka, veri setleri arasindaki karmasik iliskileri
¢oziimleme ve potansiyel sorunlar1 6nceden belirleme kapasitesi ile denetcilere buyuk
avantajlar saglamaktadir. Ayrica, Denetim 4.0’1n sirketler iizerindeki etkisi teknolojik
yonlerin yani sira etik ve yasal diizenlemelerle de yakindan ilintilidir. Bu calismada ve
yapilan degerlendirmelerde, yapay zeka destekli denetim araclarmnin, sirket ici kontrol
mekanizmalarmi nasil giiclendirdigi ve bagimsiz denetimlerde nasil bir yarar sagladigi
iizerinde durulmustur. Bu teknolojilerin getirdigi yenilikler kadar, denet¢ilerin ve
yoneticilerin karsilasabilecegi riskler ve zorluklar da ele almarak, uygun politika Onerileri
gelistirilmistir. Bu c¢alisma genel olarak dijital doniisiimiin  denetim slireglerine
entegrasyonunun, sirketlerin risk yonetimi, mali seffaflik ve operasyonel verimlilik iizerinde

nasil kritik bir rol oynadigmi vurgulamakta ve ¢alismada bu entegrasyonun hem firsatlar
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sunmakta hem de yeni zorluklar1 beraberinde getirmekte oldugu, bu nedenle denetg¢ilerin bu
yeni aracglara adapte olmalari gerekmekte ve etik bir c¢ergevede teknolojik araglari

kullanmalarmin beklendigi vurgulanmaktadir.

Anahtar Kelimeler: i¢ Kontrol Sistemi, I¢ Denetim, Bagimsiz Denetim, Denetim 4.0,

Yapay Zeké Teknolojisi



ABSTRACT

DIMENSIONS OF INTERNAL CONTROL SYSTEMS, INTERNAL
AUDIT, AND INDEPENDENT AUDIT IN CORPORATIONS: AUDIT
4.0 AND ARTIFICIAL INTELLIGENCE-BASED ASSESSMENT

This study aims to examine the digital transformation in corporate auditing procedures the
interior of the Industry 4.0 framework, by exploring the interactions between internal control
systems, internal auditing, and independent auditing processes, as well as their relationships
with Audit 4.0 and artificial intelligence technologies. The research details the multifaceted
functions of internal control systems in companies, such as safeguarding financial health,
enhancing operational efficiency, and ensuring compliance with legal regulations. It
investigates how artificial intelligence and other digital technologies have transformed
internal auditing processes and their impact on independent auditing mechanisms.Defined as
the modern auditing paradigm, Audit 4.0 enhances the predictive capabilities and efficiency
of audit processes by integrating artificial intelligence applications into corporate auditing
practices, thereby increasing risk assessment capacity. Artificial intelligence provides
auditors significant advantages by analyzing complex relationships between data sets and
identifying potential issues in advance. Moreover, the influence of Audit 4.0 on companies
extends beyond technological aspects to include close connections with ethical and legal
regulations. This assessment focuses on how Al-supported auditing tools strengthen internal
control mechanisms within companies and the benefits they offer in independent audits.
Alongside the innovations brought by these technologies, the risks and challenges that
auditors and managers may encounter are also discussed, with appropriate policy
recommendations being developed. Overall, this work highlights the critical role of digital
transformation in integrating audit processes into corporate risk management, financial

transparency, and operational efficiency. It emphasizes that this integration presents both



opportunities and new challenges, necessitating auditors to adapt to these modern tools

within an ethical framework and to utilize technological resources responsibly.

Keywords: Internal Control System, Internal Audit, Independent Audit, Audit 4.0, Artificial
Intelligence Technology
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BOLUM 1. GIRIS VE AMAC

I¢ kontrol sistemi, bir sirketin mali sagligmi korumak, operasyonel verimliligi artirmak ve
yasal dizenlemelere uyumu saglamak i¢in tasarlanmis bir yonetim siirecidir. Bu sistem,
organizasyon i¢indeki ¢esitli kontrol mekanizmalarindan olusmaktadir. Bu asamada temel
amag, riskleri azaltmak ve is siireclerinin dogruluk ve giivenilirligini artirmaktir. I¢ kontrol
sistemleri, sirketin kaynaklarmni en efektif sekilde kullanmasina olanak tanimakta ve
potansiyel finansal kayiplar1 6nlemektedir. I¢ kontrol, sirketin varliklarin1 koruma, mali
raporlama siireclerini glivenilir kilarak yatirimci giivenini saglama ve operasyonel etkinligi
maksimize etme gibi birden fazla islevi yerine getirir. Ayrica, yolsuzluk ve hata gibi
istenmeyen durumlarin Oniine gegerek sirketin genel performansina dogrudan katkida
bulunmaktadir.

Etkili bir i¢ kontrol sistemi, sirketin her alaninda uygun kontrol mekanizmalarmin
kurulmasin1 gerektirmektedir. Bu kontrol mekanizmalar1 genelde fiziksel kontroller, finansal
kontroller, erisim kontrolleri ve idari kontroller olarak siniflandirilmaktadir. Ornegin, mali
islemlerin dogruluk ve seffafligmi saglamak icin muhasebe departmaninda ¢ift tarafli
muhasebe sistemi uygulanabilir veya varlik hirsizligini onlemek i¢in giivenlik kameralari
kullanilabilmektedir. I¢ kontrol siirecleri, siirekli bir degerlendirme ve denetim gerektirir. Bu
stireclerin etkinligi, i¢ denetimlerle saglanir ve bu kontrol mekanizmalar1 zaman i¢inde
adaptasyon ve giincellemeleri icerir. i¢ kontroliin bir diger dnemli yonii de tiim siireglerin
belgelendirilmesi ve bu belgelerin diizenli olarak gézden gecirilmesidir. Calisanlara yonelik
diizenli egitim programlar1 ile i¢ kontrol prosediirleri hakkinda bilinglenme saglanabilir ve
bu siire¢lerin sirket genelinde tutarl bir sekilde uygulanmasi garanti altina alinabilmektedir.

I¢ denetim; sirketin i¢c kontrol sistemlerinin, operasyonlarmin ve ydnetim pratiklerinin
etkinligini ve yeterliligini degerlendirmek iizere yapilan bagimliliktan uzak ve objektif bir
siiregtir. I¢ denetgiler, sirketin politika ve prosediirlerine uygunlugunu denetler; risk yonetimi

stratejilerini ve is stirekliligi planlarini inceler.



Bu surecin temel amaci, organizasyonu, karmasikligi, isleyisi konusunda st yonetimi,
kurulu bilgilendirmek ve Onerilerde bulunmaktir. i¢ denetciler, sirketin tiim seviyelerinde
denetimler gerceklestirerek operasyonel ve finansal aktiviteleri siirekli olarak izlemektedir.
Bu siireg, potansiyel problemlerin erken asamada tespit edilmesini ve gerekli diizeltici
aksiyonlarin zamaninda uygulanmasini saglamaktadir. Ayrica, i¢ denetim faaliyetleri sirket
politikalarmin ve prosediirlerinin her seviyede uygulanmasii tesvik eder, boylece is
siireclerinin  entegrasyonu ve optimizasyonu desteklenmis bulunmaktadir. Risk
degerlendirme, i¢c denetimin ayrilmaz bir pargasi olarak goriilmektedir. I¢ denetgiler, sirketin
risk haritasint ¢ikarir ve en yiiksek riskli alanlari belirlemektedir. Bu bilgi, i¢ denetim
faaliyetlerinin 6n plana alinmasinda kullanilmaktadir. Etkin bir risk degerlendirme siireci,
sirketin kaynaklarmmi en iyi sekilde kullanmasini saglamakta ve stratejik karar alma
stireclerine 6nemli 6l¢lide katk1 saglamaktadir.

Bagimsiz denetim, sirketin finansal raporlarini, muhasebe kayitlarmi ve diger 6nemli
finansal bilgilerini degerlendirmek tiizere yapilan bir dis denetimdir. Bu denetim tiiri,
genellikle lisansli bir muhasebe firmasi veya denetim sirketi tarafindan ytriitiilmektedir.
Bagimsiz denetgiler, sirketin finansal durumunu ve islem sonuglarini objektif bir
perspektiften analiz etmekte, bu sayede sirketin paydaslarma giiven vermektedir. Bagimsiz
denetgiler, genis bir yelpazede denetim teknikleri kullanilmaktadir. Bu teknikler arasinda,
mali tablolarmn detayli incelenmesi, rastgele 6rneklem yontemleri ile islem testleri yapilmasi
ve finansal raporlarda yer alan bilgilerin dogrulugunun c¢apraz kontrol edilmesi
bulunmaktadir. Bu siiregler, sirketin finansal sagligi iizerine derinlemesine bir bakis
saglamakta ve muhasebe standartlarina olan uyumunu degerlendirmektedir.

Modern is diinyasinda, sirketlerin yOnetim yapilari ve operasyonel siirecleri
karmasiklasmakta ve bu durum, etkili kontrol mekanizmalarinin énemini artirmaktadir. ic
kontrol sistemi, i¢ denetim ve bagimsiz denetim, sirket yonetimi i¢inde birbirleriyle
derinlemesine entegre olan {i¢ temel siirectir. Bu siiregler birbirleriyle siki bir sekilde
iliskilidir ve sirketin finansal ve operasyonel saghigmi siirdiirmek i¢in birlikte caligmaktadir.
I¢ kontrol sistemi, sirketin temel tasi olarak goriilmektedir ve diger tiim denetim siireglerinin
etkinligi icin kritik bir dneme sahiptir. I¢ kontrol, risk ydnetimi, varlik korumasi, hata ve

yolsuzluklarin onlenmesi, finansal raporlamada dogruluk ve yasal uyumluluk gibi cesitli



islevlere hizmet etmektedir. Etkin bir i¢ kontrol sistemi var olmadan, i¢ denetim ve bagimsiz
denetim siirecleri yetersiz kalmaktadir. Ciinkii bu siirecler, i¢ kontrollerin saglam temeller
iizerine kurulmasini gerektirmektedir. i¢ kontroliin yaninda i¢ denetim, i¢c kontrol
sistemlerinin devamli olarak gozden gegirilmesi ve iyilestirilmesi i¢in vazgecilmez bir
unsurdur. I¢ denetgiler, i¢ kontrol sistemlerinin uygulanisini, sirket politika ve prosediirlerine
uygunlugunu denetlemekte ve yonetim ile kurul iiyelerine sistemlerin etkinligi hakkinda geri
bildirimde bulunmaktadir. Bu siireg, i¢ kontrol sistemlerinin gii¢clendirilmesine ve potansiyel
zayif noktalarin belirlenmesine yardimci olmaktadir. Ayrica, i¢ denetim faaliyetleri,
bagimsiz denetgilere sirket i¢i risk degerlendirmeleri ve kontrol mekanizmalar1 hakkinda
kritik bilgiler saglamaktadir. Diger taraftan, bagimsiz denetim ise, i¢ kontrol ve i¢ denetim
stireclerinin disaridan bir perspektifle degerlendirilmesine olanak tanimaktadir. Bagimsiz
denetciler, sirketin finansal raporlarmi ve muhasebe pratiklerini tarafsiz bir sekilde
inceleyerek, i¢ denetimin bulgularin1 dogrulamakta ve finansal raporlamada yiiksek
standartlarin korunmasina yardimec1 olmaktadir. Bu, sirketin kredi derecelerini, yatirimci
guvenini ve piyasa degerini olumlu yonde etkileyebilmektedir.

I¢ kontrol, i¢ denetim ve bagimsiz denetim arasindaki entegrasyon, sirketin risk yonetimi
kapasitesini biiyiik dlciide artirmaktadir. i¢ kontrol sistemi saglam oldugunda, i¢ denetim
daha etkili sonuclar iiretmekte ve i¢ denetim siiregleri gii¢lii oldugunda da bagimsiz denetim
daha az bulgu ile sonu¢lanmaktadir. Bu sinerji, sirketin genel saghigini ve stirdiiriilebilirligini
desteklemekte, hata ve yolsuzluk ihtimallerini azaltmakta ve sirketin pazar ve yasal uyumunu
giiclendirmektedir. Sonug¢ olarak, i¢ kontrol sistemi, i¢ denetim ve bagimsiz denetim
birbirlerini tamamlayan ve sirketin basarisi i¢in elzem olan siireglerdir. Bu siireglerin her
birinin etkin bir sekilde entegre edilmesi, sirketin finansal entegrasyonu, operasyonel
verimliligi ve yasal uyumu acisindan hayati 6nem tagimaktadir. Sirketler, bu ii¢ siireci bir
bltun olarak ele alarak risk yonetimi ve denetim kapasitelerini maksimize edebilmektedirler.

Endiistri devrimlerinin her biri, is diinyasinda kokli degisiklikler getirmistir. 4. endustri
devrimi olarak isimlendirilen Endustri 4.0 ise, dijital teknolojilerin entegrasyonuyla tiim
endiistriyel siiregleri doniistiirmekte ve bu degisim, sirketlerin denetim siireglerine de yeni
bir perspektif kazandirmaktadir. Bu yeni donem, “Denetim 4.0” olarak etiketlenen, yapay

zek& ve diger dijital teknolojilerin denetim faaliyetleri tizerindeki etkilerini kapsamli bir



sekilde ele alan bir yaklasimi gerekli kilmaktadir. Yapay zeka teknolojisinin, veri analizi ve
karar destek sistemleri iizerindeki etkileri, denetim profesyonelleri tarafindan giderek daha
fazla dikkate alinmaya baslanmustir.

Endustri 4.0, siber-fiziksel sistemler, Internet of Things (l1oT) ve blyuk veri gibi
teknolojileri kullanarak fiziksel ve dijital diinyalar arasinda bir koprii kurmaktadir. Bu
entegrasyon, sirketlerin operasyonel verimliligini artirirken, risk yonetimi ve denetim
mekanizmalarmi1 da yeni bastan sekillendirmektedir. Denetim 4.0, bu yeni alana uyum
saglamak ve dijitallesen diinya diizeninde gecerliligini korumak adina ortaya ¢ikmig bir
kavramdir. Yapay zeka ise bu siiregte, denetgilerin veri setleri arasindaki karmasik iliskileri
anlamalarin1 ve anomalileri tespit etmelerini kolaylastirarak, denetim kalitesini artirma
potansiyeline sahiptir. Yapay zekd ve makine Ogrenimi, denetim siireg¢lerinde
kullanildiginda, biiylik ve karmasik veri setlerinin analiz edilmesini miimkiin kilar. Bu
teknolojiler, denetgilere, geleneksel metotlarla ulasilmasi zor olan derinlemesine bilgiler
sunmaktadir. Ornegin, yapay zeka destekli bir sistem, gegmis islem verilerini analiz ederek
gelecekteki riskleri tahmin edebilir ve bu bilgiler 1518inda denetim stratejileri
gelistirilebilmektedir. Bu da sirketlerin daha proaktif bir risk yonetimi gergeklestirmelerine
olanak tanimaktadir.

Denetim 4.0, ayn1 zamanda, denetgilerin rollerinde de degisikliklere yol agmaktadir.
Yapay zekd araglarinin kullanimi, rutin ve tekrar eden gorevlerin yerine getirilmesini
saglayarak denetcilerin daha stratejik islevlere odaklanmalarmi miimkiin kilmaktadir. Bu
durum, denetim siire¢lerinin daha etkin ve efektif olmasima katkida bulunurken, denet¢ilerin
analitik diisiinme ve problem ¢6zme becerilerini 6n plana ¢ikarmaktadir. Ancak, Denetim
4.0’m sirketler tlizerindeki etkisi sadece teknolojik yonleriyle smirli degildir. Bu yeni
yaklagim, etik ve yasal diizenlemelerle de yakindan ilintilidir. Yapay zeka sistemlerinin
getirdigi etik sorunlar, gizlilik konular1 ve algoritmik bias gibi konular, denetim
profesyonelleri tarafindan ele alinmas1 gereken yeni ve kompleks problemler arasinda yerini
almaktadir. Bu nedenle, Denetim 4.0, multidisipliner bir yaklagim gerektirmekte ve denetim
profesyonellerinden, teknolojiyi etik bir ¢ercevede kullanmalarimi ve tiim yasal

diizenlemelere uyum saglamalarini gerektirmektedir.



Sonug olarak, Endiistri 4.0 ve Denetim 4.0, sirketlerin denetim siireglerini yeniden
sekillendirirken, yapay zeka gibi teknolojiler bu doniisiimiin merkezinde yer almaktadir. Bu
teknolojiler, denetim verimliligini artirma ve risk yOnetimini optimize etme potansiyeli
sunarken, ayni zamanda denetgilerin rollerini ve beklentilerini de degistirmektedir.
Dolayisiyla, bu gelismeleri kapsamli bir sekilde analiz etmek ve Denetim 4.0’ temellerini
saglam bir sekilde anlamak, akademik ve profesyonel agidan biiylik 6nem tagimaktadir.

Bu tezin izleyen boliimlerinde i¢ kontrol sistemi, i¢ denetim ve bagimsiz denetim stiregleri
ve aralarindaki iligkiler ile bu siireglerin Denetim 4.0 ve yapay zekd ile olan iligkileri ele
alinmakta ve giinlimiiz denetimin dijitallesmesi siirecinde sirketlerin ve denetgilerin

gelecekteki durumu degerlendirilmekte ve birtakim oneriler yer almaktadir.



BOLUM 2. SIRKETLERDE iC KONTROL
SISTEMLERI

2.1. iIC KONTROL KAVRAMI, AMACLARI VE BILESENLERI

Kontrol, mevcut is performansinin degerlendirilmesi ve bu performansin belirlenen
hedeflere erisim potansiyelinin saptanmasi siirecidir. Kontroliin asli gayesi, isletme
operasyonlar1 esnasinda ortaya ¢ikan yanlislik ve usulsiizliikleri tespit etmek ve bu tiir
olumsuz durumlarin yeniden meydana gelmemesi adina gerekli tedbirleri uygulamaktir (Tiim
ve Memis, 2012: 91).

I¢ kontrol sistemi hakkinda ilk kapsamli incelemeler 1949 yilinda gerceklestirilmistir.
Denetim Yordamlar1 Komitesi’nin yaymladigr 6zel bir raporda i¢c kontrol sistemi,
“isletmenin faaliyet planini ve varliklarinin korunmasini saglamak, muhasebe kayitlarinin
dogrulugu ve giivenilirligini denetlemek, islem verimliligini yiikseltmek ve belirlenen
yonetim politikalarina uyumu tesvik etmek amaciyla benimsenen ve uygulanan tiim 6nleyici
yontemleri icerir’ seklinde tanimlanmistir. Bu tanimin genis ve kapsamli oldugu agiktir;
sadece mali islemleri ve muhasebeyle iliskili deger hareketlerini degil, isletmenin genel
hedeflerine ve bu hedeflere yonelik faaliyetlere dair ¢esitli durumlar1 da kapsar (Tiiredi,
2012: 28).

I¢ kontrol sistemlerinde temel amag, isletme operasyonlarinmn diizen i¢inde, etik normlara
uygun olarak, ekonomik, etkili ve verimli bir bicimde ydrutilmesini temin etmek,
sorumluluklarin hesap verilebilir sekilde ifa edilmesini saglamak, mevcut diizenlemelere ve
mevzuata riayet edilmesini garantilemek, yanilgi ve usulsiizliiklerin 6niine gegmektir (Akyel,
2010). Isletmelerin genislemesi ve bu durumun dogal sonucu olarak faaliyetlerin sayismin
ve karmasikligmin artmasi, isletme kaynaklarimin muhafazast ve hatalar ile
dolandiriciliklarin engellenmesi amaciyla alinacak dnlemler i¢cin zamaninda elde edilmis,
dogru ve giivenilir bilgilere olan ihtiyaci artrmaktadir. Bu baglamda, finansal verilerin
dogrulugunu ve giivenilirligini temin etmek amaciyla muhasebe sistemine yonelik i¢ kontrol
faaliyetleri gereklidir. Boylece, i¢ kontrol sistemi, finansal tablolarm dogrulugunu ve

giivenilirligini gliglendirme yaninda, igletmenin genel verimliliginin artirilmasina, yasal ve



idari diizenlemelere uygunlugun saglanmasina ve isletme varliklarinin korunmasina katkida
bulunmay1 hedeflemektedir (Kilig, 2023: 15).
I¢ kontrol sisteminin amaglari, genis ¢ercevede degerlendirildiginde, asagidaki sekilde ele
alinabilir (Caldag, 2002: 47; Kepekei, 2004: 71; Kilig, 2023: 17):
i.  Isletme faaliyetlerinin, yiiriirliikteki yasal diizenlemeler ve isletme politikalartyla
uyumlu bir sekilde icra edilmesini saglamak,
ii.  Isletmenin varliklarinin korunmasimi ve giivenligini saglamak,
iii.  Isletme faaliyetlerinin etkinlik ve verimliligini yiikseltmek,
iv.  Finansal raporlamalarda yer alan bilgilerin dogrulugunu ve giivenilirligini temin
etmek,

V.  Varliklarm ekonomik degerini ve kullanim verimliligini maksimize etmek,

vi. Isletme iist yonetiminin belirlemis oldugu hedef ve amaglara ulasimi
kolaylastirmak,
vii.  Yanlslik ve dolandiricilik vakalarini tespit etmek ve bu tiir vakalar1 6nleyici

tedbirler almak.

Ozet olarak ve diger bir agidan bakilacak olursa, COSO (Committee of Sponsoring
Organizations — Treadway Komisyonunu Destekleyen Kuruluslar Komitesi) raporuna gore
i¢ kontrol sisteminin amaglar1 sdyle belirlenmistir (Doyle ve digerleri, 2006: 198):

i.  Isletme ici faaliyetlerin etkinligine ve verimliligine katki saglamak,
ii.  Isletmenin finansal raporlama mekanizmasimnin giivenilirligini saglamak,
iii.  Mevcut yasalara ve isletme i¢i yonetmeliklere uyumu saglamak.

I¢ kontrol sisteminin temel bilesenleri ise su sekilde siralanabilir (Savl ve Ak, 2021):

) Ic kontrol sisteminin asil amaci, isletmenin hedeflerine ulasabilmesini temin

etmektir.

i) 1) Sistemin temel 6gesi insandir ve tiim ¢alisanlarin i¢ kontrol sistemi icerisinde

belirli rolleri ve sorumluluklar1 bulunmaktadir.

iii) I¢ kontrol, dngériilemeyen risklerin ortaya ¢ikmasi ihtimaline karsmn kesin bir

giivence sunmamakla birlikte, belirli bir giivenlik seviyesi saglayabilir.

iv) I¢ kontrol sistemi, tek seferlik veya olagan dis1 bir islem degil, siireclerin biitiiniinii

kapsayan ve slrekli olarak uygulanan bir yontemdir.



2.2. IC KONTROLUN TARIHSEL GELISiMIi

Baslangicta, isletme sahipleri yalnizca kayitlarini incelemek amaciyla denetim
uygulamasini hayata geciriyorlardi. Ancak zaman i¢inde bilimsel ve ekonomik gelismelerin
ivme kazanmasi ve isletmelerin hisselerini genel halka sunmaya baglamasiyla, isletme
sahipleri ile yoneticiler arasinda bir ayrim olustu. Bu durum, igletme hesaplarinin ve faaliyet
sonuglarinin, sahipleri adina bagimsiz ve uzman kisiler tarafindan denetlenmesi gerekliligini
beraberinde getirmistir. Dolayisiyla, gegmiste yalnizca ekonomik faaliyetlerin denetlenmesi
olarak goriilen denetim islevi, giinimiizde muhasebe denetimi ile birlikte ele alinmaktadir
(Gliney ve Sari, 2015).

[k ekonomik faaliyetlerin baslamasiyla ortaya ¢ikan her iktisadi olayn, giiniimiizdeki gibi
detayli bir incelemeye tabi tutulmamasma ragmen, MO 3000 yillarina dayanan arsiv
kayitlarinda, eski Misir, Yunan ve Roma uygarliklarinda mali hesaplarin kaydedilmesi ve
dogrulugunun denetlenmesi uygulamalarina rastlanmaktadir (Koése, 2000: 20). Sanayi
devriminin ardindan, giin gectikce biiyliyen ve gelisen endiistriyel sirketlerin monopollesme
egilimi, ekonomik faaliyetlerin ¢esitlenip karmasiklagsmasi ve borsalarin dogusu gibi
faktorler, isletmelerde yonetici ve sahip kavramlariin belirginlesmesine yol agmis ve tiim
bu gelismeler denetimin toplumun tiim kesimlerini ilgilendiren bir konu haline gelmesine
neden olmustur. Artik odak noktasi sadece hata ve hilelerin tespiti olmaktan ¢ikmus,
ortaklarm, kreditorlerin, devletin ve diger tiim paydaslarin temel amaci, finansal tablolarin
dogrulugunun denetgiler gibi uzman kisilerce onaylanmasi haline gelmistir. Bu baglamda,
gunimizde “Finansal tablo denetimi yaklasimi” olarak adlandirilan denetim ¢alismalari
baslatilmis ve isletmelerin mali tablolarinm biitiinciil bir sekilde incelenmesiyle yararl
sonuclar elde edilmistir (Giiredin, 2007: 15).

Tiirkiye dahil olmak tizere ekonomik agidan ilerleme kaydeden iilkelerde, muhasebe
denetimi, ekonomik aktivitelerdeki gelismelerle paralel bir evrim siireci izlemistir.
Turkiye’de, muhasebe uzmanlarinim mahkemelerde bilirkisi olarak gorev yapmalari ve vergi
mevzuatinda denetim yetkilerinin tanimlanmasi, muhasebe denetimi sistemine iliskin ilk
uygulamalar arasinda yer almigtir. Zamanla bu alanda faaliyet gosteren profesyoneller,
meslege yasal bir ¢erceve kazandirmak ve muhasebe denetimi bilincini artirmak amaciyla bir

araya gelmislerdir (Uzay vd, 2009: 127). 13 Haziran 1989 tarihinde Resmi Gazete ‘de



yayimlanan 3568 Sayili Kanun, muhasebe islemlerini ve denetim faaliyetlerini resmi bir
meslek olarak tanimlayarak, bu alanda profesyonel hizmet veren bireylerin yetkinliklerini de
acikca belirlemistir. Tiirkiye’de muhasebe denetimine yonelik bir diger kritik adim, 1 Ocak
1994 tarihinden itibaren butun isletmeler i¢cin zorunlu hale getirilen tek diizen muhasebe
sistemine gegistir. Ayrica, 1994 yilinda, muhasebe ve denetim standartlarini belirlemek tizere
Tiirkiye Muhasebe ve Denetim Standartlar1 Kurulu (TMUDESK) olusturulmustur.
TMUDESK, Tiirkiye muhasebe standartlarmni belirlerken, uluslararasi standartlarla uyumlu
olarak tesekkiiliinii hedeflemistir. Cikarilan yasalar, kurulan kurumlar ve bu alanda egitim
alan ve kendilerini gelistiren bireylerin katkilariyla, Tiirkiye’de muhasebe denetiminde
birliktelik saglanmis ve standartlar olusturulmaya ¢alisilmistir (Giiney ve Sari, 2015).

Genel asamalar olarak bakildiginda i¢ kontrol isletmeler ve kurumlar acisindan asagidaki
gibi agamalardan gecerek giiniimiize ulasmistir (Tetik ve Karaca, 2021):

i.  Ilk asama: I¢ kontrol faaliyetlerinin ilk medeniyetlerde uygulandigi ve hasilat ile
O0demelerin  dogru bir sekilde muhasebelestirilmesi i¢in  kullanildig:
belirtilmektedir. Bu donemde, isletmelerin gelir ve giderlerini kontrol altinda
tutmak amaciyla i¢ kontrol mekanizmalarmin kullanmildigr goriilmektedir.
Hasilatin dogru kaydedilmesi, vergilerin toplanmasi gibi islemlerde i¢ kontroliin
onemli bir rol oynadig literatiirde yer almistir.

ii. Ikinci asama: 1940’11 yillarda sanayi devrimiyle birlikte i¢ kontroliin resmiyet
kazandig1 ve denetimdeki Oneminin arttigi vurgulanmaktadir. Bu donemde
isletmelerin biiyltimesi ve faaliyetlerin artmasi, i¢ kontrolle ilgili yeni ¢alismalarin
baslatilmasma yol agmustir. Ozellikle Amerikan Muhasebeciler Enstitiisii
tarafindan i¢ kontrol tanimimin yapilmasi ve farkli kurumlarin i¢ kontrol iizerinde
calismalariyla i¢ kontrol kavraminin gelistigi belirtilmektedir.

iii.  Ugiincii agama: I¢ kontrolle ilgili yasal diizenlemelerin ele alindig1 ve Amerikan
muhasebe mesleginin kurucularindan biri olan Montgomery’nin i¢ kontroli
degerlendirdigi metinlerin incelendigi ifade edilmektedir. Bu donemde i¢
kontroliin denetimdeki rolii ve Onemi siirekli olarak gozden gecirilmis ve
giincellenmistir. Ozellikle i¢ kontroliin hile ve suiistimallerin tespitinde dnemli bir

ara¢ oldugu vurgulanmaktadir.



Son asama: I¢ kontroliin kavramsal olarak yeniden diizenlenmesine ydnelik
caligmalarin ele alindigt ve COSO i¢ kontrol modelinin degerlendirildigi
belirtilmektedir. Bu donemde i¢ kontroliin isletmelerdeki 6nemi ve etkin bir
sekilde uygulanmasmin gerekliligi iizerinde durulmus ve i¢ kontroliin
giiniimiizdeki 6nemi vurgulanmistir. Bu asamada i¢ kontrol kavraminin tarihsel
gelisimi detayli bir sekilde incelenmis ve i¢ kontroliin kurumsal yonetimdeki rolii

iizerinde durulmustur.

2.3. IC KONTROLUN TEMEL iLKELER, GOREV VE
SORUMLULUKLAR

I¢ kontrol sisteminin beklenen islevleri yerine getirebilmesi i¢in dikkate alinmasi zorunlu

olan temel ilkeler sunlardir (Kilig, 2023: 18-19):

a) Isletme varliklarmin korunmasi ve muhasebe kayitlarinm giivenligi ilkesi,
b) Gorev dagilimmin netligi ilkesi,

c) Uygun belgeleme ve kayit sisteminin bulunmasi ilkesi,

d) Isletme ¢alisanlarinin performans degerlendirmesi ilkesi,

e) Bagimsiz denectimler diizenlenmesi ilkesi.

I¢ kontrol sisteminin kapsammin ve uygulamasinin etkinliginin belirlenmesi, bu siirecte

gorev

alacak yetkililerin atanmasi ve i¢ kontrol ilkeleri ile amaglarmin degerlendirilmesi

arasindaki iliskinin detaylica incelenmesi gerekmektedir (Pamukgu, 2019: 23). S6z konusu

maddeler asagidaki maddelerle ele almaktadir:

a)

b)

Isletme varhklarimn Kkorunmasi ve muhasebe kayitlarimin giivenligi ilkesi:
Isletme varliklarmnin siirekli olarak risk altinda olmasi, bu varliklarm korunmasinin
biiyiik dnem tasidigni gostermektedir. Isletmede faaliyet gdsteren etkin bir i¢ kontrol
sisteminin bulunmasi durumunda, isletmede yer alan aktifleri yangin, dogal felaketler,
hirsizlik, dolandiricilik vb. tehditlere karst korunabilir hale gelecektir (Giiredin, 2014:
168).

Gorev dagihmimin netligi ilkesi: Gorevlerin ayriligi ilkesi, bir islem siirecinin
basindan sonuna dek tek bir kisinin kontroliinde olmamasini gerektirir. Bu, bireylerin

veya gruplarin herhangi bir usulsiizliik yapma ve ardindan bunu saklama yetenegine
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sahip olmamasi anlamina gelmektedir. Isletmelerin biiyiimesiyle birlikte, faaliyetlerin
etkin kontrolii ve departmanlar aras1 koordinasyon daha zor hale gelebilir. Bu tur
zorluklarin iistesinden gelmek i¢in, yetki ve sorumluluklarim, i¢ kontrol sistemlerinin
etkin bir sekilde islemesini destekleyecek bigimde atanmasi kritik 6neme sahiptir. Bu
baglamda, giiglii bir i¢ kontrol yapismin olusturulmasinda daima ayrilmasi1 gereken
temel gorevler soyle siralanabilir (Dawson, 2015: 69): (i) Varliklarin denetlenmesi,
(i) Ilgili islemlerin yetkilendirilmesi veya onaylanmasi, (iii) Islemlerin
muhasebelestirilmesi veya raporlanmasi. Gorevlerin bu sekilde ayrilmasi, bir
isletmede 1i¢c kontrol ihlallerinin sorumlularinin tespit edilmesine olanak
taniyabilecektir.

¢) Uygun belgeleme ve kayit sisteminin bulunmasi ilkesi: Isletmelerde, etkin bir i¢
kontrol sistemi ve muhasebe sisteminin dogru ve giivenilir bilgi saglayabilmesi i¢in,
belgelerin uygun sekilde kaydedilmesi zorunluluktur (Giiney ve Sari, 2015). Bu
prensibe uygun hareket edilmesi, isletme yonetiminin muhasebe sistemi {lizerinden
giivenilir bilgilere erisebilmesini ve bu bilgiler dogrultusunda saglam kararlar
alabilmesini saglayacaktir (Atmaca, 2012: 200). Ancak bu prensibin etkili bir sekilde
uygulanabilmesi, isletmeye 6zel olarak tasarlanmis ayrintili ve uygun bir hesap plani
sayesinde mumkdn olabilecektir (Ergin, 2012: 44).

d) isletme cahsanlarmin performans degerlendirmesi ilkesi: i¢ kontrol sisteminin
beklenen diizeyde etkin bir bicimde islev gosterebilmesi i¢in, igletme yonetimi ile
calisanlar arasinda uyumlu bir iliskinin bulunmasi sarttir. I¢ kontrol sisteminin
tasarimi ve denetimi isletme yOnetiminin, uygulanmasi ise ¢alisanlarin yetki ve
sorumluluguna aittir.

e) Bagimsiz Kontrollerin Yapilmas: ilkesi: I¢ kontrol sisteminin etkinliginin
belirlenmesi amaciyla, isletme operasyonlarmin bagimsiz sahislar tarafindan diizenli
araliklarla denetlenmesi zorunludur (Adiloglu, 2011: 107).

Etkin bir i¢ kontrol sisteminin igletmede tasarlanmasi, uygulanmasi ve denetlenmesi,

temelde yonetimin ylikiimliliigli altindadir; ancak isletme ile iligkili tiim gruplar, kendi
pozisyonlarma 6zgii cesitli gdérev ve sorumluluklara sahiptirler. I¢ kontrol sisteminin

olusturulmas: ve iyilestirilmesi, personelin de katilimiyla yonetimin sorumlulugundadir.
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Sistemin siirekli denetimi, varsa i¢ denetcilerle birlikte yonetim tarafindan tistlenilmelidir.
Ayrica, bagimsiz denetgiler, bagimsiz denetim firmalar1 ve isletme ile baglantili diger dis

cevre unsurlari da i¢ kontrol sistemiyle ilgili 6nemli aktorlerdendir.

2.4. 1C KONTROLUN SIRKETLERE SAGLADIGI FAYDALAR

Etkin bir i¢c kontrol sisteminin sirketlerde yer almasi, finansal raporlamanin dogrulugunu
ve raporlamada giiveni artirarak, usulsiizliik ve hatalardan kaynaklanabilecek ciddi sapmalar1
minimize etmekte ve bu sayede hem i¢c hem de dis ilgili taraflarin saglam kararlar almasina
yardimci1 olmaktadir. Bu sistemlerin bulundugu isletmelerde, denetim siire¢lerinin kapsam1
etkin i¢ kontrol nedeniyle daraltilabilmekte ve bu da bagmmsiz denetim maliyetlerinin
diisiiriilmesine katkida bulunmaktadir. i¢ kontrol mekanizmalari, sirketin kurumsal yonetim
yapisinin ayrilmaz bir parc¢asi olup, muhtemel dolandiricilik faaliyetlerinin aydinlatilmasinda
kritik bir role sahiptir (Gogen, 2010: 108). Etkili i¢c kontrol sistemleri, isletmelerde
karsilasilabilecek usulsiizlik ve hatalara karsi konulmasinda basvurulacak en 6nemli
yontemlerden biridir (Saglar ve Tuan, 2009: 352; Tuan, 2009: 8; Kizilboga ve Ozsahin, 2013:
223).

Denetim siirecinde, bagimsiz denetgilerce isletmenin i¢ kontrol ve isleyis siireglerine
yonelik yapilan Oneriler, isletme yoOneticilerinin olasi risklere karsi bilinglenmesini
saglayarak igletmenin siirdiiriilebilirligine  katki  sunmaktadir.  Risklerin  tanimu,
degerlendirilmesi ve 6nemli riskler i¢in kontrollerin olusturulmasi gibi siireclerin igerdigi
etkin bir i¢ kontrol sistemi olusturulmasi, isletmelerin kurumsal yonetim standartlarina
ulasmasmi saglayan temel adimlardandir (Uzay, 2017: 149-153). I¢ kontrol sistemlerinin
isletmelere saglayacagi yararlar ise su sekildedir (Hatunoglu vd., 2012: 175; Uzay, 2017:
167; Kilig, 2023: 22):

i.  BDS 265 uyarinca bagimsiz denetgilerin miisteri isletmenin i¢ kontrol sistemine
yonelik yapacagi agiklamalar, isletme yOnetiminin siireklilik konusunda
desteklenmesi,

ii. Isletme kaynaklarinmn yetkisiz kullanimin ve kaybini énlemek,

iii.  Calisanlarmn isletme politikalarma ve prosediirlere uygun davraniglarini

denetlemek,
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iv.  Giivenilir ve iglevsel bilgilerin tiretilmesini saglamak,
V.  Verimsizlige yol acan atiklar1 ve fireleri azaltmak.
Netice itibartyla, isletmelerde giiglendirilecek bir i¢ kontrol yapisi, yliksek kalitede ve
giivenilir bilgiler saglayarak, yatirimc1 glivenini artirma, kaynaklarin etkin kullanimini tegvik
ederek ve yasal diizenlemelere uygun hareket edilmesini saglayarak isletmelere rekabet

avantaji saglamaktadir (Kutukiz ve Oncii, 2009: 137).

2.5. IC KONTROLUN SIiSTEMININ ETKINLIK OLCUMU

Ulkemizde, kamu sirketleri, bankacilik sektorii, sigorta firmalari, halka agik sirketler, 6zel
finansal kuruluslar ve kamuya yarar saglayan isletmeler gibi kurumlar, i¢ kontrol sistemi
olusturma yiikiimliliigii altindadir. Bu kurumlarin tiimiinde i¢ kontrol sistemi, risk yonetimi
ve maliyet faktorlerinin degerlendirilmesiyle sekillendirilmekte ve bu sistemler, (st
yonetimin sorumlulugu altinda, isletmeye uygun bir gliven seviyesi saglama amacia yonelik
politikalar1 icermektedir. I¢ kontrol sistemlerinin kurulmasmin zorunlu veya istege bagh
olmas1 fark etmeksizin, bu sistemlerden beklenen temel ¢ikt1, uygun giivence seviyesinin
saglanmasidir. Uygun giivencenin saglanabilmesi i¢in bazi kritik unsurlar 6n plana
cikmaktadir; bunlar arasinda gorevlerin boliinmesi, yetkilendirme, belgelendirme ve kayit
diizeni, fiziki olarak korunma tedbirleri ve bagimsiz denetimler yer almaktadir (Dursun ve
Dal, 2018).

Gorevlerin ayrilig1 prensibi, isletmedeki bir isin boliimlere ayrilmasi ve her boliim i¢in
farkli sorumlularm atanmasini ifade eder, bu da hatalarm azalmasina ve olasi usulsiizliiklerin
tespit edilme sansmnin artirilmasma katkida bulunur. Isletmenin biiyiikliigiine bagli olarak,
gorevlerin usulsiizliik ve hatalar1 en aza indirecek sekilde cesitli bireyler arasinda dagitilmasi
gerekir (Bozkurt, 2006: 126-129). Yetki, bir bireyin is yapma kapasitesi olarak kabul
edildiginde (Giiney, 2017: 10), isletmede yetki ve buna bagl sorumluluklarin tanimlanmasi
ve bunlarin tiim ¢alisanlarca bilinir olmasi, etkili bir i¢ kontrol sistemi i¢in ciddi anlamda bir
oneme sahiptir. Yetkilendirilmis bireyler tarafindan yiiriitiilen islemlerde hata ihtimali azalir
ve hata meydana geldiginde sorumlu kisinin belirlenmesi daha kolay hale gelir.

Etkili bir i¢ kontrol mekanizmasinin saglanabilmesi i¢in uygun bir belgeleme diizeni

sarttir. Finansal islemlerin muhasebe sistemine kaydedilmesi ve sorumlulugun belgeler
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iizerinden sorgulanabilmesi i¢in her islemin belgelenmesi gerekir. Giivenilir muhasebe
kayitlarinin tutulabilmesi ve bilgilerin zamaninda raporlanabilmesi adina, isletmede detayli
bir hesap planinin ve muhasebe kilavuzunun bulunmasi gerekmektedir, bu durum ayni
zamanda diizenli bir muhasebe organizasyonunun varliginit da gosterir (Giiredin, 2007).
Aktiflerin (isletme varliklarinin) ve muhasebe kayitlarinin fiziksel olarak korunmasi igin
gerekli tim onlemlerin alinmasi, etkin bir i¢ kontrol sisteminin bir diger gerekliligidir. Bu
kapsamda, yangina dayanikl kasalar, etkin arsivleme ve saklama sistemleri, mekanik ve
elektronik muhasebe araclari, 6zel veri depolama birimleri ve diger fiziksel giivenlik araclar
kullanilabilir. I¢ kontrol sistemlerinin uygun bir sekilde isleyip islemediginin
degerlendirilmesi amaciyla, bagimsiz denetimlerin yapilmasi zorunlu olarak goriilmektedir.
Bu denetimler, muhasebe kaydini yapan muhasebe sorumlular1 disindaki bireyler tarafindan,
diizenli araliklarla ve dnceden bilgi gecilmeksizin gergeklestirilmeli, denetim sonuglarindaki
herhangi bir uygunsuzluk yonetimle paylasilmali ve boylece sistemin etkinligi glivence altina

alinmalidir (Dursun ve Dal, 2018).

2.6. IC KONTROL SIiSTEMINi YAPILANDIRMA MODELLERI

I¢ kontrol sistemlerinin gelistirilmesi amaciyla, simdiye dek cesitli uluslararas1 kuruluslar
tarafindan farkli i¢ kontrol modelleri ortaya konmustur. Kiiresel ¢apta en genis kabul géren
ve uygulanan model, COSO I¢ Kontrol Cergevesidir (Coskun ve Teraman, 2018: 124).
Ancak, COSO disinda Turnbull Raporu, COBIT, CoCo, eSAC ve SysTrust gibi modeller de
yaygin olarak bilinen ve kullanilan ¢ergeveler arasinda yer alir. Bu i¢ kontrol modellerinin
temelinde, isletmelerdeki i¢ kontrollerin etkinliginin degerlendirilmesine imkan taniyacak bir
kilavuz olusturma hedefi yatmaktadir. Alt boliimlerde, COSO modelinin diginda kalan ve
yukarida bahsi gecen modellere odaklanilmig, COSO modeli ise takip eden bir bdlimde

detayl1 olarak incelenmistir.
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ic Kontol

Yapilandirma
Modelleri

Sekil 2.1 i¢ Kontrol Yapilandirma Modelleri (Agdeniz, 2019:77)

2.6.1. Cobit Modeli

Cobit modeli, 1996 yilinda ilk defa yaymlanmis olup, Tiirkceye “Bilgi ve Ilgili
Teknolojiler Uzerine Kontrol Hedefleri” olarak terciime edilmistir. Bu modelde, i¢ kontrolle
ilgili gorevler, {ist yonetim, i¢ denetim birimleri ve bagimsiz denetciler arasinda
boliisiilmiistlir. Zaman icerisinde yapilan revizyonlarla modelin kapsami genisletilmistir
(Akisik, 2005: 99).

Cobit, bilgi islem teknolojilerinin isletmelerde kullanimindan kaynaklanan riskleri
yonetmek amaciyla tasarlanmis, uluslararasi alanda kabul gdren bir i¢ kontrol cergeve
modelidir (Rubino ve Vitolla, 2014: 738). Modelin merkezinde, iist yonetimin yani sira bilgi
teknolojilerinin denetimi yer almaktadir. Cobit, isletme yonetiminin ulagmayi hedefledigi
kontrol hedefleri ve bu hedeflere erismek icin gelistirilen kontrolleri igeren, i¢ kontrole

odaklanan bir yaklasim olarak tanimlanmistir (Kose ve Bekei, 2017: 18).
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1- IT siireci is Gerekliligi
2- Gizlilik Kalite
3- Devamlilik Maliyet
4- Butunluk Teslim

1- IT Kaynaklari
2- Faaliyetleirn Etkinligive
Verimliligi
3- Finansal Raporlama
Gerekliligi

4- Kanunlara ve Yasalara

Sekil 2.2 COBIT I¢ Kontrol Unsurlar1 (Agdeniz, 2019:78; Kara, 2011)

Bilgi sistemlerinin olgunlugunun 6l¢tilmesinde kullanilan COBIT PAM modeli, her bir
stire¢ i¢in belirlenen olgunluk seviyelerine 6zgii davranigsal 6zellikleri tanimlar. Bu modelin
davranigsal 6zellikleri, COBIT in her siireci igin 6zellestirilir, bu da onu oldukca siibjektif
bir degerlendirme yontemi haline getirir ve bu nedenle giivenilirlik agisindan kesin bir
dogrulamasi yapilmamustir (Walker vd. 2012: 160; Korkmaz ve Gormen 2022).

Alternatif bir bakis agistyla, COBIT (Bilgi ve ilgili Teknoloji i¢cin Kontrol Amaglar),
oncelikle Bilgi Sistemleri Denetim ve Kontrol Birligi tarafindan bir denetim araci olarak
gelistirilmis, ancak bilgi islem ve is yonetiminde de kullanilan bir aractir. COBIT, kontrol
amagclar1 ve bu amaclara ulasmak ic¢in tasarlanan kontrolleri igeren, i¢ kontrole odakli bir
yaklagimi ifade eder. Bu model, isletmelerin bilgi islem kaynaklarmi, is hedeflerine hizmet
edecek sekilde kullanmalarin1 amaglar ve sunulan hizmetlerin istenen kalite, giivenlik ve
yasal gerekliliklere uygun olmasini saglar. COBIT, kontrol odakli bir yaklagimdir ve
sirketlerin ne yapmasi gerektigine odaklanir, ancak bunlarin nasil yapilmas: gerektigi

konusunda yonlendirme saglamaz (Cakirsoy ve Baral, 2022).
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2.6.2. Turnbull Modeli

Ingiltere ve Galler Yeminli Mali Miisavirler Enstitiisii (ICAEW) tarafindan “i¢ Kontrol:
Yoneticilere YoOnelik Birlesik Kurallar” adi altinda yayimlanan model, Turnbull raporu
olarak bilinir. Bu ¢er¢eve, Londra Borsasi’nda listelenen sirketlerin yonetim kurullarinin ig
kontrol Gzerine olan yukimliliiklerini belirleyen kurallar olusturmustur (Carey, 2001: 24;
Ozbek, 2012: 385). Turnbull modeli, kurumsal amaglarm tanimlanmasinda risk ydnetiminin,
sirketin i¢ kontrol siireclerinde merkezi bir 6neme sahip oldugunu vurgular (Kog, 2012: 133;
Kilig, 2023: 24).

Turnbull raporu, komisyon bagkani Nigel Turnbull’un admi tasiyor ve ilk defa 1999
yilinda kamuoyuna sunuldu. Bu rapor, icgerigi itibariyla COSO modeliyle benzer yonler
barindirirken, uygulama rehberi olmaktan ziyade i¢ kontrol sistemlerine iligkin temel
prensipleri ortaya koyar. Bu yiizden, Turnbull raporu, i¢ kontrol prensiplerine yonelik bir
kilavuz olarak nitelendirilebilir. Metin boyunca “Turnbull raporu” ifadesi yerine “Turnbull”
ya da sadece “rapor” ifadelerine bagsvurulmustur. Raporun ilk yayimlandig: yildan, 2005
yilinda yenilenmis siirlimiiniin piyasaya siiriilmesine kadar olan donemde, yOnetim
kurullarindan ve yatirimcilardan aliman geri doniisler, Turnbull tarafindan o6ne siiriilen
prensipleri benimseyerek i¢ kontrol ve risk yonetim sistemlerini bu dogrultuda sekillendiren
kuruluslarin énemli kazanimlar elde ettigini ortaya koymustur. Ozellikle i¢ kontrol ve risk
yonetimi mekanizmalarii temel is siireclerine dahil eden isletmelerin bu rapordan en fazla
yararlananlar oldugu belirlenmistir (TUredi vd., 2015).

Kullanicilardan alman geri bildirimler, raporun ilkelere dayali yapisinin ve detayli bir
uygulama kilavuzu icermemesinin, kullanicilar acisindan bir engel teskil etmedigini
gostermistir. Hatta bu durum, yonetim kurullarinin konuyu daha ciddiye aldiklarmi ve
yonettikleri isletmelerin benzersiz durumlarint dikkate alarak i¢ kontrol iizerine stratejik
kararlar almaya yoOnlendirildiklerini ifade eder. Bu sebepten, raporun giincellenmis
versiyonunda da bu ilke odakli ve esnek yaklasgimin sirdiirildiigi belirtilmistir (The
Financial Reporting Council, 2015: 1-2).

Turnbull modelinde etkili bir i¢ kontrol yapisinin 6gelerini asagidaki gibi siralanmaktadir
(Taredi vd., 2015):
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1) Isletme i¢in uygun politikalar, prosediirler, davranis kurallari ve gdrevler, etkin bir
i¢ kontrol yapisinin temel taslaridir.

2) lsletmenin amagclarina ulasmasmi engelleyebilecek her tiirlii riski ele alabilme
kapasitesine sahip bir i¢ kontrol yapisinin olmasi esastir.

3) Igsel ve dissal paydaslara sunulan raporlarin kaliteli, zamanmda, uygun kapsamli
ve guvenilir olmasi gerekir.

4) Isletmenin, yasal mevzuat ve kurum ici politikalara uygunlugunun saglanmasi i¢
kontrol yapisinin bir parcast olmalidir.

5) I¢ kontrol yapisi, organizasyonun yapisal 6zelliklerine uygun olmalidir.

6) Kontrol faaliyetleri, i¢ kontrol yapismin 6nemli bir boliimiinii olusturmalidir.

7) Bilgi tiretimi, paylasimi ve organizasyonel iletisim, i¢ kontrol yapisinin 6nemli
Ogeleri arasinda yer almalidir.

8) I¢ kontrol yapisinin etkinliginin devamini saglayan izleme faaliyetleri, bu yapimin
bir pargasidir.

9) I¢ kontroller, isletmenin temel faaliyetleriyle biitiinlesik ve isletme kiiltiiriiyle
uyumlu olmalidir.

10) isletme ici ve disindaki degisikliklerden kaynaklanan yeni risklerin hizla tespit
edilip gerekli yanitlarin verilmesi saglanmalidir.

11) Onemli kontrol sorunlar1 veya zayifliklar1 ve bu sorunlara yonelik alman diizeltici
Onlemler, derhal ilgili yonetim seviyesine raporlanmalidir.

12)i¢ kontrol yapisinmn, karar verme mekanizmalarmndaki sorunlari, kullanici
hatalarini, usulsiizlikleri ve Ongorillemeyen olaylar1 bitlndyle ortadan
kaldiramayacagi1 ancak bu tiir olaylarin olasiligin1 azaltabilecegi anlagilmalidir.

13) isletmenin hedeflerine ulasirken karsilasilabilecek Ongoriilebilir risklerin
onlenmesine yonelik mutlak bir glivence degil, makul bir glivence sunulabilecegi

kabul edilmelidir.
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2.6.3. CoCo Modeli

CoCo modeli, i¢ kontrol yapisinin degerlendirmesi amaciyla Kanada Mali Miisavirler
Odas: tarafindan 1995 yilinda tasarlanmistir. COSO modeline kiyasla daha pratik ve kolay
anlagilir olmasina ragmen, bu modelin etkisi biiylik oranda yerel diizeyde smirli kalmistir ve
COSO i¢ Kontrol modelinin sagladig1 uluslararasi diizenleme standartlarinm bir alternatifi
olarak kabul edilememistir. CoCo modeli, COSO’nun aksine “i¢ kontrol” terimini degil,
genel anlamda “kontrol” kavramimni kullanir. CoCo, kontrolii; ¢alisanlarin organizasyonel
amaglara ulagmasina destek olacak ve bunlar1 koordine edecek kaynaklar, sistemler,
prosesler, kurumsal kiiltiir, yap1 ve gorevler gibi organizasyonel dgelerin bir pargasi olarak

ele alir (Root, 1998: 147-149; Tiredi vd., 2015).

L

izleme ve

Ogrenme Baglilik

L

Sekil 2.3 COCO Ig kontrol Modeli (Turedi, 2015)

CoCo modeli, amacglarin tanimlanmasi, risk ydnetimi ve miidahale stratejileri gibi
yonetimsel faaliyetlerini, kontrol kavraminin bir bileseni olarak ele almaktadir. “CoCo,

kontrolii; kurumsal hedeflere ulagsma siirecinde ¢alisanlar1 destekleyici ve onlar1 birlestirici
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nitelikteki kaynaklar, sistemler, prosediirler, kurum kiiltiirii, organizasyonel yap1 ve roller
gibi kurumsal dgelerin bir pargasi olarak tammlanmaktadir™ (Ibis ve Catikkas, 2012, s.110;
Cakirsoy ve Baral, 2022).

COSO ve CoCo modelleri, i¢ kontrol modelleri kapsaminda birbirlerini tamamlayici roller
oynamaktadir. Temel hedef, isletmelerin etkinlik ve verimliligini artirarak deger
yaratilmasini saglamaktir. COSO ve CoCo ad1 verilen iki ayr1t modelin gelistirilmesi, her ne
kadar temelde benzer amacglara hizmet etse de metodolojik acidan aralarinda Onemli
farkliliklar bulundugunu ortaya koymaktadir. CoCo modelinin en belirgin 6zelligi,
isletmelerde uygulanacak i¢c kontrol yapilarinin, yapisal kontrol prosediirlerinden ¢ok
davranigsal 6zelliklere dayanmasidir (CICA — The Certified Internal Controls Auditor, 1995).

Sekil 2.3’te de gosterildigi tizere CoCo modeli, i¢ kontrol kavramini dort ana bolim
altinda toplam yirmi ilkeyle detaylandirir ve bu yiizden modelin i¢ kontrol &gelerinin
siniflandirilmasma dzel bir 5nem atfedilmistir. Ilkeler asagidaki gibidir (Tiiredi vd., 2015):

a) Amaclar (Objectives):

i. Isletmenin hedefleri net bir sekilde belirlenmeli ve ilgili paydaslarla
paylasilmalidir.

ii.  Onemliig ve dis riskler tammlanmali ve degerlendirilmelidir.

iii.  Isletmenin hedeflerine ulasmasma ve risklere kars1 korunmasina yardimei olacak
ilkeler gelistirilmeli ve kurum iginde yayilmalidir.

iv.  Isletmenin hedeflerine ulasmasi i¢in stratejik planlar olusturulmali ve bu planlar
calisanlarla paylasilmasi 6nem arz etmektedir.

V.  Hedefler ve planlar, degerlendirilebilir performans olgiitlerini igermelidir. Bu
boliim, i¢ kontrol kavramimin sabit yapisini ve isletme blnyesinde ylrGtilmesi
gereken kontrol faaliyetlerinin temel yapisini olusturur.

b) Sorumluluk (Commitment):

i.  Kurumsal etik degerlerin, ¢alisanlarla paylasiimasi ve tiim isletme boyunca
uygulanmasi olduk¢a 6nemlidir.

ii. Insan kaynaklari politikalar1 ve uygulamalari, isletmenin hedefleri ve etik

degerleriyle uyumlu olmalidir.
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Vi.

d)

Yetki konusu, sorumluluk ve hesap verebilirlik, isletmenin hedefleriyle uyumlu
olacak sekilde net bir sekilde tanimlanmalidir.

Calisanlar arasmda giiven ortaminmn tesvik edilmesi, bilgi paylasimmni ve
performans yonlendirmesini kolaylastirir. Bu boliim, i¢ kontrol faaliyetlerinin
isletmenin hedefleriyle nasil koordineli olmasi gerektigini, kurumsal yonetim
ilkeleri ile i¢ kontrol yapisinin nasil etkilesim i¢cinde oldugunu ve yapilanmanin
isletme c¢alisanlar1 tarafindan nasil anlasilip benimsenmesi gerektigini ortaya
koyar. Bu kisim, modelin isletmenin dinamik yapisini ve insan faktoriiniin
Onemini 6ne ¢ikaran boliimiidiir.

izleme ve Ogrenme (Monitoring and Learning):

Isletmenin i¢ ve dis ortamnin siirekli gdzetimi, hedeflerin ve kontrollerin yeniden
degerlendirilmesi ihtiyacini belirlemelidir.

Isletmenin performansi, belirlenen basar1 Olgiitleriyle karsilastirilarak analiz
edilmelidir.

Isletmenin temel varsayimlari ve sistem altyapisi, periyodik olarak incelenmelidir.
Bilgi sistemleri ve bilgi ihtiyaglari, isletmenin degisen hedefleri veya raporlama
eksiklikleri 1s1g1nda diizenli olarak degerlendirilmelidir.

Ilgili degisikliklerin gergeklestirilmesi ve bunlarin diizenli ve disiplinli bir sekilde
takip edilmesi oldukca énemlidir.

Ust kademedeki yoneticiler, i¢ kontrol yapismin etkinligini periyodik olarak
revizyona tabi tutmali ve sonuglar is gorenlerle paylasmalidir. Bu boliim, modelin
adaptif ve gelismekte olan bir yapida olmasinin gerekliligini vurgular.

Yetkinlik (Capability):

Calisanlar, isletmenin hedeflerini basarili bir sekilde gerceklestirebilmek i¢in
gerekli bilgi, beceri ve ise yonelik araglara sahip olmalidir.

[letisim siiregleri, sirketin degerlerini ve amaclarmni desteklemelidir.

Calisanlarm yukumluliklerini yerine getirebilmeleri icin gerekli bilgiler
paylasiimalidir.

Isletmenin diger departmanlarnin karar ve eylemleri koordinasyon iginde

olmalidir.
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v. Kontrol faaliyetleri, isletmenin hedeflerine, karsilastigi risklere ve kontrol
elemanlarinin birbiriyle olan iligkisine gore diizenlenmelidir. Bu boéliimde, i
kontrol yapismin etkin bir sekilde isleyebilmesi i¢in ¢alisanlarin yetkinliklerinin
onemi ve gelistirilmesi gerektigi vurgulanmaktadir.

CoCo modelinde, COSO modelindeki gibi mutlak bir giivencenin saglanmasinin miimkiin
olmadig1 kabul edilir. Bu nedenle, olas1 hatalar, usulsiizliikler ve yonetim kaynakli hatalar
gibi durumlar nedeniyle, CoCo i¢ kontrol modeli de makul bir giivence seviyesi sunmay1
hedefler. Son olarak, mevcutta bulunan gelismeler ve degisimler 1s181nda, CoCo i¢ kontrol

modelinin giderek COSO modelinin etkisinde sekillendigi goriilmektedir.

2.6.4. eSAC Modeli

eSAC cercevesi, bilgi teknolojileri ve sistemlerinin denetimine odaklanan ve bu alanda
derinlemesine rehberlik eden ilk kapsamli yapidir (Stott, 2008: 96). Isletmelerin bilgi
teknolojisinden kaynaklanan riskleri sistematik bir sekilde tanimlamasina, analiz etmesine
ve yonetmesine imkén taniyan bu model, 2001 yilinda ilk kez ortaya ¢ikmistir. eSAC, i¢
kontrol sistemlerinin tasarim ve uygulamasinda yonetimi merkeze alirken, sistemlerin
etkinligini ve verimliligini denetleme gorevini i¢c denetim ekiplerine birakmistir. Bu
baglamda, model, i¢ denetgilerin sadece finansal denetimlerle sinirli kalmayip, isletmede
kullanilan bilgi teknolojilerinin denetiminde de aktif roller Ustlenmelerini 6ngérmektedir
(Aksoy, 2005: 145-146; Akisik, 2005: 99). Teknoloji merkezli bu yapi, dzellikle E-ticaret
gibi alanlardaki risklere karsi duyarlilik gelistirilmis bir yaklasim sergiler. Yonetim,
sistemlerin kurulmasi ve temel isleyisinden sorumlu tutulurken, i¢ denetim ekipleri bu
sistemlerin etkin kullanimini saglamakla yiikiimliidiir. eSAC, finansal raporlamanin

dogrulugunu, isletme faaliyetlerinin etkinligini ve mevzuata uyumu oncelikli hedefler olarak

belirler (Selimoglu, 2018: 49).

2.6.5. Systrust Modeli

SysTrust modeli, Amerikan Sertifikali Kamu Muhasebecileri Enstitiisii (AICPA) ve
Kanada Yetkilendirilmis Kamu Muhasebecileri Enstitiisii (CICA) is birligiyle, elektronik
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ortamda {retilen finansal bilgilerin dogrulugunu ve giivenilirligini saglamak amaciyla
tasarlanmistir. Bu model, 1999 yilinda ilk kez piyasaya sunulmustur (Amin ve Mohamed,
2016: 114). SysTrust cercevesi, bir organizasyonun sistemler Uzerindeki kontrolleri etkin bir
sekilde siirdiiriip stirdiirmedigi hakkinda rapor kullanicilarma giivence sunmayi amaglar
(AICPA/CICA, 1999: 13). Modelde, i¢ kontrol sisteminin olusturulmasi yonetimin
sorumlulugunda iken, sistemin islevselliginin dogrulanmasi bagimsiz denetcilere
birakilmistir (Aksoy, 2005: 145; Kilig, 2023: 25).

2003 yilindan bu yana, AICPA tarafindan sunulan SysTrust standartlari, bilgi islem
ortamlarinin denetimi agisindan yeniden yapilandirilmistir. SysTrust modelinin odak noktasi,
dijital ortamlarda olusturulan verilerin giivenilirligini temin etmektir. Sistemin
kurulumundan yoneticiler, etkin isletilmesinden ise dis denet¢iler sorumludur. Bu modelin
ana faaliyet alani, isletmenin bilgi sistemlerinin giivenligi ve islevselligidir, bu da giivenilir
finansal raporlamanin yani sira yonetimin hedeflerine ulasabilmesini desteklemeyi amaclar.

Yenilenmis standart ile 6nceki arasindaki en belirgin fark, incelenen ilke sayisinin bese
diistiriilmesidir. Bu temel ilkeler su sekilde siralanmustir:

i.  Erisebilirlik (Availability): Sistemin, onceden belirlenen erisim diizeylerine

uygun bir bigimde kullanicilarin hizmetine sunulmas1 gerekmektedir.

ii. Islem Biitiinliigii (Processing Integrity): Sistemin, eksiksiz, dogru, zamaninda
ve kullaniciin yetkilerine uygun sekilde faaliyet gostermesi esastir.

iii.  Gizlilik (Confidentiality): Smiflandirilan bilgilerin, belirlenen hizmet
standartlar1 ¢er¢evesinde korunmasi 6nem tagimaktadir.

iv.  Guvenlik (Security): Sistemlerin hem mantiksal hem de fiziksel diizeyde yetkisiz
erisimlere kars1 korunmasi gerekliligidir.

v.  Kisisel Gizlilik (Online Privacy): E-ticaret yoluyla toplanan kisisel verilerin,
toplanma, kullanim, ifsa veya saklanma siireclerinin, belirlenen hizmet

standartlarina uygun sekilde yonetilmesi gerekmektedir.
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2.7. COSO MODELINE GORE IC KONTROL UNSURLARI

Bir kurulusun i¢ kontrol mekanizmasinin etkin bir sekilde islemesi, COSO (Sponsorluk
Yapan Kuruluglar Komitesi) tarafindan detaylandirilan i¢ kontrol unsurlarinin varligina
baglidir. Bu unsurlar, i¢ kontrol yapisinin temelini olusturur ve COSO’ nun sagladigi ¢ergeve
icinde kapsamli bir sekilde incelenmistir (Tiiredi ve Koban, 2016).

COSO, organizasyonel yonetim, is ahlaki, i¢ kontrol sistemleri, kurumsal risk yonetimi
(Enterprise Risk Management — ERM), dolandiricilik (hileli) ve finansal raporlama
alanlarinda diinya capinda rehberlik eden bagimsiz bir kurumdur. Bu komite, James C.
Treadway’in kurucu baskanligini yapmasi nedeniyle genellikle “Treadway Komisyonu”
olarak anilir. 1985 yilinda, hileli mali raporlamalarin altinda yatan nedenleri belirlemek ve
bu konuda ¢ ziimler iiretmek amactyla Hileli Mali Raporlama Uzerine Ulusal Komisyonu’nu
(National Commission on Fraudulent Financial Reporting) desteklemek Gzere kurulan
COSO, o6zel sektoriin bagimsiz bir girisimidir. Kurum, ayn1 zamanda bagimsiz denetgiler,
devlet daireleri, Amerika Birlesik Devletleri Menkul Kiymetler ve Borsa Komisyonu (SEC)
ve diger diizenleyici kurumlar ile egitim kuruluslarina yonelik tavsiyelerde bulunmaktadir.
COSO tarafindan destek goren bes onemli kurum su sekilde siralanmaktadir (Karakog ve
Ozdemir, 2016):

I.  YOnetim Muhasebecileri Enstitusi (The Institute of Management Accountants —

IMA), (6nceki adiyla Ulusal Muhasebeciler Dernegi).

ii.  I¢ Denetgiler Enstitiisii (The Institute of Internal Auditors — 1A),

iii.  Amerikan Sertifikali Muhasebeciler Enstitiisii (American Institute of Certified
Public Accountants — AICPA),

iv.  Amerikan Muhasebeciler Dernegi (American Accounting Association — AAA),

V.  Finansal Yoneticiler Uluslararasi Dernegi (Financial Executives International —
FEI),

COSO’nun temel misyonu, kurumsal risk yonetimi (ERM), i¢ kontrol ve dolandiriciligin
onlenmesi gibi birbiriyle iligkili {i¢ ana konuda diisiince liderligi yapmaktir. 1992 yilinda
“Internal Control — Integrated Framework” baslikli raporu yayimlayan COSO, bu raporla
beraber kuruluslara i¢ kontrol sistemlerinin degerlendirilmesinde kritik bir kaynak sunmustur

(Karakaya, 2016). Zamanla bu cerceve, devlet dizenlemeleri ve kanunlarla entegre olarak
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isletmelere i¢ kontrol faaliyetlerini daha etkin yiiriitmeleri ve belirledikleri hedeflere
ulagmalart igin yol gosterici olmustur. Ancak, zaman i¢inde risk yonetiminin 6nemi daha da
artmus ve etkili risk tespiti, degerlendirmesi ve yonetimi i¢in saglam bir ¢ergevenin gerekliligi
ortaya ¢ikmustir. Bu gereklilik dogrultusunda COSO, 2000°li yillarin basinda Price
Waterhouse Coopers ile is birligi yaparak bu ihtiyacit karsilamaya yonelik bir proje
baslatmistir. Bu siire¢ i¢inde, kamuoyunun dikkatini ¢eken biiylik sirketlerin skandallar1 ve
mali basarisizliklar1 giindeme gelmistir. ABD’de 2002 yilinda Sarbanes — Oxley Yasast’nin
yiriirliige girmesi ve diger lilkelerde de benzer diizenlemelerin hayata gecirilmesi, saglam
bir risk yonetimi ¢ercevesinin kaginilmaz oldugunu gostermistir. S6z konusu caligmalarin
sonunda Komisyon 2004 yilinda “Enterprise Risk Management — Integrated Framework”
raporunu yaymmlamistir. COSO, 2009 yilindan itibaren kurumsal risk yonetimi konusunda
bir dizi rapor yaymmlamistir (COSO, 2004; Karako¢ ve Ozdemir, 2017).

COSO Kurumsal Risk Yonetimi (KRY), 1992 yilindaki “Internal Control — Integrated
Framework” raporunun genisletilmis bir versiyonu olarak kabul edilse de ERM, i¢ kontrolle
risk yonetimini biitiinlestirerek, daha tutarli ve kapsamli bir yaklasim sunmaktadir. COSO
KRY, sirketlerin gerek i¢ kontrol ihtiyaglarini karsilamalarini gerekse de genis kapsamli bir
risk yonetimi siireci uygulamalarmi saglamak amaciyla 6nem tasimaktadir. COSO KRY,
isletmenin yonetim kadrosu ve diger is gorenleri tarafindan 6nemli bir strateji gelistirmek,
sirketi etkileyebilecek potansiyel olaylar1 belirlemek, riskleri yonetmek ve isletmenin
hedeflerine ulagsmasini1 saglayacak mantikli bir glivence sunmak iizere tasarlanmis bir
stirectir. Bu slireg, diizenlemelere ve yasalara uygun etkili bir raporlama saglayarak
isletmenin  itibarmi1  korumaya yoneliktir ve isletmeleri faaliyetleri boyunca
karsilasabilecekleri beklenmedik durumlardan koruyarak hedeflerine ulagsmalarinda destek
olmay1 hedeflemektedir.

COSO0, 2013 yilinda giincellenmis i¢ Kontrol- Biitiinlesik Cerceve’yi sunmustur; bu yeni
cergeve, 1992°de olusturulan 6nceki siiriimiin yerini almistir. Ayrica, 2006°da “Kii¢lik Halka
Acik Sirketler icin Yonerge” de aymi giincelleme ile gegerliligini yitirmistir. COSO
yetkililerine gore, Kurumsal Risk Ydnetimi (ERM), i¢c kontrol sistemlerinin énemli bir

unsuru olmasma ragmen, i¢ kontroliin o6tesinde daha genis bir kapsama sahiptir. Bu
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baglamda, 2004'te agiklanan COSO ERM ve en son ¢ikan i¢ Kontrol raporu birbirini
destekleyici niteliktedir (McNally, 2013: 7).

COSO’nun baglangigtaki tasariminda i¢ kontrol elementleri, bir piramit seklinde
betimlenmis ve soz konusu bes temel unsurdan meydana gelmistir. Giincellenmis COSO i¢
kontrol yapisinin ise ii¢ boyutlu bir kiip formunda tasvir edildigi goriilmektedir. Bu kiipte
“elementler”, “i¢c kontrol hedefleri” ve “organizasyonel yap1” olmak (zere l¢ boyut
bulunmaktadir. Elementler, daha 6nce belirtilen bes temel kategori igermektedir. i¢ kontrol
hedefleri, “operasyonel faaliyetler”, “finansal raporlama” ve “uygunluk” olmak Uzere (¢
temel kategoride ele alinmaktadir. Kiipiin organizasyonel yapiy1 temsil eden ii¢iincii boyutu
ise, kurulusun genel kurumsal yapisini, alt birimlerini, varsa baglh ortakliklarini ve ayrmtili
islevlerini kapsamaktadir. Burada alt1 ¢izilmek istenen nokta, ayrintili igletme islevleri igin
tanimlanmis kontrollerin, isletmenin genelinde belirlenen kontrollerle uyumlu olmasi
gerektigidir (Tiredi ve Koban, 2015; Moeller, 2013: 34). Sekil —4’te, COSO modelinin bahsi

gecen bes unsuruna iliskin bir sunum yer almaktadir.
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Sekil 2.4 COSO i¢ Kontrol Kiipii (Tiiredi ve Koban, 2016; Karakog ve Ozdemir, 2016)
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2.7.1. Kontrol Cevresi

Kontrol ortami, i¢ kontroliin basarisini etkileyen temel bir faktordiir ve isletmenin
faaliyetlerini icra etme yontemini temsil eder. Bir igletmenin i¢ kontrol ortaminin saglam ve
islevsel olabilmesi i¢in, yOnetici ve c¢alisanlarin kendi sorumluluklari ile yetkilerinin
smirlarini agik¢a anlamalari sarttir. Kurumun ¢alisma disiplini ve diizeni, yonetim kurulu ve
iist diizey yoneticiler tarafindan sekillendirilir; bu da kontrol ortaminin, ¢alisanlarin kontrol
bilincinin Gst yonetimce ne derece etkilenebildigini gosterir (Turedi ve Karakaya, 2015).

Kontrol ortami, isletme yOnetiminin ve personelinin i¢ kontrol sistemine yonelik
tutumlarini, yonetim prensiplerini, organizasyon yapisini, yetki ve sorumluluklarin tahsis
edilmesi igin izlenen prosediirleri ve personel politikalarmni igerir. Bu faktor, i¢ kontrol
ortammnin tiim yonlerini kapsar. Kontrol ortaminin temelini, kurumun tarihi, kurumsal
kiiltiirti ve yonetim anlayis1 olusturur (TUredi ve Koban, 2015).

COSO modelinde belirtilen kontrol ortami prensipleri asagidaki gibidir (Moeller, 2011:
34):

i.  Calisanlarm i¢ kontrol sorumluluklarmnin farkinda olmasi,
ii.  Insan kaynaklar1 politikalar1 cergevesinde yetkin personele sahip olma,
iii.  Organizasyon yapisinin, yetki ve sorumluluklarin net bir sekilde belirlenmesi,
iv.  Yonetim kurulunun etkin bir gozetim fonksiyonu icra etmesi,
V.  Abhlaki degerlere ve diiriistliige olan bagliliktir.
Kontrol ortaminin yetersiz olduguna dair isaretler asagidaki gibi siralanabilir (Sakin,
2017: 35):
I.  Yonetim kurulunun iist yonetim tarafindan etkisiz hale getirilmesi,
ii.  Ust yonetimin, sirketin menfaatlerini kendi kisisel ¢ikarlarinin dniine koyarak
hisse senedi fiyatlarini artirma ¢abalari,
iii.  Sirket iginde kontrol bilincinin zayif olmasi,
iv.  Muhasebe kontrollerinin iist yonetim tarafindan ihmal edilmesi,
V.  Denetim komitesinde bagimsiz liye bulunmamasi,
vi.  Performans degerlendirme ve 0diil sistemlerinin uygunsuzlugu sonucu ortaya

cikan risk alma egilimi ve yanlis davranis bicimleri,
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vil.  Yonetici pozisyonlarinda yiiksek oranda gorev degisikligi ve 6nemli pozisyonlarin
ehil olmayan kisilere atanmasi,
viii.  Calisanlarmn etik dis1 davranislar1 normal olarak kabul etmeleri,
ix.  YOneticilerin karar verme sureglerinde risk faktorlerini ihmal etmeleri.
I¢ kontroliin temel bir bileseni olarak kontrol ortamy, i¢ kontrol sistemlerinin etkinligi icin
belirleyici bir faktordiir. Bu sebeple, kontrol ortaminin iist yonetim tarafindan etkin bir

bi¢imde olusturulmasi biiyiik 6nem tagimaktadir (Kilig 2023: 29).

2.7.2. Risk Degerlendirme

Isletmeler, kendilerine ayrilan kaynaklar1, belirlenen amag ve hedeflere erismek amaciyla
degerlendirirler. Bu kaynaklarin kullanimina iliskin alinan kararlar, yiiriitiilen faaliyetler,
stirecler ve projelerle birlikte riskleri de beraberinde getirir. Risk yonetimi, igletmenin amag
ve hedeflerine ulasmasin1 kolaylastiran, risklerin belirlenmesi, degerlendirilmesi,
yonetilmesi ve bu risklere yanit verilmesi siireglerini igeren bir yontemdir (Cakirsoy ve
Baran, 2022).

Isletmeler, sistemli bir analiz yaparak, hedeflerine ulasmalarimi engelleyebilecek i¢ ve dis
riskleri tanimlama, bu riskleri degerlendirme ve gerekli onlemleri alma siirecine risklerin
belirlenmesi ve degerlendirilmesi ad1 verilir (TUredi ve Koban, 2015).

COSO modeli cgergevesinde, risk degerlendirmesine iliskin temel ilkeler su sekilde
siralanabilir (Karakog ve Ozdemir, 2016):

i.  Onemli degisimlerin tespit edilip degerlendirilmesi,

ii.  Kurumun hedeflerinin a¢ik bir sekilde belirlenmis olmasi,
iii.  Hedeflere ulasilmasini engelleyebilecek risklerin tanimlanmasi,
iv.  Dolandiricilik risklerinin dikkate alinmasidir.

Risk degerlendirmesi, isletmenin en iist kademesinden en alt seviyesine kadar tiim
calisanlarin dahil oldugu faaliyetlerin gz onilinde bulundurulmasi gereken kritik bir siiregtir.
Bu siireg, isletmede yiiriitiilen tiim islemleri kapsar. COSO modeline gore risk degerlendirme
sureci, hedeflerin tanimlanmasi, risklerin saptanmasi ve 6nem derecelerine gore kategorize

edilmesi, dolandiricilik riskinin incelenmesi ve risklere yonelik stratejilerin belirlenmesi
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asamalarindan olusur (Kilig, 2023: 30). Isletme liderleri, karsilasilabilecek risklerin yol
acabilecegi olumsuzluklar1 asgariye indirmek ic¢in, potansiyel riskleri goz Oniinde
bulundurarak i¢ kontrol sistemlerini sekillendirirler. Ornegin, envanterinde cesitliligin ve
miktarin fazla oldugu, ayrica stok devir hizinin yiiksek oldugu isletmelerde dolandiricilik
riski artar ve bu durumda yonetimin, bu riske karsi onlem olarak stok yonetimi ve satig
tahsilat siirecleriyle iliskili kontrollere &ncelik vermesi gerekmektedir (Ozbirecikli ve Tiim,

2015: 153).
2.7.3. Kontrol Faaliyetleri

Kontrol faaliyetleri, isletmenin amaclarina erisimini engelleyebilecek risklerin minimize
edilmesine katkida bulunmak iizere gelistirilmis politika ve prosediirlerdir (Génen, 2009:
199). Kontrol faaliyetleri ayn1 zamanda, belirlenen risklerin etkisini ve/veya gerceklesme
thtimalini diisiirmeyi hedefleyen ve bu sayede isletmenin belirledigi amag¢ ve hedeflere
ulagma sansini yilikseltmeyi amaglayan miidahaleler seklinde tanimlanmaktadir (Tiredi ve
Koban, 2015). Bu faaliyetler, onay, yetkilendirme, uyum saglama, is performansinin
degerlendirilmesi, gorevlerin ayrimi gibi ¢esitli prosediirel, mantiksal ve fiziksel islemleri
kapsar (Efe, 2021: 76). Kontrol faaliyetlerinin amaci, isletmelerin hedeflerine ulasirken
karsilagabilecekleri riskleri yonetmelerine, muhasebe standartlarina ve mevzuata uyumlarini
saglamalarma destek olmaktir (Uysal, 2021: 47). Kontrol faaliyetlerinin tespiti, risk
degerlendirme siirecinin tamamlanmasina iliskin olarak gergeklestirilir. Yonetim, gorev ve
hedeflerin basariyla tamamlanmasi1 konusunda makul bir giivence saglamak amaciyla, risk
yonetimi temel alinarak kontrol faaliyetlerini planlamali, bu faaliyetleri diizenlemeli ve
yonetmelidir. Kontrol faaliyetleri, mali ve mali olmayan kontrolleri igerecek sekilde genis
bir yelpazede ele alimmali ve isletmenin tiim is siiregleri i¢in entegre bir yaklagim ile
tasarlanip uygulanmalidir (Tiiredi ve Koban, 2015). Bu nedenle, I¢ kontrol sisteminin
olusturulmas1 asamasinda, kontrol faaliyetlerinin is siire¢lerine entegrasyonu, sistemin etkin
bir sekilde kurgulanmasi agisindan biiyiik 6nem tagimaktadir (Kilig, 2023: 31).

Kontrol ortamini sekillendiren temel ilkeler su sekildedir:

1. Kontrollerin ve politikalarn desteklenmesi,
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2. Bilgi sistemleri ile ilgili kontrollerin tanimlanmasi,

3. Kontrol faaliyetlerinin saptanmasidir.
2.7.4. Bilgi ve Iletisim

I¢ kontrol sisteminin temel bilesenlerinden biri olan bilgi ve iletisim, diger dort bilesen
arasindaki koordinasyonu bilgi aligverisi ve iletisim kanallar1 araciligiyla saglamaktadir.
Isletme ¢apinda bilgi akisinm diizenlenmesi, kurumsal amac ve hedeflere ulasiimasini
destekleyen bir ara¢ olarak kabul edilen i¢ kontrol sisteminin etkinligi ve uygulanabilirligini
artirmada kritik bir 6neme sahiptir. Iletisim, bilginin isletme igerisinde hem yatay hem de
dikey olarak, ayn1 zamanda isletme digindaki ilgili bireyler, yonetim birimleri ve kuruluslara
uygun mekanizmalar araciligiyla aktarilmasimi ve geri doniisiinii kapsamaktadir (Tiiredi ve
Koban, 2015).

Karar alma siireclerinin isletmelerde saglikli islemesi, departmanlarin ve calisanlarin
performansinin  degerlendirilebilmesi ve isletme faaliyetlerinin etkin bir sekilde
yiiriitiilebilmesi i¢in uygun bilgi ve iletisim sisteminin kurgulanmasi zorunludur. Kurumsal
problemlerin biiyiik bir kismmnin altinda, sagliksiz iletisim yapilari, iletisim kanallarindaki
aksakliklar, etkin olmayan iletisim yontemleri veya yetersiz iletisim aktiviteleri yatmaktadir.
Isletmenin amagclarma, hedeflerine ve faaliyet sonuclarma dair bilgilerin ilgili taraflara
raporlanmasi, dogru ve giincel bilgilerin zamaninda ilgili bireylere ulastirilmasi, hata ve
suiistimallerin 1ilgili kisilere bildirilmesini temin eden yontemlerin olusturulmasi, bu
baglamda ele alinabilecek 6nemli aktivitelerdir (Efe, 2021: 81).

Bilgi ve iletigim, i¢ kontrol sisteminin temelini olusturur ve bu sistem araciligryla yonetim,
kendi hedeflerini ve politikalarini ¢alisanlara iletebilir. Bilgi ve iletisimin temel amaci,
kurulusun iglemlerini baslatmak, kaydetmek, islemek ve raporlamakla ilgili varliklarin hesap
verebilirligini saglamaktir (Kilig, 2023: 32).

Bilgi ve iletisimi olusturan temel ilkeler asagidaki gibi agiklanmaktadir (Karakog ve
Ozdemir, 2016):

i.  Kaliteli bilginin elde edilmesi ve igletme faaliyetlerinde kullanilmasi,

ii. Isletme galisanlariyla amaglar ve yukimliltkler hakkinda bilgi paylagimu,
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iii.  Isletme disindaki taraflarla etkin iletisim kurulmast.

Denetim siirecinde, bagimsiz denetgi ile isletme yonetimi arasindaki iletisim, denetim
kalitesini artirmada hayati bir 6neme sahiptir. Bagimsiz denet¢i, muhasebe tahminleri ve
ilgili aciklamalarin denetlenmesi siirecinde, i¢ kontrol sistemindeki eksiklikler de dahil
olmak iizere 6nemli konularda isletme yonetimiyle siirekli iletisim i¢cinde olmalidir (Sever ve
Yanik, 2022: 67). Isletme tarafindan iiretilen bilgilerin sadece i¢ kullanicilarla degil,
isletmeyle ilgilenen dis kullanicilarla da yeterli diizeyde ve zamaninda paylasilmasi, seffaf

bir yonetim anlayisinin bir geregidir (Cigdem vd., 2018: 424).

2.7.5. izleme

Izleme, isletmenin belirlenen amac ve hedeflere ulasabilme kapasitesine i¢ kontrol
yapisinin katkisini, i¢ kontrol standartlarina uygunluk acisindan degerlendirme ve sistemin
gelistirilmesi gereken yonlerine dair eylemlerin saptanmasi siirecidir. Bu siiregte, isletmenin
aktivitelerinin amaglara uygun sekilde yiiriitiilip ytriitilmedigi, risk yonetimi ilkelerine
dayanarak gerekli kontrollerin planlanip planlanmadigi, bu kontrollerin etkin bir sekilde
uygulanip uygulanmadigi ve iletisim kanallarinin agiklig1 ve yeterliligi gibi konular incelenir
(Tdredi ve Koban, 2016). Ayrica, izleme, i¢ kontrol yapisinin isletmenin amag ve hedeflerine
ulagma anlaminda beklenen katkiy1 saglayip saglamadigini, i¢ kontrol standartlarina uyum
cercevesinde degerlendirmeyi ve sistemin iyilestirilmesi gereken yonlerini belirlemeyi
kapsar. Bu siireg, isletmenin faaliyetlerinin misyonuna ve hedeflerine uygun ydratulip
yiriitiilmedigini, risk yonetimi ilkeleri dogrultusunda gerekli kontrollerin disiiniiliip
diisiiniilmedigini, bu kontrollerin yerine getirilip getirilmedigini ve iletisimin aciklig1 ve
yeterliligini degerlendirir (Karakog ve Ozdemir, 2016).

Izleme, i¢ kontrol sisteminin etkin bir sekilde isleyip islemedigini, degisen kosullara
adaptasyon kapasitesini belirlemek ve sistemin aksak yonlerini diizelterek islevselligini
artrmaya yonelik bir siire¢ olarak tamimlanir (Derici, 2015: 66). Dolayisiyla, izleme
faaliyetleri, i¢ kontrol sisteminin, isletmenin amag ve hedeflerine ulagsmada beklenen katkiy1

saglayip saglamadiginmn tespit edilmesini igerir. Izlemenin temel ilkeleri sunlardir (Kilig,

2023: 33):
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I.  Siirekli veya belirli araliklarla yapilacak degerlendirmelerin segimi ve
uygulanmasi,
ii.  Eksikliklerin belirlenmesi ve ilgili taraflarin bilgilendirilmesidir.
Izleme aktiviteleri, isletme yonetimi tarafindan belirlenen periyotlarda i¢ denetgiler,
yonetici kadrosu veya dis danismanlar araciligiyla gerceklestirilmektedir.
Bu asamaya kadar yapilan incelemeler sirketlerin i¢ kontrol faaliyetlerinin detaylarini ve
ozelliklerini ortaya koymaktadir. Stiphesiz, i¢ kontrol sisteminin varlig1 sirketlerde denetim

kavramini akla getirmektedir. Bundan sonraki boliimlerde denetim stiregleri ele alinmaktadir.
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BOLUM 3. SIRKETLERDE DENETIM
MEKANIZMALARI

Sirketlerde denetim mekanizmasi, isletmelerin yonetim ve operasyonel siireclerinin
etkinligini, verimliligini ve uygunlugunu degerlendirme, denetleme ve gelistirme amaci
giiden kritik bir siirectir. Bu mekanizma, sirketlerin kurumsal yonetim ilkelerine uyumunu,
risk yonetimini ve i¢ kontrol sistemlerinin saglamligini temin ederken, ayni zamanda yasalara
ve diizenlemelere uyumun stirekliligini de saglamaktadir.

Denetim mekanizmasi iki ana kategoride incelenebilir: I¢ denetim ve dis denetim. I¢
denetim, sirketin kendi biinyesindeki bir birim tarafindan yiiriitiiliir ve sirketin i¢ kontrol
sistemlerinin, operasyonel ve yonetim siireglerinin etkinligini artirmak iizere tasarlanmistir.
Dis denetim ise, sirketin finansal raporlarinin ve diger 6nemli bilgilerinin dogrulugunu ve
giivenilirligini, bagimsiz bir dis kurulus tarafindan degerlendirmeyi igermektedir.

I¢ denetim, sirketin stratejik hedeflerine ulasmasma katkida bulunacak sekilde risk
yonetimi, kontrol ve yonetisim siireglerinin etkinligini degerlendirir. I¢ denetgiler, sirketin
faaliyetlerini, i¢ kontrol sistemlerini, yonetisim mekanizmalarini ve bilgi sistemlerini siirekli
olarak gdzden gegirir ve iyilestirme onerilerinde bulunur. I¢ denetim ayn1 zamanda, sirketin
varliklarin1 korumak, dolandiricilik ve hata risklerini azaltmak ve operasyonel verimliligi
artirmak amaciyla da onemlidir. Diger taraftan dis denetim, genellikle yillik finansal
raporlar ve diger finansal bilgilerin, uluslararasi finansal raporlama standartlarma uygun
olarak hazirlanip hazirlanmadigini degerlendirmeyi igerir. Dis denetgiler, sirketin finansal
durumunu, sonuclarin1 ve nakit akiglarini dogru bir sekilde yansitip yansitmadigini
belirlemek icin bagimsiz bir degerlendirme yaparlar. Dig denetim, yatirimcilarm,
kreditorlerin ve diger paydaslarin sirketin finansal raporlara olan giivenini artirir.

Denetim mekanizmasinin etkinligi, sirketin risk yonetimi stratejilerini belirleme, hatalar1
ve usulsiizliikleri 6nleme, operasyonel verimliligi ve etkinligi artirma, stratejik hedeflere
ulasma ve paydaslarin giivenini kazanma konusundaki basarisinda belirleyici bir role
sahiptir. Denetim siirecinin temelinde, denetgilerin bagimsizlig1 ve objektifligi yatar. Bu

bagimsizlik, denetgilerin degerlendirmelerini ve sonug¢larmni herhangi bir dis etkiye maruz
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kalmadan yapmalarii saglar. Objektiflik ise, denetgilerin raporlarinin giivenilir ve tarafsiz
olmasin1 temin eder.

Sonug olarak, sirketlerde denetim mekanizmasi, sirketin tim faaliyetlerinin ve
stireclerinin, belirlenen kurumsal hedeflere ve standartlara uygun sekilde yiiriitiilmesini
saglamada kritik bir oneme sahiptir. Etkin bir denetim sistemi, sadece finansal raporlamay1
degil, ayn1 zamanda isletmenin genel performansini ve sagligini da desteklemektedir. Bu
Ooneme istinaden izleyen boliimlerde i¢ ve dis denetimlere iliskin ayrmntili bilgilere yer

verilerek i¢ kontrol ve denetim arasindaki iligkiler de ortaya ¢ikarilmaktadir.

3.1. DENETIM KAVRAMI VE OZELLIKLERI

Denetim, isletmelerin belirlenen hesap donemlerine iliskin finansal bilgilerinin, dnceden
tanimlanmis standartlar cergevesinde dogrulugunun ve giivenilirliginin degerlendirilmesi
stirecidir. Bu siireg, objektiflik ilkesine baglh kalarak, ilgili finansal 6geler tizerinde delil
toplama, bu delilleri analiz etme ve analiz sonuclarini raporlama faaliyetlerini igermektedir
(Yizer, 2020: 5).

Denetim, ayrica, denetlenen finansal 6gelerin, bu 6gelere iliskin belirlenen kriterlere
uygunlugunun saptanmasi amaciyla, ilgili 6geler hakkinda tarafsiz bir sekilde kanit
toplanmasi, bunlarin incelenmesi ve elde edilen sonuglarin raporlanarak ilgili taraflara
sunulmasi olarak tanimlanabilir (Giiredin, 2010). Bir diger tanima gore ise bir isletmenin
mali nitelikli islemleri ve bu islemler sonucunda ortaya ¢ikan durumlarla ilgili bilgilerin,
belirlenen 6lgiitlere uygunluk derecesinin tespiti ve raporlanmasi amaciyla, bu mali iglemler
ve sonuglarina dair bilgilerin objektif bir sekilde toplanmasi, analiz edilmesi ve elde edilen
bulgularin bilgi kullanicilarina aktarilmasi siireci olarak ifade edilmistir (Silvoso, 1972: 18).

Turkiye’deki diger kaynaklara bakildiginda denetim, bir kurulusun ekonomik faaliyetleri
ve bu faaliyetler neticesinde agiklanan bilgilerin, dnceden belirlenmis kriterlere uygunluk
seviyesinin degerlendirilmesi ve bu degerlendirme sonucunun raporlanmasi amaciyla, s6z
konusu ekonomik faaliyetlere ve olaylara iligskin bilgiler iizerinde yansiz bir sekilde kanit
toplanmasi, bu kanitlarin degerlendirilmesi ve elde edilen sonuglarin bilgi kullanicilarina

raporlanmasi siireci olarak tanimlanmaktadir (Kepekei, 2004: 1).
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Denetim Kavramlar1 Komitesi’nin belirlemis oldugu tanima gore denetimin ana unsurlar1

ve Ozellikleri su sekilde agiklanabilir (Yiizer, 2020: 6):

Ekonomik Faaliyet ve Olaylarla Tlgili iddialar: Denetim siirecine baslanirken,
denetciye sunulan isletmenin finansal tablolar1 ve ekonomik faaliyetlerine dair
raporlar, isletme yonetiminin o doneme ait ekonomik faaliyetler hakkindaki
bildirim ve iddialarmi igerir (Giiredin, 2007: 11-12). Denetginin bu bildirim ve
iddialar dogrultusunda topladig1 kanitlar, ekonomik faaliyetlerle ve olaylarla
iligkilendirilmelidir. Mali tablolar, yonetimin c¢esitli iddialarin1 barindirir ve
denetci, topladig1 kanitlar1 ve genel kabul gérmiis muhasebe ilkelerine (GKGMI)
uygunlugu degerlendirir.

Onceden Saptanms Olgiitler: Denetci, yonetimin ekonomik faaliyet ve olaylara
iliskin iddialarmin dogrulugunu, 6nceden belirlenen standartlarla karsilastirir. Bu,
denetg¢i ile bilgi kullanicilar1 arasinda anlasilir ve etkili bir iletisim kurulmasini
saglayan ortak bir dilin kullanilmasin1 gerektirir. Bu dl¢iitler, denetimin niteligine
gore genel kabul géormiis muhasebe kavramlar1 ve ilkeleri, yonetim tarafindan
belirlenen politikalar, yasalar veya performans 0Olcitleri seklinde ele alinmaktadir
(Giredin, 2007: 11-12).

Tarafsiz Bicimde Kanit Toplanmasi: Denetim, denetimin konusu olan bilgi veya
islemlerle dogrudan ilgisi olmayan kisiler tarafindan tarafsiz bir sekilde kanit
toplama islemi gerektirir. Bu, denetimin objektifligini korumak icin Kritik bir
adimdir (Yilanci vd., 2016: 1-2).

Sonuclarm flgili Taraflara iletilmesi: Denetimin final asamasi, elde edilen
bulgularin ve degerlendirmelerin raporlanarak ilgili taraflara sunulmasidir.
Bagimsiz denetgiler, raporlarinda finansal tablolarin kesin dogrulugunu
onaylamaz; ancak onceden belirlenen Olciitler dogrultusunda bir yargiya varirlar
(Giredin, 2014: 5-6).

Sistematik Bir Siire¢c Olmasi: Etkin bir denetim i¢in, tarafsiz bir sekilde kanit
toplanmasini ve bu kanitlarin degerlendirilmesini iceren kapsamli bir planlama
yapilmas:  gerekir.  Kanitlarmm  gecgerliligi, tarafsiz  toplanmalar1  ve

degerlendirilmeleri ile saglanir (Messier vd., 2008: 8). Denetim sureci, sonugta,
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denetim faaliyeti icin gerekli olan bilgi ve kanitlarin toplanmasi, islenmesi,
degerlendirilmesi ve bir denetim gorlisiine ulagilmasini igeren dinamik bir

faaliyettir (Giredin, 2007: 11).

3.2. DENETIMIN GELISIMI VE ORTAYA CIKISI

Tarih boyunca denetim kavraminin algilanis bi¢imlerinin degiskenlik gosterdigi ifade
edilebilir. Zaman igerisinde, isletmelerin gerceklestirdigi faaliyetler birbirleriyle etkilesime
girerek, daha genis bir bilgi ve belge havuzunun olusumuna, dolayisiyla cesitli belgelerin
dretilmesine olanak tamimistir. Bu perspektiften bakildiginda, insanlik tarihindeki
faaliyetlerin zamanla evrilerek isletme faaliyetlerine doniisiip gelistigi sOylenebilir. Bu
boliim ve alt kisimlarinda, denetimle ilgili ¢esitli tarihsel vakalar, bulgular ve tarihsel evrim
stireci i¢inde gelisen yaklagimlar ele alinmaktadir.

Historik arastrmalar gdsteriyor ki, denetim faaliyetlerinin temelleri MO 3000 yillarina,
antik Ninova sehrine uzanmaktadir. O zamanlarda Mezopotamya'da egemen olan
hiikiimdarlar, kraliyet tahil depolarinin stoklarini kontrol etmek ve depo yoneticileri tizerinde
denetim saglamak icin katipleri gorevlendirmislerdir. Bu durum, devlet mali ve yonetim
islemlerinin denetlenmesinin erken &rneklerini olusturur. Ingiltere ise denetim mesleginin
modern anlamda kok saldig1 yer olarak goriilmektedir. 1880 yilinda, bes yerel muhasebe
derneginin birlesmesi ile Ingiltere ve Galler Sertifikali Muhasebeciler Enstitiisii ICAEW)
olusturulmustur. 1900'de kabul edilen bir yasayla, smirli sorumluluk sirketleri i¢cin denetim
bir zorunluluk haline gelmis, bu da Ingiltere'nin kamu muhasebeciligi ve yeminli mali
miisavirlik mesleginin besigi olmasini saglamistir. Ayrica, bu profesyonel grup vergi,
finansal ve yonetim danigmanligi gibi ¢esitli hizmetler sunmaktadir (Bezirci ve Karasioglu,
2011). Ozellikle 1930-1960 yillar1 arasinda, denetim faaliyetleri esas olarak isletme ici
saglanan bilgi ve belgelere dayaniyordu; bu dénemde, boyle bir denetim anlayisinin
isletmenin ger¢ek durumunu dogru bir sekilde yansitmada yetersiz kaldig1 goriilmiistiir. 20.
ylizyilin baglarinda isletmelerin bitylimesiyle paralel olarak i¢ kontrol sistemlerinin 6nemi
artmigtir (Bozkurt, 2006: 16-17).

1900’lii yillarin baslarina kadar denetimin temel amaci, incelenen tiim bilgi ve belgeler

araciligtyla potansiyel yolsuzluklar1 tespit etmek ve smirli olarak yalnizca bilango denetimi
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gerceklestirmekti. Sanayi Devrimi’ne dek oncelikli olarak bilanconun denetlenmesi
yayginken, sanayi devrimiyle birlikte gelir tablosunun denetimi de 6nem kazanmistir.
Isletmelerin finansal durumlart ve karliliklarmin analizi, denetimin asil hedefini
olusturmaktaydi (Giiredin, 2010). Bu donemde gergeklestirilen denetim faaliyetlerinin
mubhatabi, yalnizca isletme sahiplerinden olugmaktaydi.

1900’1i yillarin bagindan itibaren, denetim siireclerinde artik yalnizca yolsuzluklar degil,
islemlerin hatali olup olmadig1 da 6ncelikli olarak degerlendirilmeye alinmaya baglanmistir.
Bu donemde gerceklestirilen denetim faaliyetleri, tiim islemlerin ve belgelerin detayli bir
sekilde incelenmesi yoluyla yiiriitiilmiistiir (Giiredin, 2010). 1900 ile 1930 yillar1 arasinda
yapilan denetimlerin muhataplarina iliskin olarak, isletme sahiplerinin yani sira ortaklar ve

kreditorlerin de dikkate alindig1 gosterilmeye ¢alisilmistir (Sekil — 6).

1900-1930 YILLAR
ARASI DENETIME
BAKIS
| |
Denetime Balas Denetimin Hedefi Muhataplar
Tom Belge ve Mali Tablolarsn Isletme Sahip ve
Kayitlarda 360 L .
: : = dogrulugunun ortaya Ortaklan + Kreditorler
Inceleme + Orneklem
Yoryla Denetim cikcanlmasi + Devlet

Sekil 3.1 1900 — 1930 Yillar1 Arasinda Denetim (Giiredin, 2010: 13-18; Karaca, 2013)

1930’lara gelindiginde, denetim siirecinde her islem ve belgenin bire bir incelenmesinin
yerini, 6rnekleme yontemiyle yapilan denetimler almaya baslamistir. Bu donemde, mali
tablolarm dogru ve giivenilir bir yapida olmas1 gerektigi iizerinde durulmus ve denetimin
ilgilendigi taraflar isletme ortaklari, devlet ve kreditorler olmak iizere kapsami

genisletilmistir.
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1930 — 1990 ARAS]
DENETIME BAKI$

Denetime Bakis Denetimin Hedefi Muhataplar
Tim Belge ve ; .
_ Kaytlarda 360° Mali Tablolarin Dﬁﬁjﬁe flglr“g’di;;ler
Inceleme + Omeldem Dogrulugunun Oriava

+ Devlet + Sendikalar
+ Tiiketiciler + Diger
Kisiler

Yohlryla Denetim + ciicarilmas: ve Gorig
istatistiksel Bildirimi
vontemlerle inceleme

Sekil 3.2 1930 — 1990 Yillar1 Arasinda Denetim (Giredin, 2010: 13-18; Karaca, 2013)

1960’lara ulasildiginda, finansal verilerin 6rnekleme yontemiyle incelenmesine devam
edilmis ve mali tablolarmm dogru ve giivenilir bilgi sunma gerekliligi daha da 6nem
kazanmistir. Bu donemde, sendikalar ve tiiketiciler gibi yeni aktorler, denetimin muhatap
cevresini mevcut duruma oranla daha fazla genisletmistir. 1990’lara gelindiginde, ortalama
yarim yliz yillik deneyimin sagladigi temel lizerinde, finansal verilerin degerlendirilmesinde
ornekleme yontemlerinin yani sira istatistiksel metotlar da kullanilmaya baglanmis ve 20.
yiizy1l bu yontemlerle tamamlanmistir. Sunulan bu bilgilere ek olarak, 1990 sonrasina gegis
ve denetim siire¢lerindeki bu evrimsel degisim, Sekil 7’de gorsel bir bicimde de ifade

edilmistir.
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EOUO’LT_YILLARDA
DENETIME BAKIS

Denetime Bakas Denetimin Hedefi Muhataplar
Tiim Belge ve
Kaytlarda 360° : A
inceleme + Ormneklem Mali Tablolarin Isletme Sahlp.‘_?
. N Ortakdan + Kreditdtler
Yoluyla Denetim + Dognilugunun Ortaya + Deviet + Sendikalar
Istatistiksel ckarlmas: ve Gériis + Tuketiciler + Diger
Yontemlerle Inceleme Bildirimi Kisler &
+ Risk Odalh
Denetim

Sekil 3.3 2000°1i Yillarda Denetim (Giiredin, 2010: 13-18; Karaca, 2013)

Yirminci yiizyilin baslarinda, teknolojik ilerlemeler ve bilgi sistemlerinde artan seffaflik,
isletmeleri daha titiz bir sekilde hareket etmeye, bilgilerini daha etkili bir bigimde kullanarak
daha giivenilir sonuglara ulasmaya tesvik etmistir. Bu dogrultuda, tim finansal bilgi ve
belgeler, merkezi bir bilgi islem platformunda entegre edilmis ve finansal raporlar bu
diizenlemeye uygun sekilde hazirlanmistir. Bilgi islem sistemlerinde toplanan veriler, risk
odakli denetim yaklasimina dahil edilmis ve sonug olarak, mali tablolarin dogrulugu ve
giivenilirligi temin edilmeye yonelik ¢alismalar yapilmistir.

Giliniimiiz dijital caginda isletmeler i¢in denetim, siber glivenlik tehditleri, veri ihlalleri ve
diizenleyici uyum zorluklar1 gibi artan risklerle miicadelede hayati bir rol oynar. Teknolojinin
hizla evrim gec¢irdigi bu donemde, denetim isletmelere, finansal ve operasyonel siireclerinin
biitiinliigiinii koruma, i¢ kontrol sistemlerini giiglendirme ve paydaslarin giivenini saglama
imkani sunar. Etkin bir denetim siireci, seffafligi artirir, mali raporlamalardaki dogrulugu
temin eder ve igletmelerin siirdiiriilebilir biiyiimesini destekler. Bu nedenle, dijital ¢cagda
denetim, isletmelerin rekabetciligini ve pazar pozisyonunu korumalar: agisindan kritik bir

6neme sahiptir (Varol, 2023).
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3.3. DENETIMIN TURLERI

Denetimin tiirleri iki grupta incelenmektedir. Bunlar amacina gore denetim olmak iizere
bu baslk altinda mali tablolar denetimi, uygunluk denetimi ve faaliyet denetimi yer
almaktadir. Denet¢inin statiisiine gore denetim tiirlinde ise i¢ denetim, bagimsiz denetim,

kamu denetimi incelenmektedir (Glicenme, 2004:2).

3.3.1. Amacina Gore Denetim Tirleri

i.  Mali Tablolar Denetimi (Finansal Denetim)
ii.  Uygunluk Denetimi (Usul Denetimi)
iii.  Faaliyet Denetimi (Performans Denetimi)

3.3.1.1. Mali tablolar denetimi

Mali tablo denetimi, isletmenin mali tablolarinin genel kabul gérmiis muhasebe ilkelerine
uygun bir sekilde, yasalara ve dikkatli hesaplama yontemlerine gore dogrulugu ve uygunlugu
hakkinda makul bir giivence saglamak amaciyla tarafsiz bir sekilde degerlendirilmesi ve elde
edilen bulgularm rapor formatinda sunulmasini kapsar. Esasen, muhasebe denetimi, finansal
tablo denetiminin bir par¢asidir ve bir isletmenin mali tablolarinin, bagimsiz bir dis denetgi
tarafindan, tiim 6nemli agilardan dogruluk ve giivenilirlik agisindan makul bir giivence altina
almmasi i¢in sistematik bir bigimde kanit toplanmasini, incelenmesini ve sonuglarin bir rapor
aracili@iyla iletilmesini igerir. Finansal tablo denetiminin odak noktasi, isletmeler tarafindan
hazirlanan mali tablolar ve bu tablolarin detayli analizidir. Muhasebe denetimi de benzer
sekilde, mali tablolar ve bu tablolarda sunulan bilgiler {izerinde yogunlasir (Yilanct vd.,
2016: 3).

Mali tablo denetimi, belirlenmis prensiplere gore isletme mali tablolarinin uygun sekilde
diizenlenip diizenlenmedigini degerlendirerek bir goriis sunmaktadir. Bu sireg, yonetim
kurulunun bilin¢li kararlar almasmi, paydaslarin bilgilendirilmesini ve karar verme
stireglerini destekler (Uyanik, 2001: 128). Ayrica, mali tablo denetimi, muhasebe

denetiminin temelini olusturmakta ve bu baglamda, yapisal uygunluk denetimini One
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cikarmakta; mevcut donem verileri 6nceki donemlerle karsilagtirmakta ve bu degisimler, tim

ilgili taraflarin incelemesine agik sekilde incelenmektedir (Gigll, 2005:5).

3.3.1.2. Faaliyet denetimi

Faaliyet denetimi, bir organizasyonun islevlerinin verimlilik ve etkinlik agisindan
degerlendirilmesi amacutyla, bu iglevlerle ilintili prosediir ve metotlarin incelenmesini igerir.
Bu denetim turunde, denetgilerin objektif gozlemler yapmasi ve 6zel faaliyetlerin ayrintili
bir analizini gergeklestirmesi beklenir. Faaliyet denetim siirecinde, islev sonuglari
belirlenmis verimlilik standartlar1 ile karsilastirilmakta ve organizasyonun 6nceden
belirlenen amag¢ ve hedeflere ulasim derecesi Olglilmektedir. Denetimin kapsami,
organizasyonun tamamini, bir bolimiinii, bir subesini veya tiretim, pazarlama ve finans gibi
belirli islevlerini kapsayabilir. Faaliyet denetimi kapsaminda, mali ve mali olmayan bilgilerin
degerlendirilmesi i¢in kullanilacak ol¢iitlerin belirlenmesi, siibjektif bir siire¢ oldugundan,
bu tiir denetim, yonetim damigmanhigima benzerlik gosterir. Denetimin sonucunda,
faaliyetlerin etkinliginin ve verimliliginin artirilmasi yoniinde oOneriler sunulur. Faaliyet
denetimi, hem kamu hem de 6zel sektérde yer alan sirketlerde i¢ denetciler; kamu
kurumlarinda ise kamu denetcileri tarafindan yiriitiiliir (Kepekei, 2004:4).

Faaliyet denetiminin avantajlar1 iizerine odaklanildiginda, bu siirecin yonetim kalitesini
onemli dl¢iide iyilestirdigi goriilmektedir. Etkin ve ekonomik bir yonetim anlayisini tesvik
eder, dogru politikalarin olusumuna katki saglar ve isletmenin hedeflerine daha kolay
ulagmasina olanak tanir. Yonetimin performansmin degerlendirilmesi yoluyla diizenlemeler
yapilmasini kolaylastirir. Bu siireg, isletme karliligmin artmasina, kaynaklarin daha verimli
kullanilmasina, iletisim ortaminin gelismesine ve potansiyel problemlerin erken agsamada
tespit edilmesine katkida bulunur (Selimoglu ve Uzay, 2008: 6; Akarkarasu, 2000: 9).

Yukaridaki belirtilen hususlara istinaden, faaliyet denetiminin hedefleri asagidaki bicimde
yeniden duzenlenebilir:

i.  Yonetim performansinin degerlendirilmesi,
ii.  Uygulanan stratejilerin ve politikalarin basar1 seviyesinin analizi,

iii.  Ic kontrol mekanizmalarmn etkinliginin ve basarismin incelenmesi,
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iv.  Kurum hedeflerine ulasmada etkili olan gesitli islemlerin ve faaliyetlerin basar1 ve
etkinlik duzeylerinin 6lgulmesi,
V. Kurumun siirekli ve dengeli biliyimesi ile hedeflerine etkin bir sekilde
ulasabilmesi i¢in yonetim kadrosuna dneriler sunulmasi.
Bu sayede, isletme yoOnetiminin uygulamalarinin ve i¢ dinamiklerinin kapsamli bir
degerlendirilmesi saglanmis olur, bdylelikle kurumun genel basarimmin artirilmasi

hedeflenir.

3.3.1.3. Uygunluk denetimi

Bir isletmede gergeklestirilen mali islemler ve faaliyetlerin, yonetim, yonetim kurulu veya
diger yetkili bireyler ve kurumlar tarafindan belirlenen prosediirler, kurallar ve mevzuata
uygunlugunun degerlendirildigi siirectir. Bu siireg, i¢ denetimin bir pargasi olarak, orgiitiin
faaliyetlerinin timinde yasalara ve kurallara uygun hareket edilip edilmediginin
denetlenmesini icermektedir. Orgiitler, faaliyetlerini, yetkili otoritelerce olusturulan
diizenlemelere uyarak yiiriitiirler. Benzer bicimde, uyulmasi zorunlu olan mevzuat
dogrultusunda da islem yapilmasi esastir. Bu uygunlugun denetlenmesi, belirli bir denetim
siirecinin uygulanmasini gerektirir. I¢c denetim gergevesinde yiiriitiilen bu uygunluk denetimi,
ad1 gecen islevi ifa etmektedir. Denetim neticesinde elde edilen bulgular, rapor haline
getirilmek suretiyle ilgili ve yetkili kisi veya kurumlara iletilecektir (Dabbagoglu ve Can,
2018: 36; Giredin, 2008: 17).

Bu denetim bigiminde, temel alinan dl¢iitler arasinda devlet tarafindan belirlenen yasalar,
yonetmelikler ve tiiziikkler bulunurken, isletmenin {ist kademesi tarafindan tanimlanmig
politikalar, prosediirler, yontemler ve kurallar da yer alabilir Uygunluk denetimi, isletmelerin
Vergi Usul Kanunu’na (VUK) ve diger ilgili mevzuatlara uygun olarak hareket edip
etmedigini degerlendirir. Bu denetim siireci ayn1 zamanda, muhasebe yonetmeligine uygun
sekilde kayit tutulup tutulmadigini ve yasal diizenlemelere riayet edilip edilmedigini
incelemektedir (Yilanci vd., 2016: 3; Giicenme, 2004: 2).

Uygunluk denetimi, isletmenin i¢indeki ya da digindaki bilgi kullanicilarma yodnelik

olarak gerceklestirilebilir. Bu denetimin sonuclar1 genellikle, isletmenin i¢indeki yetkili
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kisilere, cogunlukla da iist diizey yoneticilere rapor edilir. Biiyiik 6l¢ekli isletmelerde, bu tiir
incelemeleri yapmak uzere kurum ici denetgiler gorevlendirilir.

Uygunluk denetiminin uygulama alanlar1 genis olmakla birlikte, temel amac1 agisindan
daha dar bir yelpazeye sahiptir. isletme disindan yapilan uygunluk denetimi &rnekleri
arasinda, vergi dairelerinde gorevli yetkililerin isletmelerde gerceklestirdikleri vergi

denetimleri sayilabilir (Kaval, 2005: 10-11; Yzer, 2020: 11).

3.3.1.4. Performans denetimi

Performans denetimi, ayni zamanda faaliyet veya operasyonel denetim olarak da
isimlendirilmektedir. I¢ denetim siirecinde yiiriitiilen performans denetimi, bir 6rgitin
faaliyetlerini siirdiirtirken yararlandigr kaynaklarin, etkinlik ve verimlilik agisindan
degerlendirilmesini kapsar. Bu degerlendirme isleminin asil gayesi, gelecege doniiktiir;
geemisteki faaliyetlerin analizi ve degerlendirilmesi yoluyla, gelecek adma yarar saglamak
hedeflenir. S6z konusu denetim, 6rgiitiin isleyisinin daha etkin ve verimli hale getirilmesine,

dolayisiyla gelistirilmesine odaklanir (Bilge ve Kiraci, 2010: 13; Balc1, 2021: 48).

3.3.1.5. Bilgi teknolojileri denetimi

I¢ denetimin bir parcasi olarak, orgiitiin sahip oldugu bilgi sistemlerinin giivenilirligi
gbzden gecirilir. Bu siirecte, bilgi sistemlerinin giivenilir olup olmadigi sorgulanirken, ayni
zamanda sistemlerin siirdiiriilebilirligi ve teknik altyapilar1 da detayli bir sekilde incelenir.
Elektronik ortamda saklanan bilgilerin dogru ve giivenilir bir sekilde aktarilip aktarilmadigi,
bu bilgilerin dogrulugu, giivenli bir sekilde saklanip saklanmadig1 ve potansiyel tehditler,

riskler ile bu risklere kars1 gelistirilmis koruma mekanizmalarinin yeterliligi degerlendirilir

(Adiloglu, 2011: 21; Balci, 2021: 49).
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3.3.2. Denetgilerin Stattstine Gore Denetim

Denetcinin isletme biinyesinde calisip caligmadigina goére yapilan smiflandirma,
denet¢inin statiisiine bagl olarak {i¢ ana kategoriye ayrilabilir: i¢ denetim, bagimsiz denetim

ve kamu denetimi (Yuzer, 2020: 15).

3.3.2.1. i¢ denetim

I¢ denetimin temelleri, 1941 yilinda I¢ Denetgiler Enstitiisii’niin (Institute of Internal
Auditors — ITA) kurulmasi ile atilmustir. Bu tarih, ayn1 zamanda, I¢ Denetgiler Enstitiisii’n(in
kurulusunu ve sonrasinda uluslararasi bir boyut kazanmasini isaret etmektedir. IIA, i¢
denetimi; kurumlarin faaliyetlerine deger katmayi ve bu faaliyetleri iyilestirmeyi hedefleyen,
bagimsiz ve objektif bir giivence ve danigsmanlik etkinligi olarak tanimlamaktadir. 1941
yilindan itibaren, i¢ denetim, isletmenin tiim fonksiyonlarmin degerlendirilmesi olarak
anlasilmaya baslanmistir. Bu alanda dikkat ¢ekici bir gelisme, 1948 yilinda Arthur H. Kents
tarafindan yazilan ve i¢ denetim konusundaki ilk makale olan “Audits of Operations”in
yayimlanmasidir. I¢ denetim alaninda baska bir &nemli kurulus ise, 1982 yilinda kurulan ve
32 Avrupa Ulkesindeki i¢ denetim enstitllerini bir araya getiren Avrupa i¢ Denetim
Enstitleri Konfederasyonu’dur (European Confederation of Institutes of Internal Auditing —
ECIIA). I¢ denetim standartlar1 ve meslek ilkeleri, s6z konusu kurumlar tarafindan belirlenip
yayimlanmaktadir. Ayrica, i¢ denetim konusunda uluslararasi is birligini tesvik eden
toplantilar diizenlenmektedir (Tufan ve Goriin 2013:117).

Uluslararas1 Mesleki Uygulama Cercevesi (UMUC), IIA 2017°ye goére i¢ denetimi,
kurumlarin iglevlerini iyilestirme ve bu islevlere deger katma amaci giiden bagimsiz ve
objektif bir giivence ve danismanlik etkinligi olarak tanimlar. Bu tanima gore, i¢ denetim;
kurumun risk yonetimi, kontrol ve yonetisim sistemlerinin etkinligini degerlendirme ve bu
sistemleri gii¢lendirme amaciyla disiplinli ve sistemli bir metodoloji uygular, bdylece
kurumun hedeflerine ulagmasina yardimci1 olabilecegi ifade edilmektedir.

Ic Denetimin Temel Ogeleri sunlardir: Deger Katkisi, Giivence ve Danismanlik
Hizmetleri, Standartlara Uygunluk, Objektiflik, Risk Merkezli Yaklagim ve Mesleki Etik
[Ikeleri (Géniilagar, 2007: 4). 5018 Sayili Kamu Mali Yénetim ve Kontrol Kanunu’nun “i¢
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Denetim” baslikli madde 63’te yer alan bilgilere gore i¢ denetimin yasal tanim “I¢ denetim,
kamu idaresinin faaliyetlerine katma deger saglamak ve bu faaliyetleri gelistirmek amaciyla,
kaynaklarin ekonomik, etkin ve verimli bir sekilde kullanilip kullanilmadiginin
degerlendirilmesi ve bu konuda rehberlik saglanmasi amaciyla yiiriitiilen bagimsiz ve
objektif bir glivence ve danismanlik faaliyetidir.” Seklinde ifade edilmektedir. Bu tanimdan
sonra, i¢ denetim faaliyetlerinin ve prosedurlerinin i¢ denetgiler tarafindan gergeklestirilecegi
ve i¢ denetim faaliyetlerinin, kurumlarin yonetim ve kontrol yapilarini, mali iglemlerini, risk
yonetimi, yonetim ve kontrol proseslerinin etkinlik yapisini degerlendirme ve gelistirme
amaciyla, sistemli, devamlilik arz eden ve disiplinli bir metodoloji kullanilarak ve genel
kabul gormiis standartlara uygun olarak yapilacagi belirtilmistir.

I¢c denetimin esas gayesi, denetim faaliyetlerini yiiriiterek kurulusa katkida bulunmak,
calisanlarin is etkinligini belirlemek ve bulgular1 yetkili makamlara raporlama yoluyla
iletmektir. Bu raporlar, Ozellikle yoOnetimin performansin1 iyilestirme ve gorev
sorumluluklarmi daha iyi yerine getirme konusunda yetkililere rehberlik eder. Ayrica, i¢
denetim, kaynaklarin verimli kullanihip kullanilmadiginin denetlenmesini saglar ve
raporlanan eksikliklere yonelik alinan 6nlemlerin uygulanip uygulanmadigini kontrol
etmektedir. I¢ denetimin kapsami ve amaglari, isletmenin biiyiikliigii, yapis1 ve ydnetiminin
gereksinimlerine bagl olarak sekillendirilir. i¢ denetim, isletmede asagidaki unsurlarm
ortaya ¢ikarilmasinda Kritik bir role sahiptir (Aslan, 2003:72; Yzer, 2020: 13):

I.  Mali ve operasyonel bilgilerin dogruluk ve giivenilirligi,
ii. Isletmenin tanimlanmus risklerinin belirlenip minimize edilip edilmedigi, i¢ ve dis
politikalarimn takip edilip edilmedigi,
iii.  Uygun standartlarin meydana gelip gelmedigi,
iv.  Kaynaklarin amaglara uygun sekilde etkili ve verimli kullanilip kullanilmadig;,
V. Isletmenin hedeflerine etkili bir sekilde ulasilip ulasilmadigidir.

Ic denetim faaliyetlerini gerceklestirecek ic denetginin yukarida sayilan amagclar:
gerceklestirmeye dair niteliklere sahip olmasi gerekmektedir. Kurumun 6nemli bir pargasi
olarak gorulen i¢ denetci, mesleki 6zen ve dikkatle kurum ici denetim faaliyetlerini koordine
eden, gerekli bilgi ve deneyime sahip, kendini siirekli gelistiren, bagimsiz ve objektif

degerlendirmeler yapabilme kapasitesine sahip, yiiksek etik standartlara sahip bir
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profesyonel kisidir. i¢ denetcilerin sahip olmasi gereken dzellikler, etik prensipler ve mesleki

standartlarla belirlenmistir. Bunlara ek olarak, i¢ denet¢ilerin asagida listelenen 6zelliklere

sah1p olmas1 genel kabul gormiistiir (Ozbek, 2018: 130):

Vi.

Vii.

viil.

Iletisim Becerileri: Her diizeydeki personelle etkili iletisim kurabilme, uygun

sorular1 sorabilme ve amag odakli yanitlar alabilme yetenegi,

Analitik Beceriler: iliskisiz goriinen olaylar1 ve bilgileri birlestirerek anlaml

sonuclar elde edebilme yetenegi,

Test ve Analiz Becerileri: Cesitli olay ve verileri degerlendirerek denetim

hedeflerinin etkinligini belirleyebilme yetenegi,

Dokumantasyon Becerileri: Denetim goézlemleri ve test sonuglarini agik¢a

tanimlayabilme, kanitlayabilme ve hem so6zlii hem de gorsel olarak ifade edebilme
yetenegi,

Sonug Cikarabilme ve Diizeltici Oneriler Sunabilme: Yapilan testler ve analizler

temelinde sonuglara varabilme ve ilgili diizeltici eylemler 6nerme yetenegi,

Iletisim Becerileri: Denetim bulgularin1 ve bu bulgulara dayanarak hazirlanan

dizeltici eylem planlarini iist yonetime etkili bir sekilde sunabilme yetenegi,

Mduzakere Becerileri: Denetim sonuglar1 ve diizeltici eylemler konusunda
paydaslarla anlagsmazlik durumunda ortak bir zemin bulabilme ve ikna edebilme
yetenegi,

Ogrenme istekliligi: Mesleki ve kurumsal degisikliklere agik olma, yenilikleri

takip etme, kendini gelistirme ve siirekli egitim konularinda istekli olma seklinde

siralanabilir.

3.3.2.2. Bagimsiz denetim

19. ylizyilin sonlarinda, Amerika Birlesik Devletleri’nde denetim alaninda bagimsizlik

kavrami genis ¢apta taninmamaktaydi. Bu kavram, ilk defa Amerikan Menkul Kiymetler ve

Borsa Komisyonu (Securities and Exchange Commission — SEC) tarafindan resmi olarak

kabul edilmistir. SEC baslangicta dissal bagimsizliga odaklanmis ve denet¢inin miisteri ile

ilgili tiim mali ¢ikarlarinin yasaklanmasini dngormiistiir. Ancak, 1936 yilinda bu yasagin

kapsam1 “tim finansal faydalardan™ “onemli finansal faydalara” dogru evirilmistir. Son
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zamanlarda diinya genelinde meydana gelen finansal skandallarin Avrupa Birligi’nde
yasanmamasini ve mali tablolara olan giliveni artirmay1 amaglayarak, 2006 yilinda sekizinci
direktife iliskin yeni bir diizenleme kabul edilmistir. Bu diizenlemeyle birlikte;
I.  Uluslararasi denetim standartlarina uyum,

il.  Misteri bilgilerinin gizliligi,

iii.  Denetim firmalarmin seffafligi,

iv.  Denetim komiteleri,

V.  Denetim iicretlerinin a¢iklanmasi,

vi.  Kamu gozetimi,

vii.  Denetimde kalite guivencesi,

viii.  Denet¢ilerin bagimsizlig1 ve tarafsizligi,

gibi alanlarda 6nemli degisiklikler yapilmistir.

Tlrk Ticaret Kanunu (TTK) c¢ergevesinde, bagimsiz denetim kavrami ilk olarak
01.07.2012 tarihinde yiirtirlige konulan ve 6102 sayili Kanun numarasiyla anilan yasal
diizenleme ile tamimlanmistir. Bagimsiz denetim; finansal tablolar ve diger finansal
bilgilerin, finansal raporlama standartlarina uygunlugunun ve dogrulugunun, makul bir
giivence seviyesinde degerlendirilmesi i¢in gerekli ve uygun bagimsiz denetim kanitlarmin
elde edilmesini hedefler. Bu siire¢, denetim standartlarinda belirtilen bagimsiz denetim
tekniklerinin, ilgili defter, kayit ve belgeler tizerinde uygulanmasi ve sonuglarmn bir rapor
halinde sunulmasi esasina dayanir.

Bagimsiz denetim, meslegini bagimsiz olarak yerine getiren bireyler veya sirketler
tarafindan yiirlitiilen bir denetim tiiridir. Bu denetim seklinin temel amaci, isletme
faaliyetlerinin ytiriitiilmesi sirasinda yasalara ve genel kabul gormiis muhasebe ilkelerine
uygunluk durumunun belirlenmesidir. Bagimsiz denetim faaliyetlerinin biiyiik bir bdliimii,
mali tablolarin incelenmesinden olusmaktadir. Ulkemizde, muhasebe meslegine iliskin
diizenlemeleri iceren ve yaygin olarak muhasebecilik yasasi olarak bilinen 3568 sayili
Serbest Muhasebeci Mali Miisavirlik ve Yeminli Mali Miisavirlik Kanunu’nda, bagimsiz
denetim ile ilgili hiikiimler yer almaktadir. Bu kanun, bagimsiz denetim uygulamalarina

yonelik cesitli diizenlemeler icermekte ve bu alandaki mesleki standartlar1 belirlemektedir
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(Bakir, 2011: 17). Bagmmsiz denetim kavrami izleyen boliimlerde detayli olarak ele
alinacaktir.

3.3.2.3. Kamu denetimi

Kamu denetimi, kapsamu itibariyla olduk¢a genis bir denetim tiiriinii ifade eder. Bu
denetim, gorev, yetki ve haklarini kanunlardan veya kamu otoritesi tarafindan yiiriirliige
konulan yazili diizenlemelerden alan organlar ve bunlarin mensuplar tarafindan icra edilir.
Kamu denetimi alanina, kamu kurumlari ile devlet biinyesinde faaliyet gosteren tiim gercek
ve tiizel kisiler dahildir. Ancak, Tirkiye Biiylik Millet Meclisi, Cumhurbaskanligi ve Tiirk
Silahli Kuvvetleri gibi, yasalarinda 6zellestirilmis denetim hiikiimleri iceren organlar 6zel bir

durum teskil etmektedir (Akyel, 2019: 14).

3.4. IC DENETIM

Bu boliimde i¢ denetimin tanimi, unsurlari, amag ve kapsamu ile tarihsel gelisimi hakkinda
temel bilgilerin sunulmasinin ardindan i¢ denetimin gereklilikleri, tiirleri, standartlari,

uygulama sureci ve guncel yaklasimlari ele alinmaktadir.

3.4.1. I¢c Denetimin Tanimi

I¢ denetim, isletmelerin degisen ihtiyaclarmi karsilamak amaciyla gelisen ve evrimlesen
bir disiplindir. Bu disiplin, kurumlarm i¢yapilarinda olusturulmus, bagimsiz bir denetim
islevi olarak hizmet vermektedir. Munteanu ve Zaharia (2014) ile Sabuncu (2017) tarafindan
belirtildigi tlizere, i¢ denetim, kiiresel capta isletmelerin degisim ve doniisiimlerine ayak
uydurma gabasi igerisindedir. Onceleri muhasebeyle sinirl olan i¢ denetim alani, glinimuiizde
isletmelerin kars1 karsiya kaldigi temel risklerin belirlenmesinde ve igletme i¢i kontrollerin
etkinliginin artirilmasinda kritik bir role sahiptir (Mitea, 2006; Kurnaz ve Cetinoglu, 2010:
39; Karaca, 2023).

3.4.2. i¢ Denetimin Amag ve Kapsam

I¢ denetimin, ¢evresel faktorlerin cesitliligi ve siirekli degisen isletme kosullar1 nedeniyle

odak noktasi zamanla degistigi sOylenebilir (Kizilboga, 2013). Antik donemlerde, ticari
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kayitlarin dogrulugunun teyit edilmesi amaciyla yiiriitillen uygunluk denetiminden, deger
yaratan ve gelecekteki performansi iyilestirmeye odaklanan bir yapiya evrildigi
gozlemlenmektedir. Zaman ig¢inde, i¢ denetim uygunluk denetiminden ¢ok daha fazlasi
haline gelmis, yonetimle is birligi ve deger katma odakl bir igsleve donlismiistiir. Bu yeni
islev, isletmenin potansiyel risklerini 6ngdrme, risklere yonelik onlemler 6nerme ve bu
onlemlerin etkinligini degerlendirme gibi damigmanlik rollerini igermektedir (Ozbek, 2012:
298). Ayrica, i¢ denetim daha Onceki reaktif yapidan danigmanlik ve deger katma gibi
proaktif islevlere dogru doniisim gostermektedir (Kizilboga ve Ozsahin, 2013; Karaca,
2023).

Bu bilgilerden hareketle, i¢ denetim sisteminin asil gayesi, isletme gorev ve
sorumluluklarimin verimli ve etkin bir bicimde icra edilmesine isletme c¢alisanlarina ve
yonetim kademesindeki sahislar ile yonetim kurulu iiyelerine destek saglamaktir. Bu siireg,
isletmenin operasyonlarina dair analitik raporlar, degerlendirme tavsiyeleri, goriisler,
oneriler ve bilgilendirmeler sunarak gerceklestirilir. I¢ denetimin hedefleri arasinda,
miimkiin olan en uygun maliyetlerle, etkili bir i¢ kontrol sisteminin olusturulabilmesi de

bulunmaktadir (Ozeren, 2000; Savli ve Ak, 2021).

3.4.3. i¢c Denetim Unsurlari

I¢c denetimin, isletmenin varhiklarmi koruma gorevine ek olarak, isletmeye deger katma
misyonunu da iistlenmesi gerekmektedir. I¢ denetimin sundugu katkilarmn hayata gecirilmesi
icin, i¢ denetimin bagimsizlik ve tarafsizlik, mesleki etik ilkeleri, standartlara uyum, deger
katma, givence verme ve danismanlik ile risk odakli denetim gibi temel kavramlara dayali
olmas1 gerekliligi vurgulanmaktadir. Bu kavramlar, ilerleyen alt boliimlerde detayli bir

sekilde ele alinmaktadir (Arslan, 2018: 40).

3.4.3.1. Bagimsizlik ve tarafsizhk

Uluslararast I¢ Denetim Standartlar’'na bakildiginda bagmmsizhik, i¢ denetim
faaliyetlerinin yiirlitiilmesinde karsilasilabilecek engellerden arinmis olma durumunu ifade

etmektedir. Bu standartlarda bagimsizlik ve objektiflik kavramlar1 bir arada
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degerlendirilmistir. Bagimsizlik, i¢ denetc¢ilerin gorevlerini yerine getirirken, ¢calismalarinin
sonucunda elde edilen iirliniin gercekligine ve dogruluguna samimi bir inangla yaklagmalari
ve bu iirliniin kalitesinden 6diin vermemelerini temin eden tarafsiz bir zihinsel durus olarak
tanimlanmaktadir. I¢ denetim fonksiyonunun verimliligi agisindan tarafsizlik ve bagimsizlik,
kritik dneme sahip temel faktdrlerden kabul edilmektedir. i¢ denet¢inin bagimsizhigmm
korunmasi, onun daha objektif ve nesnel bir sekilde hareket etmesine olanak tanimakta ve bu
durum, ylksek kaliteli bir i¢ denetim siirecinin ortaya ¢ikmasimna katkida bulunmaktadir
(Deribe ve Regasa, 2014; Uslu vd., 2022).

3.4.3.2. Mesleki etik ilkeler

Meslek etik ilkeleri, denetim faaliyetlerinin herhangi bir baski veya etkiye maruz
kalmaksizin, 6znel yaklagimlardan arindirilarak eksiksiz bir sekilde gerceklestirilmesine
olanak taniyan, yasaklayici ve zorunlu nitelikteki kurallar ile ylikiimliiliikler toplulugu olarak
ifade edilmektedir. Bu ilkeler, mesleki faaliyetlerde bulunulurken kac¢milmasi gereken
davraniglar ve uygulamalar1 icermektedir. Mesleki davranis standartlarina uygun hareket
eden i¢ denetgiler, gorevlerini daha verimli bir bicimde yerine getirebilmektedirler. Meslek
etik kurallari, i¢ denetgilerin mesleki faaliyetlerini siirdiirtirken uygun davranig bigimlerini
belirleyen “Davranis Kodlar1” ve i¢ denetim mesleginin genel uygulamalari ile iliskili “temel

ilke”lerden meydana geldigi sdylenebilir (Tufan ve Goriin, 2013; Arslan, 2018: 229).

3.4.3.3. Standartlara uyum

Denetim faaliyetlerinin planlanmasi, icrasi, raporlanmast ve degerlendirilmesi
stireclerinde ortak bir platform olusturan denetim standartlari, denetgilere yonelik asgari
diizeyde rehberlik eden zorunlu ilkeler ve kurallar biitiiniinii ifade eder. Bu standartlar, genis
kapsamli i¢ denetim faaliyetlerinin yiirlitilmesi ve i¢ denetim performansinin
degerlendirilmesi ile ilgili gereklilikleri belirleyen, IIA (Uluslararasi i¢ Denetgiler Enstitiisii)
tarafindan yayimlanan mesleki bir bildiridir. Standartlarin hedefleri; i¢ denetim pratigini
dogru bir sekilde yansitan temel ilkeleri saptamak, i¢ denetim faaliyetlerinden deger

yaratmay1 tesvik etmek ve bunlar1 gerceklestirmek i¢in bir ¢erceve sunmak, i¢ denetim
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performansinin degerlendirilmesi i¢in uygun bir temel saglamak ve gelistirilmis kurumsal
islemleri ve faaliyetleri desteklemektir (Gonulagar, 2007; Arslan, 2018: 38).
3.4.3.4. Deger katma

Ic denetim etkinliklerinin esas gayesi; kurumlarin veya isletmelerin faaliyetlerinin
denetlenmesi yoluyla gelistirilmesi, mevcut sapmalarin belirlenip ortadan kaldirilmas: ve
engellenmesi, Ongoriilen hedeflere erigilmesinin saglanmasi ve nihayetinde isletmeye deger
katilmasidir. Denetim siirecinde rastlanan hata ve dolandiricilik vakalari tespit edilebilmekte,
bu problemlere yonelik tedbirler alinabilmekte ve diizeltmeler gerceklestirilebilmektedir.
Kuvvetli bir i¢ denetim sistemi, i¢ kontrol yapisinin verimli islemesine destek olmanin yani
sira, var olan risklerin hafifletilmesi, gelecekteki risklere karsi 6nlemler alinmasi, hata ve
dolandiriciliklarin 6nlenmesi gibi alanlarda yonetim icin kritik oneriler sunabilmekte ve bu
baglamda yonetim agisindan biiyiik bir 6neme sahip oldugu ifade edilmektedir (TUredi,
2011).

I¢ denetimin en dikkat cekici fonksiyonel 6zelligi ve bilyiik ihtimalle geleneksel denetim
anlayisindan onu aymran en kritik faktdr, kurumun isleyisinin gelistirilmesine ve kuruma ek
deger kazandirilmasina yonelik olmasidir. Denetim faaliyetlerinin alani, sadece yasalara
uygunlugun dogrulanmasi veya ge¢miste meydana gelmis hatalarin, kotiiye kullanimlarin ve
yolsuzluklarin belirlenmesi ile smirli kalmaz; kurumun biitiin islemleri, siiregleri,
raporlamalari, yOnetimi ve operasyonlarmin daha etkin ve verimli bir bi¢imde
gerceklestirilmesine katki saglamay1 da kapsar. I¢ denetim islevinin asil hedefinin, kuruma
katma deger saglamak oldugu, IIA (Uluslararasi i¢ Denetciler Enstitiisii) tarafindan agikca

vurgulanmustir (The Institute of Internal Auditors, 2011).

3.4.3.5. Gilvence verme ve damismanhk

I¢ denetim, denetim siirecinden elde edilen bilgileri kullanarak, yonetime isletmenin amag
ve hedefleri dogrultusunda kaynaklarin ne derece etkin, ekonomik ve verimli kullanildigi,
faaliyetlerin yasal diizenlemelere uygunlugu, varliklarin nasil korundugu, isletme icerisinde
mevcut olan i¢ kontrol sistemlerinin yeterliligi, liretilen bilgilerin giivenilirligi gibi konularda
giivence ve danmigmanlik hizmetleri sunmaktadir (Toroslu, 2012: 83). Giivence hizmetleri,

kurumun risk yonetimi, kontrol ve yonetisim siireclerine iliskin bagimsiz bir degerlendirme
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sunmay1 amaglayan, bulgularin nesnel bir bigimde analiz edilmesini icermektedir. Finansal
yapi, performansa dayali degerlendirmeler, mevzuata ve diizenlemelere uyum, bilgi
sistemleri glivenligi ve detayli durum tespit ¢alismalar1 bu alana dahil olan 6rnekler arasinda
oldugu bilinmektedir. Danigsmanlik hizmetleri ise, herhangi bir sorumluluk almadan,
kurumun faaliyetlerinin iyilestirilmesine ve deger katilmasina yonelik olarak, danisilan
kurumla koordineli gekilde yiiriitillen danigsmanlik faaliyetleri ve iligkili diger hizmetleri
kapsamaktadir. Yontem ve strateji belirleme, 6nerilerde bulunma, is siire¢lerini kolaylastirma
ve egitim saglama bu hizmetlerin Ornekleri arasinda yer almaktadir (Goniilagar, 2007,

Arslan, 2018: 39).

3.4.3.6. Risk odakh i¢ denetim

Isletme yoneticileri, isletme hedeflerini belirlemelerinin ardindan, bu hedeflere ulasimi
etkileyebilecek riskleri tespit etmeli ve s6z konusu risklere yonelik i¢ kontroller ile gerekli
diger onlemleri alarak, risk seviyesini isletmenin kabul edebilecegi bir diizeyde tutmaya
yonelik ¢aligmalarda bulunmalidirlar. Eger risk seviyesini istenen diizeyde tutmak miimkiin
olmazsa, bu durum yo6netim kuruluna rapor edilmelidir. Risk yonetimiyle ilgili
sorumluluklar, i¢ kontrol bilesenlerinin bir pargast olan kontrol ortamina uygun olarak
belirlenmeli ve agikga ifade edilmelidir (COSO, 2004). Risk odakli i¢ denetime dair detayli

incelemelere izleyen boltimlerde yer verilmektedir (Bkz. Bolim 3.4.9.2).

3.4.4. i¢c Denetimin Tarihsel Gelisimi

I¢ denetim, Diinya’da ve Tiirkiye’de 6nemli bir tarihe sahiptir ve varhig1 ¢ok eski tarihlere

dayanmaktadir. Izleyen iki alt boliimde i¢ denetim iki ayr1 perspektifte ele almmaktadir.

3.4.4.1. i¢ denetimin Diinya’daki gelisimi

Denetim uygulamalarmin kokleri, milattan dnceki donemlere, 6zellikle antik Roma’ya
dayanmakta ve ticari kayitlarim dogrulugunun teyit edilmesiyle iligkili ilk ¢aligmalar, hileli
islemlerin 6nlenmesine yonelik faaliyetler olarak kabul edilmektedir (Turedi vd., 2015). Bu
faaliyetler, Mezopotamya’dan Yunan, italyan ve Roma medeniyetlerine kadar uzanirken,

Pers imparatorlugu’nda Biiyiik Darius doneminde de i¢ kontrol ve denetim uygulamalarmin
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varligi gorilmiistir (Murray, 1976; Ramamoorti, 2003: 3; Tetik ve Karaca, 2021). 13.
yiizyilda Italyan ticaret merkezlerinde formalize edilen i¢ denetim kavrami, 1900’lerden
sonra akademik incelemelerin konusu olmus, 16. ve 18. yiizyillar arasinda ise denetim
faaliyetlerinin kapsami genisleyerek, hile ve yolsuzluklarin tespitine odaklanmigtir
(Selimoglu ve Saldi, 2018; Yilanci, 2015: 49). Bu tarihsel siireg, denetimin gelisimindeki
evrimsel degisimi ve yonetim kontrollerinin 6nemini ortaya koymaktadir.

ABD’de koloni déneminden itibaren, 6zellikle 1789°da hazine bakanliginin kurulmasi ile
baslayan ve kamu sektoriinde ilk kez vurgulanan i¢ denetim ihtiyaci, Sanayi Devrimi ile
birlikte karmasiklasan isletme faaliyetleri ve 2. Diinya Savasi sonrasindaki ddsnemde ABD’de
daha belirgin hale gelmistir. i¢ denetim fonksiyonunun 6neminin artmasi, 1934’te ABD
Sermaye Piyasasi Kurulu’nun (SEC) kurulmasiyla ve dis denetim hedeflerinin yeniden
tanimlanmasiyla daha da giiclenmistir. ¢ denetimin profesyonellesmesinde dnemli adimlar
arasinda Victor Z. Brink’in ¢alismalari, 1941°de kurulan I¢ Denetgiler Enstitiisii (ITA) ve IIA
tarafindan yaymmlanan “I¢ Denetimin Sorumluluklar1 Bildirisi” bulunmaktadir. Bu
gelismeler, i¢ denetimin is diinyasinda daha genis bir kapsam ve onem kazanmasma yol
acmustir. [1A’nim uluslararas1 arenada kurumsal kimlik kazanmasiyla mesleki standartlar ve
egitim programlari belirlenerek meslegin gelisimi saglanmistir (Cangemi ve Singleton, 2003:
52; Adiloglu, 2011:37; Pitt, 2014: 5; Moeller, 2009: 4; Uzay, 1998; Korkmaz, 2007;
Ramamoorti, 2003: 4; Selimoglu ve Sald1, 2018; Memis, 2008).

Tablo 3.1 Tarihsel Siirecte i¢ Denetimin Evrilen Rolii

Tarih Denetim Rolii

1950 Muhasebe Kayitlarmin Denetimi

1960 Uygunluk Durumunun Incelenmesi

1970 Prosedurlerin Analizi

1980 Kontrol Mekanizmalarinin Gozden Gegirilmesi
1990 I¢ Kontrol Sisteminin Dokiimantasyonu
2000 Risk Ydnetimi Streclerinin Analizi

2001 Risk Yonetimi Stratejilerinin Gelistirilmesi
2002 Yapilan Islemlerin Dokiimantasyonu

2003 Ek Deger Yaratma

2004-2009 I¢ Denetimin Biitiinlestirilmesi

2010-2013 Finansal Risk Ydnetiminin Glclendirilmesi

Kaynak: Munteanu ve Zaharia, 2014: 2239; Karaca, 2023
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I¢ denetim islevinin kapsami1 zaman iginde genisleyerek evrimlesmis ve bu evrimsel siireg

Tablo 2’de smiflandirilmis ve asagidaki gibi tanimlanmistir (Munteanu ve Zaharia, 2014:
2239-2241; Karaca, 2023):

Vi.

Vii.

viil.

Muhasebe Kayitlarinin Denetlenmesi: Bu donem igerisinde denetciler, muhasebe
kayitlarinin dogrulugunu denetleme gérevini tistlenmistir.

Uygunluk Analizi: I¢ denetgiler, finansal muhasebe birimlerindeki gesitli rolleri
ustlenirken, finansal prosediirlere uyum diizeyinin kontrol listeleri araciligiyla
degerlendirilmesi igslemini gergeklestirmistir.

Prosediirlerin Kontrolii: I¢ denetimin bu dénemdeki gérevi, belgelerin incelemesi,
kayitlarin denetlenmesi, sorunlarin belirlenmesi ve ¢0ziim Onerilerinin sunulmasi
olmustur.

Kontrol Degerlendirmesi: Bu donemde, i¢ denet¢iler isletmelere uygulanabilecek
cesitli kontrol mekanizmalar1 hakkinda yonetimlere danigsmanlik yapmastir.

¢ Kontrol Sisteminin Bildirimi: S6z konusu asamada, i¢ denetim siirecinde ilk
defa birgok teknik ve ara¢ kullanilmig, bu durum ise kurumlarda i¢ kontrol
sistemlerinin bagimsiz goriislerle degerlendirilip raporlanmasini saglamistir.

Risk Yonetimi Sisteminin Analizi: Bazi skandallar ve isletmeler tizerindeki
olumsuz etkiler, etkili bir yonetim eksikligini ve risk yonetim sistemlerinin
Onemini ortaya koymustur. Bu baglamda, i¢ denetcilerin, ydnetim kadrosu
tarafindan icra edilen risk yonetimi siireglerini degerlendirmeleri, etkinliklerini
kontrol etmeleri ve sonug olarak dneri ve raporlar sunmalar1 gerekmektedir.

Risk Yonetimi Sisteminin Gelistirilmesi: Bu donemde, i¢ Denetim Standartlarmin
uygulanmastyla i¢ denetgilerin caligmalar1 belirli bir diizenlilik kazanmis ve
genisletilmis risk yonetimi kavraminin benimsenmesine agirlik verilmistir.
Faaliyetlerin Bildirimi: Bu donemde, i¢ denetim calismalarinin sonuglarinin
isletmenin iist yonetimine diizenli olarak raporlanmasi gerekli hale gelmis ve bu
raporlamalar baslangicta yillik olarak yapilmistir. Bu sayede, i¢ denetim Onerileri
araciligiyla yonetim kararlarinin ve isletmenin hedeflerine ulagsmasma katkida

bulunan uygulamalar tesvik edilmistir.
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ix. Katma Deger Sunumu: Bu terim IIA tarafindan tanimlanmis olup, bu dénemde i¢
denetim islevinin temel amaci, isletmelerin iglevlerini iyilestirerek onlara deger
katmak olarak belirlenmistir.

X.  I¢ Denetimin Biitiinlestirilmesi: I¢ denetim, iliskiler, siirecler ve/veya ydnetim
sistemleri hakkinda goriis bildirebilen nitelikli bir sistemdir. Temel olarak yonetim
kontroliiniin gii¢clendirilmesine odaklanir, yonetim siire¢lerinin izlenmesi, farkli
performans seviyelerine neden olan faktorlerin analizi ve bu streclerin desteklenip
guclendirilmesi gorevlerini Gstlenmektedir.

xi.  Finansal Risk Yo6netimi Kapasitesi: Ulusal ve uluslararasi alanda faaliyet gosteren
i¢ denetim birimleri, gelismis finansal riskleri yonetme kabiliyetine sahiptir; ancak
piyasa trendleri ve hissedarlarin olusturdugu risk yonetimi beklentileriyle

faaliyetlerin uyumlastirilmasi zorluklariyla karsi karstya kalmaktadir.

Avrupa Birligi’nin benimsedigi kamu i¢ mali kontrol sistemi ve COSO tarafindan
gelistirilen i¢ kontrol modeli, hem kamu hem de 6zel sektorde i¢ kontrol kavraminin temel
almmasimi saglamistir. COSO, baslangicta 6zel sektorde uygulanan ancak sonrasinda kamu
sektoriinde de etkili bir yonetim araci olarak kabul edilen i¢ kontrol anlayisini
derinlestirmistir. Bu model, Avrupa Birligi ve Uluslararas1 Sayistaylar Birligi (INTOSAI)
tarafindan da kabul edilmis olup, i¢ kontroliin unsurlarini tanimlayarak genis bir kabul
gdrmiistiir. Diger yandan, Kanada, Ingiltere, Giiney Afrika ve Fransa gibi farkli iilkelerde
gelistirilen CoCo, Turnbull Report, King Report ve Vienot Report gibi i¢c kontrol modelleri
ve yontemleri, kiiresel capta i¢ kontrol uygulamalarinin gesitliligini ve adaptasyonunu
gostermektedir (Korkmaz, 2011). I¢ denetimin 6zel sektdrdeki basarisinin ardindan, kamu
kurumlarinda da uygulanabilirligi fikri yaygmnlasmis, bu da 1980°1i yillardan itibaren
Ozellikle Anglo — Sakson (lkelerinde i¢c denetimin kamu sektoriine entegrasyonunu
hizlandirmistir. Bugiin, AB Komisyonu, IMF, Diinya Bankas1 gibi kiiresel kurumlarda i¢
denetim standart bir uygulama haline gelmistir.

Ote yandan, OECD iiyesi baz iilkelerde “i¢ denetci” kavrami ve uygulamalar: farklilik
gostermektedir. Ornegin, Fransa’da “miifettis” unvanl denetciler, i¢ denetim birimi

gorevlerini yerine getirirken, Portekiz’in modeli de benzer bir yapi sergilemektedir. ingiltere,
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Hollanda ve Polonya gibi bazi iilkelerde ise i¢ denetimle birlikte teftis kurullarin da varligi
dikkat ¢ekmektedir (Okur, 2010). Avrupa Birligi iiyesi iilkelerde yonetim kontrol sistemlerini
iki ana model altinda incelemek miimkiindiir: Ingiltere ve Hollanda gibi iilkelerin

3

benimsedigi “ydnetim sorumlulugu” anlayisi ve Fransa, Portekiz, Ispanya gibi iilkelerin
tercih ettigi “ii¢ tarafli 6n kontrol” yaklasimi. ilk modelde kontrol mekanizmalari, kurumlarm
kendi i¢ denetim birimleri tarafindan yiiriitiiliirken, ikinci modelde kontrol islemleri, kurum
disindaki bagimsiz birimler tarafindan gergeklestirilmektedir. Bu farkliliklar, i¢ kontrol
sistemlerinin uygulama ve yapilandirilmasinda ulusal tercih ve yaklasimlarm etkisini

goOstermektedir (Gonlagar, 2008).

3.4.4.2. i¢ denetimin Turkiye’deki gelisimi

Ulkemizde i¢ denetim faaliyetlerinin temelleri, 16. yiizyilda Osmanli Imparatorlugu
donemine uzanmaktadir. ilk resmi i¢ denetim birimi, 1860 yilinda Osmanli Mektup ve
Telgraf Hizmetleri i¢in kurulmustur. Bu donemde Avrupa’dan getirilen denetgiler, bilgi ve
deneyimlerini Osmanli’daki meslektaglarina aktarma gorevini tistlenmis, bu slire¢ meslegin
gelisiminde 6nemli bir rol oynamistir. Cumhuriyet’in kurulusu sonrasinda, 1927 yilinda
yiriirliige giren Muhasebe—1 Umumiye Kanunu ile i¢ denetim faaliyetleri devam etmis, ancak
bu kanun zamanla giiniimiiz sartlarim1 karsilamada yetersiz kalmistir. Diinya genelinde,
Ozellikle gelismis iilkelerde i¢ denetim, belirlenen ilkeler c¢ergevesinde yiiriitiillen ve
kurumsallagsmasini tamamlamis bir mesleki uzmanlik alani1 olarak kabul edilmektedir.
Tirkiye’de bu alanda biiyiik Olgekli finans kurumlarinda mesleki bir uzmanlik olarak
degerlendirilirken, kiigiik ve orta biiyiikliikkteki isletmelerde ayni 6nemi bulamamaktadir
(Uzay, 2003). I¢ denetim uygulamalar1 iilkemizde ilk olarak 6zel sektorde baslamus,
uluslararas1 sirketlerin subeleri ve temsilcilikleri araciligiyla yayilmis ve kamu
kurumlarindaki uygulamalar1 daha sonraki donemlerde gelismistir (Cevikbas, 2011).

Ulkemizde i¢ denetim faaliyetlerinin yapisal temelleri, Tiirkiye I¢ Denetim Enstitiisii
(TIDE) ve I¢ Denetim Koordinasyon Kurulu gibi kurumlarca atilmistir. 1994 Aralik ayinda
TIDE’nin kurulusuna yonelik ilk adimlar atilmis, 1995 yilinda 47 kurucu iiye tarafindan bir
sivil toplum kurulusu olarak “I¢ Denetim Enstitiisii” ad1 altinda bir meslek drgiitiine doniisiim

gerceklesmistir. 1996 yilinda enstitii, IIA (The Institute of Internal Auditors) ve ECIIA
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(European Confederation of Institutes of Internal Auditing) Uyeliklerine dahil olmus,
“Tiirkiye I¢ Denetim Enstitiisii (TIDE)” ismi resmi olarak onaylanmis ve “Uluslararas1 I¢

Denetim Standartlar1” Tiirkge ‘ye ¢evrilmistir (Www.tide.org.tr).

Dernek statiisiinde faaliyet gdsteren TIDE, yaklasik 1000 Uyeye sahip olup, mesleki
toplantilar, egitimler ve iletisim seminerleri diizenleyerek i¢ denetgilerin mesleki gelisimine
katkida bulunmaktadir. Ayrica, enstitii, i¢ denetgi sertifikasi i¢in yurtdisinda diizenlenen
smavlarin Tirkge olarak ililkemizde gergeklestirilmesini saglayarak meslek mensuplarina
onemli bir hizmet sunmaktadir. Tiirkiye’de i¢ denetim faaliyetleri, 1990’11 yillarda 6zel
sektorde baslamis, 2003 yilinda 5018 sayili Kamu Mali Yonetimi ve Kontrol Kanunu’nun
yiriirliige girmesiyle kamu sektoriinde de yasal bir zemin kazanmistir. Bu kanun
kapsaminda, kamu kurumlarinda i¢ denetim birimleri olusturulmus, i¢ denetcilere yonelik {i¢
aylik zorunlu egitimler diizenlenerek sertifikalar1 verilmistir. Bu siire¢, i¢ denetimin kamu
idaresine deger katma, kaynaklarin etkin ve verimli kullanimini degerlendirme ve rehberlik
etme amacini tastyan danismanlk faaliyeti olarak tanimlanmasma olanak saglamistir. I¢
Denetim Koordinasyon Kurulu, Maliye Bakanligina bagli olarak faaliyet gostermekte olup,
i¢ denetim mesleginin uluslararasi standartlara uyum siirecinde 6nemli bir rol oynamaktadir.
Kamu ve 6zel sektorde, uluslararasi i¢ denetim ve i¢ kontrol standartlarina uygun sistemlerin
olusturulmasi yoniindeki ¢calismalar devam etmektedir. Bu baglamda, Bankacilik Diizenleme
ve Denetleme Kurumu, Sermaye Piyasasi Kurulu diizenlemeleri ve yeni Tiirk Ticaret
Kanunu’nda yapilan degisiklikler, meslegin uluslararasi standartlara hizla yaklagsmasini
saglamaktadir. TIDE, i¢ denetim mesleginin iilkemizdeki gelisimine liderlik ederek,
uluslararasi standartlara uygun bir sekilde tanitim, egitim, konferans ve kaynak gelistirme

faaliyetlerini yirutmektedir (Sabuncu, 2018).

3.4.5. I¢ Denetimi Gerekli Kilan Unsurlar

I¢c denetim yapismin bir isletme biinyesinde olusturulmasi, cesitli faktdrlerden dolay1
zorunlu hale gelebilmektedir. Bunlar arasinda yonetim ve denetim komitelerinin ihtiyaglari,
islem hacmi, is faaliyetlerinin kompleksitesi, sirketin biiyiikliigii, finansal islemler, nakit ve
likidite islemlerinin sik gerceklesmesi, yasal ve regulatif zorunluluklar, yetkili otoritelerin

talepleri ve isletmenin itibarmi koruma arzusu sayilabilmektedir. ilgili yazida belirtildigi
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iizere, i¢ denetim faaliyetlerinin igletme icindeki yeri ve Onemi bu cesitli gereklilikler

neticesinde sekillenmektedir (Tiiredi ve digerleri, 2015: 66—67).

3.4.5.1. Hileli raporlamalara karsi1 korunma giidiisii

Karmagiklig1 artan isletme yapilarinda, hile ve usulsiizliiklerin bagimsiz denetgilerce
tespiti giderek daha yiiksek maliyetlere neden olmaktadir. Bu baglamda, yonetimsel a¢idan
etkin bir kontrol mekanizmas1 kuramayan kiigiik pay sahipleri bulunan isletmelerde, i¢
denetim birimlerinin temel sorumluluklarindan biri de isletme ¢alisanlari, yoneticileri ve
hatta yonetim kurulu iiyeleri tarafindan gercgeklestirilebilecek hile ve usulsiizliiklerin

belirlenmesi ve bunlarin engellenmesi siirecidir (Arslan, 2018: 93).

3.4.5.2. Vekalet teorisi etkisi

Rekabetin artmasi ve ticari iliskilerin yogunlasmasiyla birlikte sirketlerin biiylimesi,
profesyonel yoneticilik anlayisinin 6nem kazanmasina yol agmistir. Ancak isletme sahipleri,
genellikle yoneticilerin performanslarii teknik bilgi eksikligi ve zaman kisitliligi nedeniyle
degerlendirememektedirler. Isletme sahipleri ile yoneticiler arasindaki iliski, vekalet
teorisinin bir pargasi olarak ele alinabilir. Bu baglamda i¢ denetim, yoneticilerin, isletme
sahipleri ada iistlendikleri gorevler sirasinda meydana gelebilecek diizensizlikler hakkinda
isletme sahiplerinin endiselerini gidermede kritik bir role sahiptir. Bu nedenle i¢ denetciler,
yalnizca finansal etkinlikleri degil, isletmenin genel etkinligi ve verimliligine katki
saglayabilecek tiim faaliyetleri denetleyerek, isletme sahipleri ile yOneticiler arasindaki

potansiyel ¢ikar ¢atigmalarint minimize etmektedirler (Akarkarasu, 2000; Alptiirk, 2008).

3.4.5.3. Sorumluluk ve hesap verilebilirlik ilkesi

Sirketlerde verilen gorevlerin yerine getirilmesi ve bu siirecte hesap verebilirlik durumuna
“sorumluluk ilkesi” adi verilmektedir. Yoneticiler, yetki ve sorumluluklarinin bir kismini
isletme biinyesindeki personellere aktarmaktadirlar. Isletmenin hedeflerine ulasiimasinda
kritik bir 6neme sahip olan ¢alisanlarin goérevlerini ne derecede etkin ve verimli bir sekilde
yerine getirdiklerini belirlemek, tiim yoneticilerin ortak amaci olarak goriilmektedir. Ancak,

cikar catigmalar1 nedeniyle yoneticilerin bireysel ¢abalar1 ya da alt kademedeki personelin
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faaliyetlerini raporlama cabalar1 beklenen faydayi saglamayabilmektedir. Bu noktada, i¢
denetcilerin mesleki yetkinlikleri sayesinde sistemlerin, kurallarm ve potansiyel
problemlerin analiz edilmesi, hedeflere ulasilip ulagilamadiginin belirlenmesi gibi faaliyetler,
yoneticiler adina gergeklestirilmektedir. Yonetim kurulu tiyeleri, yatirimecilara, ortaklara ve
genel topluma kars1 sorumluluk tasidiklarindan, isletme aktiviteleri ile birlikte elde edilen
objektif ve glvenilir bilgiler ile birlikte Gst yonetim kadrosunun alacag: kararlar1 ve ortaya
koyacagi teklifleri degerlendirme ihtiyact duymaktadirlar. Bu siiregte i¢ denetgiler, gerekli
incelemeleri yaparak, bilgileri toplar ve hazirladiklar1 raporlar araciligiyla yonetim
kurulunun objektif ve giivenilir bilgi edinme gereksinimini karsilar, boylece yonetimin hesap

verme siirecine katkida bulunmaktadirlar (Adiloglu, 2011: 88; Arslan, 2018: 77).

3.4.5.4. Tasarruf ihtiyaci

Isletmeler, etkin bir denetim siirecinin sonucunda maddi anlamda énemli tasarruflar elde
edebilmektedir. Maddi kayiplarin tespiti ve yeniden diizeltilmesi, isletmenin siirdiiriilebilir
biiylimesini desteklerken, ayni zamanda tiim alanlarda maliyetlerin minimize edilmesine
olanak tanimaktadir. Bu baglamda, i¢ denetgiler, bir gemideki delikleri tespit edip onaran,
geminin batmamasi adina durumu kaptana bildiren ve sorunlarin ¢6ziimiine yonelik

onerilerde bulunan kisiler olarak betimlenebilirler (Arslan, 2018: 88).

3.4.5.5. Yonetimsel damsmanhk

Danigsmanlik, yonetimin Ozel istegi lizerine yiiriitiilen ve Oneri mahiyetindeki bir
etkinliktir. I¢ denetim, isletmenin kontrol, risk ydnetimi ve ydnetisim siireglerini gdzden
gecirip analiz ederek, goriisler sunmak, tespitler yapmak ve degerlendirmelerde bulunarak
faaliyetlere katki saglamakta ve bu yolla ydnetime danigmanlik hizmeti vermektedir. i¢
denetimin sundugu bu danmismanlik hizmeti, isletme denetiminin bagimsizligin1 ve
objektifligini pekistirmekte ve isletmenin gelecekteki performansina katki saglamaktadir.

Danigsmanlik hizmetlerinin etkili bir sekilde sunulabilmesi igin birtakim Onerilere

asagidaki gibi yer verilmektedir (Kaya, 2015: 56; Arslan, 2018: 91):
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I¢ denetgi, danismanlik faaliyetlerinde bulunurken, konu hakkinda derinlemesine
bilgi sahibi olmali ve bu alanlardaki cesitli perspektifleri degerlendirebilmelidir.
Isletmelerin gereksinimlerini dogru bir sekilde tespit edip anlamak ve bu
gereksinimlerin  dogru  sekilde  kavranmasini  saglamak  denetginin
sorumlulugundadir.

I¢ denetci, denetim siireglerini yiiriitiirken, gercekei yaklasimlar benimsemeli ve
yonetimi karsilasilan sorunlar konusunda agik ve net bilgilerle bilgilendirmelidir.
Denetci, gerceklestirdigi goriismelerde etkin bir dinleme becerisi gostermeli, agik
uclu sorular sorarak kargisindakini tesvik etmeli ve paylasilan bilgilerin gizliligini
koruyacagina dair giivence vermeli.

Denetci, mesleki gelismeleri toplantilar, konferanslar ve yazili raporlar araciligiyla

stirekli takip etmeli ve bilgi akigmin kesintisiz olmasimi saglamalhdir.

3.4.6. I¢ Denetim Tiirleri

I¢c denetim diger denetim tiirlerine gore gerek finansal gerekse de finansal olmayan

islemleri kapsamasi nedeniyle daha genis kapsamli ele alinabilir. Bu agidan bakildiginda i¢

denetim tiirleri sekil — 9 ile ortaya koyulabilir.

Bilgi
Teknolojileri
Denetimi

Faaliyet Sistem
Denetimi Denetimi

Uygunluk
Denetimi

Mali Denetim

Sekil 3.4 I¢ Denetim Tiirleri (Guredin, 2010: 13-18; Karaca, 2013)
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3.4.6.1. Mali denetim

Mali denetim, gelirlerin, giderlerin, varliklarmm ve borglarin hesaplanmasinin
dogrulugunu, mali sistemlerin ve mali tablolarin giivenilirliginin incelenmesi siireci olarak
degerlendirilmektedir. Mali denetim, finansal unsurlar1 iceren denet¢i faaliyetlerini de
kapsamaktadir. Finansal sistemlerin, siireglerin ve bunlara iliskin hesaplarin (kamunun belirli
kesimleri de dahil olmak Uzere, devlete ait fonlarin amaglandigi sekilde kullanilip
kullanilmadigi) ve kurumsal yonetisimin mali boyutlarinin, 6rnek vermek gerekirse ig
kontrol, risk yonetimi, etik ve 1yl yonetisim kurallarma uyumunun denetimi anlamimi da
ustlenmektedir (Aksoy, 2002:35). Diger taraftan, 5018 sayili Kanun, devlet muhasebesinde
seffaflik, hesap verilebilirligin tesisi ve kesin hesaplarin parlamento denetimi gibi modern
kamu finansal yonetimi prensiplerinin temelini olusturduguna dikkat ¢ekmektedir. Bu
ozellik, 6zel sektorde oldugu gibi kamu sektoriinde de muhasebe alanina olan ilginin zamanla
olumlu yonde evrilmesine ve gelismesine katkida bulunmustur (Giilsen vd., 2007; Kogak ve
Kavakoglu, 2010).

Ic denetcilerin temel amaglar;, mali tablolarda yer alan muhasebe kayitlarinmn
giivenilirligini degerlendirmek, varliklarin her tiirlii zarara kars1 korunup korunmadigini ve
muhasebelestirme islemlerinin dogrulugunu kontrol etmek, ayrica belirlenen plan, prosediir
ve politikalara ne derece uyuldugunu incelemektir. i¢ denetciler bu siirecte, kayit ve

belgelerde hata veya hile ihtimallerini de g6z 6niinde bulundurmalidirlar (Arslan, 2018: 49).

3.4.6.2. Uygunluk denetimi

Her isletme, belirlenmis amaglarina ulasabilmek adina gesitli kurallar, politikalar ve
prosedirler belirlemektedir. Bu yonergelerin kurumsal birimler tarafindan uygulanip
uygulanmadiginin  tespiti  amaciyla  isletme  yonetimi, denetim  sureglerini
planlayabilmektedir. Dolaysiyla, belirlenen bu normlara uygun hareket edilip edilmediginin
kontrol edilmesi siirecine i¢ denetimde uygunluk denetimi olarak ifade edilmektedir (Arslan,
2018: 49-50). Uygunluk denetimi, elde edilen bulgular1 mali denetim siireglerine ve dolayli
olarak i¢c denetime rehberlik edecek niteliktedir. Buradan hareketle bu denetimin temel
gayesinin, isletmenin, yetkili kisilerce olusturulan politika, prosediir ve kurallara ne derece

uydugunun analiz edilmesi olarak ifade edilebilir. Uygunluk denetimi sonucunda ortaya
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cikan veriler, yalnizca ilgili yetkililer ve kurumlarla paylagilmaktadir. Bu sireg, sadece

belirlenen kisi ve kuruluslar i¢cin 6nem arz eden raporlar sundugu soylenebilir.

3.4.6.3. Faaliyet denetimi

Organizasyonlarin gorevlerini ifa ederken dayandiklar: fiziksel, finansal ve insan glci
kaynaklarmin, tasarruf, performans ve {liretkenlik agisindan analizi, risk ve maliyet
degerlendirmeleriyle birlikte kaynaklarin akilc1 ve etkili kullanimini igerir. Bu analizlerin
karmasasi1 g6z oniinde bulunduruldugunda, deneyimli denetleyicilerin bu gorevlere atanmasi
onerilir (Alpturk 2008: 19).

Denetimin kapsamina giren konular, kurulusun yapisal diizenlemeleri, tedarik yonetim
politikalari, iiretim yaklasimlari, pazarlama yonergeleri ve bilisim teknolojileri sistemleridir.
Denetleyiciler, bu siirecte, kurulusun yonetim tarafindan alinan kararlarin ve uygulanan
politikalarin is sonuglar1 ile ne derece uyumlu oldugunu degerlendirir. I¢ denetim
faaliyetlerini yiiriitenler, denetime baslamadan once kurulusun genel amaglarin1i ve bu
amagclar dogrultusunda belirlenen politika ve prosediirleri net bir sekilde belirlemelidir.
Denetimden once, denetleyicilerin kurulusun yapisini, faaliyet politikalarin1 ve isleyis
prosediirlerini derinlemesine bilmeleri gerekir. Ornegin, bir denetleyici satm alma islemlerini
incelediginde, malzeme alimlarinin miktar ve kalite kararlarmim nasil verildigini,
fiyatlandirma stratejileri  belirlenirken kurulusun hangi metodolojileri kullandigini
arastirmalidir. Denetleyici, inceleme agamasinda, kurulus i¢cin potansiyel risk olusturabilecek
faktorleri tespit etmeye ¢alismalidir. Inceleme sirasinda, atanan gorev ve verilen yetkilerin
kurulusun belirledigi politika ve yonergelerle uyumlu olup olmadigi; yonetimin belirlemis
oldugu hedeflerin ne 6lciide verimli ve tasarruflu bir bi¢imde gergeklestirildigi; muhasebe
denetimlerinin kurulusun varliklari, gelirleri ve giderleri tizerinde sagladig1 giiven diizeyinin
yeterliligi detayli bir sekilde irdelenmelidir (Arslan, 2018: 50).

Faaliyet denetimi, diger denetim tiirlerinden ayrilarak, etkinlik, ekonomiklik ve verimlilik
kriterlerine odaklanwr. Etkinlik, bir islemin gerceklestirilmesi sonucunda elde edilen
sonuglarin, beklenen etkiler ile ne derece uyumlu oldugunu ve stratejik amaglara ulagma
diizeyini Olger. Ancak etkinligin maliyetle dogrudan iligkilendirilmesi bazen yanilgilara yol

acabilir. Bu ylizden etkinlik, bir kurumun hedeflerine ne kadar basariyla ulastigmnin bir
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gostergesi olarak degerlendirilmelidir. Verimlilik, {iretilen mal ve hizmetlerin hacmi ile bu
urtinlerin Uretiminde yararlanilan kaynaklar arasindaki iligkiyi belirtmekte ve maksimum
¢ikttyt minimum girdi ile elde etmeyi hedeflemektedir. Ekonomiklik, kaynaklarin
kullaniminda en diisiik maliyetle en uygun kaliteyi saglama prensibine dayanir ve
faaliyetlerin maliyetini minimize etmeyi amaglar (Aksoy 2008: 85). Faaliyet denetiminin en
biiyiikk zorluklarindan biri, faaliyetlerin etkinligini ve verimliligini objektif bir sekilde
belirlemektir. Bu tiir denetimde, islemlerin degerlendirilmesi i¢in standartlar ya da kesin
kriterler belirlenmis degildir. Denetgiler, faaliyet denetimi gerceklestirirken genellikle
bltcelere, sektorel ortalamalara ve oranlara basvurmaktadir (Kardes ve Selimoglu 2000:
194).

3.4.6.4. Bilgi teknolojileri denetimi

Cagimizda, organizasyonlar isleyislerini ve islemlerini ¢ogunlukla dijital alanlarda
izlemektedirler. Bilisim sistemlerinin denetimi, kurum i¢inde bilgi iiretiminden sorumlu
sistemlerin ve bu sistemlerce lretilen datalarin giivenilirligini, ayn1 zamanda denetim
faaliyetleri icin gerekli olan bilginin yeterli diizeyde olmasin1 degerlendirmeyi
amaglamaktadir. Bu denetim modeli, incelenen birimin raporladigi verilerin siirekli ve dogru
olup olmadigmi belirlemek i¢in de tercih edilir (Aslan, 2010). Bilisim teknolojileri
kapsaminda i¢ denetim gerceklestirilmesinin zorunluluklar1 asagida belirtilmistir (Fidan ve
Sen 2014: 376).

I.  Kurumun faaliyet gosterdigi alanlardaki yasal yiikiimliiliiklerin yerine getirilip

getirilmediginin belirlenmesi,

ii.  Kurumun kritik verilerini barindiran bilgi sistemlerindeki riskleri analiz edebilme,

iii.  Kurumun itibarinin ve giivenilirliginin muhafazasina katkida bulunabilme,

iv. I siireglerinin ve aktivitelerinin maliyet ve verimlilik agisindan etkin ve kontrol
altinda yiiriitiiliip yiiriitiillmediginin makul bir seviyede degerlendirilmesi,

v.  Kurumun Kkarar verme siireglerinde Dbilginin etkin sekilde kullanilip
kullanilmadiginin incelenmesi,

vi.  Hile ve dolandiricilik gibi olumsuzluklarin arastirilmasinda yiiriitillen denetim ve

sorusturmalara destek saglama,
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vii.  Kurum iginde olusturulan, islenen ve muhafaza edilen bilgilerin gizlilik, batinlik
ve erisilebilirlik agisindan korunup korunmadiginin incelenmesi.
Bilisim teknolojileri denetimi siirecinde i¢ denetgiler tarafindan sorulan sorular sunlardir
(Sawyer 1988: 309; Arslan, 2018: 52):
I.  Program, maliyet biitceleme hedeflerine ulagsmak i¢in uygun mu?
ii.  Girdi, ¢cikt1 ve elde edilen sonuglar agik ve anlasilir nitelikte midir?
iii.  Programin maliyeti, sagladig1 avantajlar1 karsilamakta mi?
iv.  Bilisim teknolojileri kapsamindaki programin amaci, hedeflenen sonuglara
ulagmak i¢in yeterli midir?
V.  Degerlendirilmekte olan program ile benzer programlar arasinda herhangi bir
farklilik ya da uyumsuzluk bulunmakta midir?
vi.  Program, beklenen sonuglar1 saglayamaz hale geldiginde uygulanacak alternatif

stratejiler nelerdir?

3.4.6.5. Sistem denetimi

Denetim faaliyetleri, incelenen birimin operasyonlar1 ve i¢ denetim yapilar1 {lizerine,
organizasyonel katkilar1 maksimize edecek bir perspektifle gergeklestirilen analizler, tespit
edilen eksiklikler; kalitenin ve standartlara uygunlugun incelenmesi ve mevcut kaynaklarin
ile benimsenen prosediirlerin etkinliginin 6l¢iilmesiyle karakterize edilir. Yani, sistem
denetimi, i¢ denetim mekanizmasmin etkin bir bicimde isleyip islemediginin
detaylandirilmis incelemesidir. i¢ denetim, i¢ kontrol sisteminin bir parcasi olarak, sistemin
amagclara uygun ¢alismasini ve risklerin asgari diizeye indirilmesini destekleyen bir giivence
rolii iistlenir. Bu basarmin saglanabilmesi i¢in sistem denetimi ya da sistem odakli denetim
uygulamalarinim yiiritiilmesi esastir (Arcagok ve Ertiz 2006: 204; Aksoy 2006: 86; Arslan,
2018: 52).
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3.4.7. ic Denetim Standartlar

Uluslararast I¢ Denetim Standartlari, diinya genelinde i¢ denetim mesleginin
uygulanmasia yonelik ilke, gereklilik, diisiince ve 6rnekleri belirlemektedir. Bu Standartlar,
dogrudan i¢ denetg¢i istihdam eden, dis hizmet saglayici araciligiyla sdzlesme yaparak denetci
temin eden ya da her iki yontemi de kullanan kurumlar dahil olmak (zere, i¢ denetim
hizmetleri sunan her birey veya fonksiyon icin gegerlidir. I¢ denetim hizmeti alan kuruluglar
sektor ve endiistri baglantisi, amag, biiyiliklik, karmasiklik ve yapi1 acisindan farklilik
gostermektedir. Standartlar, i¢ denetim fonksiyonu ve i¢ denetciler dahil olmak tizere, bas
denet¢i de dahil olmak iizere, i¢ denet¢ilere uygulanir. Bas denet¢i, i¢ denetim fonksiyonunun
tim ilke ve standartlara uymasi ve bunlar1 uygulamasimdan sorumlu olsa da, tim i¢
denetgiler, is sorumluluklarini yerine getirirken ilgili ilke ve standartlara uymakla
yukumludur. Standartlar asagidaki gibi bes alana ayrilmistir:

i.  AlanI: I¢ Denetimin Amacu.

ii.  Alan IlI: Etik ve Profesyonellik.
iii.  Alan III: ¢ Denetim Fonksiyonunun Y 6netilmesi.
iv.  AlanIV: i¢ Denetim Fonksiyonunun Idare Edilmesi.
v. Alan V: I¢ Denetim Hizmetlerinin Yiiriitiilmesi.

Uluslararas1 I¢ Denetim Standartlari, nitelik ve performans olmak iizere iki temel boliime
ayrilmistir. i¢ Denetim faaliyetlerinin amacini, yetki alanlarini ve sorumluluklarini net bir
sekilde belirleyen yonetmelikler; bagimsizlik ve objektifligin saglanmasi, mesleki yeterlilik,
mesleki 6zen ve dikkat, siirekli mesleki gelisimin tesvik edilmesi, kalite guvencesi ve
gelistirme programlarmin uygulanmasi, nitelik standartlarini olusturan temel unsurlardir. Ote
yandan, i¢ denetim faaliyetlerinin etkin yonetimi; isin niteligine uygun hareket etme, gérev
planlamasi, gorevin titizlikle yiritilmesi, sonuglarin dogru ve etkin bir sekilde raporlanmast,
gerceklesen gelismelerin yakindan izlenmesi, kalan risklerin yonetim tarafindan bilingli bir
sekilde kabul edilmesi, performans standartlarin1 meydana getirir. Bahsedilen standartlar,
uygulama Onerileriyle desteklenerek, i¢ denetcilerin ¢alismalarmi yonlendirme ve rehberlik

etme islevi gormektedir (Tufan ve Goriin, 2013).
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3.4.7.1. Nitelik standartlar

1000 kodlu “Amag, Yetki ve Sorumluluklar” standardinin temel vurgulama noktalarini
[HA’nin 21.01.2017 tarihli “Sorunlar ve Yanitlar” biiltenine dayanarak su sekilde
ozetleyebiliriz: I¢ denetim faaliyetinin kurulus icerisindeki konumu, yetkileri ve
sorumluluklary, yazili bir ydnetmelik ile agik¢a ifade edilmis olmalidir. I¢ denetim
faaliyetlerinin amacimi, yetkilerini ve sorumluluklarini tanimlayan yazili dokiiman, ig
denetim yonetmeligidir. Bu yonetmelik, i¢ denetimin faaliyet alaninin sinirlarini ¢izmekte ve
yetki ile sorumluluklar1 belirlemektedir.

1100 kodlu “Bagmmsizlik ve Objektiflik” standardina gore i¢ denetim faaliyetlerini
gerceklestirirken i¢ denetgilerin objektif olmalar1 ve higbir etki altinda kalmadan bagimsiz
hareket etmeleri esastir. Bu baglamda, bu standardin en onemli bilesenlerinin bireysel
objektiflik, kurumsal bagimsizlik ve bagimsizligin zedelenmesi oldugu sdylenebilir. Bireysel
Objektiflik standardina gore I¢ denetciler, tarafsizlik ve dnyargisizlik ilkelerine sik1 sikiya
bagh kalarak, her tiirlii ¢ikar catigsmasindan uzak durmalidir. Kurumsal Bagimsizlik
standardi, I¢ denetim biriminin etkin bir sekilde islev gdrebilmesi icin, i¢ denetim
yoneticisinin kurum igerisinde i¢ denetim faaliyetlerini sorunsuz bir sekilde yiiriitebilecegi
bir yonetim diizeyine atanmis olmas1 gerektigini vurgulamaktadir. i¢ denetim faaliyetleri, ic
denetimin kapsamini belirleme, i¢ denetim islerinin yiiriitiilmesi ve sonuglarin raporlanmasi
gibi konularda herhangi bir miidahaleye maruz kalmadan 6zgiirce gerceklestirilmelidir. Bu
noktada s6z konusu standart, Bagimsizligi ve Objektifligi Etkileyen Faktorleri dnemle
vurgulamaktadir. Eger bir denet¢inin bagimsizligi veya objektifligi gercekte veya algi olarak
zarar gormiigse, bu durum ilgili taraflara agiklanmalidir. Bu standartla ilgili olarak dikkate
alinmas1 gereken dnlemler sunlardir (TIDE, 2008: 19; Kurnaz ve Cetinoglu, 2010: 392;
Arslan, 2018: 77):

i.  I¢ denetgiler, gegmiste kendilerinin yiiriittiigii faaliyetlerle ilgili degerlendirme
yapmaktan kagmmalidir.
ii. Ic denetim yoneticisinin gdzetimindeki islevlerle ilgili giivence faaliyetleri, ig
denetim disindaki bir kisi tarafindan denetlenmeli ve yonetilmelidir.
iii.  Ic denetciler, gegmiste sorumluluk aldiklar faaliyetler hakkinda damigmanlik

hizmeti sunabilir.
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iv. ¢ denetgiler, dnerilen danismanlik hizmetlerinin kendi bagimsizliklarma ve
objektifliklerine zarar verebilecegi durumlar s6z konusu oldugunda, gorevi
kabul etmekten 6nce durumu 6zel olarak agiklamalidir.

1200 kodlu “Yeterlilik, Maksimum Mesleki Ozen ve Dikkat” standarda gore, gérevlerin
icrasinda yiiksek mesleki standartlara ve titizlige ulasilmasi i¢in yeterlilik ve 6zen esastir. Bu
standart kapsamindaki temel basliklar Yeterlilik, Azami Mesleki Ozen ve Dikkat ile Siirekli
Mesleki Gelisim iizerine odaklanmaktadir. Yeterlilik standardina gore I¢ denetim gorevlerini
uygun bir sekilde yerine getirebilmek i¢in gerekli olan kisisel bilgi, beceri ve yetenekler, i¢
denetciler tarafindan mutlaka edinilmelidir. Yeterlilik ile ilgili ana hatlar su sekilde
siralanabilir (Tide, 2009: 34):

I.  Gorevlerin tamaminin veya bir kisminin icra edilebilmesi icin gerekli olan
bilgi, beceri ve yeteneklerin eksik oldugu durumlarda, i¢ denetim yoneticisi
dis uzmanlardan gerekli destegi saglamahidir.

ii.  I¢ denetciler, olas1 dolandiricilik isaretlerini ayirt edebilecek diizeyde bilgiye
sahip olmalidir.

iii.  I¢ denetciler, gdrevleri basariyla tamamlayabilmek icin, bilgi teknolojileri, bu
teknolojilerin kontrol mekanizmalar1 ve giincel denetim teknikleri hakkinda
derinlemesine bilgi sahibi olmalidir.

iv.  Eger i¢c denetim ekibinin tiyeleri gerekli bilgi ve becerilerle donanimli degilse,
ic denetim yOneticisi bu eksiklikleri gidermek i¢in digsaridan danigsmanlik
almal1 veya danismanlik gorevlerini geri cevirmelidir.

Maksimum Mesleki Ozen ve Titizlik standardinda i¢ denetgilerin, akilci sinirlar iginde,
deneyimli bir denetginin tagimasi gereken yeterlilik ve dikkati gostererek, en yiiksek diizeyde
mesleki 0zeni uygulamalar1 gerektigi ifade edilmektedir. Mesleki Gelisimin Siirekliligi
standardinda ise I¢ denetgilerin, mesleki yeteneklerini ve temel bilgi birikimlerini strekli
olarak gelistirmeyi hedeflemeleri gerektigi vurgulanmaktadir. Bu streg, mesleki becerilerin
strekli glincellenmesini ve gelistirilmesini igermektedir.

Son olarak 1300 kodlu “Kalite, Giivence ve Gelistirme Programi™ standarda gore, i¢
denetim koordinatoriiniin, organizasyonun faaliyetlerini gelistirme, katma deger yaratma ve

i¢ denetim aktivitelerinin standartlar ile etik kurallara uygunlugunu temin etme amaciyla bir
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kalite giivence ve iyilestirme programi hazirlamast ve bu programi devam ettirmesi
gerekmektedir. Bu programin tasarimi, i¢ denetim faaliyetinin, programin genel etkinligini
izleyen ve degerlendiren siiregleri icermesi gerektigi seklinde olmalidrr. I¢ denetim
koordinatorii, bu degerlendirme sonuglarini yonetim kuruluna sunmalidir. Ayrica, i¢
denetgilerin profesyonel uygulama standartlarina uygun olarak hareket etmeleri konusunda
cesaretlendirilmeleri Onem tasimaktadrr (Yilanci, 2015: 154). Kalite programinin
degerlendirilmesi, i¢ denetim biriminin, programin genel etkinligini gozlemlemek ve
degerlendirmek i¢cin i¢ ve dis degerlendirmeleri igeren bir siire¢ uygulamasini
gerektirmektedir.

I¢ degerlendirmeler, i¢c denetim faaliyetlerinin performansmin siirekli olarak
incelenmesini ve kurum iginde, i¢ denetim standartlarmi ve uygulamalarmi bilen kisiler
tarafindan yapilan periyodik incelemeleri kapsamaktadir. Dis degerlendirmelerin ise, bes
yillik periyotlarla, disaridan bagimsiz ve deneyimli bir inceleme ekibi tarafindan
gerceklestirilmesi gerekmektedir (Tufan, 2012: 43). I¢ denetim koordinatérii, kalite programi
hakkinda ve dis degerlendirme sonucglar1 hakkinda denetim komitesi ve yonetim kuruluna
bilgilendirme yapmalidir.

“Uluslararas1 I¢ Denetim Mesleki Standartlara Uygundur” standardi, i¢ denetgilerin
faaliyetlerinin uluslararas1 i¢ denetim mesleki uygulama standartlarina uygun oldugunu
gostermesi gerektigini belirtmektedir. Ancak, bu ifadenin kullanilabilmesi icin, kalite
lyilestirme programmin degerlendirmelerinin i¢ denetim faaliyetlerinin standartlara
uygunlugunu desteklemesi sarttir (Kurnaz ve Cetinoglu, 2010: 395). Aykiriliklarin
Aciklanmasi standardi i¢ denetimin etik ilkelere gore gerceklestirilmesi gerektigini
vurgulamaktadir. Eger i¢ denetim faaliyetleri standartlara ve etik kurallara tam olarak
uymuyorsa, bu durumun ust yonetime, denetim komitesine ve ydnetim kuruluna 6zel bir
aciklama ile bildirilmesi gereklidir. Bu, i¢ denetim faaliyetinin genel kapsamini veya

islevlerini 6nemli Gl¢iide etkileyen uygunsuzluklari kapsamaktadir (Arslan, 2018: 77-79).

3.4.7.2. Performans standartlari

Performans standartlari, i¢ denetim faaliyetlerinin kalitesini belirlemekte ve bu

hizmetlerin basaril1 bir sekilde sunulup sunulmadiginin degerlendirilmesine yonelik kriterler
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sunmaktadir. I¢ denetim performans standartlar1 alt1 ana kategoride ele almmaktadir (TIDE,
2008): (i) i¢ Denetim Faaliyetlerinin Yonetilmesi (2000), (ii) Isin Niteligi (2100), (iii) Gérev
Planlamasi (2200), (vi) Sonuglarm Raporlanmasi (2400), (v) Ilerlemenin izlenmesi (2500)
ve (vi) Kabul Edilen Risklerin iletilmesi (2600).

2000 kodlu i¢ denetime iliskin faaliyetlerin yonetiminin alt bilesenlerine gore, i¢ denetci,
ic denetim faaliyetini kuruma deger katma amaci dogrultusunda etkin bir sekilde
yonetmelidir; bu kapsamda risk temelli planlama yaparak, kurumsal hedefleri dikkate almali,
planlamada {ist yonetim, denetim komitesi ve yonetim kurulunun gorislerini almalidir
(TIDE, 2008). Planlarm ve kaynak ihtiyaglarinmn, énemli degisiklikler dahil olmak iizere, i¢
denetim yOneticisi tarafindan diizenli olarak gozden gecirilmesi ve onaylanmasi; kaynak
smirliliklarmin potansiyel etkilerinin bildirilmesi gerekmektedir (Kurnaz ve Cetinoglu, 2010:
396). I¢ denetim ydneticisi, onaylanan planlarin uygulanabilmesi i¢in kaynaklarin uygun,
yeterli ve etkin bir sekilde yonetilmesini saglamali; i¢ denetim faaliyetini yonlendirecek
politika ve prosediirleri belirleyip uygulamalidir. Ayrica, giivence ve danismanlik
hizmetlerinin yerine getirilirken gereksiz yinelemelerin ve kapsam dig1 sapmalari 6nlenmesi
icin koordinasyon ve is birligi saglanmali, kurum i¢i ve disi denetgilerle bilgi paylasimi
yapilmalhdir. I¢ denetgi, i¢c denetim faaliyetinin amaglari, yetkileri, gorevleri ve
sorumluluklar1 ile plana gore performansi hakkinda denetim komitesine, yonetim kuruluna
ve (st yonetime diizenli raporlar sunmali; bu raporlar kritik riskler, kontrol zafiyetleri ve
kurumsal yonetimle ilgili meseleler gibi konular1 kapsamalidir. Eger i¢ denetim faaliyeti dig
bir hizmet saglayic1 tarafindan yiiriitiiliiyorsa, bu saglayicinin etkin bir i¢ denetim faaliyetinin
stirdiiriilmesi konusundaki sorumlulugunun bilincinde olmasi zorunludur.

2100 kodlu i¢ denetimde “isin niteligi” standardma gére, i¢ denetim faaliyeti, risk
yonetimi, kontrol ve kurumsal yonetisim sistemlerini iyilestirerek kurumlara deger katma ve
katkilarda bulunma gorevini {istlenmektedir. Bu c¢ercevede, i¢ denetim, YOnetigim
standartlar1  dogrultusunda, siirekli 1iyilestirme siireclerini  destekleyerek kontrol
mekanizmalarmmimn etkinligini ve verimliligini artirma ve giiglii kontrol yapilarmnin isletme
biinyesinde yer etmesini tesvik etmelidir. Bu amagla, kurumsal etik ve degerlerin
pekistirilmesi, kurumsal performans yonetimi ve hesap verebilirligin etkinlestirilmesi, risk

ve kontrol bilgilerinin uygun birimlere aktarilmasi, yonetim kurulu, denetim kurulu, i¢ ve dis
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denetgiler ile iist yonetim arasindaki koordinasyonun saglanmasi gerekmektedir. Risk
Y Onetimi standartlar1 kapsaminda ise, i¢ denetim, isletmenin risk yonetim sistemine katkida
bulunarak, sistemin etkinligini izlemeli, finansal ve finansal olmayan bilgilerin giivenirligini,
faaliyetlerin etkinligini, varliklarin korunmasini ve yasal diizenlemelere uyumu
degerlendirmeli, suiistimal olasiliklarn1 ve kurumun bu riskleri nasil yonettigini
incelemelidir (Yilanci, 2015: 161). Ayrica, Kontrol standartlarina gore, i¢ denetim faaliyeti,
kontrol sistemlerinin etkinligini ve verimliligini degerlendirerek ve siirekli iyilesmeyi tesvik
ederek kurumun etkin kontrol mekanizmalarina sahip olmasina yardime1 olmalidir (TIDE,
2011). Bu biitiinciil yaklasim, i¢ denetimin kurum i¢inde stratejik bir islevi yerine getirdiginin
ve kurumun genel basarisina katki sagladigin altin1 ¢izmektedir.

2200 kodlu i¢ denetimde “Gérev Planlamas:” standardi kapsaminda I¢ denetgiler, denetim
faaliyetleri kapsaminda her bir gorev icin, gérevin amacini, kapsamini ve kaynak tahsisini
dikkate alarak detayli bir plan olusturmalidir (Arslan, 2018: 81). Amaglarin belirlenmesi
standard1 uyarinca, her gorevin agsamalari, denetlenen faaliyetlerle iligkili riskleri, kontrolleri
ve yonetim slreclerini kapsamalidir. Kapsamin belirlenmesi standardi geregince, bir gérevin
kapsami, belirlenen amaglar1 destekleyecek ve bu amaglara ulasacak diizeyde olmalidir.
Kullanilacak kaynaklarin belirlenmesi alt standardina gore, i¢ denetgiler, gorevin
gerekliliklerini karsilamak i¢in gerekli kaynaklar1 belirlemeli ve gérev kadrosunu, gorevin
niteligine, karmagikligina, zaman smirlamalarina ve mevcut kaynaklara gore diizenlemelidir.
Calisma programinin belirlenmesi standardi dogrultusunda, i¢ denetgiler, gérev amaglarina
yonelik ayrintili ¢alisma programlari hazirlamali ve bu programlari dokiimante etmelidirler.
Bu calisma programlari, gorev sirasinda uygulanacak bilgi toplama, analiz, degerlendirme ve
kay1t prosediirlerini igermeli ve agikca belirtmelidir. Gorevin yapilmasi standardina gore, i¢
denetciler, denetim faaliyetlerinin amacima ulasilabilmesi i¢in, denetim sirasinda elde edilen
bilgileri kaydetmeli, bu bilgileri analiz edip degerlendirmelidir (Pehlivanli, 2014: 200). Bu
stire¢ icinde; bilgilerin tespiti ve tamimlanmasi, elde edilen bilgilerin analiz edilip
degerlendirilmesi, bilgilerin kaydedilmesi ve gorevin gozetim ve kontrolii gibi adimlar yer
almalidir. Bu adimlar, gérevin amaglarina ulagilmasmi, kalitenin saglanmasini ve isletme

calisanlarinin gelisimine katkida bulunmay1 amaglamalidir.

70



2400 kodlu i¢ denetimde “Sonuclarin Raporlanmasi” standardina gore, i¢ denetim
koordinatOru, denetim siireglerinin sona ermesiyle, elde ettikleri bulgulari, bu bulgulara
dayanarak olusturduklari 6nerileri ve eylem planlarini kapsayan raporlar dizenlemelidir. Bu
raporlar, ayni zamanda denetim gorevlerinin amacini ve kapsamini da yansitmalidir.
Raporlarin igeriginde, gerekli gorildiigii takdirde, i¢ denetcinin kendi goriisleri ve
degerlendirmeleri de yer almalidir. I¢ denetgiler, raporlarinda yiiksek standartlarda bir
performans sergilemeye yonlendirilmeli, raporlarin dis paydaslara iletilmesi durumunda ise,
raporun dagitimi ve kullanimina yonelik belirlenen kisitlamalar bu iletisimde acikca
belirtilmelidir. Raporlama sireci, gorevin 6zelligine ve danismanlik alacak olan miisterinin
gereksinimlerine gore sekillenir; bu nedenle raporlarin formati ve icerigi bu faktorlere bagh
olarak degiskenlik gosterebilir. Rapor olusturma siirecinin temelinde dogruluk, tarafsizlik,
anlagilirhik, 6zgiinliik, yardimci olma niteligi, eksiksizlik ve zamaninda ulastirilma gibi
ozellikler yatmalidir. Eger bir rapor ciddi hatalar veya eksiklikler iceriyorsa, i¢ denetim
koordinatdru, bu yanlis bilgileri alan tiim ilgili kisilere diizeltilmis ve giincellenmis bilgileri
ivedilikle saglamalidir (Aksoy, 2006: 220). Raporlarin detaylari, elde edilen sonuglari,
Onerilen stratejileri ve eylem planlarini, gérevin amaglarini ve kapsamini da dikkate alarak
belirlenmelidir. Raporlama siirecinin kalitesi, raporlarin icerigi ve dogrulugu kadar,
objektiflik, netlik, yogunluk, katki saglama kapasitesi ve tamamlama durumu ile de
degerlendirilmelidir (Tufan, 2012: 48). Standartlardan sapma gerektiginde ve bu durum
gorevin sonuglarmi etkilediginde, raporlarda bu sapmalarin nedenleri, uygulanmayan
standartlar ve sapmanin gorev lizerindeki etkileri agik¢a ifade edilmelidir (Yilanci, 2015:
167). I¢ denetcilerin, denetim siirecinin nihayetinde, gérev sonuglarini alakal tiim taraflara
etkin bir bi¢gimde iletmeleri esas olarak degerlendirilmektedir (Arslan, 2018: 81).

2500 kodlu i¢ denetimde “Ilerlemenin Gozlenmesi” standardina uygun olarak, i¢ denetim
koordinat6ri, rapor edilen sonuglarin gelecek projeksiyonlarmi gikarabilmek adma bir
izleme mekanizmasi olusturmali ve bu mekanizmayi, yetkili otoritenin onay1 ve aktif katkis1
altinda faaliyete ge¢irmelidir. Bu ¢ergevede, i¢ denetim koordinatdrd, yonetimin uygulamaya
koydugu oOnlemlerin etkinligini artirmay1 hedefleyerek veya yonetimin alimmasi gereken
onlemleri almaktan kag¢inma riskini {istlenmesini onaylatarak gelismeleri siirekli olarak

izlemeli ve degerlendirmelidir. I¢c denetim aktivitesi, anlasmaya varilan sartlar dahilinde,
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danismanlik hizmetlerinin sonuclarini izlemekle yiikiimliidiir. Ote yandan, 2600 kodlu ig
denetimde “Risklerin Kabul Edildiginin Iletilmesi” standardi dogrultusunda, i¢ denetim
koordinatoru, tist yonetimin, kurum i¢in kabul edilemez bir risk seviyesini iistlenmeye razi
olduguna inaniyorsa, bu meseleyi iist yonetimle miizakere etmelidir. Eger bu riskle ilgili
anlagmazlik devam ederse, i¢ denetim koordinatoru ve st yonetim, konuyu denetim komitesi
ve yonetim kurulunun dikkatine sunarak ¢6ziim aramalidir (Kurnaz ve Cetinoglu, 2010: 403;

Aksoy, 2006: 221; Arslan, 2018: 81-85).

3.4.8. Sirketlerde I¢c Denetimin Uygulama Siireci

I¢ denetim, analiz, degerlendirme ve Oneri sunumu yoluyla yonetim igin bir destek
mekanizmasi islevi gdrmekte ve i¢ kontrol sisteminin yeterligi ve etkinligi hakkinda ayrintili
geri bildirimlerde bulunmaktadir. Isletmeye katma deger saglama amaci giiden i¢ denetim
faaliyetleri, uluslararasi standartlara uygun bir sekilde, isletmenin misyonu ve vizyonuna
hizmet edecek risk bazli stratejilerle donatilmalidir. Bu stratejiler dogrultusunda, ic
denetgiler, hedeflere ulasimi kolaylastiracak planlar gelistirmeli, bu planlar1 uygulamali ve
stireclerin etkinligini stirekli olarak gozlemlemelidir. Bu siirecin her adimi, 6zenle
yiriitiilmeli ve elde edilen bulgular, yonetim ile paylasilacak sekilde agik ve anlasilir bir
rapor formatinda derlenmelidir. I¢ denetim siirecinin bu biitiinciil yapisi, planlama,
uygulama, raporlama ve sonuglarin degerlendirilmesi olmak iizere dort temel bilesenden

olusmaktadir (Kagerman ve digerleri, 2008: 20; Arslan, 2018: 64).

3.4.8.1. i¢ Denetimin planlamasi

Planlama, denetim siirecinin verimliligini ve zaman y0netimini optimize ederken, etkili
bir denetim yapisinin tesis edilmesine olanak tanir. Bu yapi, {ist yonetimin planlama
aktiviteleriyle biitiinlesik olmalidir. Denetgilerin, denetim iglemlerine girismeden evvel,
hazirladiklar1 planlar1 {ist yonetimden onay almalar1 esastir. Islerin, belirlenen takvim
cergevesinde tamamlanmasi, denetim faaliyetlerinin basarisinin temel bir unsuru olarak

kabul edilir (Savli ve Akin, 2021).
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3.4.8.2. Denetimin yuratilmesi

Planlamanin tamamlanmasimi miiteakip i¢ denetim siirecinde, hazirlanan plana uygun
olarak denetim aktiviteleri ger¢eklestirilir. Denetim planlamasi sonuglandiginda, incelenecek
denetim alanlar1 belirlenir ve her bir alanda uygulanacak denetim yontemleri ile prosediirleri
netlestirilir, ardindan denetim i¢in gerekli olan veriler toplanmaya asamasina ge¢ilmektedir
(Giiredin, 2010). Toplanan bu veriler ile incelenmek istenen durumun, islemin veya kaydin
uygunlugu degerlendirilmektedir. Bu siirece genel olarak “test etme” adi verilmekte ve bu
testler, mevcut kontrollerin etkin bir sekilde isleyip islemediginin, siireglerin, kayitlarin ve
belgelerin iizerinden yapilan incelemelerle yoneticiler tarafindan degerlendirilmektedir

(Bilge ve Kiraci, 2010: 20; Savli ve Akin, 2021).

3.4.8.3. i¢c Denetim sonuclarinin raporlanmasi

Denetim bdlgesine atanmis i¢ denet¢inin ilk gorevi, ana plana ve 6nceden belirlenmis
programa uygun olarak, bireysel bir 6n hazirlik plan1 gelistirmektir. Bu planlama asamasinda,
denetlenen alanlardaki agilis toplantilarini diizenleyerek oradaki personelin ve yoneticilerin
goriislerini de degerlendirebilir. Bu bireysel ¢aligma plani, daha sonra i¢ denetim sorumlusu
tarafindan onaylanir ve bdylece denetim faaliyetine baslanmis olur. I¢ denet¢i, denetim
stirecinde cesitli testler yapar, verileri toplar ve elde ettigi bulgular {izerinden uygun 6neriler
sunar. Bu aktivitelerle ilgili tiim temel bilgiler, denetimin kaydini ve sonuglarini barindiran
‘calisma kagitlar1® adi verilen belgelerde tutulur. Toplanan bu veriler, i¢ Denetim
Koordinasyon Kurulu’nun (iDKK) tanimladig1 raporlama standartlarina uygun olarak rapor
formatma aktarilir (Kogdemir, 2006: 304; Savli ve Akin, 2021).

3.4.9. I¢c Denetimde Giincel Yaklasimlar

Ic denetim uygulamalariyla ilgili gelisen yaklasimlar, i¢c denetim gorevlileri ve
birimlerinin degisen kosullar1 siirekli izlemelerini ve kurumsal performansin yiikseltilmesine
katkr sunmalarin1 hedeflemektedir. Bu yaklasimlar kapsaminda, kurum personeli ile
yonetimi arasindaki iligkilerin gii¢clendirilmesi, i¢ denetim birimlerinin operasyonel

degisikliklere adaptasyonu ve teknolojik gelismelere ile is pratiklerindeki yeniliklere uyum
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saglama gibi konular dncelik kazanmaktadir (Balci, 2021: 56). Caligmanin bu asamasinda,

proaktif yaklagim, risk odakli i¢ denetim, siirekli denetim gibi konulara yer yerilmektedir.

3.4.9.1. Proaktif yaklasim

I¢ denetim alaninda proaktif yaklasimin temeli, heniiz olusmamus olan firsat ve tehditlerin
erkenden tespit edilmesi, gelecekteki durumlarin veya olasiliklarin 6ngoriilerek buna yonelik
onceden hazirliklar yapilmasidir. Bu yaklasim, yeniliklere ve degisimlere acik, esnek bir yap1
gerektirir ve isletmenin operasyonel siirecleri, i¢ kontrol sistemleri ve yonetim dinamiklerine
dayanarak muhtemel riskleri 6nceden saptayabilme kapasitesine sahip olmalidir. Bu
cercevede, c¢agm gerekliliklerine uygun, uluslararasi standartlara uyumlu, kalite ve
objektiflikten 6diin vermeyen bir denetim yaklasimini benimsemek esastir (Aksoy 2002: 62;

Bayrak, 2018).

3.4.9.2. Risk odakh i¢ denetim

Risk odakli i¢ denetim, bir isletmedeki risk yonetiminin, isletmenin risk algisina uygun
bir sekilde etkili bir bicimde gerceklestirildigine dair saglanan bir giivence hizmetidir
(Bayrak, 2018). Risk odakli i¢ denetim yaklasimi sayesinde, i¢ kontrollerin uygunlugu ve
yeterliligi incelenebilir, risk izleme silirecinde ihtiya¢ duyulan bilgiler saglanabilir ve belirli
bir is alaninda veya endiistride uygulanan en iyi pratikler tanimlanabilir (Thomas, 2007: 1-6;

Griffiths, 2006; Tulredi vd., 2015).

Tablo 3.2 Geleneksel ve Risk Odakl1 i¢ Denetimin Karsilastirilmasi

Ozellikler Geleneksel i¢c Denetim Metotlar: Risk Odakl Bir i¢ Denetim
Metodolojisi
I¢c Denetimde I¢ kontrol Risk
Odaklanilan Alan
Diizeltici yaklagim gecerlidir, olaylar Onleyici bir yaklagim
I¢ Denetim meydana geldikten sonra harekete gegilir, | gecerlidir, strekli bir
cesitli zamanda gozetim yapilir go6zetim s6z konusudur
I¢c Denetim Testleri | Kontrol odakli Risk odakl1
Risk Degerleme Risk unsurlar1 Senaryo planlamasi
I¢ Denetim Kontrol testlerindeki ayrintilar eksiksiz Isletme risklerinin sinirlar
Yontemleri olarak uygulanmalidir genis bir sekilde
belirlenmelidir
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I¢ Denetim I¢ kontrole yonelik olarak titiz bir sekilde | Risk yonetimine yonelik
Onerileri fayda—maliyet etkinligi saglanmalidir olarak risk ¢esitlendirmesi,
riskten sakinma, riskin
paylasimi ve riskin

aktarilmasi
Isletmede I¢ Bagimsiz denetim konumu Risk yonetimi ve (st
Denetimin Roli yonetimle biitliinlesik konum

Kaynak: Tiredi vd., 2015.

Risk temelli i¢ denetim metodolojisi, geleneksel yaklasimlardan ayrisarak risk yonetimine
odaklanmakta ve bu alanda basariy1 hedeflemektedir. Bu metodoloji kapsaminda ilk adim,
isletme yoOnetiminin realist ve ulagilabilir amacglar tamimlaylp tanimlamadiginin
incelenmesidir. Daha sonra, bu amaclara ulasirken isletmenin karsilasabilecegi risklerin
yonetim tarafindan ne kadar dikkate alindig1 analiz edilmektedir. i¢ denetim biriminin,
yonetimin belirledigi risklerle smnirli kalmayip, bagimsiz bir risk degerlendirme sireci
yurttmesi beklenmektedir. I¢ kontrol mekanizmalarinin tasarimmdan uygulanmasina dek her
asamasi, risk odakli i¢ denetim perspektifinde etkinlik ve verimlilik agisindan
degerlendirilmeli ve i¢ kontroliin her bileseni, i¢ denetim silirecinin bir parcasi olarak ele
alinmalidir. Kurumsal risk yonetimi baglaminda, i¢ denetimin rolii, isletme yOnetiminin
uygun risk yonetimi politikalarmi belirleyip belirlemedigini denetlemek ve bu konuda
yonetim kuruluna ve iist yonetime giivenilir bilgi sunmaktir. Aynm1 zamanda, i¢ denetim
birimi, gerektiginde yonetim kuruluna risk yonetimi politikalarinin gelistirilmesi konusunda
danmigsmanlik ve yol gosterme gorevini tstlenmelidir (TUredi vd., 2015).

Risk odakli i¢ denetimin asil hedefi, i¢ denetim ve kurumsal risk yonetimi sistemlerinin
planlandig1 gibi etkin bir sekilde calisip ¢alismadigini, kurumun amaglar1 dogrultusunda
isleyip islemedigini degerlendirmek ve yonetim kuruluna asagida siralanan konularda
bagimsiz bir giivence sunmaktir (Balci, 2021: 57):

i.  Risk yonetimi siire¢lerinin eksiksiz ve tutarl bir yapiya sahip oldugu,
ii. Kurumda yonetim tarafindan uygulamaya konulan risk yonetimi sireclerinin
planlandig1 lizere yiiriitiildiigi,
iii.  Yonetimin, istlendigi mevcut risklere karsi uyguladigi onlemler cergevesinde

giivenilir ve uyumlu bir kontrol yapisinin isletildigi.
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iv.  YOnetimin, riskleri kabul edilebilir bir seviyeye indirmek i¢in aldig1 dnlemlerin
yeterli ve etkili oldugu hususlaridir.

I¢ Denetciler Birligi’nin bir yaymmda belirtildigi iizere, risk odakli i¢c denetim
yaklasimmin uygulanmasinda izlenebilecek yedi basamakli bir metodoloji dnerilmektedir.
Bu metodoloji su adimlardan olugsmaktadir (Tiiredi vd., 2015):

i. Isletmenin genel yapisini ve ¢evresel faktdrlerini incelemek,
ii.  Baslangig risk degerlendirmesini gergeklestirmek,
iii.  Ug yil siireli bir denetim stratejisi tasarlamak,
iv.  Detayl bir risk analizi yapmak,
v.  Belirlenen i¢ denetim stratejisini yiiriirliige koymak,
vi.  Denetim siirecinin sonunda bir degerlendirme toplantisi diizenlemek ve

vii. Elde edilen bulgular1 raporlayarak ilgili taraflarla paylagmaktir.

3.4.9.3. Devamh denetim

Stirekli denetim, bilginin olusturulmasinin ardindan veya bu asamadan hemen sonra,
denetgilere bilgi saglama siirecini hizlandiran bir elektronik denetim metodolojisidir (Rezaee
vd., 2002:147). Bu metodolojiyi benimseyen i¢ denetgiler, islemlerin genis bir kapsamini ele
alarak, diizenli araliklarla ve Ornekleme dayali risk ve kontrol analizleri yapmalidirlar.
Siirekli denetim yontemiyle islemler, olusumlar1 esnasinda veya hemen sonrasinda denetime

tabi tutulmaktadir (Balc1, 2021: 58).

3.5.1C KONTROL SISTEMI VE iC DENETIM ILiSKiSi

I¢ kontrol ile i¢ denetim, bir organizasyon igerisinde birbirleriyle siirekli etkilesim halinde
olan ve birbirinden ayr1 diisiiniilemeyen iki temel unsur olarak gériilmektedir. i¢ kontrol;
organizasyonun yonetim kurulu, yoneticileri ve diger calisanlar tarafindan olusturulan,
glvenilir finansal raporlama, verimli operasyonlarin yiiriitiilmesi ve yasal diizenlemelere
uyum saglanmasi amaciyla kurgulanmis bir siireci ifade etmektedir. I¢ kontrol sistemi,
isletmenin hedeflerine ulasmasi, faaliyetlerin ve islemlerin etkin bir bi¢imde

gerceklestirilmesi, yasalara ve regiilasyonlara uyumun saglanmasi agisindan makul bir

76



giivence sunmak iizere dizayn edilmistir. Bu sistem i¢inde, kontrol mekanizmalarinin
islerliginin siirekli olarak izlenmesi ve degerlendirilmesi i¢ denetimin gorevleri arasinda
yerini almaktadir. I¢ denetim ise i¢ kontrol sisteminin performansini ve basar1 seviyesini
degerlendirerek, sistemin amaclanan sekilde isleyip islemedigini ve organizasyonun
amagclarina ne 6l¢iide ulastigmi incelemektedir (Sabuncu, 2017).

I¢ kontrol, isletmelerde is siireglerinin ve operasyonlarmin giiven altma alinmas1 amaciyla
dizenlenmis kapsamli bir yonetim siireci olarak kabul edilmektedir. Bu slre¢, kurumsal
kiiltlir, etik normlar, calisanlarin performansi, organizasyonel yapi, planlama ve
programlama aktiviteleri, stratejik amaglarin tanimlanmasi, risk yonetimi, kayit ve arsivleme,
i¢ iletigim, bilgi giivenligi stratejileri, raporlama ve i¢ denetim gibi birgok unsuru biinyesinde
barindirmaktadir. i¢ kontrol, ayn1 zamanda isletmenin mali ve finansal raporlamalarinn
guvenilir bir sekilde yapilabilmesi, faaliyetlerin verimli kullanilmasi, yasal diizenlemelere
uyum ve genel is hedeflerine ulagma konusunda yeterli gliven saglamak {izere yonetim ve
calisanlar tarafindan vyiiriitiilen bir siire¢ olarak ifade edilmektedir. Ozellikle, hile riskini
minimize etmek i¢in etkili bir i¢ kontrol yapisinin olusturulmasi, bu yapinin siirekli
tyilestirilmesi ve i¢ denetim faaliyetlerinin giliclendirilmesi, bu tiir risklere karsi koymada
temel bir stratejidir (Kog, 2022).

I¢c kontrol, isletme yodneticilerinin organizasyonu yonetmeleri ve belirlenen hedeflere
ulagmalar1 i¢in siirekli bir destek olarak operasyonel yap1 i¢inde tasarlanmis bir yonetim
kontrol islemidir. Ote yandan, i¢ denetim; i¢ kontrol sisteminin etkinligini degerlendirme ve
yonetime bu konuda giivence verme islevlerini barmdiran, yonetim hizmetlerini kapsayan bir
rol iistlenmektedir. Bu kapsamda, ne kadar iyi organize edilmis olursa olsun, i¢ kontrol
sistemi igletme icindeki siireclerdeki hatalar1 belirlemek ya da bu hatalar1 6nlemek adina
kesin bir giivence sunmamaktadir. i¢ kontrol yapilanmasinin gozlemlenmesi, etkinliginin
stirekli degerlendirilmesi ve iyilestirilmesi yoneticiler tarafindan i¢ denetim araciligiyla
gerceklestirilmektedir. Boylece, i¢ denetim alani sadece finansal kontrolii kapsamakla
kalmay1p, isletmede uygulanan tiim i¢ kontrol islemlerini de icermektedir. Sonug itibariyle,
ic kontrol sisteminin optimal sekilde diizenlenmesi, izlenebilir bir yapida olmasi ve

yonetilmesi isletme liderlerinin ana sorumluluklari arasinda yer almaktadir (Ozkardes, 2017).
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I¢ denetim, etkin bir i¢c kontrol yapisinin siirdiiriilmesine katkida bulunmaktadir. Bu yap1
icerisinde i¢ denetim, isletme tarafindan 6nceden belirlenen standartlar ve politikalarin uygun
olarak uygulanip uygulanmadigini denetlemektedir. Ayrica, i¢ denetim bulgularini yonetimle
paylasarak onerilerde bulunmaktadir. Yonetim, i¢ denetimin sagladig1 bagimsiz ve tarafsiz
analizlerle, planlanan hedeflere ulagsma siirecindeki etkinligi Olgebilmekte ve
degerlendirebilmektedir. I¢ kontroliin amaci, yonetimin belirledigi amaglara ve politikalara
uygun olarak isletme faaliyetlerinin etkin, ekonomik ve verimli bir bigimde
gerceklestirilmesi olarak degerlendirildiginde; bu yoniyle i¢ denetimden farklilik
gostermektedir. i¢ kontrol, ayn1 zamanda organizasyonun genel amaglarina hizmet etmekte
ve bu amaglara ulagilmasina destek olmay1 hedeflemektedir (Sabuncu, 2017).

Ic denetim, i¢ kontrol mekanizmalarmm isleyisini sorgulayarak ve bu siirecleri
tyilestirecek yontemler onererek onemli bir fonksiyon iistlenmektedir. Bu baglamda, i¢
denetim faaliyetleri kimi zaman i¢ kontrol sistemlerinin bir parcasi olarak ele alinmakta, kimi
zaman ise bu sistemlerin 6tesinde bagimsiz bir islev olarak degerlendirilmektedir. Bir diger
dikkat cekici nokta, i¢ kontrol strecleri i¢in standartlarin Maliye Bakanhgi tarafindan, i¢
denetim standartlarmm ise I¢ Denetim Koordinasyon Kurulu tarafindan yiiriirlige koymus
olmasidir. Ayrica, i¢ kontrol sistemi, organizasyonlarin faaliyetlerini yonlendirmede kritik
bir role sahiptir ve bu sistem, islemlerin etkin bir sekilde yiiriitiillmesi i¢in gerekli altyapiy1
sunmaktadir (Cevikbas, 2011).

Kontrol ve denetim terimleri bazen yanlislikla birbirlerinin yerine kullanilmaktadir; ancak
bu iki kavram arasinda belirgin anlamsal farkliliklar vardir. Denetim, is stiregleri iizerinde
bagimsiz ve profesyonel bireyler tarafindan yiirtitiilen bir inceleme faaliyeti iken; kontrol, ya
otomatik sistemler araciligiyla ya da calisanlar tarafindan manuel olarak gergeklestirilen
siirekli bir islem kontroliidiir. I¢ kontrol ve i¢ denetim arasindaki farklar1 sdyle siralayabiliriz
(Kog, 2022):

i. I¢ kontrol, calisanlarin is tanimlarmi olusturmakta, calisma metodolojilerini
belirlemekte, is akis diyagramlarin1 ¢izmekte ve bilgi sistemleri kurulumu
yapmaktadir. I¢ denetim ise bu is tanimlarinm uygunlugunu, kurumun amaglarina
hizmet edip etmedigini ve bilgi sistemlerinin etkin kullanilip kullanilmadigini

kontrol etmektedir.
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ii. I kontrol siireci es zamanl gergeklesirken, i¢ denetim gegmis odakli bir inceleme
olarak ortaya ¢ikmaktadir.

iii.  I¢ denetim, kurumun operasyonlarindan bagimsiz olarak islev gdrmelidir; buna
karsin i¢ kontrol, kurumsal faaliyetlerle entegre bir yapidadir.

iv. ¢ kontrol siirekli bir siirecken, i¢c denetim periyodik olarak yapilir.

v. I¢ kontrolde cesitli mekanik araclar devreye girebilmekte, ancak denetim siireci
esas olarak insanlar tarafindan yonetilmektedir.

Isletmelerdeki operasyonel siireglerin, risklerin en aza indirgenmesi hedefi dogrultusunda
tasarlanmis i¢ kontrol yapisinin denetimi, bu yapidan elde edilen sonuglarin iist yonetimle
paylasilmasi ve bu paylasim sonrasinda iyilestirme veya ¢oziim dnerileri gelistirilmesi siireci
i¢ denetimi tanimlamaktadir. I¢ kontrol ve i¢ denetim terimleri cogu zaman karistirilsa da, ic
denetim i¢ kontrol siireglerinin daha etkin igslemesi igin zorunlu olan ve i¢ kontrol sisteminin
bir alt kategorisi olarak kabul edilen kritik bir denetim faaliyetidir. I¢ denetim, i¢ kontrol
sisteminin verimli ve etkin bir sekilde ¢alisip calismadigini diizenli olarak kontrol etmektedir.
Ayni1 zamanda, igletme tarafindan belirlenen amaclara ulasma kapasitesini degerlendirmekte
ve kontrol, risk yonetimi ile yonetisim lizerine bagimsiz degerlendirmeler yapmakta ve
oneriler sunmaktadir. I¢ denetim, i¢ kontrol mekanizmalarinin optimizasyonu igin gerekli
Onerileri de icermekte ve bu sayede isletmede etkinlik ve verimlilik artisina pozitif bir etki
yapmaktadir (Sabuncu, 2017).

I¢c denetim mekanizmasi, isletmelerde sikhikla goz ardi edilen ancak kritik dneme sahip
yanlisliklari, dolandiriciliklar1 ve yolsuzluklari tespit ederek, organizasyonlarin golgelerde
kalan yonlerini giin 1s18ma c¢ikarmay1 hedeflemektedir. Bu siire¢ icerisinde, i¢ kontrol
sistemlerinin sebep oldugu riskleri ve mevcut eksiklikleri belirleyerek, bu sistemlerin daha
etkin bir sekilde ¢aligmasini saglamak i¢in gerekli 6nlemleri almaktadir. Boylece, i¢ kontrol
sisteminin performansi artarken, riskler de minimize edilmektedir. Kisacasi, i¢ denetim, bir
kurulusun i¢ kontrol sisteminin etkinligini ve verimliligini, riskleri oncelik sirasina gore
degerlendirerek ve diizenli araliklarla izleyerek sagladigi bir fonksiyondur; i¢ kontrol ise

stirekli bir stire¢ olarak islemektedir. (Kog, 2022).
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3.6. BAGIMSIZ DENETIM

Bagimsiz denetim ile alakali ilk mevzuatlar, 19. yiizyilda basta ingiltere ve Amerika
olmak tizere birgok iilkede yiiriirlige girmistir. Ayni zaman diliminde, ilk bagimsiz denetim
firmalarinin tesis edilmesi ve denetim islemlerinin gerceklestirilmesi de gergeklesmistir.
2000’lerin baslarinda yasanan finansal krizler, ulusal ve uluslararasi alanda yeni yasal
diizenlemelerin yapilmasini zorunlu kilmis ve bu durum, bagimsiz denetim uygulamalarinin
bugiinkii modern formuna evrilmesini saglamistir. Bu gelismeler, i¢ denetim ve i¢ kontrol
sistemlerinin de gelisip olgunlagsmasina 6nemli dl¢iide katki saglamistir (Tez, 2020).

Bu boliimde sirasiyla, bagimsiz denetim kavrami ve tiirleri, bagimsiz denetimin tarihsel
gelisimi, bagimsiz denetim standartlari, bagimsiz denetimin ilkeleri, bagimsiz denetim

teknikleri konularina yer verilmektedir.

3.6.1. Bagimsiz Denetim Kavrami ve Tiirleri

Globallesme ile artan eckonomik karmasiklik, isletmelerin mali durumlarinin ve
performanslarmin, ¢esitli paydaslar tarafindan mali tablolar aracilifiyla degerlendirilmesinin
Onemini artirmaktadir. Bu baglamda, mali tablolarin dogru ve gercege uygun bilgi sunmasi
zorunlulugu ortaya ¢ikmaktadir. Ancak, paydas sayisinin artmasi1 ve ekonomik iglemlerin
karmagikligi, giivenilir bilgiye erisimi gii¢lestirmekte ve bu durum yiiksek islem
maliyetlerine yol agmaktadir. Bu sorunlarm iistesinden gelmenin bir yolu olarak bagimsiz
denetim, isletmenin finansal raporlarmin muhasebe standartlarina uygunlugunu
degerlendirerek, flcilincli sahislar tarafindan saglanan giivenilirligi temsil etmektedir
(Kepekei 2004: 7; Uzun 2012: 1; Arslan, 2018: 101).

Bagimsiz denetim, farkli kaynaklarda cesitli sekillerde tanimlanmaktadir. Temel olarak
bu kavram, serbest meslek sahibi, kendi adina ¢alisan veya bir denetim firmasinin ortagi olan,
denetlenen isletme ile herhangi bir is goren — isveren iliskisi i¢inde olmayan denetgilerin,
isletmenin talebi ve denetim anlagmasi dogrultusunda, isletmenin finansal raporlarinin genel
kabul gérmiis muhasebe normlarma uygunlugunu inceleme iglemidir (Kepekg¢i 2004: 7).

AICPA (Amerikan Sertifikali Kamu Denetgiler Enstitiisi — American Institute of

Certified Public Accountants)’ya gore, bagimsiz denetim, isletmelerin finansal sonuglarini
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yansitan mali tablolarin ve diger mali bilgilerin, belirlenmis kriterlere uygunlugunun ve
dogrulugunun, uygun denetim teknikleri ve yeterli denetim kanitlar1 ile degerlendirilip
raporlanmasi siirecidir. 1973’te  Amerikan Muhasebeciler Birligi, bagimsiz denetimi,
ekonomik iglemlerin ve olaylarin tarafsiz bir sekilde incelenmesi ve sonuglarin raporlanmasi
olarak tanimlamistir. Bagimsiz Denetim Yonetmeligi (BDY)’ de bagimsiz denetim, finansal
bilgilerin denetim standartlarma uygun olarak incelenmesi ve raporlanmasi olarak
agiklanmaktadir, burada ana amag finansal tablolarin 6nemli hatalardan arinmis olmasini
saglamaktir (Usul, 2013: 15). Sermaye Piyasast Kurulu’nun taniminda ise bagimsiz denetim,
isletmelerin finansal tablolarmnin ve bilgilerinin belirli standartlara uygunlugunu dogrulamak
icin ylr(tiilen bir siire¢ olarak belirtilmistir.

Bagimsiz denetimin turleri izleyen bolimde, bagimsiz siirekli denetim, bagimsiz sinirl

denetim, bagimsiz 6zel denetim olmak iizere {i¢ kategoride ele alinmaktadir.

3.6.1.1. Bagimsiz surekli denetim

21. ylizyiln baslarinda is diinyasinda 6ne c¢ikan sorun, rekabetten veya ekonomik
belirsizliklerden ¢ok, orgiitsel dikkat eksikligidir. Yoneticilerin oncelikleri géz ardi etmesi,
stirelerin asilmasi, iletisim bosluklar1 ve biitge yonetim hatalar1 bu sorunun isaretlerindendir.
Teknolojinin getirdigi siirekli denetim imkanlarmin bu problemi ¢dzebilecegi umulmakla
birlikte, asil mesele olan faktorlerin daha efektif yonetilmesi gerektigi vurgulanmaktadir
(Avunduk ve Kizgin, 2020). Siirekli denetimin ortaya ¢ikisi, yatirim yapacak bireylerin ve
ilgi gruplarinin hatalardan ve manipiilasyondan arindirilmis, seffaf ve giivenilir finansal
bilgilere olan gereksiniminden kaynaklanmaktadir. Mali tablolarin diizenlenmesi ve
denetlenmesi, bu kaliteli bilginin saglanmasinda kritik bir role sahiptir. Elektronik
doniisiimle birlikte, muhasebe kayitlarina esas olan belgelerin elektronik ortama aktarilmasi,
aranan bilginin daha seffaf, hizli ve erisilebilir olmasini saglamistir. Bu teknolojik ilerleme,
muhasebe kayitlarinin anlik tutulmasini miimkiin kilmis ve dolayisiyla denetim siireclerinin

de gercek zamanli yliriitiilmesini zorunlu hale getirmistir (Yaylali, 2024).
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3.6.1.2. Bagimsiz sinirh denetim

Uluslararast Denetim ve Giivence Standartlari Kurulu’nun 2000-2699 numarali
standartlar1, Uluslararas1 Smirli Bagimsiz Denetim Standartlar1 (SBDS) olarak bilinmekte ve
bu standartlar, tarihi finansal bilgilerin incelenmesinde, 6zellikle ara donem finansal raporlar
dahil olmak iizere uygulanir. KGK, bu kapsamda “Tarihi Finansal Tablolarn Smirh
Bagimsiz Denetimi” ve “Ara Donem Finansal Bilgilerin Sinirli Bagimsiz Denetimi” olmak
Uzere iki ana standart belirlenmektedir. Sinirli bagimsiz denetim, KGK tarafindan finansal
bilgilerin dogrulugu konusunda smirli bir gilivence saglayan bir yontem olarak
tanimlanmaktadir. SPK bu denetim tlrinu, finansal tablolarin SPK’nin finansal raporlama
standartlarina uygunlugunun degerlendirilmesi olarak tanimlamaktadir. Bu da isletmelerin
ara donem finansal raporlarinin detayl bir sekilde incelenmesini miimkiin kilmaktadir (SPK
Seri X, No: 22, 34. Kisim; Karakog ve Giinduz, 2021).

Smirl1 denetim, finans ve muhasebe yetkilileri basta olmak {izere diger ilgililerin
katilimiyla gerceklestirilen, analitik prosediirler ve sinirli denetim yontemlerinin uygulandigi
bir sirectir. Bu yontem, bagimsiz denetimin sundugu kapsamli kanitlardan yoksun olup, esas
olarak ara donem finansal bilgiler {izerindeki 6nemli noktalar1 denet¢iye sunar (SBDS 2410,
prg. 9). Sinirli bagimsiz denetim, dolayisiyla stirekli bagimsiz denetime kiyasla daha az
guvence saglar (Uyar, 2015). Denetci, isletmenin devamhilimi tehdit eden Onemli
belirsizliklerin varliginda, raporunda bu konuya “Dikkat Cekilen Hususlar” bdlimii
ekleyerek 6zel bir vurgu yapabilir. Eger isletmenin siirekliligini tehlikeye atan belirsizliklerin
raporlarda yeterince ele alinmadigina karar verilirse, denetgiler raporlarinda bu hususa

ozellikle dikkat ¢ekerek sarthi veya olumsuz bir goriis sunabilirler (SBDS 2410, prg.56-59).

3.6.1.3. Bagimsiz 0zel denetim

Sermaye Piyasas1 Kurulu’na sermaye piyasasi araclarmin halka arzi amaciyla yapilan
basvurularda veya birlesme, bdliinme, devir ve tasfiye siireglerinde olan sirketlerin yani sira,
ayni kosullardaki sermaye piyasasi kuruluslarinin hazirladigi mali tablolarin incelenmesi,
0zel denetim kapsamina girer. Bu tiir 6zel bagimsiz denetimler, Kurul tarafindan belirlenen
sermaye piyasast araglarmm kayit altima alinmasma dair diizenlemeler ve ilgili diger

mevzuatlarla tanimlanmaktadir (Seri X No: 22 sayili Teblig m.6). Ozel denetim siirecinde,
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halka arz dncesinde SPK’ya yapilan bagvurular ya da birlesme, boliinme, devir, tasfiye
asamalarindaki sirketler ve sermaye piyasasi kuruluslarinin diizenledigi mali tablolarin
denetimi s6z konusudur. Bu denetimlerde, denetim faaliyetinin baslangicini takip eden ay
sonuna kadar hazirlanan mali tablolarin denetlenmesi gerekmektedir.

Sermaye Piyasasit Kurulu, belirli kosullar altinda, 6rnegin sirketlerin halka arza gitmesi,
kayitl sermaye sistemine gecisi, anonim sirketler ve sermaye piyasasi kuruluglarmin tasfiye,
devir, birlesme ve tiir degisikliklerinde, belirli bir tarihte hazirlanan mali tablolarin
incelenmesini zorunlu kilan dzel denetimleri yonetir (Yavasoghu, 2001: 9). Ozel denetimler,
sirketlerin bu 6nemli doniisim siireglerinde veya ilk defa halka ag¢ilma durumlarinda
uygulanan bir denetim c¢esididir ve bu siirecte, sirketlerin mali performanslart ve
gelismelerini gostermek icin izahnameler ve sirkiilerler ile birlikte en az {ic mali donemi
kapsayan raporlar hazirlanir. Bu mali bilgilerin giivenilirligini onaylama amaciyla yiritilen

denetim faaliyetleri, 6zel denetim olarak ifade edilir (Kaval, 2006: 12).

3.6.2. Bagimsiz Denetimin Tarihsel Gelisimi

Denetim mekanizmalarinin gelisimi, tarihsel siire¢ i¢erisinde ekonomik, siyasi ve kiiltiirel
dontistimlerle yakindan iliskilidir. Misir ve Yunan gibi antik medeniyetlerdeki uygulamalarin
yan1 sira, 7. ve 12. yiizyillarda islam diinyasinda da kamusal ve &zel alanlarda denetim
islevlerinin yerine getirildigine dair belgelerin oldugu ifade edilmektedir (Bezirci ve
Karasioglu, 2011:573). Denetimin evrimi ise genellikle 1840 6ncesi, 1840-1920, 1920
1960, 1960-1990 ve 1990°dan itibaren giiniimiize kadar olan dénemler olmak lizere bes
asamada incelenmektedir (Porter vd., 2009: 24; Tez, 2020).
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1990 Sonrasi
DoOnem

1990' I1 Yillar Risk Odakli
Denetim Yaklagimu

Yonetim Denetimi
1930' Iu Yillar Yaklagim
Finansal Tablo
1900' i Yillar Denetimi
Belge Yaklagimu
Denetimi
Yaklagim

Sekil 3.5 Bagimsiz Denetim Kisa Tarihgesi (Tez, 2020)

Sanayi devriminin baslangic1 ve sirketlere yonelik yasal cercevelerin olusturulmasi,
1840’ bir milat olarak kabul edilmesine neden olmustur. Bu ¢ergcevede, 1840 6ncesi donem,
daha ¢ok bireysel ve ailesel ekonomik girisimlerin denetlenmesiyle karakterize edilirken, bu
stirecte tiim islemler denetimin odaginda yer alir ve esasen dolandiriciligin onlenmesi ile
bireylerin giivenilirliginin simanmasi hedeflenmistir (Giiredin, 2007: 14). Sanayi devrimi,
isletmelerin biiyiikliigiinde ve karmagikliginda bir artisa neden olarak, daha detayli denetim
yontemlerinin gelistirilmesine yol agmistir. Ozellikle Ingiltere’de 1840—1844 yillar1 arasinda
sermaye piyasalar1 ve ekonomik yapiya dair 6nemli yasal diizenlemeler hayata gegirilmistir.
Bu dénemde, denetim pratigi, Deloitte gibi firmalarmn kurulmasi ve hem Ingiltere’de hem de
ABD’de denetim yiikiimliiliiklerinin yasallagsmasi ile yeni bir boyut kazanmstir (Uzay vd.,
2009).

Sanayi devriminin ardindan, biiylik sanayi kuruluslarmnin yiikselisi ve sirketlerin
sayisindaki artig, yonetim ve ortaklik arasindaki ayrimi daha da belirginlestirerek, isletmeler
hakkinda saglam bilgiye ulagmanin 6nemini artrrmistir. Bu donemde denetimin odak noktast,
finansal kayitlarin dogrulugunu dogrulama ve muhtemel hata veya usulsuzlikleri belirleme
iizerine yogunlagsmistir. I. Diinya Savasi’nin sonrasinda, muhasebe ve denetim alanlarinda,
artan refah ve sanayi sektoriindeki genislemenin etkisiyle, bir takim mali manipiilasyonlar
goriilmiistiir. Bu donemde, denetim firmalar1 denetimden ziyade danigmanlik hizmetlerine
agirlik vermislerdir. Ingiltere’de denetgilerin rolleri netlestirilmis olsa da, denetim teknikleri

konusunda net bir rehber bulunmamaktadir. Bu evrede, Amerikan denetim yaklagimy, Ingiliz
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metodolojisine gore daha baskin hale gelmistir (Matthews, 2006: 79-80; Wootton ve Source,
1992: 7-8; Tez, 2020).

Ozellikle Amerika’da baslamak {izere, kiiresel ekonomik kriz sirketlerin iiretim ve
satislarinda biiyiik kayiplara yol agmis, bu da artan iflaslar ve sermaye piyasalarindaki uzun
stireli diistislerle sonuglanmistir. Bu donemde, muhasebe ve denetim alanlar1 da biiylik darbe
almistir; 0rnegin, Arthur Andersen’in denetim gelirleri 1929°da 2,023,000 dolarken, 1932°de
1,488,000 dolara diismiistiir. Denetim sirketlerinin ¢alisan ve miisteri sayist 1920’lerin
diizeylerine geri donmiistiir. 1933 ve 1934 yillarinda yapilan 6nemli yasal diizenlemelerle,
krizin etkileri azaltilmaya calisilmis ve meslegin itibar1 giliclendirilmeye caligilmistir
(Wootton ve Source, 1992: 11; Tez, 2020).

Krizin ardindan, sermayenin rolii artmis, kurumsal yatirimcilar sahneye cikmis ve
isletmelerin finansal raporlamalarina dayanan kredi degerlendirme sistemleri gelistirilmistir.
Ayn1 zamanda, denetim teknikleri biiylik bir evrim gecirmis, sadece belgelerin incelenmesi
yonteminden, i¢ kontrol ve Ornekleme yontemlerine gecis yapilmistir. Denetimlerde,
muhasebe dis1 verilerin kullanimi artarken, isletme yoOnetimlerinin sundugu bilgilerin
dogrulugu ve objektifligi 6n plana ¢ikmistir. Bu yeni yaklagim, “Mali Tablo Denetimi” olarak
adlandirilmis ve denetciler bu ydntemle mali raporlar genelinde denetim goriisleri
olusturmustur (Giiredin, 2007: 15; Tez, 2020).

Ikinci Diinya Savasi sirasinda getirilen yogun vergi yiikiimliiliikleri, muhasebe ve denetim
sirketlerini vergi danigsmanlig1 hizmetlerini artirmaya itmistir. Savasm bitiminden sonra, bu
firmalar denetim ve yonetim damigmanligi gibi yeni hizmet alanlarmma da yonelmislerdir
(Wootton ve Source, 1992: 11; Tez, 2020). 1950’lerde denetimin 6nemi artmig ve bu
donemde Ozellikle kamu sektord, kiiciik ve orta biiyiiklikkteki isletmelere yonelik desteklerini
artrmugtir. 1977°de Hazine Bakanligi’nin yaptig1 bir rapora gore, 1970’lerin ortasinda 80
milyar dolar1 bulan devlet destekleri, denetim standartlarnin ve muhasebe sistemlerinin
gelisimine isaret etmistir. 1952 ile 1957 yillar1 arasinda GAO (Government Accountability
Office) tarafindan belirlenen federal muhasebe standartlari, sektdrde genis capta kabul
gormiig; Devlet Muhasebesi Ulusal Konseyi'nin i¢ denetim ile ilgili raporlar1 bu standartlar
pekistirmistir (Figlewicz vd., 1985: 79-80; Tez, 2020). 1960 ile 1990 yillar1 arasinda bilgi

teknolojilerindeki ilerlemeler, isletmelerin topladiklar1 bilgi ve belgeleri daha detayli analiz
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etmelerine olanak tanimistir. Bu donem ayni1 zamanda denetim sektoriinde sirket
birlesmelerinin arttig1, globallesen ekonomilerde profesyonel yoneticilik anlayisinin 6n plana
ciktig1 ve finansal kararlarin denetlenmis raporlara dayandirildigi bir evre olarak dikkat
ceker. Risk odakli denetim tekniklerinin popiilerlestigi bu yillar, denetim sirketlerinin hizmet
cesitliligini artirmasina biyiik katki saglamistir (Porter vd., 2009: 37).

1970’te, Amerikan Sertifikali Kamu Muhasebecileri Enstitiisi (AICPA), denetim
firmalar1 arasmnda miisteri ¢ekme siirecinde rekabeti diizenlemek {izere etik standartlar
gelistirmistir (Wootton ve Source, 1992: 18). 1990°1ardan sonra Bat1’daki ekonomilerde, ¢cok
uluslu sirketler ve denetim kuruluslarinin etkisiyle teknoloji ve finans piyasalar1 biiyiimiis,
bu da isletmelere karsi toplumsal sorumluluk taleplerini artirmistir. 2001 yili ise denetim
alaninda biiyiik bir krizle ve sektdrel yeniden yapilanma ile anilmaktadir; bu siire¢ gliniimiize
kadar etkilerini siirdiirmektedir. Ozellikle Enron ve WorldCom gibi firmalarm skandallari,
denetim firmalarmnin ¢ikar ¢atigmalari ve yaniltici raporlar hazirlamasi finansal giivensizlik
yaratmigtir. Arthur Andersen gibi firmalar, yaniltici uygulamalar1 nedeniyle biiyiik cezai
davalarla karsi1 karstya kalmistir (Oktay, 2013: 62). Bu tiir olaylar, denetim siireclerinde daha
fazla yasal diizenleme ve uluslararasi standartlarin adapte edilmesini zorunlu kilmustir.
Ayrica, denetim sigortasinin 6nemi daha da belirginlesmistir. 2002°de ABD’de yiiriirliige
giren Sarbanes—Oxley (SOX) Kanunu ile denet¢i degisimi bes yilda bir yapilacak sekilde
dizenlenmis, denetim teknikleri ve risk degerlendirmeleri lizerinde daha titiz ¢alismalar
tesvik edilmistir. Bu diizenlemeler, mali raporlarin giivenilirligini artirmak ve denetgilerin

sorumluluklarni genigletmek amaciyla yapilmistir (Tez, 2020).

3.6.3. Bagimsiz Denetim Standartlari

Denetim standartlari, finansal tablolarin denetlenmesi siirecinde denetgilere rehberlik
eden, denetimin kapsamini, yontemlerini, raporlama usullerini ve mesleki etik kurallarini
belirleyen normlardir. Toplamda on genel standart bulunmakta olup, bunlardan ilk gl
denetcinin yetkinlikleri ile ilgili, ortadaki iicli ise denetimin kapsamu ile alakali, son dort
standart ise denet¢inin hazirlayacagi raporlamayla ilgilidir ve bu standartlar yaygin olarak
kabul gormiis denetim normlar1 olarak degerlendirilir. Ayrica, Ozellikle Uluslararasi

Muhasebe Standartlar1 Komitesi (IFAC) biinyesinde, bagimsiz denetimler i¢in uluslararasi
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diizeyde kabul edilen egitim, etik, kalite kontrolii, giivence denetimi ve ilgili diger
hizmetlerle ilgili standartlar da bulunmaktadir. Uluslararasi denetim standartlar1 alaninda ilk
onemli gelisme, IFAC’a bagl Uluslararas1 Denetim Uygulamalar1 Komitesi (IAPC)
tarafindan 1991 yilinda gerceklestirilmis, 1994°te ise bu standartlar bir biitliin olarak
yayimlanmistir. Denetim faaliyetlerinin etkin ve saglikli bir bi¢imde yiiriitiilebilmesi
amaciyla, tilkeler uluslararasi denetim standartlarma ve genel kabul gérmiis denetim
normlarma uygun olarak kendi hukuki g¢ergeveleri iginde ulusal denetim standartlarini

gelistirmektedirler (Arens vd., 2005:33; Tez, 2020).

3.6.3.1. Genel kabul gormiis denetim standartlar:

Mali tablolarin kullanimmin genislemesi, bagimsiz denetimin ve bu denetimin etkin bir
sekilde gergeklestirilmesinin dnemini artirmistir. Bu durum, meslek 6rgiitlerinin, denetgilerin
her denetim siirecinde riayet etmeleri gereken genel kabul gérmiis denetim standartlarini
gelistirme ihtiyacini ortaya koymustur. S6z konusu standartlar; genel standartlar, caligma
alanina yonelik standartlar ve raporlama standartlar1 olmak itizere ii¢ temel kategoride ele

almabilir.
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Sekil 3.6 Genel Kabul Gormiis Denetim Standartlar1 (Tez, 2020; Arslan, 2018: 106-114)

a) Genel Standartlar:

Denetim faaliyetleri, yalnizca teknik egitim ve yetkinlige sahip bireyler tarafindan
yurattlmelidir; bu yetkinlikler sadece tiniversite egitimiyle smnirl olmayip, denetginin bagl
bulundugu kurum tarafindan diizenlenen egitim programlari, seminerler ve kurslarla da
desteklenir. Etkili bir denetci, mevcut mesleki bilgisinin gelecekteki gereksinimleri
karsilamayacagini kabul eden ve bu nedenle stirekli kendini gelistirmeyi amaglayan kisidir.
Usta bir denet¢inin amaci, muhasebe ve denetim alanlarinda, hem yerel hem de uluslararasi

diizeydeki gelismeleri ve kararlar1 yakindan izleyerek mesleki bilgisini giincel tutmaktir

(Gicenme, 2004:33).
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Bagimsizlik standardina gore denetciler, gorevlerini icra ederken bagimsizlik ve
tarafsizlik ilkesine siki sikiya bagl kalmalidir. Bu, serbest meslek sahibi olarak denetim
faaliyetlerini yerine getirirken objektifligin ve tarafsizligin korunmasmi zorunlu kilar.
Bagimsizlik, muhasebenin temel ilkelerinden sosyal sorumluluk anlayiginin bir yansimasidir
ve bu, muhasebe siirecinin her adiminda bireysel veya grup ¢ikarlar1 yerine toplumun genel
yararinin gozetilmesini gerektirir. Tarafsizlik ve diiriistliik, mesleki etik kurallarinin temelini
olusturmaktadir (Arslan, 2018: 107). Bagimsizlig: tehlikeye diistirebilecek durumlar Genel
Kabul Gormiis Denetim Standartlari’na (GKGDS) gore sunlardir (Aksoy 2006: 189):

I.  Denetlenen sirketten 6nemli maddi degere sahip hediyelerin alinmasi veya
sirketten asir1 derecede diisilk degerle herhangi bir mal veya hizmetin temin
edilmesi.

ii.  Denetlenen sirketin sahipleri veya ortaklariyla ailevi baglarin olmasi,

iii.  Denetlenen sirket veya sahipleriyle ortaklik baglarinimn bulunmasi,
iv.  Denetlenen sirketin finansal araglarina (hisse senedi, tahvil vb.) dogrudan veya
dolayli olarak sahip olunmasi,

V.  Denetlenen sirketten maas, bor¢ veya benzeri yollarla maddi ¢ikar saglanmasi,

Mesleki 6zen ve Titizlik standardi, bagimsiz denetgilerin, denetim siirecinin her
asamasinda meslek etigine uygun bir sekilde 6zen ve dikkat gostermelerini gerektirir.
Denetim sirasinda gereken 6zenin gosterilmemesi, denetimin giivenilirligini ve kalitesini
negatif yonde etkileyecektir. Bu baglamda, denet¢inin mesleki 6zeni, ¢alisma alani
standartlarina, raporlama standartlarina ve ilgili yasal diizenlemelere tam uyumu ifade
etmektedir. Bagimsiz denet¢i, mesleki egitim, yetenek ve uzmanliga sahip olsa dahi, denetim
stirecinde yeterli mesleki 6zeni géstermezse, basarili bir denetim sonucu elde etmek miimkiin
olmayacaktir. Denetimin ve denetcinin basarisi, yiiriitiilen denetim ¢alismasinin kalitesine
dayanir ve denet¢inin, denetim siirecinin her evresinde, iyi niyet ve biitlinliigli koruyarak

maksimum mesleki 6zeni sergilemesi oldukca 6nemlidir (Arslan, 2018: 107).
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b) Cahsma Alam Standartlar::

Calisma alani standartlarinin temel unsurlarindan biri, denetim faaliyetlerinin 6zenle
planlanmas1 ve mevcutsa yardimci denetgilerin etkin bir sekilde yonetilmesidir. Denetim
planlamasi, is giliclinlin, zamanin ve kaynaklarin etkin kullanilmasimni kapsayacak sekilde
yapilandirilmalidir. Denetgi, denetlenecek isletmenin ve faaliyet gosterdigi sektoriin
ozelliklerini kapsamli bir sekilde incelemelidir. Etkili bir denetim plani gelistirebilmek adina,
denetc¢inin miisteri isletmenin kurulus yeri, sunulan iiriin veya hizmetler, finansal yap1 ve
ticlincii sahislarla olan is iligkileri gibi konularda detayl bilgiye sahip olmas1 gerekmektedir.
Denetgi, bu 6n bilgilere dayanarak Genel Kabul Gérmiis Denetim Standartlari’nin (GKGDS)
belirledigi kalite ve standartlarda bir denetim plani olusturmaktadir (Giiredin 2010: 45).

Isletmelerde etkin bir i¢ kontrol sisteminin var olmast, ortaya ¢ikacak olan denetim riskini
azaltmaktadir. Bu baglamda, denetim faaliyetlerine bagslamadan dnce isletmelerin i¢ kontrol
sistemlerinin detayli bir sekilde degerlendirilmesi 6nem arz etmektedir. I¢ Kontrol
Sisteminin Incelenmesi standardi uyarinca, i¢ kontrol sisteminin stirekli revizyona tabi
tutulmasi ve degerlendirilmesi iki temel amaca hizmet eder. Ilk olarak, sistemin etkinliginin
belirlenmesi amaciyla sisteme duyulan giivenin test edilmesi hedeflenir. Denetgiler,
incelenen dénemde gerceklesen her bir mali hareketin muhasebe kayitlarmi tim belgelerde
ayri1 ayr1 ve detayli bir sekilde ele alip inceleyemeyebilirler. Dolayisiyla, isletmenin i¢ kontrol
sisteminin gilivenilirligini ve etkinli olup olmadigini degerlendirerek, islemlerin uygun
sekilde muhasebelestirildigine ve hazirlanan finansal tablolarin bu islemlerin sonuglarini
dogru bir sekilde yansittigina genel bir giiven duymak istemektedirler. i¢ kontrol sisteminin
ne kadar etkin oldugu, denet¢inin bu sisteme olan giiveninin derecesini ve dolayisiyla
denetim riskinin azalmasimi belirlemektedir. I¢ kontrol sisteminin degerlendirilmesinin ikinci
ulagmak istedigi nokta ise, uygun bir denetim goriisii ortaya ¢ikarmak igin yurutilecek
denetim islemlerinin kapsamimi ve detay seviyesini tespit etmektir. Denet¢i tarafindan
olusturulacak denetim plani, biiyilk oranda miisteri isletmenin i¢ kontrol sisteminin
etkinligine ve varsa zayif yonlerine baghdir (Giiredin 2010: 46; Tez, 2020).

Kanit toplama standardi, denetgilerin finansal tablolara iliskin bir denetim goriisii formiile
etmeden Once, gozlem, dogrulama, sorgulama ve belge incelemesi gibi denetim metotlar:

araciligiyla, bu goriisii destekleyecek yeterli, glivenilir ve uygun kanitlarin elde edilmesini
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sart kosar. Denetgi tarafindan toplanacak kanitlarm hacmi, igletmenin i¢ kontrol sisteminin
verimliligine, incelenecek hesap veya hesap gruplarinin 6zelliklerine ve genel anlamda
denetlenen miisterinin mevcut durumuna bagl olarak ayarlanir (Aksoy 2006: 195). Kanitin
yeterliligini degerlendirirken, incelenen muhasebe kaleminin goreceli dnemi, hata veya
dolandiricilik riski, elde edilebilecek kanitlarin giivenilirligi ve bunlarin edinim maliyeti gibi
faktorler dikkate alinir. Kanitin hacmi, denetgi tarafindan belirlenir ve bu degerlendirmede
isletmenin i¢ kontrol sisteminin etkinligi biiyiik bir rol oynar. Denetim sonucunda elde edilen
kanitlar, denet¢inin kendi yiiriittiigli ¢alismalar sonucunda, ya isletme i¢cinden ya da isletme
disindaki bagimsiz kaynaklardan saglanir. Dogas1 geregi, isletme disindan elde edilen

kanitlar, isletme i¢i kanitlara kiyasla daha fazla deger tasimaktadir (Arslan, 2018: 109).

c) Raporlama Standartlari

GKGMI’nin Uygunluk Standardina gore, denetim raporunun, isletmenin mali durumu ve
operasyonel sonuglarmin mali tablolara dogru bir sekilde yansitilip yansitilmadigini ifade
etmek iizere hazirlandigini 6ngoriir. Raporlama standartlarinin ilki, denetlenen igletmenin
yayimladigi mali tablolarm, GKGMI’ye ne derece uydugunun; eger uymuyorsa, hangi
alanlarda ve neden uyum saglamadiginin ve bunun sonuglarmin denetim raporunda net bir
sekilde ifade edilmesini gerektirir. Muhasebe ilkeleri, mali tablolarin giivenilirli§inin
degerlendirilmesinde kilit bir role sahiptir; eger herhangi bir sapma varsa, denetgiler bu
sapmalar1 raporlarinda 6nem derecesine gore siralayacaklardir (Arslan, 2018: 111-113).

GKGMI’nin devamlhilig1 standardna gére Denetim raporunda, denet¢i, muhasebe
ilkelerinin mevcut donemde, Onceki donemde oldugu gibi degisiklige ugramadan
uygulandigini net bir sekilde ifade etmelidir. Bu, devamlilik ilkesi sayesinde, farkli
donemlere ait finansal tablolarin karsilastirilabilirligini miimkiin kilmaktadir. Finansal
tablolarin karsilastirilabilir olabilmesi i¢in, temel aldiklar1 muhasebe ilkelerinin zaman i¢inde
sabit kalmis olmasi gereklidir; ancak bu, muhasebe ilkelerinin asla deg§ismeyecegi anlamina
gelmemelidir. YOnetimin bir degisiklik yapma karar1 almasi1 durumunda, bu degisikligin ilgili
donemin finansal tablolarma olan etkisinin okuyuculara agik¢a bildirilmesi 6nemlidir. Boyle
bir yaklasim, okuyucunun finansal durumdaki degisikliklerin, muhasebe ilkelerindeki

degisikliklerden mi yoksa gercek islem sonuglarindan mi kaynaklandigini ayirt etmesine
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yardimc1 olmaktadir. Muhasebe ilkelerinde yapilan degisikliklerin, bu degisikliklerin
etkilerinin ve degisiklige gidilmesinin nedenlerinin finansal tablolarin okuyucularini
bilgilendirmek amaciyla dipnotlarda detayli bir sekilde agiklanmasi gerekmektedir (Giiredin
2010: 51).

Finansal tablolardaki a¢iklamalarin yeterliligi standardi, denetim raporlarinda, belirtilen
hususlar haricinde, mali tablolarin eklerindeki dipnotlar araciligiyla saglanan bilgilerin
genellikle yeterli kabul edilmesi gerektigini belirtir. Mali tablolarin sayisal verilerinin yani
sira, isletmeler ve ilgili taraflarin yeterince bilgilendirilmesi amaciyla dipnotlar araciligiyla
ek bilgiler sunulmaktadir. Denet¢i, raporunda bu ek bilgilerin yeterliligini
degerlendirmelidir. Bu agiklayici bilgiler, yalnizca neyin ac¢iklanacagina degil, ayn1 zamanda
bu bilgilerin nasil agiklanacagina dair detaylar1 da kapsar. Mali tablolarda sunulan bilgilerin
diizeni ve smiflandirilmasi, aciklama ilkelerinin bir pargasidir. Aciklayict dipnotlar, mali
tablolar1 tamamlayict nitelikte olup, yonetim tarafindan saglanan bilgilerdir ve bu bilgilerin
acik, anlasilir ve 6z olmasi1 gerekmektedir; zira gereksiz detaylar 6nemli bilgilerin goz ardi
edilmesine yol agabilir (Giiredin 2010: 51). Yetersiz ya da gereksiz ve diizensiz agiklamalar,
denetim raporlarinda ele alinmali, gizlenmis ya da herhangi bir nedenle denetciye
sunulmamus bilgilerin sonuglarina gére, denetgi sarth bir goriis ifade etmelidir. Clnki genel
kabul gérmiis denetim standartlar1 ¢ergevesinde, dis denet¢i, isletmede gerceklestirdigi
denetimin sonucunda onayladigi mali tablolarda, isletmenin belirttigi sayisal bilgilerin
dogrulugundan, kullanilan ifadelerin, dosyalamanin ve smiflandirmalarin, parantez icinde
veya notlar seklinde yapilan agiklamalarin yeterli olup olmadigindan ve dogrulugundan
sorumlu oldugu bilinmektedir (Aksoy 2006: 198).

Goriis Bildirme Standardina gore, denetim siirecinin sonucunda hazirlanacak raporlarda,
yuritilen denetim aktiviteleri neticesinde varilan bir hitkme yer verilmelidir ve bu hiikiim,
elde edilen bulgulara dayali olarak olumlu bir goriis, goriis bildirmekten kaginma veya
olumsuz bir goriis seklinde ifade edilmelidir. Olumlu bir goriis, mali tablolarm GKGMI’ye
uygun olarak hazirlandigmi, gereken tiim bilgileri icerdigini, 6nemli bir yanlishgin
bulunmadigmi ve devamlilik ilkesinin uygulandigmi belirtir. Olumsuz bir goriis veya goriis
bildirmekten kaginma, genel kabul gérmiis muhasebe ilkelerine yapilan sapmalar, mali

tablolarda eksik bilgilerin bulunmasi, muhasebe ilkelerinde kabul edilemez degisiklikler,
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yeterli kanit toplanamamasi durumlarinda ortaya ¢ikmaktadir. Denetim siirecinde
karsilagilan kisitlamalar ve gelecege dair belirsizlikler ile bu belirsizliklerin mali tablolarda
yaratabilecegi etkilerin degerlendirilememesi gibi durumlarda giindeme gelmektedir (Aksoy

2006: 199).

3.6.3.2. Uluslararasi Denetim Standartlarn

Muhasebe, isletmelerde giinliik gerceklesen ekonomik olaylar1 kaydeden evrensel bir dil
olarak kabul edilmektedir. Bu alanin kurallar1 ve yontemleri farkl iilkelerde degisiklik
gosterse de, temel prensipler ve kavramlar bakimindan uluslararas: bir uzlagiya varimis
durumdadir. Bir¢ok iilke, yaygin olarak kabul gérmiis muhasebe prensiplerini benimsemis
olup, muhasebe pratigine uluslararasi standartlar yon vermektedir. Ekonomik olaylarin,
muhasebenin sagladigi ortak dil ile ifade edildigi isletmelerin, finansal tablolar1 araciligiyla
sunduklar1 bilgilerin dogrulugunu degerlendirmede de ortak bir metodoloji benimsemek
zorunludur. Bu zorunluluk, GKGDS’in (International Standards on Auditing - ISA)
gelistirilmesine zemin hazirlamistir. ISA kapsaminda yiiriitiilen denetimler, denetcilerin
yargilarinda 6nemli farkliliklar bulunmadig: siirece, sonuglarin birbirine yakin veya ayni
olmasmi saglar. Boylece, standartlara uygun sekilde gerceklestirilen bir denetimin
sonucunda olusan denet¢i goriisii, global capta bir isletmenin finansal bilgilerine duyulan
giiveni artirarak, evrensel olarak kabul goren bir deger kazanmaktadir (Arslan, 2018: 114).

Uluslararas1 Denetim Standartlari, “Standart Olusturma ve Gelistirme” teknigi
kullanilarak hazirlanmis ve sayisal bir kodlama sistemi ile smiflandirilmistir. Her bir
standart, belirli bir formatta sunulmaktadir. i¢indekiler bdlimiinde standart icerisinde yer
alan basliklar ve ilgili paragraflar listelenmektedir. Ayrica standartlarin finansal tablolarin
denetiminde ve denetime benzer hizmetlerde kullanilacagi, temel standartlar ve ilkelerin
aciklamalariyla birlikte sunulacagi, bunlarm bir arada degerlendirilmesi gerektigi ifade
edilmektedir. Denetg¢inin gerektiginde standartlardan sapma hakkina sahip oldugu ancak bu
durumda denet¢inin uyguladigi yontemin gecerliligini kanitlamasi gerektigi, kamu sektdriine
0zgl yaklagimlarin varligi vurgulanmaktadir. Girig boliimii, standardin amacimni, kapsamini
ve digarida birakilan hususlar1 agiklar, bazi standartlarda genel tanimlar da bu boliimde yer

alir. Kapsam boliimiinde, standardin genel prensip ve kurallar1 detayli olarak anlatilir, ana
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ilkeler belirgin bigimde vurgulanir. Kamu Sektorii Yaklagimi boliimiinde, ilgili standardin
kamu sektorii denetimlerinde uygulanmasi durumunda g6z 6niinde bulundurulmasi gereken
0zel hususlar belirtilir. Ekler boliimiinde ise, konuyla ilgili tip 6rnekler, s6zlesme ve rapor
ornekleri, denetim firmasinin yapacagi islemlere dair 6rnekler gibi ek bilgiler sunulur (Ertas,
2018: 93).

Standartlar, yapisal olarak belirtilen bu diizene uygun sekilde diizenlenir ve 100-999 arasi
sayilarla kodlanirken, 1000 ve sonras1 numaralar denetim uygulama bildirilerine ayrilmistir;
bu kodlama sistemi esnek bir yapidadir ve KGK’nin resmi web sayfasinda tiim kodlama ve
aciklamalar1 sunulmaktadir (KGK, 2024).

3.6.3.3. Turkiye denetim standartlar

Tiirkiye’de muhasebe ve denetim standartlarinin olusturulmas: amaciyla, TURMOB
eliyle 1994’te TMUDESK kurulmustur. Bu kurul, 19 Tirkiye Muhasebe Standardi
gelistirmis, fakat bu standartlar pratikte uygulanamamistir. 2002 yilinda SPK yasasina
eklenen bir maddeyle TMUDESK, Tiirkiye Muhasebe Standartlar1 Kurulu (TMSK) olarak
yeniden yapilandirilmigtir. TMSK, 2005 yilindan itibaren uluslararasi standartlarla uyumlu
Turkiye Muhasebe Standartlarini ile birlikte 2007 itibariyle Tiirkiye Muhasebe Standartlari
Yorumlarini (TMSY) Resmi Gazete‘de yaymlamaya baslamistir. 2007 Haziran aymna kadar,
kavramsal ¢erceve haricinde 31 TMS, 7 Tiirkiye Finansal Raporlama Standardi (TFRS) ve
10 TMSY yaymlanmistir. Tiirkiye’deki bagimsiz denetim standartlarinin olusumunda 6102
sayil1 Tiirk Ticaret Kanunu ve 660 sayili Kanun Hiikmiinde Kararname 6nemli doniim
noktalaridir. Kamu Go6zetimi, Muhasebe ve Denetim Standartlar1 Kurumu (KGK)’ye, 660
sayili KHK ile Tiirkiye denetim standartlarini belirleme, bilgi sistemleri denetimini de
icerecek sekilde uluslararasi standartlarla uyumlu ulusal denetim standartlarini gelistirme ve
yayimlama yetkisi verilmistir. KGK, denetim standartlarin1 ortaya koyarken, Avrupa Birligi
iyelik siirecinin gerekliliklerini de dikkate alarak, Uluslararas1 Muhasebeciler Federasyonu
(IFAC) tarafindan yayimlanan uluslararasi standartlar1 referans almay: strateji olarak
benimsemistir (Giiler, 2011:104-105; Ertas, 2018: 97). Tiirkiye Denetim Standartlar1 KGK
tarafindan KYS (Kurumsal Yonetim Standartlarr), BDS (Bagimsiz Denetim Standartlar),
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SBDS (Smirli Bagimsiz Denetim Standartlar1), GDS (Giivence Denetim Standartlar), IHS
(Ilgili Hizmet Standartlar1) olmak iizere yayinlanmaktadir (KGK, 2024).

3.6.4. Bagimsiz Denetimin Etik Tlkeleri

SPK’nin (Seri: X, No:22) tebliginde bagimsiz denetgcilerin uyacagi etik ilkeler, asagidaki
bashklar altinda toplanmustir: Mesleki Siiphecilik, Bagimsizlik, Mesleki Ozen ve Titizlik,
Ticaret ve Meslege Aykir1 Faaliyet Yasagi, Reklam Yasagi, Sir Saklama Yikiimliligi,
Karsilikl1 Iliskiler ve Haksiz Rekabet. Bu ilkeler, denetim siirecinin her asamasinda bagimsiz

denetcilerin rehberi olup, etik ve mesleki standartlarin korunmasinda temel teskil etmektedir.

3.6.4.1. Mesleki siiphecilik

Sermaye Piyasasinda Bagimsiz Denetim Standartlar1 Hakkinda Tebligin Uciincli B61imd,
bagimsiz denetim kuruluslar1 ve denetgilerin uyacaklar1 etik ilkeleri tanimlar. Mesleki
stiphecilik, bagimsiz denetim kanitlarinin gegerliliginin elestirel bir bakis agisiyla
degerlendirilmesini kapsar. Bagimsiz denet¢i, finansal tablolar ve diger finansal bilgilerin
onemli yanlisliklar igerebilecegini varsayarak, mesleki siiphecilik ilkesiyle denetimi planlar
ve yiiriitiir (SPK, md.11). Insan zihninin karmasik ve ¢ok sayida unsura odaklanma kapasitesi
smirhidir; dolayisiyla, se¢im yapmak ve smirli sayida konuya odaklanmak zorunludur.
Konunun karmasikligi, bilgi saglama siireci ve bu bilginin tutarhiligina baghidir ki, bu iki

faktor denetim siirecinde hayati 6neme sahiptir ve denetim kalitesini dogrudan etkiler.

3.6.4.2. Bagimsizhk

SPK’nin 12. Ve 13.maddelerine gore bagimsizlik, mesleki faaliyetlerin dirustlik ve
tarafsizlikla yiiriitiilmesini saglayan davranis bi¢imi ve anlayislar biitiinii seklinde ele
alinmaktadir. Bagimsiz denetim kuruluglarinin ve denetgilerin, denetim uygulamalarinda
bagimsiz olmasi gerektigi vurgulanmaktadir. Denetgilerin sadece dirst ve objektif olmalar1
degil, bagimsizliklarin1 tehlikeye atabilecek herhangi bir durumun da olmamasi gerekir.
Bagimsizlikla ilgili herhangi bir tereddiit durumunda, bagimsizligin zedelendigi kabul
edilmektedir (SPK, md.12-13). SPK tebliginde bagimsizlik igin belirlenen kurallar sunlardir:

Denet¢i, denetledigi isletmenin ortagi veya is iliskisi icinde olmamali, denetlenen isletmenin
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ortak veya yoneticileriyle yakin akrabalik bagi bulunmamali, denetlenen isletme veya
yoneticileriyle finansal aligverisi olmamali ve denet¢inin denetlenen isletmeye muhasebe

hizmeti sunmasi1 bagimsizlig1 ihlal eder.

3.6.4.3. Mesleki 6zen ve titizlik

Mesleki 6zen ve titizlik, bagimsiz bir denet¢inin, benzer sartlar altinda, ayrintilara
gosterecegi ilgi, dikkat ve cabayr temsil eder. Bagimsiz denetgiler, denetimin planlama,
uygulama, sonuclandirma asamalari ve bagimsiz denetim raporunun hazirlanmasi
stireclerinde, mesleki 6zen ve titizligi sergilemekle yiikiimliidiirler. Bu 6zen ve titizligin
minimum standardi, bagimsiz denetim standartlarma tam uyumdur. Bu cercevede, bir
bagimsiz denet¢i, denetim islemini uygun sekilde planlamali ve programlamalidir. Yeterli
miktarda uygun nitelikte ve giivenilir denetim kanit1 toplamali, incelemeler yapmali, diizenli
ve net calisma dokiimanlari olusturmali, finansal tablolarm gerceklik ve dogrulugu
konusunda diirlist ve dogru bir yargiya varmali ve bu yargisini, 6zenle hazirladigi denetim

raporunda ifade etmelidir (SPK, md.14).

3.6.4.4. Ticaret ve meslege aykiri faaliyet yasag:

Ticaret ve Meslege Aykir1 Faaliyet Yasagi altinda, Sermaye Piyasasinda Bagimsiz
Denetim Standartlar1 Hakkinda Tebligin 15. maddesi bagimsiz denetim kuruluslarmi ve
denetcileri, mesleki faaliyetlerin haricinde ticari, sinai ve zirai faaliyetlerde bulunmaktan
men eder. Bu yasak, ticaret sirketlerinde yonetim pozisyonlarinda bulunmayi, baska bir
bagimsiz denetim kurulusunda ortaklik ya da yonetici pozisyonunda ¢alismay1 kapsar (belirli

istisnalar haric) ve meslek etigi ile uyumsuz davranislarda bulunmay1 yasaklamaktadir.

3.6.4.5. Reklam yasag

Sermaye Piyasasinda Bagimsiz Denetim Standartlar1 Hakkinda Tebligin 16. maddesi,
bagimsiz denetim kuruluslarmim is kazanma amaciyla direkt veya endirekt bir sekilde reklam
yapmalarmi, reklam niteligi tasiyabilecek aktivitelerde bulunmalarini ve is teklif etmelerini
yasaklar. Ancak, bu kuruluslarin tanitici igerikli brosiirler dagitmasi, personel alimi i¢in ilan

vermesi veya mesleki konularda akademik yaymlar yapilmasina izin verilmektedir.
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3.6.4.6. Sir saklama yiikiimliiliigii

Sermaye Piyasasinda BDS Hakkinda Tebligin 17. maddesi, bagimsiz denetim
kuruluslarmin yoneticileri, denetgileri, tim c¢alisanlar1 ve disaridan hizmet saglayanlarin,
isleri nedeniyle 6grendikleri sirlar1 ifsa etmelerini veya bu sirlar1 kisisel veya tiglincii
sahislarin ¢ikarlar i¢in kullanmalarini1 yasaklamaktadir. Bununla birlikte, ayn1 maddenin
istisnalar kisminda, mesleki etik veya mevzuat geregi zorunlu agiklamalar ve kamuyu

aydinlatic1 duyurular: sir olarak kabul edilmemektedir.

3.6.4.7. Karsilikh iliskiler ve haksiz rekabet

Sermaye Piyasasinda BDS Hakkinda Tebligin 17. maddesi, Bagimsiz denetim kuruluslari
ve denetciler, denetim faaliyetinin kalitesini diisiirebilecek veya meslektaslarina zarar
verebilecek sekilde haksiz rekabete yol acacak davraniglardan kagimmalarini ifade
etmektedir. Bu, spesifik olarak denetim (cretlerinin, personel alimlarinin ve is
kazanimlarmin mesleki normlara, geleneklere ve standartlara uygun hareket edilmesini
gerektirdigi; diger mevzuatlarda tanimlanan haksiz rekabet durumlarmin bu yasagin disinda

tutuldugu ifade edilmektedir.

3.6.5. Bagimsiz Denetim Teknikleri

Denet¢inin, denetim goriisiinii belirlerken denetim kanitlarmin giivenilirligi, nesnellik
derecesi, zamaninda toplanmis olmasi ve diger destekleyici kanitlarla uyumlu olup
olmadigia dayanarak karar verdigi bilinmektedir. Cesitli denetim metodolojileri arasindan
secim yaparken, denetciler, kanitlarin kaynagina gore bir siniflandirma yapabilirler; bu da
genellikle muhasebe kayitlarina dayali m1 yoksa harici kaynaklardan mi1 elde edildigine
baglidir. Literatiirde, muhasebe sisteminin bir pargasi olarak degerlendirilen veriler Gzerinde
calisan teknikler genellikle geleneksel teknikler olarak tanimlanirken, dis verileri analiz
etmek i¢cin kullanilan metotlar ise genellikle destekleyici teknikler olarak adlandirilmaktadir.
Ancak, bazi literatiirlerde bu ayrima gidilmeksizin, tum teknikler genel bir “kanit toplama

teknikleri” ¢atis1 altinda incelenmektedir. (Tez, 2020).
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3.6.5.1. Fiziki inceleme ve sayim teknigi

Fiziki inceleme teknigi, denet¢inin isletme kayitlarinda yer alan ve sayilabilir, dl¢tilebilir,
tartilabilir 6zellikteki maddi varliklar ile borglarin dogrulanmasini igermekte; bu kapsamda
denetgiler, maddi varliklar1 saymakta, 6lgmekte ve tartmaktadirlar. Isletme kayitlarinda yer
alan varliklarin ve borg¢larin, ilgili yasal diizenlemelere uygun olarak belgelenmesi ve fiili
sayimlarin yapilmasi da bu teknik ile gerceklestirilen kanit toplama faaliyetlerindendir
denilebilir. Kasa hesaplarinin, stoklarin ve diger maddi varliklarin denetlenmesi, fiziki
inceleme tekniginin tipik uygulamalar1 arasinda sayilmaktadir (Turker vd., 2003: 83). Bu
yontem, maddi varliklarin varliginin dogrulanmasi i¢in giivenilir kanitlar sunmakta; ancak,
varliklarin sahipligi ve degerlemesi gibi konularda kanit sunma kapasitesine sahip degildir
(ISA 500, md.A-16). Fiziki inceleme tekniginin esas gayesi, sirketin bilangcosunda beyan
ettigi maddi varliklarin gercekte mevcut olup olmadigini dogrulama islemidir. Bu yontem,
ayn1 zamanda isletmenin varlik iddialarinin ve varliklarin kalitesinin de degerlendirilmesine
olanak tanimakta, bOylece isletmenin biitiinliigii de sorgulanabilmektedir. Ornegin, kasa
sayimi smrasinda kayitlara gegmeyen nakit bulunmasi, isletmenin biitiinliik iddiasinin
sorgulanmasma neden olabilmektedir. Ozellikle stok hesaplariyla ilgili bilgilerin elde
edilmesinde ve stoklar tizerinde denetim kanit1 toplanmasinda fiziki inceleme teknigi yaygin
olarak kullanilmaktadir. Denetginin, denetlenen isletmenin stok sayiminda bizzat yer almasi,
sayim ekiplerini gézetlemesi ve sayim siirecinin dogrulukla yiiriitiilmesini saglamasi, sayim
sonuglarinin denetgi i¢in giivenilir olmasini saglayabilmektedir (Aksoy,2006: 378; Gokcen
ve Cavus, 2022).

3.6.5.2. Dogrulama teknigi

Dogrulama teknigi, denetim kanitlarinin, {igiincii bir parti (onaylayici) tarafindan
denetciye yazili, elektronik ya da diger depolama bigimlerinde saglanan yanitlarla elde
edildigi bir yontem olarak a¢iklanmaktadir. Bu teknik, 6zellikle belirli hesap bakiyeleri veya
bu bakiyelerle ilgili isletme yonetim agiklamalar1 s6z konusu oldugunda tercih edilmektedir.
Dogrulama tekniklerinin kullanilmasi, hesap bakiyelerinin 6tesinde genisletilebilir; rnegin,
bir denet¢i isletmenin {iglincii partilerle imzaladig1 s6zlesmelerin detaylarim1 veya islem

sartlarn1 dogrulamak igin bu yodntemi kullanabilmektedir. Bu tiir bir dogrulama,
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sozlesmedeki degisiklikleri ve detaylar1 kontrol etme amaci tasimaktadir (ISA 500, md.A22).
Dogrulama sirasinda, denet¢i tarafindan hazirlanan ve tiglincii partilere gonderilen istekler
sonucunda, bu kisilerden gelen yanitlar direkt denetgiye iletildiginden, isletmenin belgelerde
oynama yapmasit engellenmis olur. Bu sebeple, bu teknikle toplanan bilgiler oldukca
guvenilirdir (Toroslu, 2007). Ancak, alinan dogrulama bilgilerinin gilivenilirlik derecesi
degiskenlik gosterebilir. Eger dogrulama yapilan taraf isletmenin iliskili kisileri veya
ortaklar1 ise, denetci bu bilgilerin bagimsiz kisilerden alinanlara kiyasla daha az giivenilir
oldugunu kabul eder. Bu durumda, denetci, giivenilirligi diisiik bilgileri desteklemek icin ek
belgeler arayisina girer ve farkli denetim teknikleri uygulamaktadir (Cetinkaya, 2016: 79;
Gokecen ve Cavus, 2022).

Bagimsiz Denetim Standartlar1 (BDS) 505, maddesi 7°ye gore, denetgilerin dogrulama
tekniklerini kullanirken, ilgili dogrulama taleplerini yonetmeleri ve bu talepler lizerinde tam
kontrol saglamalar1 gerekmektedir. Bu surecin icinde denetciler, hangi bilgilerin teyit
edilecegine, hangi taraflardan talepte bulunacaklarma karar verir, talepleri olusturur ve onlar1
ilgili taraflara iletir. Dogrulama yontemleri, denetcilerin bilgi toplama tekniklerine baglh
olarak (¢ kategoriye ayrilir: olumlu, olumsuz ve bos sekilde yer alan bakiye dogrulamadir.
Olumlu dogrulamada, bilgi istenen kisilerin her durumda yanit vermesi esastir (Bakir, 2007:
58). Olumsuz dogrulamada ise, sadece bilgilerde hata oldugunu diistinenler yanit doner, aksi
takdirde sessizlik dogrulugu kabul etmek anlamina gelir (Kepekei, 2004: 110). Bos bakiyeli
dogrulamada, denetci, li¢lincii partilere bir bakiye gostermez, bunun yerine onlarm kendi
kayitlarindaki bakiyeleri bildirmelerini istemektedir (Aksoy, 2014:185; Gokgen ve Cavus,
2022).

3.6.5.3. Yeniden hesaplama teknigi

Yeniden hesaplama teknigi, bir denet¢inin isletmenin muhasebe kayitlarinda yapilan
aritmetik islemlerin dogrulugunu denetlemek i¢in kullandigi bir yontemdir. Bu teknik,
denet¢inin, isletmenin finansal raporlarinda yer alan rakamlar1 ve hesaplamalar1 kendi
hesaplamalariyla karsilastirmasini icerir. Bu siire¢ genellikle, finansal tablolarin, maliyet
raporlarinin ve mutabakatlarin yanlighklarini tespit etmek i¢cin de kullanilir. Denetci,

isletmenin finansal islemlerinde temel muhasebe prensiplerinin uygun sekilde kullanilip
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kullanilmadigin1 bu teknikle kontrol eder (Florea ve Florea, 2011:355). Ornegin, duran
varliklar i¢in yapilan amortisman hesaplar1 veya satin alma sdzlesmeleri cergevesinde
hesaplanan yiikiimliiliikler, yeniden hesaplama islemleri arasinda sayilabilir (Calota ve
Vinatoru, 2015:20). Denet¢i, kendi yaptigi hesaplamalarla isletmenin kayitlarmi
karsilastirarak, aralarinda bir uyumsuzluk olup olmadigini belirler. Muhasebe islemlerinde
sik¢a karsilasilan hesaplama hatalari, isletme personelinin bu islemleri ¢ok dikkatli yapmasi

gerektigini gostermektedir (Kepekei, 2004:112; Gokgen ve Cavus, 2022).

3.6.5.4. Belge inceleme teknigi

Belge incelemesi teknigi, denetcinin isletmenin muhasebe kayitlarinda bulunan ve
islemleri destekleyici belgeleri detayli bir sekilde incelemesini icerir (Giicenme, 2004: 66).
Bu siirecte, denetei ilgili muhasebe bilgilerini gdzden gecirir ve elde ettigi belgeleri denetim
kanitlar1 olarak kullanir. Tipik olarak, bu kanitlar arasinda alis-satis faturalari, ¢ekler ve
senetler bulunur. Denetginin bu dokiimanlar iizerindeki analizleri, muhasebe kayitlarinda
olas1 hatalar1 veya usulsiizliikleri ortaya ¢ikarabilir ve bu, isletmenin finansal raporlarinin ve
i¢ kontrol sistemlerinin dogrulugu hakkinda onemli bilgiler saglar (Erdogan, 2005: 66).
Denetci ayrica, belgelerin gercekci ve mevzuata uygun olup olmadigini, kayitlarla uyumlu
olarak dogru muhasebelestirilip muhasebelestirilmedigini kontrol eder (Gokcen ve Cavus,
2022).

Pratikte, tim belgelerin tek tek incelenmesi hem zaman hem de maliyet agisindan verimli
olmadig1 i¢in, denetgiler genellikle 6rnekleme yOntemine bagvururlar. Belge incelemesi
uygularken denetciler birka¢ adimi takip eder (Bozkurt, 2018: 76-77): 1k olarak, incelenecek
belgenin formatini ve sahtecilik ihtimalini genel bir bakisla degerlendirirler. Ardindan,
belgenin isletme ile ilgili olup olmadigini ve faaliyetlerle uyumunu sorgularlar; bu asamada
isletme dis1 harcamalar gibi uygunsuz kayitlar tespit edilebilir. Sonrasinda, i¢ kontrol
stireclerine uygunluk agisindan belgelerdeki onaylar ve islemler kontrol edilir. Son olarak,
belgelerin muhasebe kayitlarina dogru sekilde yansitilip yansitilmadigi incelenir (Gokgen ve

Cavus, 2022).
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3.6.5.5. Bilgi toplama (sorusturma) teknigi

Sorusturma teknigi, isletmenin iginden veya disindan bireylerden mali ya da mali olmayan
veriler hakkinda bilgi toplamak olarak agiklanabilir. Bu yontemle elde edilen yanitlar,
denet¢i i¢in yeni ve dogrulayict denetim kanitlar1 olarak islev gorebilir ve bazen mevcut
bilgilerle karsilastirildiginda 6nemli farklar ortaya koyabilir (Gokg¢en ve Cavus, 2022).
Yanitlar yazili veya sozIli formatta alinabilir, fakat kaydedilmesi daha kolay oldugu icin
genellikle yazili bilgiler oncelikli tercih edilmektedir (Jovkovic, 2014: 53).

Denetcinin profesyonel yetkinligi, aldig1 yanitlar1 degerlendirme siirecinde bu bilgilerin
giivenilirligini biiyiik dlgiide etkiler. Ozellikle bilgi dogrulugu kritik oldugunda, denetgiler
yazilt cevaplari tercih ederler (Messier vd., 2008: 124). Sorusturma tekniginin sagladigi
bilgiler isletmeyi anlamada yararli olmakla birlikte, elde edilen kanitlarin genellikle diger
denetim metotlariyla desteklenmesi gerektigi vurgulanir. Bu, 6zellikle hata tespiti ve ig¢
kontrol sistemlerinin etkinliginin degerlendirilmesi ag¢isindan tek basina yeterli olmayabilir

(Johnstone et al., 2014: 224; Gokgen ve Cavus, 2022).

3.6.5.6. Analitik inceleme teknigi

Analitik inceleme yOntemi, finansal ve finansal olmayan veriler arasinda mantiksal
baglantilar1 analiz etmek ve degerlendirmek i¢in kullanilir. Bu teknik, isletmenin hesap
bakiyeleri ve diger verileri arasindaki uyumu kontrol ederken, onceki yillarla yapilan
karsilagtirmalari igerir; 6rnegin, gecmis yillarin varlik ortalamalari ile cari yilin verilerinin
kiyaslanmasi bu teknikle gerceklestirilebilir (Calota ve Vinatoru, 2015: 20). Denetciler,
analitik inceleme kullanarak finansal raporlardaki degisiklikleri ve anormallikleri
saptayabilirler. Bu yontem, finansal raporlamadaki olasi tutarsizliklar1 veya hatalari
belirlemede etkilidir.

Ayrica, bu teknik denetim planlamasi sirasinda da dnemli bir rol oynar, isletmenin genel
durumu ve cevresi hakkinda fikir edinilmesini saglar ve siipheli durumlarin 6nceden fark
edilmesine yardimc1 olur (Dauber vd., 2008: 142). BDS 520’nin 3. maddesine gore analitik
inceleme, denet¢inin isletmeyi tanima siirecindeki uyumlulugu degerlendirmek ve giivenilir

denetim kanitlar1 elde etmek icin kritik 6neme sahiptir. Bu nedenle, denetciler, denetim
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slirecinin ilerleyen agamalarinda bu teknikleri stratejik olarak planlar ve uygular (Gokgen ve
Cavus, 2022).

3.7.iC KONTROL, iC DENETIM VE BAGIMSIZ DENETIM
ETKILESIMI VE BOYUTLARI

I¢ denetim, isletmenin varliklarini giivence altina almak, risk degerlendirme siireclerini
etkin bir sekilde yonetmek ve olasi hileli eylemleri belirleyip 6nlemler almak amaciyla hem
glivence hem de danigmanlik hizmetleri sunmaktadir. Bu gergevede, i¢ denetimin, i¢ kontrol
sistemleri ve bagimsiz denetim mekanizmalariyla olan baglantilar1 hayati onem tagimaktadir.
Bu baglamda bu bélimde, i¢ denetimin i¢ kontrol ve bagimsiz denetimle entegrasyonuna ve

bu iliskinin islevselligine dair detaylar ele alinmaktadir.

3.7.1. i¢ Kontrol Sistemi ile Bagimsiz Denetim Etkilesim

Teknolojik gelismelerin 15181nda, isletmeler igin siirekliligi siirdiirebilmek ve karlilig
artrrabilmek giderek daha zorlu ve emek yogun hedefler haline gelmektedir. Bu hedeflere
ulagma siirecinde isletme yoneticilerinin, karsilastiklari kompleks durumlar karsisinda
dikkatli ve dogru kararlar almasi kaginilmazdir. Ekonomik aktivitelerdeki artig, isletme
seviyesinde daha karmasik islem ve uygulamalarin ortaya ¢ikmasma yol agmaktadir. Bu
faktorler, isletme operasyonlarinin verimlilik ve etkinlik agisindan kapsamli bir sekilde
incelenip degerlendirilmesini zorunlu kilmaktadir. Bu analiz ve degerlendirme siiregleri i¢in
giivenilir bilgi kaynaklarina olan ihtiyag artmaktadir. Isletmeler, bu bilgileri toplamali, analiz
etmeli ve somut sonuglara doniistirmek icin kontrol ve denetim mekanizmalarini
guclendirmelidir (Tez, 2020).

Denetim standartlarinin kabul edilen genel prensipleri igerisinde, i¢ kontrol sistemlerinin
detayl1 analizi, calismanin ana odak noktasini belirlemektedir. Bu ¢ercevede denetci, denetim
strecinde riayet etmesi gereken normlar ve prosediurler bu standartlarla belirlenmistir.
Dolayisiyla, denetci her bir eyleminde bu kriterlere uygun sekilde davranmali ve belirlenen
standartlar dahilinde kalinmas1 i¢in 6zen gostermelidir.

Bagimsiz denetim iizerine genis ve detayl acgiklamalar mevcuttur; ancak en temel tanim

Bagimsiz Denetim Standartlar1 (BDS) 200 kodlu standart altinda yapilmistir. BDS 200°e
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gore, bagimsiz denetimin temel amaci, finansal raporlara olan gliveni artirmaktir. Bu amag,
denetcinin finansal tablolarin ilgili finansal raporlama kurallarina uygunlugu konusunda
yaptig1 degerlendirme ile saglanmaktadir (BDS 200: 4). I¢ kontrol sisteminin bagimsiz
denetgiler tarafindan degerlendirilmesi, isletmenin karsilagabilecegi risklerin efektif bir
sekilde belirlenmesine olanak tanimakta, denetim siirecini kisaltmakta ve bu durum
isletmenin daha az denetim Ucreti 6demesine sebep olabilmektedir. Etkin bir i¢ kontrol
sistemi, denetim risklerini minimize ettigi ifade edilmektedir. Ig: kontrol sisteminin
giicliiliigli, denet¢inin finansal tablolara olan giivenini artirmakta ve denetim riskini onemli
olgiide diisiirmektedir. I¢ kontrol sisteminin incelenmesi, genel denetim siirecindeki
potansiyel riskleri azaltma ve denetim riskini yonetilebilir bir diizeyde tutma hedefine hizmet
etmektedir. Yiiksek denetim riski ile dogru ve giivenilir bir denetim goriisii arasinda negatif
bir iligski bulunmaktadir (Aksoy, 2005; Giiredin, 2010).

Denetim standartlar1 cercevesinde belirtildigi tizere, denetci isletmenin i¢ kontrol yapisini
inceleyerek hem etkinlik hem de verimlilik acisindan degerlendirmekte ve bu slrecte
isletmenin genel faaliyetleri hakkinda bilgi edinmektedir. I¢ kontrol sistemi iizerinde yapilan
degerlendirmeler, denet¢inin 6rneklem kullanarak gerceklestirdigi denetimlerdeki izlenimler
gibi, tiim denetim siirecini etkilemektedir. Isletmenin varliklarin1 koruma, dogru bilgi
toplama ve etkin raporlama gorevlerini yerine getiren i¢ kontrol yapisinin denetimi, denetim
stirecini  hizlandirmakta ve denetim gorisliniin sekillendirilmesine olumlu bir etki
yapmaktadir. i¢ kontrol yapismin denetimi sirasinda elde edilen pozitif izlenimler, isletmenin
finansal raporlarinda ve genel faaliyetlerinde yapisal problemlerin bulunmadigi yoniinde
onemli ¢ikarimlar saglamaktadir (Karakaya, 2020).

Isletmenin sahipleri ve diger ilgili taraflar, isletmeyi énemli hatalar ve dolandiricilik
faaliyetlerinden korumak i¢in tasarlanmis i¢ kontrol sistemlerinin verimliligine dair gliven
duygusunu pekistirmek adina, yonetimden detayl agiklamalar ve bagimsiz disg denet¢ilerden
finansal tablolar {izerinde yapilan denetimlerle ilgili ek dogrulamalar talep etmektedirler.
Etkili ve verimli bir igletme yonetimi saglamak i¢in, sirasiyla, giiclii bir i¢ kontrol sistemi, bu
sistemi denetleyecek yetkin bir i¢ denetim mekanizmasi ve bunu destekleyecek saglam bir
kurumsal yonetim yapisinin bulunmasi zorunludur. Bagimsiz denetgiler, i¢ kontrol sistemini

degerlendirmek i¢in bagvurduklar1 denetim tekniklerinin yapisini ve genisligini isletmenin
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biiyiikliigiine, i¢ kontrol sisteminin yapisal karmasikligina, isletme politikalarma ve
muhtemel hata veya yolsuzluklarin kritikligine gore ayarlamaktadirlar (Tungay, 2011: 99;
Kepekei, 2004: 10; Taredi vd. 2015: 56).

Bagimsiz denetgilerin sirketlerdeki asil rolii, i¢ kontrol yapisini yeniden tasarlamak degil,
mevcut yapiyl detayli bir sekilde inceleyip giivenilirligini degerlendirmek ve varsa
eksiklikleri yonetimle paylagmaktir. Bu iletisim i¢cin dngdriilen BDS 265 standardi, denetim
stireci boyunca yapilacak bildirimlerle ilgili esaslar1 tanimlamaktadir. BDS 265, denet¢inin,
denetim esnasinda fark ettigi ve profesyonel degerlendirmesi sonucunda yoneticilerin ve
yonetim kurulunun bilgisine sunulmasi gereken 6nemli i¢ kontrol eksikliklerini belirlemeyi
hedeflemektedir (BDS 265:1). Dolayisiyla, denetgiler, i¢ kontrol sistemi {izerindeki
denetimlerini, yalnizca belirli bulgular1 raporlamakla smirli tutmak yerine, yonetimden bu
eksikliklerin dizeltilmesini talep edebilmektedirler ve boylece ayri bir denetim goriisiine
ihtiya¢ duyulmamaktadir. Ancak, denetci i¢ kontrol incelemesi sonucunda elde ettigi bilgileri
kullanarak, denetim stratejisini sekillendirecek kontrol riski seviyesini de belirlemis
olmaktadir. Isletmenin 6zgiin durumuna gére tammlanan kontrol riskleri, denetimin
kapsamini, siiresini ve drneklem boyutunu belirleme siirecine temel teskil etmekte ve bu,
etkin bir denetim yapisin1 kurmak i¢in zorunlu bir unsur olarak goriilmektedir (Karakaya,
2020).

Bagimsiz denetgiler, i¢ kontrol sistemlerini kullanmadan 6nce bu sistemleri kapsamli bir
sekilde anlamalidir. I¢ kontrol sisteminin tanimlanmasi ve degerlendirilmesi esas itibariyle
birbirine bagl siire¢lerdir. Tanimlama siirecinde toplanan bilgiler, daha 6nce belirtilen
metotlarla dokiimantasyona tabi tutulduktan sonra kontrol riski hesaplanmaktadir. I¢ kontrol
sisteminin degerlendirilmesinin dort evreden meydana geldigi ifade edilmektedir (Balci,
2021: 56):

a) Sistemin tanitilmast,
b) Degerlendirilmesi,
¢) Uygulamada etkinliginin test edilmesi ve
d) Sistemin final degerlendirmesi seklindedir.
I¢ kontrol sisteminin degerlendirilmesine katkida bulunacak bilgi kaynaklar1 ise su sekilde

siralanmaktadir (Kaya, 2020: 153-154):
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Vi.

Vii.

Gorev tanimlamalari,

Isletme liderleri tarafindan duyurulan yonergeler ve yonetmelikler,
Isletmenin organizasyon yapis1,

Isletme ¢alisanlariyla yapilan miilakatlar,

I¢ kontrol sistemindeki potansiyel zayifliklarmn saptanmasi,

I¢ kontrol zayifliklarinin tespitine dair resmf belgeler.

Isletmenin hesap diizeni ve muhasebe yonetimi,

Son olarak, i¢ kontrol sisteminin bagimsiz denetimle olan etkilesiminde risk

degerlendirme siirecindeki hususlar asagidaki faktorlerle ele alinmaktadir (Tez, 2020):

I¢ Denetim Siirecinin Kullanimi: I¢ denetim siirecine basvurulmasi, kurumsal yap1
icerisindeki denetim faaliyetlerinin etkin bir sekilde kullanilmasin1 ifade eder. Bu
slire¢, organizasyonun ¢esitli birimleri tarafindan gerceklestirilen i¢ denetimlerin,
genel isleyisin saglikli bir bigimde siirdiiriilmesi i¢in temel bir arag olarak dnem
tasir.

Yonetim Kademesiyle Iletisim Kurulmasi: Yénetici ve iist diizey yoneticilerle
etkili bir iletisim kurulmasi, kurum i¢i koordinasyonun saglanmasinda kritik bir
role sahiptir. Bu iletisim, kurumun stratejik hedeflerine uygun olarak i¢ ve dis
paydaslar arasinda bilgi akisiin optimize edilmesini destekler.

I¢c Kontrol Yapisinin incelenmesi: Kurumun i¢ kontrol mekanizmalarmmn siirekli
bir bi¢imde degerlendirilmesi, risk yonetimi stratejilerinin etkinligini artirma ve
potansiyel zafiyetleri proaktif bir yaklasimla adresleme imkani1 verir. Bu inceleme,
ayni zamanda i¢ kontrol sistemlerinin kurumsal gereksinimlere uygun olarak
diizenlenmesini saglar.

Ust Yoénetimin I¢ Kontrollerdeki Yiikiimliiliikkleri: Ust yonetim, i¢ kontrol
sistemlerinin kurum genelinde basariyla uygulanmasi i¢in temel sorumluluklari
ustlenir. Bu yukumlultikler, sistemin tim seviyelerde entegre edilmesini ve
islevselliginin siirekli olarak gézden gegirilmesini kapsar.

Onemli Yanlislik Risklerinin Analizi: Onemli yanhshk risklerinin detayli bir

sekilde analiz edilmesi, finansal ve operasyonel siireclerdeki potansiyel hatalarin

105



Onlenmesi i¢in elzemdir. Bu analiz, risk yonetimi stratejilerinin gelistirilmesinde
onemli bir temel teskil eder.

vi. Hile Risklerine Karsi Degerlendirme: Hile risklerinin degerlendirilmesi,
organizasyonun sahtecilik gibi dolandiricilik eylemlerine karsi korunmasinda
Oonemli bir savunma hattt olusturur. Bu siireg, siipheli aktivitelerin erken bir
asamada tespit edilmesi ve gerekli onlemlerin zamaninda alinmasi igin kritik

Oneme sahiptir.

3.7.2. i¢ denetim ve Bagimsiz Denetim Arasindaki Etkilesim

Kurumsal yonetim pratiklerine olan ilginin giin gectikce artmasi, i¢ ve dis denetim
fonksiyonlarmin kritikligini daha da o©n plana c¢ikarmaktadir. Piyasada rekabetin
yogunlagmasi ve sirketlerin maliyet kesintisi yapma zorunlulugu, tiim organizasyonlarin
operasyonlarint goézden gec¢irmelerine neden olmakta, bu siire¢ i¢ denetim birimlerini
stratejik yeniden yapilandirmalara itmektedir. Dis denetgilerin, subjektif olmaktan ziyade
objektif gorevleri yerine getirirken i¢c denetim faaliyetlerine olan giivenleri artmakta, bu
durum yapisal risklerin varligiyla birlikte giiglenmektedir (Akcakanat, 2021).

I¢ ve dis denetim arasinda etkili bir bilgi alisverisi, denetim siireclerinin sirkete olan
katkisin1 maksimize etmenin baslangi¢ noktalarindan biridir. Ayni1 zamanda, her iki denetim
mekanizmasinin agik¢a tanimlanmis simirlar icinde bagimsiz ve tarafsiz bir sekilde faaliyet
gostermesi biiyiik bir 6nem arz etmektedir. Teknik olarak, dis denetgiler i¢ denetimden elde
edilen bulgular1 ve raporlar1 kullanarak sirketin mevcut hatalari, hileleri, sapmalar1 ve risk
diizeyleri hakkinda bilgilendirme yapmalar1 beklenir. Bununla birlikte, dis denetgilerin bu
bilgilere olan glvenleri kesinlik icermemeli ve i¢ denetim destegi makul sinirlar dahilinde
olmalidir. Uluslararasi Denetim Standardi 610, her iki denetim tiirii arasindaki i birligi ve
giiven sinirlarini genel hatlartyla agiklamaktadir. Standarda gore, bagimsiz denetciler i¢
denetim c¢aligmalarini kullanmay1 tercih etseler dahi, bagimsiz denetim ylikiimliiliikleri
tamamen kendilerine ait oldugu vurgulanmaktadir (CIIA, 2020).

Denetim performansi ve niteligini artiran 6nemli faktorlerden biri, i¢ denetciler ile dis
denetciler arasindaki is birligi ve giiven iliskisidir. Dis denet¢inin, i¢ denetcinin yliriittiigii

denetim islemlerini kullanmasi, pasif bir is birligini; dis denet¢inin, i¢ denet¢iyle birlikte,
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kendi planlama ve gdzetiminde c¢alismasi ise aktif bir is birligini temsil ettigi ifade
edilmektedir. I¢ ve dis denetciler arasinda saglanan bu koordinasyon, etkin denetimler
yapilmasma ve sonug¢ olarak organizasyonlara Onemli faydalar saglamasina olanak
tamimaktadir. Is birligi genel olarak kaliteyi yiikseltmekte, gereksiz tekrarlar1 minimize
etmekte, planlama siireclerine katkida bulunmakta ve maliyet tasarrufu saglamaktadir. Dig
denetgilerin, i¢ denetim bilgilerine tam giivendigi durumlar, kaynaklarin daha etkin
kullanmildigin1 gostermekte ve bu, genis c¢apta kabul goren bir gergek olarak ortaya
cikmaktadir. Bazi ¢caligmalar, uygun is birliginin denetimleri daha verimli, ekonomik ve etkili
kildigimi, ayrica yiiksek kaliteli kamu hizmeti sunumunda yonetimi destekledigini
belirtmektedir (Ozer vd., 2018; Bozkurt, 2018: 39-40)

Bagimsiz denetgiler, i¢ denetcilerden alinan bilgileri kullanmadan 6nce, bu bilgilerin
giivenilirligini ve kaynagini sik1 bir sekilde degerlendirmektedir. Bu kapsamda, bagimsiz
denetcilerin, i¢ denetim birimlerinin profesyonel standartlara uygunlugunu, denetim
planlarmin kapsamini, kayit erisim imkanlarini ve olas1 smirlamalar1 dikkatlice incelemesi
gerekmektedir. I¢ denetci ile dis denetcinin uyumlu calismasi, finansal raporlamalarin
denetimini daha etkin bir bigimde gergeklestirmelerine ve i¢ kontrol sistemlerine katki
saglamalarina yardimci olmaktadir (Tuan, 2015). Aktif ig birligi yapabilmek i¢in bagimsiz
denet¢inin asagidaki 6zellikleri degerlendirmesi dnerilmektedir (Bozkurt, 2018: 63):

i.  Ic denet¢inin ¢alismalarmin kalitesi ve gegerliligi.
ii.  I¢ denetginin mesleki tecriibesi ve yetkinligi,
iii.  I¢ denetcinin objektifligi,

Eger i¢ denetgiler, kurumun i¢ kontrol yapisini dis denetgilere net ve anlasilir bir sekilde
iletebilirse, denetim tekniklerinin uygulanabilirligi artirilabilir konuma gelmektedir. Bu
durum, genel olarak kurumun biitgesinde tasarruf saglanmasina, denetim Ucretlerinde
revizyon yapilmasma ve maliyetlerin yeniden degerlendirilmesine olanak tanimaktadir
(Suwaidan & Qasim, 2010). Ote yandan, Saidin (2014) tarafindan yapilan bir arastirma,
Ingiltere’nin  yerel yonetimlerinde dis denetcilerin i¢ denetim faaliyetlerine olan
giivenlerinin, dis denetim {icretleri veya dig denetim faaliyetleri tizerinde herhangi bir pozitif
etki yaratmadigini; aksine, bu konuda olumsuz bir algiya sahip olduklarini ortaya koymustur.

I¢ ve dis denetgiler arasindaki iliskiler, SAS (Supersedes Statement on Auditing Standards)
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9 standardinda detayli bir sekilde incelenmistir. Bu standart, dis denet¢ilerin i¢ denetgilere
olan guven seviyelerini belirlemeden Once, i¢ denetgilerin yeterlilikleri, objektiflikleri ve
performanslar1 ile ilgili degerlendirmeler yapilmasinin Onemini vurgulamaktadir

(Akgakanat, 2021).

3.7.3. i¢ kontrol ve I¢ denetimin Bagimsiz Denetim Uzerindeki Etkileri

Bagimsiz denetim ve i¢ denetim siiregleri arasindaki kesisimler, bu iki fonksiyonun
entegre bir sekilde incelenmesi sonucunda elde edilen bulgulari ortaya koymaktadir. I¢
denetimler, ozellikle finansal raporlamalarin dogrulugunu artrma amaci giitmekte ve bu
stirecte i¢ kontrol sistemlerinin optimizasyonu biiyiik 6nem tasimaktadir (Durak, 2020; 276).
UDS analizi, i¢ kontrol ve i¢ denetim faaliyetlerinin bagimsiz denetimlerle nasil etkilesim
icinde oldugunu asagidaki noktalarla agiklamaktadir (Balci, 2021: 92):

I.  Bagmmsiz denetgiler, denetim esnasinda karsilastiklar1 onemli i¢ kontrol
eksikliklerini yonetimle yazili olarak paylasmali ve bu eksikliklerin giderilmesi
icin aktif rol almahidir (ISA 265).

ii.  Bagmmsiz denet¢i, denetim riskini degerlendirirken, kurumun i¢ kontrol ve denetim
sistemleri hakkinda detayli bilgilere sahip olmali, bu sistemlerin finansal
raporlamalar (izerindeki etkisini test ederek risk degerlendirmesi yapmalidir (ISA
315).

iii.  Etkin i¢ kontrol ve denetim sistemlerine sahip isletmelerde bagimsiz denetgiler, i¢
denetim faaliyetlerinden yararlanabilirler (ISA 610).

Bagimsiz denetim ile i¢ denetim islemlerinin biitiinlesmesi gereken 6nemli alanlardan biri
de, bagimsiz denetcilerin, denetimini yaptiklar1 kurumlarin i¢ kontrol ve denetim
sistemlerinin finansal raporlamadaki etkinligi izerine degerlendirmeler yapmasidir. Amerika
Birlesik Devletleri’nde, Public Company Accounting Oversight Board (PCOAB) tarafindan,
halka acik sirket denetgilerinin, sirketlerin i¢ kontrol sistemlerinin finansal raporlama
iizerindeki etkisini denetlemeleri ve bu konuda raporlarinda agikg¢a goriis belirtmeleri zorunlu
hale getirilmistir. PCOAB tarafindan yayimlanan Denetim Standartlar1 No.5, bagimsiz

denet¢inin i¢ kontrol sistemlerini degerlendirirken finansal raporlama iizerindeki etkinlik
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hakkinda fikir yiirlitmesini amaglamaktadir. Eger bir sirketin i¢ kontroliinde bir veya daha
fazla ciddi zayiflik bulunuyorsa, bu durum bagimsiz denet¢inin denetim sirasinda saglam
temellere dayanarak glivence vermesini engelleyebilmektedir. Bu nedenle, denetci, denetimi
planlarken ve yiiriitiirken yeterli kanit toplamali, finansal tablolarin yanlis beyan icermemesi
gerekmektedir. Ancak, yonetim tarafindan yapilan degerlendirmede, denetim tarihi itibariyla
ic kontrolde zayifliklar saptanmigsa, bu durumun finansal raporlart olumsuz yonde
etkileyebilecegi goz 6niinde bulunarak bagimsiz denet¢inin bu bulgulara dayanarak dikkatli
olmasi gerektigi vurgulanmaktadir (Balci, 2021: 92).

I¢ kontrol sisteminin, i¢ denetim ve bagimsiz denetim iizerindeki etkilesim aktif ve pasif
iletisim olarak ele alinmaktadir. Aktif is birligi cercevesinde, bagimsiz denet¢i denetim
planini olustururken, i¢ denetim ekibinin izlemesi gereken stratejiyi de belirleyebilmektedir.
Bu planlama ile, i¢ denet¢inin gergeklestirdigi incelemelerin niteligi ve kapsami
diizenlenerek, her iki denetim ekibinin ¢alismalarmin tekrarlanmasi minimize
edilebilmektedir. Sonug olarak, bagimsiz denetci, isletmede daha kisa siirede daha maliyet —
etkin bir denetim gerceklestirirken, i¢ denetgiler de bagimsiz denet¢inin Onerilerinden
faydalanmaktadir. Pasif is birligi modeline gore, isletmenin i¢ kontrol ve denetim
streglerinin verimliligini degerlendirirken bagimsiz denetgi, isletmedeki kayitlara ve ig
denetim faaliyetlerine dayanarak genis bir denetim kapsami olusturmayabilir. Bu yaklasim,
denetim siireclerinde hem zaman hem de maliyetten tasarruf saglar. Bu ¢ercevede, bagimsiz
denet¢i denetim planlamasi yaparken i¢ denetim raporlarmi dikkate almaktadir. Pasif is
birligi altinda vyiiriitiilen i¢ denetimler, potansiyel hata risklerine gore iki kategoriye
ayrilmaktadir. Birincisi, diisiik hata riskine sahip i¢ denetimlerde bagimsiz denet¢inin
onemsemedigi ve genellikle muhasebe siireclerinde fiziksel kontrollerin yapildigi rutin hesap
denetimlerini icermektedir. Bagimsiz denet¢i, bu tiir denetimlerde i¢ denet¢inin sonuglarin
dogrudan kullanabilmektedir. Pesin Odenmis giderler bu tiir islemlere ©6rnek olarak
gosterilmektedir. Ikincisi, yiiksek hata riskine sahip i¢ denetimler, bagimsiz denet¢i igin
yiilksek Oneme sahiptir ve i¢ denetim sonuglar1 bagimsiz denetci tarafindan kendi
incelemeleriyle birlikte degerlendirilmektedir. Bagimsiz denet¢i, i¢ denetginin raporlarini

orneklemelerle test etmekte, gerektiginde bazi islemleri tekrarlamakta ve karsilastirmalar
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yapmaktadir. Eger sonuglar bagimsiz denetgiyi tatmin ederse i¢ denetim bulgularina giivenir,

aksi takdirde kendi bulgularina dayanarak denetimi surdirur (Balci, 2021: 92).
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BOLUM 4. DENETIM 4.0 VE YAPAY ZEKANIN
DENETIM MEKANIZMALARI UZERINDEKI ONEMIi
VE ETKILERI

Endlstri 4.0’m devrim niteligindeki yenilikleri, sadece {iiretim siireglerini degil, is
diinyasmin bir¢ok alanmi kokli bir sekilde doniistiirmiistiir ve bu doniisiimiin en 6nemli
yansimalarindan biri de denetim alaninda gergeklesmistir. Endiistri 4.0’ 1n sagladig ileri
teknolojilerin denetim siireclerine entegre edilmesiyle ortaya ¢ikan Denetim 4.0 kavrama,
dijital doniisiimiin denetim profesyonellerinin ¢alisma sekillerini nasil  yeniden
sekillendirdiginin bir gostergesidir. Denetim 4.0, biliyiik veri, bulut bilisim, nesnelerin
interneti ve diger ileri teknolojilerin denetim faaliyetlerine dahil edilmesi sayesinde, denetim
streclerinin kapsamini genisletmekte, analiz yeteneklerini artirmakta ve denetim kalitesini
tyilestirmektedir. Bu doniisiim, denetim siireglerinde zaman ve mekan kisitlamalarinin
asilmasini, veri analizi kapasitesinin énemli Olgiide artirilmasmi ve dolayisiyla finansal
raporlamadaki giivenilirligin yiikseltilmesini miimkiin kilmaktadir (Erdogan, 2019).

Denetim 4.0’in getirdigi bu yeniliklerin arasinda, yapay zekanin 6nemi 6zellikle dikkat
cekicidir. Yapay zeka teknolojileri, denetim siire¢lerinde veri analizi, desen tanima ve
tahminleme yeteneklerini olaganiistii bir diizeye tasiyarak, denetim faaliyetlerinin daha etkin
ve verimli hale gelmesini saglamaktadir. Yapay zeka destekli sistemler, finansal tablolar ve
islem kayitlar1 tizerindeki analizlerde insan denetgilerin gozden kagirabilecegi anormallikleri
tespit edebilir, dolandiricilik riskinin azaltilmasina ve finansal raporlamada dogrulugun
artirilmasina katkida bulunabilir. Ayrica, yapay zeka, biiyiik veri setlerini hizla isleyerek
karmasik finansal iliskiler arasindaki gizli baglantilar1 ortaya ¢ikarabilir ve denetgilere daha
derinlemesine analiz yapma imkani sunar. Sonug olarak, Endiistri 4.0’ temelleri iizerine
insa edilen Denetim 4.0 ve yapay zekd, denetim siireclerini koklii bir sekilde doniistirmekte
ve isletmelerin risk yOnetimini daha etkin bir sekilde gerceklestirmelerine olanak

tanimaktadir (Akbas ve Carike¢i, 2022; Yildiz ve Agdeniz, 2019:160).
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4.1. DiJITAL CAGDA DENETIM: ENDUSTRI 4.0 ve DENETIM 4.0

Bu bolimde, denetimin tarih boyunca gelisim siireci, giincel iretim sistemlerinden
hareketle Endiistri 4.0 kavramindan Denetim 4.0’a gegis ve 6zellikle Denetim 4.0°1n kavram

ve ilkeleri ile teknolojik gelismeler acisindan 6nemi tartisiimaktadir.

4.1.2. Giincel Uretim Sistemleri ve Endiistri 4.0

Uretim siireclerinde teknolojik ¢oziimlerin yogun kullanimiyla gerceklesen evrim,
tiriinlerin daha hizli, kusursuz ve ileri diizeyde tiretilmesine imkan tanimaktadir. Endiistri 4.0,
modern otomasyon sistemleri, veri degisimi ve imalat teknolojilerini kapsayan genis bir
kavram olarak tanimlanmaktadir. Bu devrimsel sire¢ Siber-Fiziksel Sistemler (CPS),
Nesnelerin Interneti (IoT) ve Hizmetlerin Interneti (IoS) gibi unsurlar1 iceren bir degerler
toplulugundan meydana gelmektedir. Bu yapisal cerceve, “akilli fabrika” kavramimin
temellerini atmaktadwr ve {retim alaninda her bir verinin toplanip etkin bir sekilde
izlenmesini ve analiz edilmesini saglayarak, daha verimli i modellerinin ortaya ¢ikmasina
olanak tanimaktadir. Endiistri 4.0’ getirdigi akilli fabrikalarin modiiler yapisi, fiziksel
islemlerin siber-fiziksel sistemler araciligiyla izlenmesini, fiziksel diinyanmn sanal bir
kopyasmin olusturulmasini  ve merkezi olmayan (6zerk) kararlarin  alinmasini
hedeflemektedir. Nesnelerin Interneti sayesinde, siber-fiziksel sistemler birbirleriyle ve
insanlarla gercek zamanli olarak iletisim kurup koordineli sekilde calisabilmektedir.
Hizmetlerin Interneti aracilig1yla sunulan hem i¢sel hem de organizasyonlar aras1 hizmetler,
deger zincirindeki kullanicilar tarafindan degerlendirilmektedir. Dolayisiyla, 4. Endiistri
Devrimi sadece otomasyon alanindaki 6nemli bir ilerlemenin 6tesinde, karar alma siireglerini
ve zekice izleme siireclerini de kapsayan genis c¢apli bir doniisiimii ifade etmektedir
(Erdogan, 2019).

Sanayide buhar giiciiniin ve demiryolu sistemlerinin genis ¢apta kullanilmaya
baslanmasiyla birlikte, Birinci Sanayi Devrimi meydana gelmis ve bu doneme Endiistri 1.0
ad1 verilmistir. Elektrigin iiretim siireglerine entegrasyonu ve montaj hatlarinin elektrikle
calistirilmasiyla ikinci Sanayi Devrimi ortaya ¢ikmustir, bu devrimde en dikkat cekKici

gelisme, Ford Motor sirketinin otomobil iiretiminde seri liretime gecis yapmasi olmustur
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(Egilmez, 2018: 266). Bilgisayarlarin yayginlagsmasi ve internet kullanimmin artis1 ile birlikte
iletisim olanaklarmin genislemesi, otomasyona dayali tiretim sistemlerinin karakteristik
oldugu Endiistri 3.0 donemini baglatmaktadir. Endiistri 4.0 ise, teknolojinin kullaniminin
maksimize edildigi, sistemlerin birbiriyle entegre bir sekilde calistigi bir donemi isaret
etmektedir ve teknolojinin sanayiden daha hizli gelistigi bir donem olarak 6ne ¢ikmaktadir

(Banger, 2018: 24).

Endustri 2.0.
1870'i Yillar
Kitlesel Gretim ve is
Boltmleri

Endustri 1.0.
1780'h Yillar
Su ile Buhar Gucu Etkisi

Endustri 4.0.
2000 Yillar

Siber ve Fiziksel
Sistemler

Endustri 3.0.
1970'l Yillar
Bilgisayar ve otomasyon

Sekil 4.1 Endiistri 4.0 Evrimi (Y1ldiz ve Agdeniz, 2019:161)

Endiistri 4.0, asagida detaylandirilan {i¢ ana 6zelligiyle tanimlanmaktadir (Firat ve Frrat,
2017: 213):
a) Hiz: Bu durum, devrimin dogrusal olmayan, iistel bir hizla ilerledigi bir 6zelliktir ve
stirekli olarak daha yeni ve daha gelismis teknolojilerin {iretildigi ¢ok yonlil kiiresel
bir diinyayla iligkilidir.

b) Genislik ve Derinlik: Bu durum, devrimin dijital teknolojilerin altyapisi iizerine insa

edildigi ve is diinyas1 ile toplumun diger alanlarinda, bireylerde benzeri goriilmemis
paradigmalart ilerlettigi bir 6zelliktir ve bu donem, kusaklar arasi farklarin daha

belirgin oldugu bir dénemdir.
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c) Sistem Etkisi: Bu durum ise, Endistri 4.0’1n tiim yonetim ve bilisim sistemlerinin yani
sira, her seyin her seyle baglantili olabilecegi bir ag sistemi iizerinden gelisirken,

diinya genelindeki tiim sistemlerin biitiinlesik bir doniistimiinii kapsadig: bir 6zelliktir.

Tablo 4.1 Endistri 4.0’in Temel ilkeleri

Endustri 4.0 Endiistri 4.0 Temel ilkeleri
Unsurlan
Calisabilirlik Insanlarn, makinelerin ve cihazlarin birbirleriyle haberlesebilmesi ve

(Interoperability)

koordinasyon iginde c¢aligabilmesidir. Bu prensibin

trafik

uygulama

alanlarindan biri, gelecekte araglarin ve sinyalizasyon
sistemlerinin birbirleriyle iletisim kurarak daha akilli trafik yonetimi

saglamasidir.

Sanal Gergeklestirme

(Virtualisation):

Fiziksel varliklarin dijital ortamda temsili ve bu sayede olusturulan sanal
diinyanin “ayna diinya” (Mirror World) olarak adlandirilmasidir. Bu
sayede, is siireclerinin seffafligi artirilarak, potansiyel aksakliklara

aninda miidahale edilmesi saglanir.

Merkezi Olmayan
Yonetim

(Decentralization)

Kurumsal bilgi sistemlerinin bulut bilisim ve sanal makinelerle daha
entegre hale gelmesi beklenmektedir. Bu da, akilli sistemlerin miisteri
taleplerine daha cabuk ve etkin bir sekilde yanit verebilmesi i¢in kendi
kendine karar alma kapasitesinin artmasi anlamma gelir. Bu, endstri

4.0°da, akill1 fabrikalarm ve makinelerin otonomi kazanmasidir.

Gergek Zamanli
Yetenek (Real Time

Capability)

Endiistri 4.0 i¢indeki tiim {iretim faaliyetlerinin ger¢cek zamanl
izlenmesi, bOylece sistem hatalarinin tespiti, gerekli ayarlamalarin

yapilmasi ve hizli karar alinabilmesi saglanir.

Hizmet Yonelimlilik

(Service Orientation)

Internet iizerinden saglanan hizmetlerin (Internet of Services - 10S)

iiretim hatti, montaj hatti, depolama gibi alanlarda sunulmasidir.

Modiilerlik
(Modularity):

Stirekli degisen dis kosullara ve ihtiyaclara hizli bir sekilde adapte
olabilmek i¢in modiiler sistemlerin 6nemi biiyiiktiir. Bu, miisteri
taleplerinin degisikligine ve mevsimsel dalgalanmalara gore iiretimin

daha esnek hale gelmesini saglar.

Kaynak: Dai ve Vasarhelyi, (2016); Yildiz ve Agdeniz, (2019:160).
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Endustri 4.0’1n basariyla hayata gecirilebilmesi, belirli teknolojik yeniliklerin varligina
baghdir ve bu yenilikler, Endiistri 4.0’ temel unsurlar1 olarak kabul edilmektedir. Bu

unsurlar, agagida Sekil 4.2°de gosterilmistir.

3 Boyutlu Akilli

Yazicilar Robotlar

Bulut Endiistri Arttirilmig

Teknolojisi 4.0. Gergeklik

Nesnelerin

interneti

Bliylik Data

ve Analizi

Sekil 4.2 Endiistri 4.0 Temel Unsurlar1 (Yildiz ve Agdeniz, 2019)

Sekil 4.3’te sunulan bu teknolojiler, tiim is birimlerinin birbirleriyle etkilesim i¢inde
calismalarma imkan tamimaktadir. Ayn1 zamanda, bu teknolojiler giiniimiizde denetim
meslegindeki doniisiimlerde de kritik roller oynamaktadr. Ilerleyen bdliimlerde, Endiistri 4.0
kapsamindaki denetimdeki doniisiimler, Denetimin Evrimsel boyutlar1 ve Denetim 4.0

basligi altinda incelenecektir.

4.1.1. Denetimin Evrimsel boyutlar: ve Denetim 4.0

Yiizyillar boyunca yasanan sanayi devrimleri, isletmelerin is siireclerinde derin

degisikliklere neden olmustur, bu siireclerde muhasebe bilimi, finansal verilerin islenip
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analiz edilerek bilgiye doniistiirlilmesinde kritik bir rol listlenmistir. Endiistri 4.0 ile birlikte
biiyiik veri liretiminin artmasi, isletmelerde bilgi hacminin geniglemesiyle, yararl bilgilere
erisimin zorlasmasi sonucunu dogurmustur. Bu gelismeler, muhasebe bilgi sistemlerinin
dijitallesmesiyle c¢alisan ihtiyacinin azalmasma yol agmistir, bu durum Endistri 4.0
devriminin muhasebe sistemleri tizerindeki etkisinin biiyiik oldugunu gdstermektedir (Gonen
ve Rasgen, 2019: 2899-2900).

Bilgi teknolojilerindeki ilerlemeler, denetim meslegini de biiyiik 6l¢iide doniistiirmiistiir;
teknolojik araglarm kullanimi, denetim siireclerinin otomasyonunu zorunlu kilmistir. Miisteri
ihtiya¢ ve beklentilerini degerlendirebilmek adma denetgilerin biitiinlesik bir bakis agis1
gelistirmeleri gerekmektedir. Bulut denetim yapilari, veri madenciligi, Oriintli tanima ve
yapay zeka gibi uygulamalar, denetim meslegindeki bu doniisiim sayesinde, denetgilerin
odak noktalarmi kritik ve riskli alanlara kaydirmalarina imkan tanimaktadir. Mali siiregler ve
finansal raporlamada bilisim teknolojilerinin yaygimlasmasi, isletme faaliyetlerinin dijital
ortamda gerceklestirilmesini gerektirmistir. XARL, XML, XBRL, gibi araclarin kullanimi,
finansal bilgilerin hizl1 bir sekilde sunulmasini saglamis, geleneksel denetimin sinirlarini
biiyiik 6l¢iide ortadan kaldirmistir. Giiniimiizde, hem mali hem de mali olmayan verilerin
otomatiklestirilmesi, muhasebe sistemlerinin dijital araglarla anlik incelenmesine,
organizasyon i¢i kontrol sistemlerinin etkinligine dair kesintisiz bir giivence saglanmasina
imkéan veren siirekli denetim anlayisi, Endistri 4,0’in 6nemli bir pargas: haline gelmistir
(Sercemeli, 2019: 21).

Bagimsiz denetimde, Ozellikle veri analizi yontemleri artik yaygin bir sekilde
kullanilmaktadir, denetgilerin manuel olarak gerceklestirdigi veri toplama, analiz ve sonug
iiretme islemleri glinlimiizde bilgisayar ve veri analiz araglar1 yardimiyla otomatize edilmistir

(Olekli ve Erman, 2016: 52).
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Denetim 2.0:

Denetim 1.0:

BT Denetimi

Araglari: 4 Denetim Araclari: Elektronik
Tablolastirma ve Bilgisayar
Tabanli Denetim

Manuel olarak Denetim ve

Kalem ve Hesap Makineleri

Denetim 4.0:

Denetim 3.0: Yenilik¢i ve Otomasyon

Blyuk Veri Analitigi ve Temelli Denetim

Denetim Araglari: Analitik Denetim Araclari: Sensorler,
Uygulamalar Nesnelerin interneti ve
Drone Teknigi

Sekil 4.3 Denetim 4.0 Evrimi (Dai ve Vasarhelyi, 2016; Erdogan, 2019; Yildiz ve
Agdeniz, 2019:161)

Denetim meslegi, zaman igerisinde Onemli doniisiimlerden gec¢mistir, bu siirecte
geleneksel yontemlerden teknoloji odakli yaklagimlara evrilmistir. Denetim 1.0 ddénemi,
giinimiiz teknikleriyle kiyaslandiginda daha ¢ok geleneksel araclarin tercih edildigi bir
zamani ifade etmektedir. Denetim 2.0 evresinde, bilgi teknolojilerinin denetim streclerindeki
rolii On plana ¢ikmis, veri ¢esitliliginin artmasiyla birlikte denetim metodolojileri de gelisim
gostermistir. Denetim 3.0 olarak isimlendirilen donemde, istatistiksel yontemlerin yani sira
biliylik veri analizleri de denetim siireclerine dahil olmustur. Bilgi teknolojilerinin
yayginlagmasiyla birlikte yasanan bu ilerlemeler, Denetim 4.0 donemine ge¢is yapilmasina
olanak tanimis ve bu donemde yenilik¢i, otomasyon temelli bir denetim anlayisi hizla gelisim
gostermektedir (Karapmar, 2021). Denetim 4.0, Endustri 4.0’ ¢i1gir agan teknolojilerinden
yararlanarak, isletmelerin finansal ve finansal olmayan verilerini, denetimle ilgili diger
bilgileri Endiistri 4.0 ¢ergevesinde toplayip analiz eden bir yaklagimi temsil etmektedir. Bu
yaklasim, kurumun ilgili tiim taraflarindan gelen verilerin ger¢cek zamanh olarak
entegrasyonunu saglamakta, blyuk veri analizi ve yapay zekd gibi ileri teknolojiler
araciligiyla bu verilerin analiz edilmesini miimkiin kilmakta ve boylece denetim siire¢lerinin

optimizasyonunu ger¢eklestirmektedir (Erdogan, 2019).
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Denetim 4.0, denetcilerin yakin mesafedeki bir ag iizerinden gercek zamanli bilgi
erisimine olanak taniyan bir yontem olarak ©ne ¢ikmaktadir. Bu siirecte, sirketlerin,
tedarik¢ilerin ve miisteriler gibi dis kuruluslarin verilerinin toplanmasinda sensorler ve
yazilim modiilleri gibi veri toplama araglarindan yararlanilmaktadir. Veri toplama
sonrasinda, iiriin kalitesinin izlenmesi, makine arizalarmin tespiti, maliyetlerin disiiriilmesi
ve karar verme siire¢lerinin hizlandirilmasi amaciyla veri analizi teknikleri kullanilarak
cesitli modeller olusturulmaktadir (Erturan & Ergin, 2018).

Denetim 4.0 yaklasimi, Endiistri 4.0’1n getirdigi teknolojileri temel alarak, kurumlar ve
bunlarla iligkili taraflar tarafindan saglanan mali ve mali olmayan verilerin yani sira
denetimle ilgili verilerin biitiinlesik bir sekilde ele alinmasini hedefleyen bir denetim
metodolojisidir. Bu yaklagimin uygulanmasiyla birlikte, nesnelerin interneti, yapay zeka ve
biiyiik veri gibi ileri teknolojiler, denetim siirecinin temel unsurlar1 haline gelmistir (Sentiirk,

2023).

4.1.4. Denetim 4.0 Teknolojik Altyapisi

Endustri 4.0’1in doniistiirdiigli sektorler arasinda denetim de yer almaktadir. Endiistri 4.0’ la
birlikte, yeni iiretim yontemleri, yenilik¢i is siirecleri, akilli fabrikalar, zeki makineler ve
yapay zeka gibi gesitli konular denetimin odag1 haline gelmektedir. Bu gelismeler, denetim
faaliyetlerinin karmagikligini ve bununla iligkili riskleri artirmaktadir. Bununla birlikte, bu
artan denetim yliikiiniin ve risklerin teknolojinin yardimiyla hafifletilmesi, denetgilerden
beklenen temel hususlardan biridir (Yildiz ve Agdeniz, 2019:159).

Denetim 4.0’in temelini olusturan teknolojik yapisi nesnelerin interneti (Internet
ofThings-10T), Blyuk Data (Big Data) ve Yapay Zeka (Artificial Intelligence) olmak (izere
iic alt baglikta Sekil 4.4’te gdsterilmistir.
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Nesnelerin
Interneti

(Internet
of Things-
loT)

Denetim
4.0

Yapay Zeka

Buyik Data

(Artificial (Big Data)

Intelligence)

Sekil 4.4 Denetim 4.0 Teknolojik Altyapisi (Yildiz ve Agdeniz, 2019)

4.1.4.1. Nesnelerin Interneti (Internet of Things-10T)

Nesnelerin Interneti (IoT) terimi, Ashton tarafindan 1999 yilinda bir sunum sirasinda ilk
kez kullanilmistir (Ashton, 2009). IoT teknolojisinin gelisimine katki saglayan cihazlar
arasinda PC-104, SBC, SoC ve Arduino gibi cihazlarla birlikte, “Raspberry Pi” ad1 verilen
mini bilgisayar 6ne ¢ikmaktadir. Bu cihazlar i¢erisinde, kredi kart1 boyutunda olan ve genis
kullanici kitlesi tarafindan erigilebilen Raspberry Pi, kisisel bilgisayar kapasitesine ulagan
Onemli bir aractir.

Nesnelerin Interneti kavrami, gercek diinyadaki gesitli nesnelerin, bu nesnelere entegre
edilmis veya yanlarinda yer alan sensorler sayesinde kablolu ya da kablosuz aglar araciligtyla
internete baglanabilmesini saglayan bir ag sistemini tanimlar (Banger, 2018: 43).

Internet araciligiyla baglantili hale gelen nesnelerin artan sayisi, denetim siireglerinde
birtakim zorluklar1 da beraberinde getirmektedir. Sayilar1 yiizleri hatta binleri bulan
sensOrlerin her birinin ayr1 ayri izlenmesi, bu sensorlerde meydana gelen degisikliklerin

denetgilerin kullandig1 yazilimlarda giincellemeler yapilmasini zorunlu kilmaktadir.
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Tablo 4.2 Nesnelerin interneti Teknolojik Altyapist

Sirket Unvani Nesnelerin Interneti Teknolojik Altyap:
Amazon (Amazon.com, Inc.) loT Core

Google (Alphabet Inc.) Cloud IoT

Microsoft (Microsoft Corp.) Azure 10T

Kaynak: Yildiz ve Agdeniz, (2019).

Bu sorunlarin iistesinden gelmede son donemlerde yayginlasan sunucusuz bilisim

cOzlimleri (serverless computing) etkin bir rol oynamaktadir. Sunucusuz bilisim, belirli

kosullar gergeklesene dek bulut ortaminda pasif durumda bekleyen, tetiklendiginde ise belirli

gorevleri yerine getiren minik yazilim pargalaridir. Bu minik yazilimlarin ¢alisma ortami ya

da hangi donanimda yer aldig1 gibi detaylarla denetgilerin ilgilenmesi gerekmez; denetgiler

sadece belirli kosullarin ne kadar siklikla test edilecegini ve bu testlerin sonucunda hangi

islemlerin yapilacagini belirlemelidir. Bu baglamda bazi 6rnekler sunlardir (Yildiz ve

Agdeniz, 2019):

Vi.

Belirlenen saatler diginda bir depo kapisi agildiginda, kamera kaydinin ilgili zaman
dilimini belirledigim bir dosyaya aktar,

Calisanlarin is yerinden ya da belirlenen konumdan ayrilmasi durumunda bunu bir
elektronik tabloya kaydet,

Kizgm bir miisteri is yerinden ayrildiginda, ilgili kisiye bir SMS gonder,
Miisterinin sosyal medyada olumsuz bir yorum yapmasi halinde bunu bir
veritabanma ekle,

Satin alinan bir tirlinde hasar tespit edildiginde, {riiniin fotografini satin alma
mudurine e-posta yoluyla ilet,

Belirli bir bolgede yagmur yagdiginda, o bolgeye belirli iirlinlerin sevkiyatini yap

gibi 6rnekler verilebilir.
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4.1.4.2. Buyuk data (big data)

Gegmisteki veri kithigr sorunu giliniimiizde yerini veri bolluguna brakmistir. Bilgi
teknolojilerindeki ilerlemeler, veri miktarinin istel olarak artigina yol agmaktadir. Ayrica,
verinin tiretim hiz1 ve frekansi da ayni oranda yiikselmektedir. Bu durum, giiniimiizde “blyuk
veri” olarak adlandirilan bir olguyu ortaya ¢ikarmistir. Denetim 4.0 kapsaminda kullanilan
veri turli de biyuk veridir, zira bu yaklasimla isletmelerde meydana gelen tiim finansal ve
finansal olmayan islemlerin gergek zamanli denetimi miimkiindiir. Denetim 4.0’da
kullanilacak biiyiik veri, yalnizca isletme i¢inde iiretilen verileri degil, isletme disindan
saglanan verileri de icermektedir. Ornegin, araglarin kasko degerlerinin belirlenmesi, emlak
satis fiyatlarmin hesaplanmast ve miisteri geri bildirimleri, denetim siirecinde
kullanilabilecek dis kaynakli verilere O6rnek olarak gosterilebilir. Denetim 4.0, yalnizca
finansal verilerin incelenmesini degil, ayn1 zamanda finansal olmayan kurumsal yonetim,
risk yonetimi gibi alanlar1 da icermektedir. Bu sebepten dolayi, yapisal olmayan veriler de
biiyiik veri kapsaminda Denetim 4.0 stireglerinde sik¢a kullanilmaktadir (Yildiz ve Agdeniz,

2019).

4.1.4.3. Yapay Zeka (artificial intelligence)

Yapay zekd, insanin 6grenme, yaraticilik ve sezgi gibi kabiliyetlerini benzer bir seviyede
gergeklestirebilen sistemlerin genel adidir. Bu sistemler, insan zekasmin gesitli yonlerini
modellemeye calisan teknolojileri icermekte olup, bu teknolojiler arasinda uzman sistemler,
bulanik mantik, yapay sinir aglar1 ve bu teknolojilerin kombinasyonlarindan olusan karma
sistemler bulunmaktadir. Yapay zekanin ulagsmaya calistig1 asil amag, insan zekasini tam
olarak taklit edebilme yetisidir. Ancak, giiniimiizde, insan tarafindan tiretilmis olan yapay
zekanm, insan zekasmin yerini tam anlamiyla almast miimkiin olmadig1 goriilmektedir. Bu
durumda, dogal zekanin varliginda yapay zekanin neden bu kadar 6nemli bir arastirma alan
haline geldigi sorusu ortaya ¢ikmaktadir. Yapay zekanin sahip oldugu asagidaki 6zellikler
bu soruya yanit vermektedir (Y1ildiz ve Agdeniz, 2019):

i.  Belgelendirme Imkan1: Dogal zeka siiregleri tam olarak ¢dziimlenemediginden, bir

insanin karar verme siirecinin belgelenmesi miimkiin degildir.
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ii.  Yiksek Verimlilik: Insan, dogasmin bir geregi olarak her zaman ayni

performansla c¢alisamaz. Yorgunluk, stres ve uykusuzluk gibi insan 06zgi
durumlar, insan zekasinin performansini etkiler. Yapay zeka ise bu tlr insan 6zgu
durumlardan etkilenmez ve siirekli ayn1 verimlilikte ¢alisabilir.
iii.  Sdreklilik: Dogal zekd, insan 6mrii ile simirlidir ve 6liimle birlikte sona erer. Buna
karsilik, yapay zeka dijital ortamlarda saklanabilir, aktarilabilir ve ¢ogaltilabilir.
iv.  Objektiflik: Insanlar, dogalar1 geregi duygusal sebeplerle karar verebilirler. Bu
durum, bazen yanlis veya tarafli kararlarin alinmasina yol acabilir. Ancak yapay
zekd, belirli bir durumda her zaman ayn1 sonuca ulasr.
Yapay zekénin ortaya ¢ikan bu 6nemi ve cevaplanmasi gereken bir¢ok sorunun cevabi
izleyen bolumlerde (Bkz. Bolim 4.2) ayrica ele alinacak ve denetim ile olan iligkileri ortaya

¢ikarilmaya caligilacaktir.

4.1.5. Endustri 4.0 Surecinde Denetim 4.0 Etkilesimi ve Denetim Sireci

Denetim 3.0 doénemiyle uyumlu bir kavram olan strekli denetim, belirli bir zaman
diliminde siirekli olarak gerceklestirilen denetim faaliyetlerini ifade eder. Denetim 4.0 ise,
stirekli denetimin bir adim 6tesine gecerek, nesnelerin interneti vasitasiyla toplanan, isletme
ici ve dis1 genis kapsamli verileri kullanarak, bu verileri yapay zeka teknikleriyle analiz eden
daha ileri bir denetim siirecidir. Bu sayede, denetim siireci tarafindan saglanan giivence hem
ger¢ek zamanl olmakta hem de kapsami genigslemektedir. Denetim 4.0 yaklasiminda, risk
degerlendirme ve yonetimi ile danigsmanlik hizmetleri, denet¢inin ana odak noktasini
olusturmaktadir. Bu ¢er¢eveden bakildiginda Tablo — 4.2.”de Enduistri 4.0 ilkeleri ile uyumlu
Denetim 4.0 faaliyetleri ele alinmaktadir.

Denetim 4.0, geleneksel denetim yontemlerinden ayrilarak, kullanilan teknikler, kapsam,
stire ve maliyet agisindan 6nemli degisiklikler getirmektedir. Yapay zekd, nesnelerin interneti
ve buyuk veri analizi gibi Endustri 4.0’ temel unsurlari, Denetim 4.0’ yenilik¢i
tekniklerini olusturmaktadir. Bu yeni teknolojiler, denetimin kapsamini genisletirken, siire
ve maliyetleri azaltmada etkili olmaktadir. Denetim 4.0’ teknolojik altyapisi, denetgilere

isletmenin tiim alanlarini kapsaml bir sekilde denetleme imk&ni1 sunmaktadir. Geleneksel
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ornekleme yontemlerinin yerini, tiim evrenin denetlenebilmesi anlayisi almakta; yapisal

olmayan verilerin analizi ile denetim kapsami daha da genislemektedir.

Tablo 4.3 Endiistri 4.0 Ilkeleri ve Denetim 4.0 Uygulamalari

Endiistri 4.0 ilkeleri

Denetim 4.0 Uygulamalan

Caligabilirlik
(Interoperability)

Tedarik zinciri, miisteriler, finansal kurumlar ve diger ortak birimler
arasindaki entegre ve esgiidiimlii etkilesim, gergeklesen islemlerin
anlik olarak denetimini miimkiin kilacaktir. Bu esgiidiim, ayni
zamanda bir gilivenlik mekanizmasi olarak islev gorebilir; zira bir
birimde gergeklestirilen islem, diger birimlerdeki kayitlarla
eslesmediginde, bu durum denetgilere uyari olarak hizmet edecektir.

Sanal Gergeklestirme
(Virtualisation)

Sanallagtrmanin benimsenmesiyle, denetcilerin saha ziyaretleri
Oonemli Olcude azalacak, finansal olmayan sireglerin denetimi
konusunda da denetgilere 6nemli kolayliklar sunacaktir.

Merkezi Olmayan
Ydnetim

(Decentralization)

Isletmelerdeki i¢c kontrol mekanizmalari, her bir makine ve cihaza
entegre edilerek surekli izleme ve anormalliklerin belirlenmesi
saglanabilir. Bu sayede, denet¢inin sagladigi yeni veriler ve degisen
kosullara bagli olarak sistem, esik degerleri otomatik olarak
gincelleyebilecektir.

Gercek Zamanli
Yetenek (Real Time
Capability)

Denetim 4.0 c¢ergevesinde, siirekli kendini giincelleyen algoritmalarin
ve insan miidahalesine ihtiyag duyulan durumlar1 degerlendirebilen
cihazlarin kullanimi sayesinde, kontrol islemleri ve yiiksek risk tasiyan
islemler aninda belirlenebilecektir.

Hizmet Yonelimlilik

(Service Orientation)

Denetim kaynaklarmin etkin kullanimi, &zellikle kaynaklarin sinirlt
oldugu durumlarda hayati énem tasimaktadir. Hizmetlerin Interneti
sayesinde, denetimde uzmanlik gerektiren pek cok hizmetin disaridan
alinmas1 miimkiin olacaktir. Ozellikle bulut hizmetleri araciligryla
sunulan bu tiir desteklerin kullanimi, denetim maliyetlerinin 6nemli
Ol¢iide azalmasina olanak tanryacaktir.

Modiilerlik
(Modularity):

Her bir denetim alan1 veya siirec i¢in 6zellestirilmis bilgisayar destekli
denetim araglar1 gelistirilebilir. Mevcut kosullar ve siirecin
ozelliklerine gore, bu araglar arasindan en uygun olanlarmin segilip
uygulanmasi miimkiindiir.

Kaynak: Y1ldiz ve Agdeniz, (2019:160).

Endustri 4.0’1n getirdigi yenilikler, tiretim siire¢lerinden isletme yapilarina kadar genis bir
yelpazede denetim siireglerini de doniistiirmektedir. Bu doniisiim, geleneksel denetim
yontemlerinden Endustri 4.0’a uyumlu yeni yontemlere gegisi igermektedir. ERP sistemleri,
sensOrler, bulut depolama ve uzaktan iletisim araclar1 gibi veri yogun teknolojilerin
kullanimi, biiylik veri miktarlarmin tretilmesini kolaylastirmis ve yeni bir veri depolama

ihtiyacini ortaya ¢ikarmistir. Bu durum, sirketlerin tirettikleri verileri yonetme bi¢imlerini
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degistirmistir; zamanla veriler elektronik ortama tasmmaya baslamistir (Erturan ve Ergin,

2018).

Tablo 4.4 Geleneksel ve Dijital Denetim Sdreci

Denetim Sireci

Geleneksel Denetim

Dijital Denetim

On incelemeler ve
Denetim
So6zlesmesinin
imzalanmasi

Denetim siirecinin basinda, denetci

is tekliflerini dikkatlice
degerlendirmeli ve bir miisteri
kabul prosediirii  dogrultusunda

isletme hakkinda bilgi toplayarak
isi kabul etme karari almalidir.
Kabul durumunda, bir sézlesme
mektubu hazirlanir.

Denetim siirecinin ilk asamasi, yapay
zekd destekli derin  Ogrenme ile
gergeklesecek. Akilli sistemler,
onceden yiiklenmis biiyiik miktardaki
veriyi hizla analiz ederek isi kabul etme
veya etmeme kararini verecek. Kararin
objektifligi kesin kabul edilecek, is

kabul edildiginde sistem erigimi
saglanacak ve sozlesme elektronik
olarak  hazirlanip ilgili taraflara

iletilerek siire¢ hizlanacaktir.

Denetim Planlamasi

Denetim strecinde, denetci
tarafindan takip edilecek strateji ve
aksiyon plan1  belirlenir. Bu

kapsamda, neyin, ne zaman, nasil,
nerede, ni¢in, kim tarafindan, ne
maliyetle ve hangi zaman diliminde
gergeklestirilecegi sorularina cevap
aranir.

Bu siirecte, akilli igletmelerin sagladig:
zaman, is giicli ve maliyet avantajlari

sayesinde, denetim glnluk
operasyonlarin  bir pargast olarak
otomatik ve sirekli bir bicimde
yuratilecektir. Bu sayede, denetgi

kaynakl1 riskler minimize edilecektir.

I¢ kontrol Bu siirecte, akis semalari, anketler, | I¢ kontrol mekanizmalarimin objektiflik
sisteminin yazili  metinler ve  belgeler | kazanarak akilli sistemler aracilifiyla
incelenmesi incelenerek olas1 risk faktorleri | insansiz fabrikalarda otomatik olarak
tespit edilir ve gerceklestirilen | gerceklestirilmesi, kontrol risklerinin

testlerle i¢ kontrol sistemine dair bir | minimuma indirilmesi ve sistemin

degerlendirme yapilir. potansiyel riskleri 6nceden tespit

ederek miidahale etmesi saglanacaktir.

Denetim dair Muhasebe sisteminden segilen | Petabaytlik veriler saniyeler iginde
testlerin yapilmasi orneklem Uzerinden diizenli testler | diizenli  olarak  taranir,  misteri
ve kanitlarm gerceklestirilir; hesap bakiyeleri | tamimlama ve siirekli degerlendirme
degerlendirilmesi test edilir, elde edilen kanitlar | igin robo-danigman kullanilir,

detaylica incelenir ve objektif bir
sonuca varilmaya caligilir.

potansiyel riskler dnceden tespit edilir
ve Ornekleme yerine tim veri seti
detaylica incelenir.

Denetim raporu
hazirlanma

Denetci tarafindan toplanan veriler

temelinde  isletmeye  sunulan
degerlendirmedir ve bilgi
kullanicilar1 i¢in biiyilk Oneme
sahiptir.

Denetim anlagsmasina gore, denetim
donemine iligkin rapor hazirlanir fakat

siirekli denetim uygulanan isletme
verileri baglaminda bu donemsel
raporun Onemi diismektedir. Bilgi

alicilari, yetki ve ilgi alanlarina baglh
olarak her an gerekli bilgilere
erisebilirler.

Kaynak: Erturan ve Ergin, (2018).
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Elektronik arsivlemenin yani sira, maliyeti azaltmak amaciyla evraklarm elektronik
ortamda dogrudan {iretilmesi yontemine gegilmistir. Bu cergevede, dijital faturalar gibi
belgeler elektronik ortamda iiretilmeye baslanmistir. Elde edilen biiyiik verinin denetimi de
dijitallesme siirecini hizlandirmistir. Onde gelen muhasebe firmalari, yapay zeka ve derin
ogrenme tekniklerini kullanarak denetim siireclerini daha etkin bir sekilde gerceklestirmeye
baslamistir. Derin 6grenme teknolojisi, makinelerin insansi Ozellikler kazanmasini ve
karsilasilan sorunlara hizl ¢dziimler iiretmesini saglamaktadir. Ornegin, KPMG, bankalarin
ticari ipotek kredi portfoylerini analiz etmek amaciyla bu teknolojiyi kullanmaktadir;
Deloitte ise IBM Watson’in derin 6grenme kabiliyetlerinden faydalanarak Kira
sozlesmelerini, faturalar1 ve sosyal medya mesajlarini incelemek i¢in bu teknolojiyi
kullanmaktadir (Erturan ve Ergin, 2018).

Endustri 4.0’a dogru ilerlerken, isletmelerin tirettigi bityiik veri akisi ile denetimin bu yeni
cevreye adapte olmasi gerekmektedir. Denetgiler, genis kapsamli, ger¢ek zamanli veri
toplama imkanina kavusacak, basit ve tekrarlanan islemler otomatiklesecektir. Bu baglamda,
dogru ve giivenilir bilgilere zamaninda ulasabilmek adina yeni teknolojilerin entegrasyonu
elzem goriilmektedir (Krahel & Titera, 2015). Ornegin, RFID etiketleri iiriin takibinde
kullanilarak, bu veriler stok analizinde de degerlendirilebilir. Is siireclerindeki i¢ kontrol
eksiklikleri, olay log analizi ile izlenebilir (Jans ve digerleri, 2014). Denetciler, isletme
faaliyetlerini siirekli izleyebilir ve anormallikleri aninda tespit edebilirler.

Sonug olarak, Endiistri 4.0 ile birlikte “Denetim 4.0 gibi yeni kavramlar ortaya ¢ikmakta
ve entegre diinyada denetim yaklasimlar1 evrilmektedir. Gelecekte, Denetim 5.0 ile i¢
denetim ve bagimsiz denetimin i¢ ice gectigi, denetlenen sirketler ve paydaslar igin

verimliligin maksimize edildigi bir donem beklenmektedir (Erturan ve Ergin, 2018).

4.2. Yapay Zekanin Denetim Mekanizmalarindaki Kullanimi

Bu bolumde yapay zek&nin kavramsal ¢ergevesi ve tarihsel gelisimi, giiniimiize kadar
gelen siiregteki gelisen sistemleri, denetim faaliyetlerindeki kullanim, firsat ve tehditleri, i¢
kontrol sistemi ve i¢ denetimdeki yeri ve dnemi tartigilmaktadir. Bununla birlikte yapay
zek&nin gelecekte muhasebe islemleri ve denetim mekanizmasindaki muhtemel yeri

tartisilacak ve gelecege 151k tutulmaya calisilacaktir.
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4.2.1. Yapay zeka ile ilgili kavramsal cerceve

Yapay zeka kavrami, 1960’lar boyunca gelistirilen, bilgisayarlarin zeki davraniglar
sergileyebilmesi, karmasik sorunlari ¢dzebilmesiyle ilgili metodolojileri barindiran ve
Endustri 4.0’m temel taglarindan biri olarak goriilen bir teknoloji alanidir. Yapay zeka ilk
kez 1955’te, akilli makinelerin gelistirilmesinin bilimi ve teknolojisi olarak ifade edilmistir.
Dartmouth College’dan J. McCarthy, Harvard Universitesi’nden M. L. Minsky, IBM’den N.
Rochester ve bilim insam1 C.E. Shannon tarafindan hazirlanan “Yapay Zekd Uzerine
Dartmouth Yaz Arastirma Projesine Dair Bir Oneri” bashikli raporda yapay zeka terimi ilk
defa kullanilmistir. Yapay zeka teriminin mucidi olarak John McCarthy kabul edilmektedir
(McCarthy, 1955: 12; Gacar, 2019).

Yapay zeka (Al), bircok farkl alanda uygulanabilirligi ile taninan genis bir teknolojik
alandir. Bu ¢ok yonliiliik, literatiirde yapay zeka i¢in standart bir tanim olusturulmasini
giiclestirmektedir. Farkli yazarlar tarafindan yapilan ¢esitli tanimlamalar bulunmaktadir.
Ornegin, Copeland (1993: 26) yapay zekay1, karmasik sorunlar1 ¢dzebilen, analiz edebilen
ve 0grenme yetenegi ile bilgileri birlestirebilen akilli programlar olarak ifade etmektedir.
Civalek (2003) yapay zekayi, bilgisayar bilimleri, tip, psikoloji, finans, muhasebe, askeriye
ve istihbarat gibi bir¢ok disiplinde kullanilabilen ve insan benzeri fonksiyonlar
gerceklestirebilen bir bilim dali olarak tanimlamaktadir. Nabiyev (2016: 26) ise, yapay
zekanin, genellikle insanlarin yapabildigi, akil yiirlitme, anlam ¢ikarma, genelleme ve
deneyimlerden Ogrenme gibi ileri diizey bilissel fonksiyonlar1 icra edebilme yetisini
bilgisayar ya da bilgisayar kontrollii makineler agisindan agiklamaktadir. Yapay zekanim asil
gayesi, insan zekasini tam anlamiyla taklit etmek olmaktadir. Ancak giinlimiizde, insan
beyninin eseri olan yapay zekdnin insan zekdsmi tamamen ikame etmesi henliz mimkin
degildir. Dogal zek&nin varliginda, yapay zek&nin bu denli yogun bir arastirma alani
olmasinin sebebi, yapay zekanimn asagidaki 6zelliklerinden kaynaklandigi vurgulanmaktadir
(Y1diz, 2009: 25; Yildiz ve Agdeniz, 2019):

i.  Belgelendirme: Dogal zek& siirecleri tam olarak ¢6ziimlenemediginden, bir
insanin karar alma prosesinin belgelenmesi miimkiin olamamaktadir.
ii.  Verimlilik: Insanin dogasindan kaynaklanan yorgunluk, stres, uykusuzluk gibi

unsurlar, insan zek&smin performansini etkilemektedir. Buna karsim, yapay zeka
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teknolojisi bu tiir insani durumlardan etkilenmeyerek daima ayni verimlilikte
calisabilmektedir.

iii.  Kalicilik: Dogal zekd, insan 6mriiyle smirli olup 6liimle son bulmaktadir. Ancak
yapay zeka, dijital ortamlarda saklanabilmekte, aktarilabilmekte ve
cogaltilabilmektedir.

iv.  Objektiflik: Insanlar bazen duygusal sebeplerle karar verebilmektedir, bu da yanlis

veya subjektif kararlarin alinmasina yol agabilmektedir. Ancak yapay zeka

teknolojisi, herhangi bir durumda her zaman ayni karara ulasabilmektedir.

Sekil 4.5 Yapay Zeké Tipleri (Y1ldiz ve Agdeniz, 2019; Gacar, 2019)

Yapay zekd, Sekil 4.5’te belirtildigi tizere dort farkl tipi kapsamaktadir (Yildiz ve
Agdeniz, 2019; Gacar, 2019; Sentiirk, 2023):

i.  Tepkisel makineler, belirlenen bir alanda uzmanlagabilmekte ve her defasinda ayn1
duruma ayni tepkiyi verebilmektedir. IBM’in Deep Blue’su ve Google’in
AlphaGo’su, bu kategoriye giren 6ne ¢ikan 6rnekler arasinda yer almaktadir.

ii. Sl hafiza o6zelligine sahip yapay zeka tiirleri, gecmis deneyimlerden
yararlanabilmekte ancak bu deneyimler kesin kararlar alinmasinda yeterli
olmayabilmektedir. Otonom araglar ve Siri, Cortana, Now gibi dijital asistanlar bu
gruba Ornek teskil etmektedir.

iii.  Zihin teorisi, cevresindeki insanlarm duygu ve diisiincelerini anlayip onlarin

davraniglarini etkileyebilen yapay zeka teknolojilerini ifade etmektedir. Bu alanda
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caligmalar devam etmekte olup, bu tiir yapay zekdnin insanlarla etkilesime
gecebilme becerisine sahip olmasi hedeflenmektedir. “Robot” filmindeki Sonny
karakteri bu tur i¢in en uygun 6rneklerden biridir.

iv.  Ozfarkindaliga sahip yapay zeka, kendini ifade edebilme, baskalarinm hislerini
tahmin edebilme ve sonuglar ¢ikarabilme yetenegine sahip teknolojileri
icermektedir. “Ex Machina” filmindeki Eva ve “Upgrade” filmindeki Stem

karakterleri bu kategorideki yapay zeka tirlerine verilebilecek 6rneklerdendir.

4.2.2. Yapay zekanin Tarihsel Gelisimi

Yapay zekanmn kokeni, 1950’lere dayanmaktadir ve ilk kez 1956 Temmuz’unda
Dartmouth College Yaz Arastirma Projesi kapsaminda bir arastirma projesi olarak ortaya
cikmistir. Ancak, teknolojik ilerlemelerin ¢ogu 1980°lerde ve 1990’lardan sonra meydana
gelmistir (Stancheva Todorova, 2018: 126; Chukwudi vd., 2018: 5). Thomas Hobbes, 17.
ylizyilin baglarinda yapay zekanimn ilk fikirlerinden birini sunmus ve insan davranisinin
mekanik terimlerle agiklanabilecegini, sembollerin (sayilar, grafikler, hesaplamalar ve
istatistikler gibi) problemleri ¢6zmek i¢in uzun ifadelerin yerine kullanilabilecegini
belirtmistir.

1955’te Minsky, Rochester, McCarthy ve Shannon adl kisiler makinelerin problemleri
¢ozmek ve kendilerini gelistirmek i¢in dili kullanmasini amaglayan ilk yapay zeka arastirma
projelerinden birini baslatmistir. Bu projeden sonra, bilim insanlar1 yapay zeka olusturmak
icin ¢esitli yontemler denemistir. Ancak teknolojik kisitlamalar nedeniyle, yapay zeka
arastirmalar1 baslangigtaki heyecanm ardindan somut sonuglar elde edememistir. Son
donemde, altyapinin hizi, kullanilabilirligi ve 6lgegindeki iyilestirmeler, bulut bilisimdeki
yenilikler ve Apache Hadoop gibi yeni veri depolama ve isleme teknolojileri sayesinde yapay
zekanin yeniden canlandigi goriilmektedir (Issa vd., 2016: 3). Bilgisayar teknolojisindeki
devamli ilerlemeler sayesinde, biiylik muhasebe firmalarinin ¢ogu, biitiinlesik denetim
otomasyon sistemlerinin temel bir bileseni olarak denetim kararlarinda yapay zeka
kullanimini baslatmistir (Ometoso, 2012: 8490). Yapay zeka teknolojisi, denetim ve giivence

problemleriyle ilgili karar verme teorilerine uygulanmistir fakat bu uygulamalar biiyiik
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oranda nadir kalmig ve ¢cogunlukla teorik diizeyde smirli kalmistir (Moudud Ul Hugq, 2014:
8; Ozgetin, 2022).

4.2.3. Yapay zeka sistemleri

Yapay zeka sistemleri, 7 ¢esit 6zellige sahiptir ve asagidaki sekilde siralanabilmektedir

Ozgetin, 2022):

Vi.

Vii.

Sinir Ag1 Teknigi: Insan beyninin sinir yapilarmin elektronik modellerini igeren
ve yapay zekanin bir yoniinii temsil eden tekniktir (Chukwudi vd., 2018: 4). Karar
verme ve vakalarm iglenmesi kalitesini artirabilen bilgi tabanli sistemler, 6zellikle
borsada ve iiriin talebi tahminlerinde kullanilmaktadir (Moudud Ul Hugq, 2014:
11).

Uzman Sistemler: Belirli bir karar verme alanindaki insan uzmanhgini taklit
edebilen ve 1980’lerde sik¢a karsilasilan yapay zekd uygulamalar1 olarak
karsimiza ¢ikmaktadir. Kolaylikla uygulanabilen ve en sik kullanilan yapay zeka
teknolojilerinden biri olan bu sistemler, bir uzmanin diistinme seklini simiile eden
bilgisayar programlarmi kapsamaktadir (Chukwudi vd., 2018: 4).

Genetik Algoritma: Dogal seleksiyon ve evrim teorisine dayanan bir yapay zeka
prosediirii olarak tanimlanmaktadir (Chukwudi vd., 2018: 5).

Bulanik Mantik: insan muhakemesini andiran ve karar verme siirecini taklit eden
bir akil yiiriitme metodudur (Chukwudi vd., 2018: 5).

Bilgiye Dayal1 Sistemler: Karmasik problemleri ¢ozmek i¢in bilgiyi kullanan ve
gerekcelendiren bilgisayar programlaridir. Bu sistemler, insan bilgisini sembolik
formatlarda programa entegre ederek geleneksel algoritmalarin Gtesine gecer
(Moudud Ul Hug, 2014: 11).

Dogal Dil Isleme (NLP): Ingilizce gibi dogal dilleri kullanarak akilli sistemlerle
iletisim kurma yontemidir (Chukwudi vd., 2018: 5).

Robotik Teknoloji: Yapay zeka sistemleri kullanilarak olusturulan robotlar,
tasarim, yapim, isletim ve uygulama alanlarinda faaliyet gostermektedir

(Chukwudi vd., 2018: 4). Bu alanda, robotlarin olusturulmasinda kullanilan tiim
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yapay zeké teknikleri, yapay sinir aglar1 ve karar verme sistemleri dahil olmak
uzere entegre edilmektedir (Moudud Ul Huq, 2014: 11).

4.2.4. Yapay Zeka Sistemlerinin Denetim Faaliyetlerinde Kullanim

Denetim faaliyetlerinde yapay zeka kullanimi giderek yayginlagsmaktadir (Tas ve Mert,
2019). Bugiin, dort biiyiik denetim firmasi olan EY, Deloitte, KPMG ve PWC basta olmak
tizere, denetim siireglerini kolaylastirmak amaciyla tasarlanmis yapay zekd uygulamalari
aktif olarak kullanilmaktadir (Deloitte, 2018; EY, 2017, KPMG, 2017, PWC, 2019).
Ornegin, Deloitte’un Argus isimli yapay zeka uygulamasi, denetlenen sirketlerin bankalarla
yaptig1 kredi anlagmalar1, miisterileriyle yaptig1 satis sozlesmeleri ve tedarikgilerle yaptigi
alim sozlesmeleri gibi belgeleri tarayarak, bu belgelerden elde edilen verileri denetginin
sisteme girdigi anahtar verilerle karsilastirmaktadir ve analiz sonucunda denetgilere raporlar
sunmaktadir. EY, stok sayimlarinda drone destegi almak iizere bulut tabanli islem
tekniklerini ve nesnelerin internetini kullanarak arastirmalar yapmaktadir (EY, 2017). Bu
sayede, stok durumlari denetim ekiplerince aninda izlenebilir, daha dogru ve hizli verilerle
giivence seviyesi artirilabilir. KPMG’nin Clara uygulamasi, denetlenen isletmelerin finansal
durumlarin1 etkileyebilecek her tiirli verinin (muhasebe kayitlari, ticari ve kredi
sOzlesmeleri, e-posta iletisimleri, konferans konusmalar1 vb.) siirekli olarak incelenmesi
iizerine calismalar yapmaktadir (KPMG, 2017). Herhangi bir beklenmeyen durumda
denetciler hemen haberdar edilmektedir. PWC, GL.ai ile denetim alaninda yapay zeka
uygulamalarmi devreye almistir (PWC, 2019). Bu uygulama ile isletmenin muhasebe
kayitlar1 anlik olarak incelenmekte ve incelemeler sonucunda elde edilen bulgular aninda
raporlanarak denetim ekibine aktarilmaktadir (Tas ve Mert, 2019).

PwC’nin 2017 tarihli raporunda, finansal kazanclar yaratma potansiyeline sahip ii¢ farkl
yapay zeka tirii belirtilmektedir (Ozgetin, 2022; Tas ve Mert, 2019):

i.  Otonom yapay zeka sistemleri: Bu sistemler, ¢esitli durumlara uyum saglama

yetenegine sahip ve bu nedenle insan yardimi olmaksizin bagimsiz hareket
edebilen sistemlerdir. Bu sistemler, sezgisel ve empatik zekd oOzellikleri
sergilemektedir. Sezgisel zeka, yapay zekanimn yeni durumlara yaratici ve etkin bir

sekilde uyum saglamasini miimkiin kilar, empatik zeka ise yapay zeké&nin insan
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duygularin1 anlamasina, uygun sekilde yanit vermesine ve insanlari etkilemesine
olanak tanimaktadir. Sohbet robotlar1, miisteri soru ve sorunlarini etkili bir sekilde
¢ozmek i¢in kullanilan otonom yapay zekd sistemlerine Ornek olarak
verilmektedir.

Destekleyici yapay zeka sistemleri: Bu tlr sistemler, rutin ve tekrarlayan gorevleri

yerine getiren mekanik zeka Ozellikleri gostermektedir. Bu tir sistemler,
kullanicilarin karar verme yetkilerini koruduklar1 bir ortamda caligmaktadir.
Microsoft arastirma ekibinin, insanlardan daha etkin bir sekilde konusmay1 metne
doniistiirebilen bir yapay zekd uygulamasi gelistirmesi bu kategorinin
orneklerindendir. Bu tiir bir uygulama, isletmelerin miisteri ihtiyaglarini daha iyi
anlamalarina ve destek temsilcilerinin performansini degerlendirmelerine olanak
taniyabilmektedir. Aym1 zamanda, Deloitte’un Argus isimli yapay zeka
uygulamasi, isletmelerin bankalarla ve diger taraflarla imzaladigi anlagmalari
tarayarak analiz eder ve sonuglari denetgilere raporlamaktadir.

Artirilmis yapay zeka sistemleri: Bu sistem, insanin karar verme siireglerini
destekleyen ve insan ile c¢evre arasindaki etkilesimlerden Ogrenerek gelisen
sistemlerdir. Bu sistemler, analitik zekad 0Ozellikleri sergileyerek verilerden
ogrenme ve problem ¢dzme yeteneklerine sahiptir. Insanlar ve yapay zeka bu
ortamda ortak karar vericilerdir. HSBC Bankasi’nin, hile tespitine yonelik yapay
zeka temelli ¢cozimiinde, yapay zeka milyonlarca islemi takip ederek potansiyel

sahtecilik isaretlerini belirlemek i¢in ¢esitli bilgileri kullanmaktadir.

Yukarida bahsedilen denetim firmalarinin yapay zekadan yararlanma duzeylerinin

yaninda muhasebe ve denetim faaliyetlerinde de yapay zek& yaygin olarak kullanilmaktadir.

Yapay zekanin muhasebe ve denetim stireclerindeki kullanim alanlar1 genel olarak soyle ele
alinmaktadir (Ozgelik vd., 2022: 47):

Veri girisi otomasyonu: Muhasebe kayitlari, yapay zeké sayesinde otomatik olarak

gerceklestirilebilmektedir. Elektronik belgeleri okuyabilen, analiz edebilen ve
anahtar kelimeleri tarayabilen yapay zeka, belgelerdeki hatalari tespit etme

yetenegine sahiptir ve insanlara kiyasla daha diisiik hata yapma olasiligina sahiptir.
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Dolandiricilik tespiti: Anormal veri desenlerini, drnegin belirli bir bolgedeki

anormal siparis artiglarini veya olaganiistii yiiksek harcamalar1 tespit edebilen
yapay zekad, bir sirket igindeki belgeleri izleyerek dolandiricilik, finansal suglar ve
varlik kotiiye kullanimi gibi riskleri belirleyip 6nleyebilir. Ornegin, bir denetim
firmas1 yapay zekayi kullanarak 6,2 milyon iglemi analiz etmis ve 2,8 milyon
dolarlik bir dolandiricilig1 tespit etmistir.

Envanter sayimi: Yapay zekd, dronlar vasitasiyla yapilan envanter sayimlari gibi

0zel denetim gorevlerinde kullanilabilmektedir. Mevcut yapay zeka sistemleri,
belirli gorevlerde insanlardan iistiin performans gosterse de, bu yeteneklerini farkl
alanlara aktarma konusunda sinirlidir ve ¢ogu dar yeteneklere sahiptir. Muhasebe
uygulamalarindaki  ¢esitlilik, yapay zek&nin veriyi anlamlandirmasini
zorlagtirmaktadir. Buna karsin, insanlar genis bir gorev yelpazesine uygulanabilir
genel yeteneklere sahiptir. Yapay zekanin muhasebe ve denetimdeki mevcut
kullanimlar1 daha cok tekrarlanan gorevlerle sinirli olup, otomasyon olarak
degerlendirilmektedir. Gelecekte, istatistiksel ve matematiksel modellemelerin
otomatize edilmesi, yani bilissel teknolojilere ulasilmasi hedeflenmektedir. Yapay
zekd uygulamalarmin 6zerk hale gelmesi ve zamanla O6grenmesi, bilissel
ozelliklere ulagildiginin bir gostergesi olacaktir.

Risk degerlendirmesi: Veri analizinin yapay zeka ile otomatik olarak yapilmasi,

risk tanimlama ve dnleme faaliyetlerinin gelistirilmesine olanak tanimaktadir. Bu
sayede denetgiler, risk alanlarmi daha etkili ve hizli bir sekilde
belirleyebilmektedir. Bir pilot ¢caligmada, dnceden belirlenmis kriterlerle kiralama
sozlesmelerini inceleyen yapay zek@, bir insanin yapabileceginden daha yiiksek
bir hassasiyet seviyesinde veri analizi gergeklestirebilmistir. Yapay zekd,
insanlarin aksine sadece bir Ornegi degil, bir sirketin tiim belgelerini
denetleyebilme kapasitesine sahiptir. Mali basarisizhigin  6ngoriilmesinde
istatistiksel yontemlerle yapay sinir aglarinin karsilastirildigi ve yapay sinir
aglarmin daha dogru éngérii giiciine sahip oldugu tespit edilmistir. Istatistiksel
yontemlerde 6ngorii orant %78 iken, yapay sinir aglarinda ortalama %91°lik bir

oran bulunmustur.
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Yapay zeka uygulamalarindan giivenle yararlanabilmek i¢in, bu teknolojinin potansiyel
etik, yasal ve diger risklerinin dikkate alinmasi zorunludur. Bu baglamda, giivenilir yapay
zekayi ele alan uluslararasi diizeyde yapilan toplantilar ve tartigmalar son yillarda 6n plana
cikmaktadir. Glivenilir yapay zeka konusunda yapilan veya tartisma asamasinda olan 6nemli
uluslararasi diizenlemeler ve calismalar, Agdeniz, (2024) tarafindan ele alinmakta ve 6nemle
yapay zekanin Tllkeler tarafindan cesitli ¢aligmalar yapilarak nasil incelendigi
vurgulamaktadir. Bu ¢aligmalar, yapay zeka teknolojilerinin etik standartlara, yasalara ve

insan haklaria uygun bir sekilde gelistirilmesi ve uygulanmasi i¢in ¢erceveler sunmaktadir.

4.2.5. Denetim Faaliyetlerinde yapay zeka kullanmanin avantaj ve
dezavantajlan

Muhasebe sektorii, yapay zeka teknolojilerinin kullanimi konusunda uzun bir gecmise
sahiptir. Mali raporlama ve denetim gibi alanlarda ¢eyrek asirdan uzun siiredir yapay zeka
uygulamalar1 goriilmektedir. Isletmelerin yapay zeka teknolojilerinden fayda saglamasmin
avantajlar1 c¢esitlilik gostermektedir. Bu avantajlar, asagidaki gibi ele alinmaktadir
(Chukwudi vd., 2018: 2; Ozgetin, 2022):

1) Finansal kuruluslarin is akislarini yeniden sekillendirmekte, maliyet tasarrufu ve

operasyonel verimlilikle temel gorevleri tstlenmektedir.

2) Islemlerin dogrulugu ve hizi artmakta, gelismis i¢ ve dis raporlama ile kagit
tilketiminin azalmasi, sistemin esnekligi ve verimliligin yiikseltilmesi gibi olumlu
gelismeler yasanmaktadir.

3) Ilk kayit islemleri esnasinda insan kaynakli hatalar1 minimize ederek muhasebe
bilgilerinin giivenilirligine katki saglamaktadir.

4) Manuel islemlerin yerini alarak, belgelerin (6rnegin sézlesmelerin) analizinde
otomatiklestirilmis yapay zek& ¢oziimleri kullanilmakta, bu da sonuglarin
dogrulugunu ve verimliligini artirmaktadir.

5) Buyulk veri setlerinin analizi denetimde zorluklar yaratmakta; ancak teknoloji ve veri
analitigi kullanimi, denetgilere yeni firsatlar sunarak profesyonel siiphecilik ve

muhakemeyi glclendirmektedir.
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6)

7)

8)

9)

10)

11)

12)

13)

14)

15)

Makine 6grenimi yontemleri olan lojistik regresyon, karar agaclari, sinir aglar1 ve
Bayes yontemleri, dolandiricilikla miicadelede erken uyari sistemleri olusturmak ve
denetci kararlarin1 desteklemek icin etkili araglar olarak kullanilmaktadir.

Denetim destek sistemlerinde veri analizi ve makine 6grenimi kullanimi, daha
kapsamli miisteri bilgisi, gelismis dokiimantasyon ve azalan denetim riskleri gibi yeni
imkanlar sunar.

Yapilandirilmamis (metin dokiimanlar1) veya yar1 yapilandirilmis (sayisal veriler
iceren metinler ve tablolar) verilerden risk tahmini ve denetim gorevlerinin
belgelenmesi icin gerekli olan bilgiler elde edilebilir. Dogal Dil Isleme (NLP) ve
metin smiflandirma tekniklerinin kullanimi, denetim faaliyetlerinin kalitesini biiyiik
Olcilide artirabilir ve riskleri minimalize edebilir.

Buyik data ve makine 6grenimi teknikleri, 6zellikle planlama, kanit elde etme ve
sonuglar1 degerlendirme asamalarinda etkili bir sekilde kullanilabilir. Raportor
hazirlama ve goriis bildirme asamalari ise denet¢inin mesleki muhakemesine dayanir.
Biiyiik veri teknolojileri ve makine 68renimi algoritmalarinin kullanilmasi, denetim
sonuglarmi daha alakali, giivenilir ve gegerli kilarak genel kaliteyi artirabilir.

Sinir aglarinin kullanimi, denetgilerin ayrilmasi veya emekliligi sonucu olusan
deneyim kaybini1 Onler. Bilgi ve tecriibeler, kaybolmadan yapay sinir aglarinda
saklanir ve bu durum, denetim maliyetlerinin diismesine olanak tanir.

Yapay zekanin uygulanmasi, 6zellikle karar verme, 6rnek se¢cimi ve degerlendirme
gibi denetim gorevlerinde verimliligi artirir ve insan hatalarini azaltir.

Geleneksel sinir aglari, yonetim dolandiriciliginin degerlendirilmesi ve finansal
raporlamadaki hilelerin tahmini gibi belirli alanlarda kullanilmaktadir.

Derin 6grenme, denetcilerin kaynak belgelerin incelenmesi, konferans c¢agrilarinin
analizi ve diger belge islemlerinin otomatiklestirilmesine imkéan tanur.

Yapay zeka, islem orneklerinin manuel olarak incelenmesinin yerini alarak, denetim
verimliligini ve etkinligini artirir. Denetgiler, yapay zekd tarafindan diiretilen

sonuglarin yorumlanmasina daha fazla zaman ayirabilirler.
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Yapay zekd teknolojisinin benimsenmesi, yukarida sayilan avantajlarin yansira

beraberinde bazi dezavantajlar1 da getirebilmektedir. Isletmelerin yapay zekay: kullanirken

karsilasabilecegi olas1 zorluklar asagida swralanmustir (Chukwudi vd., 2018: 2; Ozgetin,

2022):

1)

2)

3)

4)

5)

6)

7)

8)

9)

Otomatiklestirilmis finansal sistemlere yonelik siber saldirilarin teorik olarak daha
etkili olabilecegi ve bunlarin 6nlenmesinin daha gii¢ olabilecegi dngoriilmektedir.
Yerel ve uluslararas1 alandaki karmasik baglantilar sebebiyle finansal giivenlik risk
altma girebilir.

Yapay zeka teknolojilerinin gelisimi, toplumsal kutuplagmalara veya bolgesel
anlagmazliklara yol acabilir.

Ekonomik yap1 igerisindeki is giicii talebinin azalmasi ya da yapay zeka alanindaki
belirli piyasa hakimiyetlerinin gelir dagilimidaki esitsizlikleri artirmasi
muhtemeldir.

Elon Musk, yapay zekanin gelisimini denetleyecek bir otoritenin olusturulmasi
gerektigini savunmakta; aksi takdirde, bu teknolojinin niikleer silahlar kadar tehlikeli
sonuglar dogurabilecegi konusunda uyarilarda bulunmaktadir.

Stephen Hawking, yapay zekanin insan zekasini gecebilecegi ve insanhigin sonunu
getirebilecek bir potansiyele sahip oldugunu belirtmektedir.

Algoritmalarin, muhasebe kayitlarinin gergegi yansitir ve adil bir goriiniim saglar
sekilde tasarlanmasi zorunludur. Yanl algoritmalarin temel alindig1 kararlar,
yatirimcilar ve sirket sahipleri icin maddi ve prestij kaybina neden olabilir.

Yapay zeka teknolojilerinden faydalanan sirketler, bu sayede dis denetgilere kiyasla
rekabetc¢i bir istiinliik elde edebilirler. Dis denetgilerin sirket ici siireclere daha
derinlemesine dahil olmalar1 gerekebilir ki bu da denetcilerin bagimsizligini tehlikeye
atabilir. Ozellikle sirketlerin siirekli kontrol sistemleri kullanmas1 durumunda, dis
denetciler bu sistemlere giivenerek kendi bagimsizliklarini riske atabilir veya
geleneksel 6rnekleme yontemlerine bagli kalarak geride kalabilirler.

Yapay zekdnin yaygmlagmasiyla birlikte denet¢i adaylarmma verilen egitimin de
glincellenmesi gerekecek. Giiniimiizde uygulanan egitim programlari, yapay zeka

cagmda eskimis olabilir. Ornegin, drnekleme tekniklerine yonelik egitimler, yapay
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zeka metodolojilerinin 6grenilmesine yonlendirilebilir. Bu nedenle, muhasebe egitim
programlarinm, gelecekteki denetgilerin ihtiyag duyacagi yeni yetkinlikler
dogrultusunda gtincellenmesi gerekmektedir.

10) Eskiden yapay zeka uzmanlari daha ¢ok akademik ¢evrelerde is bulurken, giiniimiizde
teknoloji sirketleri ve muhasebe firmalar1 bu alandaki profesyonelleri biinyelerine
katma egilimindedir.

11) Yapay zeka sistemlerinin entegrasyonu, karar alma sureclerinin alternatif ¢ézimlerin
detayli incelenmesi nedeniyle uzamasina yol acabilir.

12) Yapay zeka sistemlerinin kurulumu, giincellenmesi ve bakimi, 6nemli maliyet
artislarina sebep olabilir.

13) Yapay zeka sistemlerinin kullanimi, denet¢ilerin mesleki muhakeme yeteneklerinin
gelistirilmesine engel teskil edebilir.

14) Yapay zeka destekli karar verme sistemlerinin kabulii, denetgilerin sistemin sunmus
oldugu kanitlara asir1 glivenmesi riskini beraberinde getirir, bu da mahkemelerde
denetcilerin aleyhine delil olarak kullanilabilir. Yapay zeka temelli karar destek
sistemlerine dayali yargilara varilmasi, denetgiler i¢in riskli bir durum olusturabilir;
yanlis bir sonuca varmak i¢in basit bir uzman sistemine dayanmak kadar, yanlis bir
karara varirken gelismis Karar destek sistemlerini yetersiz kullanmaktan kaynaklanan

sorumluluklar da s6z konusu olabilir.

4.2.6. Yapay Zekamn i¢ Kontrol Sistemi A¢isindan Onemi

Kurumsal i¢ kontrol sistemlerinin temel amaci, riskleri minimize etmektir. Yapay zeka
teknolojisinin bu alandaki uygulamalari, denetim faaliyetlerinin dogrulugunu ve
objektifligini artirarak bu sistemlerin gelistirilmesine katkida bulunmaktadir. I¢ kontrol
sistemlerinin degerlendirilmesi ve otomasyon siirecinin tasariminda g6z Onilinde
bulundurulmasi gereken temel noktalar sunlardir (Al Naqvi, 2020: 167):

i.  Problemleri ¢6ziimlemede birden fazla faktoriin etkilesimini dikkate almak,
ii.  Siire¢ analizi, makine 6grenimi, robotik proses otomasyonu ve uzman sistemler
gibi ¢esitli yapay zeka teknolojilerinden faydalanmak,

iii.  Ic kontrol zayifliklarinin tespiti i¢in miisteri isletmelerdeki siirecleri analiz etmek,
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iv.  Hata ve dolandiricilik olasiliklarinin incelenmesi igin potansiyel riskleri belirleyen
ortamlar olugturmak,

v. I¢ kontrol mekanizmalarmin isletmenin tiim islemlerine entegre edilerek siirekli
ve kapsamli bir degerlendirme yapilmasini saglamak,

vi. lIslem verilerine dayanarak otomasyon sistemlerinin siirekli iyilestirilmesini

hedeflemektir.

OTOMATIK VE AKILLI OTOMASYON >
Otomatik On Otomatik Otomatik Otomatik Otomatik Otomatik
Denetim Risk Denetim Denetim Denetim Sonrasi  |'  Giivence ve
Degerlendirmesi | Degerlendirmesi Prosedurleri Raporlamasi Yénetim Degerleme
Otomatik Denetim Riski Otomatik Dogal Risk Otomatik i¢ Kontrol
Degerlendirmesi Degerlendirmesi Degerlendirmesi

Otomatik
Bilgi ve lletisim
Degerlendirmesi

Otomatik
Kontrol Faaliyetleri
Degerlendirmesi

Otomatik izleme
Degerlendirmesi

Otomatik Risk
Degerlendirmesi

Degerlendirmesi

Sekil 4.6 Yapay Zeka Tabanl i¢ Kontrol Degerlemesi (Ozyigit, 2023; Al Naqvi, 2020)

Sekil 4.6 incelendiginde, otomatik bir bigcimde ve dizende risk degerlendirmesinin;
otomatik bigimde denetim riski degerlendirmesi, dogal risk degerlendirmesi ve i¢ kontrol
degerlendirmesi olmak iizere li¢ farkli boliimden olustugu goriilmektedir. Denetim riski,
dogal risk, kontrol riski ve bulgu riskinin kombinasyonu olarak ifade edilmektedir. Bir
isletmenin, dogal riskleri idare edip kontrol altina alacak uygun i¢ kontrol mekanizmalarina
sahip olmamasi halinde i¢ kontrol riski meydana gelmektedir. Sekil 4.6’da gOsterildigi lizere,
i¢ kontrol sisteminin otomatik degerlendirilmesi amaciyla, COSO g¢ergevesine uygun olarak
bes temel alan belirlenmis ve bu alanlarda yapay zeka tabanli otomatiklestirme siirecleri

uygulanmaktadir:
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i.  Otomatik Kontrol Ortami Degerlendirmesi: Isletmenin etik standartlarmi, ydnetim
politikalarm1  ve  c¢alisganlarin  yeterliliklerini  igeren  kontrol  ortaminin
degerlendirilmesi,

ii. Otomatik Risk Degerlendirmesi: Isletmenin karsilasabilecegi risklerin sistemli bir
bicimde belirlenip degerlendirilmesi,

iii.  Otomatik Kontrol Faaliyetleri Degerlendirmesi: Riskleri minimize etmeye yonelik
tasarlanan ve yiiriitiilen kontrol faaliyetlerinin etkinliginin analiz edilmesi,

iv.  Otomatik izleme Degerlendirmesi: I¢ kontrol sistemlerinin diizenli olarak gdzden
gecirilip gerekli diizeltmelerin yapilmasi siirecinin incelenmesi,

v.  Otomatik Bilgi ve Iletisim Degerlendirmesi: Kurumun i¢ ve dis iletisim aglarinmn ve

bilgi sistemlerinin etkinliginin degerlendirilmesi.

4.2.7. Yapay Zekann Denetim Faaliyetlerindeki Yeri ve Gelecege Bakis

Yapay zeka teknolojisi, insanlik i¢in vazgecilmez bir unsur haline gelmis olup, sagliktan
miihendislige, mimarliktan isletmecilige, askeri alandan psikolojiye, enerjiden tarima,
meteorolojiden adli bilimlere kadar genis bir yelpazede karar alma ve yonetim stireglerinde
kullanimi giderek artmaktadir. Ozellikle denetim sektdriinde, global 6lgekte tanman firmalar
ve sektordeki diger kurumlar, muhasebe, finans ve denetim alanlarinda yapay zeka tabanli
cozimlere artan bir ilgi gostermektedirler. Bu cercevede, yapay zeka teknolojilerinin i
denetim alanindaki etkisi ve bu alandaki kritik rolii, incelenmesi gereken Onemli ve
sorgulamaya agik bir mesele olarak degerlendirilmektedir.

I¢ denetim ¢ahismalarinda yapay zeka sistemlerinin giderek artan kullanilabilirligi,
denetim firmalarini en yeni teknolojik gelismelere yatirim yapma yoniinde tesvik etmektedir.
Bu gelisme, denetim siireglerinin daha etkin ve dogru bir sekilde yiiriitiilmesini saglamak
adina, kurumlarin ve denetgilerin yapay zeka teknolojilerine uyum saglamasini kagmilmaz
kilmaktadir. Rekabet¢i konumlarini siirdiirebilmeleri ve proaktif risk yonetimi ile uyum
yeteneklerini artirabilmeleri i¢in kurumlarin i¢ denetim uygulamalarmda bu tiir teknolojilerin
entegrasyonu giderek daha fazla 6nem kazanmaktadir.

EY (Ernst ve Young) gibi biiylik dort denetim firmasindan birinin gelistirdigi ve
kullandig1 yapay zeka destekli “EY Helix” platformu buna 6rnek gosterilebilir. “EY Helix”,
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denetim uygulamalarinda verilerin analizi ve risk degerlendirmesi islemlerinde yapay zeka
ve makine 6grenimi teknolojilerinden faydalanmakta, finansal verilerin analiz edilmesini ve
olas1 riskler ile uyumsuzluklarm hizl bir sekilde tespit edilmesini saglamaktadir (EY, 2022).

Bir diger 6rnek olarak, KPMG’nin (2017) gelistirdigi yapay zeka uygulamalar1 sayesinde,
banka kredi sozlesmeleri veya alinan sgirketlerle yapilan anlagsmalar hizli bir sekilde
taranabilmekte ve bu da denetim siireglerinin ivme kazanmasma olanak tanimaktadir.
Kuruluslar, yapay zeka ¢oziimlerinin yani sira, envanter sayimlarini ger¢eklestirmek {izere
bulut tabanli hesaplama teknikleri veya nesnelerin interneti gibi ileri teknolojilerden
faydalanabilmektedirler. Envanter takibinin anlik olarak gerceklestirilmesi, denetimlerin
dogrulugunu artirarak giivence diizeyini yiikkseltmektedir. Yapay zeka sistemlerinin denetim
stireclerindeki kullanimmin artan popileritesi, denetim firmalarin1 en son teknolojik
gelismelere yatirim yapmaya tesvik etmekte, bu da denetim kuruluslarinin ve denetgilerin
teknolojik yeniliklere uyum saglama zorunlulugunu ve teknolojik doniisiimiin kritikligini 6n
plana ¢ikarmaktadir (Alles ve Gray, 2019; Sentiirk, 2023).

Yapay zeké destekli uygulamalarin i¢ denetim mekanizmalarinda etkin bir bicimde yer
almas1 ve yonetim pratiklerinin iyilestirilmesine biiylik katkilar sunmasi beklenmektedir.
Sentiirk, (2023) tarafindan yapilan bir ¢alismada ChatGPT gibi teknolojiler, i¢ denetim
stireclerin asagidaki gibi degerlendirilebilecegi ifade edilmektedir:

i. Veri Degerlendirme ve Madenciligi: I¢ denetimlerde, is siireclerinin

degerlendirilmesi i¢in genellikle kapsamli veri setlerine ihtiya¢ duyulur. ChatGPT,
bu verilerin incelenmesi ve anlamh bilgilere donistiiriilmesi asamasinda etkili
olabilir. Ornegin, sirketin mali raporlarmm detayli incelenmesi sirasinda,
ChatGPT hata ve diizensizliklerin belirlenmesinde yardimci olabilir.

ii. Dogal Dil Isleme: I¢ denetciler genellikle gesitli yazili belge ve raporlarla calisir.

ChatGPT sayesinde, bu dokimanlar daha etkin bir sekilde incelenebilir,
iceriklerdeki kritik bilgiler ayiklanabilir ve riskler tespit edilebilir. Ornegin, bir
denetim ekibi, incelenen sirketin finansal raporlarini derinlemesine analiz etmek
isteyebilir. ChatGPT ’nin dogal dil isleme yetenekleri sayesinde, finansal raporlar

hizlica analiz edilerek muhtemel uygulama hatalar1 veya eksiklikler belirlenebilir.
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iii.  Risk Odakli Denetim Planlamasi: ChatGPT, sirketlerin is siire¢lerini inceleyerek,

risk odakli i¢ denetim planlar1 olusturulmasinda kullanilabilir. Bu planlamalar,
sirketlerin kritik riskleri ele almasina ve i¢ denetim faaliyetlerini en verimli sekilde
yiirlitmesine olanak tanir. Teknoloji, Ornegin bir girketin tedarik zinciri

operasyonlarimi inceleyerek, tedarik zincirindeki potansiyel riskleri saptayabilir.

iv.  Tahmin ve Ongorii: ChatGPT, veri analizi tekniklerinden yararlanarak, sirketlerin
gelecek faaliyetlerini ongdrmek amaciyla da kullanilabilir. Bu durum, sirketlerin
potansiyel riskleri dnceden saptamasina ve onleyici tedbirler almasina imkan tanir.
Denetciler, i¢ denetim siirecinde sirketin satis verilerini, piyasa trendlerini ve
kosullarmni degerlendirebilir.

v. Raporlama: ChatGPT, denetim surecinin etkinlik seviyesini ve islem hizmni
artirmaya yonelik olarak, denetimden elde edilen sonuglarm ve bulgularin
otomatik bi¢cimde toplanip analiz edilmesi ve raporlanmasini i¢eren “otomatik
denetim raporlamasr” i¢in kullanilabilir. ChatGPT nin bir diger énemli katkisi,
denetim bulgularinin 6zetlenmesi ve yorumlanmasi siirecinde gerceklesebilir, bu
da denetlenen organizasyonun risk yonetimini destekleyerek is performansini
tyilestirmeye yardimci olabilir.

Denetim yazilimlarinin evrimi, yakin gelecekte hem i¢c hem de dis denetim siireclerinin
daha planl, verimli ve kaliteli bir sekilde yiiriitiilmesine imkan tanimaktadir. Karar verme
kabiliyetine sahip akilli sistemlerin devreye girmesiyle, denetim faaliyetleri gercek zamanlh
olarak gergeklestirilebilecektir.

I¢c Denetim agisindan bakildiginda, isletmeler, bulut tabanli muhasebe sistemlerini
kullanarak finansal ve yonetimsel verileri analiz edecek ve yonetime detayli raporlar
sunacaktir. Bu yeni sistem, olusturdugu raporlar1 ve sagladigi verileri gorsel bir formatla
sunarak yonetimin perspektifini genisletecek, dis ve i¢ verilerin entegrasyonuyla elde edilen
analizler yonetimin 0Ongoriilerini gelistirecektir. Sistem, regresyon analizi araciligiyla
cevresel gelismeleri siirekli olarak izleyebilecek, risk analizlerini daha etkili bir bigimde
gerceklestirebilecektir. Isletmenin i¢ denetim siireclerini yonetmek icin, bu yeni sistemi
denetleyecek bilgi teknolojileri alaninda uzmanlagmig bir personelin bulunmasi yeterli

olacaktir.
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Dis Denetimin gelecegi agisindan bakildiginda g¢ergevesinde bakildiginda gelistirilecek
yeni sistem, dig denetimin geleneksel olarak uzun siiren planlama, kanit toplama, hata tespiti
ve diizeltme, rapor hazirlama gibi asamalarin1 ortadan kaldirarak, siirekli denetim ve
raporlama yapabilen bir yapiya doniisecektir. Bagimsiz denetim firmalarmin yiriittigii
geleneksel denetim anlamini yitirecek ve Kamu Gozetimi Kurumu, isletmelerin bulut
muhasebe sistemlerinden aktarilan finansal raporlar ve diger verileri analiz ederek,
isletmenin belirlenen kriterleri kargilamas1 durumunda, makul bir giivenceden ziyade tam bir
guvence elde etme imkani saglayabilecektir. Zira sistem, isletmeye dair istenen bilgilere ve
raporlamalara es zamanli olarak erisim imk&m sunacaktir. Ornegin, binlerce magaza ve
deposu olan biiyiik perakende satis sirketlerinin fiili envanter sayimlarini gergeklestirmek
mevcut kosullarda olduk¢a zordur; ancak tasarlanan yeni sistem sayesinde, nesnelerin
interneti teknolojisi kullanilarak, hata oram1 olduk¢a diisiik envanter sayimlari

yapilabilecektir.
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BOLUM 5. SONUC

Endlstri 4.0’in yiikselisi ve buna paralel olarak gelistirilen Denetim 4.0 konsepti,
sirketlerin i¢ kontrol ve denetim siireclerinde devrim niteliginde degisikliklere yol
acmaktadir. Yapay zeka ve otomasyon teknolojilerinin etkin kullanimi, i¢ denetim ve
bagimsiz denetim siireclerinin temel dinamiklerini yeniden sekillendirmekte, bu siireglerin
daha etkin, verimli ve Ongorilebilir olmasini saglamaktadir. Ancak, bu teknolojik
ilerlemenin getirdigi yenilikler kadar, denetcilerin ve yoneticilerin karsilasabilecegi riskler
ve zorluklar da 6nem arz etmektedir. Bu bolimde, yapay zeké destekli Denetim 4.0’in
etkileri, sirketlerin gelecekteki 6nlemleri, denetgilerin dikkat etmesi gereken hususlar ve
karsilagabilecekleri 6nemli konular detayli bir sekilde degerlendirilecektir.

Denetim 4.0, sirketler i¢cin hem firsatlar hem de zorluklar barindirmaktadir. Yapay zeka
teknolojilerinin sagladig1 avantajlar maksimize edilirken, bu teknolojilerin potansiyel riskleri
ve etik meseleleri de goz oniinde bulundurulmalidir. Denetgiler, teknolojik yetkinliklerini
artrrarak, bu yeni doneme uyum saglamali ve sirketler, i¢ denetim ve bagimsiz denetim
stireclerini bu yeni teknolojik ortama gore sekillendirmelidir. Gelecekte, denetim
profesyonellerinin ve sirket yoneticilerinin, yapay zekd ve Denetim 4.0 konusunda bilingli
ve hazirlikli olmalari, sirketlerin siirdiiriilebilir basarisinin anahtarini olusturacaktir.

Yapay zeka teknolojileri, denetim silreclerinde bulyuk veri analizleri yapabilme ve
karmasik algoritmalar araciligiyla risk degerlendirmeleri sunabilme kapasitesi ile dikkat
cekmektedir. Bu sayede, i¢ kontrol sistemlerinin zayif noktalar1 hizla tespit edilebilir,
potansiyel hata veya usulsuzlikler 6nceden 6ngorilebilir hale gelmektedir. Ancak, bu
teknolojilerin kullanimi sirasinda veri gizliligi, etik ve uygunluk gibi konularda da titizlik
gosterilmesi gerekmektedir. Yapay zekd uygulamalarmnin sonuglari, veri kaynaklarmin
dogruluguna ve islenis sekline gore degisebilmekte, bu da yaniltici sonuglar ve haksiz yargi
risklerini beraberinde getirebilmektedir. Sirketler, kullanilan algoritmalarin seffafligini ve
hesap verebilirligini saglamak, ayrica algoritmalara yiiklenen Onyargilari minimuma

indirmek icin 6zen gostermelidir.
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Onemle iizerinde durulmasi gereken bir diger konu ise, denetim siireclerinde yapay
zekdnin etkin bir sekilde kullanilabilmesi igin gereken diizenleyici g¢ergevenin
olusturulmasidir. Mevcut yasal diizenlemeler, yapay zekd uygulamalarinin denetim
stireglerinde kullanimimi tam olarak kapsamamakta; bu durum, hem denet¢ilerin hem de
sirket yoOneticilerinin karsilagabilecegi hukuki belirsizlikleri artirmaktadir. Diizenleyici
otoriteler, yapay zekd uygulamalarinin denetimde kullanimi i¢in agik ve tutarli kurallar
koymali, bu kurallar siirekli giincelleyerek teknolojik gelismelere ayak uydurmalidir.

Gelecekte, sirketlerin almasi gereken onlemler arasinda, teknolojik altyapilarini siirekli
olarak giincel tutmalari, yapay zeka ve otomasyon sistemlerini etik kurallar ¢ercevesinde
uygulamalar1 ve denetgilerin bu yeni teknolojilere uyum saglayacak sekilde egitilmeleri yer
almalidir. Denetciler, yapay zeka algoritmalarini kullanirken, algoritmalarin karar verme
stireclerini ve sonuglarmi kritik bir sekilde analiz edebilmelidir. Bunun yani sira, yapay zeka
destekli denetim araclari, sirketlerin i¢ kontrol mekanizmalarmi giiclendirmede onemli bir
rol oynamaktadir. Bu araglar, i¢ denetim siire¢lerini destekleyerek, daha kapsamli risk
degerlendirmeleri yapilmasina olanak tanirken, bagimsiz denetgiler i¢in de daha genis veri
setleri lizerinden islem yapma imkani sunmaktadir.

Bu tezin lizerinde durdugu konular ¢er¢evesinde politika onerileri kapsaminda sirketlerin
ve denetgilerin dikkat etmesi gereken hususlar soyle siralanabilir: (i) isletmeler yapay zeka
ve Denetim 4.0 teknolojilerini etkin kullanabilmek icin gerekli teknolojik altyapiy1
kurmalidir. Bu altyapi, glivenli veri depolama, isleme ve analiz kapasiteleri igermelidir. (ii)
Denetciler, yapay zekd uygulamalar1 ve Denetim 4.0 siiregleri konusunda siirekli egitim
almalidir. Bu egitimler, yeni teknolojilere uyum saglamalarina ve etik kullanim prensiplerini
anlamalarma yardime1 olacaktir. (iii) isletmeler ve denet¢i kuruluslar, yapay zeka kullanimi
icin etik ve uygunluk standartlar1 belirlemelidir. Bu standartlar, algoritmalarin karar verme
stireclerinin seffafligin1 ve hesap verebilirligini artiracaktir. (iv) Veri gizliligi ve giivenligi,
yapay zeka sistemlerinin kullanimiyla daha biiyiik bir 6énem kazanmaktadir. Isletmeler,
kisisel ve hassas verilerin korunmasi i¢in gelismis glivenlik protokollerini uygulamalidir. (v)
Yapay zeké destekli risk degerlendirme araglari, mevcut ve potansiyel risklerin daha etkin
bir sekilde tespit edilmesini saglamalidir. Isletmeler, bu araglari kullanarak i¢ kontrol ve

denetim siireglerini siirekli olarak gdzden gecirmelidir. (vi) I¢ denetim ve bagimsiz denetim
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suregcleri, yapay zeka destekli karar destek sistemleri ile entegre edilmelidir. Bu sistemler,
denetcilere daha genis bir perspektif sunarak, daha dogru kararlar alinmasma yardimci
olabilmektedir.

Bu teknolojik doniisiim, isletmeler ve denetgiler icin hem firsatlar hem de zorluklar
sunmaktadir. Teknolojiyi etik bir ¢cercevede kullanarak ve tiim yasal diizenlemelere uyarak
bu yeni doneme adapte olunmalidir. Yapay zeka ve Denetim 4.0, denetim slreclerini daha
etkin, verimli ve seffaf hale getirebilir, ancak bu siire¢lerin dogru sekilde yonetilmesi

gerekmektedir. Onerilen politikalar, bu yeni ¢aga uyum siirecinde isletmelere ve denetgilere
rehberlik edebilir.
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