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ONSOZ ve TESEKKUR

Yiiz yil evvel yasayan insanlarin hayalini bile kuramadigi dijital teknolojilere “bagimli
bir sekilde” hayatimizi devam ettiriyoruz. Internet basta olmak iizere kullandigimiz bu
teknolojiler giinliik yasamimiz1 ciddi 6lgiide sekillendirmektedir. insan davranislarini veya
insan1 etkileyen olaylar1 konu alan hukukun dijitallesmeden etkilenmesi tabiidir. Mali hukuk da
hukuk dallar1 iginde dijitallesmeden en ¢ok etkilenen dallardan biridir. Son donemde
dijitallesmenin yeni bir evresini teskil eden blokzincir ve ilgili teknolojilerin mali hukuk
yoniinden ele alinmasi gerekli goriilmektedir. Dijital donlisimiin devam ettigi goriilmekte,
bunlarin hukuksal ve vergisel sonuglariin takip edilip arastirilmasinin bilime énemli katkilar

saglayacagi diistintilmektedir.

Bu diisiincelerle doktora tez c¢alismam sirasinda alandaki tecriibeleriyle beni
yonlendiren tez damigmanim Prof. Dr. Umit Siileyman USTUN basta olmak iizere, Prof. Dr.
Savas CEVIK, Prof. Dr. Hilmi UNSAL, Prof. Dr. Tamer BUDAK, Dr. Ogr. Uyesi Elif
YILMAZ FURTUNA, Dr. Ogr. Uyesi Tugba BAYRAKTAR hocalarima tesekkiir ederim.



T.C.
SELCUK UNIVERSITESI
Sosyal Bilimler Enstitiisii Midiirliigii

Adi Soyads Muhammet Durdu

Numaran 194134001014

Ana Bilim / Bilien Dali K amu Hubmbon / Kamu Hukulo
Tezh Yiksek Lisans [ Deoktora

Program
Tez Danszmani prof Dy, Umit Sileyman USTUN

'Dgre ncinin

Tezin Ads Mali Egemenlik Boyutuyla Blokzincir Telenolojisi

OZET

Dijital teknolojilerin hizla gelismesi, insan hayatin1 degistirmektedir. Olusan degisiklikler
hukuk sisteminin cevaplayamadigi sorunlar dogurmustur. Bu durum mali hukuk i¢in de gegerlidir.
Nitekim dijital teknolojilerin vergi sisteminin kaliplarina uymamasi sonucu devletlerin
vergilendirme yetkisi asinmaktadir. Bunun yaninda herhangi bir devletin kontroliinde olmayan para
birimlerinin ortaya ¢ikip yaygin kullanilmasi neticesinde devletlerin para basma yetkisi sorgulanir
hale gelmektedir. Vergilendirme ve para basma yetkileri devletin mali egemenliginin en 6nemli
goriiniis bi¢imlerindendir. Dijitallesme siirecini gii¢lendiren blokzincir ve ilgili teknolojiler,
vergilendirme ve para basma yetkileri konusundaki asinmay1 hizlandirmistir. Gergekten blokzincir
teknolojisinin orijinal uygulamasi olan kripto paralar, devletler agisindan dnceki donemlere goére
daha zorlu bir vergi cenneti olma potansiyeli tasimaktadir.

Kripto varliklar tizerinden elde edilen gelirlerin nasil vergilendirilecegi ciddi bir belirsizlik
olarak durmaktadir. Devletlerin bu hususta Oncelikle kripto varliklarin hukuki niteligini
netlestirmesi gerekmektedir. Kripto varliklarin yeni bir vergi cenneti olmasini engellemek i¢in
kripto varlik borsalarina amaca elverisli hukuki diizenlemeler getirilmelidir. Ayrica blokzincir
teknolojisinden vergi sistemini gelistirmek i¢in faydalanmasi gerekmektedir. Blokzincir teknolojisi
bir taraftan kripto varliklarla vergilendirme yetkisini asindirirken diger taraftan sahip oldugu
fonksiyonellikler sayesinde vergi tahsilini kolaylastiracak ve kayit disi ekonomiyi azaltmaya
yardimci olacak dzelliklere sahiptir. Kripto paralar, getirdigi yenilikler ve kolayliklar sayesinde halk
arasinda gecerli para birimi olarak kullanilabilecek kapasitededir. Buna ragmen devletlerin
cogunlukla kripto paralarin 6deme araci olarak kullanimini yasakladiklari, Kripto paralarin getirdigi
yeniliklere insanlarin yonelmesini engelleme amaciyla kendi dijital paralarini ¢ikarma ¢abasi icinde
olduklar1 goriilmektedir. Bu cabalarin dogru yonlendirilmesi ve sonu¢ vermesi durumunda kayit
dis1 ekonominin asgari diizeye indirilebilecegi ve devletlerin parasal sisteme eskisinden daha fazla
hakim olabilecegi beklenmektedir.

Anahtar Kelimeler: mali egemenlik, blokzincir, para basma, vergilendirme, bitcoin.
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Tezin Inglizee Adi Blockchain Technology with the Extent of Financial Sovereignty

ABSTRACT

The rapid development of digital technologies is changing human life. The resulting
changes has raised questions that the legal system cannot answer. This also applies to fiscal
law. As a result of the fact that digital technologies do not fit the rules of the tax system, the
taxation authority of states is eroded. In addition, as a result of the emergence of currencies that
are not under the control of the state and the widespread use of them in the state’s country, the
state monopoly in money is questioned. Taxation and monopoly of money powers are in the
most important appearences of the financial sovereignty of the state. Blockchain and related
technologies that empower the digitization process have accelerated the erosion of taxation and
monopoly of money powers. Indeed, cryptocurrencies, the original application of blockchain
technology, are emerging as a new and more challenging tax haven threat for governments.

How to tax income culminated from crypto assets remains in a serious uncertainty.
Firstly, states should clarify the legal characteristics of crypto assets in this regard. They should
regulate crypto asset exchanges to prevent crypto assets from becoming a new tax haven. They
also need to benefit from blockchain technology to improve the tax system. Blockchain
technology erodes the taxation authority with crypto assets. In the meantime, it could facilitate
tax collection and help reduce the informal economy thanks to its functionalities. If we look at
the situation in terms of the state monopoly of money power, cryptocurrencies have the
potential to be used as a valid currency among the public thanks to the innovations and
conveniences they bring. In answer to this, it is seen that states mostly prohibit the use of
cryptocurrencies as a means of payment. In addition, it is seen that they are in an effort to issue
their own digital money in order to prevent people from turning to cryptocurrencies. If these
efforts are directed correctly and yield results, the informal economy is expected to minimize
and states is expected to dominate the monetary system more than before.

Keywords: financial sovereignty, blockchain, mintage, taxation, bitcoin.
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GIRIS

Dijital teknolojiler giin gectik¢ce insan hayatin1 daha fazla etkisi altina almaktadir.
Ozellikle internetin gelisimi ile hizlanan dijitallesme, insanlarm mesleklerini icra etmesi,
iletisim kurmasi, egitim almasi ve diger bir¢ok faaliyetlerini devam ettirebilmesinde gittikce
daha ¢ok rol oynamaktadir. Giiniimiizde insanlarin énemli bir kism1 meslegini internet basta
olmak tizere dijital teknolojileri kullanarak icra etmekte, klasik egitim kurslari karsisinda online
kurslar gittikge énemini artirmaktadir. Insanlar, film izlemek igin sinemaya gitmek yerine
internet iizerinden satin alip sahsi bilgisayarlarinda veya akilli televizyonlarinda izlemeyi tercih
edebilmektedirler. Tiim bunlar internetin ve diger dijital teknolojilerin giinliik yasamda ne

kadar 6nemli bir yer kazandigin1 gésteren drneklerdir.

Dijital teknolojilerin insan hayatin1 degistirmesi, ekonomik hayati da derinden
etkilemistir. Dijitallesmenin olmadigi bir diinyada dizayn edilen vergi sistemlerinin,
dijitallesme karsisinda gerekli fonksiyonlar yerine getiremedigi goriilmektedir. Insanlarin cok
uzak mesafelerden birbirlerine hizmet vermeleri veya mal satmalar1 sebebiyle klasik 6deme
yontemleri de dijitallesmeden nasibini almistir. Kiiresellesen diinyada devlet sinirlarindan ve
devletlerin miidahalelerinden kaynaklanan engelleyici hususlar1 agmaya doniik ¢abalara sahit
olunmaktadir. Bu geligsmeler, devletlerin egemenliginin 6nemli goriiniimlerinden olan
vergilendirme ve para basma yetkileri iizerinde 6nemli etkiler meydana getirmistir. Son olarak
blokzincir teknolojisinin ve kripto varliklarin ortaya c¢ikmasiyla dijitallesmenin getirdigi

devrimsel sonuglar daha goriiniir olmaya baslamstir.

Blokzincir, ilk olarak Bitcoin’in 2009 yilinda uygulamaya girmesiyle bilinirlik kazanan
bir teknolojidir. Kural olarak, herhangi bir merkezi otorite olmaksizin gerekli teknik veya
finansal sartlar1 saglayan herkesin katilimiyla idare edilen ve dnceden konulan kurallara goére
isleyen degistirilemez bir veri yapisidir. Sahip oldugu teknik 6zellikler sayesinde, dogru veri
tespit edilebilmekte ve giivenli bir sekilde depolanabilmektedir. Sifreleme teknikleri sayesinde
kullanicilarin kimliklerinin gizli kalmasini1 saglanabilmekte, devlet sinirlarina tabi olmaksizin

islemlerin yapilabilmesi temin edilebilmektedir.



Bitcoin’den sonra blokzincir sistemini kullanan birgok farkli uygulama ortaya ¢ikmistir.
Bu uygulamalar vesilesiyle blokzincir teknolojisi giin gectikge gelisimine devam etmektedir.
Kural olarak, her bir blokzincir projesinde sistem igerisinde iiretilen, sistemin kendine has bir
tokeni bulunmakta, bu tokenlerin el degistirmesi blokzincir teknolojisi sayesinde araci kurum
olmaksizin ve neredeyse anlik olarak gerceklesmektedir. Teknik gilivenlik sistemleri sayesinde
kimse sahip olmadig1 bir tokeni harcayamamaktadir. Bu isin temini i¢in giiniimiizde binlerce
ticari banka, merkez bankalar1 ve uluslararasi1 6deme kuruluslar birlikte calismaktadir.
Blokzincir, para transferi isi agisindan tiim bu aracilara olan baglilig1 ortadan kaldirabilme
potansiyeline sahiptir. Ayrica arzi sinirli oldugu igin enflasyonist etkilerden aridir, aksine
deflasyonist karakter gosterebilmektedir. Bu sebeple kisiler yatinm amaciyla da kripto
varliklara yonelebilmektedir. Getirdigi bu yenilikler sebebiyle insanlarimn itibari paralar yerine
yaygin olarak bunlar1 kullanma ihtimali, devletlerin mali egemenligini, ticari bankalarin ise
varlik sebeplerinin sorgulatabilecek kapasitededir. Faydalar1 parasal sistemle sinirli degildir.
Standart dijital sistemler karsisinda sahip oldugu tstiinliikler sayesinde blokzincir teknolojisi,
secim sistemlerinden sigortaciliga, tapu kayit sistemlerinden sirket yonetimlerine kadar bir¢ok

alanda gelisimler saglayabilecektir.

Blokzincir teknolojisinin  getirdigi faydalar, Bitcoin’in sagladigi gelisimlerle
somutlastirilabilir. Giintimiizde yurtdigina 6deme yapilmasi esnasinda birden fazla kurum araci
olarak devreye girmektedir. Kisinin bulundugu tilkedeki banka, uluslararas1 6demeler sistemi
ve muhatap saticinin bankasi bu aract kurumlara érnektir. Odemenin tamamlanabilmesi igin her
bir araci kurumun yiikiimliliiklerine ve tabi oldugu mevzuata gore kontroller yapmasi
gerekmektedir. Bu sebeple islemin siiresi uzamakta ve masrafi artmaktadir. Diger taraftan,
blokzincir sayesinde bitcoin ile aynt 6deme ¢ok daha az masrafla ve birkag saniye icerisinde
tamamlanabilmektedir. Burada araci kurumlarin gerek kayit disilig1 gerek kara para aklama ve
terérizmin finansmanini engellemek agisindan 6nemli fonksiyonlar1 bulunmaktadir. Bitcoinin,
bu yonde denetimler olmadigi i¢in su¢ islemek amaciyla da kullanilabildigi bilinmektedir. Bu
sebeple devletlerin 6deme araci olarak bitcoin ve diger kripto varliklarin kullanilmasini

engellemeye caligmasi temelsiz degildir.

Dijitallesme yayginlastikga devletlerin bu alam1 hukuki diizen altina almasi
zorlagmaktadir. Blokzincir teknolojisiyle birlikte hukuki diizenleme yapilirken karsilasilan
zorluklarin derecesi artmustir. Zira blokzincir, merkezi bir otoritesi bulunmaksizin, devlet
sinirlarina tabi olmadan ¢alismakta ve kullanicilarinin kural olarak anonim kalmasini temin

etmektedir. Merkeziyetsizlik sebebiyle, yapilan diizenlemelere uymasi gereken merkezi otorite
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bulunamamaktadir. Internet altyapisi vesilesiyle saglanan kiiresel uygulama imkani,
diizenlemeye yetkili devletin belirlenmesini, kullanicilarin anonim kalma imkani da dogrudan
kullanici bireyler muhatap alinarak diizenlemeye tabi tutulmasini zorlastirmaktadir. Devletlerin
ortak hareket etme mecburiyeti diizenleme siireclerini yavaslatabilmektedir. Bu sorunlar
devletlerin vergilendirme ve para basma yetkilerini asindirabilmektedir. Nitekim devletler
kripto varliklar yoluyla elde edilen kazanglar1 veya kripto varliklarda tutulan servetleri tespit
edemeyebilmektedir. Bu agidan kripto varliklar, yeni bir tiir vergi cenneti olma potansiyeli
tagimaktadir. Para olma iddiasi tasiyan bu varliklar, devletlerin para basma yetkisini asindirma

kabiliyetini haizdir.

Bahsi gecen Onemli sonuglar sebebiyle blokzincir teknolojisinin, devletlerin
vergilendirme ve para basma yetkileri {izerine etkisinin mali egemenlik ac¢isindan incelenmesi
gerekir. Nitekim blokzincir sayesinde kripto varliklar, hem yeni bir vergi cenneti olma
potansiyeli tasiyarak vergilendirme yetkisini asindirmakta hem de para olma iddiasiyla para
basma yetkisini ve senyoraj gelirini tehdit etmektedir. Heniiz diinya ekonomisi i¢erisinde kiigiik
goriilseler de biiyiime ivmelerini devam ettirmekte ve kimi iilkelerin sert tavirlarina ragmen
ayakta kalmay1 stirdiirmektedirler. Birgok kisi bu tiir varliklar tizerinden ciddi servetler
edinebilmekte fakat hukuki diizenleme olmadigi i¢in vergi ddemekten kurtulmaktadir. Bu
durum vergide adalet ve 6deme giicti ilkelerini de zedelemektedir. Blokzincir ile calisan
herhangi bir kripto varligin bir iilkede 6deme araci olarak yaygin kullanima kavusmasi, o

devletin, para basma yetkisinin etkinligini yitirdigini gosterecektir.

Para basma yetkisi, bir ililkedeki ekonomiyi yonlendirmek i¢in kullanilabilecek en
onemli araglardan biridir. Bu yetkinin asinmasini engelleyebilmek igin devletler, kripto
varliklara kars1 tedbir almaya ¢aligmaktadir. Bu amacla diinya tlizerinde yayginlikla gortildiigi
iizere, kripto varliklarin 6deme araci olarak kullanilmasi yasaklanmakta; merkez bankalar ise
kendi dijital paralarin1 ¢ikararak ¢agin gereklerine uyum saglamaya ¢alismaktadir.
Vergilendirme yetkisini agindiran blokzincir teknolojisi, dogru kullanimla vergi tahsilini
kolaylastirabilecek ve vergi kagaginin 6nemli kaynaklarindan olan kay1t dis1 ekonominin asgari
diizeye indirilmesini temin edebilecektir. Blokzincir teknolojisi ve akilli paralar sayesinde vergi

tahsil oranlar1 ¢ok yiiksek seviyelere ¢ikabilecek ve vergi kacake¢ili§i minimize edilebilecektir.

Blokzincir teknolojisi heniiz yeni bir kavram oldugu i¢in anlagilmasi zor olabilmektedir.

Bu calismada oncelikle blokzincir teknolojisinin ne oldugu ortaya konulacaktir. Blokzincir,

bilgisayar teknolojileri ve kodlama bilimiyle ilgilidir. Ancak bu ¢alismada teknik kodlamalara

veya bilgisayar terminolojisine girilmeden blokzincirin ¢alisma esaslar1 ve diger dijital
3



sistemlerden farki aktarilacaktir. Somutlastirma adina blokzincir teknolojisinin kullanildig

veya kullanilabilecegi alanlardan 6rnekler verilecektir.

Ikinci boliimde mali egemenlik kavramu tartisilacak, mali egemenligin devlet
egemenligi i¢erisindeki yeri ortaya konarak iktidar kavramiyla baglantis1 incelenecektir. Mali
egemenligin en Onemli goriiniimlerinden olan vergilendirme ve para basma yetkilerinin
ayrintisina girilecektir. Vergilendirme ve para basma yetkilerinin, blokzincir teknolojisinin
ciddi sekilde etkiledigi devlet yetkileri oldugu nazara alinarak, bu etkiler ve devletlerin bunlara

kars1 aldig1 tedbirler arastirilacaktir.

Devletlerin kendi tilkesinde gegerli paray1 basarak daima elinde tutmaya ¢alistig1 para
basma yetkisinin gelisimi ortaya konularak kripto varliklarin bu yetkiye etkisi gosterilecektir.
Kagit parada oldugu gibi dijital parada da devletlerin, yeni ¢ikan para tiirii iizerinde
egemenligini saglamlastirmak i¢in kendi dijital paralart1 konusunda yaptiklar1 c¢aligmalar
derlenecek ve bu hususta Tiirk Lirast i¢in ¢ikarimlar yapilacaktir. Devletlerin para basma
yetkilerini tehdit eden blokzincir teknolojisini, kendi dijital paralarinda kullanarak bu yetkiyi

tekrardan saglamlagtirma ¢abasinda olduklar1 vurgulanacaktir.

Blokzincir teknolojisi sayesinde devletlerin vergilendirme yetkisini asindiran kripto
varliklarin, hangi yonlerden vergi kacirmayi kolaylastirdigi arastirilacaktir. Vergilendirme
yetkisindeki asinmaya karsilik devletlerin blokzincir teknolojisi kullanarak vergiye uyumu nasil
artirabilecegi agiklanacak ve bu hususta diinya ornekleri ile birlikte Tiirk vergi Sistemi i¢in

cikarimlar yapilacaktir.

Blokzincir sistemiyle ¢alisan kripto varliklardan elde edilen kazanglarin veya servetlerin
vergilendirilmesi sorununa ayr1 bir boliim ayrilmistir. Ugiincii ve son béliimde kripto varliklarla
yapilan islemlerin Tiirk vergi sistemi karsisindaki durumu incelenecek ve bu hususta diizenleme
yapan farkli {iilkelerden Ornekler verilecektir. Kripto varliklarin vergilendirilme rejimi

hususunda devam eden meclis ¢alismalarina katki olmas1 amaciyla oneriler getirilecektir.



BIiRINCi BOLUM: BLOKZINCIiR TEKNOLOJISI

Internet teknolojisi ile hizlanan dijitallesme, blokzincir teknolojisi ile yeni bir boyut
kazanma asamasindadir. Blokzincir teknolojisinin, kripto varliklar ile ortaya ¢iktig1 bilinse de
baska bir¢cok amag i¢in kullanilabilecegi anlasilmistir. Dijital sistemlerde onemli gelisimlere
vesile olmasi beklenen bu teknolojinin anlasilmasi i¢in somutlastirilarak anlatilmasina ihtiyag
bulunmaktadir. Bu boliimde oncelikle blokzincir kavrami tanimlanacak ve ortaya ¢ikis seriiveni
aktarilacaktir. Ardindan bu teknolojinin tasnifi yapilacak ve aywrt edici Ozellikleri
aciklanacaktir. Somutlastirma adina uygulama alanlar1 gosterilecektir. Son olarak, blokzincir
teknolojisinin en Onemli uygulamalari olan kripto para ve kripto varlik kavramlarinin

birbirlerinden ve benzeri kavramlardan farklar1 ortaya konulacaktir.

I.  GENEL OLARAK BLOKZINCIR KAVRAMI

2

Blokzincir! kavrami ilk olarak Bitcoin’i® duyuran makalede dolayli olarak

kullanilmistir®, Yazarinin takma isimli oldugu tahmin edilen bu makalede Bitcoin sisteminin

Orijinali Ingilizce “blockchain” olan kelimenin TDK tarafindan Tiirkg¢eye “blok zinciri” seklinde ayri
yazimla ¢evrilmesi gerektigi belirtilmistir. Bkz: YILDIRIM Hakan, “Blokzincir mi, blok zincir mi, blok
zinciri mi?”, 14.02.2019, https://medium.com/@hakany/blokzincir-mi-blok-zincir-mi-blok-zinciri-mi-
70ef05b5fd45#:~:text=Bu%20konuda%20%C3%BClkemizde%20yetkili%20resmi,zinCiri%20%C3%A
7evirisinin%20uygun%2001du%C4%9Fu%209%C3%B6r%C3%BC%C5%9F%C3%BCnde, (E.T.
24.01.2022); Doktrinde bu yondeki kullanim icin bkz: GEDIK Giilsen, “Akilli Sozlesmelerin
Vergilendirme Siireci Uzerindeki Etkileri”, Legal Mali Hukuk Dergisi, C. 16, S. 185, 2020, s. 1200;
UCMA UYSAL Tugba / ALDEMIR Ceray, “Dijital Kamu Mali Yonetim Sistemi ve Blok Zinciri
Teknolojisi”, Muhasebe ve Vergi Uygulamalar1 Dergisi, C. 11, S. 3, 2018, s. 507; Doktrinde “blok
zincir” seklinde sonunda i harfi olmadan ayr1 kullanim i¢in bkz: AKDEMIR ALTUNBASAK Tugge,
“Blok Zincir (Blockchain) Teknolojisi ile Vergilendirme”, Maliye Dergisi, S. 174, 2018, s. 362; BIYAN
Ozgiir / CARDA Hiida, “Tiirk Vergi Hukukunda Gelecege Dair Ongériiler: Blok Zincir Teknolojisinin
Olas1 Etkileri”, Maliye Dergisi, S. 180, 2021, s. 95; “Blokzinciri” seklinde birlesik yazim igin bkz:
GUNDUZ Alperen / TEPECI Mustafa, “Blokzinciri Teknolojisi”, ALPTEKIN Volkan / METIN Ismail /
AKCAN A. Tayfur (editor), Kripto Para Ekonomisi, Konya 2018, s. 37; Fakat TUBITAK tarafindan
“Blokzincir Uygulama Labaratuvar1” kurulmus, yapilan yonetmelik diizenlemelerinde de blokzincir
kelimesi bitisik olarak tercih edilmistir. Bkz: istanbul Aydm Universitesi Blokzincir Uygulama ve
Aragtirma Merkezi Yonetmeligi. Uygulamada blokzincir kelimesinin yayginlagtigi goriildiigii i¢in “galat-
1 meshur liigat-i fasihten evladir” kaidesi geregi blokzincir kelimesini tercih ediyoruz.

Bitcoin, 2008 bankacilik krizinden sonra ilgili kisilere gonderilen bir mail ile duyurulan ve 2009 yilinda
caligmaya baglayan bir gesit bilgisayar programidir. Amaci, merkezi bir otorite olmaksizin para
transferlerini gerceklestirmek ve enflasyonu engellemektir. Ayrmtili bilgi i¢in bkz: NAKAMOTO
Satoshi, “Bitcoin: A Peer-to-Peer Electronic Cash System”, 2008, https://bitcoin.org/bitcoin.pdf, (E.T.
31.01.2022).

Blokzincir sistemlerini tanitan bu tiir makalelere Ingilizce “white paper” ismi verilmektedir. Tiirkceye
“izahname” seklinde ¢evrilmesi miimkiindiir.



https://medium.com/@hakany/blokzincir-mi-blok-zincir-mi-blok-zinciri-mi-70ef05b5fd45#:~:text=Bu%20konuda%20%C3%BClkemizde%20yetkili%20resmi,zinciri%20%C3%A7evirisinin%20uygun%20oldu%C4%9Fu%20g%C3%B6r%C3%BC%C5%9F%C3%BCnde
https://medium.com/@hakany/blokzincir-mi-blok-zincir-mi-blok-zinciri-mi-70ef05b5fd45#:~:text=Bu%20konuda%20%C3%BClkemizde%20yetkili%20resmi,zinciri%20%C3%A7evirisinin%20uygun%20oldu%C4%9Fu%20g%C3%B6r%C3%BC%C5%9F%C3%BCnde
https://medium.com/@hakany/blokzincir-mi-blok-zincir-mi-blok-zinciri-mi-70ef05b5fd45#:~:text=Bu%20konuda%20%C3%BClkemizde%20yetkili%20resmi,zinciri%20%C3%A7evirisinin%20uygun%20oldu%C4%9Fu%20g%C3%B6r%C3%BC%C5%9F%C3%BCnde
https://bitcoin.org/bitcoin.pdf

ortaya ¢ikma amaci ve ¢alisma sekli anlatilmistir. Makalede blokzincir, sifrelerle siralanmis ve
birbirine baglanmis veri bloklar1 serisi olarak tanmimlanmistir. Doktrinde blokzincir, dagitik
defter iizerinde verilerin ve islemlerin bloklara konularak sifreli olarak ve degistirilemez bir
sekilde birbirine baglandig1 internet iizerinden isleyen Ozel bir veri yapisi olarak
tammlanmistir®. Teknik bir tanima gore; kisiler arasi, sifrelemeyle giivenligi saglanmis,
sistemdeki taraflarin uzlagsmasi olmaksizin silinemez ve degistirilemez, internet iizerinden
isleyen dagitik bir defter (veri tabani) yapisidir.®. Bu teknolojide her bir veri blogu, éncekine
sifrelerle baglanmistir. Bu sifresel bag saglam bir yapistirici gibi hareket ederek tiim sistemin
biitiinliigiinii saglamaktadir’. Her blok zaman damgasi ile damgalanarak kronolojik sira temin
edilmektedir®. Bu sebeple, son blok esasinda tiim veri tabaninin 6zet bilgisini icermektedir.
Dolayisiyla 6nceki bloklar1 degistirmek i¢in kendisinden sonra gelen tiim bloklar1 degistirmek
gerekmektedir. Zaman damgasi ve uzlasma mekanizmalari sayesinde kisilerin sistemdeki veriyi
degistirmesi engellenmistir. Baslangicta belirlenmis kurallara gore eklenmis her blok agdaki
tim bilgisayarlara duyurularak her bilgisayarin ayni veri tabanina sahip olmasi temin
edilmektedir®. Bu sistem, internet iizerinden islemekte ve iilke smirlarina takilmadan faaliyet

gostermektedir. Bu agidan kiiresellesmeyi giiclendirmektedir'®.

4 NAKAMOTO  Satoshi, “Bitcoin: A  Peer-to-Peer  Electronic Cash  System”, 2008,
https://bitcoin.org/bitcoin.pdf, (E.T. 31.01.2022); YAYMAN Derya, “Blockchain in Taxation”, MERT
Gozde / SEN Erdal / YILMAZ Osman (editor), Data, Information and Knowledge Management,
Ankara 2020, s. 55.

5 WORLD BANK, Distributed Ledger Technology (DLT) and Blockchain, World Bank Group Fintech
Note No: 1, 2017, s. IV.
6 DIMITRIPOULOS Georgious, “The Law of Blockchain”, 2020,

https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3559970, (E.T. 11.03.2021), s. 3; BASHIR Imran,
Mastering Blockchain, Ingiltere Birmingham 2018, s. 16, 18; Blokzincir icin kullanilan defteri kebir
tabiri i¢in bkz: GUVEN Vedat / SAHINOZ Erkin, Blokzincir Kripto Paralar Bitcoin, Istanbul 2018, s.
44,

7 OMOTE Kazumasa / YANO Makoto, “Bitcoin and Blockchain Technology”, YANO Makoto / DAI Chris
/ MASUDA Kenichi / KISHIMOTO Yoshio (editor), Blockchain and Cryptocurrency, Singapur 2020,
s. 131; UK GOVERNMENT OFFICE FOR SCIENCE, Distributed Ledger Technology: Beyond
Blockchain, UK Government Chief Scientific Adviser, 2016, s. 17.

8 SUNYAEV Ali, Internet Computing, Isvigre 2020, s. 285.

9 YAGA Dylan/ MELL Peter / ROBY Nik / SCARFONE Karen, Blockchain Technology Overview, US
National Institute of Standarts and Technology Internal Report 8202, 2018, s. 1.

10 DIMITRIPOULOS, s. 3; GUVEN / SAHINOZ, s. 10.

6


https://bitcoin.org/bitcoin.pdf
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3559970

Sekil 1: Bitcoin Blokzinciri’nin Temel Isleyisi

Her blok tnceld bloga zaman
- damgasi ile baghdir. Boylelikle her
KOKEN birinin siralanmast ve sistemin
BLOK biitlinligl temin edilir.
BLOCK 1 BLOCK 2 BLOCK 3 BLOCK4 BLOCKS
000000385 00000k2876 000000j4 2x 0000006pgT
[ musacnon | | Taeacon [ s | o [ mwsacncn |
| TRANGACION | TmsACTON | | TRAKSACTON | | T | TRAMSACTON |
| Taksacnon | | AT | mansacnon | | Ao | | TR |
| TaksacTu | | TRAACTON | mansanon | | TN | | TR |
Digzl Signaturs Digite! Signature Digitel Signafure Digitdd Signature Digial Signature
o quBVS —+|& NWNIQETG —+ | & 000000j42x—4-' | & 0000006pg7T— £10000048sknk
—
I |
I5 kantindan Veni is kanti ile
sonra olusturulan blok ve
olustundlan  prntosrafik dzeti. Her
yapilan 1§15mlen blokta islemler ve énceki
igerenblofun  plaklann dzeti bulunur
kniptografik dzeti

Kaynak: WORLD BANK, s. 9.

Blokzincir teknolojisinin giiniimiiz diinyasinda devrim denilebilecek seviyelerde
degisikler yapabilme potansiyeli bulunmaktadir't. Bu potansiyele sahip olmakla beraber heniiz
emekleme asamasindadir ve gittikce gelismektedir'?. Potansiyelini sahip oldugu giivenlik,
verimlilik, mahremiyet, dogruluk, seffaflik ve denetlenebilirlik 6zellikleri sebebiyle
kazanmaktadir’3, Devrim siirecinin basladigi ve 2025 yilinda teknolojinin tam olarak insan
hayatindaki yerini alacagi iddia edilmektedir'®. Tam uygulamaya gegtiginde internetten sonraki

en 6nemli dijital yenilik olabilecegi ileri siiriilmektedir®®.

Uzerinde bdylesine parlak ve gdz alici ciimleler kurulan blokzincir teknolojisi heniiz
yeterince gelismedigi i¢in etrafinda hala bir gizem bulunmaktadir'®. Blokzincir teknolojisinin

“her derde deva” olabilecegi, her sektdre her tiirlii amag icin uygulanabilecegi gibi yanilgilar

1 GUVEN / SAHINOZ, s. 10.

12 MANSKI Sarah, “Building the Blockchain World: Technological Commonwealth or Just More of the
Same”, Strategic Change, C. 26, S. 5, 2017, s. 512.

13 MIRAZ Mahdi H. / ALI Maaruf, “Application of Blockchain Technology beyond Cyrptocurrency”,
Annals of Emerging Technologies in Computing, C. 2, S. 1, 2018, s. 5.

14 BASHIR, s. 8, 9.

15 PATRICK Gabrielle / BANA Anurag, Rule of Law Versus Rule of Code: A Blockchain-Driven Legal
World, IBA Legal Policy & Research Unit Legal Paper, 2017, s. 6.

16 RAUCHS Michel / GLIDDEN Andrew / GORDON Brian / PIETERS Gina / RECANATINI Martino /

ROSTAND Frangois / VAGNEUR Kathryn / ZHANG Bryan, Distributed Ledger Technology Systems
A Conceptual Framework, Cambridge Centre for Alternative Finance, 2018, s. 92.
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olusabilmektedir!’. Hatta devleti gereksiz hale getirebilecegi, insanlarm devlet olmaksizin
yasamasinin Oniinii acabilecegi bile tartisiimaktadir’®. Tiim bunlarin sebebi blokzincir
teknolojisinin yeterince kavranamamis olmasidir'®. Buradaki temel hata, insanlarin, faydalarin
gordiikten sonra kendi islerini blokzincirine nasil adapte edebileceklerini diistinmeleridir.
Bunun yerine ilk basta diisiinmeleri gereken blokzincir teknolojisinden faydalanma
ihtimallerinin olup olmadig1 sorusudur. Daha sonra faydalanabilirlerse nasil olabilecegini
diistinmeleri gerekmektedir. Bu teknolojinin pesinen her alanda her uygulamada kullanilip
fayda saglayacagimi diisiinmek hatalidir?®. Blokzincir teknolojisinin kullanilabilecegi alanlar
cok yaygin olsa da herhangi bir fayda getirmeyecegi alanlar da bulunmaktadir. Mesela merkezi
otoritesi giivenilir olan ve siber giivenligi yeterince saglanmig alanlarda blokzincir teknolojisi

otomasyon disinda pek bir fayda getiremeyebilecektir??.

Giin gectikce blokzincir teknolojisi daha ¢ok dikkat cekmekte ve daha fazla kisi
tarafindan arastirilmaktadir®®. Fakat geleceginin nasil sekillenecegini tahmin etmek zordur®,
AB, blokzincirinin ¢ok ciddi potansiyeli oldugunu diisiinmekte, en olumsuz senaryoda bile

onemli avantajlar saglayacagini 6ngdrmektedir®®.

Tablo 1: Blokzincir kelimesi i¢in Google trend grafigi

o Mesela veri tabani olusturmak isteyen ve birbirine giivenen insanlardan miitesekkil bir grubun blokzincir
ve dagitilmig veri tabani kullanmasi mantikli degildir. Bkz: MAULL Roger / GODSIFF Phil /
MULLIGAN Catherine / BROWN Alan / KEWELL Beth, “Distributed Ledger Technology: Applications
and Implications”, Strategic Change, C. 26, S. 5, 2017, s. 486.

18 ATZORI Marcella, “Blockchain Technology and Decentralized Governance: Is the State Still
Necessary”, Journal of Governance and Regulation, C. 6, S. 1, 2017, s. 46.

19 YAGA ve digerleri, s. 2.

20 YAGA ve digerleri, s. IV, VL.

A MAULL ve digerleri, s. 486.

22 SZOSTEK Darius, Blockchain and the Law, Almanya 2019, s. 11.

2 QUINTALIS Joao Pedro / BODO Balazs, “Blockchain and the Law: A Critical Evaluation”, Stanford
Journal of Blockchain Law & Policy, C. 2, S. 1, 2019, s. 1.

2 EUROPEAN COMMISSION, Study on Blockchains Legal, Governance and Interoperability

Aspects, Publications Office of the European Union, 2020, s. 190.
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Kaynak: GOOGLE TRENDS, https://trends.google.com.tr/, (E.T. 21.12.2022).

Ik bakista karmasik ve anlamasi zor goriinen blokzincir teknolojisi, Bitcoin ile ortaya
ciktigr ve bilinirlik kazandigi i¢in bir¢ok ¢alismada sistem Bitcoin Blokzinciri {izerinden
anlatilmaktadir®. Esasinda en temel blokzincir teknolojilerinden biri oldugu icin buradan
hareketle konunun anlatilmasinin sistemin anlasilmasi agisindan faydali oldugu goriilmektedir.
Fakat suras1 unutulmamalidir ki, blokzincir teknolojisi Bitcoin Blokzinciri’nden ibaret degildir.
Bitcoin her ne kadar bu teknolojinin kurucu uygulamasi olsa da tek uygulamasi degildir?.
Bitcoin Blokzinciri’nin yaninda baska blokzincirleri bulunmakta, Bitcoin Blokzinciri’ni
kullanan baska kripto paralar veya g¢esitli uygulamalar bulunmaktadir. Ayrica Bitcoin
sonrasinda daha karmasik yapiya sahip ve daha fazla fonksiyonu olan blokzincir sistemleri
ortaya ¢ikmustir. Bu baslikta, oncelikle blokzincir teknolojisinin ortaya ¢ikmasini temin eden
teknik gelismelere yer verilecek, dagitik defter teknolojisine deginilecek ve temel sistemin
kolayca kavranabilmesi i¢in Bitcoin Blokzinciri esas alinarak, blokzincir teknolojisi izah
edilecektir. Daha sonra Bitcoin’den bagimsiz olarak, blokzincir teknolojisinin ¢aligmayla ilgili

oldugu 6l¢iide ayrintisina girilecektir.

A. BLOKZINCIR TEKNOLOJISININ TEKNIK TEMELLERI
Blokzincir teknolojisi Bitcoin ile yaygin bilinirlik kazanmistir. Fakat teknolojinin daha

once kavramsal temellerinin bulundugu da bilinmektedir. Teknoloji tamamen bilgisayar,

% CROSBY Michael / NACHIAPPAN /| PATTANAYAK Pradan / VERMA Sanjeev [/
KALYANARAMAN Vignesh, “Blockchain Technology: Beyond Bitcoin”, Applied Innovation
Review, S. 2, 2016 s. 9; YAGA ve digerleri, s. IV.

% PATRICK / BANA, s. 5.


https://trends.google.com.tr/

internet ve dijital kodlarla ilgili oldugu igin bu ¢alismada teknik ayrintilarina girilmeyecektir.

Sistemin ¢aligma prensipleri ve getirdigi yenilikle somutlagtirilarak anlatilacaktir.

Asagidaki misallerle de ortaya konulacag: tizere, ciddi kullanim alani bulunmayan bir
teknoloji devrimsel Ozelliklere sahip olsa da yeterince dikkat ¢ekmemektedir. Nitekim
blokzincir teknolojisi bu yargiyr dogrulamaktadir. Zira blokzincir, kavramsal olarak 1980’1
yillardan itibaren yapilan bilimsel ¢alismalarla ortaya konmustu. Fakat o donemde boyle bir
teknolojiye ihtiya¢ olmadig1 igin dikkat cekmemisti. Iste Bitcoin’i kuranlar bu sistemleri
glinlimiiz ihtiyaglarma uygun bir sekilde ise yarar bir hale getirmisler ve onemli gelisimler

saglamiglardir.

Merkezi bir idareci olmadan dagitilmis bir yapida idare edilen veri tabanlarinda (dagitik
defter teknolojilerinde), sisteme yeni eklenecek veri hususunda tiim paydaslarin anlagmasi
gerekir ve ayni veri iizerinden ylirlimesi gerekir. Eger paydaslardan biri kotii niyetli olarak sahte
veri ekler ve diger paydaslardan ayrilirsa sistemin biitiinligii bozulacaktir. Bu soruna doktrinde
“Bizans Komutani1 Problemi” denmistir. Bu isim Bizans Imparatorlugu zamaninda, kaleyi dort
bir taraftan kusatan komutanlarin yasadigi probleme atif yapilarak konmustur. Boyle bir
durumda komutanlarin kaleyi ele gecirebilmek i¢in ayni anda hiicuma gegmesi gerekir. Fakat
o zamanin iletisim imkanlartyla diisiiniildiiglinde, bunu yapmak zordur. Kétii niyetli bir haberci,
bir komutan1 yanlis yonlendirerek kusatmanin basarisizliga ugramasina sebebiyet verebilir.
Ayn1 zamanda kendi bagina buyruk bir komutan da ayn1 akibeti olusturabilir. Bu sebeple birkag
kotii niyetli kisinin bozamayacagi bir sistemin kurulmasi gerekir. Merkezi bir yoneticinin
bulunmadig1 ve bir¢ok katilimcinin ortaklasa olusturdugu bir veritabanina dogru veriyi
yiikleme konusunda da aynmi sorunla karsilasilmaktadir. Kotii niyetli kisiler tarafindan veya

yanlislikla sisteme yanlis veri yiiklenmesi muhtemeldir.

Bilim diinyasinda bu soruna 1982 yilinda ¢6ziim bulunmustur?’. Bu ¢dziime gére sistem
icerisinde karara varabilmek i¢in belli sayida paydasin ayni veriyi onaylamasi gerekir. Belli
saytya ulasilinca artik o veri kesin olarak kabul edilir ve sistemdeki herkes o veriye uyar. Kimse
kendi basina buyruk hareketi baslatamaz?®. Bitcoin bu sistemi kullanarak blokzincir icerisinde
yeni veri eklenmesi icin sistemdeki bilgisayarlarin cogunlugunun onayim sart kogsmustur. Yine

1991 ve 1993 yilinda yapilan iki ayr1 ¢alismada ise bloklar halinde birbirine baglanabilen bir

2z LAMPORT Leslie / SHOSTAK Robert / PEASE Marshall, “The Byzantine Generals Problem” ACM
Transactions on Programming Languages and Systems, C. 4, S. 3, 1982, s. 382-401.
8 BASHIR, s. 12.
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veri tabani sistemi ortaya konmustur?®. Bu sistem blokzincirinin ¢alisma prensibini ortaya
koymaktadir. Bunlarin yaninda kavramsal temelleri 1980°li yillarda atilan “kor imza (blind
signature)”, “gizlilik kanit1 (zero knowledge proof)” gibi sifrelemeye iliskin teknikler de

blokzincir sisteminde kullanilmistir°.

Dijital sistemlerin kripto paralara uygulanmasi sonucu olusabilecek en 6nemli problem
¢ift harcama problemidir. Dijital ve elektronik paralarda paranin teknik arka planinda veri
bulunmaktadir. Dijital sistemler tizerinden veriyi kopyalamak ¢ok kolaydir. Bu sebeple bir
kisinin dijital olarak elinde bulundurdugu parayr iki farkli aligveriste kullanmasinin
engellenmesi zor bir durumdur. Bunun yaninda dijital ortamda yapilan islemler silinmedigi
stirece kayitli durmaktadir. Bu durum kisilerin aligveris mahremiyetleri agisindan sakincalidir.
Dijital ve elektronik paralarda bu sorunlar {igiincii bir kuruma giivenilerek coziilmektedir.
Mesela bir banka elektronik paranin verisini kendi sunucularinda tutmakta, iki kez
harcanmamasini temin etmekte ve harcama ge¢misini de aleni hale getirmemektedir. Fakat
bankanin sunucularinda tiim veri, sahibi ile birlikte kayith durmaktadir. Kripto paralar ¢ift

harcama ve mahremiyet sorunlarina araci kurum olmaksizin ¢6ziim bulmay1 basarmistir.

Blokzincirinde her islem bloklar halinde zaman damgali olarak dizildigi i¢in kisi sahip
olmadig1 paray1 harcayamayacaktir. Harcadigi kripto para ise kalici olarak bloga dahil edilerek
zaman damgastyla kisinin hesabindan diisiildiigli i¢in ayn1 parayr yeniden harcamasi da sz
konusu olmayacaktir. Merkezi bir kontrol mekanizmasi yerine dagitik defterdeki her bilgisayar
¢ift harcama sorununu kontrol ederek engellemektedir®l. Bu islemlerin yiiriitiilmesinde
madencilik faaliyetleri ve uzlasma mekanizmalarinin 6nemi biiyiiktiir. Mahremiyet problemi
blokzincir iizerinde anonimlik saglanarak ¢6ziilmektedir. Blokzincir {izerinde tiim islemler
halka acik olsa da hesaplarin sahibi bilinmedigi i¢in anonimlik saglanarak mahremiyet temin
edilmektedir. Esasinda bu dijital sistemlerin kokeni 1980°li yillara dayanmasina ragmen,
Bitcoin basta olmak iizere kripto paralar ile ¢ok iyi bir sekilde bir araya getirilmis ve paranin

yeni bir tiiriiniin ortaya ¢ikmasini saglamiglardir®,

2 HABER Stuart / STORNETTA W. Scott, “How to time-stamp a digital document”, Journal of
Cryptology, C. 3 S. 2, 1991, s. 99-111; BAYER Dave / HABER Stuart / STORNETTA W. Scott,
“Improving the efficiency and reliability of digital timestamping”, CAPOCELLI Renato / DE SANTIS
Alfredo / VACCARO Ugo (editor), Sequences 11, New York 1993.

3 BASHIR, s. 121, 122.

8 ALLESSIE David / SOBOLEWSKI Maciej / VACCARI Lorenzino, Blockchain for Digital
Government, European Commission, 2019, s. 8; SUNYAEV, s. 270.

32 BASHIR, s. 14; GUVEN / SAHINOZ, s. 145-152.
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B. DAGITIK DEFTER TEKNOLOJISI

Internet basta olmak iizere ag teknolojilerinin yayginlagmast ile birlikte veri tabanlarmin
onemi artmigtir. Zira bilgisayar ekraninda goriilen her bir verinin bir kaynagi bulunmaktadir.
Nitekim veri tabanini, bir ag yapisi iginde erisilmek istenen verinin kaynagi olarak tanimlamak
miimkiindiir®. Klasik sistemde veri tabanlari tek bir veri merkezine bagli olarak ¢alismaktadir.
Ag yapist iginde ilgili veri tabanindaki veriye ulagsmak isteyen bilgisayarlar, merkezi veri
tabanini barindiran bilgisayar ile iletisime gegerek veriye ulagsmaktadir. Merkeze bagl veri
tabanlarin1 idame ettirmek kolay olsa da bazi dezavantajlara sahiptirler**. Merkezi veri tabanini
tasiyan ag noktasinda (bilgisayarda) bir sorun olugsmasi durumunda istenen veriye ulasmak
imkansiz olmaktadir®®. Ayrica siber saldirilarda veya teknik sorunlarda veri tabanindaki tiim
verinin kaybi ve yogun veri talebi olmasi durumunda ag sisteminin yavaslamasi diger
sorunlardandir. Bu soruna bir ¢6ziim olarak tek bir merkezden isleyen veri tabanlar yerine,
veritabaninin birden fazla merkeze kopyalanmasi diigiiniilmiistiir. Bu tiir veritabanlarina
merkezi olmayan veri taban1 denmistir. Bu sistemde, yogunluk durumunda yavaslama, siber
saldirilara veya teknik sorunlara karsi tek veri kaynagi olma sorunlart kismen ¢oziilmiistiir.
Fakat yine kiiciik ve zor bir ihtimal olsa da bu sistemde de tiim veri tabanlarinin sorun yagama

thtimali bulunmaktadir.

Dagitik defter teknolojilerinde®® ise sistemde yer alan tiim bilgisayarlardan goniillii
olanlar, ayn1 zamanda veri tabani islevi gormektedir’’. Bu sebeple sisteme dahil olan
bilgisayarlarin sayisi arttik¢a verinin kaybolma ihtimali azalmaktadir. Herhangi bir veya birkag
ag noktasi siber saldiriya ugrasa veya teknik sorun yasasa bile sistemin biitiinline herhangi bir
sorun yansimamaktadir. Ayrica sistemin kontrolii tek bir merkezde degildir. Cesitli dagitik
defter uygulamalarinda farklilik gosterse de sistemin isleyisi tiim katilimcilar arasinda
cogunlugun durumuna gore isleyebilmektedir. Katilimeilarin ¢gogunun bilgisayarinda bulunan
veri gecerli veri kabul edilmektedir. Bu sebeple sisteme saldirmak isteyen bir hacker,

sistemdeki bilgisayarlarin yarisindan fazlasina ayni anda saldirmali ve basarili olmalidir®.

33 WORLD BANK; s. IV.
34 SUNYAEYV, s. 267.
3 YAGA ve digerleri, s. 14.

3 Esasinda burada “dagitilmis veri tabani” tabiri de kullanilabilirdi. Fakat ilgili mevzuatta dagitik defter

tabiri kullanildig1 i¢in biz de bunu tercih ettik. Bkz: Odemelerde Kripto Varliklarin Kullanilmamasina
Dair Yonetmelik, RG: 16.04.2021 / 31456; Dagitik defter yerine dagitik defteri kebir tabiri i¢in bkz:
GUVEN / SAHINOZ, s. 44; A¢ik muhasebe defteri tabiri icin bkz: NEBIL F. Sarp, Bitcoin ve Kripto
Paralar, Istanbul 2018, s. 42.

37 SZOSTEK, s. 36.

38 PU Steven, “Industrial Applications of Blockchainto IoT Data”, YANO Makoto / DAI Chris / MASUDA
Kenichi / KISHIMOTO Yoshio (editor), Blockchain and Cryptocurrency, Singapur 2020, s. 45.
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Sistemde herhangi bir araci olmadigi i¢in bir¢ok masraftan kurtulmak miimkiin olmakta,
sistemin dogas1 geregi islemler glivenli oldugu i¢in onay safhalari hizlandirilarak islem hizi
artirtlmaktadir. Veri tabani sinirli veya sinirsiz katilimcilarin hepsine her an agik oldugu i¢in
seffaflik ve denetlenebilirlik temin edilmektedir®®. Kripto ve sifreleme teknigi ile arac1 kurumlar
ortadan kaldirilarak kisiler aras1 iletisim temin edilebilmektedir“®. Ayrica merkezi bir otoritenin

kontroliinde olmadig1 i¢in sansiirlenme ihtimali olusmamaktadir®’.

Bu aciklamalar 1s181inda dagitik defter teknolojisini aga dahil olan bilgisayarlar arasinda
paylasilan bir veri tabami seklinde tanimlamak miimkiindiir*2. Bu sistem, diinyanin farkli
yerlerindeki bilgisayarlarin ag tizerinde es zamanli bir sekilde yeni veri eklemesini ve eklenen
verileri dogrulamasini temin eden protokol ve destekleyici altyapidir®®. Baska bir goriise gore,
islemlerin ve verilerin farkli ag katilimcilarinin bulundugu dagitilmis bir agda kaydedilmesini,
paylasilmasini, giincellenmesini ve sifreli olarak miihiirlenmesini saglayan yeni ve hizli gelisen
bir veri kayit sistemi seklinde tanimlanmaktadir®. Bir baska tanima gore ise, birbirine

giivenmeyen taraflarin bulundugu merkezi bir otoritenin olmadig1 cok tarafli bir sistemdir*.

Blokzincir teknolojisi ile dagitik defter teknolojisini birbirinden ayirt etmek gerekir.
Blokzincir, dagitik defter 6zelligine sahip bir ag yapisi iizerinde ¢alismaktadir. Dagitik defter,
klasik merkezi veri tabanlarinin aksine, sistemdeki tiim verinin tutuldugu ve islemlerinin
yapildig1 tek bir merkeze bagl olarak calismamaktadir. Dagitik defterde agda yer alan tiim
bilgisayarlar ayni zamanda bir veritabani islevi gormekte, sistemin iglemesi i¢in katki
sunmaktadir. Bunu bir 6rnekle agiklamak gerekirse, ellerinde ayni nitelikte not defteri olan bir
grup insan disiintilebilir. Herhangi biri kendi defterine bir not yazdiginda, bu not tiim
defterlerde goriilebilmektedir. Iste dagitik defterlerde de biitiin bilgisayarlar veri tabanina bilgi

ekleyebilir ve bu bilgiyi tiim aga yayarak herkesin veri tabanin1 giincellemesini temin eder®®.

% WORLD BANK, s. 5, 15.

40 MILLS David / WANG Kathy / MALONE Brendan / ANJANA Ravi / MARQUARDT Jeff / CHEN
Clinton / BADEV Anton / BREZINSKI Timothy / FAHY Linda / LIAO Kimberley / KARGENIAN
Venessa / ELLITHORPE Max / NG Wendy / BAIRD Maria, Distributed Ledger Technology in
Payments, Clearing, and Settlement, Board of Governors of the Federal Reserve System Finance and
Economics Discussion Series 2016-095, Washington 2016, s. 10.

4 UK GOVERNMENT OFFICE FOR SCIENCE, Distributed Ledger Technology: Beyond Blockchain,
UK Government Chief Scientific Adviser, 2016, s. 6; SZOSTEK, s. 42.

42 MILLS ve digerleri, s. 10.

4 ALLESSIE / SOBOLEWSKI / VACCARI, s. 8.

44 TRELEAVEN Philip / BROWN Richard Gendal / YANG Dany, Blockchain Technology in Finance,
IEEE Computer Society, 2017, s. 15.

4 RAUCHS ve digerleri, s. 15.

46 NARULA Neha, “The Future of Money”, TED Ideas Worth Spreading, 2016,

https://www.ted.com/talks/neha_narula_the_future_of _money/transcript, (E.T. 28.01.2021).
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Dagitik defter teknolojisi ortaya c¢ikana kadar, veri kayit sistemleri fiziksel kayittan
bilgisayar kaydi asamasina gecis yeniligi disinda ¢ok degismemistir. Dagitik defter ise hem
verinin kayit usuliinii hem de kaydedilen verinin depolanmasi usuliinii gelistirmistir*’. Ayn1
veriyi depolamak mecburiyetinde olan farkli veri tabanlarinin her bir veriyi tek tek kaydetmek
zorunda kalmaktaydi. Dagitik defter sistemine gec¢ilmesiyle hem tek seferde tiim veri
tabanlarinin giincellenmesi temin edilmekte hem de asagida ayrintist anlatilacak olan uzlagma
mekanizmalar1 sayesinde verinin dogru bir sekilde kaydi saglanmaktadir®®. Arka planda
dagitilmis ve ortak bir idare siireciyle isleyen bir sistem bulunsa da kullanici tek ve derli toplu
bir sistemle karsilasmaktadir®®. Dagitik defter teknolojisi tipki blokzincir gibi Bitcoin ile

bilinirlik kazanmistir™,

Dagitik defter altyapisini kullanan tek sistem blokzincir degildir. Bagka genis kapsamli
veya miinferit sistemlerde bu alt yapiy1 kullanabilmektedir. Bu sebeple bu ikisini kavramsal
olarak ayirt etmek onemlidir. Su hususu da belirtmek gerekir ki, dagitik defter sistemi
blokzincir i¢in ¢ok 6nemlidir. Zira orijinaline uygun blokzincir sistemlerinde merkezi bir
yonetici bulunmamakta (Bitcoin drneginde oldugu gibi), sistemin veritabani, sistemdeki ilgili
kisiler tarafindan ortaklasa gilincellenmekte ve yonetilmektedir. Bu sebeple dagitik defter,
blokzincir i¢in temel yapitaslarindan biridir. Oyle ki blokzincir teknolojisinin dagitik defter esas
alinarak tanimlandigi da goriilmiistiir. Bu tanima gore blokzincir, birbirlerine sifrelenmis bir
Ozetle baglanmis 6zel bir blok veri yapisim1 kullanan dagitik defter teknolojisinin alt bir
uygulamasidir*!. Blokzincirinin dagitik defter disinda bir sistemde isletilip isletilemeyecegi,
isletilse bile ne tiir faydalar getirecegi tartisilmaktadir®®. Netice itibariyle blokzincir, dagitik
defter sistemi iizerine, Bitcoin ise blokzincir sistemi iizerine inga edilmistir. Bu ii¢ kavramin

birbiri yerine kullanilabildigi goriilmektedir®. Halbuki bu ii¢ii birbirinden farkl seylerdir.

4 UK GOVERNMENT OFFICE FOR SCIENCE, s. 5.

48 UK GOVERNMENT OFFICE FOR SCIENCE, s. 21.

49 BASHIR, s. 12.

%0 WORLD BANK,s. 1V, 1.

51 RAUCHS ve digerleri, s. 15.

52 WORLD BANK, s. VII; Blokzincir teknolojisinin dagitik defter digindaki sistemlerde isletilemeyecegi

yoniinde bkz: TRELEAVEN Philip / BROWN Richard Gendal / YANG Dany, Blockchain Technology
in Finance, IEEE Computer Society, 2017, s. 15; Giiniimiizde 6zellikle kamu hizmetlerinde kullanilan
blokzincirlerinin merkezi veri tabanina sahip oldugu gériilmektedir. Bagka bir ifadeyle blokzincirinin
merkezi veri tabanlarinda islemesi miimkiindiir. Bkz: ALESSIE / SOBOLEWSKI / VACCARI, s. 54.

53 RAUCHS ve digerleri, s. 7.
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C. BITCOIN BLOKZINCIiRI
2008 yilinda, Satoshi Nakamoto adiyla ilgili kisilere gonderilen bir makalede, Bitcoin
sistemi tamtilmistir>, Bitcoin, blokzincir teknolojisi ve sifreleme tekniklerini kullanan bir tiir
kripto para, kisiden kisiye dogrudan ag veya bir bilgisayar protokolii yahut programi olarak
tanimlanabilir. Bu protokol sistem ic¢indeki dijital paranin (bitcoinlerin) el degistirmesini ve
iiretilmesini temin etmektedir’®. Baslangigta olusturulan protokol geregi bitcoin arz1 sinirlidir
ve belirli bir periyotta ¢ogalmaktadir. 21 milyon bitcoine ulasildiktan sonra bitcoin tiretimi

duracaktir. Bir bitcoin 100 milyon pargaya ayrilabilir ve her birine “satoshi” ismi verilir®®.

Satoshi Nakamoto’nun kim veya kimler olduguna dair ¢esitli spekiilasyonlar olsa da
takma bir isim oldugu yayginca diisiiniilmektedir®’. Zira kim oldugu, bu sistemi nasil
gelistirdigi, bunu yapmaktaki kisisel giidiilerinin neler oldugu bilinmemektedir ve gercek
kimligini hi¢ aciklamamistir*®. Bitcoin sistemi igerisindeki hesabi ise, ilk birkag yil
kullanildiktan sonra 2011 yilinda terk edilmistir>®. Kisilere gonderdigi makalede Nakamoto,
yeni bir 0deme sistemi gelistirdiginden ve artik 6deme aracilarina (bankalara, merkez
bankalarina ve diger 6deme aracilarina) ihtiya¢ kalmadigindan bahsetmistir. Makalede,
sistemin nasil isleyecegi, siber saldirilara karsi giivenligin nasil saglanacagi ve ¢ift harcama
probleminin nasil engellenecegi ayrintili bir sekilde anlatilmistir. Boylesine birgok alanda
teknik bilgi birikimi gerektiren bir makalenin bir¢ok alanda uzman olunmadan
yazilamayacagindan bahisle, Satoshi Nakamoto’nun tek bir kisi olamayacagi goriisii
dillendirilmektedir®®. Gergekten Bitcoin ile birlikte hem iktisadin temel konularindan biri olan
para hususunda 6nemli degisikliklerin kapisi aralanmis hem de ¢ift harcama probleminin
¢Oziimii gibi bilgisayar ve internet sistemleri acisindan Onemli bir sorunun iistesinden

gelinebildigi goriilmiistiir.

54 Bitcoin ve diinya para sistemi ile ilgili teoriler i¢in bkz: GUVEN / SAHINOZ, s. 170-174. Bu teorilerde

bitcoin veya blokzincir sisteminin ¢ok dncelerden planlandigi veya mevcut biiyiik devletlerin kontroliinde

oldugu ileri siiriilmektedir. Bunlarin dogrudan bilimsel dayanagi olmadigi i¢in bu ¢alismaya almiyoruz.

Biiyiik harfle yazilan “Bitcoin” Bitcoin Protokolii’ne/Sistemi’ne/Blokzinciri’ne atif yaparken, kii¢iik

harfle yazilan “bitcoin” her bir kripto para birimi i¢in kullanilir. Bkz: BASHIR, s. 134.

%6 SZOSTEK, s. 59; KURT Levent, Kripto Para Bitcoin, Ankara 2018, s. 78.

57 LEMIEUX Victoria Lousie, “Trusting Records: is Blockchain Technology the Answer”, Records
Management Journal, C. 26, S. 2, 2016, s. 118; BASHIR, s. 129; GUVEN / SAHINOZ, s. 94, 95;
NEBIL, s. 11-13.

55

58 CROSBY ve digerleri, s. 9.

59 WORLD BANK;, s. 3.

60 WRIGHT Aaron / DE FILIPPI Primavera, “Decentralized Blockchain Technology and the Rise of Lex
Cryptographia”, 2015, https://papers.ssrn.com/sol3/papers.cfm?abstract_id=2580664, (E.T. 04.03.2021),
s. 9.
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Bitcoin Blokzinciri, sistemin kuruculari tarafindan programin calistirilip ilk blogun
olusturulmasiyla baslamistir. Bu ilk bloga dogus/koken/olusum®® blogu ismi verilmektedir.
Sistem her 10 dakikada bir blok olusturulacak sekilde tasarlanmistir. Bu bloklarin her biri,
onceki bloklarin 6zeti ve yeni yapilan bitcoin transferlerini barindiran veri demetinden
miitesekkildir. Olusturulan veri bloklar1 bir 6nceki bloga baglanarak sistemin bir biitiin halini
almasi saglanmaktadir. Bu sayede kot niyetli kullanicilarin onceki bloklardaki bilgileri
degistirebilmek icin o bloktan sonraki tiim bloklardaki veriyi degistirmesi gerekmektedir.
Ustelik bunu Bitcoin agindaki binlerce bilgisayarlarin cogunlugu iizerinde yapmasi elzemdir.
Bu ise mevcut bilgisayar teknolojileri ile cok zordur. Sistemdeki verileri degistirerek bitcoin
calmak isteyen bir kisi, sistemdeki islemci gliciiniin en az yarisini ele gecirmek zorundadir.
Giliniimiizde ¢ok biiylik madencilik faaliyetleri diistiniildiigiinde, tek bir kisinin bunu yapmasi,
pratik olarak c¢ok zordur. Zaten uygulamada sistemin, istisnalar hari¢ gilivenli bir sekilde

calisabildigi dogrulanmistir®?,

Degistirilemezlik ve giivenlik yaninda Bitcoin Blokzinciri’nde yer alan veriler isteyen
herkese aciktir. Bu sebeple sistemde seffaflik saglanmakta, yapilabilecek degisikliklerin her an
herkes tarafindan tespit edilebilmesi temin edilmektedir. Tiim verilerin herkese agik olmasi
kisilerin yaptig1 tim para transferlerinin goriilebilir olmasini ve mahremiyetin ihlal
edilebilecegini akla getirebilir. Fakat Bitcoin Sistemi’nde islem yapan herkes bir ¢esit sifre ile
goriilmektedir. Bu sebeple islem yapan sifreler goriilmekle birlikte sifrenin kime ait oldugu

bilinmedigi icin mahremiyet saglanmis olmaktadir®.

Bitcoin Sistemi’nin “kurucu babalar1” sistem iizerinde herhangi bir sahiplik iddiasinda
bulunmamus, sistemin yapisal kodlarini gizlememistir. Baska bir ifadeyle sistemin nasil ¢alistig1
ilgili herkes tarafindan goriilebilmektedir. Devrim olusturabilecek bir teknoloji, acik erisim ile
paylasildiginda birgok farkli varyasyonlariin dogmasi beklenir. Nitekim Bitcoin Sistemi ile
ortaya cikan blokzincir teknolojisi lizerinde de ¢ok farkli kripto paralarin ve diger alanlardaki

uygulamalarin denemeleri yapilmaktadir.

Kripto paralarin ilk ortaya ¢ikani ve en bilinir olan1 Bitcoin oldugu i¢in Bitcoin’den

645>

sonra ortaya ¢ikan kripto paralara “alt coin®” ismi verilmektedir. Alt coinlerin ¢ogunlugu

6l Kelimenin asl “genesis” kelimesidir ve Ingilizcedir; RAUCHS ve digerleri, s. 34.

62 YAGA ve digerleri, s. 16, 17; BASHIR, s. 161, 162.

63 Fakat sifrenin yaptig1 islemlerin analizi suretiyle arkadaki gercek kisinin tespiti miimkiin olabilmektedir.
Bkz: UK GOVERNMENT OFFICE FOR SCIENCE, s. 50, 51.

“Coin” kelimesi Tiirkceye “sikke” veya “madeni para” olarak ¢evrilebilir. Fakat terminolojide bu Tiirkce
kavramlar ¢ok kullanilmadig1 i¢in “coin” kavramini kullanmaya devam edecegiz.
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Bitcoin Blokzincir ile baghh veya Bitcoin Blokzinciri’nin kopyasit olan blokzincirlerini
kullanarak varligmi siirdiirmektedir®. Bu grupta yer alan kripto paralar bitcoinin kazandig1
yiiksek degerden etkilenerek olusturulan kripto paralardir. Bu tiir kripto paralari uygulamaya
koyan girisimciler, blokzincir teknolojisi lizerinde yeni bir séz sOylememis, Bitcoin
Blokzinciri’nin benzerlerini veya kopyasmi ortaya c¢ikarmistir®®. Bunun yaninda asagida
goriilecegi iizere, Bitcoin Blokzinciri’nin siirdiiriilmesi zor olan hususlarini ortadan kaldirarak
daha verimli ve daha fonksiyonel blokzincirleri insa etme saiki giiden blokzincir teknolojileri
de bulunmaktadir. Bunlar her ne kadar Bitcoin’den esinlenseler de Bitcoin’in kurdugu

blokzincir teknolojisini daha ileri gétiirme ve gelistirme amaci giitmiislerdir®’.

1. Madencilik islemleri ve Uzlasma Mekanizmalar

Blokzincir teknolojilerinde, merkezi otoriteye bagli olmayan bir sistem bulundugu i¢in
sisteme yeni veri eklenmesi 6nemli bir sorun olarak karsimiza ¢ikmaktadir. Nitekim kimsenin
yonetici olmadigi bir sistemde kargasanin olusmasi®, giivenilir bir verinin olusamamas1 ve
birbirini dogrulamayan verilerin sisteme yiiklenmesi kuvvetle muhtemeldir. Blokzincir
sistemlerinde bu soruna ortak bir uzlasma mekanizmasi kurularak cevap verilmektedir. Isteyen
herkes gerekli bilgisayar giicline ve internet alt yapisina sahip olduktan sonra madenci
olabilmektedir. Sisteme yeni bir blok eklemek isteyen madenci oncelikle sifreyi islemci giicii
ile ¢ozmelidir. Sifreyi ilk ¢ozen madenci is kanitin1 saglamis olmakta, sisteme yeni blok
eklemeye hak kazanmakta, ekledigi blogu tiim madencilere duyurarak blokzincir veritabaninin
glincellenmesini saglamaktadir. Her 10 dakikada bir yeni bir blok tiretilmektedir. Sifreyi ilk
cozen madenci otomatik olarak sistem tarafindan {retilen yeni bitcoinlerle
odiillendirilmektedir®®. Sistem baslangigta her blokta 50 Bitcoin vermekle beraber her dort
senede bir bu 6diil yartya indirilmekte, 2140 yilinda yeni bitcoin arzimin durdurulmasi

planlanmaktadir. Isin sonunda sistem toplam 21 milyon bitcoin iiretecek sekilde

65 Baska blokzincire bagl olarak faaliyet gosteren blokzincirlerine “yan zincir” denmektedir. Buradaki

temel amag, Bitcoin Blokzinciri’nin giivenligi ve saglamligindan faydalanarak kendi blokzincirini veya
veri tabanini igletmektir. Bkz: CROSBY ve digerleri, s. 13; Bu tiir islemler blokzincir sistemine disaridan
baglanma yoluyla da yapilabilmektedir. Kurulu bir blokzincirini kullanan kriptolarin deger birimine coin
degil token (jeton) dendigi yéniinde bkz: GUVEN / SAHINOZ, s. 85, 86; Token, dijital bir varligin temsili
birimdir. Kendisinin herhangi bir degeri olmamakla birlikte ya temelindeki somut cismin degerini temsil
etmekte ya da bulundugu sanal ortamdaki kisiler arz-talep dengesine gore degerini belirlemektedir. Bkz:
WORLD BANK, s. I'V. Tiirkceye genellikle jeton olarak ¢evrilmektedir.

66 BASHIR, s. 233.

67 KATSIAMPA Paraskevi, “Financial Charasteristic of Cryptocurrencies”, CORBET Shaen /

URQUHART Andrew / YAROVAYA Larisa (editor), Cryptocurrency and Blockchain Technology, De

Gruyter 2020, s. 69, 70.

Bitcoin idare yapisini anarsik olarak niteleyen c¢alisma i¢in bkz: RAUCHS ve digerleri, s. 73.

69 Bu sebeple bu ddiile senyoraj geliri dendigi yoniinde bkz: GUVEN / SAHINOZ, s. 252.
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tasarlanmistir’®. Ayrica isleminin sonraki ilk bloga eklenmesini isteyen kisilerin rizaen 6dedigi
islem {icretleri de bu madencinin olmaktadir. Bu sekilde madenciler, madencilik yapma ve daha
giiclii bilgisayarlara sahip olma konusunda istekli olmaktadirlar. Sistem {izerinde sifreyi
¢ozmek i¢in gittikce daha iyi bilgisayarlar yaristirilmakta, bu sayede sistemin giivenligi

artirilmaktadir’®.

Sistemdeki tiim madenciler’? yeni eklenen blogu ve igerisindeki islemlerin gecerliligini
kontrol etmektedir’®. Bu sisteme is kamit1 sistemi (Proof of Worf - PoW) denmektedir.
Coziilmesi istenen sifreyi ¢6zen bilgisayar ayn1 zamanda yapilan islemleri ve dnceki bloklarin
0zetini de dogrulamis olmakta ve yeni blogu tiim sistem kullanicilarina duyurmaktadir. Coziilen
sifre ¢ozlilmesi zor olmakla birlikte ¢6ziildiigiiniin dogrulanmasi kolay oldugu i¢in her kullanici
sifrenin ¢6ziildiiglinii dogrulayabilmekte bu sayede yeni eklenen bloga giivenerek blokzincirine
eklemektedir. Dogrulama islemi sayesinde kotii niyetli bir madencinin sifreyi ¢oziip yanlis bir

blok eklemesinin dniine gecilmektedir’.

Madencilik sisteminde bir¢ok madenci ayni sifreyi ¢cozmek icin yarigmakta yalnizca tek
bir madencinin yaptig1 islem gecerli olmakta geriye kalan madencilerin emegi ve harcadigi
enerji sadece sistem gilivenliginin teminine hizmet etmektedir. 2020 yili itibariyle Bitcoin
Blokzinciri’nde diinya genelinde 10.000 madencinin faaliyet gosterdigi tahmin edilmektedir.
Bu demek oluyor ki, 10 dakika boyunca 10.000 tane ¢ok gii¢lii bilgisayar bir sifreyi ¢6zmeye
caligmakta, bunlardan sadece birinin harcadig1 enerji ise yarayarak yeni blogu olusturmakta,
geri kalan 9.999 bilgisayarm harcadigi verimli bir sekilde kullanilmamaktadir”. Sistemdeki
sifre ¢ozmesi zor fakat ¢oziildiikten sonra ¢oziildiigliniin dogrulanmasi kolay bir sifredir. Bu
sebeple diger madenciler kolayca sifrenin ¢oziildiiglinii dogrulayabilmekte ve yeni blogu
blokzincirine ekledikten sonra, sonraki blogu olusturmak i¢in yarismaya devam etmektedirler.
Bitcoin’in degeri arttikca madencilerin sayis1 ve sisteme sarf ettikleri islemei giicii artmistir.

Bitcoin’in ilk zamanlarinda siradan bilgisayarlar ile yapilabilen madencilik daha sonralar1 giiglii

0 GUVEN / SAHINOZ, s. 65; BASHIR, s. 167.

n SANTI Clemente Biondi / VESPRI Vincenzo, “Solving Cryptographic Puzzles: How to Mine”,

CAPPIELLO Benedetta /| CARULLO Gherardo (editér), Blockchain, Law and Governance, Isvigre

2021, s. 75; YANO ve digerleri, s. 6.

Diinya genelinde 10.000’den fazla madenci oldugu tahmin edilmektedir. Bkz: EUROPEAN

COMMISSION, s. 172,

3 OMOTE / YANO, s. 133; SZOSTEK, s. 60.

I YANO Makoto / DAI Chris / MASUDA Kenichi / KISHIMOTO Yoshio, “Creation of Blockchain and a
New Ecosystem”, YANO Makoto / DAI Chris / MASUDA Kenichi / KISHIMOTO Yoshio (editor),
Blockchain and Cryptocurrency, Singapur 2020, s. 14, 15; ATZORI, s. 45, 46; CROSBY ve digerleri,
s. 10-12; RAUCHS ve digerleri, s. 65; ADACHI/ AOYAGI, s. 11, 12.

I8 YANO ve digerleri, s. 6, 7.
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GPU (ekran kart1) ile yapilmis, daha sonra ise sadece madencilige 6zgii ASIC’® ad1 verilen
cihazlarla madencilik yapilmaya baslanmustir’’. Hatta tek bir kisinin madencilik yarisinda
kazanma sanst kalmamis, madencilik havuzlari kurularak birgok makine ile birlikte sifre
¢oziilmeye calisilmis, elde edilen bitcoinler de havuz iiyeleri arasinda paylasilir olmustur’®,
Yukarida sdylendigi gibi bunca gelismis makineler sifreyi ¢ozmek icin yarigsmakta ve sadece
birinin harcadig1 enerji ise yaramakta digerlerinin ki adeta ¢ope gitmektedir. Son derece
gelismis olan bu makineler ¢ok fazla elektrik tiikettigi i¢in Bitcoin sisteminin tek basina bir¢ok
iilkeden daha fazla elektrik tiikettigi hesaplanmaktadir. Bu sebeple bu sistemin
siirdiiriilebilirligi sorgulanmaktadir. Oyle ki baz1 durumlarda, madenciler bitcoin elde etse bile

harcadiklar enerji sebebiyle zarar etmektedirler’.

Veri tabanina merkezi bir otorite olmaksizin dogru veriyi eklemek amaciyla kullanilan
is kanit1 uzlasma mekanizmasinin bu dezavantajlari sebebiyle, alternatif ¢éziimler tiretilmistir.
Bunlardan en oOnemlisi pay sahipligi kanitidir (Proof of Stake — POS). Bu uzlagsma
mekanizmasinda, blokzincir sisteminin {irettigi tokenlerden belli bir kismina sahip olan
hesaplarin, yeni veri ekleme konusunda yetkili olmasi tasarlanmistir. Blokzincirinin tokenlerine
yatirim yapmus kisilerin, sistemin kotiiliigi i¢in degil iyiligi i¢in ¢alisacaklari, bu sebeple dogru
veriyi bloklara ekleyecekleri varsayimindan ortaya ¢ikan bir uzlasma mekanizmasidir. Cozimii

zor sifreler bulunmadigi icin enerji tiiketimi yiiksek olmamaktadir®.

2. Kullanicilar A¢isindan Bitcoin Sistemi
Blokzincir sistemiyle ¢alisan kripto varliklara sahip olmak i¢in temelde iki yontem
bulunmaktadir. Orijinal yontemde dogrudan blokzincir sistemi iizerinden dijital ciizdanlar
vasitasiyla islem yapilmaktayken, sonradan ortaya g¢ikan yontemlerde, blokzincirin temel

amacina aykir1 olarak aracilarin kripto varliklari kullaniciya saglamasi s6z konusu olmaktadir.

76 Application Specific Integrated Circuit (Uygulamaya Ozel Tiimlesik Cihaz).

n PILKINGTON Marc, “Blockchain Technology: Principles and Applications”, OLLEROS F. Xavier /

ZHEGU Majlinda / ELGAR Edward (editor), Handbook of Research on Digital Transformations,

2016, s. 228; GUVEN / SAHINOZ, s. 66, 67.

Madencilik havuzlarinin dagitik defter iginde bir ¢esit merkezilesmeye/gruplasmaya sebep olmasi

sakincali goriilmektedir. Bkz: FINANCIAL STABILITY BOARD, Decentralised Financial

Technologies, Report On Financial Stability, Regulatory and Governance Implications,, 2019, s. 6; UK

GOVERNMENT OFFICE FOR SCIENCE, s. 43, 44.

& BASHIR, s. 170-178.

80 SUNYAEV,s. 282; ZHENG ve digerleri, s. 560; YAGA ve digerleri, s. 22: BASHIR, s. 220; Pay sahipligi
ve is kanit1 uzlasma mekanizmalar1 disinda da uzlagsma mekanizmalar1 bulunmakla birlikte, ¢alisma ile
dogrudan ilgisi olmamasi sebebiyle ayrintilarina girilmemistir. Bu uzlagsma mekanizmalar i¢in bkz:
LAMPORT Leslie / SHOSTAK Robert / PEASE Marshall, “The Byzantine Generals Problem” ACM
Transactions on Programming Languages and Systems, C. 4, S. 3, 1982, s. 382-401; YAGA ve
digerleri, s. 23.
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a. Dogrudan Blokzincir Uzerinden Islem Yapma
Orijinal usulde, bitcoin sahibi olan ve bitcoinlerini transfer etmek isteyenlerin, 6ncelikle
bir e-clizdana sahip olmalar1 beklenmektedir. Daha sonra bitcoin sistemine, kullanici olarak
kayit olmalar1 gerekir. Bu kisiler madencilik faaliyeti yapmamakta, sadece kendi e-
clizdanlarinda bitcoinlerini barindirmaktadir. Bu bitcoinlerin verisi ise blokzincirlerinde

depolanan verilerde bulunmaktadir.

Bitcoin sisteminde herkesin iki adet sifresi bulunmaktadir. Bu sifreler 256 bit
sifrelemeyle sifrelendikleri i¢in kirilmalari mevcut bilgisayar teknolojileri ile miimkiin degildir.
Sifrelerden biri herkese agik digeri ise sadece sahibine 6zeldir. Halka agik olan sifreler, kisilerin
adresi olarak gorev yapmaktadir. Gizli sifreler ise imza gorevi gormektedir. Kisi, bitcoin
transfer ederken, transfer edecegi kisinin halka acik sifresini kodlayip, génderecegi bitcoini
veya satoshiyi®® belirledikten sonra islemi oOzel sifresi ile imzalayip islem havuzuna
gondermektedir®. Giiniimiizde mobil telefonlar ve QR Kodlar vasitastyla bu islemler ¢ok kolay
bir sekilde icra edilebilmektedir®®. Madenciler islem havuzunda bekleyen islemleri
olusturacaklar1 bloklara ekleyerek, blogu, blokzincirine geri doniilmez bir sekilde
eklemektedir®. Madenciler bu islemleri yaparken, kullandiklar bilgisayar, bitcoin gonderen
kisinin bu islemi yapmaya yetkisi olup olmadigini, yeterli bitcoinin bulunup bulunmadigin
kontrol etmektedir®. Birgok madenci bu islemi dogrulamak icin yaristigindan dolay1 yapilan
islemleri degistirmek isteyen birinin, madencilerden daha biiyiik bir islemci giiciiyle sisteme
saldirmas1 gerekmektedir. Bu ise pratik olarak ¢ok zor veya siirdiiriilemez bir durumdur. Zira
bitcoin madencileri diinyanin c¢esitli yerlerinde c¢ok sayidaki giiclii bilgisayarla bitcoin
kazanabilmek i¢in madencilik yapmakta, baska bir ifade ile sistemin giivenligini muhafaza
etmektedir®. Netice itibariyle bir kisinin hesabindaki bitcoinleri transfer edebilmesi igin 6zel
sifresini bilmesi gerekir. Eger bu sifresini unutursa o hesaba bir daha erisemeyecektir.
Giintimiizdeki online bankacilik sistemlerinde oldugu gibi, unutulan sifrelerin yenilenmesi
thtimali yoktur. Zira merkezi bir otorite yoktur. Bu sebeple kisiler sifrelerinin unutulmasi

ihtimaline kars1 ¢esitli arac1 kurumlarla ¢alisilabilmektedir®’.

81 Satoshi, bir bitcoinin yiiz milyonda biridir. Bir bitcoin yiiz milyon par¢aya boliinebilmektedir.

82 SUNYAEV, s. 279-281.

83 KURT, s. 17; BASHIR, s. 136-139.

84 MIRAZ / AL, s. 3.

85 YANO ve digerleri, s. 6; BASHIR, s. 23, 24.

8 YAGA ve digerleri, s. 11; RAUCHS ve digerleri, s. 26-28.
87 BASHIR, s. 84; YAGA ve digerleri, s. 13.

20



E-clizdanlar bir ¢esit programdir ve ¢ok sayida bulunmaktadir. E-ciizdanlar kisilerin
Bitcoin Blokzinciri’nde yer alan bitcoin ve satoshilerinin verisini tagimaktadir. Her ne kadar
Bitcoin Blokzinciri’nin giivenligi yiiksek olup siber saldirilara kars1 dayanikli olsa da kisilerin
e-clizdanlar1 bu giivenlik sisteminin kapsami disindadir. Bagka bir ifadeyle, bir kisinin e-
clizdanina yapilacak siber saldirilarin basarili olma ihtimali, kendi bilgisayarinin giivenlik
seviyesiyle ters orantilidir. Bunun i¢in e-ciizdan sahiplerinin bilgisayarlarin1 giivenli bir anti
viriis programi ile korumasi tavsiye edilmektedir. Bunun yaninda siber saldirilar1 engellemek
icin e-ciizdanlarin internete baglanmayacak sekilde dizayn edildigi de goriilmektedir. Bu
sistemde e-ciizdanlarin iki ayr1 hesabi bulunmakta, birinde uzun vadeli tutulan bitcoinler
depolanarak c¢evrimdisi statiiye alinarak siber saldirilara karsi koruma altina alinmaktadir.
Transfer edilmek istenen bitcoinler ise ¢evrimi¢i hesaba alinarak bitcoin transferinin

gerceklesmesi temin edilebilmektedir®®,

b. Aracilar Vasitaswyla Islem Yapma

Orijinal sistemde bitcoin kullanimi belirli bir seviyede teknik bilgiyi gerektirdigi igin
teknik bilgiye sahip olmayan ve bitcoin satin almak isteyenlere kolay bir arayiiz saglamak tizere
borsalar ortaya ¢ikmistir. Boylelikle aracilar1 ortadan kaldirmayi vadeden Bitcoin, kendi
aracilarin1  dogurmustur. Bu aracilar genellikle kripto para borsalar1 olarak faaliyet
gostermektedir®. Bu sayede kisilerin dogrudan blokzincir sistemlerine katilmadan kripto
paralara yatirim yapmalarini temin etmektedirler®. Burada su hususa dikkat etmek gerekir.
Yukarida anlatildig1 gibi, Bitcoin’in giivenlik seviyesi yiiksek olsa da ayni seyi araci sistemler
icin sOylemek zordur. Bitcoin, kendi sistemine yiiklenen verilerin giivenli§ini garanti
etmektedir. Aracilar tarafindan, kisilerin rizasi hilafina Bitcoin Blokzinciri’ne yanlis veriler
yiiklenmesi, bitcoin ciizdanlarinin bosaltilmasi hususunda Bitcoin’in vadettigi bir gilivenlik
yoktur. Ayni sekilde araci sistemlere yapilan siber saldirilar sonucu Bitcoin Blokzinciri’ne
yanlis bilgi gonderilmesi de miimkiindiir. Bu durumlarda, aracilarin giivenligi 6n plana
cikmaktadir. Bitcoin tarihinde aracilarin glivenlik acigi sebebiyle bitcoinlerin ¢alinmasi

vakalar1 bulunmaktadir. Mesela 2014 yilinda diinyada 6nde gelen Mt. Gox isimli bir kripto para

88 Cevrimdisi clizdanlar icin soguk cilizdan, ¢evrimigi clizdanlar icin sicak ciizdan tabiri kullanilmaktadir.

Bkz: GUVEN / SAHINOZ, s. 90.

Uygulamada yapilan kripto varlik aligverislerinde Coinbase ve Binance gibi birka¢ borsanin aracilik
hakimiyeti kurdugu goriilmektedir. Bkz: THIEMANN Andreas, Cryptocurrencies: An Empirical View
from a Tax Perspective, JRC Working Papers on Taxation and Structural Reforms No 12/2021,
European Commission, 2021, s. 11.

% NEBIL, s. 77-84.
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borsasinda kullanicilarm biiyiik miktarda kripto paralari ¢alinmistir®. Bu olayi nasil olustugu
ile ilgili ¢ok ¢esitli spekiilasyonlar olusmustur. Hatta borsanin kendisinin kripto paralar1 ¢aldig1
dahi giindem olmustur®?. Son dénemde Tiirkiye’de yasanan Thodex dolandiricilig1 ile ABD’de
iflas ederek kullanicilarinin paralarin1 6deyemeyen FTX olaylar1 da aracilar sebebiyle olusan

sistemsel sorunlara 6rnektir®.

Bu ve benzeri olaylar, ¢esitli giivenlik agiklar1 ve maliyet yiiksekligi sebebiyle aracilar
ortadan kaldirmay1 hedefleyen Bitcoin’in kendine 6zgii aracilara sebep oldugunu ve giivenlik
aciklarinin yeniden ortaya ¢iktigini gostermektedir. Esasinda internet de ilk ¢iktiginda kisiler
arasi bir sistem olarak ortaya ¢ikmigti. Gliniimiizde hala herkesin kendine 6zgii bir mail sistemi
kurup mail bilgilerini ti¢lincii kisilerle paylasmadan haberlesmeye baglamasi miimkiindiir.
Fakat ticretsiz ve kullanimi kolay mail servisi saglayicilari bulundugu i¢in kimse bu yolu tercih
etmemektedir. Zira kisilerin dogrudan iletisim kurmasi ve aracilardan kurtulmak pratik olarak
zahmetlidir®. Araci platformlarin yayginlasmaya baslamasi, devletlerin bu kurumlar iizerinde
diizenleme yaparak kripto para diinyasina kismen de olsa miidahale edebilmelerini temin
etmektedir. Nitekim bir¢ok iilkenin araci platformlarla ilgili diizenleyici islemler yapmaya

basladig1 goriilmektedir®.

Aracilar vasitasiyla bitcoin elde etmenin ikinci yolu, cesitli aracilar tarafindan iiretilen
fiziki bitcoinlerin alinmasidir. Giiniimiizde diinyanin bir¢ok yerine a¢ilmis bulunan bitcoin
ATM’leri ¢cok dnemli kolayliklar getirebilmektedir. Bu sistemde bitcoin ATM’lerinden itibari
paralarin karsilig1 olarak bitcoin satin alinabilmekte ve ATM, iizerinde satin alinan bitcoinin
kodunun bulundugu kart benzeri fiziki materyal vererek bitcoini saglamaktadir. Hatta metal
halinde bitcoin iireten tesebbiisler bile bulunmaktadir. Bu tiir bitcoinlere sistem igerisindeki
kodlar iglenerek off-line olarak saklanmasi temin edilmektedir. Harcanmak istendiginde ilgili

kodlar vasitasiyla tekrar on-line olup islem yapilabilmektedir®. Bu tiir bitcoinler ¢evrimdisi

a MCMILLAN Robert, “The Inside Story of Mt. Gox, Bitcoin's $460 Million Disaster”, 2014,
https://www.wired.com/2014/03/bitcoin-exchange/, (E.T. 20.03.2021); Benzeri diger olaylar i¢in bkz:
NEBIL, s. 125-130; Tiirkiye’de yasanan benzeri bir olay icin bkz: HABERTURK, “Once 1.3 milyar
dolarla rekor kirdi, ardindan kapilarini kapatti! [Thodex skandalinin perde arkasi]”, 22.04.2021,
https://www.haberturk.com/iste-thodex-skandalinin-perde-arkasi-haberler-3047666-teknoloji,

(E.T.30.8.2021).
92 NEBIL, s. 122.
9 TURUN Cemil Sinasi, “FTX macerast bize neler sdyliiyor?”, Cointelegraph, 16.11.2022,

https://tr.cointelegraph.com/news/what-does-the-ftx-adventure-tell-us, (E.T. 18.11.2022).

% BASHIR, s. 51.

9 SZOSTEK, s. 90; Tiirkiye’de aract kurumlara yonelik miisterini tan1 yiikiimliilikleri getirilmistir. Bkz:
Su¢ Gelirlerinin Aklanmasi ve Terdriin Finansmaninin Onlenmesine Dair Tedbirler Hakkinda
Yonetmelik, RG: 01.05.2021 / 31471.

% KURT, s. 29.
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oldugu i¢in siber saldirilara karsi giivenlidir. Ayrica bunlar, dijital teknolojiler konusunda
yeterince teknik bilgiye sahip olmayan kisilerin de kolayca bitcoin almasini temin ettigi i¢in

kullanisl gériilmektedir.

Bitcoin sistemi her ne kadar, para yerine kullanilabilecek bir degisim araci olarak
tasarlansa da insanlar ¢ogunlukla yatirim araci olarak kullanmaktadir. Kisa siirede ¢ok fazla
deger kazanmasi yatirimcilarin dikkatini gekmistir. Fakat hizli yiikselisler ile beraber hizli deger
kaybetmelerine de sahit olunmustur. 2009 yilinda ilk faaliyete gectiginde 10 bitcoin 1 dolar
ederken, 2017 sonunda 1 bitcoin 20.000 dolar seviyesine ulagmistir. 2018 yilinda 3.000 dolar
seviyesine gerileyen bir bitcoinin degeri, bu satirlarin yazildig1 esnada 40.000 dolarin iizerinde
seyretmektedir. Boylesine yiiksek dalgalanan bitcoin riski seven yatirnmcilarin odak noktasi
haline gelmistir. Ayrica mezk(r fiyat oynaklig1 sadece bitcoin biriminde degil, diger kripto
paralarda da goriilmektedir. Bu durum para yerine kullanilmasi planlanan Bitcoin ve diger

kripto paralarm para olma &zelligini zayiflatmaktadir®’.

D. AKILLI SOZLESMELER

Akillt sozlesme, taraflarin 6nceden belirledigi kurallara gore ¢alisan ve kendiliginden
isleyen bir protokol yapisidir. “Programli olarak uygulanan islemler” adi da verilen bu
uygulama ile dnceden belirlenmis edimlerin karsilikli olarak otomatik bir sekilde yerine
getirilmesi temin edilmektedir®®. Akilli sézlesmeler, taraflar arasindaki anlasmaya dayanan,
durdurulamaz ve giivenli bir bilgisayar programidir®®. Bu sozlesmelerde sézlesmenin kabul
edilme sart1 bilgisayar kodlamasiyla 6nceden belirlenmektedir. Kabul sartlarina uygun icap
kars1 tarafca ileri siiriiliince, sdzlesme sartlart kendiliginden yerine getirilmektedir'®.
Bilgisayarlar {izerinde kodlanabilen biitiin sartlar ve protokoller ile akilli sozlesmeler

calistirilabilir'®®.

Taraflar gerekli sartlar1  yerine getirdiginde zimni konsensiis
saglanmaktadir'®?. Akilli sozlesmelerin en dikkat ¢ekici 6zelligi, herhangi bir icra orgam
olmadan sdzlesme sartlarini kendiliginden icra etmesidir'®. Bu sayede islem hiz1 artirilmakta

masraflar ise diisiiriilmektedir'®. Akilli s6zlesmelerin ilk uygulamasi olarak goriilebilecek

o7 YANO ve digerleri, s. 16.
% WRIGHT / DE FILIPPI, s. 3; RAUCHS ve digerleri, s. 37.
9 BASHIR, s. 262.

100 LAUSLAHTI Kristian / MATTILA Juri / SEPPALA Timo, Smart Contracts — How Will Blockchain
Technology Affect Contractual Practices, ETLA Reports No 68, 2017, s. 11.

101 SZABO Nick, “Formalizing and Securing Relationships on Public Networks”, First Monday, C. 1, S. 9,
1997, https://firstmonday.org/ojs/index.php/fm/article/view/548/469, (E.T. 13.02.2021).

102 LAUSLAHTI ve digerleri, s. 15.

103 PATRICK / BANA, s. 5.

104 SUNYAEYV, s. 289; GEDIK, s. 1209, 1210.
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uygulama, otomatlardir. Mesela bir otomat makinesinden bir meyve suyu almak istedigimizde
bunun kabul edilme sart1 6nceden bellidir: belli miktar bozuk paray1 otomata yiiklemek. Bunu
yaptiktan sonra otomat kendiliginden meyve suyunu alabilecegimiz bir noktaya koyacaktir. Iste

105

akilli sozlesmeler de bu sistemin biraz daha gelismis halidir>. Getirdigi yeniliklerin 6nemine

binaen, sdzlesme hukukundaki en énemli gelismelerden biri olarak goriilmektedir%.

Bitcoin Blokzinciri’nde bulunmayan bu teknolojiyi, Ethereum adli sistemle blokzincir
diinyasma getirmistir. Farkli kurumlar Ethereum Blokzinciri lizerinde akilli s6zlesmeler
yoluyla yiiriiyen Dagitilmis Otonom Organizasyonlari (Distributed Autonomous Organisation)
isletmeye baslamistir. Cesitli hiikiimet servisleri, bankalarin yedi emin olarak yaptiklari
gorevler, kitle fonlamasi, tiirev finansal araglar ve ticari 6demeler alanlarinda akilli s6zlesmeler

verimlilik ve hiz kazandiracak niteliktedirt®’

. Calismamiz acisindan duruma bakilirsa, devletler
tarafindan ¢ikarilmasi planlanan merkez bankasi dijital paralarina “akilli para” olma 6zelligini
kazandiracak teknoloji akilli sdzlesmelerdir. Yine bu teknolojinin, vergilendirme usullerini de

otomatiklestirip vergi kagirmay1 zorlastirma potansiyeli de bulunmaktadir.

Esasinda akilli s6zlesmelerin bilimsel olarak ortaya ¢ikmast 1994 yilinda Nick Szabo
adli kisinin ¢alismalarinda goriilmektedir'®. Fakat blokzincir teknolojisi ortaya ¢ikana kadar
akilli sozlesmelerin gercek potansiyeli goriilememistir. Akilli sézlesmeler ile blokzincir

199 Akilli sozlesmelerin blokzincirleri

fonksiyonel ve ¢ok yonlil bir isleyis ortaya ¢ikarmistir
iizerinde isletilebilmesi ve sonuglarin yine blokzincirine kaydedilebilmesi ¢ok &nemli bir
gelisme olmus ve blokzincir teknolojisinin islevselligini artirmistir. Blokzincir teknolojisi
olmadan akilli s6zlesmeleri isletmek miimkiindiir fakat ikisi bir arada kullanildig1 zaman ortaya
daha faydali bir uygulama c¢ikmaktadir'®®. Zira akilli sézlesmelerin kodlar1 blokzincir
sistemlerine islenebilmekte, yapilan her islem silinemez bir sekilde blokzincire kayit

edilmektedir. Boylelikle uyusmazlik ¢ikma ihtimali azalmaktadir.

105 METCALFE William, “Ethereum, Smart Contracts, Dapps”, YANO Makoto / DAI Chris / MASUDA
Kenichi / KISHIMOTO Yoshio (editor), Blockchain and Cryptocurrency, Singapur 2020, s. 79.

106 WRIGHT / DE FILIPPI, s. 10.

lo7 CROSBY ve digerleri, s. 13.

108 SZABO Nick, “Smart Contracts”, 1994,
https://www.fon.hum.uva.nl/rob/Courses/InformationinSpeech/CDROM/L iterature/LOTwinterschool20
06/szabo.best.vwh.net/smart.contracts.html, (E.T. 11.03.2021).

109 BASHIR, s. 261; CROSBY ve digerleri, s. 13.

110 YANO ve digerleri, s. 11; BASHIR, s. 53; ADACHI Daisuke / AOYAGI Jun, “Blockchain and Economic
Transaction”, CORBET Shaen / URQUHART Andrew / YAROVAY A Larisa (editor), Cryptocurrency
and Blockchain Technology, De Gruyter 2020, s. 12.
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Akilli sozlesmelerin dagitik defter ve blokzincir {izerinden yiiriitiilmesi durumunda,
zincirdeki her bilgisayar akilli sézlesmeleri uygulayabilecektir. S6zlesme taraflarinin edimleri
ve sozlesme sonucu blokzincirine kaydedilecektir. Boylelikle insanlar tarafindan yapilan bircok
is blokzincir lizerindeki akilli s6zlesmeler vasitasiyla bilgisayarlar tarafindan yapilacaktir. Bu
islere, noterlik isleri, muhasebe isleri, bir kisim yargilama faaliyetleri, is¢i {icretlerinin
ddenmesi, telife tabi haklarm satilmasi ve sigorta islemleri misal verilebilir''!. S6zlesme sartlari
kendiliginden yerine getirildigi i¢in sonrasindaki icra masraflar1 ve yargilama masraflarindan
da tasarruf edilecektir'2, Bununla beraber akilli szlesmeler ve blokzincir teknolojisi, taraflarn
herhangi bir baski altinda kalmadan islem yaptigim1 garanti edemez. Taraflarin gergek

iradelerinin tespitinde mahkemelerin ve noterlerin yerini dolduramaz**3.

Akilli s6zlesmelerin hukuki niteligi tartigmalidir™®. Genel hukuk kurallarma gore
baglayict kabul edilebilip edilemeyecegi belirsizdir. Farkli hukuk sistemlerine gore farkli
cevaplar miimkiin olabilir'®®. Bir goriise gore hukuki olarak sdzlesme degildirler fakat
sOzlesmeye benzemektedirler. Ayn1 goriis akilli s6zlesmeleri, onceden belirlenen kosullar
teknolojik yolla otomatik olarak uygulayan bir sistem olarak dzetlemistir''®. Baska bir goriise
gore akilli s6zlesmenin kendisi bir s6zlesme tiirii degildir. Temelde yer alan s6zlesmenin bir
uygulama sekli olarak goriilebilir. Bununla beraber blokzincir iizerinden bir sézlesmenin

kurulmasi da miimkiin olabilirt!’.

Akilli sdzlesmeler mevceut sozlesmelerin yerini alacaksa saglam bir temele oturmalidir.
Bir kere uygulanmaya baslandiginda siirekli olarak kendiliginden islemektedirler. Fakat normal
hayatta durum boyle islememektedir. Cogu zaman taraflar s6zlesmenin sartlarini revize etmek
istemekte, hatta gerekli sartlar olustuysa sozlesmeden caymak bile isteyebilmektedirler.
Mahkeme kararlariyla sézlesmelerdeki edimler ¢esitli degisikliklere ugrayabilmektedir. Fakat
akilli sozlesmelerde bunlarin nasil uygulanacagi biiylik bir soru isaretidir. Mahkeme

kararlariin blokzincir teknolojisi tarafindan nasil kabul edileceginin saglam bir temele

1t WRIGHT / DE FILIPPI, s. 12.

12 YAGA ve digerleri, s. 32.

us EUROPEAN COMMISSION, s. 32; YANO ve digerleri, s. 82.

114 LAUSLAHTI ve digerleri, s. 23.

15 Mesela Amerikan hukukuna gore kural olarak gegerli sayilirlar. Bkz: QUINTAIS / BODO, s. 6; Tiirk
hukukunda akilli sézlesmelerin tasnifi ve hukuki nitelikleri igin bkz: CAGLAYAN AKSOY Pmar, Akilli
Soézlesmelerin Kurulusu ve Gegerlilik Sartlari, On iki Levha Yaymcihik: Istanbul, 2021, s. 73-95;
DOGANCI Doga Ekrem, Blokzincirine Dayali Akilh Sézlesmelerin Hukuki Nitelikleri, Kurulusu,
Yorumu, ifas1 ve Bazi Ornek Hukuki Uygulamalar, On iki Levha Yaymncilik: Istanbul, 2021, s. 75-
100.

116 RAUCHS ve digerleri, s. 37.
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25



oturtulmas: gerekmektedir'!®. Bu durumda yine araci kurumlarin devreye girmesi kuvvetle

muhtemeldir.

Mevcut goriiniimde blokzincir ve akilli sézlesmeler, genel hukuk kurallarindan
bagimsiz olarak kendi kurallarina gére isliyor goriinmektedir. Ileride tamamen “kodlarm
hukuku” diinyasinda yasayip yasamayacagimiza yonelik tartismalar vardir'’®. Hatta “akilli
hukuk” kavraminin ortaya ¢iktig1 ve hukukgularin yerini makinelerin/kodlarin alabileceginden
soz  edildigi  goriilmektedir!?®®.  Kanaatimizce hukuk, bir toplumun tarihiyle,
sosyal/ekonomik/kiiltiirel yapisiyla ve diger tim Ozellikleriyle olusturulan ve gelecegini
sekillendiren kurallar biitiiniidiir. Bu sebeple basit veya karmasik “makinelerin” hukukun yerini
alacagim diisinmek dogru olmayacaktir'?’, Akilli sézlesmeler ancak hukuk kabul ederse

baglayicilik kazanir ve hukuki hayattaki yerini alir'??

. Kriptolojik kodlar sadece makineler i¢in
hukuk sayilabilir. Insanlarin kriptolojik kodu ise hukuk kurallaridir'?®. Hiilasa baz1 hukuk
alanlarinda akilli sézlesmeler sebebiyle yeni konu alanlarinin ortaya ¢ikmasi kagimilmaz olsa

da!? tiim hukuk sistemini ortadan kaldiracagini diisiinmek abartili olur.

Akilli sozlesmeler, gerekli sartlar yerine gelmeden uygulanmayacagi i¢in uyusmazlik
iiretmeme potansiyeline sahiptir. Taraflardan biri istedigi mali veya hizmeti almak igin gerekli
edimi yerine getirir getirmez hakkina kavusacaktir. Klasik sozlesmelerde oldugu gibi
sozlesmenin uygulanmasi taraflarin iradesine bagh degildir'?®®. Bununla beraber yine
uyusmazliklarin olugsmast sasirtict olmaz. Zira insanlar 6znel varlik olduklari i¢in kodlanmis
sO0zlesme sartlarini bile farkli yorumlayabilir. Boyle durumlarda, akilli s6zlesmeler lizerinde
normal mahkemelerin hiikiimlerini uygulamak zor oldugu i¢in bu alana 6zgili uyusmazlik

¢coziim yontemleri gelistirilmektedir. Bir oneriye gore, bir akilli sdzlesmenin ilerlemesinde

118 CAPPIELLO Benedetta / CARULLO Gherardo, “Introduction: The Challenges and Opportunities of
Blockchain Technologies”, CAPPIELLO Benedetta / CARULLO Gherardo (editor), Blockchain, Law
and Governance, Isvicre 2021, s. 5; METCALFE, s. 88; MILLS ve digerleri, s. 28, 29; BASHIR, s. 263.

19 PONCIBO Cristina, “Blockchain and Comparative Law”, CAPPIELLO Benedetta / CARULLO
Gherardo (editor), Blockchain, Law and Governance, isvigre 2021, s. 138, 142, 143.
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CARULLO Gherardo (editor), Blockchain, Law and Governance, Isvigre 2021, s. 96; SZOSTEK, s.
112; “Lex Cryptographia” kavrami i¢in bkz: WRIGHT / DE FILIPPI, s. 1; DIMITRIPOULOS, s. 6.

121 LASSEGUE Jean, “Some Historical and Philosophical Remarks on the Rule of Law in the Time of
Automation”, CAPPIELLO Benedetta / CARULLO Gherardo (editor), Blockchain, Law and
Governance, Isvicre 2021, s. 71.

122 BERTOLI Paolo, “Smart (Legal) Contracts: Forum and Applicable Law Issues”, CAPPIELLO Benedetta
/ CARULLO Gherardo (editér), Blockchain, Law and Governance, Isvicre 2021, s. 184.
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125 WRIGHT / DE FILIPPI, s. 26.

26



taraflar arasinda anlagmazlik oldugu zaman ¢o6ziim i¢in blokzincir katilimcilarina
bagvurulacaktir. Oncelikle belirli bir tahkim kuruluna bagvurulacak ve bunlar yazili bir karar
cikaracaklardir. Daha sonra bu karar blokzincir kullanicilart arasinda adalete uygun olup
olmadig1 noktasinda oylanacaktir. Verilen goriisler ve oylar daha sonra katilimcilar tarafindan
degerlendirilecek, azinlik tarafinda kalan katilimcilar ve tahkim kurulu iiyelerinin puani
diisecek ve bir daha ki yargilamalar i¢in dezavantajli konuma gegeceklerdir. Tahkim kurulu
iiyeleri yaptiklari ig i¢in licret alirken, blokzincir katilimcilarinin sadece puan durumlari
etkilenecektir. Boylelikle akilli sézlesme ve blokzincir yapisi igerisinde, devletin miidahalesi
olmadan diinyanin her yerinde uygulanabilecek bir uyusmazlik ¢oziim yontemi ortaya ¢ikmis
olacaktir'?®®. Bu tiir ¢evrimici uyusmazlik ¢dziim yontemlerinin zamanla cesitlenmesi ve

gelismesi beklenmektedir'?’.

Akalli s6zlesmelerin somutlastirilmasi amaciyla bir 6rnek vermek faydali olacaktir. Bir
kira sozlesmesinin akilli sézlesme seklinde yapildigini diisiinelim ve kiralayan, iki ay {ist liste
kira 6denmezse kiraciy1 tahliye etme hakki elde edecek sekilde diizenlenmis olsun. Bu akillt
sozlesme gerekli 6deme kanallar1 ile baglanti kurularak her ay kiranin diizenli bir sekilde
O0denmesini temin edecektir. Eger kiraci iki ay iist iiste kirasin1 6demezse kiralayanin icra
kanallar1 araciligiyla kiraciy1 tahliye ettirme hakki dogacaktir. Hatta akilli ev konseptlerinde,
kiracinin eve girmesi dahi 6nlenebilecektir. Boylelikle mahkemelerin is yiikii azalacaktir. Fakat
kiracty1 koruma gayesiyle mahkeme karar1 yine sart kosulabilir. Bu durumda da akilli
sozlesmedeki kiranin iki ay st iiste O0denmedigi verisi, kiralayan lehine karine teskil

edecektir'?®. Boylelikle en azindan yargilamanin kolaylasacagi sdylenebilir.

1. BLOKZINCIR UYGULAMALARININ TASNIFI
Blokzincir teknolojisinin, farkli teknolojik ve bilisim uygulamalarinin birlesiminin bir
iirlinii oldugunu goérmiis bulunmaktayiz. Bitcoin Blokzinciri ile ortaya c¢ikan bu teknoloji,
baslarda sadece kripto varliklarda kullanilabilir gibi goriinse de sonradan ¢ok farkli amaglar

icin kullanilabilecegi anlagilmistir. Bitcoin Blokzinciri’nin kod yapist halka ag¢ik oldugu i¢in

126 SANTOSUOSSO Amedeo, “About Smart Contract Dipute Resolution”, CAPPIELLO Benedetta /
CARULLO Gherardo (editér), Blockchain, Law and Governance, Isvigre 2021, s. 212.

127 ORTOLANI Pietro, “Smart Contracts, ODR and the New Landscape of the Dispute Resolution Market”,
CAPPIELLO Benedetta / CARULLO Gherardo (editér), Blockchain, Law and Governance, Isvigre
2021, s. 217-219; Merkezi Olmayan Uyusmazlik C6éziim Sistemleri (Decentralized Dispute Resolution
System) kavrami ve bir tiir uyusmazlik ¢éziim yonteminin ayrintilari igin bkz: PALOMBO Allessandro /
BATTAGLINI Raffaele, “Justice for All: Jur’s Open Layer as a Case Study, Towards a More Open and
Sustainable Approach”, CAPPIELLO Benedetta / CARULLO Gherardo (editér), Blockchain, Law and
Governance, Isvicre 2021, s. 263-273.
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sistemin calisma prensibi ilgililer tarafindan goriilebilmistir. Bunun sonucu olarak sistemin
gelisiminin 6nili agilmis ve farkli amaglar dogrultusunda yeni blokzincirleri ortaya ¢ikmistir.
Kimlik bilgilerinin depolanmasindan tedarik zincirinin takibine kadar farkli uygulama alanlar
bulunabilen blokzincir teknolojisinin her bir uygulama i¢in farkli ihtiyaglara cevap vermesi
beklenmektedir. Bu boliimde uygulama alanlarindan bagimsiz olarak blokzincir teknolojisinin

farkli acilardan tasnifi iizerinde durulacaktir!?®.

A. YENI BLOK OLUSTURMA ACISINDAN iZNE TABi OLAN-OLMAYAN
BLOKZINCIiR UYGULAMALARI
Orijinal blokzincir olan Bitcoin Blokzinciri’nde isteyen herkes sisteme madenci olarak
katilip yeni bloklarin olusumuna katki sunabilir veya istedigi zaman ayrilabilir. Blok
olusumunda faaliyette bulunan madencilerin kim oldugu dahi bilinmemektedir®°. Bu tiir
blokzincirlerine izne tabi olmayan blokzincirleri denmektedir’3!. Bununla birlikte
blokzincirinin kod yapis1 gerektigi sekilde yazilirsa sadece izin verilen kisilerin blok olusumuna
katki sunmasi temin edilebilir. Mesela, devletin kullanacagi blokzincir uygulamalarinda
herkesin blok ekleme faaliyetine katilmasi arzulanmayabilir. Kimlik bilgilerinin depolandigi
bir blokzincir diisiiniiliirse, yeni bloklarin eklenmesinde, ti¢lincii kisilerin degil devletin s6z

sahibi olmasi istenebilirt32

. Bu tiir bir blokzincirinde, kisi kimlik bilgilerine ait degisikligi islem
havuzuna kendisi gonderdikten sonra, devlet olusturacag: degistirilemez yeni bloga bu bilgiyi
ekleyebilecektir. Stiphesiz bu islemin devletin ilgili memuru ve kimlik sahibi kisinin onay1 ile
yapilmasi veri giivenligi agisindan elzemdir. Aksi durumda, kisinin kendi kimlik bilgilerini,
devlet yetkililerinin onayina ihtiya¢c duymaksizin kendisinin degistirebilmesi veri giivenligi

acisindan sorun dogurabilir.

Kripto para sistemleri veya blokzincir {iizerinden yiiriitiilebilecek sosyal medya
sistemlerinde ise katilimcilarin hepsinin bloklarin olusumuna katki sunmasi amaca daha
uygundur. Bu sistemlerde, cogunluk sistemin diizgiin islemesi yoniinde faaliyet gosterecegi i¢in
sistem tlizerinde hem ¢ok fazla bilgisayarin sagladigi bir giivenlik olusacak hem de katilimcilar

aract olmadan faaliyet gosterdikleri ig¢in bir¢ok fayda saglayabilecektir. Mesela aracilara

129 Doktrinde blokzincirlerini kripto varlik barmdiran ve barmdirmayan olarak ikiye ayiran calisma

bulunmaktadir. Bu ¢aligmada bu ayrim tiiriiniin ayrintisia girilmemistir. Bu hususta ayrintili bilgi igin
bkz: BASHIR, s. 34. Degistirilebilen ve degistirilemeyen blokzincirleri ayrimi igin bkz: SZOSTEK, s.

53.
130 SUNYAEV, s. 277.
131 Doktrinde bu kavramlar izinli-izinsiz blokzincirleri olarak da kullanilmaktadir. Bkz: UCMA UYSAL

Tugba / KURT Ganite, “Muhasebe ve Denetimde Blok Zinciri Teknolojisi”, Siileyman Demirel
Universitesi Iktisadi ve idari Bilimler Fakiiltesi Dergisi, C. 23, S. 2, 2018, s. 471.
132 WORLD BANK, s. X.
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Odenen tcretler ortadan kalkacak, veri glivenligi konusunda araciya bagli olma sorunlar1 yok
olacaktir. Ayrica bir veya birkag kotii niyetli kullanici sistemin isleyisini tek basina
bozamayacaktir. Zira sistemin temelinde bir uzlasma mekanizmasi bulunmakta, bu mekanizma
sayesinde belirlenen bir kullanici yeni blok ekleyebilmekte, eklenen bu blok tiim kullanicilar
tarafindan dogrulanmakta, diiriist davranarak gegerli blok olusturan bilgisayar sahibine kripto
varlik verilerek odiillendirilmekte ve sistemin diizgilin isletilmesi tesvik edilmektedir. Koti
niyetli bir kullanic1 blok olusturma hakkini elde edip sahte veri i¢eren blok olustursa bile bu
blogu diger bilgisayarlar reddedecek ve kendisi de 6diilden mahrum kalacaktir'®3. Bu tiir
blokzincirlerinde kamuya ait servislerin ¢alistirilmasi, amaca aykir1 sonuglar dogurabilecektir.
Zira kamu bilgisayarlar1 sistemdeki verinin istikrarin1 ve dogrulugunu temin etmekte
zorlanabilecektir. Kamuya ait olmayan bilgisayarlar ¢ogunlugu saglarsa, kamusal verinin
dogrulugu, istikrar1 ve giivenligi tehlikeye diisebilecektir. Kimlik bilgilerinin depolanmasi, tapu
kayitlarinin tutulmasi, merkez bankasi dijital paras1 gibi kamuya ait sistemler, blokzincir
teknolojisinin demokratik katilim 0zelliginden c¢ok degistirilemezlik, sistemin seffafligi,
denetlenebilirlik ve mahremiyet gibi ozelliklerinden faydalanmak isteyecektir. Ayrica sistem
herkese agik olmamasi sebebiyle yapisi geregi siber saldirilarin cogunluguna kapali oldugu i¢in
sistemdeki bilgisayarlar gii¢clerini daha verimli kullanacak, daha hizli ¢alisacak ve gilivenlik

seviyesi daha az bilgisayar ile yiiksek seviyelere ¢ikarilabilecektir!3,

Herkesin blok olusturmasina izin verilmeyen blokzincirleri, eski sistemlerde oldugu gibi
bir veya birkag araci vasitasiyla islemektedir. Blok olusturma yetkisi olan kisiler, veri tabanini
kontrol edebilmektedir. Bilgilerin degistirilemezIligi bu tiir blokzincirlerinde gecerli degildir.
Zira sistemdeki tiim bilgisayarlar eski veri tabanim birakip degisiklik yapilmis yeni veri
tabanim kabul ederse bilgiler kolayca degismis olacaktir™®®. Bu durum aracilari ortadan
kaldirma iddiasinda bulunan blokzincirinin 6nemli bir kayb1 olsa da amaca uygun da diisebilir.
Zira blokzincir teknolojisi farkli amaclar i¢in kullanilabilmekte, farkli faydalarindan
yararlanilmak istenebilmektedir. Blokzincirine herkesin veri eklemesine miisaade edilmemesi,
sistemin kotil niyetli kullanicilara kapali olmasini saglamaktadir. Tiikettigi elektrik miktar ile
kotii imaja sahip olan Bitcoin Blokzinciri gibi yiiksek enerji tiiketiminin de 6niine gegilebilir ve

enerji verimliligi temin edilir. Karmasik uzlasma mekanizmalarindan kurtulmak miimkiin

133 RAUCHS ve digerleri, s. 45; YAGA ve digerleri, s. 5; BASHIR, s. 35.
134 UK GOVERNMENT OFFICE FOR SCIENCE, s. 17; ATZORI, s. 53.
135 ZHENG ve digerleri, s. 559.
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oldugu igin veri yiikleme hiz1 ve kapasite artacaktir. Ilgili kisiler sisteme eklenen verinin

degistirilemezligini veya degistirilip degistirilmediginin kontroliinii saglayabilecektir.

Sistemdeki verinin seffafligi  ve biitiinliigli temin edilebilecek ve denetim
kolaylasacaktir. Kamusal bir blokzincirinde sistem degisikligi gerektiginde kamu yoneticileri
bu karar1 sistemdeki bilgisayarlar1 kontrol ettikleri i¢in kolayca yapabileceklerdir. Herkesin
sistemin isleyisine katildig1 bir blokzincirinde bdyle bir degisiklik yapmak i¢in sistemdeki
kamuya ait olmayan bilgisayarlar1 da ikna etmek gerekir ki bu durum devletin egemenligi
acisindan sorun dogurur. Ayrica veriler ilgili hesaplara 6zgiilenirse hesap sahibi kendi verisinin
tek yoneticisi olacaktir. Tim bu faydalar gz oniline alinirsa bu tiir bir blokzincirinin de

arzulanabilir oldugu goriilecektir!3®,

B. HERKESIN ERISIMINE ACIK OLAN-OLMAYAN BLOK ZINCiRi
UYGULAMALARI
Blokzincir teknolojisi ilk uygulamasinda isteyen herkesin veri tabanindaki tiim veriyi
gorebildigi bir sistemdir. Oyle ki, veri tabaminda bitcoin transferi yapan hesaplar agik¢a
goriilmekte fakat bu hesaplarin kime ait oldugu bilinmemektedir. Bu 6zellik kod yapisinda
gerekli degisikliklerle degistirilebilir. Sistem veritaban1 sadece izinli kullanicilar tarafindan
goriilebilir. Blokzincir teknolojisinin uygulama alanlarimin gittikge genislemesi bu tarz
blokzincirlerine olan ihtiyaci da dogurmustur. Mesela biiyiik bir sirketin kendi igerisinde
tedarik zincirini izlemesi i¢in kuracagi bir blokzincirinin herkese acik olmamas1 gerekebilir.
Sadece 1lgili sirketin yetkili personellerinin gordiigii yiiksek giivenilirlige sahip bir tedarik
zinciri verisi, sirketin islerinde verimliligi artirabilir. Halka agik blokzincirleri internet
altyapisina benzerken, 6zel blokzincirleri intranet benzeri 6zel ag yapilarina benzer. Internetteki
veriye isteyen herkes erisebilir fakat intranet iizerindeki veriye dnceden belirlenmis kullanicilar

disinda kimse erisemez¥’.

Blokzincir teknolojisinin herkese acik olup olmamasina ve idare usullerine goére farkl
tiirlerde ortaya ¢ikabildigi anlasilmaktadir. Bu agidan, herkesin erisimine agik olmakla birlikte
blok eklemenin belli bir kesime 6zgii oldugu blokzincirleri olusabilir. Bunun yaninda sadece
belli kisilerin erisimine agik olup erisen herkesin blok eklemeye katki sundugu blokzincir

teknolojileri de miimkiindiir. Farkli uygulama alanlarina ve farkli ihtiyaglara gore kod yapisinda

136 YAGA ve digerleri, s. 6.
137 YAGA ve digerleri, s. 5
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yapilacak degisikliklerle bunlarin segilebilmesi miimkiindiir. Bu tiir blokzincirlerine hibrit

sistemler denmektedir®®e,

I1l.  BLOKZINCIR TEKNOLOJISININ AYIRT EDICI OZELLIKLERI

Genel hatlanyla izah edilmeye c¢alisilan blokzincir teknolojisinin, klasik dijital
sistemlerden farkli olarak ne tiir faydalar getirdigi ve sahip oldugu 6zelliklerin ayr1 bir baslik
altinda anlatilmasi, blokzincirin dneminin anlasilmasina hizmet edecektir. Burada sayilan fayda
ve ozellikler yaninda bu teknolojinin kimi sorunlar1 da bulunmaktadir. Bu sorunlarda sonraki

basligin konusunu teskil etmektedir.

A. TARAFLAR ARASI OLMASI (ARACI KURUMLARI ORTADAN

KALDIRMASI)

Gilinlimiizde islemekte olan finansal yapida, para transferleri i¢in ya nakit 6demeler
yapilmakta ya da ¢esitli elektronik islemlerden faydalanilmaktadir. Nakit 6deme yapilirken
merkez bankalarinin basmis oldugu ve ilgili taraflarin giiven duydugu banknotlar
kullanilmaktadir. Bu tiir yontemde 6nemli olan, mezk(r banknotun ilgili merkez bankasi
tarafindan ihra¢ edildiginin bilinmesidir. Bunu bilebilmek igin (paranin sahte olmadigini
ispatlamak) merkez bankalari fiziki paralarin lizerine taklidi zor ¢esitli giivenlik mekanizmalari
koymaktadir. Bu sayede taraflar paranin yetkili merkez bankasi tarafindan ¢ikarildigina kani
olmaktadir. Dijital veya elektronik yolla yapilan 6demelerde ise taraflar arasina banka veya
O0deme aracilar1 gibi kuruluslar girmektedir. Bu kuruluglara her iki tarafta glivenmekte,
transferin giivenli bir sekilde yapilacagi inancini beslemektedir. Bu giiveni saglayan araci
kuruluslar, sagladiklar1 bu giiven ve para transferi karsiliginda cesitli kazanglar elde etmektedir.
Netice itibariyle giinlimiizde finansal sistemler aracilara bagli olarak islemekte, herhangi bir

9

degerin transferi ya giiven duyulan banknotlar'®® ya da aract kuruluslar vasitasiyla

saglanmaktadir.

Bitcoin’in tanitimi i¢in 2008 yilinda akademik bir dille yazilan ve konu ile ilgili kisilere
mail ile gonderilen makalede, Bitcoin’in bankalara, merkez bankalarina ve 6deme aracilarina
(VISA, MasterCard ve Paypal gibi) olan ihtiyaci ortadan kaldiracag: belirtilmistir®°, Bu sayede

transfer i¢in yapilan giderler azaltilabilecek, banknotlar1 kontrol eden merkez bankalarinin para

138 SZOSTEK, s. 52.

139 Banknotlar ile yapilan 6demeler aracisiz gibi goriinebilir. Fakat burada kullanilan paranin kontrol yetkisi
merkezi bir otoritededir ve degerini biiyiik dlciide bu otorite belirlemektedir.

140 NAKAMOTO Satoshi:  “Bitcoin: A Peer-to-Peer  Electronic ~ Cash  System”, 2008,
https://bitcoin.org/bitcoin.pdf, (E.T. 31.01.2022).
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arzini artirmasi sonucu olusan enflasyonun Oniine gegilebilecek ve birbirlerini hi¢ tanimayan
kisiler arasinda sistemden kaynaklanan bir gliven saglanabilecektir. Sistemden kaynaklanan
giiven sifresel kanit aracilifiyla saglanmaktadir. Bu sayede taraflar ii¢lincii bir tarafin sagladigi

pahali bir giivenlik yerine teknolojiden kaynaklanan bir giivenlige sahip olmaktadir'®.

Glinlimiiz diinyasinda giivenilen aracit kurumlar, baz1 durumlarda gerekli giivenligi
temin edememektedir. Aracilarin gerekli giivenligi saglayamamasi hususunu sadece para
transferleri acisindan diisiinmemek gerekir. Mesela Honduras Devleti, tapu kayitlar1 agisindan
onemli sorunlarla bogusmaktadir. Kisiler ellerinde bulunan kagit tapu kayitlarina ragmen,
merkezi sistemde farkli kayitlar olmasi sebebiyle tasinmazlarini kaybedebilmektedir. Bunun
sebebi merkezi kayitlar1 tutanlarin yaptiklart usulsiizliikler veya baska sebepler olabilmektedir.

Netice itibariyle kisiler ellerindeki tasinmazlarin hukuki giivenliginden emin degildir.

Boylesine bir tapu sistemi, blokzincir teknolojisine aktarildigr zaman, mevcut giiven

142 Oncelikle sistemde degisiklik yapmak,

sorunlarinin hemen hepsi ortadan kaldirilabilecektir
ancak tasinmaz sahibinin internet iizerinden baglanacagi blokzincirinde baglatacagi bir siirecle
gerceklesebilecektir. Taginmaz sahipleri saglanan seffaflik sayesinde tasinmazlarinin hukuki
durumunu her an takip edebilecektir. Bunun yaninda sisteme yapilabilecek siber saldirilarin
bagarili olma ihtimali, merkezi bir sisteme gore ¢ok daha disiiktir. Bu durumu Bitcoin
Blokzinciri yillardir kanitlamaktadir. Merkezi bir sistemde ise bu kadar emin konusmak
miimkiin degildir. Bunun yaninda yetkili memurlarin sistem tlizerinde degisiklik yapabilmesi de
olas1 degildir. Zira boyle bir sistemde tapu degisikligi dogrudan tapu sahibinin baglatacagi bir
siirecle baglayabilecektir. Saglanan bu giivenligin en sasirtic1 tarafi ise merkezi bir kurum
olmadan bunun basariliyor olusudur. Aracinin olmamasi ayni zamanda aracilarin yapabilecegi
hileleri veya hatalar1 sonlandirmaktadir. Dogru bir kodlamayla g¢alistirilan bir blokzincir
sistemi, hem yiiksek siber giivenlik temin edecek hem islemleri kolaylastiracak hem de araci
kurumlan ortadan kaldirabilecektir. Bu yiiksek giivenlik sebebiyle blokzincir teknolojisine

143

“giiven makinesi/giiven protokolii” dendigi goriilmektedir*®. Giiniimiizde isve¢ ve Giircistan

devletleri, tapu kayt sistemleri igin blokzincir teknolojisinden faydalanmaktadir'*4.

la1 CROSBY ve digerleri, s. 9; ZHENG ve digerleri, s. 557.

142 QUINTAIS/BODO, s. 9; LEMIEUX, s. 121-123.

143 TAPSCOTT Don, “How the Blockchain is Changing Money and Business”, TED Ideas Worth Spreading,
https://www.ted.com/talks/don_tapscott how_the blockchain_is_changing_money and_business, (E.T.
19.01.2021); MIRAZ / AL, s. 3.

144 BURZYKOWSKA Anna, “Blockchain Earth Observation and Intelligent Data Systems: Implications and
Opportunuties fort the Next Generation of Digital Services”, CAPPIELLO Benedetta / CARULLO
Gherardo (editér), Blockchain, Law and Governance, Isvicre 2021, s. 249; ALLESSIE /
SOBOLEWSKI / VACCARI, s. 18-21.
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Blokzincir teknolojisinin isleyisi, klasik ansiklopediler karsisindaki Wikipedia’ya
benzetilmektedir®>. Wikipedia veri tabaninda, ¢ok genis kapsamli bilgi ¢ok diisiik maliyetle
derlenebilmistir. Zira diinyanin her yerinden insanlarin katkisina dayanilarak Wikipedia
olusturulmustur. Tek bir merkezi otoritenin tiim veriyi bir araya getirmesine gore bu yol ¢ok
daha hizli ve verimli olmustur. Iste blokzincir teknolojisi de isteklilerin katkilar1 sayesinde
merkezi bir veri tabanina gore ¢ok daha verimli olabilmektedir. Merkezi veri tabaninda verileri
olusturmak ve tutmak hep merkezin gorevidir ve masrafi muciptir. Fakat blokzincirinde
sistemden kaynaklanan tesvik sayesinde veri tabani diinyanin her yerinden katilan goniilliilerin
bilgisayarlar1 {izerinde olusturulup tutulabilmektedir. Bu durum ise hem verimlilik temin
etmekte hem de giivenlik saglamaktadir'*®. Blokzincirden bahsedilirken aracilara olan ihtiyaci
ortadan kaldirmasini vurgulamak i¢in “bankasiz para”, “yoneticisi olmayan sirket” veya

“hiikiimeti olmayan devlet” tabirleri kullanmilmaktadir'#’.

B. SEFFAFLIK VE DENETLENEBILIRLIK
Orijinal blokzincir uygulamasi olan Bitcoin Blokzinciri’nde dagitilmis veri tabanindaki
bilgiler isteyen herkesin erisimine agiktir. Veri tabaninda bitcoin alan ve veren hesaplar
herkesce goriilebilmektedir. Bu durum mahremiyet agisindan sorunlu olsa da sistemin isleyisi

herkese agik oldugu igin seffaflig1 ve denetimi temin etmis olmaktadir'®,

Sistemin seffaf olmasi ilgili herkesin sistemi denetlemesini de kolaylastirmaktadir.
Uretim veya tedarik kaynagi énemli olan mallarin tedarik zincirinin blokzincirine aktarilmasi
durumunda da giizel bir denetim imkani1 dogmaktadir. Buna gore mesela elmas sektoriinde,
elmasin ¢ikarildig1 yer, hangi sartlarda c¢ikarildigi, onceki sahipleri blokzincir vasitasiyla
goriilebilecektir. Boylesine bir denetim imkéni1 sahteciligi biiylik oranda ortadan kaldiracaktir.
Nitekim blokzincirine kaydedilen bir verinin silinmesi kural olarak miimkiin degildir. Bir
elmas1 sonradan satin alan bir kisi, blokzincir sisteminde kayitli bulunan 6zelliklerini
degistiremeyecektir. Yine muhasebe defter ve belgelerinin de blokzincir sistemlerine
aktarilmasi yapilacak denetimlerde hem seffafligi hem de denetim kolayligin1 ve etkinligini
temin edecektir. Yapilan bir ankette, blokzincir teknolojisinin en 6nemli 6zellikleri olarak,

verinin giivenilir olmas1 ve tiim tarihgesinin takip edilebilmesi gosterilmistir'®°.

145 GUNDUZ / TEPEC]H, s. 42.

146 YANQO, s. 67.

147 SHERMIN Voshmgir, “Disrupting Governance with Blockchains and Smart Contracts”, Strategic
Change, C. 26, S. 5, 2017, s. 499.

148 ZHENG ve digerleri, s. 558, 559.

149 EUROPEAN COMMISSION, s. 145.

33



C. SISTEM VE VERI GUVENLIGI

Blokzincir teknolojisi, merkezi bir otoriteye tabi olmadan islemektedir. Sisteme veri
eklenmesi sistem kullanicilarinin uzlagsmasi ile temin edilmektedir. Bu durumda, sisteme daha
once eklenen verilerin de degistirilememesi gerekir ki bu sistemin bir anlam1 olsun. Sistem
kullanicilarinin ortak kararla belirledikleri sistem verisinin {i¢lincii bir kisi tarafindan
degistirilebilmesi, arada bir merkezi yonetici olmasindan daha kétii bir durumdur. Zira sistemin
giivenligi ve degistirilemezligi konusunda merkezi idareye sistem kullanicilart giivenebilir
fakat tiglincii bir kisiye kimsenin giivenmesi beklenmez. Bu sebeple blokzincir teknolojisinde,
sistem verisinin degistirilemezligine de biiyiik dnem verilmistir. Bloklarda yer alan veriler
birbirilerine baglidir. Her blok kendinden 6nceki bloklarin da verisini tasimaktadir. Onceki
bloklarda veri degisikligi yapilmak isteniyorsa son bloga kadar tiim verinin degistirilmesi
gerekir. Tiim bloklardaki verilerin sifreleme teknigiyle korundugu diistiniiliirse bu, yapilmasi
cok zor bir degisikliktir. Degisikligin olmasi i¢in sistem kullanicilarin ¢cogunlugunun veri
tabanini1 yeni kabul edilen veriye gore giincellemesi gerekir. Bunun i¢in siber saldirinin
sistemdeki bilgisayarlarin en az yarisina karsi basarili olmasi sarttir. Sistemdeki herhangi bir
bilgisayarin tek basina veriyi degistirmesi ve diger bilgisayarlara bunu duyurmasi durumunda
kabul gormeyecektir. Zira sistem ¢ogunluk bilgisayarin onayiyla olusturulmustur ve ¢ogunluk

degistirmek istemedikge sistemdeki veri ayn1 kalacaktir'®,

Orijinal blokzincir olan Bitcoin Blokzinciri, 256 bit sifreleme kullanmaktadir. Bu tiir
sifresel teknigin ¢oziilmesi icin ¢ok ciddi bir bilgisayar giiciine ihtiya¢ vardir. Nitekim bu
sifrelemenin ¢oziimiiniin mevcut bilgisayarlar ile gerceklestirilmesinin miimkiin olmadig:
belirtilmektedir. Her kullanicinin bir 6zel bir de halka acgik sifresi bulunmaktadir. Halka agik
sifre bir nevi adres veya anonim kimlik gérevi gérmektedir. ilgili kullanicinin hesabindaki
sifrelenmis verinin ¢oziilmesinin tek yolu hesabin 6zel sifresini bilmektir. Halka acik sifre ile
ozel sifre eslestigi zaman hesaptaki veri acilmaktadir. Ozel sifre ise her kullanicinin kendine ait
olan ve kimseye ac¢ik olmayan bir sifredir. Bu sifrenin kaybinin telafisi yoktur. Bu durumda kisi
hesabina erisemeyecektir. Merkezi bir kurum olmadigi i¢in onlarla iletisime gegerek kimligini
ispatlaylp yeni bir sifre almasi da s6z konusu degildir. Esasinda bu durum blokzincir
teknolojisinin olumsuz yanlarindan sayilabilir. Zira 6zellikle teknoloji ile aras1 1yi olmayanlarin

sik sik sifrelerini unuttugu bilinmektedir.

150 WORLD BANK; s. 15-17.
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D. KISISEL VERILERIN KORUNMASI HUSUSUNDA YARDIMCI OLMASI

Blokzincir teknolojisinde, veri tabanindaki tiim veriler isteyen herkese agik olmakla
birlikte, verilerin sahiplerinin kim oldugu bilinmedigi i¢in mahremiyet saglanabilmektedir. Bu
durum kisisel verilerin korunmasi hukukundaki verilerin anonimlestirilmesi kurumuna
benzemektedir. Baska bir ifadeyle, blokzincir teknolojisinin orijinal uygulamasinda veriler
dogustan anonim olarak dogmaktadir. Sistemin isleyisini bu agidan mail servislerine benzetmek
miimkiindiir. Mail servislerinde de gergek kimliginizi agiklamadan bir mail adresi agmak
muimkiindiir. Eger mail adresinin kullaniciya ait olduguna dair bir emare veya delil yoksa,
alman ve gonderilen maillerin tespiti miimkiin olmakla birlikte, adresin sahibini tespit etmek
zordur®®!, Blokzincir sistemlerinde IP adresi eslemesi veya kullanic1 hareketi analizi ile kod
numarasi arkasindaki gergek kisiyi tespit etmek miimkiin olsa da bu tehlikelere karsi gesitli
onlemler bulunmaktadir. Oncelikle kisiler yaptiklar1 islemlerin her birini ayr1 bir hesap ile
yapabilir. Ikinci bir yontem olarak, yapilan islemleri karistiran servisler uygulamaya gecmistir.
Bu servisler ile bir kripto para transferi esas hedefe dogrudan gonderilmek yerine kiigiik
pargalara ayrilmakta, bir¢cok farkli adresi dolastiktan sonra esas hedefine ulastiriimaktadir. Bu

sayede islemlerin analizi yapilarak adreslerin arkasindaki gercek kisiyi tespit etmek miimkiin

olmaktan ¢ikmaktadir®?.

Bununla beraber farkli kod yapilarina sahip blokzincir teknolojilerinde, kullanicilarin
kimliginin agik olmasi saglanabilir. Eger kullanim amaci bunu gerektiriyorsa bu durum da
faydal1 olabilir. Mesela tedarik zincirini takip etme amaciyla olusturulmus olan blokzincirinde,
islemleri yapan kisilerin kimliklerinin bilinmesi daha yararli olabilir. Insanlar bazi sektdrlerde
aldiklar1 {riiniin taklit olup olmadig1 hususunda tereddiide diisebilir. Bu durumda iiriiniin
iizerindeki benzersiz kod ile, internet {izerinden {iriiniin nerede tiretildigi, iretim tarihi, tedarik
zincirinde gecirdigi asamalar1 gibi gerekli bilgilerin tespiti miimkiindiir. Bu sayede kisiler
aldiklar1 tirtinlerin istedikleri {iriin olmas1 hususunda giiven duyabilir. Boyle bir sistemin tam
giivenli ¢alisabilmesi i¢in blokzincir teknolojisinden faydalanmasi gerekir. Bu tiir bir blokzincir
teknolojisinde, sisteme degistirilemez verileri ekleyenlerin kimliginin de bilinmesi gerekir. Zira
tilketici istedigi bilgilerin anonim hesaplarca degil, gilivendigi kisilerce eklenmesini

istemektedir.

Kisilerin kimlik bilgilerinin korunmasinda da blokzincir teknolojisi énemli kazanglar

saglayabilir. Blokzincirinde veri, sahibinin kontroliinde ve sifreli oldugu i¢in sahibi istemedikce

151 WORLD BANK, s. 4.
152 ZHENG ve digerleri, s. 562.
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baskasi verileri goremez. Kimlik bilgilerinin blokzincir teknolojisine eklendigi bir sistemde, bir
kisi pasaport almak i¢in ilgili kuruma basvurdugu zaman ondan adli sicil kaydinin istendigini
varsayalim. Bu durumda kisi ilgili memura blokzincir {lizerinden sadece ilgili bilgileri
gosterebilecektir. Pasaport almasi ile alakasi olmayan saglik bilgileri, ailevi bilgileri, medeni
durumu, meslegi gibi hususlar gerekmeyen kisilere verilmemis olacaktir. Giintimiizdeki
sistemlerde ise devlet, tiim veri tabanlarina hakim oldugu i¢in yetkisi olanlar istedigi kisinin
istedigi verisini gorebilmektedir. Bu durum kisisel verilerin korunmasi hususunda yeterli
giivenceyi saglamamaktadir. Isvicre’nin Zug sehrinde “UPort” isimli uygulama ile,
vatandaglarin kisisel verileri blokzincir tizerinden kendi kontrollerine birakilmistir. Bu sayede
herkes sadece gerekli oldugu oOlclide kisisel verisini kamu veya o6zel iciinci kisilerle

paylasmakta, bunun disinda kisisel verilerinin giivenligi temin edilmektedir'®,

Kisisel verilerin korunmasi hukuku agisindan olaya bakildiginda, merkezi bir idarecisi
olmayan blokzincirleri igin gesitli soru isaretleri olusmaktadir. Zira, kisisel verilerin korunmasi
hukukunda, veri giivenliginin temini i¢in veri isleyen, veri sorumlusu gibi veriyi kullanan ve
sorumlu olan kisiler belirlenmistir. Fakat merkezi bir idarecisi olmayan (Bitcoin gibi)
blokzincir sistemlerinde, bu sifatlar1 kimlerin takinacagi ve kimlerin veri giivenliginden
sorumlu olacagi belirsizdir. Bu sorun merkezi bir idarecisi olan blokzincirleri ag¢isindan

olusmayabilir>,

IV. BLOKZINCIR TEKNOLOJISININ SORUNLU YONLERI
Blokzincir teknolojisi bircok faydayi beraberinde getirse de kusursuz degildir. Yaygin
kullanima ulagsmasinin oniinde bazi engeller bulunmaktadir. Bu baslik altinda bu sorunlar 6zI1i

olarak verilecektir.

A. KAPASITE PROBLEMI
Bitcoin Blokzinciri’nde bloklarin biiyiikliigli 1 mega byte ile sinirlidir ve her 10
dakikada bir blok iiretilmektedir. Bu sebeple yapilabilecek islem sayisi saniye bast 3-7 islemi
gecememektedir'®. Bitcoin Sistemi’ne sarf edilen madenci giicii arttika blok ekleme siiresi
hizlanacagi i¢in otomatik olarak ¢oziilmesi gereken sifrenin zorluk seviyesi artirilmaktadir. Bu

sayede her 10 dakikada bir blok seviyesi dengede tutulmaktadir. Islemci giicii azalirsa da blok

153 ALLESSIE / SOBOLEWSKI / VACCARI, s. 31.

154 GIORDANO Marco Tullio, “Blockchain and the GDPR: New Challenges for Privacy and Security”,
CAPPIELLO Benedetta / CARULLO Gherardo (editér), Blockchain, Law and Governance, Isvigre
2021 s. 276, 277.

155 GUVEN / SAHINOZ, s. 40.
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ekleme siiresi uzayacagi i¢in yine otomatik olarak sifrenin zorluk seviyesi diisiiriilmektedir®®.

Bu siirenin neden kisaltilmadigi veya blok biiyiikliigiiniin neden artirilmadigi sorulabilir. Zira
boyle olursa islem hacmi artirilabilir. Bunun cevabi ise madencilik sisteminin
yiiriitiilebilmesidir. Bugiin ki haliyle bile Bitcoin Blokzincir 400 GB boyuta ulasmustir'®’ ve
biliyiimeye devam etmektedir. Bir kisinin madencilik yapabilmesi i¢in tiim veriyi bilgisayarina
veya cihazina indirmesi ve bu verinin lizerinde ¢alismasi gerekmektedir. Veri daha biiyiirse
harcanan enerji ve disk kapasitesinin artirilmasi gerekmektedir. Boyle bir gereksinimi biiyiik
yatirimcilar saglayabilecegi icin Bitcoin Sistemi’nde madencilik kisitli kisilerin tekeline
gecebilecektir. Bitcoin Blokzinciri’nin “kurucu babalar1” sistemin yiiriitiilebilirligi ve islem

hacmi arasindaki dengeyi saglamak icin blok kapasitesini diisiik tutmustur®®,

Bu kisith kapasite, mevcut diinya finansal sisteminin ihtiyaclarina cevap vermekten
uzaktir. Zira sadece VISA 0Odeme sisteminin bir saniyede 24.000 islem yapabildigi
bilinmektedirt®. Bitcoin Blokzinciri bu tiir aracilari ortadan kaldirma iddiasiyla ortaya ¢iktigina

gdre bu kadar az islem hacmini gelistirmesi gerekmektedir'®

. Nitekim Bitcoin’in ciddi deger
kazanmasindan sonra ortaya cikan alt coinlerden, Bitcoin sisteminin bu ve benzeri

problemlerini ¢6zmeyi amaglayanlar da bulunmaktadir.

Giintimiizde blokzincir teknolojisi sadece sayisal veriler yiiklenilerek kullanilmaktadir.
Cesitli medya verisinin yiiklenmesi bir problem olarak durmaktadir®, Biiyiik veriyi dogrudan
blokzincirine yiiklemeden sadece veriye erisim izni bilgilerinin veya sadece verinin sifrelenmis
Ozetinin blokzincirine yiiklenmesi diisiiniilebilir. Bu sayede veriye iliskin sahiplik bilgisi,
verinin en son halinin ne oldugu gibi 6nemli hususlar blokzincirinden giivenli ve seffaf bir
sekilde takip edilir. Boylelikle esas veriye ait kii¢iik ve 6nemli parcgalar blokzincirine aktarilmig
olur ve kapasite problemi asilabilir'®?. Tiim bu ¢6ziim ihtimallerine ragmen blokzincirinde,
biiylik verinin hizli ¢alisamamasi mevcut teknoloji itibariyle 6nemli bir problem olarak

durmaktadir. Klasik sistemler blokzincirine gére bu tiir islemlerde daha hizli calismaktadirt®3,

156 BASHIR, s. 166.

157 Aralik 2022 tarihi verisidir. Bkz: STATISTA, “Size of the Bitcoin Blockchain from January 2009 to
February 10, 20217, https://www.statista.com/statistics/647523/worldwide-bitcoin-blockchain-size/,
(E.T. 12.02.2021).

158 ZHENG Zibin / XIE Shaoan / DAI Hongning / CHEN Xiangping / WANG Huaimin, “An Overview of
Blockchain Technology: Architecture, Consensus, and Future Trends”, IEEE 6th International
Congress on Big Data, 2017, s. 557.

159 METCALFE, s. 90; GUVEN / SAHINOZ, s. 40.

160 EUROPEAN COMMISSION, s. 30; BASHIR, s. 196.

161 BASHIR, s. 50.

162 CARULLO Gherardo “The Role of Blockchain in the Public Sector: An Overview”, CAPPIELLO
Benedetta / CARULLO Gherardo (editér), Blockchain, Law and Governance, Isvigre 2021, s. 50.

163 METCALFE, s. 90.
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Blokzincir teknolojisi heniiz ¢ok yeni oldugu igin tizerindeki ¢alismalar ilerledik¢e daha biiyiik
kapasiteye sahip blokzincir sistemlerinin ortaya ¢ikacagini veya bagka suretle islem hacminin

artacagini tahmin etmek zor degildir'®*.

B. TEKNOLOJININ YETERINCE OLGUNLASMAMIS OLMASI

Blokzincir teknolojisi 2008 yilinda duyurulan 2009 yilinda faaliyete gegen Bitcoin
Blokzinciri ile ortaya ¢cikmistir. Bu sebeple heniiz yeterince olgunlagmis bir teknoloji degildir.
Oyle ki Bitcoin’in ilk donemlerinde, blokzincir teknolojisinin farkli amaglar icin
kullanilabilecegi farkedilememisti. Giinlimiizde gittikge artan sayida farkli amaglar i¢in
blokzincir uygulamasinin kullanilabilecegi ortaya ¢ikmaktadir. Bazilari i¢in pratik uygulamalar
varken, bazilar1 i¢in deneme bile yapilmamistir. Farkli amaglar i¢in kullanilan blokzincir
teknolojisinin digerlerinden farkli 6zelliklere sahip olmasi gerekebilmektedir. Mesela Bitcoin
Blokzincirinin veri tabani herkese agikken, bazi uygulamalarda gizlilik daha 6n plana
¢ikarilmak istenebilir. Yine blok olusumuna herkesin katilmasi yerine belirlenen kisilerin onay1
ile blokzincirlerinin olusumu saglanabilir. Bu tiir farkli yonler 6n plana ¢ikarildik¢a blokzincir
teknolojisinin yeni 6zellikleri kesfedilmeye devam etmektedir. Nitekim IBM ve Microsoft gibi
onemli teknoloji firmalar1 ve BBVA, UBS, Morgan Stanley gibi 6nemli finans firmalari

165

blokzincir tizerinde ¢alistig1 bilinmektedir . Ayrica Avrupa Birligi blokzincir arastirmalarina

166

fon destegi ayirmaya baglamistir>°. Diinya ¢apinda blokzincir aragtirmalari i¢in 2021 yilinda

toplam 9.2 milyar ABD dolar1 harcama yapilmasi planlanmistir'®’.

Kullanicilar acisindan teknolojinin anlasilmasi biiyiik bir sorundur. Blokzincir
teknolojisi bir¢ok dijital teknolojinin bir araya gelmesiyle olusmustur. Bu sebeple teknik arka
planmin siradan tiiketici tarafindan anlagilmasi miimkiin degildir. Bu durum ¢ok da gerekli
degildir. insanlar i¢in dnemli olan fayda getirmesi ve kolay kullanilabilmesidir. Mesela insanlar
giinlimiizde stirekli internet kullanmaktadir ve fakat nasil ¢alistigini bilen ¢ok az kisi vardir.

Nasil calistigim1 bilmek yerine kullanim seklinin ve giivenlik ic¢in dikkat edilmesi gereken

164 Bu yondeki gelismeler i¢in bkz: BASHIR, s. 563-569; COLLOMB Alexis / SOK Klara, “Blockchain /
Distributed Ledger Technology (DLT): What Impact on the Financial Sector?”, Digiworld Economic
Journal, C. 103, S. 3, 2016, s. 108, 109; YU Fei Richard / LIU Jianmin / HE Ying / SI Pengbo / ZHANG
Yanhua, “Virtualization for Distributed Ledger Technology (vDLT), IEEE, C. 6, 2018, s. 25020;
GUVEN / SAHINOZ, s. 41.

165 CROSBY ve digerleri, s. 13; WORLD BANK, s. 17.

166 THE IRISH TIMES, “Boost for blockchain research as EU increases funding four-fold”, 08.02.2018,
https://www.irishtimes.com/business/technology/boost-for-blockchain-research-as-eu-increases-
funding-four-fold-1.3383340, (E.T. 09.02.2021).

167 BITCOIN MAGAZINE, “Report Suggests Global Spending On Blockchain Tech Could Reach $9.2
Billion By 2021”, 08.02.2018, https://bitcoinmagazine.com/articles/report-suggests-global-spending-
blockchain-tech-could-reach-92-billion-2021, (E.T. 09.02.2021).
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hususlarin dgrenilmesi gerekir. Bu agidan da blokzincir ¢ok kolay degildir'®®. Nitekim bitcoin
veya diger kripto paralart satin almak isteyen siradan tiiketiciler, dogrudan blokzinciri
kullanmak yerine araci kurumlar ile bunu yapmaktadir. Dogrudan blokzinciri kullanmak belli

bir teknik bilgi seviyesi gerektirmektedir'®®.

C. DIGER TEKNOLOJILER iLE UYUM SORUNU
Blokzincir teknolojisinin yaygin kullaniminin saglanabilmesi i¢in kapali sistem
yapilarindan kurtulup mevcut teknolojik diizenle ve yeni kurulacak blokzincir teknolojileriyle
uyumlu ve baglantili calismasi gerekmektedir. Diinyadaki tiim isleri, tiim sistemleri ayni
blokzincirine aktarmak s6z konusu olmadigina gore, blokzincir teknolojilerinin kendi igerisinde
ve farkli sistemlerle uyumlu ve is birligi i¢inde ¢alisabiliyor olmas1 elzemdir!’®. Zaten gelecekte

¢ok sayida blokzincir sisteminin bulunacagi tahmin edilmektedir!’t

. Mesela bir iilkenin tapu
sisteminin blokzincirine aktarma projesi diisliniiliirse, yiizol¢iimii kiigiik iilkelerde biiyiik bir
sorun olmamakla birlikte yiizolgiimii biiyiik {ilkelerdeki is yiikii iistesinden gelinemeyecek
kadar zor olabilir. Zira sadece mevcut tapu kayitlar1 degil arsiv bilgilerinin de korunmasi
istenebilir. Bu durumda aktarilacak veri miktari ¢ok biiyiik olacaktir ve manuel olarak yapilmasi
zor goriilecektir' . Bu durumda kurulacak blokzincir sisteminin arsiv bilgilerini tastyan eski
sistemle uyumlu ¢alismasi arzulanir. Giiniimiizde bu yonde ¢alismalar devam etmektedir. Hatta
mevcut kurulu blokzincirlerinin dahi birlikte ¢alisabilmesinin temini yoniinde ilerlemeler

kaydedilmistir!”,

D. HUKUKI SORUNLAR
Blokzincir teknolojisi heniiz yeni bir alan oldugu i¢in hukuki bir altyapiya da sahip
degildir. Ozellikle kripto varlik piyasasinda mevzuat diizenlemelerinin eksikligi tiim diinyada
goriilmektedir. Herhangi bir devletin kripto varliklar {izerinde diizenleyici rolii
bulunmamaktadir. Bu durum kripto varliklar yayginlastikca ve biiylidilkce yeni sorunlar

cikaracaga benzemektedir.

1. Devletlerin Diizenleme Yetkisi Konusunda Belirsizlik Bulunmasi
Blokzincir sistemlerinin merkeziyetsizligi sebebiyle, diizenleme yetkisi olan devleti

tespit etmek zordur. Mesela bitcoin transferlerinin muhasebelestirilmesi ve vergi kacaginin

168 EUROPEAN COMMISSION, s. 141, 142.
169 MANSKI, s. 517.

170 WORLD BANK, s. 18.
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172 CROSBY ve digerleri, s. 17.

173 BASHIR, s. 591.
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onlenmesi hangi devletin sorumlulugundadir? Blokzincir iizerinde islenen bir hirsizlik sugunu
hangi devlet kovusturacaktir? Bu tiir sorularin heniiz net bir cevabi1 yoktur zira blokzincir
iizerinde yapilan islemlerin hangi devletin egemenlik alaninda gergeklestirildigi sorusuna net
bir cevap verilememektedir. Bunun yaninda herhangi bir devletin herhangi bir blokzincir
iizerinde diizenleyici kurallar koymas1 da problemler doguracak kapasitededir. Zira blokzincir,
iilke sinir1 tanimadan internet erisimi olan her yerde ayni sekilde ¢alisabilmektedir. Bir devletin
bir blokzincir ile ilgili hukuki bir diizenleme yapmasi, o blokzincirinin tiim diinyadaki isleyisini
etkilememesi gerekir. Bu durumda her devletin {ilkesinde veya vatandaslar1 nezdinde s6z
konusu blokzincirinin farkli hukuki sonug¢lar dogurmasi giindeme gelebilir. Bu durum hukuki
belirlilik agisindan sakincalidir. Bu sebeple devletlerin blokzincir ve kripto para sistemlerini
diizenlerken koordinasyonu saglamasi elzemdir!’*. Blokzincirlerinin ve akilli sozlesmelerin,
iilke hukuklarindan bagimsiz olarak kendi hukuklarini olusturduklart ve buna gore varliklarini
devam ettirebilecekleri de ihtimal dahilindedir. Ancak devletlerin bdyle bir gidisata izin
vermeyerek gerekli hukuki diizenlemeleri yapmasi daha muhtemel goriinmektedir. Her devlet
kendi menfaati dogrultusunda kripto varliklar1 diizenleme yoluna gidecektir'’. Zira her

blokzincir sisteminin kendi kurallarin1 uygulamas1 karmasa dogurabilecek bir durumdur®’®,

2. Kripto Varhklarin Hukuki Niteliginin Belirsiz Olmasi

Kripto varliklarin hukuki niteliklerinin ne olacagi belirsizligini korumaktadir. Doktrinde
bu hususta tartismalar siirmektedir. Kripto varliklarin esya olma niteligini tasiyip tasimadigini
tartisan bir goriise gore kripto varliklar, esyalarin tasimasi gereken; kisilik dis1 olma, islevsel
yonden sinirlarinin belirli olmasi ve {izerinde hakimiyet kurulabilme unsurlarini tasimaktadir.
Bununla beraber cismanilik unsurunu tagimadigi i¢in esya olup olmadigi tartismali hale
gelmektedir!”’. Gergek anlamda bir para olduklar da kolayca sdylenememektedir. Paranin iig
temel fonksiyonu vardir. Bunlar; 6deme araci, deger saklama araci ve hesap birimi olmasidir.
Kripto paralarin bu fonksiyonlari ne &lglide yerine getirebildigi siiphelidir. Degerleri ¢ok
dalgalidir. Bunun yaninda aligveris yaparken kripto para kabul eden bir igyeri bulmak kolay
degildir. Bu sebeplerle kripto paralarin iktisadi olarak paranin niteliklerini tagidigi 2022 yili

174 KESBIC Yenal / DURAMAZ Selim, “Diinya’da ve Tiirkiye’de Kripto Para Regiilasyonu”, ALPTEKIN
Volkan / METIN Ismail / AKCAN A. Tayfur (editor), Kripto Para Ekonomisi, Konya 2018, s. 90.

175 DIMITRIPOULGQS, s. 5.

176 CAPPIELLO Benedetta, “Blockchain Based Organisations and the Governance of On-Chain and Off-
Chain Rules: Towards Autonomous (Legal) Orders”, CAPPIELLO Benedetta / CARULLO Gherardo
(editor), Blockchain, Law and Governance, Isvigre 2021, s. 32-37; AB’deki hukuki diizenleme
caligsmalari i¢in bkz: EUROPEAN COMMISSION, s. 95-112.

177 BILGILI / CENGIL, s. 119, 120.
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178

itibariyle kolayca sdylenemez"'°. Kripto paralarin bir tiir sermaye piyasasi araci olup olmadigi

diistintilebilir. Bu hususta bir engel olmamakla birlikte hukuki altyapr Tiirkiye’de hazir
179

degildir*"®. Kripto varliklarin vergilendirilmesi ile ilgili bolimde nitelikleri hususunda daha

fazla ayrintiya girilecektir.

3. Hukuki Diizenlemelerin icra Kabiliyeti
Yapilacak hukuki diizenlemelerin merkezi bir idarecisi olmayan blokzincirlerinde nasil
uygulatilacagi belirsizdir. Zira bu tiir blokzincirlerinde hukuki otoritelerin muhatap alabilecegi

180 Bu durumda devletlerin

ve hukuki yiikiimliliikleri uygulayabilecek kimse yoktur
yapabilecegi ¢ok fazla bir sey yoktur. Gerekli mevzuata uyum saglamayan blokzincirlerine
yaptirim uygulamak zordur. internetin oldugu her yerde bu sistemlere ulasmak miimkiindiir.
Ayrica sistemin kod yapist izin vermedikce sistemi kullananlari tespit etmek zordur. ilgili
sisteme erisimin engellenmesi bir secenek olarak durabilir. Fakat bu engelin VPN teknolojileri

yoluyla agilmas1 kuvvetle muhtemeldir.

4. Suc Islenmesinin Onlenmesi Konusundaki Sorunlar
Blokzincir sistemleri iizerinde hukuki belirsizligin olmasi ve sistemdeki islemlerin

anonim bir yapida olmasi uluslararasi alanda “miisterini tan1” yilikiimliiliiklerine uymay1

181 182

giiclestirmektedir®". Bunun yaninda kara para aklama faaliyetleri i¢in firsat dogurmaktadir

Bu yiikiimliiliiklere gore isletmelere hizmet verdikleri veya ticaret yaptiklari kisilerin kimligini

tespit etme yiikiimliiliigii yiiklenmektedir'®3

. Ayrica herhangi bir mahkeme yetkisine de tabi
olunmadig1 i¢in haksiz yere veya yanlislikla bitcoin gonderen biri bunu nasil ispatlayip

haklarin1 geri alabilecektir? Sistem hem degistirilemez bir sekilde hem de devletlerin

178 Kripto paralarin devlet otoritesine tabi olma sartin1 tagimamasi sebebiyle para olamayacagi yoniinde bkz:

ALTUN Abdurrahim, “Kripto Paralarin Hukuki Niteliginin Degerlendirilmesi”, YILMAZ Siilleyman
(editor), Bilisim Hukuku Giincel Sorunlar, Ankara 2020, s. 287.

179 ALTUN, s. 295-298; TCMB, ¢ikardigi bir Yonetmelikte, “kripto para” kavramini degil “kripto varlik”
kavramimi kullanmayi tercih etmistir. Bundan anlasilacagi iizere TCMB kripto paralari para olarak
gormemektedir. Tlgili yonetmelige gore kripto varlik; “dagitik defter teknolojisi veya benzer bir teknoloji
kullanilarak sanal olarak olusturulup dijital aglar iizerinden dagitumi yapilan, ancak itibari para, kaydi
para, elektronik para, odeme araci, menkul kiymet veya diger sermaye piyasasi araci olarak
nitelendirilmeyen gayri maddi variiklar: ifade eder”. Bkz: Odemelerde Kripto Varliklarm
Kullanilmamasina Dair Yonetmelik, RG: 16.04.2021 / 31456.

180 EUROPEAN COMMISSION, s. 46.

181 BASHIR, s. 133.

182 QUINTAIS / BODO, s. 5; Kripto paralarin toplam biiyiikliigiiniin aklanan kara para miktarinin 1/7’sine

tekabiil ettigi ve kara para aklama igin temel ara¢ olmadig1 yéniinde bkz: GUVEN / SAHINOZ, s. 183.

Tiirkiye’de 2021 yilinda kripto para borsalarina miisterini tani ytkiimliiliikleri getirilmistir. Bkz: Sug

Gelirlerinin Aklanmasi ve Terériin Finansmanmm Onlenmesine Dair Tedbirler Hakkinda Yénetmelik,

RG: 01.05.2021 / 31471. Ayrica MASAK tarafindan kripto para borsalarina yonelik olarak miisterini tani

yukimliliikleri ile ilgili rehber yaymlanmstir. Bkz: MASAK, Kripto Varhk Hizmet Saglayicilar igin

Sug: Gelirlerinin Aklanmasinin ve Terdrizmin Finansmanmin Onlenmesine Dair Yiikiimliiliiklere

iliskin Temel Esaslar, HMB Mali Suglar1 Arastirma Kurulu Baskanligi, 2021.
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denetimine tabi olmaksizin ¢alismaktadir. Bu sebeple mevcut uygulamada, genel mahkemelerin
miidahale edebilecegi bir alan bulunmamaktadir!®. Kripto paralar ile yapilan édemelerin
vergilendirilmesi ayr1 bir problem alan1 olarak durmaktadir. Giiniimiizde adalet hizmeti de dahil
olmak tizere devletin bir¢ok islevinin blokzincir iizerine tasinmasi ve daha etkili ve verimli

calismasi tartisilmakla birlikte konu iizerinde aydinlatilmasi gereken birgok husus vardir'®.

Gegmis donemde sug¢ oOrgiitlerinin para transferi amaciyla bitcoini kullandig1 tespit
edilmistir'®. Bitcoin iizerinden yapilan islemler herkes tarafindan goriilse bile anonimlik
saglandig1 icin sug Orgiitleri bitcoini bilyiik bir firsat olarak kullanabilmektedir. Ustelik bitcoin
yoluyla suctan elde edilen gelirin miisadere edilmesi de miimkiin olmayacaktir. Zira higbir
devletin sistem tiizerinde bir kontrol yetkisi yoktur. Eger fail hesabinin sifresini vermezse
hesabindaki kripto paralara erismek higbir sekilde miimkiin olmayacaktir. Bunun yaninda
blokzincirine yiiklenen bir verinin silinmesi neredeyse imkansiz oldugu i¢in konusu su¢ olan
bir verinin yliklenmesi durumunda ne olacagi soru isaretidir. Gortildiigii lizere ceza hukuku
acisindan blokzincir ve kripto paralar sorunlar doguracaga benzemektedir. Doktrinde devletin
gozetimine tabi blokzincirleri iizerinden faaliyet gosterilmesi bir ¢6ziim olarak ileri

stiriilmiistiir'®’.

E. ENERJI TUKETIMI

Glinlimiizde blokzincir teknolojilerinde kullanilan temel uzlagsma mekanizmasi is kaniti
mekanizmasidir. Bu mekanizma ¢ok fazla enerjiyi israf etmesiyle iinliidiir. Oyle ki, diinyanin
cesitli yerlerinde bircok giiclii bilgisayar sisteme yeni blok eklemek icin ¢alismakta, bunlardan
sadece biri basarili olmakta digerlerinin harcadigi enerji biiyiikk oranda bosa gitmektedir. Bu
bilgisayarlarin enerji tiiketimi konusunda miisrif olduklar1 da bilinmektedir. Zira hizli islem
yapabilme adina ¢ok fazla giic kullanmalar1 gerekmektedir. Netice itibariyle Bitcoin
Blokzinciri’nin toplam tiikettigi enerji miktarmin kii¢iik {ilkelerin tamamindan orta
biiytikliikteki iilkelerin ise bir kismindan fazla oldugu tahmin edilmektedir. Boylesine bir enerji
tiiketiminin cevreye verdigi zarar gdzardi edilemeyecek seviyededir!®. Ozellikle Bitcoin
Blokzinciri’nde bulunan bilgisayarlarin ¢ogunun elektrigin biiyiikk kismini kdmiirden iireten

Cin’de faaliyette bulundugu diisiiniiliirse ¢evreye yayilan kirliligin daha da arttig

1e4 WORLD BANK, s. 19, 20.

185 ATZORI Marcella, “Blockchain Technology and Decentralized Governance: Is the State Still
Necessary”, Journal of Governance and Regulation, C. 6, S. 1, 2017, s. 47-49.

Silk Road olayinda ABD’de, internet iizerinden uyusturucu satiminin bitcoin karsiliginda yapildig: tespit
edilmisti. Bkz: BASHIR, s. 594.

187 BASHIR, s. 594, 595.

188 YAGA ve digerleri, s. 39.

186
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goriilmektedir'®. Eger bir giin bir bitcoinin degeri 1.1 milyon ABD dolarina ulasirsa, diinyada
iretilen tiim elektrigin bitcoin madenciligi i¢cin harcanmasi karli hale gelecektir. Boyle bir
varsayimda tiiketilecek enerji miktar1 diinya ekosisteminin kaldirabileceginden fazladir'®,
Herkesin  blok ekleme olanagi bulunan blokzincirlerinde daha verimli uzlasma
mekanizmalariin gelistirilmesi 6nem arz etmektedir. Zira bu sekilde biiylimeye devam etmesi
durumunda, Bitcoin Blokzinciri’nin enerji tliiketiminin ¢evresel gerekcelerle “siirdiiriilemez”
oldugu belirtilmektedir!®!. Olusan gevresel ve enerji paylasim maliyetini, madencilerin {izerine
yliklemek gerektigini ileri sliren goriise gore, kirli kaynaklardan elde edilen enerji ile
madencilik yapanlarin ek bir vergi 6demesi gerekmektedir. Pigoviyan vergi denen bu tiir vergi
ile madencilerin yenilenebilir temiz enerjilere yonelmesi ve havay kirletmelerinin bedelini

yiiklenmeleri temin edilmek istenmektedir!®?.

Buna karsin, kripto paralarin tiim finansal sistemde para yerine hakim olacagi
diistintiliirse, mevcut finansal sistemin idamesi i¢in harcanan enerjiden ¢ok daha aziyla ayni
gorevi yiiriitebildigi belirtilmektedir'®®. Burada kripto paralarin harcadigi enerji, mevcut
finansal sistemde bulunan merkez bankalari, ticari bankalar ve diger kurumlarin harcadigi enerji

ile kiyaslanmaktadir.

F. DIGER SORUNLAR
Blokzincir teknolojisindeki veriler, giinlimiiz bilgisayarlar1 karsisinda saglam bir
glivenlige sahip olsalar da kuantum bilgisayarlar gelistirildigi zaman ayni giivenlikten
bahsetmek miimkiin olmayacaktir. Zira kuantum bilgisayarlarin islem giicii sayesinde Bitcoin
Blokzinciri’ni dahi hacklemesi miimkiin goriilmektedir!®*. Bu sebeple bu teknolojinin ileride

dogabilecek bu tehlikeye karsi gelistirilmesi gerekmektedir'®,

Ozellikle halka agik blokzincirlerinde, mahremiyetin temini &nemli bir sorundur.

Blokzincirinin herkese agik oldugu bir yapiya kimlik veya saglik bilgilerinin islenmesi 6zel

189 CORBET Shaen / YAROVAYA Larisa, “The Environmental Effects of Cryprocurrencies”, CORBET
Shaen / URQUHART Andrew / YAROVAYA Larisa (editor), Cryptocurrency and Blockchain
Technology, De Gruyter 2020, s. 151; 2021 yilinda Cin’de dahil olmak {izere baz1 devletler kripto para

madenciligini yasaklamistir. Bkz: FORTUNE: “Crypto is fully banned in China and 8 other
countries”, 05.01.2022, https://fortune.com/2022/01/04/crypto-banned-china-other-countries/, (E.T.
02.02.2022).

190 CORBET / YAROVAYA, s. 154,

101 CAPPIELLO / CARULLDO, s. 8; EUROPEAN COMMISSION, s. 33.

192 KEYIFLI Nazli, “Kripto Paralarm Enerji Tiiketimi Yoluyla Neden Olduklar1 Cevresel Sorunlara Coziim
Onerileri-Pigoviyan Vergi”, Vergi Diinyasi, S. 477, 2021, s. 34; Pigoviyan vergi konusunda bilgi icin
bkz: ORTAC Fevzi Rifat / UNSAL Hilmi, Genel Vergi Hukuku, Ankara 2019, s. 4.

193 GUVEN / SAHINOZ, s. 103.

104 EUROPEAN COMMISSION, s. 37.

195 ATZORI, s. 52; CROSBY ve digerleri, s. 17; YAGA ve digerleri, s. 31.
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hayatin gizliligi hakkini ihlal edebilecektir. Her ne kadar blokzincirinde herkes bir kod ile
goriinse de bu kodlart gesitli baglantilar kullanarak kisilerle iliskilendirmek s6z konusu
olabilir'®. Bu sorunu ¢dzmek icin halka agik olmayan blokzincirleri kullanilabilir. Bununla
beraber halka agik veri kaydinin mecburi oldugu durumlarda mahremiyeti saglamak amaciyla

197

cesitli teknikler gelistirildigi goriilmektedir Mahremiyet ihlallerinin kisisel verilerin

korunmasi agisindan da sorun doguracag: aciktir'®

. Yukarida bahsedildigi iizere, blokzincir
teknolojisi heniiz tam olarak gelismedigi icin ilerleyen donemlerde bu sorunlarin ¢oziilmesi

beklenmektedir.

Blokzincir teknolojisi, ¢ok 6nemli yenilikler getirmekle birlikte baz1 dezavantajlara da
sahiptir. Avantaj ve dezavantajlari sebebiyle, veri tabanlarinda bulunmasi gereken 6zelliklerin
hepsini bir arada saglayamamaktadir. Finansal teknolojilerden kamusal veri sistemlerine tiim
veri tabanlarinda kullaniglilig1 artiran ii¢ temel 6zellik vardir. Bunlar; kapasite, glivenlik ve
adem-i merkeziliktir. Blokzincir teknolojisi bunlarm {i¢iinii ayn1 anda temin edememektedir'®®.
Kapasite artarsa, madencilik faaliyeti yapma imkani azalacagi igin giivenlik ve adem-i
merkeziligin derecesi azalacaktir. Adem-i merkezilik artarsa, baska bir ifadeyle blokzincirinde
yer alan madencilerin sayis1 artarsa, giivenlik artmakla beraber kapasiteden feragat edilmesi
gerekmektedir. Is kanit1 uzlasma mekanizmasindan vazgegmek suretiyle kapasite artirilabilir
fakat bu sefer madencilik icin tesvik olmayacagindan dolay1 adem-i merkezilik ve giivenlik

azalacaktir®®, ilerleyen yillarda arastirmalar devam ettikge ii¢ 6zelligin bir arada sunulabilmesi

mumkin olabilir.

Bitcoin iizerinden yapilan 6demeler kayit disi1 ekonomiyi ciddi dlgiide besleyebilecek
niteliktedir. Zira bitcoin sistemini herhangi bir devlet kontrol edemedigi i¢in yapilan bitcoin
transferlerinin kaynagini1 bulmak ve vergisel amagla takip etmek ¢ok zordur. Kotli amaglarla
kullanilabilse de mahremiyeti temin ettigi icin bu 6zellik olumlu da karsilanabilmektedir. Fakat
sadece mahremiyeti sagladigi icin devletlerin vergi kacagi ve sug orgiitlerinin finansmanina goz
yummast muhtemel degildir. Burada kripto varlik borsalarinin ise yarayabilecegi

goriilmektedir. Yeterli teknik bilgiye sahip olmayanlara bitcoin temin eden aracilarin, bitcoin

196 QUINTAIS / BODO, s. 5.

197 BASHIR, s. 569-572.

198 CAPPIELLO / CARULLO, s. 8; Nitekim blokzincir iizerindeki veriler silinemedigi i¢in unutulma
hakkinin temini konusunda sorunlar olusacaktir. Bkz: AKDEMIR ALTUNBASAK, s. 369.

199 EUROPEAN COMMISSION, s. 30.

200 TAMBUCCI Martina, “Blockchain Based Financial Investment and the Role of Regulatory Authorities:
The ltalian Perspective”, CAPPIELLO Benedetta/ CARULLO Gherardo (editér), Blockchain, Law and
Governance, Isvigre 2021, s. 104.
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transferi yapan kisilerden gerekli kimlik verisini alarak bunu depolamasi bu tiir sorunlara bir
¢oziim olarak ortaya ¢ikabilir?®t. Bununla birlikte mevcut Bitcoin Sistemi’nde bitcoin satin
almak i¢in aractya basvurmak zorunlu degildir. Gerekli teknik bilgi ve kapasiteye sahip olan
biri, Bitcoin Blokzinciri’ni kendi bilgisayarina kurarak, halka agik ve 6zel sifresi ile bitcoin

transferi yapabilir. Bu tiir hesaplar istisnalar haricinde anonimligini korumay1 basarmaktadir.

V. BLOKZINCIR TEKNOLOJISININ UYGULAMA ALANLARI
2008 yilinda Bitcoin ile ortaya ¢ikan blokzincir teknolojisi, glinlimiizde bir¢ok alanda
kullanilabilmesi adina arastirilmaya devam etmektedir. Oyle ki blokzincir teknolojisinin tipki
internet gibi insan hayatinin her yoniinii degistirme potansiyeli oldugu ve bu potansiyelin ancak

sonradan anlasilabilecegi belirtilmektedir?®

. Yeni ¢ikan blokzincir uygulamalarinin ¢ok farkl
tiirleri olsa da iki alanda daha yogunlastig1 belirtilmistir. Ik alan finansal teknolojiler alanidir.
Digeri ise fayda saglayabilecek bazi sektorlere yonelik halka agik olmayan ve blok olusumunu
merkezi bir otoritenin takip ettigi blokzincirleridir?®. Ikinci sistemler farkli sektdrlerde
kullanilabilmektedir. Diinya iizerinde ¢ok farkli alanlarda blokzincir teknolojisinin
kullanilmaya calisildigi gozlenmektedir. Bunlarin hepsini ayrintilartyla agiklamak bu
caligmanin kapsamini ve amacini asacaktir. Bu boliimde blokzincir teknolojisinin kullanilmaya
calisildigr belirgin alanlar ortaya konulacaktir. Buradaki amag giinliikk hayattaki farkli

uygulamalarini ortaya koymak suretiyle blokzincir teknolojisini daha iyi anlasilmasini ve

somutlagtirilmasini saglamaktir.

A. ODEME YONTEMLERI VE FINANSAL TEKNOLOJILER
Blokzincir teknolojisinin ilk uygulamasi olan Bitcoin esasinda bir 6deme yontemi olma
iddiasiyla dogmustur. Bu sebeple O6deme yontemleri veya kripto paralar blokzincir
teknolojisinin orijinal uygulamasidir. Blokzincir teknolojisi sadece kripto paralar i¢in degil
diger finansal islemler i¢in de ¢ok Onemli avantajlar getirmektedir?®. Oncelikle ciddi
masraflara yol acabilen aracilara bagimlilig1 ortadan kaldirabilmektedir?®®. Ayrica blokzincirine

kaydedilen bir veri, ilgili taraflarin haberi olmaksizin degistirilemez bir yapidadir. Sistemin

201 Avrupa Birligi’nde bu tiir arac1 kurumlara kara para aklama ve miisterini tan1 sorumluluklarini yiikleme

tartismalar1 bulunmaktadir. Bkz: PATRICK / BANA, s. 9; Tiirkiye’de bu yonde bir diizenleme yapilmis
ve kripto para borsalari {izerine miisterini tan1 prosediirleri yliklenmistir.

202 ATZORI, s. 46.

203 WORLD BANK, s. 21.

204 GIAMBELLUCA Gino, “Blockchain: The Regulatory Challenges for Central Bank and Financial
Sector”, CAPPIELLO Benedetta / CARULLO Gherardo (editor), Blockchain, Law and Governance,
Isvicre 2021, s. 100, 101.

205 KIZIL Cevdet / HANISOGLU G. Selvi / ASLAN Tunay, Kripto Paralarin Finansal Sisteme Etkileri
ve Muhasebelestirilmesi, Bursa 2019, s. 98.
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isleyisi seffaftir ve sifreli protokollerle islemektedir. Bu sebeple kullanicilar {iciincii kisi olan
aractya degil teknolojinin kendisine giivenmektedir. Bu sayede finansal giivenlik hissi
artmaktadir®®. Ozellikle uluslararasi finansal islemlerde giinler siiren islemler anlik olarak
gerceklesebilecektir?®’. Bu sebeplerle finansal teknolojiler blokzincirinden ciddi bir sekilde
fayda saglayabilir. Zaten blokzincir arastirmalarinin en ¢ok yapildigi alan finansal teknolojiler

208

alanidir™™. Bu teknolojiden faydalanabilecek en 6nemli alan kripto paralardir. Kripto paralarin

yiikselisiyle birlikte devletler de kendi dijital paralarimin ihdasi i¢in harekete ge¢meye

baslamistir?®.

Finansal teknoloji alaninda uygulamaya ge¢mis blokzincir projeleri vardir. Mesela hisse
senedi alim satim piyasasinda diinyanin ¢esitli yerlerinde blokzincir uygulamasinin adapte
edilmeye baglandig1 goriilmektedir. 2015 yili ABD’de Hisse Senedi Takas Komisyonu (US
Securities Exchange Commission) sirket hisselerinin Overstock.com adli sirket ile is birligi
yapilarak Bitcoin Blokzinciri lizerinden c¢ikarilmasini planlamistir. Bu yontem sayesinde
Bitcoin Blokzinciri’nin denetlenebilirliginden, seffafligindan, glivenliginden ve mali agidan
verimliliginden faydalanma amaci giidiilmektedir. Bu usulde, hisse senedi islemleri Bitcoin
Blokzinciri’ne diger bitcoin islemleri ile birlikte eklenmektedir. Diinyanin baska yerlerinde de
hisse senedi piyasasini blokzincir teknolojisine aktarma faaliyetleri devam etmektedir. Mesela

Almanya, Japonya, Avustralya ve Giiney Kore bu iilkelerdendir?°.

Blokzincir teknolojisinin finansal teknolojilerde bir diger kullanim alani iilkeler arasi
para transferleridir. Mevcut uygulamada sinir dtesi para transferleri hem giinler alabilmekte?!!
hem de masraf miktarlar1 %10’u bulabilmektedir®!2. Araya bir veya daha fazla arac1 kurum
girmektedir. Ripple bu verimsizligi ortadan kaldirma amaciyla kurulmustur. Ripple, blokzincir
teknolojisi ile sinirlara tabi olmaksizin para transferlerini ger¢eklestirebilmektedir. Bu sistemde
yurtdisina para gondermek isteyen kisi kendi para birimiyle ripple satin almakta, satin aldig1
kripto paralar1 blokzincir lizerinden gondermek istedigi kisinin Ripple adresine ¢ok diisiik

masrafla birka¢ saniye i¢inde gonderebilmektedir. Boylece hem zaman hem de maliyet

tasarrufu yapmaktadir. Ayrica bu tiir islemler lizerinde yeterince diizenleme olmadigi i¢in daha

206 TRELEAVEN / BROWN / YANG, s. 15, 16.

207 EUROPEAN COMMISSION, s. 147.

208 SZOSTEK, s. 57; BASHIR, s. 269.

209 PATRICK / BANA, s. 28, 29.

210 WORLD BANK, s. 21, 22; UK GOVERNMENT OFFICE FOR SCIENCE, s. 60.

2 Bazi1 durumlarda en yaygin para birimlerinde bile 5 giine kadar ¢ikabildigi ifade edilmektedir. Bkz:
MILLS ve digerleri, s. 18.

212 MANSKI, s. 514.
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ozgiir hareket kabiliyeti bulunmaktadir®®®. Para yerine Ripple iizerinden 6deme alan alic ise,
elindeki ripple ile kendi {ilkesinin parasini takas etmekte ve alacagina kavusmus olmaktadir.
Bugiin diinya iizerinde cesitli bankalar Ripple ile is birligine gitme karar1 almistir®4, Zira
bankalar bile aracit kurumlarin yiiksek komisyon iicretlerinden kurtulmak istemektedir. Bu

sayede miisterilerine yansittiklar1 yiiksek komisyon iicretlerini de diisiirebileceklerdir?®.

Bir baska blokzincir kullanan finansal teknoloji alani kitle fonlamas1 veya halka arz
uygulamalandir. Kitle fonlamasi, yeni bir tesebbiisiin ihtiyaci olan sermayeyi halktan temin
etmesini ve karsiliginda sermayedarlara tesebbiis lizerinde ¢esitli haklarin verilmesini esas alan
bir sermaye bulma yontemidir. Halka arz ise, sirketin topladig1 sermaye karsilig1, yatirimeilara
yatirdig1 sermayeye gore ortakhigindan pay vermesidir?l®. Tesebbiis sahibi, fon sagladigi
kisilerden itibari para (Dolar, Euro gibi) veya yaygin kripto para (Bitcoin gibi) karsilig1, onlara
yeni kripto paralar vermektedir?’. Kisiler gelecek vadettigini diisiindiigii tesebbiislere
baslangigta yatirim yaparak ileride kazang saglamayr ummaktadir. Klasik uygulamada bu
alanda, tesebbiis sahipleri ile sermaye sahibi kisileri bulusturan aracilar faaliyet gostermekte ve
bir maliyete sebep olmaktadirlar. Ayrica yerlesmis sistemler belirli yasal zorunluluklara tabi
tutulmaktadir. Iste blokzincir teknolojisi ile yeni kripto para arzi hem yasal diizenlemelerden
kurtularak, kurulacak tesebbiis i¢in hiir bir ortam saglamakta hem de aracilarin maliyetini

218 Ayrica Ethereum Blokzinciri iizerinde standart bir arayiiz ile kripto

ortadan kaldirmaktadir
para karsilig1 kitle fonlamas1 yapmak miimkiin hale gelmistir?’®. Eger kurulan tesebbiis iyi
performans gosterirse kripto paranin degeri yilikselmekte ve yatirim yapanlar ciddi oranda
kazanglar saglamaktadir. Baglangicta aldiklar1 kripto paralart ikincil piyasalarda
satabilmektedirler??. Getirdigi kolayliklar sayesinde blokzincir teknolojisinin bu alanda klasik
araclar1 devre dis1 birakabilecegi ifade edilmektedir??!. Bunun yaninda tesebbiis sahipleri de

istedikleri sermayeyi bulmus ve tesebbiislerini kurmus olmaktadirlar.

213 FINANCIAL STABILITY BOARD, s. 11, 12.

214 WORLD BANK, s. 24; Tiirkiye’de de Akbank Ripple ile ortakliga gittigini agiklamistir. Bkz: AKBANK,
“Akbank’ta Ripple Uzerinden Sterlin Transferleri Bagsladi!”,
https://www.akbanklab.com/tr/guncel/basinda-biz/akbankta-ripple-uzerinden-sterlin-transferleri-basladi,
(E.T.02.02.2021).

215 MILLS ve digerleri, s. 19.

216 GUVEN / SAHINOZ, s. 92.

&y OECD, Initial Coin Offerings for SME Financing, OECD, 2019, s. 7.

218 OECD, s. 7, 49.

219 OECD, s. 49.

220 CROSBY ve digerleri, s. 14.

221 WRIGHT / DE FILIPPI, s. 27.
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Fakat yasal diizenlemelerden kurtulmak, esneklik ve hiz kazandirsa bile bazi
durumlarda kisilerin sermayesini kaybetmesine de sebep olabilmektedir???. Adi1 miitesebbis
olan kisiler, bir temele sahip olmayan projelerle kolayca insanlardan ne oldugu belli olmayan
kripto para karsilig1 sermaye toplamakta, kripto paranin saglam bir temeli olmamasi sebebiyle
verilen sermayeyi korumamakta, siirekli deger kaybetmekte ve sermayedarlar1 tamamen zarara
ugratmaktadir. Miitesebbisler ise herhangi bir yasal mevzuata tabi olmadiklar1 i¢in baglangigta
topladiklari sermayeyi alip gitmektedir. Mesela 2018 yilinda blokzincir iizerinden yapilan kitle

223 Ulkelerin diizenleyici

fonlamalarinin %46’sinin basarisizlikla sonuglandigi belirtilmektedir
finans kurumlarinin giderek biiyiiyen bu faaliyetlere karsi nasil bir tavir alacagi belirsizligini
korumaktadir. Hukuki giivenligin saglanmast i¢in bu faaliyetlerin hukuki diizene

kavusturulmasi elzemdir.

Akla ilk gelen ¢oziim, blokzincir iizerinden kripto para veya token karsiligi yapilan bu
tir kitle fonlamasi faaliyetlerinin, klasik islemlerle ayni statiiye ve prosediirlere tabi

224

tutulmasidir®*. Bu hususta uluslararasi is birliginin saglanmasi, uyumsuzluklarin olugsmamasi

ve yatirimcilarin farkli diizenlemeler sebebiyle yatirim yapacaklari yeri degistirmemesi

acisindan elzemdir??®.

Bu uygulamalar disinda da finansal teknolojiler alaninda blokzincir uygulamalari
goriilebilmektedir. Mesela ipotek servisleri, sendikasyon kredileri, sigorta islemleri®?® ve
finansal sisteme katilimin artirilmasi??’. Bunlarm ayrintisini agiklamak ¢alismani kapsamimi

asacagi i¢in sadece isimlerini zikretmekle yetinilmektedir.

B. KIMLIK VE EMTIA KAYIT SISTEMLERI
Blokzincir teknolojisi, degistirilmesi zor, seffaf ve anonim veri depolama imkani
sagladig1 i¢in veri glivenliginin 6nemli oldugu tapu ve kimlik veri tabanlarinda kullanilabilir.
Saglik, dogum, 6liim ve egitim gibi kisisel veriler merkezi veri tabanlar1 yerine herkesin bir
hesabinin ve kisisel verilerinin kayitli oldugu bir blokzincirinde depolanabilir. Bu sayede kisiler
verilerindeki degisiklikleri seffaf bir sekilde gorebilirler. Ayrica verinin kontrolii sahibine
birakilarak sadece gerekli kisilerle kisisel verisini paylagsmasi temin edilebilir. Zira blokzincir

veritaban1 herkese acik olacagi icin veri tabanindaki kendine ait degisiklileri gorebilir. Bu

222 OECD, s. 7; WRIGHT / DE FILIPPI, s. 28.

223 BASHIR, s. 500; Benzer bir istatistik 2017 i¢in de mevcuttur. Bkz: NEBIL, s. 117.

224 CAPPIELLO / CARULLO, s. 4.

225 OECD, s. 8.

226 Hollanda “The Pension Infrastructure” ismi ile blokzincir temelli emeklilik sigortasi faaliyettedir. Bkz:
ALESSIE / SOBOLEWSKI / VACCARI, s. 38.

221 MILLS ve digerleri, s. 19; WORLD BANK, s. 22.
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sistemde kisi bilgilerinin herkes tarafindan goriilebilecegi diistiniilmemelidir. Zira herkes sifreli
bir kullanici adiyla sistemde goriinecektir. Herkes kendi sifresini (kullanici adini) bilmekle
birlikte bagkalarinin sifrelerini bilmemektedir. Eger kamu yarar1 gerektirirse veri tabanini halka
acmamak da disiiniilebilir. Bu sayede kisiler veri tabanin1 gormemekle birlikte sadece
sahislarina 6zgii degisiklikleri gorebilirler??®. Islemlerin kamuya agik oldugu durumlarda ise
seffaflik ve denetlenebilirlik artacaktir®®®, Farkli uygulamalarda kamuya agik veya ozel veri
tabanlart daha faydali olabilir. Kamu yarar1 hangisini gerektiriyorsa ona gore tercih

yapilmalidir.

Bunun yaninda ¢esitli tasinir veya tasinmaz esyanin blokzincirinde takip edilmesi
etkinligi artirabilir. Mesela bir ciftci kaliteli bir {iriin iiretiyorsa, bu iirliniinii ve 6zelliklerini
ilgili blokzincirine yiikler ve sehir merkezlerindeki tacirlerin bunu gérmesini saglayabilir. Bu
sayede cok fazla tacir ile muhatap olacagi i¢in {iriiniinii degerinde satma ihtimali artar. Bunun
yaninda blokzincir teknolojisi lizerinden fiziki teslim olmaksizin iirlinlinii satabilir ve zamani
geldiginde iiriinii teslim eder. Uriin teslim edilene kadar iicret ¢iftginin hesabina gegmez, teslim
edildigi anda geger. Aksi bir durum olursa, iiriin sdylendigi miktarda veya 6zelliklerde ¢ikmazsa
tacir aligveristen vazgecip parasini geri alabilir. Bu sistem hem araci sayisini azaltir hem de
giiveni artirir. Bu sayede iiretici ve tiiketicinin daha etkili bir sekilde {iriine ulagmasi saglanir.
Blokzincir {izerinde yiiriitiilecek akilli sézlesmelerle bu sistemin yiiriitiilmesi miimkiindiir®®.
Benzeri bir sistem iiriin kaynaginin 6nemli oldugu elmas sektoriinde giiniimiizde faaliyettedir.
Everledger isimli blokzincir lizerinde elmaslarin ¢ikarildig1 yer, ¢ikarilma kosullar1 ve dnceki
sahipleri her bir elmas i¢in ayr1 ayr1 kaydedilmis durumdadir. Bu sayede ¢ocuk is giicii ile ve
diger is¢i istismarlar ile iiretilen elmaslarin ticareti engellenebilmekte, elmaslar tizerindeki
sahtecilik ve dolandiriciliklar 6nceden Onlenmektedir. Zira herkes sisteme girerek almak
istedigi elmasla ilgili tiim bilgileri gorebilmektedir?*!. Daha onceki sistemlerde elmaslarin
kaynag ile ilgili kagit belgelere dayanilmakla birlikte bu hususta bir birlik olmadigi i¢in yeterli
giivenlik temin edilememekteydi?®2. Blokzincir iizerinden tedarik zincirinin takip edilmesi
sadece elmas sektdriine 6zgii kalmamaktadir. Sahteciligin yaygin oldugu sektorlerde de bu

teknolojinin vadettigi etkinlik g6z ardi edilmemelidir. Pahali tibbi ila¢ sektorii buna bir

228 WORLD BANK, s. 24.

229 CARULLDO, s. 49.

230 YILDIZ Yigit, “Gida Enflasyonuyla Miicadelede Yeni Bir Yontem: Blok Zincir Teknolojisi”, Vergi
Raporu, S. 229, 2018, s. 103.

231 UNDERWOOD Sarah, “Blockchain Beyond Bitcoin”, Communications of the ACM, C. 59, S. 11,
2016, s. 16; WORLD BANK, s. 25.

232 UK GOVERNMENT OFFICE FOR SCIENCE, s. 28.
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ornektir?®?

. Mesela BlockVerify adli sirket bir¢ok {iriin i¢in blokzincir tabanl tedarik zinciri
takip sistemi kurma amaciyla faaliyet gostermektedir?*. Benzer sekilde GrainChain tarim
iiriinleri i¢in tedarik zinciri kurmay1 amaglayan bir blokzincir girisimidir. Ayrica Unilever ve
Nestle gibi biiyiik gida sirketleri, lirtinlerinin saglikli ve giivenli olmasi i¢in tedarik zincirlerini

blokzincir iizerinden takip etmeyi hedeflemektedir??.

Sadece mallarin blokzincirine kaydedilebilecegi diisiinlilmemelidir. Mesela resmi
evraklarin veya kiymetli evraklarin blokzincirine kaydedilebilmesi miimkiindiir. Bu sayede
sahtecilik olaylarinin 6niine gegmek miimkiin olur?*®. Bu evraklarin iizerine eklenecek bir
karekod yardimiyla da evraki kabul edecek kisinin internet tizerinden ilgili blokzincir sistemine
girerek evraki ihdas eden kisiyi, zamanini, hangi onaylara sahip oldugunu ve igerdigi bilgilerin
dogrulugunu teyit etmesi miimkiindiir. Bu sayede noterlerin yliksek masraflarla yaptiklar

islemlerden kurtulmak giindeme gelebilir®®’

. Ayrica blokzincirine kayith bir ¢ekin karsiliginin
olup olmadig1 veya karsiliginin ilgili hesapta ayrilip ayrilmadigi goriilebilir. Bu sayede ticari

hayatta ciddi giiven temin edilir.

Internet {izerindeki verilerin kopyalanmasi c¢ok kolay oldugu icin internetin
yayginlagsmasiyla beraber telif hakkina sahip olan eser sahiplerinin telif haklar siirekli ihlal
edilmistir. Oyle ki insanlar tarafindan ¢okgca ilgi goren miizik, siir ve hatta kitap sahipleri bu
eserlerinden dogrudan gelir elde edememekte veya cok az gelir elde etmektedirler. Internet
izerinden aracilar bu tiir eserlerin iicretli olarak satilmasini saglayabilmekte ve yiiksek aracilik
karlar1 elde etmekte fakat verilerin kopyalanmasinin dniine tam olarak gegememektedirler. Bu
sebeple bu alanda yeni bir ¢ozlime ihtiyag vardir. Blokzincir bu hususta ¢éziim olabilecek
kapasitededir. Blokzincirine yiiklenecek olan bir telifli eser, sahibinin izni olmaksizin kimse
tarafindan erisilemeyecektir. Sahibi tarafindan {icreti mukabili sadece erisim hakk: verilmesi

durumunda alt plandaki verinin kopyalanmamas1 da temin edilebilecektir?®.

233 EUROPEAN COMMISSION, s. 171.

234 CROSBY ve digerleri, s. 16.

2% BURZYKOWSKA, s. 254; SUNYAEV, s. 293, 294.

236 UK GOVERNMENT OFFICE FOR SCIENCE, s. 7.

237 CROSBY ve digerleri, s. 14.

238 DAI Chris, “DEX: A Dapp for the Decentralized Marketplace”, YANO Makoto / DAI Chris / MASUDA
Kenichi / KISHIMOTO Yoshio (editor), Blockchain and Cryptocurrency, Singapur 2020, s. 99;
BASHIR, s. 29; O’DAIR / BEAVEN, s. 477, MCCONAGHY Masha / MCMULLEN Greg / PARRY
Glen / MCCONAGHY Trent / HOLTZMAN David, “Visibility and Digital Art: Blockchain as an
Ownership Layer on the Internet”, Strategic Change, C. 26, S. 5, 2017, s. 468.
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C. KAMU HiZMETLERININ YORUTULMESI

Blokzincir teknolojisi, dnemli bir yenilik olmakla birlikte potansiyeli yavas yavas
anlagilmakta ve gittikce kamu hizmetlerindeki faydalari ortaya ¢ikmaktadir. Devleti tamamiyla
dontstiirecegi veya temelden devrim yapacagi gibi iddiali ciimleler ¢ok dogru olmasa da
vatandaglarin lehine kolayliklar getirecegi her gegen giin daha fazla anlasilmaktadir. Blokzincir
teknolojisinin en 6nemli faydalarindan sayilan aracilari ortadan kaldirmasi, kamu hizmetleri
icin gegerli olmayacaktir. Zira kamu hizmetlerinde kontroliin devlette olmas1 hizmetin saglikli
islemesi i¢in vazgecilmezdir. Aksi takdirde kamu verisinin giivenligi tehlikeye girecektir.
Giivenlik, seffaflik ve denetlenebilirlik 6zelliklerinin biirokrasiyi azaltacagini 6ngérmek zor
degildir®®. Ozellikle seffaflik, vatandaslarin devlete olan giivenini artiracaktir. Bu sebeple

blokzincir ve dagitik defter uygulamalarina “cam (saydam/seffaf) devlet” denmektedir®*°.

Blokzincir teknolojisi kamuda farkli alanlarda kullanilabilir. Bunlar; yukarida
bahsedilen niifus kayit sistemleri, elektronik oy kullanma, kamunun biitce gibi iktisadi
uygulamalari, kamu yardimlarimin dagitilmasi, merkez bankasi faaliyetleri ve vergi sisteminde
etkinligin artirllmas1  olarak sayilabilir?®t. Kamu kesimi blokzincir teknolojisinin
avantajlarindan faydalanmak i¢in gerek dijital gerek kurumsal olarak yeniden yapilanma
ihtiyac1 hissedebilir. Bu vesileyle kamu kesiminde bulunabilen “statiiko” yikilabilecektir?*?.
Memurlarin yaptiklari islemler blokzincirine kaydedilirse denetim makamlarinin anlik ve dogru
denetim yapmas1 kolaylastirilmis olacaktir?®. Giiniimiizde Estonya’nin kamu hizmetlerini
blokzincirine tasima konusunda &nemli adimlar attigi goriilmektedir®**. Bunun yaninda

Dubai’de de kamu hizmetlerini blokzincirine tasima hususunda ¢alismalar bulunmaktadir?®,

VI. BLOKZINCIR TEKNOLOJISIYLE ORTAYA CIKAN KAVRAMLAR:
KRiPTO PARA VE KRiPTO VARLIK

Dijitallesmenin para sistemlerinde yayginlasmaya baslamasiyla yeni tiir para bigimleri

ortaya c¢ikmis, birbirine benzeyen fakat aralarinda farklar bulunabilen yeni kavramlar

239 ALLESSIE / SOBOLEWSKI / VACCARI, s. 3, 7.

240 HANCOCK Matthew / VAIZEY Ed, Distributed Ledger Technology: Beyond Blockchain, UK
Government Chief Scientific Adviser, 2016, s. 30.

241 OLNES Svein / UBACHT Jolien / JANSSEN Marijn, “Blockchain in Government: Benefits and
Implications of Distributed Ledger Technology for Information Sharing”, Government Information
Quarterly, S. 34, 2017, s. 357-359; WRIGHT / DE FILIPPI, s. 13-15; MANSKI, s. 515, 516;
DIMITRIPOULOS, s. 23.

242 ALLESSIE / SOBOLEWSKI / VACCARI, s. 4, 11, 12.

243 COLLOMB /SOK, s. 102.

244 Estonya’daki blokzincir uygulamalarinin ayrintist icin bkz: UK GOVERNMENT OFFICE FOR
SCIENCE, s. 80-83.

245 DIMITRIPOULOS, s. 23.
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tiremistir. “Elektronik para”, “dijital para” ve “sanal para” blokzincir teknolojisinden once
kullanilmaya baslanan kavramlardir. Blokzincir teknolojisi ile birlikte ise oncelikle “kripto
para” kavrami ortaya ¢ikmis, daha sonra “kripto varlik” kavrami daha yaygin kullanilmaya
baslanmistir. Bu baglik altinda kavram kargasasinin online ge¢cme adina bu kavramlar

tanimlanmaya ve aralarindaki farklar belirlenecektir.

A. ELEKTRONIK PARA
Elektronik paralar, mevcut kurulu finans diizeninde, devletler tarafindan ¢ikarilan itibari
paralarin elektronik formundan baska bir sey degildir. Elektronik para, kagit veya metal olarak
tedaviil eden parayi, ayn1 degerle ve birimle elektronik ortama aktararak kullanim kolaylig1
saglamay1 amac¢ edinen bir para sistemidir. Bu sebeple tamamen mevcut finansal sistemin

246 Mevcut finansal sistemin 6nemli bir parcasi oldugu

icerisinde ve onunla uyum i¢inde ¢alisir
i¢in bu parayi ¢ikaracak kurumlar kanunla diizenlenmis ve kanunda elektronik paranin tanimi
yapilmistir. 6493 sayili Kanun’un 3. maddesine gore elektronik para, “elektronik para ihrag
eden kurulus tarafindan kabul edilen fon karsiligi ihrag edilen, elektronik olarak saklanan, bu
Kanunda tanimlanan 6deme islemlerini gerceklestirmek icin kullanilan ve elektronik para ihrag

eden kurulus disindaki gercgek ve tiizel kisiler tarafindan da 6deme araci olarak kabul edilen

parasal degeri”, ifade etmektedir.

B. DIJITAL PARA

Dijital para, mevcut finansal sistemlerdeki para birimleriyle ¢aligmasi mecburi olmayan
bir para sistemidir. Bu sistemler belli bir platforma 6zgii olabilecegi gibi (havayolu milleri),
tim topluma yonelik de olabilir. Bu paralar, resmi para birimleri olan itibari paralar ile tam
konvertibilite 6zelligine sahip olabilseler bile finans sisteminin biitiinleyici bir pargasi
degillerdir. 1990’11 yillarda genel kullanima doniik dijital paralar ortaya ¢ikmisti. Bunlara Ecash
ve NetCash 6rnek verilebilir?*’. Bu tiir dijital paralar merkezi ve 6zel tesebbiise ait bir otoriteye
bagl olarak faaliyet gostermislerdir. Baska bir ifadeyle bu sistemleri kullanan kisiler,
paralarinin korunmas: konusunda devlete veya bankalara degil, yeni c¢ikan dijital para

saglayicilarina giivenmeliydiler. Fakat bu giivenin 6zel bir araci tarafindan saglanmasi kolay

246 MERT Alican, “Deniz Kabugundan Kripto Paraya: Bitcoin’in Vergisel Boyutu”, ASCI AKINCI Nuray /
OVALIOGLU Selin (editdr), VIIL Geng Vergi Hukukcular1 Sempozyumu, Istanbul 2018, s. 303, 304;
Elektronik formdaki paray1 ¢ikaran kurumlar kanunla diizenlenmistir. Bkz: 20.06.2013 tarihli 6493 sayili
Odeme ve Menkul Kiymet Mutabakat Sistemleri, Odeme Hizmetleri ve Elektronik Para Kuruluslari
Hakkinda Kanun, RG: 27.06.2013 / 28690.

247 MEDVINSKY Gennady / NEUMANN Clifford, “NetCash: a design for practical electronic currency on
the Internet”, Proceedings of the 1st ACM Conference on Computer and Communications Security,
1993, s. 102- 106.
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olmadig1 i¢in bu dijital paralar genis kullanim alan1 kazanamamistir. Ayrica 2000’1i yillarin
oncesinde dijitallesmenin yeterince gelismemis olmasi ve insanlarin hala somut varliklara olan

aliskanlig1 dijital paralarin yayilmasinin dniinde baska bir engel olarak kalmistir?*,

C. SANAL PARA
Sanal para kavrami, kimi ¢aligmalarda dijital para ile kimi ¢aligmalarda ise kripto para
ile es anlamli olarak kullanilmaktadir. Bu sebeple sanal paranin ayr1 bir tanimini1 vermek zordur.
Kanaatimizce dijital para ile es anlamli kullanilabilir. Kripto para ile es anlamli kullanilmasi
uygun olmayacaktir zira kripto paralarda sifreleme teknikleri kullanildigindan her sanal para bu
kritere uymayabilir. FLOREA / NITU isimli yazarlarin ¢alismasinda, kripto paralarin sanal

paranin bir tiirii oldugu belirtilmistir?*°

. Bu caligmada, sanal paranin, dijital para ile es anlaml
kullanildig1 goriilmektedir. ABD Sayistay1 da sanal para kavramini dijital para ile es anlamh
kullanmistir®®®. BROWN, calismasinda kripto para ile sanal para kavramni es anlamli olarak
kullanmistir®®!, Aym sekilde OECD ve AB gibi kurumlar da kripto para ile sanal para

kavramlarini ayn1 anlamda kullanmaktadir®®

. MERT ise sanal paray1 dijital paraya gore daha
dar bir uygulamasi olan, belli platformlarda sadece uygulama i¢i kullanilan paralar olarak
ozetlemistir®®3. Genel itibariyle sanal para kavrami ile dijital para kavraminmn birbirini

karsiladig1 goriilmektedir.

248 YAGA ve digerleri, s. 2; SUNYAEV, s. 271-273.

249 FLOREA Lulia Oana / NITU Maria, “Money Laundering Through Cryptocurrencies”, The Romanian

Economic Journal, S. 76, 2020, s. 68; Ayn1 yondeki goriis i¢in bkz: VAIVADE Anna, “Exploitation of

Cryptocurrencies as a Tool for Tax Evasion: Technological and Regulatory Issues”, Riga Graduate School

of Law, Master’s Thesis, 2020, s. 14; Aym1 yonde bkz: WEEKLEY Roland, “The Problematic Tax

Treatment of Cryptocurrencies”, Florida State University Business Review, C. 17, 2018, s. 114,

ABD Sayistayi, sanal paralari, agik sistem, kapali sistem ve hibrit sistem olarak {ige ayirmaktadir. Kapali

sistem sanal paralar, genellikle bir oyununun igerisinde gegerli olan ve itibari paralara doniistiiriilemeyen,

gercek mal ve hizmetlerin satin alinamadigi paralardir. Agik sistem sanal paralar hem itibari paralarla
takas edilebilen hem de gergek mal ve hizmetlerin satin alinabildigi paralardir. Hibrit sistemler ise kural
olarak sanal diinyada kullanilan, istisnaen gergek mal ve hizmetlerin de satin alinabildigi, sadece bir
kisminin itibari paralara doniistiiriilebildigi paralardir. Bkz: US GAO, Virtual Economies and

Currencies: Additional IRS Guidance Could Reduce Tax Compliance Risks, Report to the

Committee on Finance, U.S. Senate, 2013, s. 3, 4; Sanal para ile dijital para ayn1 anlamda kullanan bir

baska caligma i¢in bkz: BOZKURT YUKSEL Armagan Ebru, “Elektronik Para, Sanal Para, Bitcoin ve

Linden Dolari’na Hukuki Bir Bakis”, iUHFM, C. 73, S. 2, 2015, s. 197.

21 BROWN Sandra R., “The Future of Virtual Currency Tax Prosecutions—A Matter of When, Not If”,
Journal of Tax Practice & Procedure, Aralik-Ocak, 2018-19, s. 27-29.

252 OECD, Taxing Virtual Currencies An Overview of Tax Treatments and Emerging Tax Policy
Issues, OECD, 2020, s. 10; EUROPEAN CENTRAL BANK, Virtual Currency Schemes — A Further
Analysis, European Central Bank, 2015.

23 MERT, s. 304.
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D. KRIPTO PARA
Kripto para, giivenligi temin i¢in sifreleme teknikleri kullanan ve kisiler arasi irtibati
saglayan, dijital formdaki takas aracidir®®!. Kullandiklar1 6zel teknikler sebebiyle dijital
paralarin alt tiirli olarak kabul edilebilirler. Kripto paralar ilk kez 2008 yilinda izahnamesi
duyurulup, 2009 yilinda faaliyete gegcen Bitcoin ile ortaya ¢ikmistir. Bitcoin kendisinden 6nce
zaten var olan sifreleme tekniklerini birlestirerek dylesine faydali bir sistem ortaya koymustur
ki, Bitcoin’in kendisinden daha ¢ok altyapidaki sistemi olan blokzincirin devrimsel 6zelliklere

255 Cozdiigii en 6nemli sorunlarin basinda ¢ift harcama problemi

sahip oldugu belirtilmistir
gelmektedir. Dijital veriler kopyalanmasi kolay olan verilerdir. Dijital paralar da bir tiir veri
oldugu i¢in kisinin sahip oldugu paray1 iki veya daha fazla islemde kullanma ihtimali, merkezi

bir otoritenin kontrolii olmaksizin Bitcoin ile ¢oziilmiistiir?®.

Bunun yaninda daha 6nce uygulamasi olan fakat cesitli sebeplerle yaygin kullanim
kazanamayan dijital paralarin 6niindeki engelleri kaldiracak teknolojiler Bitcoin ile giderilmeye
baslanmustir. Oncelikle blokzincir teknolojisi ve dagitik defter sayesinde sistem, merkezi
otoriteye ihtiya¢c duymadan hem verileri depolamay1 basarmis hem de ortak karar alma
mekanizmasi kurulmustur. Bu sayede kullanicilar merkezi bir otoriteye veya iiciincii bir kisiye
giivenme zorunlulugu olmaksizin para gonderme imkani elde etmistir. Ayrica Bitcoin veri
taban1 herkese acik oldugu icin sistemin nasil igledigi, hangi hesaptan hangi hesaba para
transferi gerceklestigi herkes tarafindan goriilebilmistir. Herkes kendi kimligiyle degil sifreli
bir hesap koduyla sistemde yer aldig1 i¢cin anonimlik saglanmis ve mahremiyet temin edilmistir.
Bir ¢esit uzlasma mekanizmasi ve kripto teknigiyle yiiksek seviyede giivenlik saglanabilmistir.
Klasik internet sadece veri transferi ve haberlesme igin tasarlanmigsken blokzincir internet
iizerinden deger transferini miimkiin kilmistir®®’. Tiim bu &zellikler Bitcoin’i énceki dijital
paralara gore ¢ok daha kabul edilebilir kilmis, bitcoin arzinin sinirlt olmasi da degerini ¢ok

yiikselterek herkesin dikkatini cekmesini saglamistir?>8,

Netice itibariyle kripto paralar diger dijital paralardan ayiran 6zellikleri; blokzincir ve

dagitik defter teknolojileri sayesinde merkezi bir otoriteye bagli olmamasi, kullanicilarin

254 PATRICK / BANA, s. 5 URQUHART Andrew / YAROVAYA Larisa, “Introduction to
Cryptocurrencies”, CORBET Shaen / URQUHART Andrew / YAROVAYA Larisa (editor),
Cryptocurrency and Blockchain Technology, De Gruyter 2020, s. 2.

255 O’DAIR Marcus / BEAVEN Zuleika, “The Networked Record Industry: How Blockchain Technology
Could Transform the Record Industry”, Strategic Change, C. 26, S. 5, 2017, s. 473.

256 ADACHI / AOYAGI, s. 10.

257 YU ve digerleri, s. 25020.

258 YAGA ve digerleri, s. 1, 2.
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uzlagmasiyla yiiriitiilmesi, seffaf bir yapiya sahip olmasi, aracilar1 ortadan kaldirmasi, yiiksek

seviyede dijital sistem giivenligi saglayabilmesi ve smirli sayida bulunabilmeleridir®®®.

E. KRIPTO VARLIK
Blokzincir teknolojisini ortaya ¢ikaran Bitcoin’den sonra, bu teknolojinin farkli
alanlarda kullanilabilecegi goriilmiis ve farkli amaglarla yeni blokzincir sistemleri
gelistirilmistir. Bu sistemlerin bir kisminda sisteme 0zgii sifreli (kripto) birimler
olusturulmustur. Bunlarin bir kismi para birimi olma amaciyla ortaya ¢ikarken bir kismi fakli
amaglarla ortaya ¢ikmustir. Iste bu sifreli (kripto) birimlerin tamamin1 ifade etmek iizere kripto
varlik kavrami kullanilmaktadir®®, En genel tamimryla kripto varlik, dagitik defter ve sifreleme

261 Bunlara genel olarak “token” veya “coin”

teknolojilerine dayanan dijital finansal varliklardir
ismi verilmektedir. Bunlar kendi igerisinde genellikle iice ayrilmaktadir. Bunlar; takas, hisse

senedi ve menfaat tokenleridir.

Takas tokenleri, paranin yerine kullanilmak iizere tasarlanmis olan tokenlerdir. Kripto
para terimi de bu tiir tokenler i¢in kullanilmaktadir. Hisse senedi tokeni, kitle fonlamasi
amaciyla ¢ikarilan kripto varliklardir. Menfaat tokeni ise belli bir platformda, bir hak veya bir
seye sahiplik saglayan tokenlerdir. Kimi oyunlarin igerisinde gegerli olan tokenler buna
ornektir?®2, Doktrinde emtia tokenlerinden de s6z edilmektedir. Emtia tokeni, dayandig1 meta
temsil eden ve degeri mezki{ir metanin degerine gore belirlenen tokenlerdir?®3. Bu tiir tokenler
normal kripto paralara (takas tokenlerine) gore daha stabil bir degere sahip oldugu i¢in stabil

coin (dengeli/istikrarli coin) ismi de almaktadir?®,

259 Simirlt sayida bulunmaktan maksat, herhangi bir kripto paranin toplamda ka¢ tane oldugunun veya

olacaginin belli olmasidir. Fakat sinirsiz olarak tasarlanmis bulunan kripto paralar da bulunmaktadir. Bu
tamamen kripto para ¢ikaranlarin tercihine kalmigtir. Bkz: URQUHART / YAROVAYA, s. 3.

260 FCNB, “Crypto Assets and Cryptocurrency”, Financial and Consumer Services Commission,
https://www.fcnb.ca/en/investing/high-risk-investments/crypto-assets-and-cryptocurrency, (E.T.
20.11.2022).

261 OECD, Taxing, s. 7.

262 UN DEPARTMENT OF ECONOMIC AND SOCIAL AFFAIRS, Committee of Experts on

International Cooperation in Tax Matters Twenty-third session, Taxation issues related to digital

assets, 2021, s. 2; EY, Crypto-assets - the Global Regulatory Perspective, EYGM Limited, 2021, s. 3;

OECD, Taxing, s. 12.

CAPPIELLO, s. 19, 20; Bagka bir tanima gdre emtia tokenlerinin i¢ine, herhangi bir sistem igerisinde

genellikle dijital haklar1 temsil eden tokenler de girmektedir. Mesela dijital oyunlarda belli haklari

saglayan tokenler 6rnektir. Bkzz EUROPEAN COMMISSION, s. 85, 86; DIMITRIPOULOS, s. 16.

264 FINANCIAL STABILITY BOARD, s. 27; TAMBUCCI, s. 109, 110; Akilli sbzlesmelerin
yuriitiilmesinde kullanilan kripto varliklar i¢in de token tabiri kullanilmaktadir. Bkz: SZOSTEK, s. 124,
125; Daha fazla alt kategoriye sahip olan token smiflandirmasi i¢in bkz: HULME Thomas A., “The
Ethical and Legal Aspects of Blockchain Technology and Cryptoassets”, CORBET Shaen / URQUHART
Andrew / YAROVAYA Larisa (editor), Cryptocurrency and Blockchain Technology, De Gruyter 2020,
s. 135.
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Kripto varlik kavraminin giin gegtikce yayginlastigi goriilmektedir?®®. Tiirk hukukunda
da kara para aklama ve sug islenmesinin dnlenmesi amaciyla ihdas edilen yonetmelikte varlik

266 Yine TCMB ¢ikardig1 yénetmelikle®®’ kripto varliklarn 6deme

olarak diizenlenmislerdir
araci olarak kullanilmasini yasaklamis ve kripto varliklari su sekilde tamimlamustir; “kripto
varlik, dagitik defter teknolojisi veya benzer bir teknoloji kullanilarak sanal olarak olusturulup
dijital aglar iizerinden dagitimi yapilan, ancak itibari para, kaydi para, elektronik para, 6deme
aract, menkul kiymet veya diger sermaye piyasasi aract olarak nitelendirilmeyen gayri maddi

varliklar: ifade eder ”.
Bu kavramlar1 agagidaki tabloda derli toplu ve 6z bir sekilde tanimlayabiliriz:

Tablo 2: Kripto varlik ve benzeri kavramlarin tanimlari

Kavram Tanim

Elektronik Para | Itibari paralara dayali olarak calisan ve kanunla diizenlenmis kurumlarca

ihrag edilen para bi¢imidir.

Dijital Para Itibari paralardan farkli birimlere sahip olabilen genellikle &zel

tesebbiisler tarafindan farkli amaglarla ihra¢ edilen dijital varliktir.

Sanal Para Cogu zaman dijital para ile bazen kripto para ile ayn1 anlamda kullanilan
dijital varliktir.
Kripto Para Sifreleme teknikleri kullanarak merkezi bir araci olmaksizin kisiden

kisiye deger transferine imkan veren dijital bir varliktir.

Kripto Varlik Kripto paralarla benzer teknikleri kullanan ve deger transferinden baska

amaglarla da kullanilan dijital bir varliktir.

265 OECD’nin kullandig1 kripto varlik (crypto asset) kavrami igin bkz: OECD, Taxing, s. 3. Aynm1 kavram
IMF tarafindan da kullanilmaktadir. Bkz:, BAINS Parma, ISMAIL Arif, MELO Fabiana, and
SUGIMOTO Nobuyasu, Regulating the Crypto Ecosystem The Case of Unbacked Crypto Assets,

IMF, 2022.

266 Yonetmelikte kripto varlik servis saglayicilart sorumluluk altina alinmistir. Bkz: Sug¢ Gelirlerinin
Aklanmasi ve Teroriin Finansmaninin Onlenmesine Dair Tedbirler Hakkinda Yonetmelik, RG:
01.05.2021 / 31471.

267 Odemelerde Kripto Varliklarm Kullanilmamasina Dair Yénetmelik, RG: 16.04.2021 / 31456.
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IKINCI BOLUM: MALI EGEMENLIK KAVRAMI VE BLOKZINCIR
TEKNOLOJISI ILE ILISKiSi

Internet iizerinden merkezi bir idareci olmaksizin ¢alisan blokzincir teknolojisi,
internetin ilk ortaya ¢iktiginda gosterdigi gibi devlet sinirlarinin siber alanda daha 6nemsiz
olabilecegini gostermistir. Bitcoin 6rneginde goriildugii lizere, gerekli kod yapisina sahip bir
blokzincir, higbir devletin miidahalesine agik olmadan varligini siirdiirebilir. Bu durum
devletlerin sahip oldugu bir¢ok yetkiyi ihlal edebilecektir. Mesela konusu sug teskil eden bir
blokzincir diinyanin her tarafinda faaliyetini siirdiirebilecektir. Boyle bir blokzincirinin 6niinii
kesmenin temel yolu interneti kapatmaktir. Bu durum internetin giinlilk hayattaki yeri

diisiiniildiigiinde pratik olarak zor bir se¢enektir.

Benzer sekilde, blokzincir teknolojisi kullanilarak yapilan uygulamalar devletlerin mali
yetkilerine de tehdit olusturmaktadir. En yaygin sekliyle, gliniimiizde bir¢ok kisi kripto para
ticaretinden yiiksek kazanglar saglamakla beraber herhangi bir vergi 6dememektedir. Bu durum
vergide adalet ve esitlik ilkelerine aykirilik olusturmaktadir. Bunun yaninda bir kisim kripto
paralarin giderek artan bir sekilde para yerine kullanilmaya baslandigi miisahede
edilmektedir®®®, Fakat para basma yetkisi, devletlerin mali egemenliklerinden
kaynaklanmaktadir. Bu yetkinin devletlerin elinden ¢ikma ihtimali ortaya c¢ikmaktadir.
Vergilendirme ve para basma gibi devletin 6nemli mali yetkilerinin ihlal edilmesi, blokzincir

teknolojilerinin mali egemenlik agisindan incelenmesini gerekli kilmaktadir.

I. GENEL OLARAK EGEMENLIK KAVRAMI

Egemenlik, uzun siiredir {izerinde teorik tartismalar bulunan bir kavramdir. Mali
egemenlik kavramina ve bunun blokzincir ile iligkisine gegmeden evvel, egemenlik kavramini
0zii itibariyle ortaya koymak konu baglaminda elzemdir. Bu boliimde oncelikle klasik
anlayistan giinlimiize dek egemenlik kavraminin gegirdigi evrimler ortaya konulacaktir. Daha

sonra mali egemenlik kavrami ve blokzincir teknolojisi ile iligkisi incelenecektir.

268 THE STREET, “How To Make Everyday Purchases With Bitcoin”, 26.08.2021,
https://www.thestreet.com/crypto/bitcoin/how-to-make-everyday-purchases-with-bitcoin, (E.T.
27.08.2021).
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A. EGEMENLIK KAVRAMININ GELiSIMi

Egemenlik, devletin istiin emretme giiciinii, kudretini ve diger devletlerden
bagimsizligim ifade eden ve devletin soyut varhigina bagl olan bir kavramdir®®. Tiirk Dil
Kurumu’na gore egemenlik; “milletin ve onun tiizel kisiligi olan devletin yetkilerinin hepsi,
hiikiimranlik, hakimiyet” seklinde tanimlanmistir?’®, Sinirlar tam olarak belirlenemeyen bir
kavramdir?’?, Zira tarih boyunca igerigi degismis ve farkli boyutlara sahip olmustur. Yeni Cag
ile birlikte ilk ortaya ¢iktiginda devlete asli, devredilemez, mutlak, siirekli ve béliinemez?'2 bir
emretme giicii veren egemenlik yetkileri, zamanla bir¢ok gelisme ile kirpilmistir. Devletin i¢
iliskinlerinde egemenligin i¢ boyutu, devletlerarasi iliskilerde ise egemenligin dis boyutu ele

alinmistir?’

. Bu agiklamalardan anlasildig: tizere egemenlik, bir gergeve igerisine alinmasi zor
bir kavramdir?’®, Fransizca “souverainete” kelimesi ile ortaya ¢ikan egemenlik kavrami Fransiz
diisiiniir Jean Bodin tarafindan kavramsallastirilmistir?”®. Bununla beraber devletin iistiin
emretme giicliniin varlifi Bodin’den oOnce de tartismasizdi. Giiniimiizde Tirkce’de
“souverainete” kelimesinin karsilig1 olarak kullanilan egemenlik?’® kavrami yerine, 6nceden

hakimiyet kavrami kullanilmaktaydi. Hakimiyet, hiikiim s6zciigiinden tiiremis olup hiikiim

sahibi olma, kural veya yasak koyma anlamin1 tasimaktadir?’’,

Gliniimiizde insan toplulugu ve iilke ile birlikte devletin li¢ unsurundan biri olarak kabul
edilen egemenligin ne oldugu, neleri igerdigi ve kime ait oldugu hususunda tarih boyunca
tartigmalar stiirmiistiir. Egemenligi kullanacak olan aygitin devlet oldugu konusunda tartisma
olmamakla birlikte, egemenligin kaynag: tartisilagelmistir. Batili kaynaklarda egemenligin
kaynag1 baslangicta ilahi kabul edilirken zamanla halka gegmistir?’®. Orta Cag Oncesinde

tamamen ilahi kabul edilen egemenlik sayesinde kilisenin devlet iktidarlar1 tizerinde 6nemli

269 Klasik yazarlarin yaptig1 benzeri veya daha ayrintili tanimlar i¢in bkz: HAKYEMEZ Yusuf Sevki,

Mutlak Monarsilerden Giiniimiize Egemenlik Kavrami, Ankara 2004, s. 20, 56, 57; KOCAK Mustafa,
Batr’da ve Tiirkiye’de Egemenlik Anlayisinin Degisimi Devlet ve Egemenlik, Ankara 2006, s. 71, 72;
AKYILMAZ Bahtiyar, “Milli Egemenlik Kavrammin Gelisimi”, Ankara Haci Bayram Veli
Universitesi Hukuk Fakiiltesi Dergisi, C. 2, S. 2, 1998, s. 1.

210 TURK DIL KURUMU SOZLUKLERI, Tiirk Dil Kurumu, https://sozluk.gov.tr/, (E.T. 03.04.2021); Bu
tanimin daha ¢ok halk / millet egemenligini kapsadigi sdylenebilir.

an OZMAN M. Aydogan, “Devletlerin Egemenligi ve Milletleraras1 Tesekkiiller”, Ankara Universitesi
Hukuk Fakiiltesi Dergisi, C. 21, S.1, 1964, s. 55.

2r2 Bu niteliklerin ayrintisi i¢in bkz: HAKYEMEZ, s. 79-87.

s GOZLER Kemal, Anayasa Hukukunun Genel Teorisi Cilt I, Bursa 2020, s. 498.

24 HAKYEMEZ, s. 55.

215 Bodin egemenlik kavramini “Devletin Alt1 Kitab1” (1576) adli eseriyle ortaya koysa da ibn Haldun’dan

etkilendigi belirtilmektedir. Bkzz: ANAYURT Omer, Anayasa Hukuku Genel Kisim, Ankara 2022, s.

273.

Egemenlik kelimesinin kok itibariyle incelenmesi i¢in bkz: KOCAK, s. 69.

2 HAKYEMEZ, s. 51, 52.

218 OZPOLAT Hasim, “Tanrinin Siyasetinden Siyasetin Tanrisina Egemenlik Kurammin Déniisiimii”,
MUHF, C. 23, S. 2, 2017, s. 145-160.
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etkileri olmustur. Orta Cagda feodal diizenle birlikte 6zellikle i¢ egemenligin feodal beylere
kaymas1 merkezi devletlerin egemenlik yetkilerinin zayiflamasina sebep olmustur. Yeni Cag
ile birlikte merkezi devletlerin giiclenmesine yonelik olarak yeni bir egemenlik anlayisi ortaya
cikmistir. Machiavelli, Bodin ve Hobbes un goriisleri ¢ergcevesinde egemenligin kaynaginin
ilahi olmaktan ¢ikip laiklesmeye ve devletin sahsina gegmeye basladigi goriilmiistiir. Bu
diistintirlerin goriisleri vesilesiyle merkezi iktidarlar egemenlik anlayisi sayesinde feodal

279

beylere ve kiliseye karsi giic kazanmistir*’”. Egemenligin kaynaginin ilahi olmaktan ¢ikarilmasi

ve yeryiiziine indirilmesi sebebiyle “diinyevilesmis bir dini kavram” oldugu belirtilmistir®®.
Boylelikle hiikiimdar ve egemen devlet birbirinden ayrilmaya baslamistir ve egemenligin
devletin kurucu bir unsuru olarak siirekli var oldugu kabul edilmistir. Egemenlik kavraminin
dogusu ve gelisiminde birgok yazarin katkisit olsa da kavramin bu ii¢ yazarla temellerini

kazandig1 belirtilmektedir??.

Soyut cergevesi bu sekilde ¢izilen egemenligin 1648 yilinda imzalanan Westphalia
anlagmasiyla somutlastirilmast saglanmistir. Bu anlasma, taraf devletlerin kendi {ilkeleri
iizerinde en listlin gii¢ oldugunun hukuken kabul edildigi bir anlasma olmas1 miinasebetiyle

egemenlik tartismalarinda 6nemli bir asamay1 simgelemektedir?®?,

Ik baslarda hiikiimdara mal edilen egemenlik, zamanla egemenlik ve siyasi iktidarin
ayrilmasiyla devlete atfedilmeye baslamistir. Bu siirecte toplum sozlesmesi teorilerinin destegi
biiyiik olmustur. Daha sonra Rousseau ve Locke gibi diisiliniirlerin goriisleri ve Fransiz
Devrimi’nin etkisiyle egemenligin sahibinin halk oldugu goriisii 6ne ¢ikmistir. Halk egemenligi
/ millet egemenligi tartismalar1 da boylelikle baslamis ve ulus devletin yiikselisinin 6nii
actlmistir®®®, Bu dénemle birlikte ilk baslarda halk egemenligi kutsanarak azinlik haklarmin ve
hukuk devleti ilkesinin geri plana atildig1 goriilmiistiir. ilerleyen dénemlerde kuvvetler ayriligs,
hukuk devleti, insan haklari, uluslararasi hukuk ve federal devlet doktrinlerinin etkisiyle halkin
mutlak / boliinmez egemenligi ve ¢ogunlugun iradesinin mutlak {istiinliigli anlayisindan

vazgegilmis ve sinirli egemenlik anlayisina kayis yasanmistir?34,

219 KUCUK Adnan, “Egemenlik (Hakimiyet) Halk Egemenligi ve Milli Egemenlik Tartismalari ve
Egemenlik Anlayisinda Esasli Doniisiim”, Uyusmazhik Mahkemesi Dergisi, S. 6, 2015, s. 313.

280 KOCAK, s. 64.

281 UYGUN Oktay, Devlet Teorisi, 3. Baski, Istanbul 2017, s. 187.

282 CEBECI Kemal, “Kiiresellesme Baglaminda Ulus-Devletin Egemenlik Giiciiniin Doniisiimii”, Sayistay

Dergisi, S. 71, 2008, s. 25; KUCUK, s. 316.

BERIS Emrah, “Egemenlik Kavramimin Tarihsel Gelisimi ve Gelecegi Uzerine Bir Degerlendirme”,

Ankara SBF Dergisi, C. 63, S. 1, 2008, s. 60.

284 ERDOGAN Mustafa, Anayasal Demokrasi, Ankara, 2015, s. 389-400; HAKYEMEZ, s. 20-50.
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Orta Cagdan itibaren Arap yarimadasi, Afrika’nin bir boliimii ve Mezopotamya’y1 etkisi
altina alan Islam dininde ise egemenligin tek kaynagi Allah’tir. Osmanli’nin klasik dénemi bu
anlayisla sekillenmistir. Egemenligin kaynagi tamamen ilahidir ve ilahi buyruklara aykiri higbir
sey yapilamayacagi kabul edilmistir. Egemenligin kullanicisi ise tek basina halifedir. Halife
I[slam toplumunun yoneticisi ve ser’i kaidelerle smirli olmak kaydiyla egemenligin

kullanicisidir?®®,

Tanzimat donemiyle birlikte batida ger¢eklesen Fransiz Devrimi’nin etkisi Osmanli’da
da goriilmiis ve demokratik egemenligine dogru bir kayis baslamustir. . Mesrutiyette sadece
hukuken kabul edilen demokratik egemenlik, 2. Mesrutiyetle fiile ¢ikmaya baslamis ve yeni
kurulan Tiirkiye Cumhuriyeti ile adeta tartisilmaz bir esas haline gelmistir. Oyle ki, kurulu
anayasal diizene gore goreve gelen siyasal iktidarlar1 deviren darbeler bile “halk adina”
yapilmstir. Modern Tiirkiye Cumhuriyeti’nde halk egemenligi anlayis1 karsisinda milli
egemenlik anlayisina agirlik verilmis, sinirsiz egemenlik yerine batida oldugu gibi kuvvetler
ayriligi, hukuk devleti, insan haklar1 ve uluslararasi hukukun {istiinliigiinii esas alan smirl

egemenlik hakim olmustur®®,

Daha ¢ok Bodin’in goriisleriyle nitelikleri belirlenen klasik egemenlik anlayisinda
egemenlik; asli, devredilemez, boliinemez, siirekli ve mutlaktir. Boyle bir egemenlik anlayisi
bugiin kabul edilecek olsa diinya iizerinde egemen bir devlet bulmak ¢ok giiclesir. Egemenlik
kavraminin klasik anlami bir¢ok gelismeyle yavas yavas yumusamistir. Gilinlimiizde devlet
egemenligi karsisinda; kuvvetler ayriligi, insan haklari, federal devletler ve uluslararasit hukuk
yapilanmalar1 ortaya ¢ikmistir. Biitiin bu kavramlar, devletlerin asli, devredilemez, mutlak ve
boliinemez egemenligi ile bagdagsmamaktadir. Bu sebeple egemenligin igerigi klasik anlamin

kaybetmistir?®’

. Zaten liberal demokrasiye sahip bir hukuk devleti anlayis1 ile mutlak egemenlik
anlayismin aym1 anda var olmasi miimkiin degildir®®. Artik mutlak ve sorgulanamaz
egemenlikten ziyade “sorumlu egemenlik” anlayis1 kabul edilmektedir?®®. Bunun yaninda
egemenligin artik hi¢bir 6neminin kalmadig1 da diisiiniilmemelidir. Egemenlik halen devletin

{ic temel unsurundan biridir. Fakat eskisi kadar keskin ve sert yorumlanmamaktadir®®,

285 AKYILMAZ Giil, “Osmanli Devletinde Egemenlik Kavraminin Gelisimi”, Selcuk Universitesi Hukuk
Fakiiltesi Dergisi, C. 7, S: 1-2, 1999, s. 136.

2  KOCAK,s. 149-183; AKYILMAZ, s. 8, 9: KUCUK, s. 353.

287 UYGUN Oktay, Kamu Hukuku incelemeleri, istanbul, 2013, s. 604-612; HAKYEMEZ, s. 104-117.

2 KUCUK,s. 311.

289 BERIS, s. 75.

290 HAKYEMEZ, s. 208.
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Kiiresellesme ile birlikte devletlerin egemenliginin igerigi daha da gevsemistir?®.

Kiiresellesme, lkinci Diinya Savasi’ndan sonra internetin icadi ve giinliik hayatta
kullanilmastyla hizlanan devletlerin sosyal, iktisadi ve kiiltlirel yonden entegrasyonu siirecine

292

verilen isimdir=>*, Kiiresellesmenin etkisiyle devletlerin sinirlarindaki duvarlarin boyu kisalmus,

hatta bazi durumlarda tamamen ortadan kalkmistir. Neoliberal iktisadi anlayisla bu siire¢

desteklenmistir?®

. Halen devam eden bu siirecte blokzincir teknolojisi yeni bir adimi teskil
etmektedir. Blokzincir teknolojisi ile hem devletlerin sinirlarina tabi olmaksizin faaliyetler

surdirilebilmekte hem de devletlerin midahale hakki kisitlanmaktadir.

Egemenlik kavraminin eski modasini kaybettigi, egemenlik yerine iktidar kavraminin

kullanilmaya baslandig1 goriilmektedir?®

. Fakat ikisinin kapsami ve niteligi farklidir.
Egemenlik devlet tiizel kisiliginin kurucu unsuru ve ona hukuken emretme ve kural koyma
giiclinli veren bir tiir haktir. Egemenligin sahibi tarth boyunca farkli kesimlere veya kisilere
atfedilse de soyut agidan devletin bir unsuru olmustur. Egemenlik devletin anayasasindan 6nce
vardir. Anayasa dahi egemenlik hakkina dayanilarak yapilir. Buna mukabil iktidar, anayasadan
kaynaklanir ve anayasada verilen yetkilerin kullanimini ifade eder. Bir devlette egemenlik her
zaman sabittir ve devletin temel unsurudur. Fakat iktidar anayasal diizenden kaynaklanir ve
kullanicist siirekli degisir. Egemenlik dis yoniiyle bagimsizlig1 karsilar ve bagimsizlik olmazsa
egemenlik de olmaz. Fakat bagimsiz olmayan bir devlet i¢inde anayasal diizen ve bu diizenden
kaynaklanan iktidar bulunabilir. Egemenlik bdliinemez. Buna mukabil egemenligin bir nevi
kullanim1 olan iktidar gerek federal devlet ilkesi geregi gerek kuvvetler ayrilig ilkesi geregi
boliinebilir. Goriildiigii tizere egemenlik ve iktidar benzer ve baglantili kavramlar olsa bile ayn1
kavramlar degildir. Iktidari, egemenligin somutlastirilmis hali olarak ifade etmek

miimkiindiir?®.

B. MALI EGEMENLIK KAVRAMI
Klasik egemenlik anlayisindaki “boliinemezlik” unsurunu g6z ontine aldigimizda “mali
egemenlik” ifadesi dogru goriinmeyebilir. Zira egemenligi mali, siyasi, iktisadi, sosyal veya

dijital egemenlik seklinde ifade etmek, egemenligin boliinmesi anlamini ¢ikarabilir. Bu agidan

21 CEBECI, s. 35, 36; 0ZMAN, s. 114-117.

292 HAKYEMEZ, s. 203.

293 BERIS, s. 69.

204 UYGUN, s. 600; KUCUK, s. 354.

2% HAKYEMEZ, s. 63; Siyasi iktidarnn “devlet kudreti” kavramiyla agiklayan ve devlet kudreti ile
egemenligin ayn1 sey olmadigini belirten goriis igin bkz: OZMAN, s. 57-59.
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burada “mali iktidar” kavraminm kullanilmasi daha makul karsilanabilir?®®. Bununla birlikte
mali egemenlik kavrami, mali hukuk doktrininde yayginca kullanilmaktadir. Mali egemenlik
ile, devlette tek olan egemenligin goriiniis bigimlerinden biri kastedilmektedir. Egemenlik bir
biitlin olarak devletin bir unsurudur. Devletin egemen olmasindan kaynaklanan bir¢ok yetkisi
bulunmaktadir. iste devletin egemen olmasindan kaynaklanan mali yetkilerinin toplamina mali
egemenlik denmektedir®®’. Bu yetkiler en basta para basma ve vergilendirme olmak iizere,

298

bor¢lanma, kamu harcamasi yapma ve kamu mallarini idare etme yetkileridir~®. Ayrica mali

egemenligin dis gorliniimii olarak devletin diger devletlerden veya kuruluslardan bagimsiz

299 Bu calismada blokzincir

olarak kendi mali politikalarini uygulayabilme yetkisini de kapsar
teknolojisinin en 6nemli mali egemenlik yetkilerinden olan para basma ve vergilendirme
yetkileri tizerindeki etkileri incelenecegi i¢in bu iki yetkinin ayrintisina girilecek, diger mali

yetkiler zikredilmekle yetinilecektir.

1. PARA BASMA YETKIiSi ACISINDAN BLOKZINCIR
Blokzincir teknolojisinin orijinal uygulamasi olan kripto paralar, devletlerin para basma
yetkisi lizerinde Onemli etkiler olusturma potansiyeline sahiptir. Devletler bu yetkilerini
pekistirmek i¢in kendi para birimlerini yine blokzincir teknolojisinden de faydalanarak dijital
caga uydurma cabasi i¢indedirler. Bu baslikta dncelikle para kavrami iizerinde durulacak ve
devletlerin tarih boyunca para basma yetkisini ellerinde tutma arzularinin bulundugu
vurgulanacaktir. Sonrasinda blokzincir teknolojisinin bu yetki lizerinde meydana getirdigi etki

ve tepkiler tizerinde durulacaktir.

29% Doktrinde, “mali iktidar” kavraminin daha dogru olacagini ileri siiren goriise gore, iktidar devletin sahip

oldugu yetkileri ifade ederken, egemenlik devlet iktidarinin en iistiin olma &zelligini ifade eder. Bkz:
USTUN Umit Siileyman, Tiirkiye’de Vergi ve Biitce Hakki, Ankara 2019, s. 10.

21 ERKIN Gozde, “Tiirk Hukukunda Vergilendirme Yetkisi”, Yasar Universitesi Elektronik Dergisi, C.
8, Ozel Say1 Aydin Zevkliler’e Armagan, 2013, s. 1113; YUREKLI Sabahattin, “Bakanlar Kurulu’nun
Vergilendirme Yetkisi”, Gazi Universitesi Hukuk Fakiiltesi Dergisi, C. 1, S. 2, 1997, s. 281; Doktrinde
mali egemenlik, devletin egemenlik giiciine dayanarak gelir ve harcama yetkisini elinde bulundurmasi
seklinde tanimlanmistir. Bkz: IDIKUT OZPENCE Aylin / OZPENCE Ozay, “Kiiresellesme ve
Uluslararas1 Kuruluslarin  Ulus-Devletin  Vergilendirme Yetkisine Etkileri”, Uluslararas1 insan
Bilimleri Derqgisi, C. 4, S. 1, 2007, s. 3; Mali egemenlik kavrami ile kismen benzer sekilde kullanilan
ekonomik egemenlik kavramu icin bkz: ELVER Idil, “Tiirkiye — Uluslararas1 Para Fonu iliskileri
Baglaminda Mali Egemenlik”, Canakkale On Sekiz Mart Universitesi SBE Maliye ABD,
Yayimlanmamis Yiiksek Lisans Tezi, 2006, s. 25; KUSAT Nurdan, “Yeni Diinya Diizeninde Ekonomik
Egemenlik-Ulus Devlet Celiskisi”, International Review of Economics and Management, C. 8, S. 2,
2020, s. 221-240.

298 CAGAN Nami, Vergilendirme Yetkisi, Istanbul 1982, s. 3; CAGAN para basma yetkisini mali
egemenlik yetkileri i¢inde saymasa da iktidarlarin vergi dis1 gelir kaynaklar1 bor¢lanma ve para basma
oldugu igin bunlari da saymak gerekir. Bkz: USTUN, s. 13; Ayn1 yonde bkz: AKKAYA Hiiseyin / YUCE
Mehmet, “Kripto Paralarin Vergilendirilmesine Yonelik Caligmalar: Tiirkiye icin Oneri”, Akademik
Bakis, S. 77, 2021, s. 37.

299 IDIKUT OZPENCE / OZPENCE, s. 3.
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A. PARA KAVRAMI
Para, mal ve hizmetlerin el degistirmesinde kullanilan ve herkes tarafindan kabul edilen
odeme araci olarak tanimlanmaktadir®®. Paranin {i¢ temel fonksiyonu vardir. Bunlar; deger
6lgme birimi olmasi, degisim arac1 olmasi ve deger saklama arac1 olmasidir®®!. Paranin kokeni

302 Klasik olarak

ve ortaya c¢ikis kaynagir ile ilgili farkli teoriler bulunmaktadir
adlandirilabilecek takas teorisine gore, ilk baslarda trampa (takas) yoluyla yapilan alisverig®®®,
insanlarin kendi elindeki iiriini, ihtiyaci olan iiriinle takas etmede zorlanmasiyla giiniimiizde
kullanilan paranmn ilk halinin dogmasina vesile olmustur®®*. Ilk zamanlarda para olarak deniz
kabuklar1, kahve ¢ekirdekleri ve diger tarim emtialar1 kullanilirken para olma niteliklerini daha

¢ok tagidiklar: igin daha sonra altin ve giimiis para olarak kullamlmaya baslanmistir*®®, Bu

300 ALPTEKIN Volkan / YILMAZ K. Cagri, “Para Kurami: Deniz Kabuklarindan Dijital Paraya”,
ALPTEKIN Volkan / METIN Ismail / AKCAN A. Tayfur (editér), Kripto Para Ekonomisi, 2018 s. 6;
KIZIL / HANISOGLU / ASLAN, s. 6; Giiven unsurunu 6n plana ¢ikaran bir tamima gore ise para,
insanlarin karsiliginda diger herseyi verebildigi herhangi bir seydir. Bkzz ROBERTSON James, “The
History of Money From Its Origins to Our Time”,
http://www.jamesrobertson.com/book/historyofmoney.pdf, (E.T. 19.06.2021), s. 2; Devletgil para
teorisine (kartalizm) gore para, egemen devletin, kendine 6zel egemen giiciinii iilkedeki parasal sistem
iizerinde kullanmak amaciyla ¢ikardigi 6deme aracidir. Bu teoriye gore para sadece devlet tarafindan
c¢ikarilabilir. Bkz: FOX David, “Money, Law, and Institutions”, BATTILOSI Stefano / CASSIS Youssef
/' YAGO Kazuhiko (editor), Handbook of the History of Money and Currency, Singapur 2020, s. 160.
YANO Makoto, “Theory of Money: From Ancient Japanese Copper Coins to Virtual Currencies”, YANO
Makoto / DAI Chris / MASUDA Kenichi / KISHIMOTO Yoshio (editér), Blockchain and
Cryptocurrency, Singapur 2020, s. 64; DAVIES Glyn, A History of Money, University of Wales Press:
Cardiff, 2002, s. 27; Bunlar bir fonksiyonalizm teorisine gore bir seyin para olabilme sartlaridir.
Fonksiyonalizmden baska iki teori daha bulunmaktadir. Bunlar kartalizm ve metalizmdir. Kartalizme
gore bir seyin para olabilmesi i¢in devlet destegine, metalizme gore ise kiymetli bir madene dayanmasi
gerekir. Bkz: SODERBERG Gabriel, “What is Money and What Type of Money Would an E-krona be?”,
Sveriges Riksbank Economic Review, S. 3, 2018, s. 21, 22.

Bu caligmada, birbirlerinden temelden farkli goriisler ileri siirdiikleri i¢in takas ve kredi teorilerine
deginilecektir. Paranin niteligi ile ilgili devletgil para teorisi, serbest bankacilik teorisi ve politik siireg
teorisi gibi ayrintilara girilmeyecektir. Bu hususta ayrintil bilgi i¢in bkz: ABAAN Ernur Demir, Para:
Teorik Bir Tarama ve Tartisma, Tiirkiye Cumhuriyet Merkez Bankasi1 Aragtirma Genel Midiirligi,
Yaym No: 97/3, 1997. Paranin ortaya ¢ikisiyla ilgili farkl teoriler bulunmaktadir. Gergegin ne oldugu ise
kesin olarak bilinmemektedir. Bununla beraber arastirmacilar insanligin uzun ve sisli tarihinde gercege
ulagmaya ¢alismaktadir. Bkz: DEVILLE Joe, “Retrocasting: Speculating about the Origins of Money”,
WILKIE Alex / SAVRANSKY Martin / ROSENGARTEN Marsha (editor), Speculative Research: The
Lure of Possible Futures, Routledge, 2017, s. 98; Devletcil para teorisinin, kredi teorisi ile yakin goriisler
icerdigi yoOniinde bkz: WRAY L. Randall, “Conclusion: The Credit Money and State Money
Approaches”, WRAY L. Randall (edit6r), Credit and State Theories of Money, Cheltenham UK 2004,
s. 233, 234.

Takas (trampa) yoluyla yapilan aligveris insanliktan bile daha eskidir. Zira dogal yasamdaki ekosistem
takas lizerine kurulmustur. Her canli dogadan aldigina karsilik bir seyler verir. Bkz: DAVIES, s. 9.

304 JEVONS W. Stanley, Money and The Mechanism of Exchange, New York 1896, s. 3-7; Adam Smith’e
gbre is boliimii paranin ortaya ¢gikmasinda énemli bir faktordiir. Insanlar bir iste uzmanlasip kendi yaptig
isi diger insanlara satmayi, onlardan da kendi ihtiyaclarini almay1 istemistir. Bu isi takasla yapmak
zorlaginca para ortaya gikmistir. Bkz: KIYOTAKI Nobuhiro / WRIGHT Randall, “A Search-Theoretic
Approach to Monetary Economics”, The American Economic Review, C. 83, S. 1, 1993, s. 71.

Altin ve giimiisiin para olarak 6n plana ¢ikmasi, deger saklama niteliginin yiiksek olmasi ve ilahi dinlerde
atfedilen 6nemden kaynaklanmaktadir. Bkz: WEATHERFORD Jack, The History of Money, New York
1997, s. 25, 26.
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teoriye gore para, tamamen aligveris islemlerini kolaylastirmak ve hizlandirmak amaciyla
ortaya ¢ikmustir. Bagka bir ifadeyle para piyasanin icat ettigi bir seydir®. Bu teori Aristo’ya
kadar dayandirilmis ve iktisat biliminin kurucusu kabul edilen Adam Smith tarafindan da kabul
edilmistir’®’

belirtilmektedir3@,

. Klasik olarak hala kabul edilen bu teorinin bilimsel dayanaklardan yoksun oldugu

20. yiizyilin baslarinda, ABD’nin Bretton Woods sistemiyle, ABD dolarin1 altina
baglamay1 planladigi bir donemde, Michael Innes tarafindan ileri siiriilen paranin kredi teorisine

309

gore para, klasik takas teorisine gore ¢ok farkli bir sekilde tanimlanmistir™". Bu teoriye gore

piyasadaki tiim paralar kredidir, baska bir ifadeyle bir taraf icin borg diger taraf i¢in alacaktir®'°,
Kredi teorisine gore, milattan once tiglincli bin yilda Stimerliler tarafindan uygulanan kredi

sistemi paranin dogumuna aracilik etmistir®!!

. Bu donemde insanlar, basta tahil emtialar1 olmak
tizere ellerinde fazla bulunan emtiay1 devlete ait saraylara birakmakta (mevduat hesabi),
ihtiyaglar1 olan iiriinleri ise hasat zamaninda iade etmek tizere 6diing almaktaydilar (kredi).
Odiing alan tarafin belirli bir faiz 6dedigi de bilinmektedir®*2, Devlete ait olan bu saraylardaki
gorevliler, saraydan 6diing alan ve saraya 6diing birakan herkesin hesabinin kaydini ayr1 ayri
tutmaktaydi. Bu gorevliler, herkesin biraktigi miktar1 6lgmek i¢in bir 6l¢lim birimine ihtiyag

duydular. Bunun i¢in her emtianin degerini 6l¢gmek i¢in kullanilacak “sekel” adinda glimiis

kiilge, 6l¢iim birimi olarak belirlendi®'®. Bu sistemde her bir emtia sekel karsilig1 olarak hesap

306 ORREL David / CHLUPATY Roman, The Evolution of Money, New York 20186, s. 16.

807 FIDAN Murat, “Diinden Bugiine Paranin Tarihi ve Tiirkiye’de Kagit Para Kullanim1”, Sosyal Bilimler
Dergisi, C. 9, S. 18, 2019, s. 142; DAVIES, s. 15, 16; ROBERTSON James, “The History of Money
From Its Origins to Our Time”, http://www.jamesrobertson.com/book/historyofmoney.pdf, (E.T.
19.06.2021), s. 2; Bu teori klasik iktisat kitaplarinda gercek olarak anlatilsa bile dayanaktan yoksundur.
En basta, para olarak kullanilan altin ve glmisiin safligiin normal kisiler tarafindan
degerlendirilemeyecegini ve devlet tarafindan basilan altinin / glimiigiin para olarak kullanildigini goz
ard1 etmektedir. Bagka bir ifadeyle en bagindan beri devletin paray1 kontrol ettigi ihtimalini yok saymustir.
Bkz: BATTILOSI Stefano / YAGO Kazuhiko, “Introduction: New Research in Monetary History — A
Map”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko (editér), Handbook of the History
of Money and Currency, Singapur 2020, s. 4, HUDSON Michael, “Origins of Money and Interest:
Palatial Credit, Not Barter”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko (editor),
Handbook of the History of Money and Currency, Singapur 2020, s. 54; Takasa dayanan ekonomi
hi¢cbir zaman var olmamis, para veya para gibi kullanilan bir emtia her zaman var olmustur. Bkz: BURNS
A.R., Money and Monetary Policy in Early Times, Londra 1927, s. 442.

308 ORREL / CHLUPATY, s. 19.

309 INNES Mitchell, “What is Money?”, WRAY L. Randall (editér), Credit and State Theories of Money,

Cheltenham Ingiltere 2004, s. 15.

Bu durum, giiniimiizdeki banka hesaplarinda daha net gériinmektedir. Banka hesaplarinda duran paralar,

bankanin hesap sahibine olan borcundan ibarettir. Bkzz RAHMATIAN Andreas, Credit and Creed A

Critical Legal Theory of Money, New York 2020, s. 40.

HUDSON, s. 46; ilk madeni paranin milattan dnce yedinci yiizyilda Lidyalilar tarafindan icat edildigi

goriisii arkeolojik bulgularla ¢elismekte ve terkedilmeye baslanmaktadir. Bkz: FIDAN, s. 146; Baska bir

gorls ise ilk madeni paralar1 milattan dnce 900’11 yillara dayandirmaktadir. Bkz: JEVONS, s. 55.

812 HUDSON, s. 56, 57.

313 ORREL / CHLUPATY, s. 1; Bu sikkeler 8 gram agirligindaydi. Bkz: HUDSON, s. 47.
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edilmekteydi. Baska bir ifadeyle saray gorevlileri giimiis kiilgeleri olglim birimi olarak
kullanmaya baglamisti. Daha sonra biraktigi emtiay1r geri isteyen veya borcunu tapinaga
odemek isteyen kisiler glimiis olarak degil ayn1 emtia tiiriinden faiziyle birlikte almakta veya
O0demekteydi. Zamanla devlet, ihtiyaci olan emtianin iicretini ve asker maaslarini 6demek i¢in
sekel denilen bu glimiisleri kullanmaya bagladi. Boylelikle bu kiilgeler piyasaya ¢ikmis oldu ve
kisiler arasindaki ticarette de kullanilmaya baslandi. Giimiis kiilgeler sadece Ol¢im birimi
olarak degil, degisim arac1 olarak da kullanilmaya baslandi. Insanlar giimiis kiilgeler ile
ihtiyaclarin1 temin etmeye baslayinca, bunlar1 deger saklama araci olarak da kullandilar.

Boylelikle Siimerler doneminde giimiis kiilge bir gesit para olarak kullanilmis oldu34,

Paranin kredi teorisi denen bu teori arkeolojik bulgularla da desteklenmektedir®®. Bu
teoriye gore paranin i¢sel bir degeri yoktur. Para bir kisinin alacagi baska bir kisinin ise borcunu
ifade eder. Para yoluyla alacak ve borg kolay bir sekilde tek bir 6l¢iim birimi tizerinden ifade
edilebilmektedir. Yetkin otorite para basmak icin herhangi bir emtiaya ihtiya¢ duymaz. Istedigi
mal ve hizmeti temin karsiliginda kars1 tarafa para verdigi zaman, karsi taraf krediye kavusmus
olur ve bu krediyi kendi ihtiyaclar1 i¢in kullanir. Bu krediyi ilk olusturan devlet oldugu i¢in
devlete yapilacak 6demelerde de kullanilir. Bu teori paranin herhangi bir emtiaya baglanmasini
gereksiz gormektedir. Ortaya ¢iktigi donemde ise Bretton Woods adi verilen ABD dolarinin ve
dolayli yoldan diger iilke paralarinin altinin degerine endekslenmesi siireci devam ettigi igin
yeterince dikkat ¢cekmemistir. Fakat 1971 yilinda Bretton Woods sistemi ¢okmiis, diinya
iizerindeki devletlerin paras1 herhangi bir emtiaya bagli olmaktan ¢ikmis ve bu teorinin daha

fazla destek¢i bulmasinin 6nii agilmastir.

316 piyasada 6zel

Devletler giimiis ve altindan para ihracini kendi tekellerinde gormiis
kigilerin piyasa ihtiyacinm1 karsilamak amaciyla bastiklar1 altin ve glimiis sikkeleri
yasaklamislardir. Bu sayede piyasadaki giimiis ve altin para miktarin1 kontrol edebilmislerdir.

Genellikle giimiis ve altin i¢lerinde bulunan giimiis veya altindan daha yiiksek bir degeri ifade

314 Sekeller kiilge veya tablet seklinde oldugu igin fiziki agidan para olarak kullanima ¢ok uygun degildi. Bu

sebeple madeni para seklindeki giimiis ve altinlar daha sonra icat edilmistir. Bkzz WEATHFORD, s. 27.
315 Stimerlerin mezkar sistemiyle ilgili ayrintili bilgi i¢in bkz: ORREL / CHLUPATY, s. 22-24; Bu hususta
kilden yapilma tabletler {izerine ¢ivi yazisiyla yazilan kayitlara ait bulgular ortaya ¢ikmistir. Bu bulgular
icin bkz: CONZETT lJiirg, The History of Money, Money Museum, 2013, s. 3; Misir tarihinde kredi
teorisini destekler nitelikte bulgular olduguna dair bkz: HENRY John F., “The Social Origins of Money:
The Case of Egypt”, WRAY L. Randall (edit6r), Credit and State Theories of Money, Cheltenham UK
2004, s. 96.
Devletler standart agirliktaki altin ve glimiise resmi damgalarin1 veya sekillerini vererek piyasada tek
gecerli para olmasii temin etmislerdir (legal tender). Bu sayede kendilerinin para olarak ¢ikarmadigi
altin ve glimiiglerin para olarak kullanilmasini engellemislerdir. Bkz: ANGELES Luis, “Four Phases in
the History of Money”, Ocak 2019, https://www.gla.ac.uk/media/Media_630134 smxx.pdf, (E.T.
19.06.2021), s. 8.
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edecek sekilde ihrag edilmistir. Aradaki fark devletlerin senyoraj gelirini olusturmustur®'’.

Devletler mali sikintiya diistiik¢e yiirtirliikteki sikkelerin icerisindeki degerli metal oranim
azaltmis veya karsilik geldikleri degeri artirmistir®'®, Bu sayede elde ettikleri senyoraj geliri de

artmistir. Fakat bu durum enflasyona sebep olarak halkin fakirlesmesine sebep olmustur®.

Uzun bir siire tiim diinyada gegerli para olma 6zelligini devam ettiren altin ve glimiis,
bankalarin ortaya ¢ikmasiyla farkli bir sekilde ticaret hayatinda yer almay1 siirdiirmiistiir. 17.
yilizyildan itibaren Avrupa’da kuyumcular, kisilerden teslim aldiklar1 altin ve giimiis
karsiliginda onlara bir not vermislerdir. Bu notlara da banknot ismi verilmistir. Bu notlarda,
karsiliginda birakilan degerli madenin nev’i ve miktar1 yazilmistir. Kuyumcular ilk basta
¢ikardiklar1 banknotlarin karsihgini tutmaktaydilar. Isteyen herkes elindeki banknotu
kuyumcuya getirdigi zaman karsiligindaki degerli madeni teslim alabilmekteydi. Fakat insanlar

yiiklii miktarda degerli madeni tasimaktansa bu banknotlar1 para gibi kullanmaya basladilar®%.

321

Boylelikle glinimiizdeki kullanilan kagit para ortaya ¢ikmis oldu®*. Kuyumculara birakilan

degerli metallerin gogunlugu geri alinmiyordu. Bunun sonucu olarak kuyumcular karsiliksiz bir
sekilde banknot ¢ikarip, borg vererek faiz geliri elde etmeye basladilar. Giintimiizdeki kismi

rezerv bankaciliginda oldugu gibi piyasada tedaviil eden para miktarini artirmis oldular®?2,

817 VOLCKART Oliver, “Premodern Debasement: A Messy Affair”, BATTILOSI Stefano / CASSIS
Youssef / YAGO Kazuhiko (editor), Handbook of the History of Money and Currency, Singapur 2020,
s. 178; Senyoraj geliri yerine kullanilan “beylik hakki” tabiri i¢in bkz: ABAAN, s. 9.

Bu uygulamaya “tagsis” denmektedir. Bkz: ERDEM Ekrem, “Osmanli Para Sistemi ve Taggis Politikast:
Dénemsel Bir Analiz”, Bankacilar Dergisi, S. 56, 2006, s. 10; Ingilizcede ise “debasing” kelimesi
kullanilmaktadir. Bkz: ROBERTSON James, “The History of Money From Its Origins to Our Time”,
http://www.jamesrobertson.com/book/historyofmoney.pdf, (E.T. 19.06.2021), s. 7.

Cografi kesifler esnasinda Ispanya’ya yiiklii miktarda degerli metal getirilmesi ve bunun para olarak
kullanilmasi neticesinde enflasyon olugmustur. Bu durum paranin ne suretle olursa olsun artirilmasinin
enflasyonla sonuglanmasini gostermektedir. Bkz: FERGUSON Niall, The Ascent of Money, New York
2008, s. 25, 26; DEPEYROT Georges, “Monetary System of the “Ancient Régime” (Third to Eighteenth
Centuries)”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko (editor), Handbook of the
History of Money and Currency, Singapur 2020, s. 148.

Kagit paralar kullanim kolaylig1 acisindan madeni paralardan iistiindii. Ozellikle biiyiik miktarlarda
taginma kolayligi 6nemli bir faktordii. Bkz: JEVONS, s. 200.

Yedinci yilizyilda Cin’de kagit para kullanimi1 goériilse de onlarin giiniimiizdeki kagit paralar ile tarihi
baglantis1 yoktur. Bkz: FIDAN, s. 150; DAVIES, s. 181; Kagit paranin Cin’de on birinci yiizyilda
kullanildigina dair bkz: VELDE Francois R., “Experiments with Paper Money”, BATTILOSI Stefano /
CASSIS Youssef / YAGO Kazuhiko (editor), Handbook of the History of Money and Currency,
Singapur 2020, s. 415; ABD’de 6zel bankalar tarafindan ihrag¢ edilen banknot donemi ve sonrasinda
kurulan Federal Reserve Bank donemi i¢in bkz: JAREMSKI Matthew, “Privately Issued Money in the
United States”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko (editor), Handbook of the
History of Money and Currency, Singapur 2020.

On ikinci yiizyildan itibaren Avrupa’da banka benzeri ticaret sirketlerinin kuruldugu ve biiyiik miktarh
ve sehirler/iilkeler aras1 6demelere aracilik ettigi goriilmektedir. Bkz: KOHN Meir, “Money, Trade, and
Payments in Preindustrial Europe”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko (editor),
Handbook of the History of Money and Currency, Singapur 2020, s. 223; UGOLINI Stefano, “The
Historical Evolution of Central Banking”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko
(editor), Handbook of the History of Money and Currency, Singapur 2020, s. 841.
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Savas ve diger olaganiistii donemlerde 6nemli gelir ihtiyact olan devletler bu siireci
kendi yonetimlerine alma yoluna gittiler. Devlet bankalarin1 ve merkez bankalarini kurmaya
basladilar. Paranin ilk ihraci yetkisini de hukuki diizenlemelerle merkez bankalarinin biinyesine
aldilar. Boylelikle para iizerinde devletlerin otoritesi yeniden saglanmis oldu®?®, Tarihte ilk
merkez bankas1 1694 yilinda dzel bir banka olarak kurulan Ingiltere Merkez Bankas1’dir®?4, Ilk
zamanlarda merkez bankalarinin ¢ikardigi banknotlar temsil ettikleri degerli metallerden
kiymetlerini alirlarken, 1971 yilinda ABD’nin Onciiliigiinde tiim diinya {ilkeleri banknot
karsilig1 degerli metal bulundurma zorunlulugunu kaldirmistir®?®. Bundan sonra devletlerin
merkez bankalar1 kendi para politikalar ¢er¢evesinde diledikleri kadar para basma olanagina
sahip olmustur. Bunun sonucu devletler kendi iilkelerinde tedaviil eden paray1 biiyiik oranda
kontrol altina almistir. Paralarin degerleri ait olduklar iilkelerin ve merkez bankalarinin
itibarlar1 ve giivenilirlikleri dogrultusunda degerlenmeye baslamistir. Karsiliginda herhangi bir
degerli metal bulundurmayan bu tiir paralara “itibari para” denmistir®?®. Paranin kendisinin bir
degeri yoktur veya degerli bir seyi temsil etmemektedir. Maliyeti ise olusturdugu satin alma
giicii karsisinda ¢ok diisiiktiir. Bu sistemde devletler mali agidan ihtiyaclar1 oldugunda para
basarak ihtiyaclarini giderme olanagina sahip olmustur. Bunun yaninda bankalar kismi rezerv

327

bankacilig1 sayesinde para miktarint artirabilmektedir Fakat stirekli para basilmasi

323 DAVIES, s. 238, 239; ROBERTSON James, “The History of Money From Its Origins to Our Time”,
http://www.jamesrobertson.com/book/historyofmoney.pdf, (E.T. 19.06.2021), s. 8, 9.
Tarihteki ilk merkez bankas1 hakkinda gesitli goriisler vardir. Bunun sebebi merkez bankasinin hangi
Ozellikleri tasimasi gerektigi ve hangi bankalarin ilk olarak bu 6zellikleri kazandigi hususunda
anlasmazliktir. Ilk merkez bankas1 olarak Isve¢ Merkez Bankasi Riksbank’1 gdsteren goriis icin bkz:
AUER Raphael / CORNELLI Giulio / FROST Jon, Rise of the Central Bank Digital Currencies:
Drivers, Approaches and Technologies, BIS Working Papers No 880, 2020, s. 24; The Bank of
Amsterdam’1 ilk merkez bankasi olarak gosteren goriis i¢in bkz: MANCINI-GRIFFOLI Tomasso /
PERIA Maria Soledad Martinez / AGUR ltai / ARI Anil / KIFF John / POPESCU Adina / ROCHON
Celine, Casting Light on Central Bank Digital Currency, IMF Staff Discussion Note SDN/18/08,
2018, s. 11, 12.
Bu siirec bir anda gerceklesmemistir. Ulkeler ¢ikardiklar: banknotlarin karsiliginda %100 oranda degerli
metal tutamamusgtir. Bu sebeple 6zellikle savas gibi olaganiistii donemlerde karsiligi talep edildigi zaman
sorun yasamislardir ve belli donemlerde karsilik vermeyi askiya almiglardir. Daha sonra ABD
onciiliigiinde 1944 yilinda Bretton Woods denilen sistem kurulmustur. Bu sistem 1971 yilinda son
bulmustur. Bu hususta ayrintili bilgi i¢in bkz: ACCOMINOTTI Oliver, “International Monetary Regimes:
The Interwar Gold Exchange Standard”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko
(editor), Handbook of the History of Money and Currency, Singapur 2020; KUGLER Peter /
STRAUMANN Tobias, “International Monetary Regimes: The Bretton Woods System”, BATTILOSI
Stefano / CASSIS Youssef / YAGO Kazuhiko (editér), Handbook of the History of Money and
Currency, Singapur 2020; DOWD Kevin, “The Emergence of Fiat Money: A Reconsideration”, Cato
Journal, S. 467, 2000-01, s. 474; ORREL / CHLUPATY, s. 157, 158; Osmanli tarihinde ilk kagit para
niteligine haiz olan “Kaime-i Nakdiye-i Mutebere” ve halk Tiirk¢esinde para yerine kullanilan “gayme”
kelimesi igin bkz: FIDAN, s. 152.
326 ALPTEKIN / YILMAZ, s. 12-17; GUVEN / SAHINOZ, s. 194, 195; NEBIL, s. 2-5; KIZIL /
HANISOGLU / ASLAN, s. 8-25; BILGILI / CENGIL, s. 16-25.
s21 Kismi rezerv bankacilig1 igin bkz: WEIMAN David F. / JAMES John A., “The Evolution of the Modern
US Monetary and Payments System”, BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko
(editor), Handbook of the History of Money and Currency, Singapur 2020, s. 734.
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enflasyona sebep olacagi i¢in dnceden elinde basilan paradan bulunduran kisilerin alim giictlinii
azaltacaktir. Netice itibariyle dolayli yoldan halkin parasi, haberleri olmadan devlete

328

ge¢mektedir. Doktrinde bu duruma enflasyon vergisi ismi verilmektedir*=°. Goriildiigi tizere

bu sistemde devletin senyoraj geliri adinda benzersiz bir gelir kaynagi bulunmaktadir.

[tibari paranin temelinde yatan sistemi anlamak iizere, yaklasik 100 y1l 5nce Okyanusya
kitasinin ¢esitli adalardan olusan Mikronezya bolgesinde uygulanan para sistemine deginmek
faydali olacaktir. Bu bolgede para yerine devasa taslar kullanilmaktaydi. Oyle ki bu taslar1 bir
kisinin tek basina tasimas1 da miimkiin degildi. Insanlar ticaret yaparken bu taslari temsil eden
belgeler olusturarak belgeleri degis tokus yapmaktaydilar. Zamanla bu taslar gemi ile adalar
arasi tasinirken kazalar sonucu okyanusta batmaya basladi. Batan taglarin sahipleri, taglarin
belgelerini elde tutmakla birlikte taglar artik okyanusun dibindeydi. Orada yasayan topluluk her
ne kadar taslar okyanusun dibinde olsa da onlar1 temsil eden belgeleri eski degeriyle kabul
etmeye devam ettiler. Bu sayede bu kagitlara bir deger, bir itibar yiiklemis oldular. Tipki
giiniimiizde insanlarin kendi devletlerinin merkez bankalarinca basilan kagida deger atfettikleri
gibi. Bagka bir ifadeyle itibari paralar sadece insanlar dyle kabul ettigi icin degerlidir. Insanlarin
bu kagitlar1 deger atfetmelerinde temel etken ise devletin bu kagitlar1 yasal 6deme araci kabul
etmesidir. Bu sayede kisiler elde edecekleri paralari tiim ihtiyaglarini temin igin
kullanabileceklerini, diger insanlarin ve devletin 6deme igin itibari paray1 kabul edecegini
bilir®?°. Gelisebilecek sosyal ve ekonomik olaylar sebebiyle insanlar bir paraya deger vermeyi

birakirsa, o paranin kagittan farki kalmayacaktir®®°,

Devletlerin kolayca piyasadaki para miktarini artirabilmesi ve bundan ciddi anlamda
gelir elde etmesi, devletin kontrol etmedigi kripto paralarin ortaya ¢ikmasinda da 6nemli bir
tesvik araci olarak goriilmistiir. Zira elinde parasi olanlarin, gereksiz yere para basilmasi
sonucu ellerindeki paranin degeri azalmis, baska bir ifadeyle fakirlesmislerdir. Bu sebeple
“yeteneksiz” devlet yoneticilerinin kotii idaresinden finansal sistemi kurtarmak, Bitcoin’in

kurulus gayelerinden biri olarak gériilmiistiir®3!. Devletler madeni paralar ilk ortaya ¢iktiginda,

328 YILDIRIM Z. Refia, “Tiirkiye’de Enflasyon Vergisi Uzerine Bir Deneme”, Cukurova Universitesi
Sosyal Bilimler Enstitiisii Dergisi, C. 4, S. 4, 1996, s. 151-160; CORREIA Isabel / TELES Pedro, “The
Optimal Inflation Tax”, Review of Economic Dynamics, C. 2, S. 2, 1999, s. 325-346.

329 DOWD,; s. 468.

830 NARULA Neha, “The Future of Money”, TED Ideas Worth Spreading, 2016,
https://www.ted.com/talks/neha narula_the future of money/transcript (E.T. 28.01.2021); Son yillarda
Venezuela devletinin parasinn diistiigii durum budur. Bkz: GUVEN / SAHINOZ, s. 35.

331 GUVEN / SAHINOZ, s. 24, 35; KIZIL / HANISOGLU / ASLAN, s. 68, 69; ORREL / CHLUPATY, s.
199; Birinci Diinya Savasi’ndan beri genis halk Kkitlelerinin yavas yavas da olsa siirekli bir sekilde
devletler ve bankalar lehine fakirlesmesi, Bitcoin’in ortaya ¢ikis sebeplerinden biri olarak gorilmustiir.
Bkz: GARCIA Andrea Romaoli / GARCIA Pedro Henrique Romaoli, “Cryptocurrencies: the

68



https://www.ted.com/talks/neha_narula_the_future_of_money/transcript

bunlarin basimini kendi tekellerine alarak senyoraj gelirlerini biinyelerine almistir. Daha sonra
kuyumcu ve bankalarin kagit paralar1 yaygin kullanima sokmasi sonucu, madeni paralarin
piyasadaki onemi azalmistir. Bu durum devletlerin senyoraj gelirini ve piyasadaki parayi
kontrol etme kabiliyetlerini etkilemistir. Bunun {lizerine kagit para basma yetkisi de merkez
bankalar1 kurularak bunlara 6zgii bir yetki olarak diizenlenmistir. Boylelikle devletler para
tizerindeki tekel haklarmi korumuslardir. Giiniimiizde, kripto paralar, devletlerin para
iizerindeki tekel haklarini yeniden tehdit eder konuma gelmistir. Devletler, egemenlik yetkileri
kapsaminda gordiikleri para basma yetkisini blokzincir diinyasina birakmamak i¢in ¢aligmalar

yiiriitmektedir3®?,

Paranin gecirdigi evrim siirecinde, kripto paralardan 6nce, metal ve kagit paralardan
sonra, elektronik paralar ortaya ¢ikmistir®®. insanlarm yaptiklar1 her aligveris icin yanlarinda
banknot tagimak yerine, dijital bir cihaz ya da kart ile 6deme yapmasini saglayan elektronik
paralar, insanlar icin onemli kolayliklar getirmistir®. Elektronik para sisteminde kisiler,
banknotlarini bir aract kuruma vererek bu parayi elektronik paraya ¢evirmektedir. Bu andan
sonra sifreleri kendilerine 6zel olan bir kartla veya dijital bir cihazla bu paray1 yanlarinda
tasimadan dijital yollarla harcayabilmektedirler. Banka dijital olarak harcama talimatini aldig1
zaman para transferi yapilacak kisinin hesabina paray1 aktarmakta, para transferi yapan kisinin
hesabindan da parayr c¢ekmektedir. Teknolojinin ilerlemesiyle beraber bankacilik
sistemindekiler (mobil ve internet bankaciligl) basta olmak tizere elektronik paranin farkli

tiirleri ortaya ¢ikmigtir. Bu sistemlerde kisiler dogrudan transfer yapmamakta, giiven duyulan

Communication Inside Blockchain Technology and the Cross-border Tax Law”, Int. J. Blockchains and
Cryptocurrencies, C. 1, S. 1, 2019, s. 25; Bitcoin’den ¢ok once, 1976 yilinda Friedrich Hayek tarafindan,
paranin devlet kontroliinde olmamasi gerektigi, diger mal ve hizmetler gibi piyasa rekabeti altinda tedaviil
etmesi gerektigi ileri siiriilmiigtiir. Bkz: HAYEK Firedrich A., Denationalisation of Money: The
Argument Refined, 3. Baski, The Institute of Economic Affairs: ingiltere, 1990, s. 9.

Merkez bankalarmin nakit para yerine ¢ikaracagi bir dijital para, nakit paranin yok olmasiyla ortadan
kalkmas1 muhtemel olan senyoraj gelirinin devamini saglayacaktir. Bkz: BINDSEIL Ulrich, Tiered
CBDC and the Financial System, ECB Working Paper Series No: 2351, 2020, s. 7.

6493 sayili Kanun m.3’e gore elektronik para; elektronik para ihrag eden kurulus tarafindan kabul edilen
fon karsiligi ihra¢ edilen, elektronik olarak saklanan, bu Kanunda tanimlanan &deme islemlerini
gergeklestirmek i¢in kullanilan ve elektronik para ihra¢ eden kurulus disindaki gercek ve tiizel kisiler
tarafindan da 6deme araci olarak kabul edilen parasal degeri ifade eder.

Doktrinde, paranin {i¢ temel déniisiim gerceklestirdigi belirtilmektedir. flk doniisim madeni paralarin
ortaya ¢ikisi, ikinci doniisiim merkez bankalarinin ve kagit paralarin ortaya ¢ikisi ticlincii doniigiim ise
elektronik / dijital paralarin ortaya ¢ikisidir. Bkzz WEATHERFORD, s. foreword.

1960’11 yillardan itibaren baslayan bankalar arasi elektronik para transferi siireci igin bkz:
WEATHERFORD, s. 233, 234.
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bir araci transferi gerceklestirmektedir. Ayrica elektronik para sistemi tamamiyla, devletin

itibari parasina bagl olarak calismaktadir3®®.

Elektronik para sistemi giliniimiizdeki finansal sistemin en temel unsurunu teskil
etmektedir. Merkez bankalar1 kagit paray1 ihra¢ etme yetkisine sahip tek kurumdur. Kisiler
ellerinde bulunan merkez bankas1 kagit paralarini bankalara mevduat olarak yatirdiklar1 zaman
bu para hesaplarinda goriilmekle birlikte, bankalar bu paranin ¢gogunlugunu kredi olarak tekrar
piyasaya siirmektedir. Yatirilan paranin bir kismi ise zorunlu karsilik olarak bankada
beklemektedir. Bu durumda aymi para hem mevduat sahibinde hem de kredi alanda
goriilmektedir. Bankalar bu yolla piyasadaki para arzin1 artirmaktadir. Kredi alan kisi bu paray1
tekrar bankaya mevduat olarak yatirirsa, ayni para lgiincii bir kisiye de kredi olarak
verilmektedir. Dongii bu sekilde siirmektedir. Bankalar, zorunlu karsilik orani ne kadar az ise
o kadar fazla para arzin1 artirma kapasitesine sahip bulunmaktadir®®, Piyasada islemlerin
taraflar arasinda banka hesaplar araciligiyla yapilma orani arttikga, kisilerin kagit paraya talebi
diismektedir. Bu durumda merkez bankalar1 ihra¢ edecekleri tiim parayr kagit olarak basma
geregi gormemektedirler. Basacaklar1 paray1 dogrudan elektronik olarak {iiretip ilgili hesaplara
kaydetmektedirler. Boylelikle merkez bankalar1 kagit paranin yaninda elektronik parayi da
zaten Uretmis bulunmaktadirlar. Fakat bu tiir elektronik paralar sadece bankalara veya bazi
istisnai kurumlara dogrudan verilmektedir. Halk, merkez bankasinin elektronik parasiyla
dogrudan muhatap olmamaktadir. Halk her zaman ticari banka hesaplar1 {lizerinden para
sistemine entegre olmaktadir. Merkez bankasi aldig1 politika kararlariyla bankalar {izerinden
tiim sistemi etkileyip kontrol edebilmektedir. Bu tiir elektronik paralar kagit paranin elektronik
halinden ibarettir. Tamamen pratik ihtiyaclar sebebiyle elektronik olarak ihra¢ edilmektedirler.

Eger talep olursa tekrar kagida doniistiiriilmeleri miimkiindiir3*’.

Itibari paralara bagli olarak ¢alisan elektronik paranin yaninda, itibari paralari temsil

etmeyen dijital paranin ilk &rnekleri 1990’11 yillardan itibaren ortaya ¢ikmistir. Dijital para®®,

335 SHI Ye / ZHOU Shucheng, Central Bank Digital Currencies: Towards a Chinese Approach,
Jonkoping University International Business School, 2020, s. 7; BANK OF ENGLAND, New Forms of
Digital Money, Discussion Paper, 2021, s. 15.

Giiniimiizde bu sekilde para arzi artirildigi i¢in gelismis lilkelerde piyasadaki paranin yaklasik %901
banka parasidir. Banka tarafindan artirilan bu paralara kaydi para da denmektedir. Bkz: BANK OF
ENGLAND, New Forms, s. 15.

337 BINDSEIL, s. 4; SHEN Wei / HOU Liyang, “China’s Central Bank Digital Currency and Its impacts on
Monetary Policy and Payment Competition: Game Changer or Regulatory Toolkit?”, Computer Law &
Security Review, S. 41, 2021, s. 8.

Dijital para kavrami yaninda bir de sanal para kavrami bulunmaktadir. Kavramsal olarak farkli bir seyi
kapsamadig i¢in sanal para hususunda ayr1 bir bahis agilmamistir. Sanal para kavrami i¢in bkz: BILGILI
/ CENGIL, s. 27, 28.
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dogrudan herhangi bir itibari paraya bagli degildir. Tipki itibari paralarda oldugu gibi giivenden
kaynaklanan bir degeri olabilecegi gibi, fiziki veya sanal bir seyi de temsil edebilir. Bu paralar
itibari paralara alternatif olarak ortaya ¢ikmis ve nakitsiz topluma ilerleyisi amaglamistir. Ayni
zamanda parayr merkezi otoritenin kontroliinden kurtarmayr amaclamis fakat merkezi
otoritenin yerine Ozel bir otorite koymustur. Fakat bunlar ¢esitli teknik yetersizlikler ve
insanligmn bu teknolojiye hazir olmamasi sebebiyle yaygmn kullamm kazanamamistir®®®,
Giliniimiizde bunlara benzer sekilde online aligveris, havayolu ve sosyal medya sirketleri kendi
hizmetlerinde kullanilmak iizere dijital para ihdas edebilmektedir®*. Bu tiir dijital paralar disa
acik veya kapali olabilir. Disa agik olanlar itibari paralara ¢evrilebilirken disa kapali olanlar
sadece ait olduklar1 ekosistemde gegerli olurlar®**. 1990’11 yillardan itibaren gériilen bu dijital
paralarin ortak 6zelligi merkezi bir idareci tarafindan kontrol ediliyor olmalaridir. Asagida ele
alinacak olan kripto paralar esasinda dijital paranin bir alt tiirli olarak kabul edilebilir. Onlar da
diger dijital paralar gibi herhangi bir itibari paraya dayanmadan calisir fakat diger dijital
paralardan farkli olarak aracilart ortadan kaldirmislar ve yeni ve merkezi olmayan bir sistemle
yiirimektedirler. Aracilarin yerini ¢esitli sifreleme teknikleri, blokzincir ve dagitik defter

teknolojileri almistir®*2,

Her ne kadar diger dijital paralara benzese ve dijital paralarin alt tiirti olarak goriilse de
Bitcoin tamamen farkli bir felsefe ve sistemle ortaya cikmis ve “kripto para”3* isminde yeni
bir tiir para ortaya ¢ikarmistir. 2008 yilinda Bitcoin sistemini tanitan bir makale ilgili kisilerin
mail adresine gonderilmis, 2009 yilinda sistem, ilk blogun olusturulmasiyla caligmaya
baslamistir®**, Bitcoin ve diger kripto para sistemlerinde devletlerin kontroliinde olan itibari
paranin herhangi bir etkisi bulunmamaktadir. Ayrica sistemde bir aract bulunmamakta, bitcoin
transferi yapacak kisiler dogrudan iletisim kurmaktadir. Kisilerin bankadaki hesaplarina

herhangi bir siiphe ile el konulup yapilan iglemler engellenebilirken blokzincir teknolojisine

339 BASHIR, s. 130, 131.

340 BLANCAFLOR Madison, “The Best Airline Credit Cards of March 20217, 05.03.2021,
https://thepointsguy.com/guide/top-airline-cards-to-have/, (E.T. 23.03.2021); FINANCIAL TIMES,
“Facebook’s Libra currency to launch next year in limited format”, 27.11.2020,
https://www.ft.com/content/cfe4call-139a-4d4e-8a65-b3be3a0166be, (E.T. 23.03.2020).

34 GUVEN / SAHINOZ, s. 217-219.

342 BASHIR, s. 129.

343 Kripto paralarin, paranin temel fonksiyonlarmi saglamamasi sebebiyle “para” olarak
tanimlanamayacagini, bu sebeple kripto varlik deyiminin kullanilmas: gerektigi yoniinde bkz:
SVERIGES RIKSBANK, “Difference between e-kronor, cryptocurrencies and crypto-assets”,
17.06.2021,  https://www.riksbank.se/en-gb/payments--cash/e-krona/difference-between-e-krona-and-
crypto-assets/, (E.T. 21.08.2021).

344 BASHIR, s. 14.
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tabi kripto paralar da bdyle bir engellemeyi higbir devlet yapamamaktadir®®. Cift harcama

346

problemi herhangi bir merkezi otorite olmadan ¢o6ziilmiis durumdadir™™. Sistem g¢esitli

sifreleme tekniklerini kullanarak giivenligi temin etmektedir**’. Bu sebeplerle merkez

348 Giinlimiizde heniiz

bankalarin1 tahtindan edebilecek bir sistem olarak goriilmektedir
emekleme asamasinda bulunsa ve heniiz ticari islemlerde yaygin olarak kullanilmasa bile
ileride Bitcoin veya Bitcoin’in getirdigi blokzincirini kullanan baska bir kripto
paranin/paralarin tiim iktisadi sisteme hakim olabilecegini dngdrmek abart1 olmayacaktir*®,
Bitcoin basta olmak iizere kripto paralar, devletlerin paranin {izerindeki kontrol giicilinii

350 Bu kadar yaygin ve giiglii bir bankacilik sistemi karsisinda bunun olma ihtimali

sarsmaktadir
diisiik goriilebilir. Fakat unutmamak gerekir ki ilk ¢ikan otomobiller, attan daha yavas, ¢cok fazla
sorunlu, giirtiltiilii ve anlamasi zor makinelerdi. Fakat sonrasinda durumun otomobil lehine

351

nasil degistigi bilinmektedir Bu neslin torunlarinin kagit paralar1 ancak miizelerde

gorebilecegi belirtilmektedir®. Giiniimiizde dijital ve kripto paralar vesilesiyle “nakitsiz

ekonomi” kavrami konusulmaya baslamistir®3,

Kripto paralar giiniimiizde daha ¢ok yatirim emtiast gibi goriilse de esasinda paranin
yerini almak iizere tasarlanmistir. Cok fazla dalgali bir degere sahip olmalar1 genel kabul géren
para birimi olmalarini engellemekle beraber aligverislerde bitcoin basta olmak tizere kripto para
kabul eden isletmeler bulunmaktadir. 2009 yilinda faaliyete gecen Bitcoin ile ilk aligveris 2010
yilinda iki pizza karsiligi 10.000 bitcoin verilerek gergeklestirilmistir ve giin gegtikge kripto

paralarin 6deme araci olarak kabul gérme oranlar1 artmaktadir3>4,

B. PARA BASMA YETKISI
Para, iktisadi hayatin en &nemli unsurudur. Oyle ki para, iktisadi sistem igerisinde
damarlarda akan kana benzetilebilir. Paray1 kontrol edebilmek iktisadi hayati yonlendirebilme

giicii saglar. Bu sebeple tarih boyunca devletlerin kendi iilkelerindeki tedaviil eden parayi

345 UK GOVERNMENT OFFICE FOR SCIENCE, s. 35.

346 GUVEN / SAHINOZ, 5. 221.

347 Kriptoloji sifreleme bilimi demektir. Bkz: AZMAN Fatih, “Kripto Para”, ALPTEKIN Volkan / METIN
Ismail / AKCAN A. Tayfur (editor), Kripto Para Ekonomisi, Konya 2018, s. 59.

348 NEBIL, s. 7.

349 YANO, s. 74.

350 MANSKI, s. 514.

851 NARULA Neha, “The Future of Money”, TED Ideas Worth Spreading, 2016,
https://www.ted.com/talks/neha_narula_the_future of money/transcript (E.T. 28.01.2021).

352 GUVEN / SAHINOZ, s. 236.

353 BERBEROGLU Bergim, “Ekonomide Trendler: Nakitsiz Ekonomiye Giris 101, ALPTEKIN Volkan /
METIN Ismail / AKCAN A. Tayfur (editér), Kripto Para Ekonomisi, Konya 2018, s. 23.

354 SCOTT Brett / LOONAM John / KUMAR Vikas, “Exploring the Rise of Blockchain Technology:
Towards Distributed Collaborative Organizations”, Strategic Change, C. 26, S. 5, 2017, s. 424.
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kontrol etme arzular1 hi¢ bitmemistir. Yukarida bahsedilen ve arkeolojik bulgularla da
desteklenen paranin kredi teorisine gore, iktisadi hayattaki paray1 ilk ortaya ¢ikaran kisiler degil
devletlerdir. Bu teori dogru kabul edildiginde, paranin ilk dogdugu andan itibaren devletin
kontroliinde oldugu sdylenebilir®®®. Takas teorisine gore ise altin ve giimiis paralar ilk olarak
piyasa tarafindan icat edilmistir. Fakat devletler para ihrag etme yetkisini tekellerine alarak 6zel

kisilerce ihra¢ edilmesini yasaklamistir.

Tarihi siireg igerisinde devletler, paranin niteligini ve niceligini siirekli degistirerek yeni
gelir elde etme ihtiyaci hissetmislerdir. Uhdelerinde bulundurduklar1 para ihrag etme yetkisini
kimseyle paylagmak istememislerdir. Piyasadaki para ihtiyacini karsilamak i¢in 6zel kisilerce
basilan altin ve giimiis sikkelerin kullanimimi yasaklamiglardir. Kuyumcularin piyasaya
stirdiikleri banknotlarin, devletin ¢ikardig1 degerli madenler yerine piyasayr isgal ettigini
gordiiklerinde, merkez bankalarini kurarak banknot ihrag etme yetkilerini de ele almislardir®®.
O donemlerde ¢ikarilan banknotlar degerli metalleri temsil etmekteydi. Devletler artan gelir
ihtiyaglarini para basarak karsilamak istemistir. Fakat bunun sonucunda mevcut degerli metal
rezervleri yeterli para ihraci igin eksik kalmistir. Bunun yaninda diinya savaslarinin oldugu
esnada insanlar merkez bankalarina banknot verip degerli metallerini almak istemislerdir. Ayni
anda yiiklii miktarda paranin bu sekilde merkez bankalarina sunulmasi ve karsiliginin istenmesi
iizerine, merkez bankalar1 bu yiikiimliliigli yerine getirememis ve savas sliresince mezkar
yiikiimliiliigli askiya almistir. Savagtan sonra sistem restore edilse bile olaganiistii donemlerde
sistemin siirdiiriilemeyecegi anlagilmigtir. Netice itibariyle 1971 yilinda ABD’nin 6nciiliigiinde
basilan para karsiliginda degerli metal bulundurma zorunlulugu kaldirilmistir. O tarihten beri
devletler para ihraci lizerinde 6nemli bir 6zgiirliige sahiptir ve bu yetki egemenliklerinin 6nemli

goriiniimlerinden biridir®’,

Basilan paralarin karsiliginda herhangi bir rezerv tutulmasina ihtiya¢ kalmadig: ve igsel
bir degeri olmadan tamamiyla ihra¢ eden devlet ile merkez bankasiin itibarindan degerini
aldig1 icin bu sistemdeki paraya itibari para denmistir. Fakat fazla para basilmasi enflasyona
sebep olacagi icin bu yetki merkez bankalarina devredilmis, merkez bankalarinin ise bagimsiz

olmas1 temin edilerek ekonominin ihtiyacindan fazla para basilmasi onlenmeye ¢alisilmistir.

355 Devletgil para teorisi, para olma vasfinin, devlet tarafindan vergi ddemelerinde kabul edilmesiyle

olusacagini kabul etmektedir. Bkz: HUDSON, s. 51.
356 ANGELES  Luis, “Four Phases in the History of Money”, Ocak 2019,
https://www.gla.ac.uk/media/Media 630134 smxx.pdf, (E.T. 19.06.2021), s. 15.
Itibari para sistemine gegisi, metal paralarin modern sisteme uymamasi ve dezavantajlarindan kurtulmaya
baglayan goriis igin bkz: VELDE Frangois R., Lessons from History of Money, Federal Reserve Bank
of Chicago Economic Perspectives, 1998.
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Giiniimilizde diinya genelinde bu sistem gecerli olup para basma yetkisi devlete ait olmakla
birlikte bu yetki, hiikiimet politikalarindan bagimsiz olma vasfina sahip olan merkez
bankalarinca kullanilmaktadir. Fakat devletlerin yapacaklar1 kanuni veya anayasal
diizenlemelerle bu yetkinin baska bir organa verilebilecegi gézden uzak tutulmamalidir. Baska
bir ifadeyle devletlerin, iilkelerinde tedaviil eden para hususunda kontrol yetkisine sahip oldugu

goriilmektedir.

C. DIJITALLESME VE BLOKZINCIRIN PARA BASMA YETKISINE ETKISi

Goriildugi tlizere devletler iilkelerinde tedaviil eden paray1 ihrag etme yetkisini elden
birakmak istememektedir. Madeni para basma yetkisini kendine has goren devletlerin, kagit
paralar kuyumcular tarafindan ¢ikarildiktan sonra bu paralar1 da kontrolleri altina almalar1 uzun
stirmemistir. Giiniimiizde devletlerin para ihra¢ etme yetkilerinin yeniden tehdit edildigi
goriilmektedir. Nitekim online aligveris siteleri, hava yolu firmalar1 gibi birgok firma kendi
dijital paralarmi ihdas etmekte ve bunlarin para yerine kullanilmasini temin etmektedirler.
Bunun yaninda blokzincir teknolojisi ile birlikte, Bitcoin ile baslayan kripto paralarin da bir¢ok
avantaji blinyesinde barindirarak klasik itibari paralarin yerini almaya aday olduklari miisahede
edilmektedir. Basta kripto paralar olmak {izere dijital paralar, devletlerin vergilendirme ve para

basma yetkisini dnemli 6l¢iide deforme edecek kapasitededir®®.

Bitcoin, biitlin diinyada devletlerin ¢ikardigi itibari paralara kars1 yeni para birimi olma
iddiasiyla ortaya ¢ikmistir. Doktrinde, biitiin diinyada kabul edilen para birimi olmak i¢in dort
temel nitelik aranmistir. Buna gore bir para birimi kiiresel bir para olabilmek i¢in; diinya
ekonomisinin bilylik kismi1 tarafindan kabul edilmeli, istikrarli bir degere sahip olmali, diger
mal ve hizmetler karsisinda akigkan/likit (kabul edilebilir) olmali ve diplomatik ve askeri
bakimdan giiclii iilkelerce desteklenmelidir®®. Bitcoin heniiz bu sartlardan higbirini haiz

degildir®®. Bununla birlikte Bitcoin’in kabul edilirligi ve bilinirligi siirekli artmaktadir. Piyasa

358 Dijital paralarin, tipki bir donem bankalar tarafindan kagit para cikarilmasi gibi 6zel para ihracina

benzedigi belirtilmektedir. Bkzz: RAHMATIAN, s. 96.

359 EICHENGREEN Barry, “International Currencies in the Lens of History”, BATTILOSI Stefano /
CASSIS Youssef / YAGO Kazuhiko (editér), Handbook of the History of Money and Currency,
Singapur 2020, s. 336, 337; Bu goriise gore 20. yiizyilin ikinci yarisindan beri ABD Dolari uluslararasi
para birimi olma fonksiyonu gormektedir. Bununla birlikte ABD’nin ekonomik hakimiyeti azaldikca
dolarin uluslararasi para birimi olma fonksiyonu da zarar gérmektedir.

Bununla beraber Euro’da dogrudan herhangi bir iilkeye ait degildir. Uluslararasi kurulus niteliginde AB
tarafindan desteklenmektedir. Bkzz MOURLON-DRUOL Emmanuel, “European Monetary Integration”,
BATTILOSI Stefano / CASSIS Youssef / YAGO Kazuhiko (editor), Handbook of the History of Money
and Currency, Singapur 2020, s. 810; IMF’nin kontrol ettigi para benzeri Special Drawing Rights (SDR)
ismini verilen haklar, tilkeler tarafindan para gibi kullanilabilmektedir. SDR’ler herhangi bir iilke
tarafindan desteklenmemektedir. Bkz: ORREL / CHLUPATY, s. 159.
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biiyiikliigii en biiyiik kripto para olan Bitcoin’i resmi para birimi kabul eden iilke bile vardir®®*.

Resmi para birimi olarak kabul etmese bile, kendi itibari parasindaki itibarsizliklar sebebiyle

362 Bunun

vatandaglar1 arasinda bitcoin kullanimi artan iilke 6rnekleri de bulunmaktadir
yaninda Bitcoin’in degerindeki dalgalanmalarin gittik¢e azaldig1 da miisahede edilmektedir ve
satt1ig1 mal ve hizmetler karsiliginda Bitcoin ve diger kripto paralar1 kabul eden isletme sayisi
gittikge artmaktadir®®. Tiim bu gostergeler, kripto paralarin itibari paralar gibi piyasada para

olarak kabul edilme ihtimalinin arttigin1 gostermektedir.

Diinyanin en biiyiik sirketlerinden birisi olan Facebook onciiliigiinde Libra®%* ismi
verilen bir dijital para ¢ikarilmasi planlanmistir. Plana gore, Libra yapisi itibariyle hem klasik
itibari paralara benzemekte hem de kripto para teknolojisinin avantajlarindan faydalanmaktadir.
Bu proje ile diinyanin dort bir tarafinda finansal sisteme ulasim saglayamayan insanlarin
kapsama alinmasi amaglanmistir. Ayrica mevcut para sisteminin daha etkinlestirilmesi
hedeflenmistir. Oyle ki para transferlerinin mesaj transferi kadar kolay olmas1 amaglanmstir.
Libra projesi ile diinyanin 6nde gelen itibari para birimleri blokzincir teknolojisi iizerine
tasinmast planlanmistir. Blokzincir iizerinden arz edilecek olan ABD dolari, euro gibi 6nde
gelen itibari paralara, klasik olanlarina gore daha rahat ve etkin erisim imkani1 saglanmasi
diisiiniilmiistiir. Ihrac edilen her paranin karsilig1, rezerv olarak tutulmasi taahhiit edilmis ve
ihra¢ edilen her paranin degerinin itibari paranin degeri ile esit olmasi planlanmistir®®®, Bu
sayede sistemin kullanicilarina ciddi bir giiven agilanmustir. Libra projesinde bu tiir stabil kripto
paralar yaninda Libra Coin isminde 6zel bir kripto para da tasarlanmistir. Bu kripto para

dogrudan herhangi bir itibari paraya veya emtiaya endekslenmemekle birlikte, paranin finansal

361 THE WALL STREET JOURNAL, “El Salvador Becomes First Country to Approve Bitcoin as Legal
Tender”, 09.06.2021, https://www.wsj.com/articles/el-salvador-becomes-first-country-to-approve-
bitcoin-as-legal-tender-11623234476, (E.T. 02.08.2021).

362 Bunlardan birisi Venezuela’dir. Bkz: WARD Orla / ROCHEMONT Sabrina, Understanding Central

Bank Digital Currencies, Institute and Faculty af Actuaries, 2019, s. 6; Yunanistan’da bankacilik

krizinde Bitcoin kullanimi hizlica yiikselmistir. Bkz: NEWSBTC, “Capital Controls in Greece Trigger

Flight to Bitcoins”, https://www.newsbtc.com/news/citi-experimenting-with-bitcoin-technology-for-the-

last-few-years/, (E.T. 27.08.2021).

Yerel isletmelerin yaninda TESLA ve AMAZON gibi diinyanin en biiyiik sirketlerinin de yaptig1 satislar

karsiliginda Bitcoin kabul edecegi yoniinde haberler ¢ikmaktadir. Bkzz BLOOMBERG, “Amazon Has

1.55 Trillion Reasons to Start Accepting Crypto”, 30.07.2021,

https://www.bloomberg.com/news/newsletters/2021-07-30/amazon-has-1-55-trillion-reasons-to-start-

accepting-crypto, (E.T. 02.08.2021).

Projenin ismi daha sonradan “Diem” olarak degistirilmistir. Fakat her iki isim de kullanilmaya devam

etmektedir.

365 Bu tiir kripto/dijital paralar stabil para denmektedir. Stabil paralar dijital formda olmakla birlikte temsil
ettikleri seyin degerine es degerde olmaktadirlar. Sistemin yoneticisi bu durumu saglamaktadir. Stabil
paralarin diger dijital veya kripto paralara nazaran para olma vasfin1 daha ¢ok tasidig1 yoniinde bkz:
CHAUM David / GROTHOFF Christian / MOSER Thomas, How to Issue a Central Bank Digital
Currency, Swiss National Bank SNB Working Papers 3/2021, 2021, s. 8.
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giivenligini saglamak amaciyla likit kaynaklarla desteklenmesi diisliniilmiistiir. Ayrica Libra,
blokzincir teknolojisi tizerinde isletilecek ve akilli s6zlesmeleri de calistirabilecek sekilde
tasarlanmistir®®®, Boylesine iddiali bir proje ABD’deki hukuki diizenlemelerin engellemesiyle

hayata gegememistir®’.

Libra projesi, tagidig1 6zellikler itibariyle mevcut finansal sisteme ciddi bir alternatif

368 Her ne kadar izahnamesinde, mevcut finansal yapiy1 degistirmeyi

getirmeyi amaglamistir
degil tamamlamay1 hedefledigini belirtse de yerlesik finansal sistem iizerinde énemli etkiler
dogurma kapasitesine sahiptir. Zira Libra projesinin kontrolii devletlerde degildir. Cok fazla
kullanim yayginligina ulasirsa devletlerin para sistemi lizerindeki etkinligini sorgulatabilir.
Libra projesi iizerinden ihra¢ edilecek her bir paranin karsiliginin bulunacak olmasi, asil
paralara bagimlilig1 devam ettirse de ilerleyen donemlerde sisteme giiven saglandikca rezerv
bulundurma zorunlulugu kaldirilabilir. Gelismis iilkelerde merkez bankalarina ve finansal
sisteme gliven nispeten yiiksek oldugu i¢in bu durum 6zellikle gelismekte olan devletlerin para
basma yetkisi {izerinde ciddi bir olumsuz etki meydana getirebilir. Libra projesinin yaninda
bolgesel veya ulusal ¢apta bircok 6zel dijital para ihra¢ eden sirketler bulunmaktadir. Cin’de
WeChat ve Alipay, Afrika’da mobil servis saglayicilarmin ¢ikardigi ve mobil telefonlar
iizerinden kullanilarak kullanim kolaylig1 saglayan M-Pesa bu tiir paralara 6rnektir®®®. Bu tiir

ornekler ozellikle giindelik aligverislerde degisim aract olma fonksiyonu gorerek itibari

paralarin kullanilirligini azaltmaktadir.

366 LIBRA ASSOCIATION MEMBERS, White Paper, Libra Association, 2020, s. 1-29; ALLEN Sarah ve
digerleri, Design Choices for Central Bank Digital Currency: Policy and Technical Considerations,
NBER Working Paper Series 27634, 2020, s. 80; Libra hakkinda sentetik uluslararasi para birimi
tanimlamasi i¢in bkz: BRUNNERMEIER / JAMES / LANDAU, s. 22.

367 DWOSKIN Elizabeth / DE VYNCK Geritt, “Facebook’s cryptocurrency failure came after internal
conflict  and regulatory  pushback”, THE  WASHINGTON  POST,  28.01.2022,
https://www.washingtonpost.com/technology/2022/01/28/facebook-cryptocurrency-diem/, (E.T.
21.11.2022).

368 Doktrinde Libra projesinin duyurulmasi {izerine merkez bankalarinin MBDP ¢alismalarini hizlandirdigi

belirtilmektedir. Bkz: SANDNER Philipp / GROSS Jonas / GRALE Lena / SCHULDEN Philipp, The
Digital Programmable Euro, Libra and CBDC: Implications for European Banks, Frankfurt School
Blockchain Center, 2020, s. 6. AUER / CORNELLI / FROST, s. 3; Bir bagka goriise gore bu proje
Bitcoin’den bile daha derin bir etki olusturabilir. Bkzz MAYER Thomas, A Digital Euro to Compete
With Libra, De Gruyter The Economists’ Voice, 2019, s. 1.

369 BRUNNERMEIER Markus K / JAMES Harold / LANDAU Jean-Pierre, Digitalization of Money, BIS
Working Papers No: 941, 2021, s. 2. Giliniimiizde finansal kurumlarinda kendine 6zgii dijital para ¢ikarma
calismalar1 yaptig1 goriilmektedir. Mesela ABD’nin en biiylik bankalarindan JP Morgan tarafindan
yiriitiilen JPM Coin projesi. Bkz: JP MORGAN, “J.P. Morgan Creates Digital Coin for Payments”,
01.02.2021, https://www.jpmorgan.com/solutions/cib/news/digital-coin-payments, (E.T. 2.08.2021); Bu
tiir projeler, ¢ikartan sirketlerin sahip oldugu ag etkisi sebebiyle ¢ok hizli yayilma potansiyeline sahiptir.
Ag etkisi, sirketlerin ¢ok biiyiik pazar paylarina sahip olmalar1 sebebiyle, ¢ikardiklar: yeni iiriiniin kolayca
adapte olabilmesini ifade eder. Bkz: BIS, Annual Economic Report, 2021, s. 67.
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Kripto ve ozel dijital paralarin, para sistemine etkisi arttik¢a, devletlerin para basma
yetkilerini korumak amaciyla tepki verdikleri goriilmektedir. Hem kripto paralarin kullanimi
ve kripto paralara yatirnm yapilmasi konusunda vatandaslarimi uyarmakta hem de giinliikk
hayatta para olarak kullanilmalarini yasaklamaya doniik politikalar gelistirmektedirler. Bunun
yaninda 6zellikle dijitallesmenin kaginilmaz olmas1 sebebiyle kendi ihrag ettikleri paralar da
dijital hayata uygun hale getirmeye calismaktadirlar®’®. Son derece yavas olan mevcut sistemi
hizlandirabilme adina diinyanin farkli yerlerinde yedi giin yirmi dort saat internet ve mobil
bankacilik iizerinden para transferi son yillarda etkinlestirilmeye baslanmistir®’*. Fakat kripto
paralarin getirdigi yenilikler sadece kiigiik degisikliklerle karsilanmayacak kadar biiyiiktiir®’2.
Bu sebeple bircok devlet merkez bankalar1 aracilifiyla Merkez Bankasi Dijital Parasi’mi

(MBDP) ¢ikarmaya yonelik ¢alismalara baglamistir®”3,

Bu projelerde para basma yetkisine tehdit olarak ortaya ¢ikan dijitallesme ve blokzincir
gibi teknolojilerin kullanilmasiyla yeniden para basma yetkisi kuvvetlendirilmesi
amaclanmaktadir. Devletler madeni paraya ve kagit paraya gegiste oldugu gibi, piyasanin
iirettigi yeni bir para tiirlinii (dijital ve kripto paralar1), kendi kontrollerine alma ¢abasi icindedir.
Bu acidan MBDP’ler, devletlerin egemenlikleri agisindan dnemli bir gelisme olma vasfindadir.
Takip eden baslikta diinya tizerinde MBDP’ler hususunda 6ncii olan devletlerin ¢alismalari

ortaya konarak, Tiirkiye’de devam Dijital Tiirk Liras1 (DTL) i¢in ¢ikarimlar yapilacaktir

D. MERKEZ BANKALARININ CIKARDIGI DiJITAL PARALAR
2009 yilinda Bitcoin’in faaliyete gegcmesiyle ortaya ¢ikan kripto paralar, merkez

bankalarinin para basma yetkilerini sarsacak boyuta ulasmistir®’*. Devletler ilk baslarda kripto

370 Doktrinde merkez bankalarinin dijital para ¢ikarmadaki amaci olarak; gelismis iilkelerde nakit

kullaniminin azalmasi ve nakit yerine hazirlik yapilmasi, gelismekte olan iilkelerde ise finansal
kapsaminin artirilmasi gosterilmektedir. Bkz: MANCINI-GRIFFOLI ve digerleri, s. 27.

s Mevcut bankacilik sisteminde yapilan dijital yeniliklerin bir kismi igin bkz: MANCINI-GRIFFOLI ve

digerleri, s. 12; BIS, 66.

Bu hususta Sentetik Merkez Bankasi Dijital Parasi ¢aligmalar1 da goriilmektedir. Bu para 6zel bankalar

tarafindan ihrag edilmekte fakat iilke i¢inde gegerli para birimi olmaktadir. Bkz: KIFF John ve digerleri,

A Survey of Research on Retail Central Bank Digital Currency, IMF Working Paper WP/20/104,

2020, s. 9; VILLAVERDE Jesus Fernandez / SANCHES Daniel / SCHILLING Linda / UHLIG Harald,

“Central Bank Digital Currency: Central Banking for All?”, Review of Economic Dynamics, S. 41, 2021,

S. 226; Merkez bankas1 yiikiimliiliigli olmakla birlikte standart itibari paralara benzeyen “dijital itibari

para” tartigmalari i¢in bkz: YAO Qian, “A Systematic Framework to Understand Central Bank Digital

Currency”, Science China, C. 61, 033101, 2018, s. 1-8.

BIS tarafindan yapilan ankete gore 2020 yilinda ankete katilan merkez bankalarinin %80°i MBDP ihrag

etmeyi diisiinmektedir. Bkz: AUER / CORNELLI/ FROST, s. 3.

374 CATLI Mehmet / SIMSEK Siimeyye, “Dijital Para ve Egemenlik”, TAAD, S. 48, 2021, s. 151-184;
Esasinda kripto paralardan ¢ok oOnce, 1998 yilinda, elektronik paralarin devletin kontrol giiciinii
etkileyebilecegi belirtilmisti. Bkz: HELLEINER Eric, “Electonic Money: A Challenge to the Sovereign
State?”, Journal of International Affairs, C. 51, S. 2, 1998, s. 387-4009.
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paralara kars1 dogrudan bir politika gelistirmemekle birlikte, kullanimlar1 arttik¢a karsi adim
atmanin kacinilmaz oldugunu diisiinmeye baslamislardir. BIS, IMF, AB gibi uluslararasi
kuruluslar merkez bankas: dijital paralari®” hakkinda raporlar yayimlamaya baglamistir. Bunun
yaninda bazi iilkelerin MBDP uygulamalarina basladigi goriilmektedir. Anlasilacagi iizere
devletler, para basma yetkilerini ve para tizerindeki kontrollerini kaybetmek istememekte,
degisen teknoloji ve insan ihtiyaglar1 karsisinda para sistemini yenilemeyi diisiinmektedirler.
Bu sayede paranin kontroliinii bagka aktorlere birakmamayi amag edinmektedirler. Her devletin
0zel durumu farkli oldugu i¢in ¢ikarilmasi diisiiniilen veya ¢ikarilan MBDP’ler farkli 6zellikler
barindirabilmektedir. Heniiz yeni bir konsept olduklari i¢in faydalar1 ve barindirdigi riskler
konusunda kesin konugulmamas1 gerekir. Pilot veya tam uygulamalar yayginlastik¢a daha net

sonuglar ortaya ¢ikabilir’®.

Esasinda paranin dijitallesmesi siireci, giinliik hayatta ¢ok hissedilmese de merkez
bankasi ile ticari bankalar ve diger finansal kurumlar arasindaki islemlerde ¢oktan baslamistir.
Artik merkez bankalar ihrag ettikleri paralarin biiyiik cogunlugunu dijital olarak ihrag etmekte
ve ilgili bankalarin hesabina sadece dijital olarak tanimlamaktadir. Piyasanin ihtiyaci kadar para
ise kagit olarak basilmaktadir. Merkez bankasinin dijital olarak ihrag ettigi bu paralar dogrudan
kisilere dagitilmamakta, bunun yerine ticari banka hesaplar1 araciligiyla kisilere intikal
etmektedir. Bagka bir ifadeyle mevcut sistemde de dijital formda merkez bankasi tarafindan
ihra¢ edilen para bulunmakta fakat bu paralar sadece bankalara ve finansal kuruluslara
aktarilmakta, dogrudan kisilerle paylasilmamaktadir. Kisiler banka hesaplarindaki paralar i¢in

dogrudan merkez bankasina basvuramamakta, 1lgili ticari bankayla muhatap olmaktadirlar.

Bahsedilen elektronik merkez bankasi parasi, teknoloji olarak kagit paradan farkli
goriinse de esasinda temelinde ayni sistem bulunmaktadir. Kisiler para talebini biiyiik bir
oranda ticari banka hesabi tizerinden olusturduklari i¢in pratik kolaylik amaciyla getirilmis bir
sistemdir. Bu sistemde kisiler istedikleri zaman ticari bankalarda dijital olarak goriilen
paralarini kagit olarak bankadan cekebilirler. Merkez bankasi kagit para talebinin fazla oldugu
durumlarda bankalardan dijital paray1 alarak yerine kagit para vermekte ve bu kagit paralar iilke

genelinde ihtiyaca gore dagitilmaktadir. Sonug itibariyle bu tiir dijital merkez bankasi parast,

375 AB’nin “merkez bankasi dijital parasi” yerine “merkez bankasi sanal parast” kavramini kullandig:

goriilmektedir. Bkz: LASTRA Rosa Maria / ALLEN Jason Grant, Virtual Currencies in Eurosystem:
Challenges Ahead, Monetary Dialogue, European Parliament, 2018.

376 MANCINI-GRIFFOLI ve digerleri, s. 4, 5; Diinya iizerinde Bahamalar Devleti MBDP uygulamaya
baslamistir. Bkz: SVERIGES RIKSBANK, “Difference between e-kronor, cryptocurrencies and crypto-
assets”, 17.06.2021, https://www.riksbank.se/en-gh/payments--cash/e-krona/difference-between-e-
krona-and-crypto-assets/, (E.T. 21.08.2021).
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kagit paranin tamamlayicisi ve tam vekili niteliginde olup, merkez bankasi tarafindan dogrudan

halka sunulmamaktadir. Asagida izah edilecegi iizere, MBDP’lerde ise durum ¢ok farklidir®”’.

Hentiz yeni bir kavram oldugu icin MBDP’nin tanim1 oturmus degildir. Her iilke kendi
ihtiyaclart dogrultusunda ihra¢ etmeyi planladigi MBDP i¢in farkli bir tanim ortaya
koyabilmektedir. Ayrica sistemin teknik olarak sahip olacagi Ozellikler de heniiz

netlesmemistir’®

. Mesela Finlandiya Merkez Bankasi’na gére MBDP; herkesin tutabildigi,
ticari banka mevduatlar1 ve nakit ile ayn1 degere sahip, perakende satislarda 6deme yontemi
olarak kullanilabilen, kisiden kisiye isleme miisaade eden ve bir merkez bankas1 yiikiimliligii
olan dijital paradir®’®. Ingiltere Merkez Bankas1’na gore; halkin genel kullanimina acik, klasik
paraya gore daha fonksiyonel ve farkli bir altyapiya sahip, normal oranlardan farkli faiz
tasiyabilen elektronik merkez bankasi parasidir®’. ABD Merkez Bankas1 FED’e gore; genel
halk icin kullanilabilir olan merkez bankasi dijital yiikiimliiliigiidiir®!. IMF’ye gore; Bir
devletin merkez bankasi veya diger bir kurumu tarafindan ihrag edilen ve ihra¢ eden kurumun

382

ylkiimliiliigii olan itibari paranin dijital temsili halidir***. Kisa ve 6z bir tanima gére MBDP,

383

merkez bankasi tarafindan dijital formda ihrag edilen itibari paradir®®°. Ticari banka mevduatlar

aksine dogrudan merkez bankas1 yiikiimliiliigii oldugu igin nakit paraya benzemektedirlers®*.
Biitiin bu ayr1 tanimlar1 dikkate alarak MBDP’ler, merkez bankalarimin yiikiimliiligi olarak
ihrag edilen, kural olarak herkesin kullanimina agik, temelindeki teknolojiler sayesinde standart

dijital paralardan daha fonksiyonel olan dijital resmi para birimi olarak tanimlanabilir.

MBDP, kripto paralardan farklidir. Kripto paralar genellikle herhangi bir i¢sel degerden
ve devletin verdigi giivenden yoksun ortaya ¢ikmaktadirlar. Ayrica bir kisminin degeri son
derece dalgalidir. Hukuki diizenleri ise hala tam olarak belirli degildir. Buna mukabil merkez
bankalar tarafindan ihrag edilen/edilmesi diisliniilen MBDP’ler, goriiniiste nakit paranin veya

banka mevduatlarinin aynisi olacaktir. Alt yapist cok daha farkli olsa da son kullanici agisindan

s Doktrinde, merkez bankalarinin bankalara yonelik ¢ikardig: dijital itibari para benzeri “toptan MBDP”

¢ikarilmasina yonelik caligmalar da yapilmistir. Fakat bu tir MBDP ¢aligmalarimin mevcut sisteme
fazlaca bir etkisi olmayacagi i¢in ayrintisina girilmeyecektir. Bkzz CHAUM / GROTHOFF / MOSER, s.
2; GRYM ve digerleri, s. 1; MANCINI-GRIFFOLI ve digerleri, s. 7.

378 ALLEN ve digerleri, s. 11.

378 GRYM Aleksi / HEIKKINEN Paivi / KAUKO Karlo / TAKALA Kari, Central Bank Digital Currency,
BoF Economics Review, 2017, s. 2.

380 KUMHOF Michael / NOONE Clare, Central Bank Digital Currencies — Design Principles and
Balance Sheet implications, BoE Staff Working Paper No. 725, 2018, s. 4.

381 FED, Money and Payments: The U.S. Dollar in the Age of Digital Transformation, Board of
Governors of the Federal Reserve System, 2022, s. 1.

382 KIFF ve digerleri, , s. 9.

383 ALLEN digerleri, s. 5; Benzeri bir tanim Avrupa Merkez Bankasi tarafindan da yapilmistir. Bkz:
BINDSEIL, s. 4.

384 BIS, s. 72.
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paranin yerine getirdigi fonksiyonlar1 benzer sekilde yerine getirecektir ve merkez bankasi
destegine sahip olacaktir. Bu benzerlikler yaninda mevcut parasal sisteme bazi1 fonksiyonel
ozellikler getirmesi beklenmektedir®®. Ozet olarak MBDP’ler, mevcut finansal yapida devrim
yapmak isteyen kripto paralara ve blokzincir teknolojisine karsi, mevcut finansal yapiy1 dijital

caga daha fazla uydurmay1 amag edinmis bir merkez bankas1 parasidir>®,

Yukarida bahsedildigi iizere giiniimiiz finansal sisteminin ¢ogunlugu merkez bankalari
tarafindan ¢ikarilan itibari paralara dayali banka mevduatlarindan miitesekkildir. Nakit para
kullanimi gittikce azalmaktadir. Bunun yaninda 6zel firmalar tarafindan gerek itibari paralara
dayanan gerek kendi 6l¢iim birimi olan ve dijital para olarak isimlendirilen sistemler gittikce
yayginlagsmaktadir. Kripto paralar ise daha ¢ok yatirim araci olarak goriilmektedir. Boyle bir
sistemde MBDP’lere ihtiya¢ neden ortaya ¢ikmaktadir? Tek sebep devletlerin kripto paralara
ve diger 6zel dijital paralara kars1 itibari parasim koruma cabast midir?*®” Eger boyle olsaydi
MBDP’lerin yayginlik kazanmasi zor olurdu. Doktrinde farkli iilke proje ve uygulamalar

gdzetilerek, MBDP’lerin finansal sisteme getirebilecegi yenilikler siralanmistir3®:

e Tasarruf: Klasik bankacilik sistemi yiirittiigli islemler i¢in taraflardan ciddi bir
komisyon almaktadir. Tiirkiye’de bu komisyonlar genelde saticidan alindig i¢in alict
bunu hissetmemektedir. MBDP verimli bir sistem iizerinde isletilecegi ve nakit benzeri
olacagi icin komisyon veya ticret yiikii tasimayacaktir.

e Anonimlik: Kripto paralarda anonimlik ve mahremiyet kismen saglanmis olsa da 6zel
dijital paralarda bu husustan sz edilemez. Ozel dijital paralarla yapilan her islemin
verisi ilgili firmanin kontroliindedir. Bu durum kisisel veriler agisindan sakinca
dogurabilir. Fakat MBDP’lerde veri kontrolii merkez bankalarinda olmaktadir. Bu
durum bir nebze daha gilivence saglamaktadir.

e (Cevrimdist 6deme: Mevcut kripto paralarda ve dijital paralarda c¢evrimdisi 6deme
yapmak miimkiin degildir. Fakat MBDP’ler yoluyla merkez bankalarinin buna imkan

saglayabildigi goriilmektedir.

385 EUROPEAN CENTRAL BANK; s. 50.

386 BIS, MBDP’nin gerekgeleri olarak; dijital yeniliklerin parasal sisteme tagmnmasi, finansal sisteme yeni

servis saglayicilarinin girmesi, nakit para kullaniminin gittikce azalmasi ve kripto para kullaniminin

artmasim gostermistir. Bkz: BIS, Central Bank Digital Currencies, BIS Committee on Payments and

Market Infrastructures, 2018, s. 3.

Nitekim giintimiizde nakit kullanim1 ¢ok azalmistir ve parasal sistem neredeyse tamamen dijitallesmistir.

Bkz: SHEN / HOU, s. 3, 4.

388 YANG Shuo / LIN Yinggi / SU Derek, Reinventing the Yuan for the Digital Age, Goldman Sachs
Equity Research, 2020, s. 34; SHEN / HOU, s. 3.
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e Farkli platformlarda kullanilabilme olanagi: Bir¢ok dijital para sadece kendi
ekosisteminde gegerli olacak sekilde tasarlanmaktadir. Fakat MBDP’ler iilke icerisinde
hukuki yapiya sahip ¢evrimigi veya c¢evrimdisi her yerde gecerli olacaktir. Zira
MBDP’ler resmi para birimi 6zelligine sahiptir.

e Programlanabilme: Akilli s6zlesme teknolojisinin MBDP’lerde uygulanacak olmasi
diger dijital paralara nazaran fonksiyonelligini arttiracaktir. Fakat bu 6zellik, teknoloji
gelistikge diger dijital para saglayicilari tarafindan da kopyalanabilir.

e Ulasilabilir olma: MBDP’ler finansal hizmetlere erisimi olmayan kisileri de finansal
sisteme tasima amacini tasimaktadir. Bu sebeple kullanim ve katilim kolayligi saglama
hedefleri vardir. Fakat dijital para sistemlerinde banka hesab1 veya bir platforma iiye
olma gibi sartlar istenmektedir.

e Resmi para birimi olma: MBDP’ler tipki nakit para gibi resmi para birimi statiisiine
sahip olacaktir. Bunun anlami, devlete yapilan 6demelerde kabul edilmesi ve diger 6zel
kisilerin de kabul etme zorunlulugunun bulunmasidir. Diger dijital paralar veya kripto

paralar icin ayn1 sey sOylenemez.

1. Merkez Bankasi Dijital Paralarimin Nitelikleri
Paranin tarihi siirecine bakildiginda, yeni bir devrimsel siirecin i¢inde oldugu goriiliir.
Bu devrim siireci merkez bankalari tarafindan yapilan MBDP calismalariyla somutlasmaktadir.
Nitekim ilk olarak yaygin kullanilan metal paralar para sistemine standart koydugu
goriilmektedir. Daha sonra kullanim kolayligin1 saglamak ve arzi artirmak amaciyla diinya
genelinde kagit para sistemine gecilmistir. Giinlimiizde yeniden kullanim ihtiyaglar1 ve
fonksiyonel faydalar1 sebebiyle kagit paradan dijital paraya dogru bir yonelis vardir. Bu yonelisi

kripto paralarin icad1 hizlandirmigtir.

Oncelikle MBDP’ler kullanim agisindan bankalar araciligiyla halka sunulabilse de
dogrudan merkez bankas1 yiikiimliiliigii olacaktir®®®. Kisilerin sahip olduklart MBDP, merkez
bankasi veritabaninda tutulacak, bankalar tecriibeleri vesilesiyle giinliik kullanimda kisilerle
muhatap olacaklardir®®®. Ayrica MBDP’ler klasik paradan ¢ok daha fazla fonksiyona sahip

olma kapasitesi tagimaktadir. Tercihe gore merkezi olmayan dagitik bir veri tabaninda dahi

389 Merkez bankasi yiikiimliiliigiinde halka sunulan ilk dijital para Finlandiya’da 1990’1l yillarda farkli

asamalarda sunulmustur. Daha sonra bankacilik sektoriinde mevduatlar iizerinden dijital ve elektronik
bankacilik gelistikge sistem terkedilmistir. Bkz: GRYM Aleksi, Lessons Learned From The World’s
First CBDC, BoF Economics Review, 2020.

MBDP’nin merkez bankalar1 tarafindan dogrudan halka yo6nelik olarak ihra¢ edilmesi miimkiin olsa da
operasyonel zorluklar sebebiyle tavsiye edilmemektedir. Bkz: CHAUM / GROTHOFF / MOSER, s. 10.
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isletilmesi miimkiindiir. MBDP iizerinde akilli s6zlesmeler yoluyla paranin akilli bir sekilde
hareket etmesi temin edilebilir. Bunun yaninda nakit paray1 tamamen piyasadan ¢ekebilme
imkani da ortaya ¢ikacaktir. MBDP’ler; faiz tasiyip tasimama, token veya hesap bazli olma,
yabancilarin kullanimina veya uluslararasi kullanima hazir olup olmama, merkezi veya dagitik
yapt kullanma hususlarinda politik tercihlere gore sekillenecektir®®!. Tiim bu o6zelliklerin

ayrintisina bu boliimde deginilecektir.

a. Sistemsel Yapi

Kripto paralar sahip oldugu dagitik defter ve blokzincir teknolojisi sayesinde giivenligi,
seffafligi, denetimi, mahremiyeti ve verimliligi saglayabilmektedir. Sagladig1 avantajlar
sayesinde klasik para sisteminin devamini tehdit eden kriptolara karst benzeri teknolojileri
devletin sagladig giivenle birlikte sunmak, bir ¢6ziim olarak diistiniilebilir. Bu sayede kisiler
kimligi belli olmayan veya 6zel kesim tarafindan c¢ikarilan kripto paralar yerine devlet
tarafindan c¢ikarilan MBDP’leri tercih edebilecektir. Bununla birlikte dagitik defter ve
blokzincir teknolojisinin kamusal amaglarla kullanimi yerinde olmayabilir. Boyle bir sistemde
sistemin idaresi diinyanin her tarafindan katilim saglayan madencilerin ortak karari ile
saglanmaktadir. Kamuya ait sistemlerin kamunun yarar1 dogrultusunda kullanilmas1 gerekir.
Sistem kontroliiniin belli kisi veya kisilerin eline ge¢mesi engellenmeli, kontrol kamu
idaresinde olmalidir. Bu sebeple blokzincir ve dagitik defter teknolojileri kullanilacaksa bile

sistemin yOnetiminin izne tabi olmas1 gerekmektedir.

Bitcoin sisteminde para arzi kimsenin kontroliinde degildir ve arz edilen yeni paralar
madenciler arasinda paylasilmaktadir. Senyoraj gibi 6nemli bir gelir kaynagini kaybetmek
istemeyen devletler boyle bir sistemi kabul etmeyeceklerdir. Bunlarin yaninda sistem iizerinden
konusu sug teskil eden islemlerin ve kara para aklama faaliyetlerinin yiiriitiilmesinin 6nlenmesi
dagitik defter teknolojisi ile zorluklar ¢ikarabilir. Ayrica blokzincir ve dagitik defter teknolojisi
iizerinden ytiriitiilebilecek islem say1s1 sinirhidir ve biiyiik tilkelerin ihtiyaglarina cevap verecek

393

seviyede degildir®®2. Bu sebeple getirecegi baz1 faydalar olsa bile®® yiiksek riskler barindirdig

icin dagitik defter ve blokzincir teknolojisi mevcut durumda MBDP’ler igin ¢ok da uygun

301 SHI/ZHOU, s. 11.

392 YANG / LIN / SU, s. 19; Buna mukabil dagitik defter teknolojisinin getirebilecegi faydalar sdyle
siralanmistir: sistemsel giivenligi artirabilmesi, dogru bilgiyi daha iyi koruyabilmesi ve belli yonlerden
daha etkin bir sistem olmasi. Bkz: KLEIN Manuel / GROSS Jonas / SANDNER Philip, The Digital Euro
and the Role of DLT for Central Bank Digital Currencies, FSBC Working Paper, 2020, s. 7, 8.
Bagka bir ¢alismada mezkur faydalar su sekilde sayilmistir: masraflar1 disiirebilmesi, transfer hizim
artirmasi, veri ve sistem giivenligini artirmasi. Bkzz WARD / ROCHEMONT, s. 16.
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degildir®®*. Bittabi teknoloji gelistikge bu teknolojileri kullanan veya kullanmay1 planlayan

MBDP 6rnekleri bulunmaktadir. Asagida somut 6rnekler kisminda bunlara deginilecektir.

Bir baska se¢enek olarak giiniimiizde kullanilan klasik merkezi sistemlerin MBDP’lerde
kullanilabilmesi miimkiindiir. Dagitik defter ve blokzincir teknolojilerinin getirdigi avantajlarin
bircogunu merkez bankalar1 biinyelerinde barindirmaktadir. Mesela merkez bankalari,
diinyanin ¢ogu yerinde, kurumsal olarak o iilkede yasayan insanlara parasal sistem hakkinda

gerekli giiveni zaten saglamaktadir®®

. Mahremiyet a¢isindan duruma bakildiginda, islem
verilerin merkez bankalarinin kontroliinde olmasi ¢ogu kisiyi mahremiyet agisindan rahatsiz
etmeyebilecektir. Diger kripto paralarda islem verileri ya anonim olarak halka agiktir ya da 6zel
tesebbiislerin kontroliindedir. Bu secenekler yerine giivenilir bir merkez bankasinin verileri
kontrol etmesi tercih edilebilir. Buna mukabil ilgili iilkede merkez bankasi halk nezdinde
gerekli gliveni saglayamamissa, MBDP, kripto paralara dogru baslayacak bir akini

engelleyemeyebilir.

Kripto paralar token bazli faaliyet gosteren sistemlerdir. Giiniimiizdeki kurulu finansal
diizen ise hesap bazli yiiriimektedir®®. Ikisi arasinda temel farkliliklar bulunmaktadir. Token
bazli sistemlerde para daha ¢ok metal parayr andirmaktadir. Sistem igerisindeki her birim
kendine 6zgli bir yap1 tasi niteligindedir ve 6deme, token sahipliginin degismesi aninda
olmaktadir. Token bazli sistemlerde banka hesabi benzeri hesaplar degil dijital clizdanlar
bulunmaktadir. Bu sebeple nakit benzeri mahremiyet imkani saglamaktadir. Eger bir merkez
bankasi1 token bazli sistemde paray1 ihrag ederse, sonra tekrar miidahale sans1 ¢ok az olacaktir.
Ayrica faizli sistem token bazli sistemlerde daha zor isletilmektedir. Hesap bazli sistemlerde
ise parayi ihrag¢ eden, para iizerindeki hakimiyetini korumaktadir. Sistemde esas olan kisiler ve
hesaplaridir. Para kredi sistemine benzer sekilde kisisel hesaplara tanimlanan bir kredi seklinde

kabul edilmektedir. Odemeler merkezi sistem yoneticisinin onayiyla gerceklesmektedir.

394 BERENTSEN Aleksander / SCHAR Fabian, “The Case for Central Bank Electronic Money and the Non-
case for Central Bank Cryptocurrencies”, Federal Reserve Bank of St. Louis Review, C. 100, S. 2, 2018,
s. 103; KIFF ve digerleri, s. 29; Dagitik defter teknolojisinde veritabani 6zel kisilerce de tutulursa durum
daha karmagik olabilecektir. Ayrica klasik sistemlere gore daha yavas olacaktir. Bkz: ALLEN ve
digerleri, s. 23; GRYM ve digerleri, s. 5, MANCINI-GRIFFOLI ve digerleri, s. 9; EUROPEAN
CENTRAL BANK, Report on a Digital Euro, European Central Bank Eurosystem, 2020, s. 40, 41;
Bununla birlikte gilivenlik ve siirekli operasyonellik hususunda dagitik defter teknolojisinin getirebilecegi
faydalar goz ardi edilmemelidir. Bkz: BANK OF ENGLAND, s. 41; Doktrinde dagitik defter ve
blokzincir teknolojisi tlizerinde ¢alisan, merkez bankalarinin para arzini kontrol edebildigi bir sistem
onerilmektedir. RS Coin 6nerisi i¢in bkz: DANEZIS George / MEIKLEJOHN Sarah, Centrally Banked
Cryptocurrencies, Cornell University, 2015, s. 1.

3% BIS, s. 70.

396 KIFF ve digerleri, s. 25.
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Sistemin isletilmesi klasik sistemlere benzedigi i¢in masraflar ¢ok daha az olacaktir®®’. Buna
mukabil token bazl sistem mahremiyeti daha iyi saglama potansiyeline sahiptir®®®, Token bazl
sistemler daha ¢ok nakit paraya benzerken, hesap bazli sistemler banka mevduatlarina

399

benzemektedir®®”. Token bazli sistemlerde merkez bankasinin miidahale imkani daha az oldugu

icin hesap bazl1 sistemler tavsiye edilmektedir®®.

b. Akl Sézlesmelerin Uygulanmast

Akilli s6zlesmeler, birgok alanda getirdigi fonksiyonlar vesilesiyle verimlilik ve etkinlik
artis1 saglamaktadir. MBDP’ler, akilli sézlesmeler sayesinde paranin akilli hale gelmesine
aracilik edebilir. Bu sayede, para politikasi ¢ok daha etkili kullanilabilir. Mesela COVID-19
pandemisinde, diinyanin bir¢ok yerinde devletler vatandaslarina dogrudan para dagitmistir.
Buradaki amag kisilerin kaybettikleri gelirlerini telafi ederek gecimlerini karsilamalarini
saglamak ve ekonomik durgunlugu engellemektir. Fakat bu paralarin bir kism1 ge¢imini zaten
saglayabilen kisilere gittigi i¢in harcanmak yerine ¢esitli piyasalarda yatirima
doniisebilmektedir. Bu durum ise finansal balonlarm olusumuna zemin hazirlamaktadir. Iste
bunu engellemek amaciyla, akilli sézlesme teknolojisinin sagladigi fonksiyonlarla, dagitilan
paranin harcanabilecegi yerler onceden belirlenebilir. Belirlenen yerler disinda paranin
harcanmas1 miimkiin olmaz. Bu durumda paranin harcanmasi garanti edilmis olur, harcanacak
sektor bile belirlenebilir*®t. Bu, akilli paralarin fonksiyonlarini anlamak adina bir numune-i
imtisaldir. Sarth 6demeler, 6zel sektor tarafindan yeni fonksiyonlar iiretilebilmesi, nesnelerin
internetinde  kullanilabilmesi, akilli  sozlesmelerin para birimlerine  getirebilecegi
fonksiyonlardandir*®2, Bagka bir ismiyle programlanabilir para sayesinde merkez bankalari

acisindan parasal sistem yeni bir asamaya gegebilecektir.

Alkall1 para diisiincesi esasinda ¢ok onceleri ileri siirlilmiistii. Milton Friedman’a gore bu

para sayesinde piyasadaki para miktar1 diizenli olarak artacak, politik gerekgelerle para miktari

397 CHAUM / GROTHOFF / MOSER, s. 4; MANCINI-GRIFFOLI ve digerleri, s. 4.

398 AGUR Itai / ARI Anil / DELL’ARICCIA Giovanni, Designing Central Bank Digital Currencies, IMF
Working Paper WP/19/252, 2019, s. 5.

399 LEE Michael / MARONE Brendan / MARTIN Antoine, Token- or Account-Based? A Digital
Currency Can Be Both, Federal Reserve Bank of New York, 2020; CHAUM / GROTHOFF / MOSER,
s. 8; NORGES BANK, Central Bank Digital Currencies, Norges Bank Papers, 2018, s. 8.

400 BORDO Michael D/LEVIN Andrew T, Central Bank Digital Currency and The Future of Monetary
Policy, NBER Working Paper Series 23711, 2017, s. 2, 6; Her iki sistemin birbirine karsi istiinliikleri
oldugu ve her iilke icin ayr1 ayr1 degerlendirilmesi gerektigi yoniinde bkz: BANK OF ENGLAND, s. 47,
Hesap bazli sistemler mahremiyet agisindan kotii olsa da sug islenmesinin ve kara para aklanmasinin
Onlenmesi i¢in sarttir. Bkz: BIS, s. 85.

401 ALLEN ve digerleri, s. 69.

402 BANK OF ENGLAND, Central Bank Digital Currency Opportunities, Challenges and Design,
Discussion Paper, 2020, s. 6, 29.
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degistirilemeyecekti. Yazilan algoritmaya gore paranin smirli veya smirsiz olmasit da
miimkiindii. Fakat Keynesyen iktisadi goriisii ileri siirenler bu Oneriye karst ¢ikmistir. Zira
onlara gore piyasada olusan aksakliklar devlet miidahalesiyle giderilmelidir*®. Paranin diizenli
bir sekilde kendisini kontrol edebilmesi goriisii glinlimiizde de gegerli olabilir. Bugiine kadar
uygulanmamis olsa da bundan sonra ekonomiye fayda getirmeyecegi One siiriilmemelidir.
Giiniimiizde anayasal iktisat goriisiiniin de ileri siirdiigii iizere, para ve maliye politikalart

hususunda hiik@imetlere genis yetkiler verilmemelidir*®*

. Her ne kadar para arzi, hitkkiimetlerden
bagimsiz calistig1 diisiiniilen merkez bankalarinca kontrol edilse de bunlarin hiikiimetten hig
etkilenmedigini diisiinmek dogru olmayacaktir. Kisa siireli siyasi ¢ikarlar i¢in tilkelerin iktisadi
gelecekleri heba edilebilmektedir. Bu sebeple anayasal iktisat¢ilarin da ileri stirdiigli tizere, para
arzinin ekonomik biiylimeyle sinirli olmasinin anayasal bir hiikiim olmas1 ve akilli sézlesme
temeline dayanan akilli para sistemleriyle bunun temini saglanabilir*®®. Esnekligin temini i¢in

hiikiimetlere parlamento onay1 sart1 ile kiigiik ve belli bir oranda genisleme firsat1 verilebilir.

Bu oran normal zamanlarda mevcut para arzinin %2’si olaganiistii zamanlarda %10’u civarinda

olabilir4%,

c. Faiz Uygulanabilmesi

MBDP’ler kagit paranin yok olmaya baslamasi iizerine ortaya ¢ikmaktadir. Kagit
paranin yerini alacak olan bu paralarin tipki kagit paralarin tasidig1 fonksiyonlari tagimasi ve
kagit paralarin bir tiir dijital sekli halinde ihra¢ edilmesi miimkiindiir. Fakat merkez bankalar1
MBDP’leri, kagit paralarin 6nemli bir para politikasi aract olarak kullanmayi diisiinebilir.
Merkez bankalarinin en 6nemli para politikasi araglarindan olan faiz oranlarinin MBDP’lere de
uygulanabilmesi politika etkinligini olumlu yonde etkileyecektir®®’. Merkez bankalari, MBDP
lizerindeki faiz oranlarmni ayarlayarak finansal istikrar1 saglamaya calisacaklardir®®®, Bunun

yaninda kagit paralar piyasada bulundugu siirece var olan alt sinir problemi, MBDP’lerin kagit

403 SOLOWEY Jack, “Digital Delegation Doctrine: Central Bank Digital Currencies and the Future of the
Separation of Powers”, New York University Journal of Law & Liberty, C. 12, S. 3, 2019, s. 902.

404 Anayasal iktisat hakkinda ayrintili bilgi i¢in bkz: SAKAL Mustafa / SAHIN Elif Ayse, “Anayasal
iktisatin Temel Felsefesi ve Tiirkiye’de Uygulanabilirlik Kosullar1”, Eskisehir Osmangazi Universitesi
Sosyal Bilimler Dergisi, C. 10, S. 1, 2009, s. 75-114.

405 KLEIN / GROSS / SANDNER, s. 14.

406 COVID-19 sebebiyle kimi iilkelerin para arzini %100°den fazla artirdig1 goriilmektedir. Bu sebeple %10
az gorilebilir fakat %100°lik para artisinin ekonomi {izerindeki etkilerinin kotii olabilecegi
belirtilmektedir. Bkz: BONATTI Liugi / FRACASSO Andrea / TAMBORINI Roberto, COVID-19 and
the Future of Quantitative Easing in the Euro Area: Three Scenarios with the Trilemma, European
Parliament Monetary Dialogue Papers, 2020, s. 22-28.

407 BORDO /LEVIN,s. 2.

408 KUMHOF / NOONE, s. 8; RESERVE BANK OF NEW ZEALAND, Bulletin, Vol. 81, No. 7, 2018, s.
13.
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paranin yerini almasiyla ortadan kalkabilir. Alt sinir problemi, piyasa faizinin negatif seviyelere
indirilemeyecegini, eger indirilirse kisilerin nakit paraya gecerek sifir faizi tercih edecegini
anlatir*®®. Nakit paranin tamamen kaldirildigi ve MBDP’lere de piyasadaki gibi negatif faizlerin

uygulandigi bir ortamda boyle bir problem olmayacaktir®°.

Bunun yaninda MBDP’lere faiz uygulanmasi klasik banka mevduatlarindan ¢ikisa
sebep olabilir. Ticari bankalar buna tepki olarak mevduat faizlerini artirmay1 diisiinecektir. Bu
durumda kredi faizleri de artacak ve ekonominin genelinde olumsuz etki olusturacaktir*'!. Bu
tiir durumlar1 engellemek i¢in MBDP’ler dogrudan merkez bankalarinca degil, ticari bankalar
aracilifiyla ihra¢ edilmelidir. Kisiler dogrudan merkez bankasi ile muhatap olmamalidir. Bu
sayede yerlesik finansal sistemin bir anda ortadan kalkmasi veya biiyiik bir darbe almasi
engellenebilecektir*?2, MBDP’ler bankalarda vadeli mevduat olarak tutulmayan tiim
hesaplardaki paray1 kapsayacaktir. Vadeli mevduatlar ticari banka parasi olarak kabul edilirken
digerleri dogrudan merkez bankasinin ylkiimliiliigii olan elektronik itibari para statiisiinde

olmalidir*®3.

d. Nakit Parayi Tamamen Kaldirabilme Imkini

18. yiizyildan itibaren yogunlasan bir sekilde kullanilan kagit paralar bir¢ok avantajin
yaninda dezavantajlari da biinyesinde barindirmaktadir. Avantajlarinin biri metal paralara gore
kullanim kolaylig1 saglamasidir. Fakat dijital paralarin kullanimi kagit paralardan da kolaydir.
Buna mukabil sagladigi mahremiyet halen 6nemli bir avantaj olarak durmaktadir. Dijital olarak
kaydedilen islemler her zaman mahremiyet ihlali ihtimalini barindirabilecektir**4. Kagit veya
metal para ile yapilan &demeler ise kural olarak muhatap disinda kimse tarafindan
bilinemeyecektir. Bunun yaninda anlik §deme imkani*™®, internet altyapisina ihtiyag olmaksizin

islem yapabilmesi ve kullaniminin kolay olmasi, sahtecilige karsi belli bir giivenlik temin

409 DAGLAROGLU Tolga, “Yeni normalde ABD Merkez Bankasi'nin para politikasi: Alternatif stratejiler-
17, 11.03.2019, https://www.dunya.com/kose-yazisi/yeni-normalde-abd-merkez-bankasinin-para-
politikasi-alternatif-stratejiler-i/441033, (E.T. 02.08.2021). Terimin Ingilizce literatiirdeki kullanimu:
Effective Lower Bound.

410 BORDO / LEVIN, s. 2.

41 BINDSEIL, s. 7.

412 Ne tiir tedbir alinirsa alinsin MBDP’lerin mevcut bankacilik sistemini ve banka mevduatlarini olumsuz
anlamda etkileyecegi yoniinde bkz: AGUR Itai ve digerleri, Do We Need Central Bank Digital
Currencies?, SUERF The European Money and Finance Forum, 2018, s. 10.

413 SHEN / HOU, s. 8; YANG / LIN / SU, s. 20, 21; Boyle bir durumda MBDP’ye gegisler artabilecegi i¢in
ticari bankalarin merkez bankalar1 tarafindan fonlanmasi sz konusu olabilir. Bkz: NORGES BANK, s.

36.
414 ALLEN ve digerleri, s. 41.
415 Ozellikle turistler i¢in bu imkan nemlidir. Gittikleri iilkelerde ek bir zahmete girmeden nakit paralarini

o lilkenin para birimine gevirip harcayabilmektedirler. Bkzz BERENTSEN / SCHAR, s. 98.
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etmesi de diger avantajlaridir, fakat bunlar dijital sistemlerde de saglanabilir*®. Dijital
paralarda mahremiyet probleminin ¢6ziimii i¢in giivenilir bir sistem yoneticisine ihtiyag
bulunmaktadir. Merkez bankalari bu agidan giivenilebilir fakat bu durum iilkeden iilkeye

degisecektir.

Nakit paralarda mahremiyet avantajmnin getirdigi dezavantajlar da bulunmaktadir.
Mesela illegal aktivitelerin nakit parayla yiiriitiilmesi daha kolaydir. Bunun yaninda kayit dis1
ekonomiyi besleyecek niteliklere sahiptir. Yine maliye ve para politikalarinin etkin
uygulanmasini engelleyici 6zellikler barindirmaktadir. Bu sebeple nakit paralarin piyasadan

417 Nakit paralar piyasadan cekildigi zaman merkez

tamamen c¢ekilmesi arzu edilebilir
bankasiin dogrudan piyasaya verdigi bir para kalmayacaktir. Merkez bankalar1 sadece ticari
bankalara verdigi elektronik itibari paray1 ihra¢ eder hale gelecektir. Bu durum ise para
politikalar1 konusunda ticari bankalara ciddi bir bagimlilik doguracaktir. Hatta 6zel dijital para
ihrag eden sirketler ile kripto paralar da sistemdeki paylarini artirarak devletin ve merkez
bankalarmin para sistemini kontrol kabiliyetini azaltabileceklerdir*'®. Buna mukabil dogrudan
merkez bankasinin kontrol ettigi bir MBDP’nin varliginda, piyasadan nakit paranin ¢ekilmesi
miimkiin olabilecektir. Halkin kullandigt MBDP’yi dogrudan kontrol edebilen merkez
bankalari, kagit paraya gore daha fonksiyonel olabilen MBDP’lerle daha etkin para politikasi

uygulayabilecektirt®,

416 NORGES BANK, s. 6; Hatta sahteciligin kagit paralarda dijital paralara gore kolay oldugu yoniinde bkz:
ALLEN ve digerleri, s. 12; MANCINI-GRIFFOLI ve digerleri, s. 14; Nakit paranin islemlerde
kullanilabilmesi i¢in internet gerekmemektedir. Fakat cevrimdisi ¢alisabilen MBDP projeleri iizerinde de
calisilmaktadir. Bkz: BANK OF ENGLAND, s. 28.

a7 MAHARJAN Sahan / KO Kyungchan / KANG Changhoon / WOO Jangsoo / HONG James Won-Ki, “A
Study of CBDC Model Applicable for the Current Banking Environment”, KNOM Conference, 2020, s.
56; MANCINI-GRIFFOLI ve digerleri, s. 6; COVID-19 pandemisi siirecinde kagit paralarin viriis
tagiyabilecegi endisesi, sosyal mesafe geregi ve perakende satis yerlerinin uzun siire kapali olmasi
sebebiyle online alisverisin yogunlagmast dijital paraya gegiste hizlandirici unsurlar olmustur.
MBDP’lerin nakit paranin temiz hali oldugu belirtilmektedir. Bununla beraber devletlerin ¢ogu bu
asamada MBDP’leri nakit paranin tamamlayicisi olarak diisinmektedir. Bkz: AUER / CORNELLI /
FROST, s. 3, 28; Ingiltere Merkez Bankasi talep oldugu siirece nakit paray1 piyasada tutmayi
planlamaktadir. Bkz: BANK OF ENGLAND, s. 19; Nakit paranin devlet miidahalesi ile degil toplumsal
terk edisle kalkmasi gerektigi yoniinde bkz: WARD / ROCHEMONT, s. 7; Dijital euro da nakit paray1
tamamen kaldirmay1 degil onu tamamlamay1 amaglamaktadir. Bkzz EUROPEAN CENTRAL BANK, s.
2.

418 MANCINI-GRIFFOLI ve digerleri, s. 19; KIFF ve digerleri, s. 14; Ozel dijital para saglayicilarinin
parasal sisteme hakimiyet saglamasi durumunda ticretleri yiiksek belirleyebilecekler ve mahremiyet
acisindan ciddi miktarda veriye sahip olacaklardir. Bkz: BIS, s. 69.

419 WARD / ROCHEMONT, s. 9; BIS, Central, s. 3; Doktrinde diisiik nominal degerli kagit paralarin kiigiik
islemler i¢in hala tedaviil etmesi gerektigi de ileri siiriilmektedir. Bkz: BORDO / LEVIN, s. 4, 10.
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Ayrica nakit paralar dijitallesme arttik¢a, farkl iilkelerde degisen seviyelerde olmak

iizere, tedaviilden kalkmaya mahkimdur®?.

Diinya {izerinde bircok {ilkede gidisata
bakildiginda, nakit paranin yerini dijital formdaki banka paralar1 ve ¢esitli sirketlerin ¢ikardigi
dijital paralar almaya baslamaktadir. Cin’de online aligveris sitelerinin ¢ikardig1 ve kontrol
ettigi dijital paralar, Afrika kitasinda telekomiinikasyon sirketlerinin ¢ikardigi ve mobil olarak
kullanim imkan1 veren dijital paralar ve yukarida bahsedilen Facebook onciiliigiinde ¢ikarilmasi
planlanan Libra (Diem), devletlerin ihrag ettigi kagit paranin yerini almak icin ciddi potansiyel
sahibi goriilmektedir. Bu durum parasal sistemin tamamen banka mevduatlarina kaymasindan
daha riskli bir durum olusturabilir. Zira devletlerin bu tiir dijital para saglayicilarini1 para
politikas1 anlaminda etkileme imkanlar1 smirlidir®?, iste boyle bir siiregte, yiiksek fonksiyon
sahibi, kullanim1 kolay ve cazip bir MBDP, merkez bankalarinin para iizerindeki kontrolii
kaybetmelerini engelleyebilecektir. Ayrica nakit paraya aliskin olan ve bu yonde talebi olan
insanlar, ticari banka yiikiimliiliigii olan paralara degil merkez bankas1 yiikiimliligii
MBDP’lere yonelmek isteyeceklerdir. Bu ihtiyaca cevap verilmesi fonksiyonellik agisindan
onemlidir*??2. Bunun yaninda nakit paralar yiiksek konvertibilite 6zelligine sahiptir. Baska bir
ifadeyle piyasadaki her tiirlii islemde 6deme araci olarak kullanilabilmektedir. MBDP’lerin de
bu agidan yiiksek konvertibilite 6zeligine sahip olmasi 6zel sektor dijital paralart karsisinda
basarili olmasmin temel sartlarindandir. MBDP’lerin kamuya yapilacak vergi ve benzeri
O0demelerde kabul edilmesi bu fonksiyonu saglamasini biiyiik oranda temin edecektir. Bunun
yaninda MBDP’lerin giinliik hayatta ¢okca kullanilan platformlarda gecerli olmas1 da dnemli
bir etken olacaktir®?®, Dijital formda olan MBDP’ler arttikca ekonomik biiyiimeye olumlu
etkide bulunacaktir. Zira yapilan arastirmalarda kisilerin nakit para ile daha az harcama
yaptiklar1 goriilmiistiir. Bu durum psikolojik sebeplerle ortaya ¢ikmaktadir. Insanlar elektronik

olarak ddeme yaptiklarinda daha kolay para harcayabilmektedirler®?*.

420 ZOU Xiang / CAO Kiang, “China’s National Digital Currency: An Overview of Digital Currency
Electronic Payment”, Turkish Journal of Computer and Mathematics Education, C. 12, S. 11, 2021,
s. 4279; SHEN / HOU, s. 2; Bu siire¢ yakin donemde olmasa bile uzun vadede gerceklesmesi
beklenmektedir. Bkz: MANCINI-GRIFFOLI ve digerleri, s. 18, 19; Buna mukabil finansal kriz
zamanlarda nakit paraya talep artmaktadir. Bkz: AGUR ve digerleri, s. 11.

421 BRUNNERMEIER / JAMES / LANDAU, s. 2, 3.

422 KHIAONARONG Tanai / HUMPHREY David, Cash Use Across Countries and the Demand for
Central Bank Digital Currency, IMF Working Paper WP/19/46, 2019, s. 1; RESERVE BANK OF
NEW ZEALAND, Bulletin, Vol. 81, No. 7, 2018, s. 6.

423 BRUNNERMEIER / JAMES / LANDAU, s. 17, 24, 28; BANK OF ENGLAND, s. 23.

a4 GRYM ve digerleri, s. 8.

88



e. Uluslararas: Uygulama Imkin

Glinlimiizde uluslararas1 parasal iglemler masrafli ve yavastir. Uluslararast para
transferleri, kiiresel ticareti destekleyici bir nitelik arz etmemekte, kiiresellesen diinyaya ayak
uyduramamaktadir. Bunun temel sebeplerinden birisi, uluslararasi islemlerde birden ¢ok aract
kurumun olmasi ve islemin bircok onaydan ge¢mesi geregidir. Tiim bu islemler hem masrafi
artirmakta hem de zaman kaybina yol agmaktadir*?®. Kripto paralar, klasik sistemlerin aksine
uluslararas1 anlik para génderiminin miimkiin oldugunu ortaya koymustur. Fakat kripto paralar
ile yapilan islemler tamamen denetimden yoksundur. Bu durum siiphesiz istenen bir durum
degildir. Olmasi1 gereken hem verimli hem hizli hem de hukuka uygun ve denetlenebilir para
transferinin gerceklestirilmesidir. Dijital/elektronik formdaki paralarin uluslararasi tedaviilii
kagit paraya gore ¢cok daha kolay ve masrafsiz olacaktir. Kiiresellesmenin heniiz baslamadigi
donemlerde paranin sadece belirli bir iilkede tedaviil etmesi olagan bir durumdu. Fakat artik
uluslararas1 entegre olma siireci yogunlastigi i¢cin paranin da uluslararasi hareket kabiliyetinin

yiiksek olmasi gerekir*?®

. Kripto paralar bu kabiliyeti ortaya koymustur. Dijital formda ve
uluslararas1 mutabakatla ¢ikarilacak olan MBDP’lerin de uluslararasi tedaviiliiniin hizli,

masrafsiz ve kolay olmas1 gerekmektedir.

Uluslararas1 mutabakatla kurulacak MBDP sistemleri, para transferlerindeki denetimleri

basitlestirip hizlandirabilir ve verimliligi artirabilir?’

. Zira MBDP otomasyonu saglayacagi i¢in
manuel yapilan bir¢ok islemi tarihe karistiracaktir. Ayrica akilli s6zlesmeler ve algoritmalarla
yapilacak denetimler daha etkili olacak, kayit digiligi daha engelleyebilecektir. Giiniimiizde BIS

kapsaminda bu yonde ¢alismalar yiiriitiilmektedir??®

. AB biinyesindeki iilkeler arasinda dijital
euro calismalari devam etmektedir*”®. Ayn1 zamanda farkli merkez bankalar1 uluslararas
ddemeleri kolaylastirmak amaciyla farkli projeler iizerinde ¢alismaktadir**’. Bu 6rneklerden
goriildiigl izere diinya para sistemi kiiresellesmeye ayak uydurmaya baglamigtir. Bu durumda
gecmis donemde gelismekte olan veya geri kalmis tilkelerin yasadig1 dolarizasyon sorununun

daha da biiylimesi muhtemeldir. Zira dijital olarak iilkeler arasi hizli bir sekilde transfer

425 BIS, s. 68.

426 BRUNNERMEIER / JAMES / LANDAU, s. 11.

421 WARD / ROCHEMONT, s. 10.

428 BIS, s. 89.

429 EUROPEAN CENTRAL BANK,s. 2.

430 Mesela Avrupa ve Japon merkez bankalar1 uluslararas1 6demelerde kullanilabilmesi igin Stella isimli bir
projede caligmaktadir. Yine Arap iilkeleri ile Gilineydogu Asya iilkelerinin ortaklasa calistig1 projeler
vardir. Bkz: AUER / CORNELLI/ FROST, s. 6.
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edilebilen bir paranin daha kolay kullanilmas1 miimkiindiir***. Bu iilkeler bu sorun igin farkl

politikalar gelistirmek durumunda kalabilir®2,

MBDP’ler, yeni bir konsept olduklari i¢in olusturabilecekleri uluslararasi potansiyel
sorunlar heniiz yeterince arastirllmamistir. Mesela yabancilarin veya turistlerin MBDP’den
faydalanmas1 miimkiin olacak mi? Ozellikle nakit paranin tamamen tedaviilden kaldirilmasi
durumunda bu sorun daha karmagiklasmaktadir. Yabancilarin kullandigi MBDPlerle ilgili sug
sorusturmasi baslarsa bu siire¢ nasil isleyecektir? Ara servis saglayicilarinin tabi olacagi hukuki
diizen nasil belirlenecektir? Uluslararas1 mutabakat saglamadan bu tiir sorunlara cevap bulmak

zordur. Uluslararasi mutabakatin nasil saglanacag: da ayr1 bir sorudur®®,

2. MBDP Calismasi Olan Ulke Ornekleri
Yukarida genel ozellikleriyle anlatilmaya calisilan MBDP’ler, esasinda her {ilkenin
spesifik durumlarina ve ihtiyaglarina gore cok farkli sekillerde ve sistemlerde ortaya
¢ikabilir***, Kimi iilkelerde MBDP’ler 6nemli faydalar getirecekken kimi iilkelerde heniiz
MBDP’yi gerektirecek sartlar olusmadigi i¢in bdyle bir merkez bankasi parasi ihra¢ etmek
faydadan ¢ok zarar getirebilir*®®. Bu sebeple her iilkede, iilkenin kendine dzgii sartlar1 dikkate

alinarak bu trene binmeden evvel derin calismalar yapilmalidir.

MBDP’ler tek basmna devletlere veya merkez bankalarina finansal gii¢ katma
potansiyeline sahip degillerdir. Merkez bankalari, MBDP’lerden bir¢ok agidan faydalanmak
istiyorlarsa, evvela kendi kurumsal diizenlerini giiven verir bir hale kavusturmalar1 gerekir.
Ayrica ¢ikarmay1 diistindiikleri MBDP’leri kendi iilkelerinin sartlarina uygun fonksiyonlarla
techiz etmeleri gerekir. Sadece temelindeki dijital veya kripto teknolojilerden faydalanarak

finansal diizenlerine fayda getirme planlar1 yapilmamalidir*®®.

MBDP, devletler i¢in finansal sistemdeki kontrollerini kaybetmemeleri agisindan

elzemdir. Oyle ki yetkili merkez bankalarinin bu hususta sadece yetkili degil zorunlu olduklari

431 BINDSEIL, s. 9; BIS, Central, s. 18.

432 BRUNNERMEIER / JAMES / LANDAU, s. 29; Stabil kripto paralarin da benzeri etkiyi yapabilecegi
yoniinde goriis i¢cin bkz: EUROPEAN CENTRAL BANK, s. 12. Avrupa merkez bankasi dijital euronun
baska tiilkelerde “eurozasyona” sebep olmasi sebebiyle politik gerginlikle olabilecegine dikkat
¢ekmektedir. Bkzz EUROPEAN CENTRAL BANK, s. 22; Bu sorunun ¢dziimii i¢in uluslararasi
mutabakat sarttir. Bkz: BANK OF ENGLAND, New Forms, s. 51; Hesap bazlt MBDP uygulanirsa, farkli
para birimlerine olusan ani akislar sinirlandirilarak sorun ¢éziilebilir. Oyle ki nakit paralarda bile olmayan
bu imkan MBDP’nin bir bagka avantajidir. Bkz: BIS, s. 86.

433 MANCINI-GRIFFOLI ve digerleri, s. 31.

434 KIFF ve digerleri, s. 47, AUER / CORNELLI / FROST, s. 16.

435 RESERVE BANK OF NEW ZEALAND, s. 18.

436 ALLEN ve digerleri, s. 85.
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dile getirilmektedir**’

. Gergekten paranin tarihi siirecine bakildig1 zaman devletlerin her zaman
paray1 kontrol altinda tutmak istedigi goriilmektedir. Bu hem iilkedeki makro iktisadi diizenin
kamu yarar1 dogrultusunda diizenlenmesi i¢in hem de kamunun senyoraj gibi 6nemli bir geliri
kaybetmemesi i¢in gereklidir. Giinlimiizde devletler merkez bankalar1 araciligiyla baz parayi
piyasaya siirmekte, ticari bankalar bu baz parayr kismi rezerv bankacilig1r yoluyla
¢ogaltmaktadir. Devletler hem diizenleme kurullartyla®® bankalar1 kontrol altinda tutmakta
hem de merkez bankalar1 aracilifiyla faiz ve diger parasal politikalar1 kontrol etmektedirler.
Merkez bankalarmin giinliikk siyasi ¢ikarlardan etkilenmemesi i¢in bagimsiz olmasi temin
edilmeye calisilarak, para politikasinin uzun vadeli kamu yarar1 amaciyla islemesi temin
edilmeye calisilmaktadir. Bu sekilde kontrol ettikleri parasal diizende, 6zel dijital para
saglayicilar1 veya kripto paralar vesilesiyle yeni bir degisim goren devletlerin, para sisteminde
kontrolii kaybetmeme adina adim atmasi gerekmektedir. Aksi takdirde kullanimi gittikce

yayginlasan bu paralara karsi finansal hakimiyetlerini kaybetme ihtimalleri bulunmaktadir.

MBDP’ler bu agidan 6nemli bir donlim noktasini temsil etmektedir.

Bu baglikta diinya tlizerinde MBDP konusunda onemli ¢aligmalar yapan iilkeler
incelenecektir. Benzer iilkeler yerine farkli nitelikli iilkeler segilerek farkli MBDP cesitlerinin
gosterilmesi amaglanmistir. Boylelikle Dijital Tiirk Lirasi’nin nitelikleri hakkinda ¢ikarimlar

yaparken farkli 6rneklerin gdz onilinde tutulmasi saglanmaya calisilmistir.

a. Cin
Cin Halk Cumhuriyeti, 2014 yilinda baslayan ¢alismasiyla, biiyiik ekonomiler arasinda
MBDP c¢alismalarina ilk baslayan iilkedir**®. Bunun farkli sebepleri vardir. Bir kere Cin’de

dijitallesme diger iilkelere nazaran ¢ok iist diizeydedir. Bu sebeple 6zel sektor tarafindan genis

t440

capta kullanilan Alipay ve WeChat**" gibi dijital paralar piyasaya siiriilmiistiir. Ayrica Bitcoin

madenciliginin biiyiik bir kismi1 Cin topraklarinda faaliyet gostermektedir. Baska bir ifadeyle

441

kripto para alam1 da Cin’de ilerlemistir™". Dijital paralar1 kabul edebilme potansiyelleri

dijitallesmenin yogun olmasi sebebiyle yiiksektir. Cin Merkez Bankas1 tarafindan ihra¢ edilen

437 GRUNEWALD / ZELLWEGER-GUTKNECHT / GEVA, s. 1056.

438 Tiirkiye’deki BDDK bu kurullara 6rnektir.

439 AREDDY James T. “China Creates Its Own Digital Currency, a First for Major Economy”, THE WALL
STREET JOURNAL, 05.04.2021, https://www.wsj.com/articles/china-creates-its-own-digital-currency-
a-first-for-major-economy-11617634118, (E.T. 21.11.2022).

440 Bu iki 6deme yontemi mobil 6demelerin %94’iinii gerceklestirmektedir. Bkz: AUER / CORNELLI /

FROST, s. 22.

Fakat 2021 yilinda Cin, lilkesindeki madencilik faaliyetlerine yasaklama getirmistir. Bunun sonucu olarak

Bitcoin Blokzinciri’nde islemci giicii diismistiir. Bkz: YAHOO FINANCE, “Chinese Miners Move

Overseas. Bitcoin and Ether Hashrates Begin to Recover”, 29.07.2021,

https://finance.yahoo.com/news/chinese-miners-move-overseas-bitcoin-, (E.T. 28.08.2021).
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nakit paralarin kullanimi ise gittikge azalmaktadir. Bu sebeple Cin Halk Cumhuriyeti’nin
parasal egemenligini kaybetmeme adma parasal sistemini degisime uydurmasi

gerekmektedir®42,

Bir bagka sebep olarak Cin Halk Cumhuriyeti’nin ABD dolarina kars1 kendi para birimi
olan renminbiyi uluslararasi baskin para birimi yapma emelidir. 2020 verilerine gore diinyada
en ¢ok kullanilan para transfer sistemi olan SWIFT iizerinden yapilan islemlerin %40°1 ABD
dolar1 ile yapilmaktadir. Bu sistemde renminbinin orani ise %1,79’dur*?. Gériildiigii iizere
uluslararas1 para sisteminde baskin para birimi ABD dolaridir. Pilot agsamasinda olan Cin
MBDP sisteminin heniiz filizlenme asamasinda oldugu diistiniiliirse, ilerleyen zamanlarda
uluslararas1 uygulanabilirliginin olmayacagi sdylenemez. Boyle bir sey olursa renminbinin

uluslararasi kullanim yayginligina olumlu katki yapmasi kuvvetle muhtemeldir**.

Bu amaglarla 2014 yilindan itibaren Cin’de MBDP ¢alismalarina baglanmistir. Bir¢cok
arastirma yapilan proje kapsaminda 63 adet patent alinmistir**, 2020 yilinda bazi sehirlerde
Dijital Para ve Elektronik Odeme (Digital Currency and Electronic Payment) ismi altindaki

proje ile pilot uygulamalara gecilmistir?4®

. Bu proje ile kagit paralar tamamen kaldirilma amact
giidiilmemekte, mevcut sisteme ek bir yap1 olusturulmaktadir*’. Proje kapsaminda ihrag edilen
paralar dogrudan Cin Merkez Bankasi’nin yiikiimliiliigli olmakta ve ticari bankalar ile diger
aract kurumlar vasitasiyla kisilere ulastirilmaktadir. Bdoylelikle Merkez Bankasi uzmani
olmadigi bir operasyona dahil olmamakta, isi piyasada uzman olan kurumlara

yaptirmaktadir?48

. Merkez Bankas1 sistemde dagitik defter teknolojisini kullanmay1 diisiinse de
heniiz bu teknolojinin ytiksek islem sayisini kaldiracak kapasiteye ulasmadig: goriisiindedir. Bu
sebeple sistem merkezi bir veritabaninda islemektedir**. Sistemde {igiincii kisilere karsi

mahremiyet saglanmakla birlikte finansal sucglarin tespitine yonelik c¢alismalar da

442 AUER / CORNELLI /FROST, s. 22.

443 PETERS Michael A./ GREEN Benjamin/ Y ANG Haiyang, “Cryptocurrencies, China's Sovereign Digital
Currency (DCEP) and the US Dollar System”, Educational Philosophy and Theory, 2020, s. 5

444 PETERS / GREEN/ YANG, s. 4; SHEN / HOU, s. 7.

445 SHEN/HOU, s. 6.

446 Biiytik ekonomiler arasinda ilk pilot uygulamasi yapan devlet Cin’dir. ALLEN ve digerleri, s. 82.

aa7 Bununla birlikte sistemin zamanla terk edilecek olan nakit paralarin yerini almasi éngoriilmektedir. Bkz:

YANG /LIN/SU,s. 1.

Alipay ve WeChat gibi 6deme yontemleri Cin’de son derece yayginlasmis ve 6demelerde yogunlukla

kullanilir olmustur. Bunun neticesinde banka hesaplarinin eski 6nemi kalmamuistir. Sistemin bankalar

iizerinden kullaniciya ulastirilmasi, finansal sistemde paylarini kaybetmeye baslayan bankalara da faydali

olacaktir. Fakat bunun i¢in sistemin devlet tarafindan tesvik edilmesi gerekir. Bkz: YANG / LIN / SU, s.

5.

449 ZOU/CAQO, s. 4284,

448
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yapilmaktadir. Bu sebeple Cin Merkez Bankasi’nin verileri kontrol altinda tutacagi

goriilmektedir®®. Sistemin tam uygulamaya gececegi tarih heniiz belli degildir*!,

Cin Merkez Bankast, projenin iki farkli sistemde ¢alismasimi dngdérmektedir. ilk sistem
dijital cilizdanlar araciligiyla ¢alisan, ¢evrimdisi islemelere de hizmet verebilen token bazli
dijital paradir. Bu sistemde faiz yiikii olmayacaktir. Ikinci sistem klasik bankalar iizerinden
calisan ve faiz tasiyabilen hesap bazli dijital paradir. Insanlar nakit benzeri ihtiyact oldugu
zaman ilk sistemdeki, mevduat benzeri ihtiyaglar1 oldugu zaman ikinci sistemdeki dijital paray1

kullanabilecektir*®?,

MBDP sisteminin etkin calisabilmesi i¢in internetin yayginligi ¢ok énemlidir. 2020
verilerine gore 4G teknolojisi Cin’de niifusun %99’unu kapsamaktadir®®3, Bu sebeple temel
internet teknolojisine biiyiik oranda sahiptir. Buna ragmen ¢evrimdis1 6deme imkani, nakit para
benzeri olabilmesi i¢in 6nemlidir. Uygulanan pilot sistemde yakin alan iletisimi teknolojisiyle
her iki tarafin da ¢cevrimdis1 oldugu durumlarda dahi islemler gergeklestirilebilmektedir***. Bu
durum nakit paralarin daha gabuk terk edilebilecegine isaret ve sistemin diger dijital para

saglayicilarina karsi dnemli bir iistiinligiidiir.

b. Isve¢ (e-krona)

Isvec Merkez Bankasi, MBDP c¢alismalarinda diinyanin o6nde gelen merkez
bankalarmdan olmustur. {1k olarak 2017 y1linda yayinladiklar raporda e-krona ismini verdikleri
projeyle MBDP c¢alismalarina baslamislardir. 2018 yilinda raporun ikinci versiyonu
yaymlanmistir. 2020 yilinda teknik agidan pilot ¢alismalarin ilk kismina baslanmis ve buna
iliskin rapor 2021 yilinda yaymlanmistir. Isve¢ Merkez Bankasi’nin diizenli olarak yayinladig
biiltenlerden 2018 ve 2020 yillarindan iki sayist MBDP arastirmalarina ayrilmistir®®, Bu
caligmalardan goriilecegi lizere, heniiz e-kronay1 hayata gecirme karari verilmemis olsa da
hazirliklar giiclii bir irade ile devam etmektedir. Burada kamuya agik bir sekilde yaklagik dort
yildir ¢alismalarin devam ettigi goriilmektedir. Bu seffaflik sayesinde iilkede ortak akila

ulagilarak kamu yararin1 gerceklestirme ihtimali artmaktadir.

450 SHEN /HOU, s. 7; YANG / LIN / SU, s. 15.

451 AUER / CORNELLI/FROST, s. 22-24.

452 ALLEN ve digerleri, s. 82.

453 OECD GDT, “Share of the population covered by at least a 4G mobile network”,
https://goingdigital.oecd.org/indicator/16, (E.T. 28.08.2021).

454 YANG /LIN/SU, s. 13, 24.

455 SVERIGES RIKSBANK, The Riksbank’s e-krona Project Report 1, Eylil 2017, SVERIGES
RIKSBANK, The Riksbank’s e-krona Project Report 2, Ekim 2018; SVERIGES RIKSBANK, E-
krona pilot Phase 1, Nisan 2021;
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Isvec’te nakit kullanimi ¢ok hizl1 bir sekilde azalmaktadir®>®

. Bu hususta diinyanin 6nde
gelen iilkelerindendir. Oyle ki baz1 isletmeler nakit kabul etmeyi tamamen durdurmustur®’. Bu
sebeple Isve¢ Merkez Bankas1, para sisteminin 6zel dijital paralarca istila edilmemesini ve Isvec
vatandaglarinin Merkez Bankasi ile tiim baglarinin kesilmemesini temin i¢in MBDP ihrag
etmeyi diisinmektedir®®.  Nakit kullaniminin terk edilmesi Isve¢ vatandaslarinin kamu
giivenligine sahip bir paraya olan erisimini smirlayacaktir®®. Bu durum parasal sistemin
tamamiyla 6zel sektore terk edilmesi sebebiyle giivenlik riskleri tagimaktadir. Bu hususta ticari
bankalarin belirli diizenlemelere ve sigortalara tabi olmasi sebebiyle giivenlik ve saglamlik
sartlarin1 saglayabildigi distniilebilir. Fakat sistemde sadece bankalar bulunmamaktadir.
Bunun yaninda 6zel dijital para saglayicilari ve Kripto paralar da bulunmaktadir. Bu tiir dijital
para saglayicilar1 ve Kripto paralar diinya iizerinde hizla biiyiimektedir. Isve¢’te de bunlarn
pazar paylarini artirmasi, parasal sistemdeki giivenlik agiklarini artirabilecektir*®®. Sisteme
birkag 6zel firmanm hakim olmasi yiiksek iicret belirleme firsat1 dogurabilecektir®®l. Kripto

paralarin ¢ok dalgali degere sahip olmasi sorunu daha da biiyiitmektedir*®?

. Ayrica merkez
bankasinin parasal sistemde dogrudan bir aracinin bulunmamasi, para politikalarinin tatbikinde
aksamalar olusturacaktir. Parasal sistemde gittikce yayginlagsmaya baslayan dijitallesme nakit
para kullanimini1 dislamaya basladigi i¢in dijital sistemleri kullanma konusunda 6zellikle ileri
yastakiler sorun yasayabilmektedir. Ozel servis saglayicilari bu hususta yeterli ka1 gérmedikce
bu kisilere doniik hizmet saglamaktan g¢ekinebilecektir. Fakat Isve¢ Merkez Bankasi’nin

dogrudan parasal sistemin i¢inde kalmasi bu tiir insanlarin da géz ardi edilmemesini ve sistem

456 Yapilan anketlere gore, Isveglilerin 2/3’ii nakite ihtiyag duymadan yasayabilecegini sdylemektedir. Bkz:

SVERIGES RIKSBANK, s. 4; %87’si ise nakit paray1r hi¢ kullanmamaktadir. Bkz: SVERIGES

RIKSBANK, Report 2, s. 2.

Zira nakit paranin tahsili, depolanmasi ve bankaya transferi ek is giicii gerektirmektedir. Bkz: SVERIGES

RIKSBANK, s. 11.

ALLEN ve digerleri, s. 12; Nakit kullanimi uzun siiredir az oldugu i¢in MBDP c¢alismalar1 konusunda

Isve¢ 6nden gitmektedir. Bkzz KOUMBARAKIS Antonios / DOBRAUZ Guenther, Central Bank

Digital Currency Benefits and Drawbacks, PricewaterhouseCoopers AG, 2019, s. 6.

459 SVERIGES RIKSBANK, s. 13; Isve¢ Merkez Bankas1’nin 1904 yilindan beri var olan banknot ihrag etme

tekelinin sarsildig1 yoniinde bkz: SODERBERG Gabriel, “Why Did the Riksbank Get a Monopoly on

Banknotes?”, Sveriges Riksbank Economic Review, S. 3, 2018, s. 6.

Nitekim Isvicre, kagit paralarm ilk ¢iktigi dénemde banknot basma yetkisini devlet tekeline alma

konusunda acele etmemistir. Fakat 19. ylizyilda 6zel bankalar daha fazla kar amaciyla ¢ok fazla para

bastiklar1 icin ekonomi iizerinde olumsuz etkileri olmustur ve 1904 yilinda bu yetki isvec Merkez

Bankasi’na has kilinmigtir. Bugiin de parasal sistemin 6zel sektdre emanet edilmesi ayni sorunlari

dogurabileceginden kagit paranin yerini almak iizere e-krona ¢ikarilmalidir. Bkz: SODERBERG, s. 10,

11.

461 ARMELIUS Hanna / GUIBOURG Gabriela / LEVIN Andrew T. / SODERBERG Gabriel, “The
Rationale for Issuing E-krona in the Digital Era”, Sveriges Riksbank Economic Review, S. 2, 2020, s.
11.

462 SVERIGES RIKSBANK, s. 18.

457

458

460
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disma itilmemesini temin edebilecektir®®. Yine senyoraj gelirinin devami i¢in Merkez

Bankas1’nin sistem icinde kalmasi dnemlidir®.

Yukarida belirtildigi iizere, Isve¢ Merkez Bankasi e-kronay1 cikarip c¢ikarmama
hususunda kesin kararin1 vermemistir. Bu sebeple e-krona projesinin temel 6zellikleri heniiz
kesinlesmemistir. Fakat kurulacak sistemin yiiksek islem hacmine sahip, farkli platformlarda
kullanilabilen, giivenilebilir ve her an erisilebilir bir sistem olmasi elzem goriilmektedir®®®.
2020 yilinda projenin pilot uygulamasina kismen baslanmistir. Bu proje uygulama asamasinda
kullanilmayabilir®® fakat Isve¢ Merkez Bankasi’nin temel teorik g¢ergevesini yansittigi
soylenebilir. Pilot projeye gore e-krona token bazli bir sistemde ¢alisacaktir*®’. Bunun anlami,

nakit paraya benzeyecek olmasi, herhangi bir faiz yiikii tasrmamas1*®®

ve belirli bir seviyeye
kadar“®® anonim islem kabiliyetine sahip olmasidir. Yiiksek miktarl islemler, kara para aklama
ve sug islemenin dnlenmesi yiikiimliiliikleri sebebiyle anonim olmayacaktir ve Isve¢ Merkez
Bankasi’nin onayimna tabi olacaktir. Sistemin gelisiyle birlikte nakit paranin tamamen
kaldirilmasi heniiz diisiiniilmemektedir*’®. Sistemin blokzincir teknolojisi iizerinde ve dagitik

defter sistemiyle ¢alismasi planlanmaktadir. Sistemin teknik altyapisi igin 6zel bir firma ile

calisilmaktadir.

Pilot ¢alisma bir biitiin olarak degil belli boliimler itibariyle yapilmaktadir. ilk faz
caligmada bir kisim teknik altyapi denenmistir. Bundan sonra pilot ¢alismanin genisletilmesi
planlanmaktadir. Pilot ¢alismanin genisletilmesi amaciyla; cevrimdisi calisma 6zelliginin
eklenmesi, mevcut finansal sistemlerle uyumlu ¢alisabilmesinin denenmesi, yeni teknolojilerle
kimlik ve sifre saklanmasinin saglanmasi, performans ve kapasitenin artirilmasi yollar1 ve genel

calisma diizeninin degerlendirilmesi amaclanmaktadir®’,

463 Dijital sistemlere alistk olmayanlarin kolaylik saglanmamasi igin “finansal diglama” tabiri
kullanilmaktadir. Bkz: ARMELIUS ve digerleri, s. 12; SVERIGES RIKSBANK, Report 2, s. 2.

464 GUSTAFSSON Peter / LAGERWALL Bjorn, “The Riksbank’s Seigniorage and the E-krona”, Sveriges
Riksbank Economic Review, S. 2, 2020, s. 55.

465 SVERIGES RIKSBANK; s. 24.

466 SVERIGES RIKSBANK, Phase 1, s. 4.

467 Halbuki Isve¢ Merkez Bankas1 2017 yilinda ilk yayinladigi raporda, hesap bazl sistemin daha uygun

oldugu sonucuna varmisti. Bkz: SVERIGES RIKSBANK, s. 22.

Faiz yiikii tastmamakla beraber bu 6zelligin sistemin i¢inde var olmasi ve gerektiginde politika uygulama

amaciyla kullanilmasi istenmektedir. Bkz: SVERIGES RIKSBANK, s. 6.

Bu seviyenin AB’deki kara paranin ve su¢ islemenin Onlenmesine dair kurallar geregi 250 euro

olabilecegi belirtilmistir. Bkz: SVERIGES RIKSBANK, Report 2, s. 16.

470 SVERIGES RIKSBANK; s. 14.

471 SVERIGES RIKSBANK, Phase 1, s. 20.
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Isve¢ Merkez Bankasi, ¢ikarmayr planladigi e-krona icin dogrudan icrai adim
atmamakta, iilkedeki paydaslardan da katki beklemektedir’?. Nitekim 2017 yilinda ilk raporu
yayimlanan ¢alisma da 2021 yillarinda pilot asamaya gecilebilmistir. Parasal sistemde son
derece dnemli degisiklikler yapacak bir sistem degisikligi icin hata yapmay1 istemeyen Isvec

Merkez Bankasi, heniiz son kararmi da vermis degildir*"

. Ayrica kesin olarak e-kronanin
cikarilabilmesi icin Isve¢ Merkez Bankasi’na bu yonde yetki veren bir kanuni diizenleme
gerekmektedirt’, Uygulamaya gececek sistemin dzellikleri tam belli olmadig: igin iktisadi ve
hukuki sisteme etkileri de tam olarak bilinememektedir. Bu husustaki arastirmalar devam

etmektedir®’®.

E-krona projesinin yiiriirliige girmesi ve sagladigi giiven vesilesiyle bankalardan e-
kronaya dogru bir gecise ve bankalarda likidite krizine sebep olabilecegi ongoriilmektedir’®.
Bunu engellemek igin cesitli yontemler kullanilabilir. ilk olarak e-krona faiz yiikii tasirsa,
oranlardaki oynamalarla bu durum dengelenebilir*’’. Baska bir goriise gore Isveg gibi finansal
sistemlerin giivenilir oldugu bir tilkede e-kronaya talep nakit paraya olan taleple ayn1 sekilde
%1 ya da 2’yi asmayacaktir*’®, Ayrica insanlarm banka mevduatlarini her an e-kronaya

cevirebileceklerini bilmeleri, cevirmemeleri igin yeterli psikolojik destegi saglayacaktir*’®.

Faydalari, riskleri ve gerekliligi goz oniine alindiginda, nakit paranin gittikge azaldigi
Isveg gibi iilkelerde MBDP uygulamasina gecilmesi kaginilmaz gériinmektedir. Zira nakit
paranin terk edildigi durumda merkez bankasinin parasal sistemle bagi sadece ticari bankalar
iizerinden dolayl1 ve sinirli olacaktir. Parasal sistemin iktisadi kamu diizeni i¢in 6nemi ortada
iken, devletlerin bu husustaki yetkilerini terk etmeye razi olmayacaklari sdylenebilir. Yine

devletlerin piyasaya dogrudan para saglamasi senyoraj geliri elde etmelerini temin etmektedir.

ar2 SVERIGES RIKSBANK, s. 6.

473 Isve¢ Merkez Bankasi, e-krona projesi yerine, nakit kullanimi terk edilse dahi mevcut finansal sistemin
daha sik1 kontrollerle devam etmesini de goz oniinde tutmaktadir. Bkz: SVERIGES RIKSBANK, s. 14.

ar4 SVERIGES RIKSBANK, s. 5.

475 ARMELIUS Hanna / GUIBOURG Gabriela / JOHANSSON Stig / SCHMALHOLZ Johan, “E-krona
Design Models: Pros, Cons and Trade-offs”, Sveriges Riksbank Economic Review, S. 2, 2020, s. 95.

476 JUKS Reimo, “When a Central Bank Digital Currency Meets Private Money: Effects of an E-krona on

Banks”, Sveriges Riksbank Economic Review, S. 3, 2018, s. 83; SVERIGES RIKSBANK, s. 31.

Faiz yiikii tasimazsa piyasa igerisinde otonom bir faktor olacagi ve isve¢ Merkez Bankas1’nin kontroliinde

olmayacagi belirtilmektedir. Bkz: NESSEN Marianne / SELLIN Peter / SOMMAR Per Asberg, “The

implications of an E-krona for the Riksbank’s Operational Framework for Implementing Monetary

Policy”, Sveriges Riksbank Economic Review, S. 3, 2018, s. 35, 38.

478 SEGENDOREF Bjérn, “How Many E-krona are Needed for Payments?”, Sveriges Riksbank Economic
Review, S. 3, 2018, s. 66.

479 ARMELIUS Hanna / CLAUSSEN Carl Andreas / HENDRY Scott, “Is Central Bank Currency
Fundamental to the Monetary System?”, Sveriges Riksbank Economic Review, S. 2, 2020, s. 30.
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Bu gelir devletler i¢in tarih boyunca son derece énemli olmustur. Bu gelirin devami i¢in de

MBDP uygulamasi zorunludur.

C. Avrupa Merkez Bankast

Avrupa Merkez Bankasi, kisilerin finansal sisteme dijital ¢agin gereklerine uygun bir
sekilde erisimini devam ettirebilmek amaciyla dijital euro ¢alismalarina baglamistir. Dijital euro
sayesinde AB disindan gelen 6zel dijital para saglayicilarinin AB’deki parasal sisteme hakim
olmas1 engellenebilecek ve euronun temel para birimi olma fonksiyonu devam edebilecektir*.
Hatta dijital euro ¢agin gereklerini ¢ok iyi sekilde karsilarsa, gegmis donemde basaramadigi
lider rezerv para olma ozelligini kazanabilecektir®®!. Dijital euro ¢aligmalarinda, sistemin
herkes tarafindan erisilebilir, dayanikli bir altyapiya sahip, giivenli, etkin ve mahremiyete
saygili olmasina dikkat edilecektir. Ayrica bu ozellikler saglanirken mevcut hukuki diizen

kurallar cer¢evesinde hareket edilmesi gerektigi vurgulanmaktadir®®?,

Avrupa Birligi’nin MBDP calismalarina erken baglamasi gerekmektedir. Zira Avrupa
genelinde ABD dolarina olan bagimhilik rahatsizlik olusturmaktadir. Giiniimiizde proje
asamasinda olsa da finans sistemi iizerinde ¢ok derin etkileri olmasi beklenen Libra (Diem)
projesindeki sirketlerin cogunlugu da ABD menseilidir. Her ne kadar Libra projesi durdurulmus
gibi goriinse de Libra veya bir bagka projenin dijital ¢ag ile birlikte AB’deki parasal sisteme
hakim olabilecegi diisiiniiliirse, finansal sistem iizerindeki mevcut ABD hegemonyasi devam
edecektir. Bu projeye alternatif giiclii 6zel bir girisim Avrupa biinyesinden ¢ikmadigi i¢in dijital
euro calismasi dnem arz etmektedir. Ustelik bdyle bir yeniligin erken uygulanmaya baslamasi

ile, olas1 bir ag etkisinin olumsuz yankilarmdan kurtulabilmek miimkiin olacaktir®®,

Dijital euro ¢alismalari heniliz nihayete ulasmamis olup sistemin ¢alisma prensipleri
netlesmemistir. Sistemin hem nakit paraya benzer 6zellikler tagimasi, internete bagli olmayan
alanlarda ve zamanlarda bile para transferine imkan vermesi diisiiniilmektedir. Bunun yaninda
online ddemelerin de sistemde yer almasi tabiidir. Bu amagla iki farkli dijital euro sisteminin
islemesi planlanmaktadir ve bunlarin birbirleriyle uyumlu olmasi gerekmektedir. Avrupa

Merkez Bankasi, dijital euronun ihrag¢ edilmesi noktasinda tek yetkili olmaya devam ederken,

480 GRUNEWALD Seraina / ZELLWEGER-GUTKNECHT Corinne / GEVA Benjamin, “Digital Euro and
ECB Powers”, Common Market Law Review, C. 58, S. 4, 2021, s. 1032.

481 MAYER, s. 3, 4.

482 EUROPEAN CENTRAL BANK; s. 2.

483 MAYER, s. 1; HOFER Lukas, “Eurochain: The ECB’s Attempt to Balance Anonymity And AML
Compliance”, 04.02.2020, https://ico.li/eurochain-the-echs-attempt-to-balance-anonymity-and-amil-
compliance/, (24.08.2021); Ozel bir dijital para saglayicisiin (Libra (Diem) gibi) finansal sistemde
baskin olmasi, sisteme yeni girecek kisileri de ¢gekecektir. Bu etkiye ag etkisi denmektedir.
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paranin son kullaniciya ulastirilmasi noktasinda araci finansal kurumlara gilivenilmektedir.
Ayrica sistemin terdr finansmani ve kara para aklamaya kars1 saglam olmasi gerekmektedir®®*,
Merkez bankasinin yonettigi bir sistem iizerinden terdr orgiitlerine para aktarilmasi devletin ve

merkez bankalarinin itibarin1 ve giivenilirligini biiyiik 6l¢iide zedeleyecektir.

Dijital euronun Kklasik banknotlarla ve ticari banka mevduatlari ile ayn1 degere ve tam
konvertibiliteye sahip olmasi planlanmaktadir. Ticari banka mevduatlar1 ticari bankalarin
ylikiimliiligl iken dijital euro dogrudan Avrupa Merkez Bankasi’nin yiikiimliiliigii olacaktir.
Bu agidan daha gilivenilir bir para sistemi olacagi 6ngoriilebilir. Dijital euronun, euro sistemi
icindeki tiim tilkelerde esit bir sekilde kullanilmasi planlanmaktadir. Ayrica 6zel sektor
tarafindan yenilikgi fikirlerle gelistirilen 6zel dijital paralar1 yok etme amaci giitmemesi, son
kullanicinin faydasini artirmak amaciyla rekabet etmesi Ongoriilmektedir. Bu amacla son
teknolojik gelismelerin siki sekilde takip edilmesi gerekmektedir. Uygulandig: siire boyunca

kullanicilarin giivendigi bir 6deme arac1 olmasi elzem goriilmektedir®®,

Her ne kadar dijital euro ile nakit paranin piyasadan gekilmesi heniiz diisiiniilmiiyor olsa
da nakit para kullaniminin gittikce azalacagt Avrupa Merkez Bankasi tarafindan kabul
edilmektedir. Bu sebeple nakit paranin 6zelliklerine aliskin olan kullanici kitlesine de hitap
etmeye devam etmek gerekmektedir. Nakit paranin temel Ozellikleri; kullanilmasinin ek
masrafa yol agmamasi, dolandiriciliga ve sahtecilige karsi dayanikli olmasi, risksiz bir finansal
ara¢ olmasi, kullanimimin kolay olmasi ve hizli 6demelere imkan vermesi seklinde One

¢ikmaktadir®®®

. Dijital euronun da bu Ozelliklere sahip olmasi o6zellikle yash niifusun
kullanabilmesi i¢in elzemdir. Nakit parayr basma hususunda yetkili olan Avrupa Merkez
Bankasi, dijital euroyu ¢ikarma konusunda da yetkili olacaktir. Zira ilgili mevzuatta paranin
sekli belirlenmemistir. Avrupa Merkez Bankasi’na euro bolgesinde hukuken gecerli olan paray1

cikarma yetkisi verilmistir®®’.

Dijital euro ile ilgili Avrupa Merkez Bankasi ve AB biinyesinde ¢aligsmalar devam
etmekle birlikte heniiz net bir tasarim ortaya ¢cikmamistir. Calismalar ilerledikce pilot seviyede
olmayan deneme calismalar1 yapilmaktadir. Boylelikle sistemin teknik ve iktisadi altyapist ve
mevcut sisteme etkileri degerlendirilmektedir. Devam eden deneme ¢aligsmalarina gore, dijital

euronun alt yapisi ¢evre dostu olacak ve ¢ok diisiik enerji tiikketimine sahip olacaktir. Bu amacla

484 EUROPEAN CENTRAL BANK; s. 4.

485 EUROPEAN CENTRAL BANK, s. 6-10.

486 EUROPEAN CENTRAL BANK;, s. 10.

a8 GRUNEWALD / ZELLWEGER-GUTKNECHT / GEVA, s. 1036.
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dijital euronun halen kullanilmakta olan anlik 6deme sistemi iizerinden ¢alisip ¢alismayacagi
da denenmektedir. Bu sayede yeni yatirim gerekleri ciddi oranda azalabilecektir®®. Deneme
caligmastyla akilli sézlesmelerin dijital euroya eklemlenebilecegi dogrulanmustir. iki katmanl
bir yap1 olusturulmustur. Ik katmanda merkez bankasinin para ihra¢ edecegi ve aracilarla takas
odasim yiiriitecegi katman, ikincisinde ise kullanicilarla muhatap olan aracilarin kullanacagi
katman denenmistir. Cevrimdist islem olanagi da géz 6niinde bulundurulmaktadir. Bu hususta
hangi tiir donanimlarin (kart, telefon veya 0zel cihaz) benimsenecegi belirlenmeye

489

calisilmaktadir*®”. Ayrica miisterini tan1 yiikiimliikleri kapsaminda yapilan islemlerin sonradan

takip edilebilirligi yontemiyle sonuca ulasilmasi miimkiin goriilmiistiir. Netice itibariyle teknik

olarak dijital euro ihracinin éniinde bir engel goriinmemektedir?®,

Dijital euro, euro sistemi i¢inde finansal istikrar1 bozabilecek etkilere sahip olabilir.
Mevcut para araclarindan ¢ok daha g¢ekici olursa ciddi bir kullanic1 akini ¢ekebilir ve klasik
finans kurumlarinin dagilmasina yol agabilir. Bu tiir yikicr etkiler dijital euro ihraci sonucunda
arzu edilmeyen durumlardir. Bu sebeple finansal sistem tiizerindeki olumsuz etkilerini
engellemek i¢in dijital euronun kullanim miktarina, kota uygulanip uygulanmayacagina veya
kullanici kitlesine dogru karar verilmesi gerekmektedir. Genel itibariyle dijital euronun mevcut
finansal yapry1 tamamlayan ve eksiklerini kapatan bir ara¢ olmasi istenmekte, temelde 6deme
aract olarak kullanilmasi hedeflenmektedir. Bu sebeple bir yatirnm aracina doniismemesi
istenmektedir®®l. Nakit para benzeri olarak ¢ikarilacak bir dijital euronun mevcut finansal

sistemde derin etkiler olusturmasi beklenmemektedir*®?.

Dijital euro calismalar1 yaninda, dagitik defter teknolojisinin faydalarindan miistefit
olmak isteyen Avrupa Merkez Bankas1 bu hususta da Eurochain isimli bir proje baslatmistir.
Bu proje sayesinde dagitik defter teknolojisinin veri giivenligi ve anonimligi 6zelliklerinden

faydalamlmak istenmektedir®®®. Bu proje ile belli bir limitin altindaki tiim islemlerin tam

488 EUROPEAN CENTRAL BANK, <“Eurosystem launches digital euro project”, 14.07.2021,

https://www.ecb.europa.eu/press/pr/date/2021/html/ecb.pr210714~d99198ea23.en.html, (E.T.

23.08.2021).

Cevrimdist islemler gesitli sorunlar dogurabilecegi icin sadece gerektigi zamanlarda aktif edilmesi

gerektigi belirtilmektedir. Bkzz GROTHOFF Christian / DOLD Florian, “Why a Digital Euro should be

Online-

rst and Bearer-based”, 26.03.2021, https://taler.net/papers/euro-bearer-online-2021.pdf, (E.T.

24.08.2021).

490 EUROPEAN CENTRAL BANK, Digital Euro Experimentation Scope and Key Learnings, European
Central Bank, 2021.

491 EUROPEAN CENTRAL BANK, s. 18.

492 GRUNEWALD / ZELLWEGER-GUTKNECHT / GEVA, s. 1048.

493 EUROPEAN CENTRAL BANK, Exploring Anonymity in Central Bank Digital Currencies, In Focus
Issue No: 4, 2019, s. 3, 4.
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494

mahremiyetinin saglanmasi1 amaglanmaktadir™”. Haftalik limitin tizerinde (bu limitin 2000 euro

olabilecegi diislinlilmektedir) islemler igin miisterini tani yiikiimliilikleri uygulanarak

anonimlikten ¢ikilacaktir®®,

d. Venezuela
Venezuela, dijital para ¢alismalarinda 6nde giden bir iilkedir. Fakat bunun sebebi diger
iilkelere gore farklidir. ABD tilkeye agir yaptirimlar uygulamakta ve dis ticaretini biiyilik oranda
engellemektedir. Yaptirimlar sebebiyle ulusal itibari para birimi bolivar yiliksek seviyelerde
deger kaybmma maruz kalmaktadir. Dogrulanmis rezervlere goére diinyanin en ¢ok petrol
kaynagina sahip iilkesi olmasina ragmen Venezuela’da bu yaptirimlar sebebiyle halk genelinde

sefalet hiikiim siirmektedir*%®

. Ulkenin temel iktisadi sorunlarini ¢dzmek ve yaptirimlardan
kurtulmak amaciyla Venezuela Devleti bir ¢esit dijital para ¢ikarma diisiincesine girmistir.
Ulkenin finansal itibar1 diisiik, para birimi neredeyse gegersiz oldugu igin bu parann iilkenin
cikarilmamis petrol rezervlerini temsil etmesi planlanmistir. 2018 yilinda, Petro ismi verilen
dijital para Ethereum blokzincir tizerinde ¢ikarilmigtir. 100 milyon adet token 60 dolarlik fiyatla
cikarilmistir. 60 dolar bir varil Venezuela ham petroliinii temsil etmektedir. Petrol fiyatlar
dalgalandik¢a petronun fiyatinin da ayni1 degerleri takip etmesi diisiiniilmektedir. Elde edilen
gelirin yaklagik yarisinin Petro sistemini gelistirmeye doniik olarak harcanacagi vaat edilse de

durum bdyle olmamistir®®’,

Venezuela’nin ihrag ettigi petro, esasinda bir MBDP olarak goriilmemektedir. Daha ¢ok
petrole endeksli stabil bir tokene benzetilmektedir*®®. Bunun yaninda petronun ne kadar petrole
endeksli oldugu da siiphelidir. Zira petronun karsilig1 olarak gosterilen petrollerin ¢ogunlugu

heniiz ¢ikarilmamistir. Zaten petro karsiliginda petrol satin almak miimkiin degildir*®®.

494 KIFF ve digerleri, s. 30.

495 HOFER Lukas, “Eurochain: The ECB’s Attempt to Balance Anonymity And AML Compliance”,

04.02.2020, https://ico.li/feurochain-the-echs-attempt-to-balance-anonymity-and-aml-compliance/,

(24.08.2021).

Bu sefaletin temel sebebi ABD yaptirimlart degil, Venezuela ekonomisinin tamamen petrol gelirlerine

bagl olmasi ve petrol fiyatlarindaki diisiistiir. Bkzz CHOHAN Usman W., Cryptocurrencies as Asset

Backed Instruments: The Venezuelan Petro, University of New South Wales, Discussion Paper Series:

Notes on the 21 st Century, 2018, s. 2; ANCHUSTEGUI Ignacio Herrera/ HUNTER Tina Soliman, “Oil

as Currency: Venezuela’s Petro, a New ‘0il Pattern’?”, 2018,

https://papers.ssrn.com/sol3/papers.cfm?abstract id=3291272, (E.T. 25.08.2021), s. 1.

497 GOBIERNO BOLIVARIANO DE VENEZUELA, Petro White Paper, ACVEN, 2018, s. 18; Petro
ihracindan elde edilen ilk gelirler, iilke iktisadi darbogazda oldugu icin temel ihtiyaglarin temini icin
kullanilmistir. Bkz: ANCHUSTEGUI / HUNTER, s. 2.

498 MANCINI-GRIFFOLI ve digerleri, s.27; ALLEN ve digerleri, s. 10.

499 Her bir petronun bir varil petrol degerinde olacagi gercegi yansitmamakta, sadece bir sdzden ibaret
kalmaktadir. Bkz: NEWSCIENTIST, “Petro Dollars”, 03.11.2018, https://www.newscientist.com/, (E.T.
25.08.2021).
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Venezuela’daki mevzuata gore iilkenin resmi para birimi hala bolivardir. Bagka bir ifadeyle
petro resmi para birimi de degildir’®. Petronun sadece devlete yapilacak vergi ve benzeri
Odemelerde kabul edilecegi ilan edilmistir. Genel sistemine bakildiginda petroya en ¢ok giiven
saglayan hususun da bu oldugu goriilmektedir. Iddia edilmesine ragmen gergek anlamda petrol
ile desteklenmemesi ve yasal para statiisiinde olmamas1 sebebiyle, paradan daha ¢ok devletin
bir bor¢ senedine benzetilmektedir®. Bu bor¢ senedi devletin iginde bulundugu durum

502

sebebiyle yeterince saglam degildir™*. Zaten uygulamada yeterince kabul goérmemistir.

Ethereum blokzincir iizerinde ¢alismasina ve devlet destekli olmasina ragmen biiyiik kripto
para Dborsalarinda listelenmemektedir. Venezuela’daki halk da petroya yeterince

giivenememistir. Insanlar giinliik hayattaki aligverislerinde bolivar yerine bitcoin veya diger

503

kripto paralar1 kullanmaya baslamistir™™>. Devletin diinyanin bircok iilkesi ile ciddi siyasi kriz

icerisinde olmas1 sebebiyle diinya piyasalarinda yeterince kabul gérmeyen Petro, iilke
ekonomisini diizeltme amaciyla yapilan umutsuz bir ¢abanin iiriinii olarak goriilmektedir®®*,

ABD dolarinin hakim oldugu diinya finans sisteminde, ABD tarafindan sert bir

yaptirima maruz kalmak Venezuela Devleti’nin iktisadi agidan ¢aresiz durumda birakmaistir.

Uzun zamandir ABD dolari sistemine itiraz eden Venezuela®®

, son yillarda yaptirimlarin
yiiksek hadlere ¢ikmasiyla, dijital formatta emtiaya dayali para sistemini geri getirmek i¢in
adim atmustir. Bu adim, diger emtia zengini iilkelerce de takip edilebilir°®®. Fakat su ana kadar
sistem yeterince giiven vermemistir. ABD, Venezuela’ya uyguladigi yaptirimlart petroyu da

kapsayacak sekilde genisletmistir®®’.

500 Buna karsilik bolivardan 5 sifir atilmis ve degerinin petroya baglanmasi girisiminde bulunulmustur. Bkz:

ANCHUSTEGUI / HUNTER, s. 11.
S01 ANCHUSTEGUI / HUNTER, s. 16.
502 Zira iilkede iktisadi durum ciddi anlamda kétiidiir. Oyle ki petro satilirken iilke parasi olan bolivar kabul
edilmemistir. Bkz: ANCHUSTEGUI / HUNTER, s. 6.
503 WARD / ROCHEMONT, s. 6.
504 CORBET Shaen / CUMMING Douglas J., “The Wild West of ICOs”, CORBET Shaen / URQUHART
Andrew / YAROVAYA Larisa (editér), Cryptocurrency and Blockchain Technology, De Gruyter,
2020, s. 124.
2009 yilinda Venezuela Devlet Baskani Hugo Chavez, petrol rezervlerine dayali para birimi olarak
petroyu ileri siirmiistii. Bkz: CHOHAN, s. 3; ABD dolarinin paranin altinla ile bagin1 koparmasi sebebiyle
gelismekte olan {ilkeler aleyhine isledigini ileri siirmektedirler. Bkz: GOBIERNO BOLIVARIANO DE
VENEZUELA, s. 6.
Petronun izahnamesinde bu yonde bir degerlendirme vardir. Bagka bir ifadeyle diger emtia zengini
devletleri de bu yone davet etmektedirler. Bkz: GOBIERNO BOLIVARIANO DE VENEZUELA, s. 5.
507 ANCHUSTEGUI / HUNTER, s. 17.
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e. Diger Ulke Ornekleri
Yukarida belirtildigi tizere diinya Tlzerinde bircok {iilke MBDP calismalarini

yiiriitmektedir. Kimisi pilot asamada uygulamakta®’®

, kimisi tam uygulamaya gecmis
bulunmakta®® kimisi ise arastrma asamasindadir. Biitiin iilkeleri tek tek incelemek bu
caligmanin kapsamini asacak potansiyeldedir. Bu sebeple yukarida bir kisim tlkelerin farkli
ozelliklerdeki MBDP ¢alismalarinin ayrintisina deginilmistir. Bununla birlikte farkl 6zelliklere

sahip ve 6nemli MBDP ¢alismalari yapan baska iilkeler de bulunmaktadir.

Farkli ozelliklere sahip MBDP calismast yapan tllkelerden biri Uruguay’dir. Hatta
iilkede 6 aylik deneme ¢alismasi bile tamamlanmistir. 17 Kasim 2017 ile 18 Nisan 2018 tarihleri
arasinda uygulanan e-Peso uygulamasinda belirli kisilerle ve belirli ticari noktalarla deneme
caligmast yapilmistir. Kisilerin telefonlar1 {izerinden kullanilan dijital ciizdanlarina e-Peso
yiiklenmistir. Sistem merkez bankasi ve ilgili Telekom sirketi ile birlikte yliriitiilmiistiir. Kisiler
katilimc1 igyerleriyle ve kendileri arasinda anlik olarak internete bagli olmaksizin klasik mobil
telefon baglantis1 tizerinden 6deme ve para transferi yapabilmistir. Bu sistemde hem cep
telefonlar1 kullanilarak kullanim kolayligi saglanmis hem de internet ihtiyaci ortaya
cikmamistir. Sistemde herhangi bir teknik aksaklik ortaya ¢ikmamaistir ve katilimci isyeri sayisi
zamanla artig gOstermistir. Bu durum toplumun biiyiik oranda nakitsiz ekonomiye hazir
oldugunu gostermektedir. Ayrica nakit yerine MBDP uygulanmasi, kayit disi ekonomiyi
azaltacak, verimliligi ve etkinligi artiracak, finansal suglarla ve kara para aklamayla miicadeleyi
kolaylastiracaktir®l. Sistemde iiciincii kisilere kars1 mahremiyetin temini yaninda, islemlerin
takibi de saglanmistir. Boylelikle vergi kagakeiligi ve su¢ islenmesinin Oniine gegmek
amaclanmistir. Ayrica kisilerin telefonlarindan c¢alisan dijital ciizdanlarinin = sifrelerini

kaybetmeleri durumunda bunun telafisi de miimkiin kilinmigtir>t?,

Diinyanin en biiyiik ekonomisi olan ABD’de MBDP tartismalar1 baslamistir®!2, Fakat
ABD mevcut finansal sisteme hakim oldugu i¢in bu degisimin miimkiin oldugunca yavas ve

dikkatli olmasindan yanadir®'®. Nihayet 2022 yili Ocak ayinda ABD Merkez Bankasi FED,

508
509

Yukarida bahsedilen dijital euro ve Cin dijital paras: deneme ve pilot agamalarina 6rnek teskil etmektedir.
Bahamalarda, “Sand Dolar” adli projeyle MBDP ¢aligmasini uygulamaya koymustur. Ayrintili bilgi i¢in
bkz: SAND DOLLAR, “Digital Bahamian Dollar”, https://www.sanddollar.bs/, (E.T. 25.08.2021).

510 AGUR ve digerleri, s. 18.

51 AGUR ve digerleri, s. 90-94.

512 ALLEN ve digerleri, s. 5; Hatta projenin potansiyel ismi bile ortaya ¢ikmistir: Fedcoin. Bkz: REUTERS,
“Fedcoin? The U.S. central bank is looking into it”, 06.02.2020, https://www.reuters.com/article/us-usa-
fed-brainard-idUSKBN1ZZ2XF, (E.T. 25.08.2021).

ABD yakin zamana kadar MBDP’lere ihtiyatla yaklagsmakla beraber dijital dolar tartismalar1 baglamistir.
Bkz: FORTUNE, “The Fed weighs digital dollar as cryptocurrency hits ‘critical point’”, 14.07.2021,
https://fortune.com/2021/07/14/fed-digital-dollar-cryptocurrency-federal-reserve/, (E.T. 08.08.2021);
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genis kapsaml1 olmasin1 amagladig1 ilk miizakere metnini yayimlamistir®l®. Bu metinde dijital
formatta dolar ¢ikarip ¢ikarmama konusunda kesin karara varilmadig1 vurgulanmakla beraber,
cikarilabilecek bir dijital paranin bir kisim nitelikleri vurgulanmistir. Rapora gore FED
tarafindan ¢ikarilan MBDP nin; faydalar risklerini asmali, alternatif metotlar arasinda en iyisi
olmali, mevcut finansal sistemde devrim yapmamali fakat onu tamamlamali, mahremiyete
onem vermeli, su¢ islemek amaciyla kullanilmamali, aract kurumlar vasitasiyla halka

ulastirilmal1 ve paydaslardan genis ¢apli destek gérmelidir®®.

Teknolojik olarak yenilige acik bir iilke olan Singapur’da UBIN ismi verilen projeyle

dagitik defter teknolojisi iizerinde ¢alisan bir MBDP ¢alismas1 devam etmektedir®®

. Diinyanin
en koklii merkez bankalarindan olan Ingiltere Merkez Bankasi, dijital para icin arastirma
asamasindadir. 2022 yilinda yapilmasi planlanan genis ¢apli danisma faaliyetleri ile birlikte
kesfetme ve arastirma evresi ilerletilecektir. Su asamada Ingiltere Merkez Bankast, ¢ikarilmasi
diistintilen dijital paranin mevcut finansal sistemde devrim degil ek bir yap1 olusturmasini
planlamaktadir. Dijital paranin ¢ikarilip ¢ikarilmamasi konusunda da kesin karar verilmis

degildir. Cikarilsa bile 2025°ten sonra olmasi beklenmektedir!’.

f. Tiirkiye i¢in Cikarumlar
Tiirkiye’de, Merkez Bankasi tarafindan MBDP projesinin devam ettigi, 2021 Eyliil
ayinda pilot ¢aligmaya baslanacagi ve 2021 sene sonuna kadar projenin teknik altyapisinin hazir

olacag1 aciklansa da heniiz bir rapor veya benzeri bir ¢alisma ortaya ¢ikmamistir®8, 15.09.2021

COVID-19 tesvikleri kapsaminda 2020 yilinda yapilacak dogrudan 6demelerin Amerikan Merkez
Bankasi veya anlagsmali 6zel bankalar tarafindan saglanan dijital ciizdanlar tizerinden “dijital dolar”
seklinde yapilmasi da 6ngdriilmiistii. Fakat daha sonra tekliften ¢ikarilmistir. Bkz: KIFF ve digerleri, s.
15.

514 FED, Money and Payments: The U.S. Dollar in the Age of Digital Transformation, Board of
Governors of the Federal Reserve System, 2022,

515 FED,s. 1, 2.

516 MONETARY AUTHORITY OF SINGAPORE, “Project Ubin: Central Bank Digital Money using
Distributed Ledger Technology”, https://www.mas.gov.sg/schemes-and-initiatives/project-ubin, (E.T.
25.08.2021).

517 BBC, “Bank of England takes next steps in digital money plan®, 09.11.2021,
https://www.bbc.com/news/business-59223340, (E.T. 10.11.2021).

518 MYNET HABER, “Merkez Bankasi'ndan dijital para agiklamasi: Eyliil ayinda basliyoruz!”, 29.07.2021,
https://finans.mynet.com/haber/detay/kripto-para/son-dakika-merkez-bankasi-ndan-dijital-para-
aciklamasi-eylul-ayinda-basliyoruz/424574/, (E.T. 25.08.2021); DUNYA, “Yerli dijital paranin altyapisi
yil sonuna kadar tamamlanacak”, 07.04.2021, https://www.dunya.com/finans/kripto-para/yerli-dijital-
paranin-altyapisi-yil-sonuna-kadar-tamamlanacak-haberi-617157, (E.T. 25.08.2021); 2022-24 dénemine
iliskin Orta Vadeli Program’da dijital lira ile ilgili bir ciimlelik su ifade kullanilmistir: “Dijital paranin
teknolojik, ekonomik ve hukuki yapilart ¢alismalarinmin sonuglart da degerlendirilerek Dijital Lira
Arastirma Gelistirme Projesi birinci faz pilot bulgular: dogrultusunda, daha yaygin ve genis katilimh
ileri asama pilot testlere devam edilecektir”. Bkzz: CUMHURBASKANLIGI SBB, “Orta Vadeli Program
2022-2024”, https://www.sbb.gov.tr/wp-content/uploads/2021/09/Orta-Vadeli-Program-2022-2024. pdf,
(E.T. 06.09.2021); 2022-24 Orta Vadeli Programi’nda “Dijital Lira Arastirma Gelistirme Projesi” olarak
gecen calisma, TCMB’nin 2020 yilina ait faaliyet raporunda “Dijital Para Ar-Ge Projesi” olarak
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tarthinde TCMB tarafindan yayinlanan bir basin duyurusunda ise, blokzincir tabanli bir
sistemin testine baslamak amaciyla ASELSAN, HAVELSAN ve TUBITAK-BILGEM ikili
mutabakat zabitlar1 imzalandigi belirtilmistir. Diisiliniilen sistemin mevcut 6demeler altyapisini
tamamlayici nitelikte olacagi ve dijital liray1 ¢ikarip ¢ikarmama hususunda nihai kararin
verilmedigi belirtilmistir®’®. 2023-25 Orta Vadeli Programi’nda, Dijital Tiirk Liras1 icin
kullanim testlerine baslanacag: ilan edilmistir"®®. 2023 Cumhurbaskanligi Programinda da
Dijjital Tiirk Lirasi, FAST o6deme sistemi ve dijital kimlik sisteminin entegrasyonu

calismalarmin yapilacag ve sistemin blokzincir tabanl olarak isleyecegi belirtilmistir®?.

Tiirkiye’de hem Cumhurbagkanligi’nin hem TCMB’nin Dijital Tiirk Liras1 konusunda
caligmalar yaptigi goriilmektedir. Oncelikle bu c¢aligmalarda koordinasyonun saglanmasi
gerekir. Yapilan calismalarla ilgili ayrintili raporlarin kamuoyu ile paylasilmasi, planlanan
projeye farkli kesimlerden katki gelmesinin Oniinii acacaktir. Hatta TCMB tarafindan Dijital

Tiirk Lirast ile ilgili akademisyenlerden ve banka sektorii temsilcilerinden gortis istenmelidir.

Dijital Tirk Lirasi, su¢ islenmesinin Onlenebilmesi amaciyla hesap bazli olarak
islemelidir. Baska bir ifadeyle her kullanicinin kimlik verileri ile hesabi arasinda baglanti
bulunmali, siipheli islemlerin incelenmesi i¢in denetim altina alinmalidir. Her ne kadar dijital
bir sistem olsa da ¢evrimdis1 6deme yapma 6zelligi bulunmalidir. Cevrimdis1 6demeler i¢in
onden ytiklemeli kartlar dijital cihazlar1 kullanma aliskanligi olmayanlar i¢in iyi bir alternatif
olabilir. Akilli telefon kullanicilari ise cep telefonlarindaki yakin alan iletisim teknolojileri ile

522

cevrimdisi 6deme imkanii kullanabilir®>“. Cevrimdis1 6demelere belli bir sinir ve anonim

o0deme imkan1 getirilerek, kiiciik hacimli islemlerde mahremiyet temin edilmis olur.

Son kullanict ile uygulamada tecriibe sahibi olan bankalar muhatap olmali, tipk1 kagit
Tiirk Lirasi’n1 piyasaya dagittiklar: gibi, Dijital Tiirk Lirasi’nin dagitimindan da onlar sorumlu

olmalidir. Bireylerin vadesiz olarak bankalarda tuttuklari hesaplar Dijital Tiirk Lirast

geemistir. Faaliyet raporunda TCMB biinyesinde finansal teknolojilerle ilgilenmek tizere kurulan
Finansal inovasyon Genel Miidiirliigii’niin bu projeyi yiiriittiigii belirtilmistir. Bkz: TCMB, “2020 Yillik
Faaliyet Raporu”, http://www3.tcmb.gov.tr/yillikrapor/2020/tr/m-2-11.html, (E.T. 06.09.2021).

519 TCMB, “Merkez Bankasi Dijital Tiirk Lirast Ar-Ge Projesi Hakkinda Basin Duyurusu”, 15.09.2021,
https://www.tcmb.gov.tr/wps/wcm/connect/ TR/TCMB+TR/Main+Menu/Duyurular/Basin/2021/DUY 20
21-40, (E.T. 20.09.2021).

520 CUMHURBASKANLIGI SBB, “Orta Vadeli Program 2023-25”, https://www.shb.gov.tr/wp-
content/uploads/2022/09/Orta-Vadeli-Program-2023-2025.pdf, (E.T. 21.11.2022).

521 CUMHURBASKANLIGI SBB, “2023 Yili Cumhurbaskanligi Programi”, https://www.sbb.gov.tr/wp-
content/uploads/2022/11/2023-Y ili-Cumhurbaskanligi- Yillik-Programi.pdf, (E.T. 21.11.2022).

522 KIFF John, “Taking the Digital Currencies Offline”, IMF Finance and Development, Eyliil 2022,
https://www.imf.org/en/Publications/fandd/issues/2022/09/kiff-taking-digital-currencies-offline, (E. T.
22.11.2022).
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niteliginde olmali ve TCMB’nin bunlar1 para politikas1 amaglariyla kullanabilmesine imkan
verilmelidir. Bankalar, Dijital Tiirk Liras1 sisteminde akilli sézlesmeleri ¢alistirmakla sorumlu
olmalidir. Bu sayede paranin akilli hale gelmesi saglanir. Para akilli hale gelince, devlet
tarafindan COVID-19 gibi salgin donemlerinde, halka ihtiyaclarini goérmesi i¢in dagitilan
paranin sadece market aligverislerinde kullanilmasi temin edilir ve doviz soklarini engellemeye
yardimci olunur. Ayni sekilde, biitce kalemleri i¢in kamu kurumlarina gonderilen 6deneklerin
amact disinda kullanilmasi engellenir ve paranin 6dendikten sonra da takibi yapilarak

yolsuzluklarin 6niine gegilebilir.

Tablo 3: Tirkiye’de 6deme araglarinin toplam aligveris igindeki payr (2021).

m Makit m Kart Difier
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Kaynak: CEVIK Saygin / ALTUNEL Aybiike, “Tiirkiye’de Nakit Kullanim
Aliskanliklar1”, 27.07.2021,
https://tcmbblog.org/wps/wcm/connect/blog/tr/main+menu/analizler/turkiyede+nakit+kullani
m+aliskanliklari, (E.T. 22.11.2022).

Yukaridaki tabloda goriildiigii iizere Tiirkiye’de kagit para kullanimi, dijitallesme
siirecine ragmen Onemini korumaktadir. Bunun sebepleri arasinda aligkanliklar, mahremiyet ve
vergi kagirmak i¢in kayit altina girmeme istegi 6nemli rol oynamaktadir. Vergi kagirma amaci
mesru bir amag¢ olmamakla birlikte, mahremiyet ve aligkanlik sebebiyle halkin nakit talebi
oldugu siirece bunun karsilanmasi tabii bir yoldur. Bununla birlikte, kagit paranin uygulamada
sirkiilasyonu devam ederken, cikarilacak olan Dijital Tiirk Lirasi’nin ¢esitli yollarla tesvik

edilmesi, kagit para kullanimini azaltarak kayit dis1 ekonominin en aza indirilmesine katki
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saglayacaktir. Kayit dis1 ekonominin azalmasi, vergi gelirlerinin artmasi ve dolayli olarak vergi
oranlarinin diismesiyle sonuglanabilecektir. Normal vatandas, Dijital Tiirk Lirasi ile vergisini
oderken belirli bir oranda indirim kazanacagini bildigi zaman aligkanliklarini degistirip Dijital
Tiirk Lirasi’na yonelebilecektir. Bunun yaninda belli bir limitin altindaki miktarlar i¢in 6n
o0demeli kartlar veya cep telefonlarindaki yakin alan iletisimi teknolojileri sayesinde, ¢evrimdisi
O0deme ve bu 6demeler i¢in anonimlik saglama 6zelligi Dijital Tirk Lirasi’na eklenirse,

mahremiyet endiseleri de sona erebilecektir.

Blokzincir teknolojisi ve dijitallesmenin devletlerin para basma yetkisini asindirma
ihtimaline binaen devletlerin parasal sistemde yaptig1 doniisiimiin izah edilmesinden sonra
duruma vergilendirme yetkisi agisindan da bakmak gerekmektedir. Sonraki baslikta, 6z olarak
vergilendirme yetkisinden bahsedilecek ve bunun blokzincir teknolojisi ile iliskisi lizerinde

durulacaktir.

I1l.  VERGILENDIRME YETKIiSi ACISINDAN BLOKZINCIR

Vergi, devletin genel kamu harcamalarin1 karsilamak amaciyla egemenligi altinda
bulunan kisilerden cebren ve kisisel karsilik olmaksizin aldig1 parasal degeri olan seylerdir®?,
Bir tilkede vergi tahsil etme hakki sadece devlete aittir. Kural olarak, bu yetkiyi devletin kendisi
kullanmakla birlikte istisnaen diger kamu idarelerine veya 6zel kisilere tahsil yetkisi verebilir.
Devletin vergi alma hususunda yetkisinin kaynagi tilkesi {izerindeki egemenligidir. Egemenlik
hakk1 sayesindedir ki devlet bir karsilik olmaksizin kisilerin miilkiyet haklarini kisitlamaktadir.
Vergi, egemenligin mali yoniiniin en 6nemli goriiniimlerinden biridir®**. Devletin yaptig1
harcamalarin temel kaynagi vergilerdir. Bu sebeplerle devlet olmanin en 6nemli belirtisi mali

talepte bulunmasidir®®,

A. GENEL OLARAK VERGILENDIRME YETKISi
Vergilendirme yetkisi, devletin vergi ve benzeri kamu gelirlerini karsiliksiz ve cebren

tarh ve tahsil edebilme yetkisidir®?®. Devlet vergilendirme yetkisini egemenlik hakkina

523 Verginin unsurlari ve ayrmtili tanimlari icin bkz: KANETI Selim / EKMEKCI Esra / GUNES Giilsen /
KASIKCI Mahmut, Vergi Hukuku, istanbul 2019, s. 3-6; TASKAN Yusuf Ziya, Vergi Hukuku, Ankara
2018, s. 21-24; SABAN Nihal, Vergi Hukuku, istanbul 2016, s. 5-6; OKTAR S. Ates, Vergi Hukuku,
Istanbul 2019, s. 97-98.

524 IDIKUT OZPENCE / OZPENCE, s. 2.

525 CAGAN, s. 3.

526 Doktrindeki yaygin tanima gore vergilendirme yetkisi, devletin iilkesi iizerindeki egemenligine dayanarak
vergi alma konusunda sahip oldugu hukuki ve fiili giiciidiir. Bkz: CAGAN, s. 3; CAGAN Nami, “Tiirk
Anayasast Acisindan Vergileme Yetkisi”, Anayasa Yargis1 Dergisi, C. 1, 1984, s. 171; Anayasa
Mahkemesi’ne gore ‘“vergilendirme yetkisi, devletin, iilkesi iizerindeki egemenligine bagl olarak, vergi
alma konusunda sahip oldugu hukuksal ve fiili giicten kaynaklanmaktadwr”. Bkz: AYM, 1.4.2010 tarih
ve E. 2008/110, K. 2010/55, RG: 21.06.2010-27619.
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dayanarak kullanir. Vergilendirme yetkisi mali egemenligin en 6nemli goériiniimlerinden
biridir®?’. Vergilendirme yetkisinin iki farkl1 anlami vardir. Dar anlamda vergilendirme yetkisi
devletin sadece vergi tarh ve tahsil edebilmesi yetkisini ifade ederken genis anlamda
vergilendirme yetkisi verginin yaninda harg, resim ve benzeri mali yiikiimliiliikleri tahsil

edebilme yetkisini ifade eder®?,

Vergilendirme yetkisi kapsami itibariyle kisilerin temel hak ve hiirriyetlerini ihlal
edebilme potansiyeli yiiksek bir devlet yetkisidir. Bu sebeple tarihi agidan bakildiginda anayasa
ve insan haklar1 miicadelesinde ilk kisitlanan devlet yetkilerinden biridir. Nitekim
vergilendirme yetkisinin igerigi, devletin egemenlik hakkinda oldugu gibi zamanla kisitlanmig
ve sinirlt bir yetki halini almistir. Bunun yaninda devletler 6nceleri sadece mali amagla vergi
alirken gilinlimiizde bir¢ok mali olmayan amaglar vergilendirme yoluyla gerceklestirilmeye

529

calisilmaktadir™>®. Uzun bir tarihi siirecte vergilendirme yetkisinin nitelik agisindan énemli

doniisiimler gegirdigi goriilmektedir.

[k anayasa olarak kabul edilen ve Ingiltere’de ilan edilen 1215 tarihli Magna Carta’nin
en 6nemli sebeplerinden biri halkin agir vergiler altinda ezilmesiydi. Nitekim Magna Carta ile
Ingiltere’de kralin vergilendirme yetkisi kisitlanmistir®*°. Bu belgeden sonra Ingiltere’de 17.
ylizyilda cereyan eden insan haklari olaylar1 ve ilan edilen metinlerde vergi hep 6nemli bir yer

531

tutmustur Devletin vatandaglar {izerindeki sinirsiz  vergilendirme yetkisi siirekli

siirlandirilmaya ¢alisiimistir. Kisilerden kendi rizalari olmaksizin vergi alinamayacagi kabul

527 ARIKAN Zeynep, “Demokratik Gelisim Siirecinde Vergilendirme Yetkisinin Kullanimi1 ve Siirlar

(Tiirkiye Analizi)”, DEU SBE Maliye Anabilim Dali, Yayimlanmamis Doktora Tezi, 1994, s. 3; Nitekim
vergilendirme yetkisi olmayan bir yapmin devlet olamayacagi yoniinde bkz: BASEL Ebubekir,
“Karsilastirmali Hukukta Devletin Vergilendirme Yetkisi”, Gazi Universitesi SBE Kamu Hukuku ABD,
Yayimlanmamis Doktora Tezi, 2016, s. 1.

528 BASEL, s. 12; ARIKAN;, s. 6, 7.

529 ARIKAN, s. 5, 10.

530 Magna Carta’daki su hiikiimler kralin sinirsiz vergileme hakkina sahip olmadigini agik¢a ilan etmistir:
“Kralligimizda, iilkemizin Genel Meclisinin izni olmadik¢a zorla, askerlik hizmeti karsiligi olarak vergi
ya da yardim parasi alinamaz. Fiziksel varligimizin diyet verilerek esaretten kurtariimasi, en yash
oglumuzun sovalyelige kabul téreni veya en biiyiik kizimizin ilk evliligi durumlar: bunun disindadir. Bu
tic amag icin makul bir yardim talep edilebilir. Londra kentinin yardim paralari da benzer bir bigimde
ayarlanacaktir.
Eger yukarida bahsedilen o ii¢ durumun disinda yardim parasimin ya da askerlik yapmama karsiliginda
alinacak verginin miktarini belirlemek séz konusu olursa, Kralligimizin Genel Meclisinin toplanmast
amaciyla, en az 40 giin énceden olmast kosuluyla, belirli bir giin ve yerde toplanabilmeleri igin, tiim
baspiskoposlari, piskoposlary, manastir basrahiplerini, kontlar: ve biiyiik baronlar: miihiirlii mektuplaria
cagiracagiz. Ayrica, en yiiksek mevkideki tiim kisileri serifler ve gorevli memurlarumiz vasitasiyla toplant
icin ¢agiracagiz. Tiim ¢agr mektuplarinda toplantinin gerekgesini de agiklayacagiz. Ve boylece basariyla
yerine getirilen bir ¢cagridan sonra, séz konusu olan is, ¢agrilanlarin tiimii gelmemis olsa bile, sadece
katilanlardan olusan meclis tarafindan kararlagtirilan giinde yerine getirilecektir”. Bkz: ISTANBUL
BAROSU, “Magna Carta Libertatum”, https://www.istanbulbarosu.org.tr/files/docs/Magna2017-2.pdf,
(E.T. 20.04.2021).

531 1628 tarihli Petition of Rights ve 1689 tarihli Bill of Rights 17 yiizyildaki 6nemli gelismelerdir.
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edilmistir. Benzeri tarihi gelismeler Avrupa’nin diger iilkelerinde ve Amerika kitasinda da
goriilmiistiir. Nitekim Fransiz Ihtilali'nden sonra agiklanan Insan ve Yurttas Haklar
Bildirgesi’'nde vergilerle ilgili énemli hiikiimler yer almistir®®2, Aym sekilde Ingiltere’nin
Amerika kolonileri tarafindan bagimsizlik savasinin baslatilmasinda agir vergiler 6nemli rol
oynamistir®>>, Osmanli’da da vergilendirme ile ilgili diizenlemelerin anayasa ¢alismalarinda

onemli yer tuttugu goriilmektedir>®*.

Tiirkiye’nin de taraf oldugu 1952 yilinda imzalanan Insan Haklarini ve Ana
Hiirriyetlerini Korumaya Dair Avrupa Konseyi Sozlesmesine Ek 1 No’lu Protokoliin birinci
maddesinde devletlerin vergilendirme yetkisiyle miilkiyet hakkini sinirlayabilecegi kabul
edilmistir’®. Tiim bu tarihi tecriibelerin gdsterdigi iizere vergilendirme, halk iizerinde nemli
hak ihlalleri olusturabilme potansiyeline sahip olan bir devlet yetkisidir. Devletlerin vergi
olmaksizin ayakta duramayacagi herkesce kabul edilse bile asir1 vergilerin kisi hak ve
ozgirliiklerini ciddi bigimde ihlal ettigi ve dnemli doniisiimlere yol acabildigi goriilmektedir.
Glinlimiizde devletin egemenligine dayanan vergilendirme yetkisinin basta miilkiyet hakki
olmak {izere temel hak hiirriyetler karsisinda siirh oldugu kabul edilmektedir. Yasama vergi
kanunlar yaparken anayasa mahkemelerinin, yiiriitme ise kanunlar1 uygularken yerel ve yiiksek

536

mahkemelerin denetiminde ¢aligmaktadir Ayrica devletlerin vergilendirme yaparken

anayasal dayanaga sahip genellik, esitlik, kanunilik ve sosyal devlet ilkelerini gz Oniinde

bulundurmasi gerekmektedir®’.

532 Bu hiikiimler sunlardir:

“Madde 13: Bu kamusal giiciin ve yonetim gorevierinin devamliligim saglamak i¢in genel bir vergi
zorunludur. Bu vergilendirme biitiin yurttaslarin olanaklarina gore esit dlgiide béliinmelidir.

Madde 14: Biitiin yurttaslar bizzat veya temsilcileri araciligiyla verginin gerekliligini belirleme, bunu
serbestge kabul etme, bu vergilerin kullanimini gozlemleme ve verginin miktarini, matrahin, tahsil sekli
ve siiresini belirleme hakkina sahiptir”. Bkz: VIKIPEDI, “Insan ve Yurttas Haklar1 Bildirisi”,
https://tr.wikipedia.org/wiki/%C4%B0nsan_ve_Yurtta%C5%9F Haklar%C4%B1_Bildirisi, (E.T.
20.04.2021).

533 CAGAN, s. 21, 24; BASEL, s. 72.

534 AKYAZAN Ahmet Emrah, “Vergilendirme Yetkisinin Tiirkiye’deki Gelisimi”, TBB Dergisi, S. 80,

2009, s. 4, 5; ARIKAN, s. 138; CAGAN, s. 28-45.

flgili hiikiimler sdyledir:

“Her hakiki veya hiikmi sahis mallarinin masuniyetine riayet edilmesi hakkina maliktiv. Herhangi bir

kimse ancak dmme menfaati icabi olarak ve kanunun derpis eyledigi sartlar ve devletler hukukunun

umumi prensipleri dahilinde miilkiinden mahrum edilebilir.

Yukardaki hiikiimler, devletlerin, emvalin umumi menfaate uygun olarak istimalini tanzim veya vergilerin

veyahut sair miikellefiyetlerin veyahut da para cezalarummin tahsili i¢in zaruri gérdiikleri kanunlar

yiiriirliige koymak hususunda malik bulunduklar: hukuka halel getirmez” bkz: RG, 19.03.1954/8662.

536 BASEL, s. 19-21.

537 YILMAZ FURTUNA Elif, “Olaganiistii Yonetim Usullerinde Vergilendirme Yetkisinin Hukuki Sinirlar
ve Cumhurbaskanligi Kararnameleri”, Ankara Hac1 Bayram Veli Universitesi Hukuk Fakiiltesi
Dergisi, C. 25, 2021, s. 429-470; ERKIN, s. 1121; IDIKUT OZPENCE / OZPENCE, s. 4, 5; Devleti
sadece vergisel veya mali yonden sinirlandirmayr amag¢ edinen anayasalar i¢in kullanilan “vergi
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Devletin vergilendirme yetkisini sinirlayan tek unsur temel hak ve hiirriyetler degildir.
Kiiresellesme ile birlikte ¢esitli uluslararasi kuruluslarin, biiyiik devletlerin ve hatta uluslararasi
sirketlerin devletin vergilendirme yetkisi iizerinde 6nemli etkilerde bulundugu goriilmektedir.
Ozellikle IMF, DTO ve AB gibi uluslararasi kuruluslar devletlerin vergi politikalarini
etkilemektedir®®. IMF devletlere gesitli krediler acan bir kurum olarak agtig1 kredilerin bir
kismin1 belli sartlar dahilinde vermektedir. Bu sartlar ¢ogunlukla devletlerin vergilendirme
yetkisi lizerinde sinirlayict sartlar olmaktadir. Bu durumda devletler IMF’den kredi temin
edebilmek igin vergilendirme yetkilerinin siirlanmasina razi olmaktadir®°. Ayn1 sekilde AB
ortak pazarin isleyisini saglamak amaciyla iliye devletlerin i¢ hukukunu etkileyecek vergi
kararlar1 alabilmektedir. AB biinyesinde dolayli vergiler ortak pazari temin amaciyla belli bir
standarda baglanmig durumdadir. Bu acidan AB iiyesi iilkelerin vergilendirme yetkilerini

kismen AB’ye devrettiklerini sdylemek yanlis olmayacaktir®®

. Diinya tizerinde glimriik vergisi
ve tiirevlerinin olusturdugu bariyerleri kaldirmay1 amag edinmis DTO de devletlerin giimriik
vergileri iizerindeki yetkilerini kisitlamaktadir. Nitekim 1995 yilindan beri DTO iiyesi olan
Tiirkiye, giimrilk vergilerini sorumluluklar1 dahilinde uygulamaktadir®*. Devletlerin
uluslararas1 anlagma yoluyla c¢ifte vergilendirmeyi onlemeyi amaclamalar1 ve gesitli vergi is

birliklerine gitmeleri de vergilendirme yetkisinin simirlandirilmasina 6rnektir®®2.

Gilintimiizde uluslararasi kuruluslarin yaninda biiyiik devletlerin de baska iilkelerin vergi
sistemlerini etkilemeye calistiklar1 goriilmektedir. ABD, COVID-19 pandemisi sonras1 donem
icin kendi biit¢esindeki yliksek harcamalar1 karsilamak amaciyla kurumlar vergisini
yukseltmeyi planlamakta, ayn1 zamanda kendi iilkesinde kurulu isletmelerin yiiksek vergilerden
kacip yurtdisina gidisini de engellemek istemektedir. Bunun i¢cin OECD biinyesinde kiiresel

minimum kurumlar vergisi uygulanmasi i¢in ¢aligmalar yiirlitmektedir. Plan kapsaminda tiim

anayasas1”, “mali anayasa” tabirleri i¢in bkz: ARIKAN, s. 87; BAYER Cagri, “Vergilendirme Yetkisinin
Temel Hak ve Hiirriyetlerle Iliskisi”, Selguk Universitesi SBE Kamu Hukuku ABD, Yaymmlanmamis
Yiiksek Lisans Tezi, 2019, s. 188.
538 AKYAZAN, s. 27.
539 Tiirkiye nin IMF’den en ¢ok kredi kullanan dort iilke arasinda bulunduguna ve bu krediler i¢cin IMF’nin
kamu mallarmin 6zellestirilmesinden kamu harcamalarinin kisilmasina ve vergi oranlarinin artirilmasina
kadar sundugu 6n sartlar icin bkz: ELVER, s. 88, 115; IDIKUT OZPENCE / OZPENCE, s. 18.
AB yaninda 1960°l1 yillarda kurulup kisa siirede dagilan Dogu Afrika Toplulugu'nun da (Uganda,
Tanzanya ve Kenya’dan olugmaktaydi) vergilendirme yetkisine sahip oldugu goriilmektedir. Bkz:
CAGAN, s. 12; AB’ye aday iilke konumunda bulunan Tiirkiye hakkinda ilerleme raporlarinda vergi
sisteminin AB sistemine uygun olup olmadigi degerlendirilmektedir. Bkz: SARACOGLU Fatih,
“Vergilendirme Yetkisi ve Tiirkiye-Avrupa Birligi fliskileri”, G.U. I.I.B.F. Dergisi, S. 3, 2003, s. 175-
189.
541 IDIKUT OZPENCE / OZPENCE, s. 14; Bu tiir uluslararas1 kuruluslarin aldig1 kararlar ile devletlerin
vergilendirme yetkileri rizalar1 hilafina sinirlandirilmaktadir.
542 ERKIN, s. 1144; CAGAN, s. 222.

540
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devletlerin en az %21 oraninda kurumlar vergisi uygulamasi ongériilmektedir>*. Bu durum bir
devletin bagka devletlerin vergilendirme yetkileri iizerinde etkili olma c¢abasi olarak

giincelligini korumaktadir.

Uluslararasi sirketler de kendilerine menfaat temin edebilme amaciyla ulus devletlerin
vergilendirme yetkilerini asindirabilmektedir. Bu sirketlerin yatirim yaptigi iilkeler, sirketlerin
sagladig1 canlilik vesilesiyle onemli iktisadi faydalar temin edebilmektedir. Bu durumun
farkinda olan uluslararasi sirketler bir lilkeye yatirim yapmak i¢in bazi vergisel avantajlari talep
edebilmektedir. Ulus devletler de bu sirketleri iilkelerine ¢ekebilmek i¢in vergi sistemlerini bu
sirketlerin arzuladig1 sekilde dizayn etmektedir. Bunun yaninda kendi iilkelerinde dogal yasama
ve insan sagligina zararli faaliyetlerine bile gdz yumulmaktadir®**. Tiim bunlar dogrudan
egemen devletlerin rizas1 dogrultusunda gergeklesmedigi icin vergilendirme yetkilerinin ve

mali egemenliklerinin kisitlandigin1 gostermektedir.

Ulkelerin siyasi yapist ve kuvvetler ayrihigi ilkesi vergilendirme yetkisinin
sinirlanmasinda bir bagka etken olarak ortaya ¢ikmistir. Kuvvetler ayrilig: ilkesi geregi tiim
devlet yetkilerinin tek bir organda toplanmasi anlayisindan vazgeg¢ilmis, devletin ti¢ temel
organi olan yasama, yliriitme ve yargimin karsilikli gii¢lerini dengeleme fonksiyonu gérmesi
amaclanmigtir. Vergilendirme yetkisi, temsilsiz vergi olmaz ilkesi geregi yasama organina ait
bir yetki olsa da kiiresellesmenin etkisi ve kuvvetler ayriligi anlayisinin doniistimii ile yiiriitme
organi ile paylasilan bir yetki haline gelmistir. Bunun yaninda federal yapili devletlerde
vergilendirme yetkisinin tamamui bir tek devlette toplanmamakta, federe ve federal devletler
arasinda paylasilmaktadir. Ayrica mahalli idarelerin kamu hizmetlerini yerine getirme
hususunda sahip oldugu sorumluluklar arttik¢a bazi yerel vergilerin ihdas1 veya tahsil yetkisi
mahalli idarelere birakilabilmektedir>®®. Tiim bunlar tek bir organ olarak devletin sinirsiz bir
vergilendirme yetkisine sahip olmasini engelleyici unsurlar olarak ortaya ¢ikmaktadir. Bilakis

devletin vergilendirme yetkisini kullanirken hukuk kurallari ile sinirli oldugunu gostermektedir.

543 FINANCIAL TIMES, “US political battle lines form on Biden global tax plan”, 10.04.2021,
https://www.ft.com/content/84f0a9f2-2cle-42e3-a8ee-82e64badc6e3, (E.T. 17.04.2021); 4 Kasim 2021
tarihinde 137 iilke OECD biinyesinde belli sartlar dahilinde minimum %315 kurumlar vergisi uygulama
hususunda anlagsmaya varmistir. Bkz: OECD, Statement on a Two-Pillar Solution to Address the Tax
Challenges Arising from the Digitalisation of the Economy, OECD/G20 Base Erosion and Profit
Shifting Project, 2021, s. 4.

544 KUSAT, s. 232.

545 Bu idarelerin hepsinin ayni konu iizerinden vergi almasi durumunda vergi ¢akigsmasi olusacaktir. Bu
sebeple vergilendirme yetkisinin paylastirilmas1 gerekir. Vergilendirme yetkisinin paylasilmasi
kapsaminda mabhalli idarelere veya federe devletlere vergilendirme yetkisinin devri hususunda “mali
federalizm” kavrami kullanilmaktadir. Bkz: ARIKAN, s. 11, 12, 55, 94.
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Gelisen yeni teknolojiler, vergi idarelerine miikellefler ve vergisel islemler hakkinda
daha fazla denetim ve bilgi edinme imkani saglamaktadir. Gergekten finansal sistemin
dijitallegsmesi sayesinde yapilan her tiirlii 6demelerin takibinin yapilmasi miimkiin hale
gelmistir. Her seyin kagit tizerinde kayda alinmasi gerektigi ve nakit paranin yaygin oldugu
zamanlarda, miikelleflerin bir¢ok islemde beyan yikiimliiliigiine aykir1 davranabilmesi kolay
olmaktaydi. Giintimiizde yapilan en kiigiik alisverislerde bile giderek artan oranda banka/kredi
kartlariin kullanilmasi, her iglemin dijital bir izinin olusmaya basladigini ortaya koymakta,
kayit dis1 ekonominin azalmasina yardimci olmaktadir. Buna karsilik blokzincir ve dagitik
defter gibi teknolojilerin ortaya ¢ikmasiyla, dijital ortamda anonimligin saglanabilmesi ve
kisiden kisiye islemlerin teminiyle, vergisel agidan yeni zorluklar ortaya ¢ikmaya

baslamigtir>*®

. Ayn1 teknolojiler, vergi idaresine daha kolay vergi tahsil edebilme kabiliyeti de
verebilmektedir. Devam eden iki baslikta Oncelikle kisiler arasi ve anonim 6deme yapma
imkan1 veren blokzincir uygulamalarimin vergilendirme yetkisi iizerine etkileri incelenecek,
sonrasinda vergi idarelerinin blokzincir uygulamalartyla vergiye uyumu artirma yollari

uzerinde durulacaktir.

B. OLUMSUZ ETKi: BLOKZINCIR UYGULAMALARININ VERGILENDIRME
YETKIiSINi ASINDIRMASI
Teknolojinin gelismesiyle birlikte vergi idarelerinin vergiye uyumu saglamasi
hususunda bir¢ok yeni araca kavustugu goriilmektedir. Vergide sorumluluk miiessesi ve bilgi
verme ylikiimliiliklerinin artmasi, bunlarin dijitallesmeyle birlikte biiyiik capta ve hizli bir
sekilde toplanabilmesi, tcretlilerin, faiz gelirlerinin, kar paylarimin ve belirli sermaye
kazanglarinin vergiden kacirilmasini neredeyse imkansiz hale getirmistir. Buna mukabil
miikellefler agisindan duruma bakilirsa, klasik vergi kagirma/vergiden kaginma ydntemleri
islevsiz hale geldikge, teknolojinin getirdigi imkanlarla, bu isler i¢in yeni yontemler ortaya
cikmustir. Blokzincir, dagitik defter teknolojileri ve bunlarin uygulamasi niteliginde olan kripto
varliklar, miikellefler i¢in yepyeni bir vergi kacirma/vergiden kaginma yontemi olarak ortaya

cikmaktadir®®’.

546 ALM James, “Tax Evasion, Technology, and Inequality”, Economics of Governance, 2021, s. 1.

47 ALM James / BEEBE Joyce / KIRSCH Michael S. / MARIAN Omri / SOLED Jay A., “New
Technologies and the Evolution of Tax Compliance”, Virginia Tax Review, C. 39, S. 3, 2020, s. 327;
2009 yilinda baglayan Bitcoin’in erken dénemlerinde, 2011 yilinda, yeni bir vergi cenneti olabilecegi
ifade edilmisti. Bkz: FREEMAN Anthony, “Bitcoin: The Ultimate Offshore Bank Account?”,
23.08.2011, https://economicsandliberty.wordpress.com/2011/08/23/bitcoin-the-ultimate-offshore-bank-
account/, (E.T. 12.10.2021); 2013 yilinda bunu ortaya atan goriis i¢in bkz: MELENDEZ Eleazar David,
“Bitcoin Celebrated as Way to Avoid Taxes”, 16.04.2013, https://www.huffpost.com/entry/bitcoin-
taxes _n_3093182, (E.T. 12.10.2021).
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Calismanin 6nceki boliimlerinde agiklandigi iizere, blokzincir teknolojisinin isleyisine
ticlincii taraflarin miidahalesi neredeyse imkansizdir. Bu agidan devletlerin dahi, kurulmus ve
yeterince bilgisayar giiciiyle isleyen bir blokzincir sistemini kontrol edebilmesi, miidahale
edebilmesi veya diizenlemeye tabi tutabilmesi zordur. Blokzincir teknolojisini ortaya ¢ikaran
ve en Onemli uygulamasi olan kripto paralarin da ayn1 6zelliklere sahip olmasi sebebiyle, kayit
dis1 ekonomiyi biiyiiterek ciddi anlamda vergi kayiplarina yol actiklar1 goriilmektedir. Bunun
yaninda “para” Ozelligi tasimayan kripto varliklar da kayit dist ekonomiyi
besleyebilmektedir®®®. Artik kisilerin elde ettikleri kazanglardan veya servetlerinden vergi
o0dememek icin ¢ok kapsamli islemler yapip servetlerini ve/veya kazanglarini vergi cennetlerine
tasimalara gerek yoktur. Tahsilatlarini kripto para lizerinden yapmalar1 veya servetlerini
kripto varliga doniistiirmeleri durumunda sistemin sagladig1 anonimlik ve giivenlik sayesinde
vergi kagirmalari®*® miimkiin olabilecektir. Oyle ki bugiine kadar zengin kisilerin ve sirketlerin
vergi kagirmak icin kullandiklar1 vergi cennetlerinin yerini kripto varliklarin alacagi ifade
edilmektedir. Hatta kripto varliklar, vergi kagirma imkanini sadece zenginlere degil, orta ve alt

kesime de saglayabilmektedir®®

. Bu bolimde kripto varliklarin vergilendirme yetkisini
asindiran yonleri incelenerek devletlerin buna karsi aldigi veya alabilecegi Onlemler

incelenecektir.

1. Kripto Varliklarin Vergilendirme Yetkisini Asindiran Ozellikleri
Yukarida agiklandigi {izere, kripto paralar, paranin tarihsel siireci igerisinde kendine
0zgl bir yerde durmaktadir. Paranin tarihine bakildig1 zaman, geg¢is donemleri hari¢ her zaman
devletlerin kontroliinde oldugu goriilmiistiir. Kripto paralar, paranin dijitallesmesi siirecinin bir
parcast olmakla birlikte devletlerin parasal sistem iizerindeki hakimiyetini sonlandirma

kapasitesine de sahiptir. Bu sebeple devletlerin cogunlugu tarafindan hiisnii kabul gérmemistir.

548 OECD kripto varliklar su sekilde tanimlamustir; itibari ya da i¢sel degerlerini dagitik defter ve kriptoloji

teknolojisiyle biitiinleyen dijital finansal varliklardir. Bkz: OECD, Taxing, s. 10.

Burada vergi kagirma ile vergiden kaginma kavramlarinin da agiklanmasi yerinde olacaktir. Vergiden

kag¢inma, hukuk kurallarina uygun olarak kisinin/kurumun {izerinde vergi dogmamasini saglamasidir.

Mesela kisinin tiiketim vergisine tabi bir mal yerine tabi olmayan bir mali satin almasi, basit bir vergiden

kaginma ornegidir. Vergi kagirma durumunda ise, kisinin hukuk kurallarma gére vergi ddemesi

gerekirken cesitli yollarla bu vergiyi 6dememesi kastedilir. Bu kavramlar i¢in bkz: KOC Ozgur Emre,

“Vergilemenin Miikellefler Uzerindeki Psikolojik Etkileri: Vergiden Kaginma ve Vergi Kagirma Uzerine

Bir Alan Arastirmas1”, Business and Economics Research Journal, C. 10, S. 4, 2019, s. 1019, 1020.

PEHLIVAN Osman, Kamu Maliyesi, Trabzon 2019, s. 165, 166; BILICI Nurettin, Kamu Maliyesi,

Ankara 2015, s. 168, 169.

550 VAIVADE, s. 24; Buna mukabil, devletler de teknolojiyi kullanarak vergi kagirma faaliyetine girenleri
daha kolay tespit edebilmektedir. Zengin kesimler, finansal giicleriyle yeni teknolojileri kullanarak vergi
kagirmaya devam etmekte, yoksul kesimler ise biitiin gelirlerini kamuya bildirmek zorunda kalmaktadir.
Boylelikle blokzincir ve kripto para gibi yeni teknolojiler toplumsal esitsizligi derinlestirmektedir. Bkz:
ALM;s. 20.
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Hatta bir kisim devletler, benzer teknoloji ile ¢alisan dijital varliklar bir torbaya koyarak bunlar
hakkinda “kripto varlik” tabirini kullanmay: tercih etmektedir>®!. Baska bir ifadeyle bunlari
“para” olarak géormemektedir veya kripto paralari tek basina muhatap almamakta, diger kripto
sistemlerin i¢inde degerlendirmektedirler. Bir¢ok devlet kripto paralarin 6deme araci olarak
kullanilmasini1 yasaklamakla birlikte bunlara yatirim yapmay1 serbest birakmistir. Fakat bu
devletler, vatandaslarini kripto paralara yapilacak yatirimlardaki riskler hususunda da siirekli

552

uyarmaktadir’“. Kripto paralara karsi daha kat1 bir tutum i¢inde olan Cin ise kripto paralarla

ilgili madencilik dahil tiim faaliyetleri yasaklamistir>3,

Devletlerin kripto varliklara bu denli mesafeli yaklagsmalarindaki temel gerekgelerden
biri, kayit dist ekonomiyi desteklemesidir. Kripto varliklar sagladiklart anonimlik, dis
miidahalelere karsi gilivenlik ve herhangi bir merkezi otoriteye tabi olmama ozellikleri
sayesinde devletlerin vergilendirme yetkisini asindirabilmektedir®>*. Doktrinde, “6liimiin ve
vergilerin ka¢inilmaz oldugu” sdyleminin, kripto varliklarla birlikte, artik en azindan vergiler

icin gecerliligini yitirmeye basladig1 belirtilmistir®>®

. Gosterdikleri ozellikler itibariyle, vergi
idareleri agisindan klasik vergi cenneti uygulamalarindan daha zorlu bir vergi cenneti olabilme
potansiyeline sahiptirler®®. Vergi tabanlari klasik vergi cennetleri sebebiyle asman ve bu vergi
cennetlerine kars1 onemli tedbirler alarak onlerini kesen devletler, karsilarina ¢ikan yeni vergi
cennetleri ile daha zorlu bir miicadeleye girismek zorunda kalacaklardir®’. Gergekten klasik

vergi cennetlerinin temel 6zellikleri, diger devletlerle bilgi paylasmamak ve ¢ok diisiik yahut

Gelismis tilkelerin olusturdugu bir birlik olan OECD de “kripto varlik (crypto assets)” tabirini kullanmay1

tercih etmektedir. OECD, Taxing, s. 7; Tirkiye’de de kripto varlik kavrami tercih edilmektedir. Nitekim

TCMB tarafindan 2021 yili Nisan aymda “Odemelerde Kripto Varliklarin Kullanilmamasma Dair

Yonetmelik, RG: 16.04.2021 / 31456 ¢ikarilmistir. Giiney Kore de benzer sekilde para olmadiklarini

vurgulamak amaciyla kripto varhik tabirini kullanmaktadir. Bkz: PEKDEMIR Emine, “The Use Of

Blockchain Technology In Public Administration: Implications For Turkey”, ODTU SBE Yiiksek Lisans

Tezi, 2021, s. 29.

552 2013 yilinda Tiirkiye’de BDDK bdyle bir agiklama yapmistir. Bkz: BDDK, “Basin Ag¢iklamasi Say1 2013
/ 32, https://www.bddk.org.tr/Duyuru/EkGetir/510?ekld=530, (E.T. 12.10.2021); Uyaridan da 6te, Rusya
Parlamentosu, 2021 yili Ekim ayinda, yeterince tecriibeli olmayan kisilerin kripto varliklara yatirim
yapmasini sinirlamayi giindemine almigtir. Bkz: TASSEV Lubomir, “Russian Parliament to Consider
Restrictions for Non-Qualified Crypto Investors”, 08.10.2021, https://news.bitcoin.com/russian-
parliament-to-consider-restrictions-for-non-qualified-crypto-investors/, (E.T. 12.10.2021).

553 SMITH Sean Stein, “China's ban on crypto trading and mining will ultimately fail. Here's why”,
27.09.2021,  https://www.euronews.com/next/2021/09/27/china-s-ban-on-crypto-trading-and-mining-
will-ultimately-fail-here-s-why, (E.T. 09.10.2021).

554 VISWANATHAN Manoj, “Tax Compliance in a Decentralizing Economy”, Georgia State University
Law Review, C. 34, S. 2, 2018, s. 283.

555 ANTONIKOVA Nika, “Real Taxes on Virtual Currencies: What Does the IRS Say?”, Virginia Tax

Review, C. 34, S. 3, 2015, s. 434.

UBAY Birol, “Blockchain Teknolojisi ve Dijital Ekonominin Vergilendirilmesi Uzerine Olasi Etkileri”,

Vergi Sorunlar Dergisi, S. 371, 2019, s. 97.

Geligmis iilkeler, kripto varliklarin olusturdugu riskleri gérmekle birlikte hentiz endise edilecek seviyede

olmadigini belirtmektedir. Bkz: OECD, Taxing, s. 8.
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sifir vergi uygulamalaridir. Fakat klasik vergi cennetlerinde, merkezi bir otorite ve islemleri
yapan bir finansal kurum bulunmaktadir. Bu otoriteler veya kurumlar araciligiyla, vergi
matrahlart aginan devletlerin vergisel amagl bilgi toplama ihtimali ve imkan1 her zaman var
olmustur. Nitekim vergi cennetleri kullanilarak vergi tabani en ¢ok asindirilan iilke olan ABD,
2010 yilinda uygulamaya koydugu FATCAS®® mevzuatiyla bunun 6niinii ciddi oranda kesmeye
baslamistir®®, Yine OECD biinyesinde yapilan Ortak Raporlama Standardi kapsaminda
iilkelerin vergisel bilgi degisimini kolaylastirarak, vergi cennetlerine karsi iilkeler arasi is
birliginin yolunu agmistir®®®. Buna mukabil kripto varlik diinyasinda hem merkezi bir araci
kurum hem de tabi olunan bir devlet yoktur. Internet iizerinde hi¢bir merkezi kurum olmadan
sistem isleyebilmektedir. Bu sebeple devletler agisindan daha zorlu bir vergi cenneti olma

potansiyelini tasimaktadirlar®!

. Zira devletler kripto varliklarda bulunan servetleri veya
bunlarla yapilan iglemleri tespit etme konusunda ¢6ziimsiiz kalabilirler. Devletlerin vergi
cennetlerine kars1 yiirlittigli calismalarda elde ettikleri basarilar, kripto paralar sayesinde kisa
bir donemden ibaret kalabilir. Devletlerin bu tehlikeye karsi yeterince tedbir almadig:

goriilmektedir’®,

Klasik vergilendirme sistemi, sadece uluslararasi alanda degil, yurti¢indeki islemler i¢in
dahi banka gibi aracit kurumlarin varligimni esas almistir. Bu kurumlar araciligiyla hem vergi
sorumlulugu miiessesi isletilebilmekte hem de bilgi toplama faaliyetleri yapilabilmektedir.

Merkezi bir otoriteye bagli olmayan kripto sistemler ise, yurticinde elde edilen hasilat ve

558 Acilim1 The Foreign Account Tax Compliance Act olan diizenlemeye gore, ABD ile is yapan banka ve
benzeri araci kurumlar, ABD vergi miikelleflerinin bilgilerini ABD’ye vermek veya bu bankalara ABD
vergi miikellefleri tarafindan yapilan 6demelerde %30 vergi keserek ABD’ye 6demek arasinda secenek
taninmigtir. Yiiksek vergi karsisinda kurumlarin ¢ogunlugu bilgileri ABD ile paylasmistir. Bunun
neticesinde ABD vergi cennetleri ile ¢ok etkin miicadele edebilmistir. Bkz: GRUBER Sarah, “Trust,
Identity and Disclosure: Are Bitcoin Exchanges the Next Virtual Havens for Money Laundering and Tax
Evasion”, Quinnipiac Law Review, C. 32, S. 1, 2013, s. 198, 199.

559 MARIAN Omri, “Are Cryptocurrencies Super Tax Havens”, Michigan Law Review First Impressions,
S. 112, 2013-2014, s. 41.

560 MARIAN Omri, “Blockchain Havens and the Need for Their Internationally-Coordinated Regulation”,

North Carolina Journal of Law & Technology, C. 20, S. 4, 2019, 533; AB’nin de vergi kacak¢iligin

Onlemeye doniik bir tebligi bulunmaktadir. Bkz: EU COUNCIL DIRECTIVE, 2016/1164 of 12,

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:0J.L_.2016.193.01.0001.01.ENG (E.T.

07.10.2021); Bu ¢aligmalarin sonucu olarak, 2010 yilinda diinya ¢apinda vergi kayb1 190 milyar ABD

dolar1 civarinda iken 2016 yilinda bu kayip 163 milyar dolara diismiistiir. Bkz: VAIVADE, s. 8.

OECD, kripto paralarin merkezi bir otoriteye sahip olmamasi ve anonim yapisi sebebiyle vergiye uyumu

engelleyici ozellikler tasidigmi belirterek vergi cennetine benzer 6zellikler gdsterdigini belirtmigtir.

Konuyla ilgili sorunlarm ¢6ziimi i¢in uluslararasi is birligi ve kripto para borsalarindan bilgi alinmasinin

gerekliligine dikkat ¢cekmistir. Bkz: OECD, Tax Challenges Arising from Digitalisation — Interim

Report 2018: Inclusive Framework on BEPS, OECD, 2018, s. 206, 208.

Devletlerin bu tehlikeye karsi heniiz ciddi tedbirler almamasinin sebebi, kripto paralarin tim ekonomi

igerisindeki kiiciik hacmidir. Fakat bu hacim hizla biiylimektedir. Bkz: MARIAN, s. 39, 45; Ayni1 yazar

kripto paralar igin “siiper vergi cennetleri” tabirini kullanmaktadir.
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servetlerin bile gizlenmesine olanak saglayacak kapasitededir. Devletlerin bu konuda

vergilendirme sisteminde 6nleyici tedbirler almasi elzemdir®®3,

Devletlerin klasik vergi cennetleri ile miicadelede kismen basar1 saglamalari iizerine,
vergi cenneti olan devletler, blokzincir girisimcileriyle yakin temas kurmaya baslamistir. Vergi
cenneti olarak bilinen Kayman Adalar1 ve Malta devletlerinde blokzincir ve kripto para merkezi

olma yoniinde ¢alismalar yaptiklar1 goriilmektedir®®*

. Boylelikle klasik usullerle yapamadiklar1
vergi cenneti olma vasiflarin1 blokzincir teknolojisi girisimcilerine sagladiklar1 avantajlarla
yapmay1 planlamaktadirlar. Bu tiir iilkelere blokzincir cenneti denmektedir®®. Bu tehlikeyi
somutlagtirmak igin kripto para borsalar1 diigiiniilebilir. Bu borsalar, giiniimiizde Kripto
paralardan elde edilen kazanglara iliskin vergisel bilgilerin edinilmesinde merkez rolii
oynamaktadir. Devletler bu borsalara ytikiimliiliik yiikleyerek vergisel bilgiler elde etmektedir.
Fakat bu borsalar vergi cenneti {ilkelerde kurulur ve oradan tiim diinyaya hizmet saglamaya

baslarsa, devletlerin borsalar araciligiyla elde ettigi bilgiler ortadan kalkacaktir>®.

Bu boliimde blokzincir uygulamalarinin devletlerin vergilendirme yetkilerini agindiran
hususiyetleri iizerinde durulacaktir. Bu 6zellikler; anonimlik, giivenlik ve merkezi otoritenin

olmamasi olarak ii¢ baglik altinda toplanabilir.

a. Anonimlik
2008 yilinda duyurulup 2009 yilinda faaliyete gegen Bitcoin, kisilere kendi blokzinciri
iizerinde herhangi bir kimlik bilgisi paylagmadan islem yapabilme imkani saglamaktadir.
Herhangi bir kisi, bilgisayarina agik yazilim olan Bitcoin programini indirdikten sonra hem
madencilik hem de anonim bir sekilde bitcoin aligverisi yapabilir. Bunun i¢in herhangi bir
borsaya kayit olmasina gerek yoktur. Diger bir¢ok kripto paralarda da boyle bir anonimlik temin
edilmektedir. Hatta, ZCash, Monero ve Dash gibi maksimum seviyede gizlilik vaat eden kripto

567

paralar da vardir’®’. Bu sebeple araci bir borsa kullanmaksizin yapilan kripto para iglemlerinde

kimlik tespiti devlet i¢in ¢ok zordur. Vergi miikellefleri bu yolla elde ettikleri hasilatlart

563 VISWANATHAN, s. 285.

564 Bu iilkelerden Isvigre’nin Zug isimli kantonu “kripto vadisi” ismiyle anilmaktadir. Malta ise devlet
politikas1 olarak blokzincir girisimlerini desteklemektedir. Nitekim yeni blokzincir ve kripto proje
kuruculari bu tiir tilkeleri mesken edinmektedir. Bkz: MARIAN, Blockchain Havens, s. 551.

565 MARIAN, Blockchain Havens, s. 531.

566 MOLLOQOY Benjamin, “Taxing the Blockchain: How Cryptocurrencies Thwart International Tax Policy”,
Oregon Review of International Law, C. 20, 2018, s. 642, 643; MARIAN, Blockchain Havens, s. 548.

567 VAIVADE, s. 21; SAHIN Muhammet, “Kripto Para Yeni Bir Vergi Sigmagi mi? Bilisim
Teknolojilerindeki Gelismeler Temelinde Bir Degerlendirme”, Pamukkale Universitesi Sosyal Bilimler
Enstitiisii Dergisi, S. 34, 2019, s. 177.
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kolaylikla beyan etmeyebileceklerdir®®®, Bunun yaninda para 6zelligi gostermemekle birlikte
kiymetli bir dijital varlik olabilen NFT’ler yeni bir olgu olduklari i¢in servet vergisine konu
olmamaktadir>®®. Béylelikle miikellefler, servetlerini kripto paralarda veya varliklarda tutarak
servet vergilerinden de kurtulabileceklerdir. Gerekli 6zellige sahip herhangi bir kripto varligin
(mesela Bitcoin) blokzincirinde e-ciizdan ile islem yapan kisilerin kimligini tespit edebilmek
cok zordur. Bu hususta uzman kisiler bircok dnlemi de alarak bu isi yaptig1 i¢in kimlik tespiti
imkansiz hale bile gelebilir. Bununla birlikte yeterince tedbir almadan blokzincir {izerinden
yapilan islemlerin kimlik tespiti zor da olsa miimkiin olabilir. Burada temelde iki yontem 6n
plana ¢ikar. Bunlardan biri, islemleri yapan bilgisayarin IP adresinden kullaniciya ulagsmaktadir.
Ortalama seviyede bilgisayar teknolojilerine hakim olan bir kisi VPN gibi teknolojiler
kullanarak bu ihtimali bertaraf edebilecektir®’. ikinci yontem ise islem analizidir. Bu yontemde
bir e-ciizdandan yapilan kripto para hareketleri takip edilerek islem yapilan kisilerden veya ilgili
islemlerden asil kullaniciya ulasmak miimkiin olabilir®’!. Bu ydntemin ise iki temel kusuru
vardr. Ilk olarak ¢cok zahmetlidir. Vergisini beyan etmeyen tiim vergi miikelleflerini bu sekilde
tespit etmeye calismak ¢ok masrafli olacaktir. Tkinci olarak ileri seviye kullanicilar tarafindan
bu yontem de gecersiz kilinabilir. Kisi ¢cok sayida e-ciizdan kullanarak her bir islemini ayri
clizdan veya hesap iizerinden yaparsa islem analizi yoluyla kisiye ulasmak neredeyse imkansiz

olacaktir®’?,

b. Giivenlik
Devletler, kanunlarina riayet etmeyenlere karsi yaptirim uygulama giicline sahiptir.

Konumuz agisindan duruma bakilirsa, kripto paralart kullanarak vergi kaciran kisilere karsi

568 MOLLOY, s. 633; ALM ve digerleri, s. 330, 331; MARIAN, s. 42.

569 Blokzincir iizerinden olusturulabilen NFT’ler sayesinde kisiler, bir sosyal medya mesajimni, fotografi,
videoyu hatta bilimsel bir makaleyi benzersiz bir token haline getirip satmaktadir. Alan kisi ilgili seyden
tek faydalanan olmamasina ragmen onun sahibi olmaktadir. NFT’ler hakkinda ayrintili bilgi i¢in bkz:
KONG De-Rong / LIN Tse-Chun, “Alternative Investments in the Fintech Era: The Risk and Return of
Non-fungible Token (NFT)”,
https://poseidon01.ssrn.com/delivery.php?ID=&EXT=pdf&INDEX=TRUE, (E.T. 09.11.2021);
HOERNER Jason / NELSON Bryce / HOLSTEIN Lee, “Non-Fungible Tokens and Potential Federal
Income Tax Characterization Issues”, Journal of Taxation of Financial Products, C. 18, S. 3, 2021, s.
23.

570 ENGLE Eric, “Is Bitcoin Rat Poison: Cryptocurrency, Crime, and Counterfeiting (CCC)", Journal of
High Technology Law, C. 16, S. 2, 2016, s. 343.

57 ALM ve digerleri, s. 344.

572 COMISKEY Shaelyn / PAYNE Bryson R. / PARKER Victor C., “Legal Considerations of
Cryptocurrency in Divorce, Money Laundering, and Tax Evasion”, Quarterly Review of Business
Disciplines, C. 6, S. 3, 2019, s. 266; VAIVADE, s. 22; MARIAN, s. 44; Anonimlik 6zelligi sayesinde
kripto paralar, kara para aklama ve terérizmin finansmani faaliyetlerinde de kolaylikla kullanilabilir.
Nitekim geg¢miste bunun 6rnekleri vardir. 2013 yilinda ABD’de meydana gelen Liberty Reserve olay1
buna 6rnektir. Bkz: FATF, Virtual Currencies Key Definitions and AML/CFT Risks, FATF Report,
2014, s. 9, 10.
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kripto paralarin sistemini kontrol altina almalar1 hukuki olarak yetkileri dahilindedir. Fakat bu
yetkiyi fiile ¢ikarmalari, sistemin sagladig: giivenlik seviyesi géz oniine alindiginda ¢ok zordur.
Ozellikle bitcoin gibi ¢ok yiiksek islemci giiciine sahip blokzincirlerini siber saldir1 yoluyla
kontrol altina almak imkansiza yakindir. Devletin sistemi isleten sorumlulara yonelik olarak
yaptirim uygulamasi da zordur. Zira blokzincir sistemleri tek bir kisi tarafindan degil, diinyanin
her tarafinda faaliyet gdsteren madenciler tarafindan isletilmektedir. Sistemi kuran kisinin
sorumlulugu akla gelebilir. Fakat blokzincir sistemini kuran kisi, islemeye basladiktan sonra
sisteme miidahale edememektedir. Isleyen bir blokzincirine miidahale i¢in tek yol, mevcut
islemci giiciinden daha fazla islem giiciiyle sisteme siber saldir1 diizenlemektir. Bu ise fiili
olarak ¢ok zordur. Ayrica basarilt olmasi kesin degildir. Bunun yaninda yapilan islemler geri
doniilmez bir sekilde yapildigi i¢in ve sistemin islemesi durdurulamadigi i¢in ayr1 bir giivenlik
hissi vermektedir. Bu ozellikler blokzincir teknolojilerinin hukuk kurallarina uyumunu

zorlastirmaktadir®’®.

Boylesine yiiksek bir seviyede saglanan giivenlik, kisileri sistemin i¢ine daha fazla
cekmektedir. Insanlar kripto paralarla yaptiklari islemlerin kendilerine vergi kagirma yolunda
giivenli bir yol sagladigina inanmaktadir. Bu dongii kirilmadikca daha fazla kisinin kripto

varliklar yoluyla vergi kag¢irma yoluna sapabilecegi beklenebilir.

C. Merkezi Otoritenin Olmamasi

Vergi sorumlulugu, kisilerin kanunlardan dogan vergilerini tek tek ve dogrudan vergi
idaresine beyan edip 6demesi yerine, vergiyi doguran olayla baglantis1 bulunmayan ve kanunla
belirlenen iigiincii kisilerin vergisel &devleri yerine getirmesidir®’*. Vergilendirmede
sorumluluk miiessesesi giiniimiizde giderek artan bir 6neme sahiptir. Bu miiessese sayesinde
vergi idaresi ¢ok sayida miikellefle degil az sayida sorumlu ile muhatap olmaktadir. Béylelikle
hem islemler azalmakta hem de vergilerin takibi kolaylasmaktadir. Sorumluluk kurumu
yaninda vergiyi doguran olayin dogrudan tarafi olmayan {igiincii kisilerden toplanan bilgiler,
beyan edilen vergilerin denetlenmesini kolaylastirmaktadir. Bu sekilde iiciincii kisilerden bilgi
alinmasi veya sorumlu sifatiyla vergiyi tahsil etmede araci olarak kabul edilmelerinin, vergi

tahsil oranlarmi 6nemli oranda artirdig1 gdzlenmektedir®’®. Fakat bu usulleri uygulayabilmek

573 ALM ve digerleri, s. 331.

574 Vergi hukukunda sorumluluk ile ilgili ayrintili bilgi igin bkz: TUNC Zinnur, Vergi Hukukunda Temsil
ve Sorumluluk, istanbul 2021.

575 ALM ve digerleri, s. 329.

117



icin vergi idaresinin vergi miikellefleri ile islem yapan tiglincii taraf niteliginde bir muhatap

bulmasi gerekir.

Borsalara tabi olmaksizin kripto para alim satimi yapan kisiler, kanunen vergiye tabi
olsalar da yukarida anlatilan anonimlik ve giivenlik o&zellikleri sayesinde vergi
kagirabilmektedirler. Bu kisiler islemlerini kisiler arasi (peer to peer) yaptiklart i¢in vergi
idaresinin, vergi sorumlusu tespit etmesi miimkiin olmamaktadir. Fakat giiniimiizde kripto
paralar, takas araci olmaktan ¢ok yatirim araci olarak kullanilmakta ve bu yatirimlar ¢ogunlukla
kripto para borsalar1 araciligiyla yapilmaktadir. Yukarida bahsedildigi ilizere bu sistemde
islemler kisiler arast degil borsa araciligiyla yapilmaktadir. Buna karsilik ileri seviye
kullanicilar, gizlemek istedikleri islemleri borsa araciligiyla degil kisiler arasi olarak dogrudan
blokzincir lizerinde gergeklestirecektir. Bu tiir islemler klasik vergilendirme sistemleri ile tespit

576

edilemeyecek islemlerdir°™. Borsalar cogunlugu olusturan siradan kripto para yatirimcilarinin

takibini miimkiin kilmaktadir®’’

. Cogunlugun borsalar araciligtyla faaliyet géstermesinin uzun
vadede faydasi beklenmektedir. Zira ¢ogunluk borsalardan islem yaptig1 ve kimlikleri belirli
oldugu i¢in blokzincir iginde kimlikleri belirli olmayan az sayida kullanici kalacak ve iglem
analizi yoluyla bunlarin da kimliginin tespiti kolaylasacaktir°’®. Bir kere hesaplarm kimlikleri
desifre edilince bunu inkar etmek miimkiin olamayacaktir. Zira blokzincir sistemlerinde yapilan

islemler degistirilemez sekilde kayit altindadir®”®.

Blokzincir ve dagitik defter teknolojisi ile ¢aligan sistemlerin, internet tizerinde herhangi
merkezi bir muhatap bulunmadan ¢alismasi, bu tiir platformlar tizerinden elde edilen gelirlerin
vergilendirme yetkisinin hangi devlet iizerinde oldugunu da belirsizlestirmektedir®®. Herhangi
bir devletin kripto varliklara son vermek istemesi, bu varliklarin sona erecegi anlamina
gelmemektedir. Hatta kendi tilkesinde dahi, ¢esitli VPN uygulamalar1 kullanan vatandaslarinin
bu tiir varliklar1 kullanmasini engelleyemeyeceklerdir. Nitekim 2021 yil1 itibariyle Cin devleti,
iilkesinde kripto paralara iliskin tiim faaliyetleri yasaklamistir ve madencilere de elektrik

vermeyi kesmistir®®!. En ¢ok bitcoin madencisi Cin’de bulunmasina ragmen bdyle bir hamle

576 VAIVADE, s. 3.

ST Kripto para borsalari, ortaya gikan vergisel sorunlarin temeli igin bir ¢dziim kaynagidir. Bu sebeple
asagida ayrintistyla inceleneceklerdir.

578 VAIVADE, s. 55.

579 SABU Arvind, “Reframing Bitcoin and Tax Compliance”, Saint Louis University Law Journal, C. 64,
S. 2, 2020, s. 207; BROWN, s. 29.

580 MOLLOQY, s. 634.

581 SMITH Sean Stein, “China's ban on crypto trading and mining will ultimately fail. Here's why”,
27.09.2021,  https://www.euronews.com/next/2021/09/27/china-s-ban-on-crypto-trading-and-mining-
will-ultimately-fail-here-s-why, (E.T. 09.10.2021).
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Bitcoin’i durdurmamustir. Herhangi bir devletin miidahale edemedigi ve devlet sinirlarina tabi
olmaksizin isleyen bu sistemler yoluyla elde edilen kazanglar hususunda hangi devletin yetkili
oldugunu belirlemek i¢in uluslararasi mutabakat sarttir. Bu tiir bir mutabakat kolay
olmayacaktir. Zira kripto varliklarin hem her yerde hem de higbir yerde oldugu

belirtilmektedir®®2,

2. Devletlerin Aldigi/Alabilecegi Onlemler

Kripto varliklarin gittikge artan bir sekilde vergi cenneti olma vasiflarinin artmasiyla
birlikte, devletlerin mali egemenliklerinin 6nemli bir goriiniimii olan vergilendirme yetkisini
korumak amaciyla harekete gegmesi gerekmektedir. Gergekten devletlerin bu hususta énlem
almamalar1 durumunda ¢ok ciddi bir vergi kaybmma maruz kalacaklarini 6ngérmek zor
degildir’®. Bu tiir kayiplar vergide adalet, esitlik ve mali giice gore vergileme ilkelerinin de
tahrip olmasina sebep olacaktir. Bu tahribat, vergiye uyum saglayan miikellefleri de bu varliklar
araciligryla vergi kacirmaya yonlendirebilecektir. Nihayetinde vergilendirme yetkisinin varligi
sorgulanir duruma gelebilecektir. Bu kayiplar1 engellemek i¢in dijitallesmenin ve blokzincir
gibi teknolojilerin olmadigi donemde ihdas edilen mevcut vergi sisteminin ciddi bir
giincellemeye ihtiyact oldugu aciktir. Verginin maddi kurallarinda olmasa bile vergi tahsil
yontemlerinde ve vergisel verilerin toplanmasinda, yeni yontemler gelistirilmesi zorunlu
goriinmektedir. Bu hususta alinabilecek 6nlemlerin baslicalari; hukuki belirliligin saglanmasi,
kripto varlik borsalarina yiikiimliiliikler getirilmesi ve uluslararasi is birliginin temininden

olusmaktadir.

a. Hukuki Belirliligin Saglanmasi
Hukuki belirlilik, hukuk devleti ilkesinin bir alt ilkesi olup hukuk kurallarmin agik/net
olmasini ve herkesge erisilebilmesini ve anlasilabilmesini ifade eder°®*. Hukuki belirliligin
olmadig1 yerde hukuk kurallar1 farkli farkli uygulanabilecek ve hukuk diizenine giiven
saglanamayacaktir. Blokzincir teknolojisinin getirdigi uygulamalarla ilgili heniiz hukuki bir
diizenlemenin yapilmamis olmasi, bu uygulamalarla muhatap olanlarin  hukuki

yukiimliiliiklerini yerine getirme hususunda tereddiitte birakmakta, mevcut diizenlemelerin

582 VAIVADE, s. 22.
583 Kripto varliklarin toplam degerinin 2 trilyon ABD dolarin astig1 diistiniiliirse, milyarlarca dolarlik vergi
kagirma potansiyeli tasidi1 goriilmektedir. Ustelik kripto varliklarin degeri artmaya devam etmektedir.

Bkz: COINMARKETCAP, “Total Cryptocurrency Market Cap”, 13.10.2021,
https://coinmarketcap.com/charts/, (E.T. 13.10.2021). }

584 CAGLAR Selda, Hukuk Devletinin Hukuki Belirlilik ilkesi Uzerinden Degerlendirilmesi, istanbul
2013.
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farkli yorumlanmasi sebebiyle farkli sonuglar dogabilmekte dolayisiyla hukuki belirlilik

ortadan kalkmaktadir.

Diinya iizerinde farkli vergi sistemleri caridir. Bu sistemlerin ortak 6zelligi, ticaretin
fiziki mallar veya hizmetler iizerinden yapildigi, sanal iiriinlerin ve islemlerin olmadigi, araci
kurumlarin varligina dayali bir diinyada ortaya c¢ikmis olmalaridir. Giiniimiizde ise hem
dijitallesme hem de dijitallesmeye bagli olarak ortaya cikan blokzincir gibi teknolojiler
iizerinden elde edilen kazanglar veya servetler, klasik vergi sistemine uyum saglamamaktadir.
Bu durumu ifade etmek tlizere OECD, tugla ve har¢ ekonomisinden, bit ve byte ekonomisine
gecis ifadesini kullanmaktadir. Boyle bir durumda yeni nesil iglemlerin hukuki agidan
vasiflandirilmasi ve bunlara uygun mevzuatin ihdasi, vergilendirme igin elzemdir. Zira hukuki
belirliligin olmadigi durumlarda, verginin kanuniligi ve belirliligi ilkesi geregi vergi
dogmayacaktir. Bu sorunu ¢d6zmek icin devletlerin yeni ¢ikan dijital teknolojileri hukuk
sisteminde tanimlamalart veya bu teknolojilere uygun yeni bir vergilendirme sistemi
gelistirmeleri gerekmektedir. Bunu yaparken uluslararasi is birligi ile hareket etmek sarttir.
Aksi durumda cifte vergilendirme veya devletsiz kazan¢®®® durumlarmin ortaya ¢ikmasi
kuvvetle muhtemeldir. Ayrica yapilacak diizenlemelerin yenilige ket vurmamasi da gerekir®®,
Dijital teknolojileri bastiracak vergisel diizenlemeler, teknolojinin ilgili iilkeden kagmasina

sebep olabilecektir.

Gilintimiizde devletlerin ¢ogunlugu kripto varliklarin vergilendirme iizerine etkileri
hususunda ya sessiz kalmis ya da yeterince agiklayict olmayan rehberler yaymlamistir. Bu
durum vergide belirliligi saglamaktan uzaktir. Otoriteler, yaptiklar1 diizenlemeleri, hem mevcut
kripto varlik sistemlerine uygulayabilmeli hem de yeni kurulacaklar1 bu diizenlemelere uygun
olarak kurulmasmi saglamalidir®®’. Bu siirecte potansiyel miikellef ve sorumlularin tereddiit

yasadig1 hususlar sunlardir®®:

e Kripto varliklardan elde edilen kazanglar gelir vergisine tabi midir?

e Kiripto varliklarin satiminda veya takasinda dolayl vergi dogacak midir?

585 Ingilizcede “stateless income” olarak ifade edilen kavram kisaca uluslararasi bir sirketin merkezi olmayan

bir iilkede elde ettigi kazang {izerinden ne faaliyet yaptig1 iilkede ne de merkezinin bulundugu iilkede
vergiye tabi olmasini ifade eder. Boyle bir durumda herhangi bir devletin vergilendirme yetkisine
girmeyen kazang, bagka bir ifadeyle “devletsiz kazang” ortaya ¢ikmaktadir. Bkz: KLEINBARD Edward
D., “Stateless Income”, Florida Tax Review, C. 11, S. 9, 2011, s. 700.

586 VAIVADE, s. 3.

587 Her ne kadar mevcut kripto varliklarin isleyis yapisini degistirmek zor olsa da yenilerini yapilacak
diizenlemelere uydurmak, bu sistemleri kontrol altina almak i¢in 6nemlidir. Bkz: ALM ve digerleri, s.
345.

588 OECD, Taxing, s. 8, 9.
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e Bu varliklarla ilgili ne tiir bilgiler verilmeli, nasil beyan edilmelidir?

Bunlar ve benzeri sorulara cevap bulamayan miikelleflerin bir kismi, vergiye uyum
saglamay1 arzu etse bile belirsizlikler sebebiyle uyum saglayamamaktadir®®. Nitekim kripto
varliklarin tanimlanmasi vergilendirme i¢in temel bir ihtiyagtir. Bu varliklarin para mi, emtia
mi1, yoksa finansal bir varlik mi1 oldugunun tespiti, vergilendirme rejiminin belirlenmesi

acisindan temel bir gerekliliktir®®

. Hukuki belirlilik ve diizenlemeler, esasinda kripto varlik
piyasasi i¢in de faydali olabilir. Bu hususta ABD doktrininde “The Coffee Bonding” teorisi
bulunmaktadir. Bu teoriye gore, ABD menseili olmayan firmalar, hisselerinin ABD sermaye
piyasasinda satilmasi i¢in basvuru yapmaktadir. Bu sayede bu sirketler hem ¢ok daha fazla
yatirimciya ulasmakta hem de ABD’de tabi olacagi hukuki diizenlemeler sebebiyle yatirimeiya
daha fazla giiven vermektedir. Bu durum ise bu hisselere olan tevecciihii artirmakta ve
sirketlerin degerini yiikseltmektedir. Aynm sekilde kripto varliklar da diinyada kabul gérmiis
hukuk sistemleri tarafindan hukuki diizenlemelere tabi olursa, heniiz bu varliklara giivenmeyen
bir¢ok yatirimer da yatirim yapmaya baslayacak, ayni zamanda hukuki belirsizlikler ortadan

kalkacaktir. Bu sayede kripto varliklarin piyasa degeri ¢ok daha fazla yiikselebilecektir>®:.

b. Kripto Varlik Borsalarina Yiikiimliiliikler Getirilmesi

Kripto varlik borsalari, kripto varliklarin alinip satilabildigi araci kurumlardir. Kripto
varliklarla yapilan islemlere iliskin olarak devletlerin veri elde edebilecegi en dnemli aragtir®®2,
Bu borsalar araciligiyla devletler, kimlerin kripto varlik yatirimi yaptigini, hangi hacimlerle
islem yaptigin1 ya da ne kadar kar ettigini tespit edebilir. Bu sayede elde edebilecegi vergi
gelirini bilerek hukuki diizenlemelerini yapabilir. Bunun yaninda bu borsalara gerekli nitelikler
kazandirilarak vergi sorumlusu haline getirilebilir. Vergi sorumlulugu miiessesesi, kisa vadede
kripto varliklarin vergilendirilmesi i¢in en verimli ¢6ziim yolu olarak 6ne ¢ikmaktadir. Zira

kripto varliklara yatirnm yapan insan sayisi giin gectikge artmaktadir. Bunlarin her birinin tek

tek, elde ettigi kazanci beyan etmesi hem vergi idaresi hem de miikellefler i¢in zordur. Bunun

569 SCHIEFELBEIN Scott / GREAVES Tyler, Uncharted Territory The State Income Tax Implications
of Blockchain Technology and Cryptocurrency, Deloitte, 2020, s. 1; CLARK Jason / RYZNAR
Margaret, “Improving Bitcoin Tax Compliance”, University of Illinois Law Review Online, S. 70, 2019,
s. 70.

590 OECD, Taxing, s. 15.

591 RYZNAR Margaret, “Regulating Bitcoin: A Tax Case Study”, GOUTTE Stephane / GUESMI Khaled /
SAADI Samir (editor), Cryptofinance and Mechanisms of Exchange, Isvigre 2019, s. 70, 71.

592 E-ciizdan saglayicilart da teorik olarak boyle yiikiimliiliikklere tabi tutulabilir. Bkz: GRUBER, s. 196;
Fakat e-clizdan saglayicilar1 borsalar kadar kurumsallagsmis yapilar degildir ve yiikiimliliikler karsisinda
bulundugu iilkeyi terk etmesi ¢ok kolaydir. Ayrica kripto para islemi yapan kullanicilarin biyiik
¢ogunlugu borsalarin kendilerine sagladigi e-clizdan ile yetinmekte, {igiincii taraflardan e-ciizdan temin
etmemektedir.
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yerine borsalarin stopaj yoluyla, vergi sorumlusu sifatiyla ilgili vergiyi tahsil edip vergi
idaresine odemesi daha kolaydir®®3, Nitekim Danimarka, ingiltere, Ispanya ve Tiirkiye’de
faaliyet gosteren kripto para borsalarindan vergisel amagli olarak kullanict verileri
istenmistir®®. Bunun sonraki asamasi, bu bilgilerle miikelleflerden beyan istemek veya bu
borsalara vergi sorumlulugu yiiklemektir. Vatandaslari, kendi iilkesinde merkezi bulunmayan

bir borsada faaliyet gosteren iilkeler i¢in boyle bir segenek yoktur.

Benzeri bir faaliyete ABD 2016 yilinda girismistir. ABD’nin federal vergi idaresi olan
IRS (Internal Revenue Service), iilkede kripto paradan kar elde eden g¢ogunluk kesimin
beyanname yiikiimliiliigiinii yerine getirmedigini diistinerek, tilkedeki en biiylik kripto para
borsast olan Coinbase’den 2013-2016 yillar1 arasinda islem yapan kullanicilarin bilgileri
istenmistir. Istenen bilgiler cok kapsamli bilgilerdi. Nitekim; herhangi bir sinir olmaksizin islem
yapan tiim kullanicilarin kimlik bilgileri, ti¢lincli taraflarla yapilan islem bilgileri, islem
geemisi, borsa ile kullanicilar arasinda veya kullanicilarin kendi arasindaki haberlesme
bilgileri, kara para aklamaya yonelik tutulan veriler gibi bilgiler istenmistir. Daha sonra istenen
bilgiler sinirlandirilarak, herhangi bir islemi 20.000 ABD dolarin1 asan kullanicilarin bilgileri
istenmistir. Coinbase her iki istegi de reddetmistir. Bunun {izerine IRS’ nin bdyle bir yetkisinin
olup olmadigin1 ve ne tiir bilgilerin verilmesi gerektigi hususunda karar vermek iizere olay,
Birlesik Devletler Kuzey California Bolgesel Mahkemesi'ne intikal etmistir. Mahkeme
Coinbase Borsasi’nin IRS’ye 2013-2016 arasinda herhangi bir islemi 20.000 ABD dolarin1 asan
tiim kullanicilarin bilgilerini vermesi gerektigi sonucuna varmistir. Gerekc¢ede, séz konusu
donemde, Coinbase kayitlarina gére sadece 20.000 ABD dolart istii islem yapanlarin 14.000°ni
astigl, buna mukabil ayni donemde yaklasik 900 kisinin kripto para kazanci sebebiyle
beyanname verdigi, bu durumun vergi kagirildigina delil oldugu belirtilmistir. Fakat istenen
bilgilerin kapsami liizumsuz bir sekilde genis tutuldugu i¢in sadece; vergi kimlik numarasi,

isim, dogum tarihi, adres ve ilgili kisilerin islem ge¢misi bilgileri ile sinirlandirilmigtir®®,

593 Vergi idareleri, aracisiz, kisiden kisiye sistemler olan kripto paralarda, kripto para borsalar1 gibi aracilar

sayesinde vergiye uyumu temin edebilir. Bkz: SABU, s. 184.

594 VAIVADE, s. 63-65; KILINC Sahin, “Maliye Bakanlig1, Kripto Para Borsalarindan Varlik Miktar1 Dahil
Tiim Kullanic1 Bilgilerini Istedi”, 01.04.2021, https://www.webtekno.com/maliye-bakanligi-kripto-para-
vergisi-icin-borsalardan-tum-kullanici-verilerini-istedi-h108212.html, (E.T. 13.10.2021).

595 UNITED STATES DISTRICT COURT NORTHERN DISTRICT OF CALIFORNIA, Case No.17-cv-
01431-JSC / United States v. Coinbase, Inc., 28.11.2017; Kullanilacak bilgilerin, kisisel verilerin
korunmasi ve vergi tahsilinin saglanmasi arasindaki denge tizerine tartigmalar i¢in bkz: ELLIOTT Austin,
“Collection of Cryptocurrency Customer-Information: Tax Enforcement Mechanism or Invasion of
Privacy?”, Duke Law &Technology Review, C. 16, S. 1, 2018, s. 1-16.
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Terdrizmin finansman1 ve kara para aklamay1 engellemek igin kurulan FATF®% isimli
organizasyon, kurulus amaciyla smirli olmak iizere iilkelere tavsiye niteliginde rehber

k°9 ve sanal varlik servis saglayicilar1®®®

yaymlamaktadir. 2019 yilinda bu rehbere, sanal varlt
ile ilgili tavsiyeler eklenmistir. Bu tavsiyeler geregi, sanal varlik servis saglayicilarina sug
islenmesini 6nlemek i¢in yiikiimliilik ytiklenmelidir. Zira sanal varliklarin su¢ amaciyla
kullanmaya oldukca elverisli oldugu diisiiniilmektedir®®. Klasik sistemlerle kara para aklama
veya terorizmin finansmani zorlastik¢a, kripto varliklar bu islemler i¢in daha ¢ok cezbedici

600

olmuglardir Getirilecek bu yiikiimliliiklerle birlikte, sanal varlik servis saglayicilar

devletlere yaptiklari islemler hakkinda kapsamli bilgi verme yiikiimliiliigiine tabi olacaklardir.

Her ne kadar bu calismalar kara paranin aklanmasinin ve terérizmin finansmaninin
Oonlenmesi amaciyla yapiliyor olsa da vergisel bilgilerin elde edilmesi hususunda da nemli
olacaktir. FATF yaptig1 gozetimler neticesinde iki yildir {iilkelerin sanal varlik servis
saglayicilarina yonelik tavsiyelere uyup uymadigini raporlamaktadir. 2021 yili raporuna gore,

ilerlemeler olsa da sanal varlik servis saglayicilari halen yeterince denetime tabi degildir®:.

Avrupa Birligi 2018 yilinda sanal paralari kara para aklama ve terdrizmin finansmaninin
engellenmesi amaciyla ilgili Direktif’in kapsamina almistir. Bu direktif ile hem sanal para
servis saglayicilarina hem de sanal para ile iiriin ve hizmet satan isletmelere, sanal para
kullanicilarini tanima ve bildirme yiikiimliiliigii getirilmektedir®®2. Tiirkiye’de ise 1 May1s 2021
tarihinde Sug Gelirlerinin Aklanmasi ve Terdriin Finansmanimin Onlenmesine Dair Tedbirler
Hakkinda Yonetmelik’te degisiklik yapilarak, “kripto varlik hizmet saglayicilar” yiikiimli
kapsamina almmustir®®, Boylelikle, MASAK 1n ve diger ilgili giivenlik birimlerinin kripto
varlik hizmet saglayicilarindan istedikleri verileri elde etmeleri miimkiin hale gelmistir. Bu

verilerin vergisel denetim amaglh olarak kullanilmasi da miimkiindiir. Her ne kadar ilgili

59 Acihimi “Financial Action Task Force” olan kurum G-7 iilkeleri 6nciiliigiinde 1989 yilinda kurulmus olsa

da daha sonra katilimci iilkeler genislemistir. Giiniimiizde sayilart 37 olan iilkeler arasinda Tiirkiye’de

vardir. Bkz: FATF, “FATF Members and Observers”, http://www.fatf-

gafi.org/about/membersandobservers/, (E.T. 08.10.2021).

FATF kripto paralardan daha genis kapsamli varliklart kapsamina aldigi ic¢in sanal para tabirini

kullanmistir. Bkz: FATF, International Standards on Combating Money Laundering and the

Financing of Terrorism & Proliferation, FATF, 2021, s. 130.

598 Bunlarin igerisine kripto para borsalari da girmektedir. FATF, Standarts, s. 130.

599 FATF, Virtual Assets and Virtual Asset Service Providers, FATF Report, 2019, s. 12.

600 FLOREA/NITU, s. 67.

601 FATF, Second 12-Month Review of the Revised FATF Standards on Virtual Assets/VASPs, FATF
Report, 2021, s. 2.

602 EUROPEAN COMMISSION, “Anti-Money Laundering and Countering The Financing of Terrorism”,
https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-supervision-and-risk-
management/anti-money-laundering-and-countering-financing-terrorism_en, (E.T. 13.10.2021).

603 RG: 01.05.2021 / 31471.
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yonetmelige dayanilarak alinan bilgiler su¢ gelirlerinin aklanmasinin ve terériin finansmaninin
onlenmesi amaciyla kullanilabilir olsa da Tiirk vergi idaresinin de VUK un 148 inci maddesi
geregi bilgi toplama yetkisi vardir®®. Bu yetkiye dayanarak aym bilgileri talep edebilir veya

kullanabilir.

Borsalarda islem yapmadig: i¢in, kripto para hizmet saglayicilari ile ilgili tedbirlere tabi
olmayan kripto varlik kullanici kitlesi de bulunmaktadir. Yine e-cilizdanlar arasi bitcoin veya
diger kripto para transferi de miimkiindiir. Bu ciizdanlar anonim nitelik tasidig1 i¢in sahibinin
tespiti ¢ok zordur. Hatta internete bagli olmayan soguk ciizdanlar ile fiziki yapida olan
clizdanlarin tespiti, digsal istihbarat olmadan imkansiza yakindir. Kisiler kripto paralarla
aligverislerini de yapmaya baglayinca, itibari paralarla ve klasik finansal sistemle ve kripto para

605

borsalartyla hicbir alaka kurmadan yasayabilecektir Bu tiir durumlarda kripto para

borsalarinin vergi idaresine bir faydasi dokunmayacaktir.

. Uluslararast Isbirliginin Temini

Devletler kendi {ilkelerinde egemendirler. Egemen olduklar1 iilkede, hukuki
diizenlemeler yapma ve bu iilkeye herhangi bir sekilde tabi olan herkese bu diizenlemeleri
uygulama yetkisini haizdirler. Kripto varliklar internet tizerinden herhangi bir devletin iilkesine
tabi olmaksizin ¢alismaktadirlar. Bu varliklar1 ihdas edenlerin/sahiplerinin bulundugu iilkelerin
yetkili olacagi kabul edilebilir. Fakat her kripto varligin bir sahibi veya kurucusu yoktur. Mesela
en dnemli kripto para olan Bitcoin ne bir sirkettir ne de herhangi bir kisiye ait olan bir varliktir.
Bitcoin sistemi yukarida ayrintili olarak anlatildig: tizere kimligi belirsiz kisi veya kisilerce
kurulmustur. Yiritilmest ise diinya TUzerinde farkli yerlerde bulunan madencilerin
bilgisayarlar1 tarafindan yapilmaktadir. Internet iizerinden isleyen bu programin muhatap
alinabilecek herhangi bir sorumlusu veya kurucusu yoktur. Bitcoin’den sonra ¢ikan kripto
varliklarin ¢ogunlugunun bir kurucusu vardir. Fakat bu kurucular uygulamaya koyduklar
blokzincirine kendileri dahi miidahale edememektedir. Blokzincir, 6nceden yazilmis kodlara

(kurallara) gore kendiliginden isleyen programdir. Bu sebeple kim tarafindan kuruldugu bilinse

604 flgili hiikiim sudur: “Kamu idare ve miiesseseleri, miikellefler veya miikelleflerle muamelede bulunan

diger gercek ve tiizel kisiler, Maliye Bakanhgimin veya vergi incelemesi yapmaya yetkili olanlarin
isteyecekleri bilgileri vermeye mecburdurlar”. Kripto para hizmet saglayicilari (gogunlukla kripto para
borsalar1) miikellefle iglem yapan tiizel kisi statiistinde oldugu i¢in bilgi verme yiikiimliiligiine tabidir.

MARIAN, s. 46; Boylesine bir durumda iktisadi islemler i¢in tim kullanicilara yonelik diizenlemeler
yapilmasi ve her birinin; vergisel, finansal ve cezai acidan tek tek denetlenmesi gerekecektir. Bu durum
idareler tlizerinde ciddi bir yiikk olusturacaktir. Zaten anonimligin getirdigi avantajlar sebebiyle bunu
uygulamak da pek miimkiin degildir. Burada klasik finansal sistemdeki araci kurumlarin diizenleyici
idareler igin faydalar1 ortaya ¢ikmaktadir. Bkz: MARIAN Omri, “A Conceptual Framework for the
Regulation of Cryptocurrencies”, University of Chicago Law Review Online, C. 81, S. 1, 2017, s. 57.
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bile, blokzincir sistemlerinin isleyisine miidahale edebilecek merkezi bir muhatap bulmak sz
konusu degildir. Boyle olunca herhangi bir devletin tek basina herhangi bir blokzincirine
yonelik hukuki bir diizenleme yapip uygulatmasi s6z konusu olamayacaktir. Blokzincir
sistemleri herhangi bir merkezi otoriteye veya kontrol organina sahip olmadan internet
iizerinden iilke sinirlarini yok sayarak faaliyet gostermektedir. Bu agidan blokzincir uygulamasi
olan kripto paralar, nakit paralardan bile daha kolay bir sekilde kontrolsiiz hareket kabiliyetine
sahiptir®®,

Devletler giivenli bir sekilde islemekte olan blokzincir uygulamasina miidahale
edebilmek i¢in madenci giiciiniin cogunlugunu ele gecirmek veya madencilerin ¢gogunluguna
yaptirim uygulama kabiliyetine sahip olmak zorundadir. Bu durum hem blokzincir
sistemlerindeki madenci sayis1t hem de blokzincir sistemlerinin giderek artmasi sebebiyle pratik
olarak ¢ok zordur. Ustelik her blokzinciri internet iizerinden tiim iilkelerde faaliyet
gosterebilmektedir. Boyle olunca hangi devlet hangi blokzincirine yaptirim uygulayacaktir?
Bunun yerine devletlerin ortak bir platformda birlesip, kripto varliklarin hem hukuki diizeni
hem de vergilendirilmesi hususunda ortak hareket etmesi elzemdir. Boylelikle veri paylasimi
sayesinde cok daha etkin bir miicadele ortaya konabilecektir®”. Yeni kurulacak blokzincir

sistemlerinin hukuk kurallarina uygun ¢alismasi temin edilebilecektir.

d. Diger Tedbirler

Devletler kripto varliklar1 kabullenme yerine, insanlarin bunlar1 kullanmaktan
vazgecirme veya kripto sistemleri tamamen yok etmeye doniik tedbirler almasi da miimkiin
olabilir. Mesela is birligi dahilinde tiim devletlerin kripto sistemlere karsi bir yasaklama yoluna
gitmesi, bunlarin piyasa degerinde ciddi diisiislere sebep olarak cazibelerini yok edebilecektir.
Boylelikle deger saklama amaciyla kullanilamayacagi i¢in gelir veya servet saklama amacina
da hizmet edemeyecektir. Bunun yaninda Bitcoin gibi arzi siirli kripto paralarin tamam
devletler tarafindan satin alinarak uygulamadan kaldirilmas: séz konusu olabilir®®®. Fakat bu
yontemler pratik olarak biiyiik zorluklar tagimaktadir. Zira devletlerin yok ettigi veya

cazibesini bitirdigi kripto varliklara karsilik, kisilerin yeni kripto varlik ihdas etmeleri 6niinde

606 SLATTERY Thomas, “Taking a Bit out of Crime: Bitcoin and Cross-Border Tax Evasion”, Brooklyn
Journal of International Law, C. 39, S. 2, 2014, s. 860.

607 AINSWORTH Richard Thompson / HU Xiuyuan, “A Proposal for Taxing Cryptocurrency In the Midst
of the COVID-19 Pandemic”, Taxnotes International, C. 98, S. 8, 2020, s. 925.

608 ULGER Ozlem, “The Role of Money Launderin and Tax Fraud Bitcoin as a Virtual Currency”, KOC
Selguk / ORHAN Ayhan / GENC Sema Yilmaz (editor), Politico-Economic Evaluation of Current
Issues, Cambridge International Academics, 2018, s. 45.
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higbir engel yoktur®®. Yine devletlerin, kripto madencilerine veya sunucularina verilen
elektrigin kesilmesi gibi yontemlerle zararli gordiikleri blokzincir uygulamalarini yok etmeleri
miimkiin olabilir. Bu tiir polisiye tedbirler ise yeniligi bastirict etkisiyle blokzincir

girisimlerinin 6niinii tikayacaktir®°.

Tim bunlar yerine devletlerin, yeniligi tesvik eden diizenleyici islemlerle, blokzincir
uygulamalarinin hukuka uygun bir sekilde yiirtitiilmesi imkani1 getirmesi en dogru yol olarak
goriilmektedir. ilk blokzincir uygulamasi olan Bitcoin’i kuran kisi bilinmese de sonrakiler
bilinmektedir. Yeni blokzincir girisimlerinin de kim tarafindan kurulacagi bellidir. Bu sebeple
internet iizerinden yazilan koda gore kendiliginden ¢alisan blokzincir uygulamalarinin en basta
diizenlenmesi en dogrusudur. Oncelikle yeni ¢ikarilacak blokzincir uygulamalarina ydnelik
kisitlayict olmayan mevzuat ortaya konmalidir. Bu mevzuat vergiye uyumu ve su¢ islenmesinin
onlenmesini esas alarak blokzincir tesebbiislerini tesvik etmelidir. Gerekli teknik bilgiye sahip
kisiler ortaya ¢ikan blokzincir uygulamalarinin hukuka uygun olup olmadigini denetlemeli,
kuruculari sorumlu tutulmalidir. Bu yaklagim uluslararasi is birligi dahilinde yapilmalidir. Aksi
takdirde, girisimcilerin tipki bugiin ki gibi hi¢bir diizenleme olmayan blokzincir cennetlerini
tercih etmesi kagimilmazdir. Bu hususta OECD gibi bir kurumun Onciiliik edebilecegi

belirtilmektedir®!!,

Devletlerin blokzincir uygulamalarina karsi vergiye uyumu saglama amaciyla alacagi
tedbirler yaninda, dogrudan blokzincir ve benzeri dijital teknolojileri vergi tahsilinde
kolaylastirict bir teknik olarak kullanmasi da miimkiindiir. Devam eden baslikta, sekli vergi
odevleri, vergi kesme sorumlulugu, dolayli vergilerin tahsili ve transfer fiyatlandirmasi
uygulamalarinin dnlenmesi amactyla blokzincir ve ilgili dijital teknolojilerin getirebilecegi

etkinlik artirict yontemler incelenecektir.

C. OLUMLU ETKi: BLOKZINCIR TEKNOLOJiSI ILE VERGILENDIRME
Bitcoin ve diger kripto paralarin yiiksek oynaklikla beraber ciddi kazanglar saglamasi,
vergi diinyasinda bu kazanglarin vergilendirilmesine dikkati ¢ekmistir. Durumun bu boyutu
yaninda, kripto paralari ¢alistiran teknoloji olan blokzincir ile vergilendirme sistemlerine birgok

612

fayda saglanabilecegi de goriilmiistiir>*“. Nitekim yukarida agiklandigi iizere blokzincir, dagitik

609 MARIAN, s. 47.

610 Bkz: MARIAN, Blockchain Havens, s. 566.

611 MARIAN, Blockchain Havens, s. 566, 567.

612 INTERNATIONAL TAX REVIEW, “Bridging the Digital Gap Haw Tax Fits into Cryptocurrencies and
Blockchain Development”, International Tax Review, C. 28, S. 3, Nisan 2017, s. 20;
BOZDOGANOGLU Burgin / HASPOLAT KAYA Iraz, “Dijitallesmenin Vergi Idareleri Ag¢isindan
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defter ve akilli sozlesmeler, kamu hizmetlerinin idame ettirilmesinde bir¢ok fayda getirme
potansiyeline sahiptir. Bu sistemlerin sahip oldugu giivenlik, giivenilirlik, seffaflik ve
otomasyon sayesinde birgok kamu hizmeti ¢ok daha verimli, etkin, giivenli ve seffaf bir sekilde
isletilebilir. Vergilendirme islemleri de bu teknolojilerden fayda saglayabilecek kamu

hizmetlerindendir83,

Blokzincir, dagitik defter teknolojisi ve bu sistemlerin iizerinde calistirilabilen akilli
sozlesmeler kullanilarak, mikellefler ve vergi idaresi a¢isindan verimlilik ve etkinlik
artirilabilir. Gilinlimiizde vergi idaresince veya miikelleflerin muhasebecileri tarafindan yapilan
birgok islem akilli sézlesmeler ile yapilarak blokzincirine kaydedilebilir. Olugan veri tabani,
dagitik defter teknolojisi ile depolanabilir. Boylelikle KDV, damga vergisi, stopaj uygulamalari
ve miikellef 6devleri gibi alanlarda ¢esitli faydalar elde edilebilir. Hatta uluslararasi sirketlerin

transfer fiyatlandirmasi yoluyla kazang aktarimi yapmasi dahi engellenebilir®4

. Busayede kayit
dis1 ekonominin en aza indirilmesi giindeme gelir ve vergide 6deme giicii ilkesine daha ¢ok
yaklasilir®®. Cagin teknolojik gereklerini yakalayamayan vergilendirme sistemlerinin bu
doniisiimii yapmasi gerekli goriilmektedir®'®. Bu boliimde blokzincir, dagitik defter ve akilli
sozlesme teknolojilerinin vergilendirme islemlerinde getirebilecegi yenilikler iizerinde

durulacaktir.

Yarattig1 Firsatlar ve Giigliikler: Ekonomi Dijitallesirken Vergi Idarelerinin Dijitallesme Siireci”, Legal
Mali Hukuk Dergisi, C. 15, S. 176, 2019, s. 1672.

613 DEPERRUT Jerome / THEVOZ Philippe, “The Potential for Emerging Technologies and Blockchain to
Better Secure VAT in te Context of Missing Trader Intra Community and Carousel Fraud”, OWENS
Jeffrey / RISSE Robert (editér), Tax Law and Digitalization: the New Frontier for Government and
Business : Principles, Use Cases and Outlook, Wolters Kluwer Law International 2021, s. 129,130.

614 GRIES Matthias / GURGES Karl / TOBAI Michael, “Blockchain in Tax and Customs Processes”,
OWENS Jeffrey / RISSE Robert (editor), Tax Law and Digitalization: the New Frontier for
Government and Business : Principles, Use Cases and Outlook, Wolters Kluwer Law International,
2021, s. 92, 93; VISHNEVSKY Valentine P. / CHEKINA Viktoriia D., “Robot vs. Tax Inspector or How
the Fourth Industrial Revolution Will Change the Tax System: A Review of Problem and Solutions”,
Journal of Tax Reform, C. 4, S. 1, 2018, s. 19-21; WU GLOBAL TAX POLICY CENTER, Blockchain
101 for Governments, Institute for Austrian and International Tax Law of Vienna University of Business
and Economics, 2017, s. 7; OWENS Jeffrey / DE JONG Julia, “Taxation on the Blockchain: Opportunities
and Challenges”, Tax Notes International, Agustos 7, 2017, s. 605; GEDIK, s. 1215, 1219; AKDEMIR
ALTUNBASAK, s. 367; CARDA Hiida, “Blokzincir Teknolojisinin Vergi Hukuku Agisindan
Degerlendirilmesi”, Bandirma Onyedi Eyliil Universitesi SBE Yayimlanmamis Yiiksek Lisans Tezi,
2021, s. 1-99; Giimriik vergisinde de blokzincir teknolojisinden yararlanilabilecegi yoniinde bkz: AKTAS
Gokhan, “Akilli Smir Yaklasimi Cercevesinde Blok Zinciri Teknolojisinin Giimriik Islemlerinde
Potansiyel Kullanim Alanlar1”, Giimriik Ticaret Dergisi, C. 5, S. 14, 2018, s. 27; GUMUS OZUYAR
Sevilay Ece / SAHIN Umut Arda, “Mense Ispat Belgelerinde Bir Devlet Basarisizlig1 Coziimii: Blokzincir
Sistemi”, Vergi Raporu Dergisi, S. 260, 2021, s. 103-116.

615 YAYMAN, s. 56.

616 JEPPESEN Gustav / PRICE Mark / KARLMAN Kathryn / KAMSTRUP-HOLM Jesper / POWELL Ben
/ ALLEN Ruairi / MILLS Allan, Building the Digital Revenue Agency of the Future, Deloitte Insights,
2020, s. 2.
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1. Miikellefin Odevleri Acisindan

Glinlimiizde temel vergilendirme yontemi miikellefin beyani esasina dayanan
vergilendirme yontemidir. Bu yontem bir¢ok agidan faydali ve dogru bir yontemdir. Bir kere
miikellef mali durumunu en iyi kendisi bilir. Bu sebeple vergiye tabi islemleri en dogru sekilde
beyan etme imkani vardir. Vergi idaresinin herkesi tek tek denetlemesi ve vergi matrahini tespit
etmesi hem zordur hem de gergege uygun sonuglar ortaya ¢ikarma ihtimali diisiiktiir. Bu
yontemde verilen beyanname ilk basta dogru kabul edilir. Goriinlise giiven ilkesi geregi aksi
vergi idaresince ortaya ¢ikarilmadik¢a miikellefin verdigi beyan iizerinden vergilendirme siireci

617 Buna karsilik

yiiriir. Bu husus miikellef ile vergi idaresi arasinda giivenin varligini esas alir
miikelleflerin kazancin1 veya servetini gizleme meylinin yiiksek oldugu {ilkelerde beyan
usuliiniin isleyebilmesi i¢in vergi idaresinin ¢ok etkin bir denetim yapisina ihtiyact vardir.

Yapilan tiim islemlerin vergi idaresinde takip ediliyor olmas1 gerekir®,

Bu faydalarina karsilik vergilendirmenin beyan usuliine ve miikellefin tuttugu kayitlara
gore yapilmasi, miikellef acisindan bir¢ok sekli 6dev dogurmaktadir. Mesela VUK’a gore,
miikelleflerin hem yaptiklar1 her islem i¢in fatura, makbuz, miistahsil makbuzu, gider pusulasi
gibi belgeler diizenlemesi hem de bu islemleri serbest meslek kazang defteri, isletme hesabi
defteri ve yevmiye defteri gibi defterlere kaydetmesi gerekmektedir. Bunun yaninda bir kisim
miikelleflerin envanter ¢ikarma, amortisman ayirma, diizenli bilgiler verme gibi vergisel
odevleri bulunmaktadir. Bunlara ilaveten miikelleflerin vergi 6deyecekleri zaman ilgili vergiye
iliskin beyannameyi vergi idaresine verip vergilerini 6demeleri icap etmektedir. Bu islemler
gegmiste tamamen fiziki kagitlar veya defterler iizerinden yapilirken gilinlimiizde
dijitallesmenin vergi idaresinde yayginlagmasiyla internet {izerinden yapilir hale gelmistir. Bu
durum mezkir ddevleri kolaylastirsa da hala isletmeler iizerinde bir yilik oldugu gergegini
degistirmemistir. Kiiciik isletmeler vergisel islemlerini yerine getirebilmek i¢in bir
muhasebeciden destek almakta, orta 6lcekli isletmeler muhasebeci istihdam etmekte, biiyiik
Olcekli isletmeler ise muhasebe servisleri kurmaktadir. Bu servisler ¢ogunlukla isletmelerin

vergisel ddevlerinin mevzuata uygun olmasini takip etmektedir.

Vergisel islemlerde dijitallesme artmis, miikelleflerin islemlerini vergi dairesine
gitmeden internet tizerinden yapabilmesi miimkiin hale gelmis olmasina ragmen yapilacak

islemler hala uzmanlik bilgisi gerektirmektedir. Mesela serbest meslek kazancina sahip bir

617 SIN Sevil, “Vergi Hukukunda Beyanname Verme Odevi ve Thtirazi Kayitla Beyan Usulii”, izmir YMMO
Dergisi, C. 1, S. 2, 2019, s. 71.
618 ONCEL Mualla / KUMRULU Ahmet / CAGAN Nami, Vergi Hukuku, Ankara, 2018, s. 99.
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avukat, aldig1 her ticret igin E-ArsiV sistemi lizerinden serbest meslek makbuzu kesmeli, yaptigi
giderler i¢in belge toplamali ve gelir ve giderlerini gosteren bu belgeleri ayr1 bir sistem olan
Defter-Beyan sistemine kaydetmelidir. Bu sistem iizerinden hem KDV hem de gelir vergisi
beyannamelerini vermeli ve vergisini bankalar veya interaktif vergi dairesi iizerinden
O0demelidir. Bunun yaninda yapacagi gider 6demelerinden vergi kesmekle sorumlu oldugu icin
kestigi vergileri takip eden aylarda muhtasar beyanname ile ayrica beyan edip 6demelidir. Bu
temel ddevlerinin yaninda, yapilabilecek vergi incelemeleri i¢in belgelerini diizenli bir sekilde
saklamali, vergi levhasinin ¢iktisini alip isyerinde bulundurmalidir. Bu misalden anlasilacagi
iizere boylesine karisik olan islemler i¢in 6zellikle orta ve kiigiik 6lgekli isletmeler i¢in angarya
teskil edebilmektedir. Tiim bu islemler uygulamada belirli bir uzmanlik gerektiren islemler
oldugu i¢in muhasebe meslek mensuplarindan hizmet satin alinarak yapilmaktadir. Vergi
idaresi agisindan, bir¢ok ayr1 vergi i¢in ayri sistemler kurulmakta, ayr1 belge diizenleri takip
edilmekte ve ayr1 denetimler yapilmaktadir. Oyle ki higbir merkezi kamu sisteminin vergi

sistemi kadar karmasik olmadig1 belirtilmistir®®®,

Iste blokzincir ve blokzincir {izerinde galisabilen akilli sézlesmeler sayesinde bircok
sekli vergi Odevi insanlarin sorumlulugundan c¢ikip akilli sozlesmeler yoluyla
otomatiklesebilecektir. Vergisel islemlerin blokzincir teknolojisiyle calisan tek bir sistem
tizerinden yiiriitiilmesiyle sekli vergisel 6devler minimuma indirilebilecektir. Bu sayede hem
miikellefler hem de vergi idaresi mali acidan tasarruflar saglayacaktir®’. Vergisel amagli
kurulacak blokzincir sistemi, Bitcoin sisteminde oldugu gibi madencilerin katilimina agik
olmayacaktir. Bu sistemin isleyisinde kontrol ilgili devletin gelir idaresine ait olmalidir. Zira
sistemde olusabilecek hatalar merkezi bir otorite tarafindan diizeltilebilmelidir®?l. Bu sebeple
yukarida yapilan ayrima gore izne tabi bir blokzincir sistemi olmalidir. Ayrica blokzincirindeki
verileri herkes gorememelidir. Sadece gelir idaresi ve istisnai birka¢ kurum tiim veriye erigim

iznine sahip olmali, miikellef ve sorumlular kendileriyle ilgili veriye erisim iznine sahip olmal,

619 AINSWORTH Richard T. / ALWOHAIBI Musaad, Blockchain, Bitcoin, and VAT in the GCC: The
Missing Trader Example, Boston University School of Law, Law & Economics Working Paper No. 17-
05, 2017, s. 2.

Uzun vadeli projeksiyonlarda, blokzincir teknolojisi vergi ddevlerinin yerine getirilmesinde %90 civari
maliyet azalmasi saglayacaktir. Bkz: KARAJOVIC Maria / KIM Henry M. / LASKOWSKI Marek,
“Thinking Outside the Block: Projected Phases of Blockchain Integration in the Accounting Industry”,
Australian Accounting Review, C. 29, S. 2, 2019, s. 324; FATZ Filip / HAKE Philip / FETTKE Peter,
“Towards Tax Compliance by Design: A Decentralized Validation of Tax Processes Using Blockchain
Technology”, IEEE 21st Conference on Business Informatics, 2019, s. 559.

Bu gerekg¢enin yaninda izne tabi olmayan blokzincirler, giivenligi ve sistemin isleyisini saglamak i¢in cok
fazla enerji tiikketmek zorunda kalabilmektedir. Kamusal sistemlerde bu durum hem gereksizdir hem de
sistemi imkéansiz kilacak derecede pahalidir. Bkz: HOFFMAN Michal R, “Can Blockchains and Linked
Data Advance Taxation?”, 3rd Workshop on Linked Data & Distributed Ledgers, 2018, s. 1180.
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bunun disindaki {i¢iincii kisilere veri tabani kapali olmalidir®2. Dagitik defter teknolojisi,
sistemin tek bir merkezde toplanmasindan kaynaklanan giivenlik risklerine kars1 kullanilabilir
fakat sistemin isleyisi agisindan sart degildir. Dagitik defter, herkesin madencilik faaliyetine
katilabildigi izne tabi olmayan blokzincir sistemlerinde sart olmakla birlikte, izne tabi olmayan

blokzincir sistemlerinde sart degildir®?,

Kurulacak boyle bir blokzincir sistemi, sekli vergisel 6devlerde ¢ok onemli kolayliklar
saglayabilecektir. Yapilacak her islem, islemin taraflarinin ve sistemi kontrol eden gelir
idaresinin onay1 ile ilgili belge otomatik olarak olusturulacak ve islem bloklara eklenerek veri
taban1 tesekkiil edecektir. Blokzincir sistemi {izerine eklenecek akilli s6zlesmeler sayesinde,
dijitallesme ile fiziki ortamdan kurtulan beyanname verme, defter tutma gibi 6devler tamamen
gereksiz hale gelecektir. Akilli sézlesmeler defterleri otomatik olarak tertip edecek, vakti
geldiginde sistemden ilgili veriyi cekerek beyannameyi otomatik olarak olusturacaktir.
Blokzincir sistemine baglanan banka hesaplar1 ile 6demeler dahi otomatik olabilecektir.
Ihtiyaca gore 6deme sirasinda son onay hakkinin miikellefe taninmasi da miimkiindiir. Tiim
sistem mobil uygulama yoluyla miikellefin erisimine agik olabilecek ve miikellef yapilan

islemleri canli olarak takip edebilecek, faturalarina onay verebilecektir®4

. Miikellefe yapilan
tebligatlar blokzincir iizerinden olacagi i¢in tebligatin sihhatinden ve mahremiyetinden emin
olunabilecektir®®. Yapilan tiim islemlerin blokzincirine kaydini temin icin nakit paranin
uygulamadan kalkmasi 6nem arz etmektedir. MBDP’lerin uygulamaya girmesiyle ticari
hesaplara giren tiim paralar kayit altinda olacag: icin vergi sistemine de kendiliginden kayit
edilebilecektir. Sistem giivenlik, anlik veri takibi, taraflar aras1 seffaflik ve ligtincti kisilere karsi

mahremiyeti saglayabilecektir®?.

622 MERKX Madeleine, “VAT and Blockchain: Challenges and Opportunities Ahead”, EC Tax Review, S.
2, 2019, s. 86; SETYOWATI Milla Sepliana / UTAMI Niken Desila / SARAGIH Arfah Habib /
HENDRAWAN Adang, “Blockchain Technology Application for Value-Added Tax System”, J. Open
Innov. Technol. Mark. Complex, C. 6, S. 156, 2020, s. 16, 17.

HOFFMAN, s. 1182; Aksi goriise gore dagitik defter vergilendirme sistemine faydalar getirebilecektir.

Fakat bu goriis, dagitik defter ile blokzincir teknolojisini birbiri yerine geger sekilde kullanmigtir. Bkz:

FATZ Filip / HAKE Philip / FETTKE Peter, “Blockchain-based Decentralized Validation of Tax

Processes”, Joint Proceedings of Modellierung 2020 Short, Workshop and Tools & Demo Papers 48 Int.

Workshop on Conceptual Modeling for Distributed Ledger Technologies, 2020, s. 49; Dagitik defter

teknolojisinin vergi sistemine faydalar getirecegi yoniinde bkz: HANCOCK / VAIZEY, s. 6.

624 WANG Juan, “Application of Blockchain Technology in Tax Collection and Management”, XU Zheng /
PARIZI Reza M./ HAMMOUDEH Muhammad / GONZALEZ Octavio Loyola (editér), Cyber Security
Intelligence and Analytics, isvigre 2020, s. 51; FACCIA Alessio / MOSTEANU Narcisa Roxana, “Tax
Evasion, Information Systems and Blockchain”, Journal of Information Systems Management, C. 13,
S. 1, 2019, s. 67; JEPPESEN ve digerleri, s. 10.

625 BIYAN / CARDA, s. 100.

626 DEMIRHAN Habip, “Effective Taxation System by Blockchain Technology”, HACIOGLU Umut
(editor), Blockchain Economics and Financial Market Innovation, Springer, Isvigre 2019, s. 348; Bu
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Sistemi daha anlasilir kilmak i¢in somut bir 6rnek {izerinden gitmek faydali olacaktir.
Bir bilgisayar saticist olan S, toptanci olan T’den 100 adet bilgisayar1 100 bin TL’ye satin
almistir. Bu islem sonucunda T, S adina sistem {lizerinden elektronik fatura diizenleyecektir. Bu
islemi mobil telefonu ile dahi yapmasi miimkiin olabilecektir. Fatura diizenlenince, sistem

627 Boylelikle en basta alict ve saticinin

tarafindan S’nin de faturaya onay vermesi istenecektir
birbirini denetlemesi temin edilebilecektir. Bunun yaninda ayni islem gelir idaresi tarafindan
da onaylandiktan sonra blokzincirine kayit edilecek ve elektronik fatura olusacaktir. Gelir
idaresi yapilan islemlerde risk analizi yaparak hareket edecektir. Risksiz olarak goriilen islemler
otomatik olarak hemen onaylanacaktir. Miikelleflerin bu sekilde yaptiklar1 tiim islemler
bloklara kaydedilerek kendi hesaplarina degismez bir sekilde islenecektir. Daha sonra verilmesi
gereken beyannameler zamani geldiginde otomatik olarak olusturulup verilecek ve vergi de

628

itiraz edilmedigi takdirde otomatik olarak 6denecektir’®. Hatta asagida blokzincir sisteminin

dolayli vergilere etkisi incelenirken goriilecegi iizere, islem aninda vergi tahsili de

miimkiindiir®?°

. Mevcut sistemlerde ise satici islem belgesini diizenlemekte, her iki taraf bu
belgeyi ayr1 ayr1 defterlerine kaydetmekte, zamani geldiginde beyannamelerini olusturup

vergisini de ayrica demektedir.

Riskli olarak goriilen islemlerde ise anlik vergi denetimi miimkiin olacaktir. Mesela
somut olayda, toptanci T, daha Once vergi ziyai cezasi kesilen biri oldugu i¢in riskli islem
durumu ortaya ¢iksin. Bu durumda vergi idaresi yapilan isleme onay vermeden evvel taraflarin
banka hesaplarmi kontrol ederek boyle bir para transferi olup olmadigini bakabilecektir. Onceki
boliimde bahsedilen merkez bankasi dijital paralarinin uygulamaya girdigi nakitsiz bir
toplumda vergi idaresinin bdyle bir denetimi yapmasi kii¢iik miktarli islemler i¢in dahi ¢ok
daha kolay olacaktir®. Burada vergi idaresi tarafindan yapilacak denetimlerin anlik olarak ve

degistirilemez bilgiler {izerinden yapilabilecegi goriilmektedir®®!. Vergi idaresi tiim sisteme

hususta somut sistem onerisi i¢in bkz: FATZ / HAKE / FETTKE, Towards, s. 565, 566; CARDA, s. 71,
72.
627 Bu duruma karsilikli onaylama denmektedir. Bkz: SETYOWATI / UTAMI / SARAGIH /
HENDRAWAN, s. 24.
628 SETYOWATI/UTAMI / SARAGIH / HENDRAWAN, s. 23, 24; CARDA, s. 74.
629 Islem aninda vergi tahsili blokzincir teknolojisinin vergi sistemine getirebilecegi en dnemli yenilik oldugu
yoniinde bkz: CARDA, s. 66.
Odemelerin elektronik olarak yapildigi nakitsiz bir toplum &nerisi 2000 yilinda bir calismada ileri
stiriilmiistiir. Boyle bir toplumda vergi kagirmak miimkiin olmayacaktir. Bkz: GOLDBERG Daniel S.,
“E-Tax: Fundemantel Tax Reform and the Transition to a Currency Free Economy”, Virginia Tax
Review, C. 20, S. 1, 2000, s. 48, 49.
631 ARMAN Pierre, Could Blockchain Transform the GCC’s VAT System?, Thomson Reuters
Onesource, 2019, s. 3.
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hakim oldugu i¢in miikelleflerin bilgi verme yiikiimliiliikleri de en aza inecektir. Denetimlerin

otomatiklesmesi s6z konusu olacak ve verimlilik artacaktir®®,

Blokzincir temelinde isleyen bir vergilendirme yapisi, MBDP’lerin uygulamaya
girmesiyle birlikte nakitsiz bir ekonomik yapiyla birlesince, vergilendirmede ekonomik
yaklagim®®® yiiksek oranlarda gerceklesebilecektir. Yukarida izah edilen MBDP sistemiyle
nakit paranin kaldirilmas: sayesinde kisilerin gelir ve giderleri tam olarak goriilebilecektir.
Bunun yaninda ticari isletmelerin de elde ettikleri gelirler gizlenemeyecektir®®*. Bu sayede
vergide 6deme giicli ilkesine daha fazla yaklasilabilecektir. Vergi idaresi, kimin daha ¢ok
kazandigin1 kolayca tespit edebilecegi i¢in vergi yiikiiniin dengeli dagilimini temin
edebilecektir. Diisiik miktarli veya arizi nitelikte olan kazanglarin tespitindeki ve

vergilendirilmesindeki zorluklar ortadan kalkacaktir®®,

Boylesine bir sistemde, muhasebe veya mali miisavir meslek mensuplarina olan
ihtiyacin ¢ok azalacagi diisiiniilebilir. Fakat bu kimselerin is yiikiiniin azalmasindan ziyade
degisim gosterecegi belirtilmektedir. Giiniimiizde daha ¢ok islemlerin mevzuata uygun olarak
tutulmasi gorevini tistlenen meslek mensuplarinin, isletme i¢in daha faydali ve etkili gorevlerde

636 Muhasebe sistemlerinde ikili kayit sisteminden iicli kayit

calisacagi belirtilmektedir
sistemine gecisle birlikte, sirketlerin mali durumu ile ilgili bilgiler daha giivenilir olacak ve
muhasebe kayitlarini olusturmak kolaylasacaktir. Miikelleflerin her birinin ayr1 ayr1 defterlere
veya sistemlere kayit girmesi yerine tek ve yekpare bir sistem iizerinden karsiliklt onay ve

liciincii taraf olarak blokzincir sistemi onayiyla veri girisi temin edilecektir®®’. Miikelleflerin

632 CIGERCI Ismail / EGMIR Rabia Tugba, “Kamu Mali Denetiminde Olas1 Blok Zincir Teknolojisinin

Denetim Etkinligi Acisindan Degerlendirilmesi”, Maliye Dergisi, S. 177, 2019, s. 211; FACCIA /

MOSTEANU, s. 70; UCMA UYSAL / ALDEMIR, s. 516; BIYAN / CARDA, s. 110; DEMIRHAN

Habip, “Vergi Denetiminde Yeni Bir Yaklasim Olarak Blok Zinciri Teknolojisi”, Bingol Universitesi

Sosyal Bilimler Enstitiisii Dergisi, C. 9, S. 18, 2019, s. 866.

Ekonomik yaklasim, vergilemede sekli goriintiiniin degil gergek mahiyetin esas alinmasidir. Bkz:

SENYUZ Dogan / YUCE Mehmet / GERCEK Adnan, Vergi Hukuku Genel Hiikiimler, Bursa 2022, s.

71; ORTAC Fevzi Rifat / UNSAL Hilmi, Vergi Hukuku Genel Hiikiimler, Ankara 2022, s. 74.

634 BiYAN /CARDA, s. 99, 100; FACCIA / MOSTEANU, s. 72.

635 MERKX; s. 88.

636 BOYDAS HAZAR Hiilya, “Blokzincir Teknolojisi ile Muhasebe Uygulamalar1”, Vergi Diinyasi, S. 448,
2018, s. 53; DEMIRHAN, s. 358.

637 KILLI Mustafa, “Effects of Blockchain Technology on Accounting and Auditing Professions”, MECIAR
Marcel / GOKTEN Kerem / EREN Ahmet Arif (editér), Economic and Business Issues in Retrospect
and Prospect, ingiltere 2019, s. 408, 409; FACCIA Alessio/ MOSTEANU Narcisa Roxana, “Accounting
and Blockchain Technology: from Double Entry to Triple Entry”, The Business and Management
Review, C. 10, S. 2, 2019, s. 108-116; WU Yanhong / WANG Xiao, “Application of Blockchain
Technology in the Integration of Management Accounting and Financial Accounting”, XU Zheng /
PARIZI Reza M./ HAMMOUDEH Muhammad / GONZALEZ Octavio Loyola (editér), Cyber Security
Intelligence and Analytics, Isvigre 2020, s. 27; FACCIA / MOSTEANU, s. 71; Uglii kayit sistemi ile
ilgili bilgi i¢in bkz: KARAJOVIC / KIM / LASKOWSKI, s. 319, 322; UCMA UYSAL / KURT, s. 473,
474; Bir blokzincir sistemi iizerinde belli bir gruba ait tiim katilimeilarin muhasebe kayitlarinin tutuldugu
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denetim amaciyla vergi idaresine vermek zorunda olduklar1 bilgiler, artik verilmek zorunda
olmayacak, vergi idaresi zaten tiim vergisel islemlere hakim olacaktir®®. Boylelikle denetim
kolaylasacak ve her an denetim imkan1 dogacaktir®®. Bu durumun vergi mahremiyetini ihlal

640 Giiniimiizde de defter ve belge sistemlerinin

edebilecegi ileri siiriilmiistiir
elektroniklesmesiyle, miikelleflere ait kayithh tiim veriler vergi idaresinin kontroliinde
tutulmaktadir. Bu sebeple blokzincir teknolojisi yeni bir mahremiyet ihlali potansiyeli

tasimamaktadir®?,

Otomatiklestirilmis bir vergi sistemine robotlarin islem yaptigi sistem benzetmesi
yapilmaktadir. Bu durumda vergi kanunlarina aykirilik olusmasi durumunda, kabahat veya
suclardan kim sorumlu olacaktir? Mevcut hukuk diizeninde otomatik yapilan islemden dolay1
miikellefi sorumlu tutmak dogru olmayacaktir®?. Zaten blokzincir ve akilli sézlesmeler
vesilesiyle, otomatik bir sekilde isleyen vergi sistemini miikellefler degil vergi idaresi
kuracaktir. Sistemin isleyisinde bir sorun olursa bu miikelleflerin degil, vergi idaresinin
kabahatidir®*. Miikellefler sadece sisteme veri girerken hile yapabilir. Bu durumda da sorumlu

olmalan tabiidir.

sisteme Kiiresel Kayit Sistemi denmektedir. Bkz: DOGAN Mustafa / ERTUGAY Emrah, “Blokzinciri ve
Muhasebe Alanindaki Uygulamalar1”, Uciincii Sektor Sosyal Ekonomi Dergisi, C. 54, S. 4, 2019, s.
1660; Bu sistemde 6zellikle bilyiik miikelleflerin de sistemin tiim verisini tutmasi temin edilerek dagitik
defter teknolojisinin giivenliginden faydalanilabilir. Daha merkeziyetsiz bir sistem tasavvurunda, son
onay makami merkezi vergi idaresi yerine sistemin kaydini tutan biiyiik miikellefler olabilir, boylelikle
miikelleflerin sistem ig¢inde oto kontrol yoluyla ilerlemesi saglanir ve sistemdeki veriye giivenleri daha
cok temin edilir. Bkz: GUL Hasan, “Blokzincir (Blockchain) Teknolojisi ve Muhasebe Bilgi Sistemine
Etkileri”, KUNUCEN Hale / QULIYEVA Xatire / SECGIN Yilmaz (editor), Sosyal, Beseri ve idari
Bilimlerde Yenilik¢i Yaklasimlar, Bursa 2019, s. 191.

638 DEMIRHAN, s. 359; YEW Lee Kuan, Blockchain: Opportunities and Challenges for Taxation,
National University of Singapore, School of Public Policy, 2018, s. 1. Alman Federal Ekonomi Bakanligi,
vergi kacgakc¢iligi ile miicadelede blokzincir teknolojisinin faydalarini arastirmaktadir. Bkz:
COINTELEGRAPH, “German Federal Economic Ministry Wants to Combat Tax Fraud with
Blockchain”, 23.11.2018, https://cointelegraph.com/news/german-federal-economic-ministry-wants-to-
combat-tax-fraud-with-blockchain, (E.T. 01.11.2021); Oyun teorisine gore, yakalanma ihtimali azaldik¢a
miikelleflerin vergi kagirma ihtimali artmaktadir. Blokzincir yardimiyla yapilan hilelerin yakalanma
ihtimali artarsa vergi kagirma ihtimali azalacaktir. Bkz: WANG, s. 53.

639 SMITH Sean Stein, “Blockchain Augmented Audit-Benefits and Challenges for Accounting
Professionals”, The Journal of Theoretical Accounting Research, C. 14, S. 1, 2018, s. 127, 128; KILLI,
s. 407.

640 INTERNATIONAL TAX REVIEW, s. 24; YAYMAN, s. 64; YEW, s. 2, 3; WANG, s. 57.

641 Blokzincir iizerine islenen verilerin mahremiyetini temin igin 6nerilen teknik sistem i¢in bkz: FATZ Filip
/ HAKE Philip / FETTKE Peter, “Confidentiality-preserving Validation of Tax Documents on the

Blockchain”, https://www.researchgate.net/publication/339797574 Confidentiality-
preserving_Validation_of Tax_Documents on_the Blockchain, (E.T. 02.11.2021), s. 5.
642 AHMED Sami, “Cryptocurreny & Robots: How to Tax and Pay Tax on Them”, South Carolina Law

Review, C. 69, S. 3, 2018, s. 728. )
Sistem dogru kuruldugu zaman kabahat veya sug isleme imkan1 ¢ok azalacaktir. Bkz: BIYAN / CARDA,
s. 104.
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2015 yilinda Diinya Ekonomik Forumu’na katilan iilkelerin %731, 2023 yilina kadar
vergi sistemlerinde blokzincirden faydalanmay1 dngérmiislerdir®*. 2023 yaklasirken degisim
bu kadar yogun ve hizli olmasa da vergi sistemlerini blokzincirine tasimayr goz Oniinde
bulunduran iilkeler yok degildir. Bunlarin 6nde geleni Cin’dir. Cin, kripto paralara kars1 bir¢ok
yasaklama karar1 alsa da blokzincir teknolojisine ciddi yatirnmlar yapmaktadir. 2015 yilinda,
blokzinciri {ilkenin teknoloji dncelikleri arasina almiglardir. Cin’de su anda bir tiir blokzincir

hayranhig: gelistigi goriilmektedir®*®

. GaChain ismi verilen projeyle, devlet kontroliinde bir
blokzincir sistemi kurulmustur. Bu sistem ile sosyal bir vergilendirme sisteminin kurulmasi
amaglanmaktadir. Sistemin genel kontrolii devletin elinde olsa da miikellefler sisteme veriyi
sifreli bir sekilde ekleyecegi icin iigiincii kisilere kars1 mahremiyet temin edilmektedir®®. Akill
sozlesmelerin de isleyebildigi sistem sayesinde vergisel siiregler hizlanmakta, hatalar

647

engellenmekte, islemler kolaylagsmakta ve masraflar azalmaktadir™®’. Cin vergi sisteminden

blokzincir devrimi yapan ilk devlet olma yolunda ilerlemektedir.

Denizcilik sektoriiniin gelistigi Danimarka’da ticari gemilerin blokzincir lizerinden
takip edilmesi diisiiniilmektedir. Boylelikle vergisel islemler dahil olmak iizere birgok kamusal
islemler otomatiklesecek, karisikliklar engellenecektir. Ayrica uluslararasi vergi alaninda da
iilkelerin ¢ifte vergilendirmeyi ve devletsiz kazang¢ durumlarindan kaginmasi miimkiin
olabilecektir. Zira blokzincir lizerinden anlik olarak gemilerin veya faaliyetlerinin vergisinin

odenip 6denmedigi tespit edilebilecektir®®,

Yine Danimarka’da diisliniilen ve blokzincir lizerinde ¢alismasi planlanan sistemde,
miikelleflerin yurtdisinda 6dedikleri vergilerin indirimleri dogru bir sekilde hesaplamak
amaclanmigtir. Ethereum aginda caligmasi planlanan proje ile Danimarka vergi miikelleflersi,

yurtdisinda vergiyi 6deyip ilgili belgeyi muhatap kurumlar Ethereum Blokzinciri iizerinde

644 HOFFMAN, s. 1179; Yapilan bilimsel bir analizde, bu tarihin erken oldugu ve 2025 yilinda dagitik defter
ve blokzincir teknolojilerinin vergi sistemlerini belirgin bir sekilde etkilemeye baslayacagi belirtilmistir.
Bkz: VAN RIJSWIJK L. / HERMSEN H. / ARENDSEN R., “Exploring the Future of Taxation: A
Blockchain Scenario Study”, 6th Annual TARC Workshop, 2018, s. 17.

645 YAYMAN, s. 69.

646 ECONOTIMES, “Chinese government to implement blockchain for taxation and electronic invoices”,
08.08.2017, https://www.econotimes.com/Chinese-government-looks-to-blockchain-for-taxation-and-
electronic-invoices-842076, (E.T. 06.11.2021).

647 STEEMIT, “China To Use The Blockchain For Social Taxation And Issuing Electronic Invoices”,

https://steemit.com/cryptocurrency/@coinivore/china-to-use-the-blockchain-for-social-
taxation-and-issuing-electronic-invoices, (E.T. 06.11.2021).

648 DANISH MARITIME AUTHORITY, “Blockchain technology set to renew and ease ship registration”,
11.05.2018, https://www.dma.dk/Presse/Nyheder/Sider/Blockchain-technology-set-to-renew-and-ease-
ship-registration.aspx, (E.T. 02.11.2021); HOFFMAN, s. 1180; BULK Gijsbert, How Blockchain Could
Transform the World of indirect Tax, EY Building a Better Working World, 2018, s. 7.
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calisan akilli s6zlesmeye yiikledikleri anda indirim hakkina sahip olacaktir. Boylelikle mevcut

sistemde kagit ortamda yapilabilen hilelerin 6niine gegmek miimkiin olabilecektir®.

Kurumsallagsmasin1 henliz tamamlamamis devletlerin vergilendirme sistemlerini
blokzincire aktarma siirecini daha hizli tamamlayabilecegi diisiiniilmektedir. Gergekten
Estonya 20’nci yilizyilin sonunda Sovyetler Birligi’nden bagimsizligin1 kazandiktan sonra,

devlet sistemlerini kurarken yeni baslayan dijital uygulamalar1 esas almistir®°

. Estonya
blokzinciri kamu hizmetlerinde uygulama hususunda da &ncii bir devlettir®!. Buna mukabil
kurumsallagsmis devletlerin mevcut isleyen sistemlerini degistirmeleri daha zordur. Bu degisimi
kolaylastirma adina, devletlere vergi sistemlerini blokzinciri izerinden ¢alistirma hizmeti sunan

blokzincir firmas1 bulunmaktadir®2, Bu husustaki girisimlerin zamanla artmas1 beklenebilir.

Blokzincir sistemi vergi idaresi agisindan ¢ok iyi bir arag olabilecek potansiyele sahiptir.
Bu teknoloji sayesinde 6zellikle sekli vergisel ddevler cok azalacak, vergi denetimleri bir yiik
olmaktan ¢ikabilecektir. Blokzincir sayesinde vergi mevzuatinin neredeyse tam olarak hayata

653 Miikelleflerin hile yapmasi zorlasacaktir®®*. Fakat blokzincir

gecmesi temin edilebilecektir
kendi basina vergi sistemini adil hale getirmeyecektir. Vergi sisteminin dizayn edilmesinde
adalet sorunlar1 varsa bunlar blokzincir ile ¢oziilemeyecektir. Yine sistemi kullanan taraflarin
organize bir sekilde sisteme yanlis veri girmesi durumunda, sistem bu yanlis veriyi kesin veri
olarak isleyecek ve tiim vergiler bu veriye gore adalete aykiri olarak dogacaktir®®®. Burada
taraflarin birbirini ve vergi idaresinin taraflar1 denetlemesinin 6nemi yine ortaya ¢ikmaktadir.
Vergi sistemi igin blokzincir ¢ok iyi bir aractir fakat ¢oziimiin aslh degildir®®. Blokzincir
sayesinde kayit dis1 ekonomi azalacak, toplanan vergiler ise artacaktir. Bdylece vergileri

indirme imkan1 ortaya ¢ikarak toplumun tamamina katk1 saglanacaktir®®’.

649 HYVARINEN Hissu / RISIUS Marten / FRIIS Gustav, “A Blockchain-Based Approach Towards
Overcoming Financial Fraud in Public Sector Services”, Business & Information Systems Engineering,
S.59, 2017, s. 447.

650 JEPPESEN ve digerleri, s. 5.

651 OWENS / DE JONG, s. 609; Ozellikle bankacilik ve kimlik kayit sistemlerinde kullaniimaktadir. Bkz:
HANCOCK / VAIZEY, s. 80-83.

652 TAXCHAIN, “Tax Declaration of the Government to the Taxpayer”, https://www.taxchain.io/, (E.T.

09.11.2021).

Doktrinde blokzincirin vergi sistemine getirecegi en 6nemli yenilik olarak, vergiye uyumu saglamasi

gosterilmigtir. Fakat blokzincirin vergi sistemine adapte edilmesi kademeli olmalidir. Bkz: SCHOFIELD

Mark, How Blockchain Technology Could Improve the Tax System, PricewaterhouseCoopers LLP,

2016, s. 4.

654 SETYOWATI /UTAMI / SARAGIH / HENDRAWAN, s. 3.

655 “Bir sisteme ¢Op verirseniz karsiliginda ¢op alirsiniz”. Bu sozde ifade edildigi iizere blokzincirinden
faydalanabilmek igin sisteme dogru bilgi eklenmesi elzemdir. Bkz: SCHOFIELD, s. 3.

656 SCHOFIELD, s. 1; YAYMAN, s. 60 61; Boylesine énemli bir aracin gelecekte vergi sistemleri igin
“zorunlu” olacag belirtilmektedir. Bkz: BULK, s. 8.

857 GOLDBERG, s. 59.
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2. Dolayh Vergiler Acisindan

Dolayli vergiler diinya iizerinde gittikce yayginlasan ve kamu gelirleri igindeki pay1
artan vergilerdir. Avrupa genelinde ortak bir rejim ile uygulanan KDV ve OTV®® ABD’de ise
Satis Vergisi adi altinda tiiketim vergisi olarak uygulanan ve her eyalette farkli esaslara ve
oranlara tabi olan vergiler dolayli vergilere drnektir®®. Tiirkiye’de ise AB sistemine uygun
sekilde KDV ve OTV uygulanmaktadir. Bu vergilere ek olarak 6zel mal ve hizmetlere yonelik
Banka ve Sigorta Muameleleri Vergisi, Ozel Iletisim Vergisi gibi dolayli vergiler de
bulunmaktadir®®. Son olarak 2018 yilinda ¢ok diisiik vergilerin bulundugu Kérfez iilkelerinde
de %5 oraninda KDV uygulanmaya baslanmistir®!. KDV ve OTV gibi dolayli vergilerin
yayginlagsma sebebi tahsil kolaylig1 ve mali anesteziye uygun vergiler olmasidir. Bu vergileri
her ne kadar isletmeler tarafindan kamuya 6dense de nihai tasiyici tiiketiciler olmaktadir.
Tiiketiciler, aldiklart mal ve hizmetlerin fiyatinin icinde gizli olan bu vergileri 6derken farkina
varmamaktadir. Boylelikle “kazi bagirtmadan yolma” amaci gergeklesmekte®®?, tahsilat
acisindan ise az sayidaki isletme ile muhatap olunmaktadir. Ustelik OTV ve benzeri vergilerle,
liks iirtinlerde tek bir islemden yiiksek oranlarda vergi geliri elde edilmesi, kamu gelirini
artirma fonksiyonunu da ¢ok iyi saglamakta ve liiks tiriinleri tiikketen zengin kisilerden alindig1

icin vergide 6deme giicii ilkesine hizmet etmektedir®®®,

Ozellikle AB iilkelerinin kamu gelirleri arasinda cok onemli bir yeri olan KDV
uygulamasi, yukaridaki faydalarina ragmen sorunlar da barindirmaktadir. Bu sorunlarin en
onemlisi vergi agigidir. Vergi agig1 toplanmasi beklenen vergi ile gergekte toplanan vergi

arasindaki farka verilen isimdir®®. AB iilkeleri arasinda sadece KDV’deki vergi

658 AB’deki KDV ve OTV sistemi hakkinda ayrmtili bilgi igin bkz: BILICI Nurettin, Avrupa Birligi ve
Tiirkiye II, Ankara 2018, s. 67-115.

659 CAMMENGA Janelle, State and Local Sales Tax Rates, Tax Foundation Fiscal Fact No: 737, 2021, s.

1-7.

Bunlarin yaninda Sans Oyunlar1 Vergisi, Damga Vergisi, Konaklama Vergisi, Gemi Saglik Resmi ve

Harglar gibi vergiler bulunmaktadir. Belediye Gelirleri Kanunu’nda da dolayli vergi niteliginde vergiler

vardir.

661 Suudi Arabistan (2018), Birlesik Arap Emirlikleri (2018), Bahrain (2019), Umman (2021) tarihlerinden

itibaren KDV uygulamaya baslamistir. Katar ve Kuveyt ise giindemde tutumakla beraber heniiz kesin

uygulamaya gegmemistir. Bkz: KPMG, “GCC countries: Comparison of VAT regimes in Bahrain, Oman,

Saudi Arabia, UAE”, 23.10.2020, https://home.kpmg/us/en/home/insights/2020/10/tnf-gcc-countries-

comparison-vat-regimes.html, (E.T. 26.10.2021).

Bu s6z maliyeciler arasinda, “miikelleften vergiyi hissettirmeden almak™ anlaminda kullanilmaktadir.

Bkz: BAYRAKLI Hasan Hiiseyin / HATIPOGLU Mehmet, “izaha Davet ve izah Uzerine Yapilacak

Islemlerin Davaya Konu Olmas1”, inonii Universitesi Hukuk Fakiiltesi Dergisi, C. 9, S. 2, 2018, s. 585.

663 TAYLAR Yildirim, “Vergi Teorisi Acisindan Ozel Tiiketim Vergileri ve Tiirk Ozel Tiiketim Vergisi
Uygulamas1”, Dokuz Eyliil Universitesi Hukuk Fakiiltesi Dergisi, C. 12, Ozel Say1, 2010, s. 462.

664 HOFFMAN, s. 1179.
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662

136


https://home.kpmg/us/en/home/insights/2020/10/tnf-gcc-countries-comparison-vat-regimes.html
https://home.kpmg/us/en/home/insights/2020/10/tnf-gcc-countries-comparison-vat-regimes.html

kagake¢iligindan kaynakli her sene 50-150 milyar euro vergi acig1 olustugu belirtilmektedir®.

866 Kayip tacir olaylari, KDV nin

Bu agigin temel sebebi topluluk i¢i / dis1 kayip tacir hileleridir
tilketim yapilan iilkede uygulanmasindan faydalanilmasi sonucu olugmaktadir. Bu durumu
aciklamak amaciyla somut 6rnek lizerinden gitmek faydali olacaktir. Fransa’da toptan otomobil
ticareti yapan (F) sirketi, Italya’da perakende otomobil satan (i) sirketine 100 adet otomobil
satmistir. Bu satistan dolay1 (F) kestigi faturada KDV kalemi agmamuistir. Cilinkii otomobiller
Italya’ya ihrag edilmis ve orada tiiketilmesi ongoriilmektedir. (F), satt1g1 otomobilleri alirken
odedigi KDV yi ise iade kapsaminda geri alacaktir. (I) ise otomobilleri Italya’da satarken KDV
tahakkuk ettirecek, bunu miisterisinden tahsil edecek ve zamani1 geldiginde ise Italyan vergi
idaresine ddeyecektir. (I), bu otomobilleri toptan olarak (T)’ye satmistir ve faturay: kestikten
sonra tahakkuk ettirdigi KDV’yi 6demeden ortadan kaybolmustur. (T) ise KDV ’sini ddeyerek
aldig1 bu otomobilleri tekrar Fransa’da is yapan (K) sirketine toptan olarak satmistir. (T) alirken
odedigi KDV yi, iiriinler italya’da tiiketilmedigi i¢in Italyan Devleti’nden iade isteme hakkina
sahip olacaktir. Béyle bir olayda KDV sistemi geregi Italyan Devleti (I)’nin kaybolmasi
sebebiyle hi¢ tahsil edemedigi KDV’yi (T)’ye iade etmek zorunda kalmaktadir. Yani devlet,
vergi geliri elde etmesi gereken bir islemden vergi iadesi gideri 6demek zorunda kalmaktadir.
Burada KDV’ye konu malin AB iilkeleri arasinda hareket etmesi sonucu olarak topluluk ici
kayip tacir hileciligi somutlagtirilmigtir. Eger iiriin birlik digindan bir iilkeden gelirse, topluluk

dis1 kayip tacir hileciligi vakas1 olusacaktir®’,

665 FATZ Filip / HAKE Philip / FETTKE Peter, Confidentiality, s. 2; AINSWORTH / ALWOHAIBI, s. 3;
AB diginda gelismis iilkelerde yaklasik %17, gelismekte olan iilkelerde ise yaklasik %30 dolayli vergi
ac181 olusmaktadir. Bkz: WANG, s. 50.

666 Bu duruma MTIC (Missing trader fraud intra community) ve MTEC (Missing trader fraud extra
community) isimleri verilmektedir. Tirk¢eye topluluk i¢i/dis1 kayip tacir hileciligi olarak ¢evrilmistir.
Ikiden fazla iilke hilecilikte kullanilirsa dongiisel hilecilik (carausel fraud) durumu olusmaktadir. Bu
kavramlar hakkinda ayrintili bilgi i¢in bkz: UNSAL Hilmi / UBAY Birol, “Avrupa Birligi KDV Tevkifati
Mekanizmasinin Tirk KDV Sistemindeki KDV Tevkifati1 Miiessesesi ile Karsilastirilmasi”, Maliye
Dergisi, S. 175, 2018, s. 275-298.

667 MERKX Madeleine / VERBAAN Naomie, “Technology: A Key to Solve VAT Fraud?”, EC Tax
Review, S. 6, 2019, s. 301; ALLESSIO / SOBOLEWSKI / VACCARI, s. 78, 79; AINSWORTH /
ALWOHAIBI, s. 3; DELOITTE, s. 14. AB’de bu tiir hileleri engellemek i¢in DICE (Digital Invoice
Custom Exchange) ve VIES (VAT Information Exchange System) ismi verilen bilgi paylasimi sistemleri
mer’idir. Bu sistemler merkezi sistemler olup devletlerarasi rizai vergisel bilgi paylasimi sistemleridir.
Bkz: AINSWORTH Richard T. / SHACT Andrew, Blockchain (Distributed Ledger Technology)
Solves VAT Fraud, Boston University School of Law, Law & Economics Working Paper No. 16-41,
2016, s. 7, 8; Blokzincir anlik ve graniil bir sekilde islem takibi ve denetimi agisindan bu sistemlerden
tistiindiir. Bkz: DELOITTE, s. 16; HANCOCK / VAIZEY, s. 22; AINSWORTH Richard T. / SHACT
Andrew B., “Blockchain Technology Might Solve VAT Fraud”, Tax Notes International, C. 83, S. 13,
2016, s. 1168; Ayrica blokzincir; verinin tek bir noktada toplanmasina mani olarak kayiplari
engelleyebilmekte, sistemdeki verilerin degistirilmesini Onleyebilmekte, veri paylasimindaki
gecikmelerin oniine gegebilmektedir. Bkz: HOFFMAN, s. 1180; DICE sisteminin blokzincire aktarilmasi
oOnerisi i¢in bkz: AINSWORTH Richard T. / ALWOHAIBI Musaad / CHEETMAN Mike, VATCOIN:

137



Blokzincir teknolojisi {lizerinde calisan bir dolayli vergi sistemiyle, AB’de yasanan
kay1p tacir hileciligi dahil bircok vergi kaybi olay1 engellenebilecektir®® KDV miikellefi olan
saticinin, alicidan vergiyi tahsil ettikten sonra, beyan edip 6deyene kadar KDV’yi biinyesinde
tuttugu bilinmektedir. Zaten kayip tacir hileciliginde de hile burada ortaya ¢ikmakta, miikellef
KDV’yi tahsil ettikten sonra ortadan kaybolarak, devlete beyan ve ddeme yiikiimliiliigiini
yerine getirmemektedir. Eger KDV ve diger dolayli vergiler, islem aninda kamunun hesabina
aktarilirsa, miikellefin vergiyi alip kagma ihtimali ortadan kalkacaktir®®. Ust baslikta anlatilan
blokzincir sistemi tizerinde ¢alisan vergilendirme usuliinde, alic1 saticinin diizenledigi faturay1
onaylayip licreti 6dediginde, licretin KDV kisminin dogrudan kamu hesabina aktarilmasi, akilh
sOzlesmeler vesilesiyle miimkiindiir. Boyle bir sistemde ya mevcut bankacilik sistemi
blokzincir tizerinde ¢alisan vergi sistemine baglanabilir ya da akilli s6zlesme ¢alistirabilen
MBDP’ler yoluyla vergi 6deme aninda kamuya aktarilabilir. Akilli sézlesmeler, icerisinde
dolayli vergi olan bir islemde, vergiyi kamu hesabina esas borcu ise saticinin hesabina
aktarabilecektir. Boylelikle miikelleflere, hi¢bir zaman kamu geliri olan dolayli vergi emanet
edilmemis olur. Ayn1 zamanda miikellefler de beyan 6deme yiikiimliiliiklerinden kurtulmus
0lur®”, Nesnelerin interneti yoluyla her iiriiniin tedarik zinciri takip edilip, iilkeler aras1 sadece

vergisel hile yapma amaciyla transferleri tespit edilip engellenebilir®’*.

Bu iki ihtimali daha iyi anlasilabilmesi adina somutlastirmak faydali olacaktir. flk
ihtimalde blokzincir sistemi lizerinde ¢alisan bir vergilendirme sistemi ve bu sisteme bagli bir
bankacilik sistemi vardir. Bu sistem Tlizerine vergi idaresi g¢esitli akilli sozlesmeler
ekleyebilmektedir. Bir akilli s6zlesme ile dolayli vergilerin islem aninda tahsilini saglamaya

yonelik kodlama yapilir. Miisteri ve satici sistem iizerinden satilan malin veya yapilan hizmetin

The GCC’s Cryptotaxcurrency, Boston University School of Law, Law & Economics Working Paper

No. 17-04, 20186, s. 15.

DEPERRUT / THEVOZ, s. 130; Kay1p tacir vakalari yaninda, sinirlar arasi online aligveris yoluyla diisiik

miktarli yapilan aligverislerde ve sanal oyun gibi dijital iriinlerin diisiik fiyatlardan satildigi durumlarda,

uygulama zorlugu sebebiyle muafiyetler taninmaktadir. Bu tiir islemlerin ¢ogalmasiyla da vergi kaybi
artmaktadir. Blokzincir teknolojisi bu iglemlerin de vergilendirilmesini temin edebilecektir. Bkz: CHO

Soohyun / LEE Kyungha / CHEONG Arion / NO Won Gyun / VASARHELYI Miklos A., “Chain of

Values: Examining the Economic Impacts of Blockchain on the Value-Added Tax System”, Journal of

Management Information Systems, C. 38, S. 2, 2021, s. 289.

669 ALLESSIO / SOBOLEWSKI / VACCARI, s. 80; Bsliinmiis 6deme yontemi denen bu sistem, blokzincir
iizerinde olmasa bile bazi iilkelerde uygulamadadir. Bankalarin yardimiyla isleyen sistemde, KDV
miikelleflerinin tahsil ettikleri KDV’ler ayr1 bir hesaplarinda birikmekte, bu hesaptan sadece kamuya
O0deme yaparken veya baska bir KDV miikellefine KDV 6demesi yaparken kullanilmaktadir. Bkz:
MERKX / VERBAAN, s. 302.

670 HANCOCK / VAIZEY, s. 70; DEMIRHAN, s. 354, 355; DELOITTE, s. 13.

671 MERKX, s. 86; Islemin blokzincire eklenebilmesi igin ilgili iilkelerin vergi idaresinin onay1 gerekecektir.
Ulkeler ilgili iiriiniin tedarik zincirini yapay zeka ile kontrol edip anormal durumlarda otomatik denetime
baglayacaktir. Bkz: AINSWORTH / SHACT, s. 16, 20; BULK, s. 5.
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ozelliklerini belirtip onayladiklar1 anda KDV orani sistem tarafindan ortaya konulacaktir. Eger
slipheli islem yoksa vergi idaresi igslemi otomatik olarak kesin onay verecek, siipheli islem varsa

gecici onay ile anlik inceleme baslayacaktir. Uluslararasi islemlerde diger tilkenin vergi idaresi

672 Alic1 blokzincire bagli bankanin hesabi iizerinden iicreti

odeyince, iicretin net kismi saticiya, dolayli vergiler kismi ise kamu hesabina aktarilacaktir®’3,

de onay safhasinda yetkili olacaktir

Hatta daha ileri asamada ve donemlerde, saticilarin sattiklar1 tiim mali tek tek nesnelerin
interneti yoluyla blokzincirine kaydettikleri diisiiniildiiglinde, her mal i¢in kimlerin dolayli
vergi 6dedigi belli olacaktir. Boylelikle saticilarin, satilan mal i¢in 6dedigi ve indirim konusu
yapacagi KDV, ilgili mal satildig1 anda indirildikten sonra kalan vergi kismi1 kamu hesabina
aktarilabilir®’*, Bu sayede dolayli vergileri nihai tiiketiciden kesip vergi idaresine ddeme
yikiimliiliigii bulunan miikellefler bundan kurtulmus olur. Hatta KDV iadesi uygulamalar1 da

ortadan kalkar®".

Ikinci ihtimalde, vergilendirme sistemi blokzincir sistemine aktarilmamis olsa da
merkez bankalarinin ihrag etmeyi planladigl ve akilli para olma 6zelligi tasiyan MBDP’ler
yoluyla, dolayli verginin dogrudan kamu hesabina aktarilmasi s6z konusu olacaktir. Yukarida
anlatildig1 iizere merkez bankalar1 tarafindan ¢ikarilmasi diisiiniillen MBDP’ler iizerinde akilli
sozlesmelerin faal olabilmesi miimkiin olacaktir. MBDP {izerinden bir tiiketici aldig1 iiriin ya
da hizmetin 6demesini saticinin hesabina aktarirken, saticinin ticari hesabi tizerindeki akilli
sOozlesmeler sayesinde {licretin dolayli vergi kismi tespit edilip kamuya aktarilabilecektir.
Buradaki isleyis, saticinin ticari hesabina giren paranin ticari bir is olmasindan bahisle KDV
yukiimliliigli doguracagi varsayimiyla islemektedir. Satilan her malin veya hizmetin ayni

oranda KDV dogurmayacag: diisiiniildiigiinde, KDV oraninin nasil belirlenecegi sorunu burada

672 AINSWORTH / ALWOHAIBI, s. 5-7; OWENS / DE JONG, s. 607.

673 ALLESSIO / SOBOLEWSKI / VACCARI, s. 81.

674 Miikelleflerin elde ettikleri kazanclar1 igin yaptiklar: giderler dogrudan belirlenebilir. Bkz: FACCIA /
MOSTEANU, s. 72; Ulkeler arasinda blokzincir {izerine kurulu tek bir tedarik zinciri veritabani kurulursa,
mal ve hizmetlerin gegctikleri kisiler dogru ve gergek zamanl bir sekilde tespit edilip usulsiizliikler
engellenebilir. Bkz: DELOITTE, s. 12.

MERKX, s. 86; Vergi iadesi uygulamalari ortadan kalkmasa bile bunlarinda otomatiklestirilmesi ve
degistirilemez veriler iizerinden yapilmasi blokzincir ile miimkiindiir. Her miikellefin ddedigi ve gider
olarak kullandig1 vergiler hesabina degistirilemez bir sekilde kaydedilecegi igin herhangi bir hile vakasi
yasanmaksizin vergi iadeleri yapilabilecektir. Bu hususta sistem Onerisi igin bkz: HOSSAIN Safayet /
SAHA Showraw / AKHI Jannatul Ferdous / HELALY Tanjina, “Automated Tax Return Verification with
Blockchain Technology”, BANSAL Jagdish Chand / DEEP Kusum / NAGAR Atulya K. (editér),
Proceedings of International Joint Conference on Computational Intelligence, Singapur 2019, s. 45-
54; INTERNATIONAL TAX REVIEW, s. 24; Cin’in Shenzen Eyaleti ile Tencent isimli teknoloji
sirketinin ortakligiyla blokzincir iizerinde ¢alisan bir fatura sistemi kurulmustur. Bu sayede anlik vergi
O0demeleri ve “tek tikla” vergi iadeleri miimkiin hale gelmistir. Bkz: TENCENT, “China’s First
Blockchain E-invoice Issued in Shenzhen, Adding Another Application Scenario to Tencent Blockchain”,
10.08.2018, https://www.tencent.com/en-us/articles/2000006.html, (E.T. 01.11.2021).

139

675



https://www.tencent.com/en-us/articles/2000006.html

da akla gelebilir. Burada sistem 6demeyi yaparken miisteriye aldigi malin genel itibariyle
tiirtinii belirtmesini isteyebilir. Boylelikle alicinin verdigi bilgiyle KDV orani tespit edilmis

olur®™,

Blokzincir iizerinde her seyin otomatiklestigi bir sistemde, sisteme klasik bankalar veya
merkez bankasinin miidahalesini tamamen engellemek amaciyla VATCOIN isimli sisteme &zel
bir token Onerilmektedir. Bu tokenin ulusal itibari para birimi cinsinden olmasi ve kamudan
bire bir oranla satin alinmasi Onerilmektedir. Kisi satin aldigt VATCOIN’leri sadece KDV
O0demelerinde kullanacak, KDV iade alacaklari ise hesabina VATCOIN olarak tanimlanacaktir.

677

Boylelikle sistem tek viicut bir halde calisabilecektir’’’. KDV’yi yeni uygulamaya baslayan

678

Korfez tilkeleri igin de bu sistem 6nerilmektedir®’®. Kanaatimizce, merkez bankalari tarafindan

cikarilan akilli paralarin yayginlasacagi veya klasik bankacilik sisteminin blokzincire

baglanabilecegi bir diinyada fazladan bir “coin” ¢ikarmanin anlam1 yoktur®’®.

Damga vergisinde de blokzincir ve akilli sézlesmeler sayesinde hileler ve kayit dist
ekonominin Oniine ge¢cmek hayal degildir. Damga vergisine tabi belgelerin blokzincire
kaydedilerek takip edilmesi neticesinde higbir belgenin vergisiz kalmamasi saglanabilecektir.
Bunun i¢in devletin damga vergisine tabi tim belgelerin ilgili blokzincir iizerine kaydedilmesi
veya bu blokzincir {izerinden iiretilmesini temin etmesi gerekmektedir. Bu hususta Hindistan’a

ozel bir model onerilmistir®®.

Gorildigii iizere dolayli vergilerin blokzincir ve akilli sézlesme uygulamalariyla
otomatik olarak islem aninda kamuya 6denmesinin saglanmasi hem kamu i¢in hem de miikellef
konumunda olanlar i¢in faydalidir. Kamu herhangi bir kagakg¢ilik ile karsilasmadan vergi

alacagin tahsil etmekte, miikellef ise bircok vergi 6devinden kurtulmaktadir. Burada anlatilan

676 MBDP 6zelinde olmasa bile, merkez bankasinin para sistemi iizerinden kontrol edecegi bir vergi sistemi

2000 yilinda ortaya atilmisti. Bkz: GOLDBERG, s. 48, 49.
677 DELOITTE, s. 17.
678 AINSWORTH / ALWOHAIBI, s. 12, 13; ARMAN, s. 2; YAYMAN, s. 78; VATCOIN’lerin farkli
devletler tarafindan ortak bir KDV sistemi i¢in kullanilabilecegi yoniinde bkz: DEMIRHAN, s. 355;
Dagitik defter iizerinde isleyen ve cryptotaxcurrency olarak adlandirilan VATCOIN onerisi igin bkz:
AINSWORTH / ALWOHAIBI / CHEETMAN, s. 1.
VATCOIN’lerin getirecegi en bilyiik fayda, kayip tacir vakalarini engellemesi olarak gosterilmistir. Bkz:
AINSWORTH / ALWOHAIBI / CHEETMAN, s. 9; Fakat ilgili iiriinlerin ticretleri 6dendigi anda KDV
kamu hesabina gegecegi i¢in bu gerek¢e de ayr1 bir VATCOIN uygulamasi i¢in yeterli degildir;
VATCOIN’e benzer “PAKO” isimli token onerisi i¢in bkz: WIJAYA Dimaz Ankaa / LIU Josef K. /
SUWARSONO Doni Ariadi / ZHANG Peng, “A New Blockchain-Based Value-Added Tax System”,
International Conference on Provable Security, 2017, s. 471-486.
680 WIJAYA Dimaz Ankaa / LIU Josef K. / STEINFELD Ron / LIU Dongxi / JUNIS Fengki /
SUWARSONO Dony Ariadi, “Designing Smart Contract for Electronic Document Taxation”, MU Yi /
DENG Robert H. / HUANG Xinyi (editsr), Cryptology and Network Security, Isvigre 2019, s. 199-
2013.
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sistemlerin hayatimiza hemen girmesi gergekg¢i degildir. Evvela teknik olarak blokzincir ve
akilli sozlesme sistemlerinin olusturulmasi, test edilmesi ve pilot uygulamalarin yapilmasi
gerekmektedir®®, Ayrica hem blokzincir ve akilli sézlesmeler gibi teknolojilerde hem de vergi
sisteminde uzman olan kisilerin yetismesi gerekecektir®®. Bu siire¢ yillar alabilecektir. Yine
mevcut blokzincir sistemlerinde yiiksek miktardaki verinin isletilmesi problem olabilmektedir.
Bu sorunun zamanla asilmaya baslandig1 goriilse de uygulayicilarin blokzincire karst temkinli
yaklagsmasina sebep olmaktadir®®. Giiniimiizde dolayli vergi sistemlerinde satici konumunda
olan kisi vergiyi kamu adma tahsil edip bir siire nezdinde tuttuktan sonra beyan edip
O0demektedir. Vergi mevzuati da bu sisteme gore olusturulmustur. Eger dolayli vergilerin islem
aninda otomatik tahsili usuliine gecilecekse, ilgili vergi kanunlarinda ve ikincil mevzuatinda bu

yonde degisiklikler yapilmasi gerekecektir.

3. Stopaj (Tevkifat/Kaynakta Kesme) Uygulamalar1 A¢isindan

Stopaj usulii ile vergilendirme, verginin miikellef tarafindan degil, miikellefe 6demede
bulunan bagka bir kisi tarafindan, ilgili 6deme i¢inden vergiyi kesip vergi idaresine beyan ve
odenmesi usuliinii ifade etmektedir. Ozellikle iicretlilerin vergilendirilmesinde ¢ok 6nemli
faydalar getiren bu usulle Tirkiye’de toplam gelir vergisinin %90’1 asan kismi tahsil
edilmektedir®®, Isveren, calistirdig: iscisine maasini dderken, briit maastan is¢inin ddemesi
gereken gelir vergisi, SGK primi, damga vergisi, igsizlik sigortasi primini kesip is¢inin hesabina
net {cretini aktarmaktadir. Gorildiigii lizere is¢iye Odenen maas minimum 5 parcaya

685

ayrilmaktadir™>. Eger bazi iscilerin bireysel emeklilik sistemi ve diger ozel sigortalar

kapsaminda maasindan kesinti yapiliyorsa, maasindaki kesinti kalemleri daha da artmaktadir.

681 SETYOWATI/UTAMI/SARAGIH/HENDRAWAN, s. 19; Blokzincir teknolojisinin heniiz emekleme
asamasinda oldugu yoniinde bkz: OWENS / DE JONG, s. 608.

WANG, s. 56; Yapilan bir saha arastirmasinda, vergi dairesi ¢aliganlarmin blokzincir sistemleri ile
saglanacak otomasyona olumlu yaklastig1 tespit edilmistir. Ozellikle geng yasta olan vergi dairesi
calisanlarinin yenilige daha acik oldugu sonucuna varilmistir. Bkz: KUKRER Ceyda / EGMIR Rabia
Tugba, “Perception of Tax Office Employees fort the Use of Blockchain Technology in Tax Office”,
International Journal of Advanced Research, C. 6, S. 12, 2018, s. 647, 648.

683 KARAJOVIC / KIM /| LASKOWSKI, s. 326.

684 Cumhurbagkanlig1 Strateji ve Biitce Bagkanligi’nin agikladig: verilere gore; 2020 yili itibariyle gelir
vergisinden 187.494.302.000 TL gelir elde edilmis, bunlarin 173.462.692.000 TL’si stopaj yoluyla tahsil
edilmistir. 2020 yilinda gelir vergisinin yaklasik %92’i stopaj usulilyle tahsil edilmigtir. Devam eden
yillarda da benzeri benzer tahnminler mevcuttur. Bkzz CUMHURBASKANLIGI SBB, “Genel Biitceli
Kamu Idarelerinin 2020 Yili Gelirleri ile 2021-2022 Doénemi Gelir Tahminleri”,
https://www.sbb.gov.tr/wp-content/uploads/2020/01/3-a-Genel-B%C3%BCt%C3%A7eli-Kamu-
%C4%B0darelerinin-2020-Y %C4%B11%C4%B1-Gelirleri-ile-2021-2022-D%C3%B6nemi-Gelir-
Tahminleri.pdf, (E.T. 27.10.2021).

Bu tiir stopaj usulii vergilendirme, karmasik yapis1 sebebiyle blokzincir teknolojisi ile vergilendirmeye
en miisait vergilendirme alani1 oldugu yo6niinde bkz: KHAN Behraj / SYED Tahir, “Recent Progress in
Blockchain in Public Finance and Taxation”, 8th International Conference on Information and
Communication Technologies, 2019, s. 40.
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Isveren kestigi ve is¢i adina ddemesi gereken vergi ve primleri ilgili idarelere beyan edip
odemektedir. Isverenin is¢inin maasindan kestigi ve kamuya intikal etmesi gereken vergi ve
primler, bir siire igverenin hesabinda durmakta, daha sonra isveren bunlari beyan edip
O0demektedir. Burada hem kamu gelirine ge¢ kavusmakta hem de isverene ciddi bir yiikiimliiliik

yiiklenmektedir®®,

Iste blokzincir teknolojisi, karisik ve cok islemli stopaj yapilacak vergi ve prim
odemelerini otomatiklestirmek tizere kullanilabilecektir®®’. Ozellikle iicretlilerin maasinin
O0denmesinde kullanilabilecek olan sistem, blokzincir sistemi iizerinde calisan bir vergi
sistemiyle kolayca isletilebilecektir. Sistem iizerine bu yonde eklenecek akilli sozlesmeler ile
hem muhasebe islemleri otomatiklestirilerek islem masraflar1 azaltilacak hem de devletin
alacagini iicretin 6dendigi anda tahsil etmesine vesile olacaktir. Isveren, iicret iizerinden bircok
kalemde kesinti yapip bunlar1 ayr1 ayr kurumlara 6deme yiikiimliiliigiinden kurtulabilecektir.
Blokzincir sayesinde sistem, mevcut sistemlere gore cok daha giivenilir olacaktir®®, Ustelik bu
akilli sozlesmeler farkli amagclar icin farkli sekillerde kodlanarak, ticret disindaki diger stopaj
islemleri icin de kullanilabilecektir. Dolayli vergiler kisminda anlatildig1 tizere akilli para
ozelligi tastyan MBDP’ler yoluyla da benzeri otomatiklestirmelerin yapilmast miimkiindiir.
Boyle bir usule gegmek i¢in sistemsel yapinin kurulmasinin yaninda mevzuat diizenlemelerinin
de yapilmasi gerekmektedir. Mevcut mevzuat yapisina gore igverenler veya diger vergi
kesmekle sorumlu olanlar, kestikleri vergiyi muhtasar beyanname ile beyan edip 6demekle
yukiimliidiir. Yeni sistemin uygulanabilmesi i¢in bu yiikiimliiliigiin kaldirilip yeni sisteme

uygun bir mevzuat yapisinin ihdasi gerekmektedir.

4. Transfer Fiyatlandirmalarinin Engellenmesi A¢isindan
Transfer fiyatlandirmasi, Ozellikle uluslararasi grup sirketlerin, farkli tlkelerdeki
sirketleri arasindaki mal ve hizmet ticareti sirasinda karlarini aktararak miimkiin olan en diisiik

seviyede vergi 6demeyi veya hi¢ vergi ddememeyi amag edinmelerine verilen isimdir®®.

686 Uygulamada igverenin ylikiimliliigiinii hafifletmek i¢in, SGK primi ve gelir vergsini birlikte beyan edip

O0demesini saglayan ‘“Muhtasar ve Prim Hizmet Beyannamesi” uygulamaya alinmigtir. Bkz:
MUHTASAR VE PRIM HiZMET BEYANNAMESI GENEL TEBLIiGi.

687 AINSWORTH Richard T. / VIITASAARI Ville, Payroll Tax & The Blockchain, Boston University
School of Law, Law & Economics Paper No. 17-17, 2017, s. 2.

688 AHMED, s. 702; DELOITTE, Blockchain Technology and Its Potential in Taxes, Aralik 2017, s. 11;
DEMIRHAN, s. 353, 354; YAYMAN, s. 62.

669 OECD, Aligning Transfer Pricing Outcomes with Value Creation, Actions 8-10 - 2015 Final
Reports, OECD Publishing, 2015, s. 9; TOKAY ACAR Ufuk Olcay, Transfer Fiyatlandirmasi, Ankara
2013, s. 32; TIAN George, “China’s New Transfer Pricing Rules & Their Implications to Cloud-related
Multinationals - Blockchain as a Supplementary Solution”, Journal of Chinese Tax and Policy, C. 7, S.
1, 2017, s. 8.
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Ekonominin dijitallesmesi ile birlikte transfer fiyatlandirmasi faaliyetleri kolaylasmis®®°, buna
karsiik OECD’nin 140 iilkenin katilimiyla yiiriittiigii BEPS®*' calismasinda transfer
fiyatlandirmas1 faaliyetleri, en 6nemli miicadele alanlarindan biri olarak goriilmiistiir®®.
Transfer fiyatlandirmasi faaliyetlerinin engellenmesi i¢in temel ilke “emsallere uygunluk”
ilkesidir®®. Bu ilkeye gore, baglantili iki tiizel veya gercek kisi arasindaki fiyatlar, baglant:
olmasayd: olusacak fiyatlarla birbirine uygun olmalidir®®*. Buradaki temel sorunlardan biri,
emsale uygun bedelin nasil tespit edilecegidir. Bu hususta gesitli yontemler vardir®®. Fakat
teknolojinin gelismesi ve mal ve hizmet sayilarinin giderek artmasi ile emsal fiyat1 belirlemek

zorlagsmaktadir®®.

Iste bu noktada blokzincir ve akilli sézlesme teknolojilerinin yardimiyla son derece
cesitli olan mal ve hizmetlerin emsal fiyatinin tespiti ve transfer fiyatlandirmasi faaliyetlerinin
anlik olarak ortaya ¢ikarilmasi miimkiin olabilecektir. Blokzincir iizerinde isleyen bir vergi
sisteminde, bir sirketin yurtdisindaki baglantili bir sirketiyle islem yapmasi, sistem tarafindan
dogrudan stipheli islem olarak goriilecek ve yapilan islem ile benzer diger islemler, sistemdeki

kayith veriler iizerinden derhal kiyaslanacaktir®®’.

Blokzincir sistemine bagli bir vergi
sisteminde, yapilan tiim islemler bloklara degistirilemez bir sekilde kaydedildigi i¢in zamanla
benzeri islemler artacak, neredeyse tiim islemler i¢in benzeri bir igslem 6rnegi ortaya ¢ikacaktir.

Akilli sozlesmeler ve yapay zeka sayesinde benzer islemlerin tespit edilip kiyaslanmasi

690 2017 yilt verilerine gore, global ticaretin %30°u sirket gruplart igerisinde gergeklesmektedir. Bkz:

DELOITTE, s. 11; DEMIRHAN, s. 356.

Base Erosion and Profit Shifting (Matrah Asindirilmasi ve Kazang Kaydirilmasi). Bu g¢alismanin en

onemli faydasi uluslararasi is birligini temin etmeye yonelik olmasidir. Zira transfer fiyatlandirmasi ile

miicadelede en Onemli sorun her iilkenin tek tarafli 6nlemler almasidir. Bkz: DELOITTE, s. 11;

DEMIRHAN, s. 356.

692 OECD, Addressing the Tax Challenges of the Digital Economy Action 1 - 2015 Final Report, OECD
Publishing, 2015, s. 86, 87.

693 TIAN, s. 8; OECD g¢aligmalarinda bu ilkeye “arm’s length principle” ismi verilmektedir. Bkz: OECD,

Aligning, s. 9.

5520 sayili Kurumlar Vergisi Kanunu m. 13/3’te emsallere uygunluk ilkesi tanimlanmistir: “Emsallere

uygunluk ilkesi, iliskili kisilerle yapilan mal veya hizmet alim ya da satiminda uygulanan fiyat veya

bedelin, aralarinda béyle bir iliskinin bulunmamas: durumunda olusacak fiyat veya bedele uygun

olmasini ifade eder”.

695 BOBEK, Zinnur, “Transfer Fiyatlandirmasinda Emsal Tespitine Iliskin Yeni Yontemler”, Maliye

Arastirma Merkezi Konferanslari, 60. Seri (2), 2016, s. 56-83; SUMAY S. Serdar, “Transfer

Fiyatlandirmas: Uygulamalarinda Dis Emsallerin Veri Tabanlar1 Vasitasiyla Tespiti”, 14.09.2009,

https://www.vergidegundem.com//files/DisEmsallerinTespitil4 09 2009.pdf, (E.T.  27.10.2021);

TASKIN Yasemin, “Transfer Fiyatlandirmasinda Emsallere Uygunluk Ilkesi”, Istanbul Universitesi SBE

Maliye Anabilim Dali, Doktora Tezi, 2011, s. 31-62.

BOBEK, s. 80; Teknolojik gelismelerin emsal fiyat tespitini “imkansiz” hale getirdigi yoniinde bkz:

TASKIN, s. 288.

697 WAGH Sarah, “Futurism: Potential Application of Blockchain in Multinational Transfer Pricing”,
https://www.academia.edu/32055481/Potential_application_of_ Blockchain_in_Multinational _Transfer
Pricing, (E.T. 06.11.2021); TIAN, s. 20.
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miimkiin olabilecektir. Benzeri islem sayis1 ne kadar fazla olursa, emsal fiyatin gercekligi de o
kadar yiiksek olacaktir. Bu sebeple benzer islemin tespiti yapilabilmesi i¢in alt islem sinir1
konulabilir. Blokzincirine veri tek seferde kaydedilip ilgili tiim paydaslar tarafindan
goriilebilmektedir. Ustelik verinin sonradan degistirilmesi de ¢ok zordur. Bu sayede hem
devletlere hem de miikelleflere giiven vermektedir®®. Boyle bir sistem icin teknik altyapinin
hazirlanmas1 ve uluslararasi sirketleri sisteme dahil edilmesi ayr1 bir problem olarak ortaya
cikmaktadir. Doktrinde sisteme dahil olan sirketlere daha diisiik vergi oranlar1 uygulanarak

tesvik edilmesi gerektigi belirtilmistir®®.

Uluslararas1 faaliyette bulunan sirketler, transfer fiyatlandirmasi yapabilmek icin
islemlerinin bilgilerini sonradan degistirebilmektedir. Boylelikle karlarini istedikleri tilkeye
kaydirip vergi yiiklerini azaltmaktadirlar. Bu sirketlerin uluslararasi faaliyetlerinin blokzincir
sistemine kaydedildigi diisiiniildiiglinde, sistemin yapist geregi onceki bloklara kaydedilmis
verilerin degistirilmesi s6z konusu olamayacaktir. Bu sayede sirketler hem emsal fiyatin digina
cikamayacak hem de sonradan muhasebe verilerini degistirerek vergisel avantaj elde

edemeyeceklerdir’®,

Transfer fiyatlandirmasi faaliyetlerinin aksine, bazi durumlarda miikellefler birden fazla
devlete ayn1 kazan¢ veya sey i¢in vergi 6demek zorunda kalabilmektedir. Bu duruma cifte
vergilendirme denmekte olup devletlerin vergi mevzuatinin uyumlu olmamasindan

kaynaklanmaktadir’®!

. Blokzincire kaydedilmis bir sey veya kazancin vergisinin ddenip
0denmedigi bilgisi de bloga veri olarak eklenebilecektir. Bu sayede bir devlet zaten baska bir
devlet tarafindan vergilendirilmis kazanci veya seyi vergilendirmekten kaginabilecektir. Boyle
bir sistemin verimli isleyebilmesi igin iilkeler aras1 vergi mevzuatinda ve sisteminde bir uyum
bulunmasi gerekir. Uyum oldugu zaman zaten ¢ok az miktarda ¢ifte vergilendirme sorunu

dogacak, doganlar da blokzincir sayesinde aninda tespit edilip engellenebilecektir’?,

69 SCHOFIELD, s. 2; DELOITTE, s. 12; OWENS / DE JONG, s. 606.

699 CHO ve digerleri, s. 307.

700 DEMIRHAN, s. 357.

701 Cifte vergilendirme hususunda ayrintil1 bilgi i¢in bkz: CEVIK Savas, Kiiresel Ekonomide Uluslararasi
Vergileme, Palet Yayinlari: Konya, 2013, s. 85-107; BUDAK Tamer / YAKAR Soner, “Vergilendirme
Yetkisinin Simirlandirilmasi”, Cukurova Universitesi Sosyal Bilimler Enstitiisii Dergisi, C. 16, S. 1,
2007, s. 133-144;

702 SCHOFIELD, s. 2; YAYMAN, s. 60.
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UCUNCU BOLUM: KRiPTO VARLIKLARIN VERGILENDIRILMESI

Kripto varliklar, merkezi bir otoriteye dayanmayan sifreleme teknikleriyle sistem
giivenliginin saglandigi, kisiden kisiye deger transferi saglayan, maddi olmayan finansal
varliklardir. Bu tanim kripto paralar1 da kapsamaktadir. Bu boliimde sadece kripto paralarla
yetinmeden tiim kripto varliklarin vergilendirilmesi iizerinde durulmaktadir. Zaten 6nde gelen
kripto para borsalarima bakildigi zaman, sadece kripto paralarin ticaretinin yapilmadigi,
yukarida bahsedilen hisse senedi tokeni, stabil token veya belli bir sistem i¢inde yarar saglayan
tokenlerin ticaretinin de yapildigi goriilmektedir. Bu tiir kripto varliklar, “para” olma iddiasini
zaten tasimamaktadir. Bu sebeple bunlarni da kapsayacak sekilde kripto varliklarin

vergilendirilmesi baglig1 altinda ilerlemek daha dogru olacaktir.

Devletler igin ciddi bir vergi geliri potansiyeline sahip olan kripto varliklar'®,

ekonominin dijitallesmesinin sadece bir yoniinii temsil etmektedir. Tiim ekonomik aktivitenin
fiziksel olarak yapildigi donemde ihdas edilen vergilendirme sistemlerinin, genel olarak
ekonominin dijitallesmesi karsisinda yasadig1 zorluklar bilinmektedir’®. iste kripto varliklar da
dijitallesmenin sadece bir yonii olarak farkli vergisel sorunlar ortaya ¢ikarmaktadir. Bunlarin
basinda bu varliklarin vergisel amacla vasiflandirilmast gelmektedir. Yapilacak olan

795, Vasiflandirmadan sonra kripto

vasiflandirma ile vergisel sonuglar temelden degisebilecektir
paralarin degerlenmesi 6nem arz etmektedir. Kripto paralarin resmi bir borsalar1 bulunmamasi
ve fiyatlariin ¢ok hareketli olmasi nedeniyle kayitlara hangi degerler lizerinden gecirilecekleri
sorun teskil etmektedir. Bundan sonra yeni gelisen bu sektdre yonelik vergisel politika
belirlenmesi gerekmektedir. Bu sektoriin gelismesi i¢in vergisel tesvikler mi verilecek, mevcut

vergi sistemine adaptasyonu mu saglanacak yoksa bu varliklar i¢in yepyeni bir vergi sistemi mi

708 2020 yilinda yapilan bir ¢aliymada, vergiye tam uyumun saglanmasi halinde sadece Avrupa’da 850

milyon euro gelir vergisi potansiyeli bulundugu belirtilmektedir. Bkz: THIEMANN, s. 1.
OECD onderliginde 141 iilkenin katilimryla yiiriitilen Matrah Asindirilmas: ve Kazang Kaydirilmasi
(BEPS) eylem planlar1 ile dijital ekonominin getirdigi vergisel zorluklara kokli bir ¢oziim

704

arastirilmaktadir.  Bkz: OECD,  “International collaboration to end tax avoidance”,
https://www.oecd.org/tax/beps/, (E.T. 22.01.2022).
705 INTERNATIONAL TAX REVIEW, s. 21.
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insa edilecek’%? Iste bu seceneklerden birinin tercihi, ciddi bir politika belirleme sorunudur.
Belirsizliklerin bu derece yiiksek olmasi, iilkeler arasinda kripto varliklara vergisel acidan
yaklagim hususunda ciddi farkliliklar dogurmaktadir. Hatta bu agsamada bir¢ok lilke i¢in ayni
sekilde uygulanacak bir Oneri getirmenin miimkiin olmadigi, her {ilkenin kendi rehberlerini

veya kanuni diizenlemelerini yaparak yola devam etmesi gerektigi belirtilmektedir’®’.

Kripto varliklarla ilgili vergisel sorunlar heniiz hukuki diizenlemelerle ¢oziilmekten
uzaktir’®, Zira kripto varliklarla ilgili siirekli yeni tiir kazang yollar1 ortaya ¢ikmakta, var
olanlar ise doniismektedir. Devletler bu alan1 vergisel agidan diizenlemeden evvel ekosistemin
oturmasini beklemektedir. Bu siirecte olusan kazanglardan vergi alabilmek icin ise kripto
varliklardan elde edilen kazanglari, kurulu vergisel diizene, agiklayici idari islemlerle adapte
etmeye c¢alismaktadirlar. Bu sayede kripto varliklardan elde ettikleri kazanglar1 beyan edip
vergisini 6demek isteyen miikelleflere yol gostermeye ¢alismaktadirlar. Bu hususta devletlerin
yayinladiklar1 agiklayici idari diizenlemelerin siirekli giincellenmeleri 6nem arz etmektedir.
Zira yukarida belirtildigi iizere kripto varliklardan elde edilen kazanglarin ¢esitleri artmakta ve

709

stirekli vasif degistirmektedir Teknoloji okur-yazarliginin 6nemi bu noktada ortaya

710

cikmaktadir’™. Verginin kanuniligi ilkesi geregi kanun olmadan yapilan bu tir idari

diizenlemeler anayasal sorunlar tasiyabilmektedir.

Bu boliimde kripto varliklara vergisel agidan diinyada nasil yaklasildigi ortaya
konulacak ve doktrinde ileri siiriilen Oneriler ortaya konulacaktir. Devletlerin vergisel
sistemlerindeki farkliliklara konuyla ilgisi 6l¢iisiinde temas edilecektir. Konu gelir lizerinden
alman vergiler ve tiikketim iizerinden alinan vergiler ayrimi gozetilerek incelenecek, servet

vergileri ve diger vergilere ise ayr1 bir bashik altinda deginilecektir.

I.  KRiPTO VARLIKLARIN VASIFLANDIRILMASI
Vergi hukukunda temel ilkelerden biri verginin kanuniligi ilkesidir. Bu ilke geregi, bir
kazancin veya varligin, vergiye tabi olabilmesi icin agik¢a kanunda diizenlenmesi gerekir.

Kripto varliklarin hukuk sistemi igerisindeki yeri net olmadig: icin vergilendirilmeleri de

706 WHITE James R., “Virtual Economies and Currencies: Additional IRS Guidance Could Reduce Tax
Compliance Risks”, LYNDELL Kevin (edit6r), Virtual Currencies: Regulatory and Tax Compliance
Issues, ABD 2014, s. 65; VISHNEVSKY / CHEKINA, s. 22, 23.

07 YALAMAN Gamze Oz / YILDIRIM Hakan, “Cryptocurrency and Tax Regulation: Global Challenges
for Tax Administration”, HACIOGLU Umut (editor), Blockchain Economics and Financial Market
Innovation, Isvigre 2019, s. 419, 420.

708 VISHNEVSKY / CHEKINA, s. 18.

709 OECD, Taxing, s. 55.

710 BOZDOGANOGLU Burgin, “Teknoloji Okuryazarligi Kavrammin Kripto Varliklara Yatirtm ve
Vergilendirmeye Etkileri”, Vergi Diinyasi, S. 494, 2022, s. 47-62.
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mimkiin olmamaktadir. En basta kripto varliklardan elde edilen gelirlerin vergiye tabi olup
olmadig1 ortaya konmalidir. Kripto varliklarin tereddiitsiiz bir sekilde vergiye tabi olabilmesi
icin vasiflarinin hukuki olarak netlestirilmesi ve vergi rejimlerine karar verilmesi gerekir'.
Bunun yaninda kripto varliklarin her biri farkli 6zellikler gosterebilmektedir. Kimisi paraya
benzerken kimisi menkul kiymete yaklagmaktadir. Kimisi altin1 andirirken kimisi 6zel bir
o0deme yontemine benzemektedir. Bu sebeple vasiflar1 belirlenirken her birinin tek bir rejime
mi tabi olacag1 yoksa ayr1 ayri niteliklerine gore mi siniflandirilacagi da ortaya konmalidir.
Vasiflarinin netlestirilmesi hususunda diinyada ii¢ farkli akim bulundugu goriilmektedir.

Bunlar; emtia / esya / varlik goriisii’*?, menkul kiymet goriisii ve para goriisiidiir 3.

A. EMTIA/ESYA/VARLIK OLARAK KABULU
Emtia, Arapca’da meta kelimesinin ¢ogul halidir. Meta kelimesi, “ticaret mali” olarak
tanimlanmaktadir. Esya farkli amaclarla kullanilan, insan tarafindan imal edilen, tasiabilir
cansiz nesne olarak tanimlanmaktadir. Varlik ise ¢cok genel bir kelime olup hem esyay1 hem

emtiaylr hem de gayri maddi varliklar1 kapsamaktadir. Var olan her sey varlik kelimesinin

714

kapsamina girmektedir’**. Devletlerin genelde kripto varliklar hakkinda bu ii¢ tanimlamadan

715

birine bagvurdugu goriilmektedir’*®. Ulke hukuklarinda bu kavramlar arasinda ayrintida kiigiik

i BAL Aleksandra Marta, “Taxation of Virtual Currency”, Leiden University, 2014, s. 61.

2 Devletlerin kripto varliklara doniik temel yaklasimi g¢ogunlukla bu ii¢ vasiflandirmadan biriyle

olmaktadir. Bunlarin birlikte ele alinmasinin sebebi genel itibariyle vergisel sonuglarinin benzer

olmasidir.

Bunlarin yaninda kripto varliklarin tamamen yeni bir tiir oldugu, paraya benzemekle birlikte nev’i sahsina

miinhasir nitelikler barindirdigt ve bu yiizden 6zel bir vasiflandirmaya ihtiya¢ duydugu yoniinde bkz:

KALMAKHELIDZE Vaja, “Should Cryptocurrency be Regulated as Money or Asset for Effective

Taxation? The Need for a New Regulatory Framework”, Central European University Private University,

Avusturya, 2021, s. 6.

4 TURK DIiL KURUMU, “Tiirk Dil Kurumu Sézliikleri”, https:/sozluk.gov.tr/, (E.T. 22.01.2022).

715 Kimi iilkeler soyut varlik, kimileri dogrudan emtia, kimileri ise varlifa dayanan finansal ara¢ olarak
diizenlemektedirler. 2021 yili itibariyle kripto varliklari, emtia/esya/varlik statiisiinde diizenleyen
iilkelerin listesi i¢in bkz: OECD, Taxing, s. 15; Giiney Afrika Vergi Idaresi, kripto varliklarin emtia
statlisiinde oldugunu ve genel vergilendirme hiikiimlerine tabi olacagini agiklamistir. Bkz: TEYYARE
Erdogan / AYYILDIRIM Kadir, “The Size and Taxation of Cryptocurrency: An Assessment for
Emerging Economies”, HACIOGLU Umut (editor), Blockchain Economics and Financial Market
Innovation, Isvigre 2019, s. 366; Kanada Vergi Idaresi, kripto varliklari bir tiir dijital deme arac1 olarak
tanimlamis fakat vergisel agidan varlik/esya statiisiinde kabul etmistir. Bkz: YALAMAN / YILDIRIM,
s. 416, 417; Ingiltere kripto varliklar1 kendine 6zgii bir varlik statiisiinde kabul etmistir. Bkz: FRYER Ben
/ ENGLISH Bridget, “United Kingdom”, SCHMIDT Niklas / BERNSTEIN Jack / RICHTER Stefan /
ZARLENGA Lisa (editor), Taxation of Crypto Assets, ABD 2021, s. 684; Singapur kripto varliklari
soyut esya olarak tanimlamistir. Bkz: INLAND REVENUE AUTHORITY OF SINGAPORE, IRAS e-
Tax Guide Income Tax Treatment of Digital Tokens, Singapur, 2020, s. 3; Norveg’te varlik olarak
tanimlanmuslardir. Bkz: BOZDOGANOGLU Burgin, “Sanal Para Birimi Bitcoin’in Kayitdis1 Ekonomi
ile Karapara Faaliyetlerine Etkisi ve Vergilendirilmesi”, Legal Mali Hukuk Dergisi, C. 10, S. 111, 2014,
s. 8.

713
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farkliliklar olabilmekle birlikte buradaki temel amag, kripto varliklarin para olmadigim

vurgulamak, diger mallar gibi alim satimlarini vergiye tabi tutmaktir.

Kripto varliklarin emtia olarak vasiflandirilmasi tamamen destekten yoksun degildir. En
¢ok bilinen kripto para olan Bitcoin ile altmin benzer dzellikleri bulunmaktadir. Oncelikle her
ikisi de herhangi bir devlet otoritesine dayanmaz. Bu sayede politik etkilerden varestedir. Her
ikisi de temel olarak deger saklama araci olarak kullanilmaktadir’*®. Buna mukabil cismani bir

717

varliklarinin olmamasi emtiadan ayrilan 6zellikleridir Bu sebeple doktrinde, kripto

varliklarim dijital emtia olarak yeni bir tiirii teskil ettigi belirtilmektedir’*e.

Kripto varliklarla ilgili hukuki diizenleme ¢alismalarina en erken baslayan iilkelerden
biri olarak ABD, bu varliklar1 emtia/esya statiisiinde diizenleme yoniinde ilerlemektedir.
Nitekim iilkedeki ilgili diizenleyici ve denetleyici kurumlar kripto varliklarla ilgili calismalar
yapmaktadir. Emtia Borsalari Kanunu’nu uygulamakla gorevli kurum olan Tiirev Emtia Ticaret
Komisyonu, kripto varliklar hakkinda diizenleme yoluna gitmistir'*®. Bu durum iilkede kripto
varliklarin emtiaya benzetildigini gostermektedir. ABD Federal Vergi Idaresi IRS, kripto
varliklar hakkinda “sanal para” tabiri kullanmakta ve kimileri tarafindan yatirnm amaciyla
kimileri tarafindan ise para yerine kullanilabildigini kabul etmektedir. Hatta bunlarin paranin
iktisadi fonksiyonlar1 olan; deger 6l¢iim birimi, deger saklama birimi ve degisim araci olma
fonksiyonlarini tasiyabildigini de ifade etmistir. Fakat bunlarin yaninda, hicbir devlet
tarafindan, itibari paralara benzer sekilde resmi para birimi olarak kabul gérmedigini eklemistir.

Netice olarak kripto varliklar1 “esya” statiisiinde kabul etmistir’?°. ABD doktrininde bu kabule

16 WEEKLEY, s. 127; MIRJANICH Nicole, “Digital Money: Bitcoin's Financial and Tax Future Despite
Regulatory Uncertainty”, DePaul Law Review, C. 64, S. 1, 2014, s. 213; PRENTIS Mitchel, “Digital
Metal: Regulating Bitcoin as a Commodity”, Case Western Reserve Law Review, C. 66, S. 2, 2015, s.
632; ELMORE, s. 70.

i GUVEN / SAHINOZ, s. 200, 201; ALTINOK, s. 1333.

18 TEYYARE / YILDIRIM, s. 369.

719 MIRJANICH, s. 228, 229; WEEKLEY, s. 144; VALENTE Piergiorgio, “Bitcoin and Virtual Currencies
Are Real: Are Regulators Still Virtual?”, Intertax, C. 46, S. 6/7, 2018, s. 547; Bunun yaninda iilkenin
Sermaye Piyasast Kurulu (Securities and Axchanges Commission), kripto varliklari bir yatirim aract
olarak diizenlemis, MASAK benzeri kurum olan Fincen (Financial Crimes Enforcement Network), kripto
varliklar para birimi statiisiinde diizenleyerek ilgili kurumlara ¢esitli ylikiimliiliikkler yiiklemistir. Bkz:
AHMED, s. 717; Bunun anlami ABD kripto varliklar1 farkli amaclar igin farkli statiilerde
diizenlemektedir. Bkz: SHESTAK Viktor / KISELEVA Alla / KOLESNIKOV Yuriy, “Taxation Issues
for Digital Financial Assets”, Social Science Computer Review, C. 20, S. 10, 2021, s. 5; Tiirkiye’de de
MASAK kripto varlik servis saglayicilarina kara para aklamayi ve terdrizmin finansmanini 6nlemek
amaciyla sorumluluk yiiklemistir. Bkz: Su¢ Gelirlerinin Aklanmasinin ve Terdrizmin Finansmaninin
Onlenmesine Dair Tedbirler Hakkinda Yénetmelik m. 4.

720 IRS, Notice 2014-21, US Internal Revenue Service, 2014, s. 1, 2; Doktrinde vergisel amagla da emtia
statlisiinde kabul edilmesi gerektigi belirtilmistir. Zira Bitcoin ve diger kripto varliklar, tiim diinyada ayn
niteliklere sahiptir ve tek bir fiyat1 vardir. Bkz: PRENTIS, s. 611, 626; Kripto varliklar1 egya statiisiinde
kabul eden bir diger iilke Singapur’dur. Bkz: WINSTEAD Kelly J., “The North Carolina State Tax
Treatment of Virtual Currency: An Unanswered Question”, North Carolina Banking Institute, C. 21,
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kars1 olan goriisler, bir kisim oyun platformlarinda kullanilan sanal paralarin “esya” statiistinde
olabilecegini, fakat kripto paralarin yabanci para birimi statlisiinde olmasi gerektigini, nitelik
itibariyle bdylesinin daha dogru oldugunu sdylemistir’?. ABD Kongresinde de bu kabule kars1
duruslar goriilmiistiir. Donemin ABD Kongre iiyesi Steve Stockman, kripto varliklari
destekleyen biri olarak, bunlarin emtia vasfina sokulmasina kars1 ¢ikmistir. Ona gore, kripto
varliklar1 emtia olarak diizenlemek, yapilan her islem i¢in vergisel sonu¢ doguracagindan
bahisle pratik degildir, hatta uygulamas1 imkansiza yakindir. Kripto varliklarin yabanci para
birimleri ile aym statiiye tabi olmasma yonelik olarak verdigi kanun teklifi Kongre’den

gecememis ve yasalasmamistir'?2,

ABD’deki yargi Kararlarina bakildigt zaman yine yeknesak bir yaklasim
goriilmemektedir. Kripto varliklarla ilgili mahkemeye intikal eden davalarin ¢cogunlugunda,
bunlarin para yerine gegen ddeme araci olduguna karar verilmekle birlikte, bir kisim kararlarda
yaygin kullanima sahip olmadiklar1 igin para yerine gecemeyecekleri belirtilmistir’?. NFT cinsi
kripto varliklar ise niteligi itibariyle, koleksiyon niteliginde goriilebilir. Bu sebeple esya
statiisiinde goriilmeye uygundur’?*, Kanada’da ve Cin’de vergisel amagla, kripto varliklarin

emtia statiisiinde oldugunu kabul etmistir’?°.

Kripto varliklarin dier emtianin aksine fiziki varhi@ yoktur. Ustelik kendilerinden
kaynaklanan i¢sel bir degerleri de bulunmamaktadir. Tiim deger insanlarin onlara yiikledikleri
itibardan gelmektedir. Buna mukabil emtia, kullanim alanlarina gére kendi i¢sel degerlerine
sahiptirler. Bunun yaninda kripto varliklarin 6nceki sahipleri ilgili blokzincirinde kayith
durmaktadir. Daha 6nce su¢ amaciyla kullanilan bir kripto varlik daha sonra yatirnm yapmak
isteyen bir kisinin eline gegebilir. Kanunlara uygun bir sekilde yasayan insanlarin,
degistirilemez blokzincir kayitlariyla sug islemlerinde kullanildig: sabit olan bir varligi almak
istemeyecekleri agiktir. Giintimiizde blokzincirinde kayitli islemlerin hukuki mi yoksa sug

isleme amaciyla m1 yapildig1 bilinmedigi i¢in bu durum sorun teskil etmese de ilerleyen yillarda

2017, s. 528; Kanada ise vergisel amagli olarak emtia statiisiinde kabul etmektedir. Bkz: CANADA
REVENUE AGENCY, “Guide for cryptocurrency users and tax professionals”, 26.06.2021,
https://www.canada.ca/en/revenue-agency/programs/about-canada-revenue-agency-
cra/compliance/digital-currency/cryptocurrency-guide.html, (E.T. 18.01.2022); MICALLEF Joseph /
BAIN John, Taxation of Virtual Currencies, KPMG CANADA, 2018, s. 1.

721 ANTONIKOVA, s. 436.

722 LOPEZ Katherina J., “Virtual Currency — Property or Foreign Currency? An Exploration of the Tax and
Ethical Implications”, Southern Journal of Business and Ethics, C. 7, 2015, s. 119; WISEMAN Scott
A., “Property or Currency? The Tax Dilemma Behind Bitcoin”, Utah Law Review, S. 2, 2016, s. 419,
420.

723 AHMED, s. 705.

724 HOERNER / NELSON / HOLSTEIN, s. 25.

25 VISHNEVSKY / CHEKINA, s. 18, 19.
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kimi kripto varliklarin su¢ amaciyla kullanildiginin ortaya konmayacagi séylenemez. Bu tiir
kripto varliklara, yatirim yapmak amaciyla sahip olanlarin da basinin derde girmeyecegi iddia
edilemez. Bu sebeple kripto varliklarda, temiz islemlerle kirli islemlerin birbirine karistigi
belirtilmektedir. Buna karsilik fiziki emtia ticaretinde, emtianin nereden geldiginin ve ne i¢in
kullanildiginin kaydi bulunmaz. Bu sebeple kisilerin emtia kullanirken, sicili kirli bir seye sahip
olma ihtimalleri bulunmamaktadir. Bu sebeplerle kripto varliklarin, 6zellikle yatirim amaciyla

emtiaya benzetilemeyecegi iddia edilmistir’2°,

B. MENKUL KIYMET OLARAK KABULU
Genel bir tanimla menkul kiymet, belli bir parasal degeri olan, degeri piyasa tarafindan
belirlenen satilabilir finansal varliktir. Menkul kiymetler genelde ikiye ayrilmaktadir. Bunlar;
ortaklik hakki verenler ile bir alacagi temsil edenlerdir’?’. Sermaye Piyasas1 Kanunu’ndaki

28 'menkul kiymetin temsil ettigi gercek bir varligin bulunmasi esas

menkul kiymetin taniminda
alindig1 i¢in kripto varliklarin, Tiirk sermaye piyasasi agisindan menkul kiymet sayilamayacagi
belirtilmektedir. Zira kripto varliklar, herhangi bir varligi temsil etmemektedir. Biitiin varliklari
dijital ortamdaki sayilardan ibarettir’®®. Nitekim SPK, menkul kiymet araci kurumlarina
gonderdigi uyar1 yazisinda bitcoin veya benzeri kripto varliklara dayali spot veya tiirev islem
yapilmamasi gerektigini ifade etmistir. Ayn1 zamanda 2018 yilinda kamuya yaptig1 uyarida
bitcoin ve benzerlerinin denetimi altinda olmadigmmi ve yatirimcilarin dikkatli olmasi
gerektigini belirtmistir°. {1k token arz1 islemleri ile ilgili ayr1 bir agiklama yapan SPK, bunlari

kitle fonlamasina benzetmis ve yatirimcilarin uzak durmasi gerektigini ifade etmis, diizenleme

hususunda calismalarin devam ettigini belirtmistir:

“Sermaye piyasasi mevzuati ¢ergevesinde gerceklestirilecek kitle fonlamasi
faaliyetlerine iligkin usul ve esaslara dair Kurulumuz nezdinde yiiriitiilen ikincil diizenleme

calismalart devam etmektedir. Halka arz ve kitle fonlamasi faaliyetlerine benzer yonleri ve

726 VAIVADE, s. 31.

21 INVESTOPEDIA, “Security”, 20.03.2020, https://www.investopedia.com/terms/s/security.asp, (E.T.

22.01.2022).

6362 sayili Sermaye Piyasasi Kanunu m. 3’e gore; “Menkul kiymetler: Para, ¢ek, police ve bono harig

olmak iizere;

1) Paylar, pay benzeri diger kiymetler ile s6z konusu paylara iliskin depo sertifikalarini,

2) Bor¢lanma araglari veya menkul kiymetlestirilmis varlik ve gelirlere dayali bor¢lanma araglari ile séz

konusu krymetlere iligkin depo sertifikalarini, ... ifade eder”.

728 TEYYARE / YILDIRIM, s. 368, 369.

730 CUMHURIYET, “SPK'den kripto para uyarisi”, 28.09.2018,
https://www.cumhuriyet.com.tr/haber/spkden-kripto-para-uyarisi-1096323, (E.T. 22.01.2022);
Doktrinde SPK’nin kripto varliklart menkul kiymet kapsamina almasi ve GVK gegici m. 67 kapsamina
vergilendirilmesi yontindeki 6neri i¢cin bkz: KAHRAMAN Abdiilkadir, “Tiirkiye dijital ¢agin parasini
nasil vergilendirecek?”, 21.12.2017, https://home.kpmg/tr/tr/home/medya/press-
releases/2017/12/turkiye-dijital-cagin-parasini-nasil-vergilendirecek.html, (E.T. 24.01.2022).
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farklihiklar: bulunan “token satisi” uygulamalarinin Kurulumuzun diizenleyici sinirlarina girip
girmedigi durum bazinda farklilik gosterecektir. Ikincil diizenlemeler yiiriirliige girmeden énce
kitle fonlamasi adi altinda izinsiz olarak ger¢eklestirilecek faaliyetlerle ilgili olarak Kurulumuz
tarafindan gerekli her tiirlii idari ve cezai tedbir uygulanacaktir. Bu asamada kitle fonlamast
adi altinda gergeklestirilmesi muhtemel kripto varlik satislarina yatirimcilar tarafindan itibar

edilmemelidir 732,

ABD sermaye piyasasi hukukunda, 1946°da verilen bir igtihattaki ilkeler dogrultusunda,
bir varligin menkul kiymet olup olmadigina karar verilmektedir. Mezkr igtihattaki ilkelerin
tlimiine, ictihattaki olayda bulunan bir sirketin ismi olan Howey’den esinlenerek “Howey Test”
ismi verilmektedir. Bu testte 4 adet ilke vardir. Bir varligin menkul kiymet sayilmasi igin bu
ilkelerin tamamini saglamasi gerekmektedir. Bu ilkeler; yatirimci tarafindan bir paranin
yatirilmasi, ortak bir girisimin var olmasi, kar beklentisi, karin sadece girisim sahibinin veya

ilgili Giglincii kisilerin ¢alismasiyla ortaya ¢ikmasidir.

Yapilan tiim yatirimlarda birinci ve Ugiincii ilkeler bulunmaktadir. Bu sebeple esas
kontrol edilmesi gerek ilkeler ikinci ve dordiincii olanlardir. Ozellikle Bitcoin &rneginde
goriildiigli lizere, girisim sahibi ile ortak bir is yapilmast durumu, kripto varliklarin
cogunlugunda bulunmamaktadir. Bitcoin’de zaten girisim sahibinin kim oldugu
bilinmemektedir. Diger kripto varliklarda ise kripto varlig1 ortaya ¢ikaran kisi veya kurum belli
olsa da kripto varliklarin bir kism1 ortaya ¢iktiktan sonra yapan kisiden bagimsiz hareket
etmektedir. Ayrica kripto varliklara yatirim yapanlar, ortak bir girisime dahil olma niyetiyle
degil, yatirim yaptiklari kripto varligi daha yiiksek bir fiyata satma niyetiyle dahil olmaktadirlar.
Dordiincii ilke agisindan duruma bakilirsa, kripto varliklarin girisim sahibi veya ilgili tiglincii
kisilerin ¢abasiyla kar getirdigi de sdylenemeyecektir. Kripto varliklarda cogunlukla, insanlarin

varliga verdigi itibari deger sebebiyle deger artislar1 olusmaktadir’2.

Buna mukabil, kripto varliklara dayali ¢ikarilan menkul kiymetlerde is
degisebilmektedir. Nitekim 2013 yilinda yine ABD’de verilen bir ictihatta, Trendon Shavers
adl1 bir girisimci, Bitcoin’e dayali bir menkul kiymet ¢ikarmis ve katilimcilara giinliik %1 faiz
vadetmistir. Isin sonunda magduriyetler olustugu icin olay yargiya intikal etmistir. ABD
Sermaye Piyasast Kurumu SEC (Securities and Exchange Commission), davada Shavers

tarafindan ¢ikarilan varligin menkul kiymet oldugunu ve sermaye piyasast mevzuatina tabi

731 SPK, 2018/42 sayih Biilten, SPK Biilteni, 2018, s. 4.
732 AHMED, s. 721.
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oldugunu ileri stirmiistiir. Shavers tarafi ise Bitcoin’in ABD hukukunda diizenlenmedigi i¢in
cikardigi menkul kiymetin sermaye piyasasi hukukuna tabi olamayacagini ifade etmistir.
Yukarida belirtilen Howey testini kullanan mahkeme; Bitcoin’in iktisadi agidan para 6zelligi
tagidigin1 ve tlizerinden menkul kiymet c¢ikarilabilecegini, Shavers ve yatirimcilar1 arasinda
ortak bir girigsim bulundugunu, yatirimcilarin Shavers’in ¢abasiyla bir kar umduklar1 sonucuna
varmistir. Gorlildiigii iizere bu igtihadinda mahkeme, Bitcoin’i resmi olmasa bile para
statlisinde gormiistiir. Dogrudan Bitcoin’i olmasa bile Bitcoin’e dayali menkul kiymeti,

menkul kiymet statiisiinde gormiistiir”3,

Alman sermaye piyasasi hukukunda, kanuni tanima goére menkul kiymet; pay, borg
senedi, garanti, pay veya bor¢ senedini temsil eden sertifika ve bunlara benzeyen ve alinip
satilabilen araclardir. Tanimda verilen araclarin hepsinde, yatirim yapilan araci temsilen bir
muhatap bulunmaktadir. Fakat kripto varliklarda bdyle bir durum mevcut degildir. Ayrica
kripto varlik yatirimcilart arasinda ortak bir girisim ruhuyla kar etme amaci da yoktur. Bu

sebeple Alman sermaye piyasasi hukuku agisindan da menkul kiymet olarak nitelenemezler*.

Gorildigt tzere kripto varliklart menkul kiymet statiisiine sokmak mevcut hukuki
diizende miimkiin gériinmemektedir. Fakat ABD 6rneginde goriildiigi gibi tilkelerin sermaye
piyasalarindan sorumlu kurumlari, kripto varliklar yoluyla yatirnmcilarin dolandirilmasini

engellemek amaciyla, bunlara karsi tedbir alabilmektedirler.

C. PARA OLARAK KABULU
[k kripto para olan Bitcoin, para olma iddiasiyla ortaya ¢ikmistir. Para olmanin
gereklerini ne kadar yerine getirebildigi ise tartigmalidir. Para olmanin iktisadi ve hukuki
gerekleri bulunmaktadir. Iktisadi olarak bir seyin para olabilmesi i¢in ii¢ temel fonksiyonu icra
edebilmesi lazim gelir. Bunlardan birincisi, yaygin 6deme araci olmasidir. Bitcoin veya diger
kripto paralar sinirli bazi isletmelerde 6deme araci olarak kabul gorebilmektedir. Bu isletmeler

heniiz yeterince yayginlik kazanmamustir. 2021 itibariyle, giinliilk hayatta kripto paralarin

733 EVANS, s. 24- 26; AKINS Benjamin W. / CHAPMAN Jennifer L./ GORDON Jason M., “A Whole New
World: Income Tax Considerations of the Bitcoin Economy”, Pittsburg Tax Review, C. 12, 2014, s. 49,
50; Menkul kiymetlerde, yatirim yapan kisinin kargisinda, menkul kiymeti ihra¢ eden veya muhatap
bulunmaktadir. Bitcoin’de bdyle bir sey olmadigi i¢in menkul kiymetin temel 6zelligini tasimadig:
yoniinde bkz: PRENTIS, s. 619-622; MIRJANICH, s. 236, 237; ABD ile vergisel agidan benzer bir hukuk
sistemine sahip olan Avustralya’da sermaye piyasasi ile ilgilenen kurum (ASIC) kripto varliklarin emtia
niteliginde olduguna hikkmetmistir. Bkz: POWELL Karen / HOPE Monica, “Shifting Digital Currency
Definitions: Current Considerations in Australian and US Tax Law”, eJournal of Tax Research, C. 36,
S. 3, 2019, s. 613.

734 BAL, s. 66, 67.
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yaygin bir ddeme araci oldugunu ifade etmek zordur’®. ikinci fonksiyon deger 6l¢iim birimi
olma fonksiyonudur. Bu fonksiyona gore, ekonomi igerisinde bulunan tiim mal ve hizmetlerin
degeri, para oldugu iddia edilen seyin cinsinden ifade edilebilmelidir. Mesela Tiirkiye a¢isindan
duruma bakilirsa, bir ekmegin degeri 2 TL, sa¢ kesim ticreti 50 TL, bir arabanin degeri 500.000
TL gibi. Goriildiigii lizere tiim mal ve hizmetler, Tiirkiye’de, TL cinsiyle degerlenmektedir.
Bunun anlami Tiirkiye’de iktisadi ag¢idan gegerli deger 6lglim birimi Tiirk Lirasi’dir. Bitcoin
veya diger kripto paralar igin boyle bir fonksiyondan da s6z etmek miimkiin degildir. Piyasa
icerisinde hi¢bir malin degeri kripto para cinsinden belirlenmemektedir. Ugiincii fonksiyon ise
deger saklama birimi olmasidir. Bu fonksiyon geregi para, satin alma giiciiniin sonraki
zamanlara transferini saglamalidir. Kisiler servetlerini deger saklama fonksiyonu olan paralarda
tutarlar. Deger saklama fonksiyonunun varlig1 i¢in paranin degerinin oynak olmamasi gerekir.
Stirekli deger kaybeden bir para birimi deger saklama fonksiyonunu icra edemeyecegi gibi,
degeri yukari agag: siirekli hareket eden para birimi de giiven vermeyecektir. Asagida Bitcoin’in
degerini ABD dolari cinsinden gosteren grafikte gortildiigii gibi, degeri ¢ok hareketli olmakla
birlikte uzun vadede deger saklama fonksiyonunu yerine getirdigi sdylenebilir. Buna mukabil
kisa vade i¢in bu fonksiyonun varligindan s6z edilemez. Bu sebeple heniiz kripto paralar i¢in
deger saklama fonksiyonuna haiz oldugunu sdylemek de zordur’*®. Tiim bu hususlar kripto
varliklarin iktisadi ag¢idan paranin fonksiyonlarini yerine getirmekten uzak oldugunu ortaya
koymaktadir’®’. Fakat uzun vadede bakildiginda, enflasyona karsi dayanikli olabilmeleri ve
politik etkilerden uzak kalabilmeleri, iktisadi agidan para olma kapasitesi tasidiklarinm

gostermektedir’8,

735 BAL, s. 61; OECD, Taxing, s. 19; Buna mukabil, bitcoin destekgisi olan gruplar arasinda, bitcoinin 6deme
araci olarak kullanildigi ve en azindan toplumun kismi bir boliimii i¢in para yerine gectigi belirtilmektedir.
Bkz: STERN Steven, “May Be a Bit Player Now, but in the Longer Term a Game Changer for Tax”,
Journal of Australian Taxation, C. 19, S. 1, 2017, s. 18; Ozellikle bitcoinlerle yapilan islemleri analiz
eden bir ¢alismada, ¢cogunluk bitcoini yatirim araci olarak kullanmakla birlikte, para olarak kullanan
azmlik da mevcuttur. Bkz: WISEMAN, s. 430.

736 BAL, s. 63.

787 Kripto varliklarin paranin iktisadi fonksiyonlarin yerine getirdigine dair goriis i¢in bkz: KIZIL Erkan,
“Tirkiye’de Kripto Paranin Vergilendirilmesi ve Muhasebesi, Mali Coziim Dergisi, C. 29, S. 155, 2019,
s. 188.

738 GUNAY Hamdi Furkan / KARGI Veli, “Kripto Paranin Vergilendirilmesi Fikrinin Mali Y&nden
Degerlendirilmesi”, Journal of Life Economics, C. 5, S. 3, 2018, s. 69; BAL Aleksandra Marta,
“Should Virtual Currency Be Subject to Income Tax?”, 19.05.2014,
https://papers.ssrn.com/sol3/papers.cfm?abstract _id=2438451, (E.T. 16.01.2022), s. 7; Nitekim kripto
varliklarin para olarak kullanilma egiliminin arttig1 yoniinde bkz: THIEMANN, s. 8.
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Tablo 4: Bitcoin/ABD dolar1 10 yillik grafik (Tarih: 22.11.2022)
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Kaynak: TRADINGVIEW, BITCOIN / U.S. DOLLAR,
https://www.tradingview.com/symbols/BTCUSD/, (E.T. 22.11.2022).

Para olmanin iktisadi gerekleri yaninda hukuki gerekleri de bulunmaktadir. Bu
gereklerden en Onemlisi, ilgili lilkede egemen olan devlet tarafindan “para” olarak

739

taninmaktir Giliniimiizde kripto paralar acgisindan istisnai Ornekler disinda bu sart

740 Netice itibariyle iktisadi veya hukuki olarak kripto paralar, giiniimiiz

gerceklesmemistir
itibariyle para olmanin vasiflarin1 saglamamaktadirlar™*. iktisadi agidan paranin vasiflarini
tasiyabilmeleri i¢in insanlarm Kripto paralara bu ii¢ vasfi atfetmeye baslamasi ve kripto
paralarin degerlerinin stabil hale gelmeye baslamasi gerekmektedir. Hukuki gerekler i¢in ise
temel gerek, devletlerin kripto varliklari, para olarak tanimasidir. Devletlerin en 6nemli mali
egemenlik sembolii para basma yetkisi oldugu icin kendilerinden sadir olmayan bir parayi,
iilkelerinde gecerli bir para birimi olarak kabul etmeleri zor olmaktadir’*?. Nitekim birgok iilke
heniiz tam olarak kripto varliklarin niteligini belirlememelerine ragmen, gecerli para birimi

olarak kabul edilmelerini agik¢a yasaklamislardir’*,

739 Bunun diginda paranin fiziki bir vasif tasimasi Ve merkezi otorite tarafindan kontrolii de hukuki agidan
para olmanin sart1 olarak sayilmigtir. Bkz: BAL, Should, s. 8; BAL Aleksandra Marta, “How to Tax
Bitcoin?”, KUO CHUEN David Lee (edit6ér), Handbook of Digital Currency, Elsevier, 2015, s. 270.

740 2021 yilinda El Salvador Bitcoin’i resmi para birimi ilan etmistir. Bunun yaninda Panama, Paraguay ve
Guatemala gibi kiiciik {ilkeler Bitcoin’i resmi para birimi ilan etmeyi diisiinmektedir. Bu tilkelerin boyle
bir yola bagvurmasinin sebebi, ABD dolar1 karsisinda kendi iilke para birimlerinin asir1 dalgalanmasidir.
Bkz: MASON Lauren, “DeVere's Green: Bitcoin to become legal tender in three more countries this
year”, 05.01.2022, https://www.investmentweek.co.uk/news-analysis/4042778/devere-green-bitcoin-
legal-tender-countries, (E.T. 14.01.2022).

741 Nitekim Tiirk doktrininde kripto varliklarin para olarak kabul edilemeyecegine dair goriis birligi
bulundugu yoéniinde bkz: ALTINOK, s. 1330.

742 OECD, Taxing, s. 19.

743 Bu iilkeler; ABD, Ingiltere, Almanya, Fransa, Ispanya ve Tiirkiye gibi énemli iilkelerin de aralarinda
bulundugu onlarca iilkedir. Bkz: OECD, Taxing, s. 20.

154



https://www.tradingview.com/symbols/BTCUSD/
https://www.investmentweek.co.uk/news-analysis/4042778/devere-green-bitcoin-legal-tender-countries
https://www.investmentweek.co.uk/news-analysis/4042778/devere-green-bitcoin-legal-tender-countries

Heniliz “para” olma iddias1 tasiyan kripto varliklarin bile para oldugu kolayca

sdylenemezken’#*, “para” olma iddias1 tasimayan kripto varliklara para vasfi yiiklemek yerinde

olmayacaktir’®®.

Bu sebeple kripto varliklara toptan para vasfi ylikleyerek buna gore
vergilendirme yapmak hukuken gecerli ve hakkaniyetli sonuglar dogurmayacaktir. Ilgili
devletlerin 6zelliklerine gore belki bir kisim kripto paralar1 “para” olarak kabul edilip ona gore
vergilendirilebilir. Fakat bu tamamen ilgili devletlerin bunlar1 para olarak kullanip
kullanmamasina ve hukuken tanimasina baghdir. Bu yonde karar alan devletlerin, kripto
paralari, resmi para birimi olarak degil, 6zel bir 6deme araci veya 6zel bir para birimi statiisiine

koydugu goriilmektedir’4e,

Tiirkiye’de Istanbul Icra Hukuk Mahkemesi’'nce verilen bir kararda kripto varliklarla
ilgili olarak su sekilde bir belirleme yapilmistir; “"Her ne kadar davaci, kripto paralarin
haczedilmeyecegini iddia ederek sikayet¢i olmus ise de bu tiir paralarin da emtia ve menkul
kiymetler kapsaminda degerlendirilmesi gerektigi, bir ¢esit dijital déviz veya sanal para olarak
kabul edildigi, dolayisiyla haczedilebilecegi anlasildigindan sikayetin reddine dair karar
verilmistir"™*". Bu karar icra hukukuyla ilgili olup, Kripto varliklarin haczedilebilecegine déniik
bir karardir. Bu sebeple kripto varliklarin niteligine doniik bir tespit yapilmamis; emtia, menkul
kiymet, dijital doviz ve sanal para nitelendirilmeleri ayn1 anda kullanilmistir. Bu karardan kripto
varliklarin nitelendirilmesine yonelik bir sonuca varmak zor olmakla birlikte, bunlar hakkinda

dijital doviz ve sanal para ifadesi kullanilmas1 6nemlidir.

44 Nitekim doktrinde, basta bitcoin olmak tizere kripto varliklarin temel amacinin, para olmaktan ¢ikarak

yatirim spekiilasyonuna doniistiigii belirtilmektedir. Bkz: EHRKE-RABEL Tina/ ZECHNER Lily, “VAT
Treatment of Cryptocurrency Intermediation Services”, Intertax, C. 48, S. 5, 2020, s. 498.

745 AHMED, s. 713; Aksi yonde goriis igin bkz: EMERY Joel, Decoding the Regulatory Enigma: How
Australian Regulators Should Respond to the Tax Challenges Presented by Bitcoin, Crawford
School of Public Policy Tax and Transfer Policy Institute, Working Paper 1/2016, 2016.

746 Belgika, Japonya, Italya, Brezilya, Almanya, Isvi¢re ve Polonya bu iilkelerdendir. Bkz: OECD, Taxing,
s. 23; VALENTE, s. 547; KABLAN Ali, “Accounting and Taxation of Crypto Currencies in Emerging
Markets”, HACIOGLU Umut (editér), Blockchain Economics and Financial Market Innovation,
Isvigre 2019, s. 400; GARCIA / GARCIA, s. 35; AHMED, s. 714; Bu iilkeler arasinda Almanya’nmn
yaklagimi ilgingtir. Almanya Sayistay1 Bafin, 2013 yilinda, kripto varliklar1 yabanci para birimine
benzeyen, 6l¢iim birimi 6zelligi tasiyan finansal varlik olarak tanimlamistir. Bkz: BRACHT Hannes /
FORSTMANN Nadine, The German approach towards Bitcoin, Ethereum & Co. is set”, 2021,
https://www?.deloitte.com/dl/en/pages/legal/articles/kryptowaehrungen-kryptoverwahrgeschaeft.html,
(E.T. 20.01.2022); BAL, s. 15; Yine bazi kiigiik iilkeler Bitcoin’i resmi para birimi olarak ilan
edebilmektedir. El Salvador Bu iilkelerin ilki olmustur. Bir kisim {ilkeler ise bunu diigiinmektedir. Bkz:
MASON Lauren, “DeVere's Green: Bitcoin to become legal tender in three more countries this year”,
05.01.2022, https://www.investmentweek.co.uk/news-analysis/4042778/devere-green-bitcoin-legal-
tender-countries, (E.T. 14.01.2022).

747 NTV, “Kripto para menkul deger sayildi (Mahkemeden emsal karar)”, 20.04.2021,
https://www.ntv.com.tr/ekonomi/kripto-para-menkul-deger-sayildi-mahkemeden-emsal-
karar,8kOJkyolNUivjrVY8tDLOg, (E.T. 09.02.2022).
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Kara para aklama veya suctan elde edilen kazanglarla miicadele, devletin vergilendirme
yetkisi ile yakindan iligkilidir. Zira kara para aklama faaliyetlerinde ya ¢ok az vergi 6denmekte
ya da hi¢ ddenmemekte, suctan elde edilen gelirler ise tamamen devletten gizlenmektedir’*,
Devletlerin genellikle kripto varliklar1 vergisel amacla para statiisiinde goérmedikleri
anlasilmakla birlikte, kara para aklama ve su¢ islenmesinin 6nlenmesi mevzuati agisindan para
veya sanal para olarak tanimlayip hukuki diizenlemelere tabi tuttuklar1 gériilmektedir. Mesela
ABD’de Bitcoin ve diger kripto varliklar ilk diizenleyen kurum FinCen (Financial Crimes
Enforcement Network), 2013 yilinda kripto varliklari sanal para olarak tanimlayip, ilgili borsa
ve diger servis saglayicilarina kara para aklama ve sug¢ islenmesinin Onlenmesi igin
yiikiimliiliikler yiiklemistir’*®. Benzeri ¢alismalar AB biinyesinde de devam etmektedir”.
Tiirkiye de kripto varlik servis saglayicilarini (borsalarini) kara para aklamanin ve sug

islenmesinin &nlenmesi amaciyla sorumluluk altina almigtir"?,

D. TURKIYE iCiN CIKARIMLAR

Tiirkiye’de kripto varliklar1 tanimlayan ilk kurum TCMB olmustur. TCMB’ye gore
kripto varlik; “dagitik defter teknolojisi veya benzer bir teknoloji kullanilarak sanal olarak
olusturulup dijital aglar itizerinden dagitimi yapilan, ancak itibari para, kaydi para, elektronik
para, odeme araci, menkul kiyymet veya diger sermaye piyasasi araci olarak nitelendirilmeyen
gayri maddi varhiklar: ifade eder ™. TCMB agikea kripto varliklarin para veya menkul krymet
olmadigini, gayri maddi varlik statiisiinde oldugunu belirtmistir. SPK ise token satiglarinin bir
kisminin diizenleme yetkisi kapsamina girebileceginden bahsetmekle birlikte kesin bir yargiya

753 Gelir Idaresi Baskanlig1 Haziran 2022 tarihinde verdigi bir 6zelgesinde, sanal

varmamistir
bir oyundan kazanilan paralarin (coinlerin) alim satimimm ticari kazan¢ kapsaminda
degerlendirdigi goriilmektedir. Bu 6zelgede “coinlerin” niteligi agikca belirtilmemis olsa da

ticaret mali statiisiinde goriildiigiinden emtia goriisiine yaklasildig: anlasiimaktadir. Ozelgeye

748 RETTIG Charles P./ ROBBINS Edward Mr. Jr., “Structuring Transactions and Currency Violations: The
Tax Crime of the Future”, Journal of Tax Practice & Procedure, C. 7, S. 1, 2005, s. 35.

EVANS Lawrence L., “Virtual Currencies: Emerging Regulatory, Law Enforcement, and Consumer
Protection Challenges”, LYNDELL Kevin (editér), Virtual Currencies: Regulatory and Tax
Compliance Issues, ABD 2014, s. 3; MIRJANICH, s. 214.

750 EUROPEAN COUNCIL, “Anti-money laundering: Council agrees its negotiating mandate on
transparency of crypto-asset transfers”, 01.12.2021, https://www.consilium.europa.eu/en/press/press-
releases/2021/12/01/anti-money-laundering-council-agrees-its-negotiating-mandate-on-transparency-of-
crypto-asset-transfers/, (E.T. 23.01.2021).

Bkz: Su¢ Gelirlerinin Aklanmas1 ve Terériin Finansmanmin Onlenmesine Dair Tedbirler Hakkinda
Yonetmelik, RG: 01.05.2021 / 31471.

752 Bkz: Odemelerde Kripto Varliklarin Kullanilmamasina Dair Y6netmelik m. 3.

753 SPK,s. 4.

749

751
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gore bu varliklarin alim satimu siirekli olursa ticari kazang, siireklilik unsuru olugsmazsa arizi

ticari kazang olusacaktir’*,

Tiirkiye’deki kurumlarin simdiye kadar yaptiklar1 agiklamalardan kripto varliklarin
emtia veya gayri maddi varlik olarak vasiflandirilmasinin daha muhtemel olabilecegi
goriilmektedir. Buna mukabil, vergilendirme agisindan duruma bakilirsa, menkul kiymet
vasfinin uygulama kolaylig1 agisindan daha dogru olabilecegi diisiiniilmektedir. Menkul kiymet
olarak tanimlandiktan sonra kripto varlik borsalarinin miikellefi oldugu BSMV benzeri bir
harcama vergisiyle veya GVK gecici madde 67 kapsaminda gerekli kanuni diizenlemeler
yapilarak stopaj yoluyla vergilendirilmeleri hem vergi tahsilinin kolayligi hem de son
kullaniciya fazla 6dev yiiklenmeden vergi tahsilinin saglanmasi agisindan dogru bir tercih

olacaktir.

II. KRiPTO VARLIKLARIN DEGERLEMESI

Kanunda vergiye tabi olarak acikg¢a tanimlanmis bir islem, kazang veya servetin
vergilendirilebilmesi i¢in degerinin tespit edilmesi gerekir. Bu hususta kanunlar ile iktisadi
varliklarin degerlenmesine yonelik diizenlemeler yapilmistir. Kripto varliklarin da degerleme

hiikiimlerine gore degerlenerek vergilendirilebilir matrahin tesekkiil etmesi gerekir.

Diinya tizerinde, Orneklere bakildigi zaman devletlerin heniiz dogrudan kanuni
diizenleme yapmaktan uzak oldugu fakat bazilarinin rehber niteli§inde aciklama yaptigi
goriilmektedir. Yapilan aciklamalardaki genel tavir, kripto varliklarin degerlenmesinin zor
oldugu, birden fazla borsa bulunmasi ve fiyatlarin ¢cok degisken olmasi sebebiyle kanuni bir
belirleme yapmaktan uzak olundugu yoniindedir. Bu sebeple iilkelerin kripto varliklarin
muhasebe kayitlarina gegirilirken degerlenmesi hususunda miikelleflere kismi tercih hakki
tanidig1 goriilmektedir. Fakat miikellefler bu hiirriyeti kullanirken, genel kanuni kurallar1 ve
biiyiik borsalarda yer alan fiyatlamalar1 yol gdsterici olarak kullanmalidir”®. Mesela Singapur
ve ABD gibi baz iilkeler, kripto varliklarin degerlenmesinde “adil degerin” kullanilmasi
gerektigini belirtmis, bu degere ulasirken biiylik kripto varlik borsalarindaki fiyatlamalarin
dikkate alinmasini 6nermistir’®. ABD Federal Vergi Idaresi IRS, herhangi bir kripto varlik

borsasinda bulunmayan varliklarin degerlemesi konusunda, kripto varlik uzmanlarindan

754 GIB ANKARA VERGI DAIRESI BASKANLIGI, “Oyun parasi ticaretinin vergilendirilmesi hk.”,
17.06.2022, https://www.gib.gov.tr/oyun-parasi-ticaretinin-vergilendirilmesi-hk, (E.T. 23.11.2022).
OECD, Taxing, s. 42; Mesela Irlanda Vergi Idaresi bu hususta miikelleflerin “yeterli cabay1 gdstermesi”
gerektigini belirtmektedir. Bkz: IRISH TAX AND CUSTOMS, Taxation of Cryptocurrency
Transactions, Tax and Duty Manual, 2020, s. 3.

756 OECD, Taxing, s. 42; IRS, s. 3.
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faydalanilabilecegini belirtmektedir. Eger bu tiir bir kripto varlik, baska bir sey karsiliginda
alindiysa, verilen seyin degeri kripto varligin degeri olarak kabul edilecektir. Bunun disindaki

degerleme yontemlerinde ispat yiikii miikellef {izerinde olacaktir’’.

Tiirk hukukunda, degerleme yapabilmek i¢in ¢esitli iktisadi kiymetler i¢in Vergi Usul
Kanunu’nda farkli usuller 6ngoriilmiistiir. Mesela iktisadi isletmede bulunan gayrimenkullerin,
emtianin, zirai mahsullerin maliyet bedeli ile (VUK m. 269-277), dogal afetler veya
niteligindeki bozulma gibi sebeplerle degeri diisen mallarin emsal bedelleriyle (VUK m. 278),
yabanci1 paralar ve menkul kiymetlerin borsa rayici ile degerlenecegi (VUK m. 279, 280) hiikkme
baglanmistir. Ayrica kanunda yazili olmayan veyahut yazili olup da kendi Olgiileriyle
degerlenmesine imkan bulunmayan iktisadi kiymetlerden bina ve arazi vergi degeriyle,
digerleri, varsa borsa rayici, yoksa mukayyet degerleri, o da yoksa emsal bedeliyle
degerlenecegi hiikkme baglanmistir (VUK m. 289). Tiirk vergi hukukunda degerleme yapilirken
iktisadi kiymetlerden her biri tek basina nazara alinir. Teamiilen ayni cinsten sayilan mallar1 ve

diisiik kiymetli farkli esyay1 toplu olarak degerlemek miimkiindiir (VUK m. 260)"%8,

Tiirk Hukukunda kripto varliklarla ilgili, dogrudan bir degerleme hiikmii olmadigi i¢in
VUK m. 289’a bagvurularak, varsa borsa rayici, yoksa mukayyet degerleri, o da yoksa emsal
bedeliyle degerleme yoluna gidilmelidir. Borsa rayicini diizenleyen VUK m. 263°te; menkul
kiymet, kambiyo ve ticaret borsalarindan bahsedilmis olup kripto varlik borsalarindan s6z
edilmemistir. Bu maddeye kripto varlik borsalar1 da eklenerek, kripto varliklarin borsa rayici
ile degerlenmesi saglanabilir. Fakat uygulamada bir¢ok kripto varlik borsasi bulundugu i¢in
hangisinin esas alinacagi da soru isareti teskil edebilir. Bu durumda Tiirkiye’de kurulu borsalar
arasindan islem hacmi en yiiksek olan borsalarin esas alinmasi daha saglikl fiyat olusumlari
icin diisliniilebilir. Biiylik hacimli islemlerin gerceklestigi kripto varlik borsalarin da dahi
fiyatlarin ¢ok degisken oldugu diistiniiliirse, saglikli fiyat olusumunun yine de zor oldugu ortaya
¢tkmaktadir. Bu durumda VUK m. 263/2 akla gelmektedir. Ilgili hilkme gére; “normal
temevviigler disinda fiyatlarda bariz kararsizliklar gériilen hallerde, son muamele giinii yerine
degerlemeye takaddiim eden 30 giin igindeki ortalama rayici esas olarak aldirmaya Maliye

Bakanlig yetkilidir”. Bu hiikkme gore kripto varliklar degerlenirken belli bir stiredeki ortalama

757 IRS, “Frequently Asked Questions on Virtual Currency Transactions”,
https://www.irs.gov/individuals/international-taxpayers/frequently-asked-questions-on-virtual-currency-
transactions, (E.T. 01.01.2022); ABD hukukunda miikelleflerin kullanabilecegi farkli degerleme
yontemleri i¢in bkz: ELMORE, s. 71.

Doktrinde mukayyet degerin kullanilmasi gerektigi yoniindeki goriis igin bkz: KUKRER Ceyda, “Internet
Ortaminda Bazi Faaliyetlerin Kavramsal Tanimlar1 ve Tiirk Vergi Sistemi Karsisindaki Durumlarinin
Degerlendirmesi”, Yonetim Bilimleri Dergisi, C. 14, S. 27, 2016, s. 593.
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degerleri géz Oniine alinabilir. Borsa rayici disinda mukayyet degerleri veya emsal bedeliyle
degerlenmeleri de s6z konusu olabilir. Doktrinde borsa rayicinin kullanilamayacagi bunun i¢in

mukayyet deger ile degerlenmesi gerektigi belirtilmektedir”®.

Kripto varliklar degerlenmesinde, yapilan islemlerin siralamasi da 6nem arz etmektedir.
Mesela ayni kripto varliktan farkli zamanlarda 10 kere alim yapan bir kisi, kisim kisim satig
yapmaya bagladig1 zaman, sattig1 kripto varliklarin alig fiyatina hangi alimin1 yazacaktir? Bu
hususta genel muhasebe kurallarinda “ilk alinan ilk satilir (FIFO)”, “son alinan ilk satilir
(LIFO)” ve havuz olusturup ortalamasimi alma kurallar1 vardir. Devletlerin vergisel amagla
hangi muhasebe kuralin1 benimseyecegi ayr1 bir arastirma konusu teskil etmektedir’®®. Elden
ayni tiirden tiim kripto varliklarin ortalama degerlerinin esas alinmasi (havuz sistemi) daha adil

sonuclar dogurabilir.

1. KRIiPTO VARLIKLARIN VERGILENDIRILMESI

Yeni bir finansal kazang araci olarak ortaya ¢ikan kripto varliklar, ¢esitli vergiler
acisindan sonuglar dogurmaktadir. Sahip olduklar1 nitelikler sebebiyle kolayca klasik vergi
sistemlerine adapte edilemeyen bu varliklar i¢in diinya iizerinde ¢esitli vergisel diizenlemeler
yapilmaya devam edilmektedir. Kimi {ilkeler harcama vergileri, kimi {ilkeler gelir tizerinden
alinan vergiler, kimi iilkelerse servet veya servet transferi izerinden vergilerle ilgili diizenleme
yapma yoluna gitmektedirler. Bu baslikta 6ncelikle farkli iilkelerin yaptigi vergi diizenlemeleri
arastirilacak, sonrasinda Tirk Vergi Sistemi karsisinda mevcut durum incelenecektir.
Nihayetinde bu varliklar i¢in doktrinde ileri siiriilen vergi rejimleri izah edilerek genel bir

degerlendirme yapilacaktir.

A. GELIR VERGILERI ACISINDAN INCELENMESI
Devletlerin kripto varliklarla ilgili islemler tizerinden vergi alabilecegi birgok faaliyet
vardir. Mesela kripto varlik borsalarinin aldiklar1 komisyonlar, kripto para madencilerinin elde
ettikleri gelirler, herhangi bir goriintiiyli, sesi veya sosyal medya mesajin1 benzersiz token

(NFT) haline getirip satanlarin elde ettikleri gelirler ve kripto varliklar1 alip satanlarin elde

759 PEHLIVAN Serdar, “Teknolojisi ve Vergilendirilmesi ile Kripto Para”, Vergi Raporu Dergisi, s. 236,
2019, s. 144; TOLGA Serkan, “Kripto Para ve Vergisel Boyutu”, Vergi Raporu Dergisi, S. 236, 2019,
S. 67.

760 KARAKOYUN Funda, “Sanal Paralar ve Bitcoin’in Vergilendirilmesinde Yaklagimlar ve Tiirkiye
Perspektifinden Degerlendirilmesi”, Vergi Sorunlar1 Dergisi, S. 363, 2018, s. 69; ASSAR Saher Ahyaie,
Taxation of Crytocurrencies: In Anticipation of the IRS Call, Bloomberg Tax & Accounting, 2019,
s. 5; AHMED, s. 719, 720; MOORE Guinevere, “Virtual Currency Reality: The IRS Crack Down on
Cryptocurrency”, Journal of Tax Practice and Procedure, Agustos-Eyliil 2019, s. 52; Tiirkiye’de FIFO
yonteminin kullanildig1 yoniinde bkz: PEHLIVAN, s. 146, 147.
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ettikleri gelirler bunlara misaldir™-. Her birinin tabi olacagi vergisel usul birbirinden farkli

olabilir. Bunun yaninda her devletin vergi sistemi birbiriyle ayn1 degildir’®

. Ayrintida bir¢ok
farklilik bulunmakla birlikte, bu boliimde gelir vergisi ve kurumlar vergisi genel ayrimina
dikkat edilerek, devletlerin kripto varlik gelirlerini vergilendirmeye ¢alisirken sahip olduklari
genel egilimleri incelenecektir. Baz1 devletlerin kisisel sermaye yatirimlarini farkli bir usul ile
vergilendirdikleri goriilmektedir. Sermaye kazang vergisi adi verilen bu vergi, kripto varliklarin

vergilendirilmesinde 6nemli bir arag¢ olabilecegi i¢in ayr1 bir baglik altinda incelenecektir.

1. Gelir Vergisi A¢isindan
Bu baslikta dncelikle kripto varliklarin vergilendirilme rejimlerini etkileyebilecek temel
teorik bilgiler verilecektir. ABD’deki durum hem kripto islemlerin yogunlugu hem de kripto
varliklarin vergilendirilmesine ydnelik yaptigi nispeten yogun diizenlemeler ve ictihatlar
sebebiyle; Almanya’daki durum ise vergi sisteminin Tiirkiye’ye benzerligi sebebiyle ayri baglik

altinda incelenecek, ardindan diger iilkelerdeki gelismelere deginilecektir.

a. Genel Olarak
Mali hukuk doktrininde, kaynak teorisi ve safi artig teorisi olmak {izere geliri tanimlayan
iki farkli teori bulunmaktadir. Safi artis teorisine gore bir kisinin belli bir siire i¢indeki tliketimi
ve servet artis1 gelirini olusturur. Bu teoriye gore kisinin elde ettigi tiim kazanglar kural olarak
gelire dahildir. Kaynak teorisine gore ise, yalnizca belli bir kaynaktan ve {iretim faktorlerinin
kullanilmasiyla elde edilen kazanglar gelir kapsamina girer. Bu teori agisindan piyango
ikramiyesi veya miras gibi kazanglar herhangi bir iiretim faktoriinden elde edilmedigi ve sabit

bir kaynaktan gelmedigi icin gelir say1lmaz’®3,

Gelir vergisi sistemleri ise {initer ve sediiler olarak tasnif edilmektedir. Uniter gelir
vergileri, elde edilen tiim gelirin kiimiilatif olarak gelir vergisine tabi oldugu vergilerdir.
Sediiler gelir vergisi sisteminde ise, vergiye tabi olan kazanglar ayr1 ayr1 kanunda tanimlanir ve

ayr1 ayr1 matrah olusturarak vergiye tabi olur. Bu tanimlardan herhangi birine uymayan gelirler,

761 Bunlarin disinda doktrinde kripto varlik borsalarindan elde edilen referans gelirleri de tartigma konusu

yapilmistir. Referans geliri, bir kisinin bir borsaya miisteri kazandirmasi sebebiyle bu miisterinin yaptig1
islemler sirasinda 6dedigi komisyon {iicretinin bir kisminin misteriyi kazandiran referans sahibine
O0dendigi sistemdir. Bu hususta ayrintili bilgi i¢in bkz: EGE Fehmi, “Kripto Varlik Borsalarindan Elde
Edilen Referans Gelirlerinin Vergisel Boyutu Uzerine Bir Oneri”, Vergi Raporu Dergisi, S. 267, 2021,
S. 40-47.

762 BAL,s. 71.

763 SENYUZ Dogan / YUCE Mehmet / GERCEK Adnan, Tiirk Vergi Sistemi, Bursa 2020, s. 3, 4;
TURHAN Salih, Vergi Teorisi ve Politikasi, Istanbul 2020, s. 13, 131.
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vergiye tabi olmazlar. Bu agidan tiniter gelir vergisi sisteminin safi artis teorisi ile, sediiler gelir

vergisi sisteminin kaynak teorisi ile yakin iliski i¢inde olduklar1 goriiliir’®*.

Safi artig teorisini uygulayan devletlerde, kripto varliklardan elde edilen gelirlerin
vergiye tabi olmasi i¢in herhangi bir sarta gerek yoktur. Elde edilen tiim gelirler vergiye tabi
oldugu i¢in kripto varliklardan elde edilen gelirler de kendiliginden vergiye tabi olur.
Miikelleflerin kural olarak vergi idaresinden bu hususta bir agiklama beklemeksizin, kripto
varliklardan elde ettikleri gelirleri beyan edip vergisini ddemeleri gerekir. Kaynak teorisinin
uygulandig1 tlkelerde ise, kripto varliklardan elde edilen kazanglar siirekli bir kaynaktan
kazanilmali ve tretim faktorlerinden biri kullanilarak (emek, sermaye, dogal kaynaklar ve
girisim yetenegi) elde edilmelidir. Aksi durumda bu kazanglar vergiye tabi olmayacaktir.
Mesela sadece bir seferligine kripto varlik alim satim yapan ve kazang elde eden bir kisi safi
artis teorisine gore gelir elde etmisken, kaynak teorisine gore gelir elde etmemis sayilacaktir.

Zira tek seferlik oldugu i¢in burada siirekli bir kaynak bulunmamaktadir.

Genel sistem bu olmakla birlikte, uygulamada insanlarin hepsi vergi sistemine hakim
olmadig1 icin vergi idaresinden bu yonde aciklayic idari diizenlemeler beklemektedirler’®®. Bu
tir yol gosterici belgeler yayimlanmadan kripto varliklardan elde edilen gelirlerin beyan
edilmeme egilimi yiiksektir'®. Devam eden basliklarda farkli iilkelerdeki fiili durum

arastirilacaktir.

b. ABD’deki Durum
ABD’de Sayistay benzeri kurum olan GAO (Government Accountability Office) ve
MASAK benzeri kurumu olan FinCen, ABD Federal Vergi Idaresi IRS’ye kripto varliklarla
ilgili vergi rehberi yayimlamasi ¢agrisinda bulunmus’®’, Federal Vergi Idaresi de ilk rehberini

2014 yilinda yaymmlamistir’®®. 2019 yilinda da sert catallanma ve airdrop’®® neticesinde

764 Uniter/sediiler ayrimi1 ve bu ayrimin kaynak teorisi ve safi artis teorisi ile iliskisi i¢in bkz: ORTAC Fevzi

Rifat, “Vergilendirilebilir Gelir Kavrami, Geliri Belirleyen Teoriler ve Tiirk Gelir Vergisinde Yer Alan

Gelir Tanimlamas1”, G.U.1.I.B.F Dergisi, C. 1, S. 2, 1999, s. 106-108; BURNS Lee / KREVER Richard,

“Individual Income Tax”, THURONYT Victor (editor), Tax Law Design and Drafting, IMF 1998.

Bu konuda rehber yayimlayan iilkeler bulunmakla beraber ¢cogunluk iilkede belirsizlik hakimdir. Bkz:

OECD, Taxing, s. 8; Bu tiir rehberler olmadan, uzmanlarin bile net bir cevap veremedigi vergisel hususlar

bulunmaktadir. Bkz: GIRASA Rosario, Regulation of Cryptocurrencies and Blockchain

Technologies, Palgrave Macmillan: ABD, 2018, s. 184; Yayimlanan rehberler siradan vatandaslarin

anlayacagi kadar basit olmalidir. Bkz: BAL, s. 87.

766 SCHIEFELBEIN / GREAVES, s. 1.

767 US GAO, s. 1; BAL, s. 14.

768 IRS, s. 1-6; ABD disinda bu yonde rehber yayimlayan iilkelerden bazilari; Hollanda, Norveg, Ingiltere,
Danimarka, Estonya, Finlandiya, Slovenya ve Fransa’dir. Bkz: BAL, s. 15-18.

769 Airdrop Tiirkge’ye “hediye coin” seklinde terciimesi icin bkz: TURKIYE BILISIM VAKFI, Kripto
Varhklarin Vergi — Muhasebe ve Denetim Yéniinden Incelenmesi Raporu, Vergi, Muhasebe ve
Denetim Alt Calisma Grubu, 2021, s. 13.
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kazanilan kripto varliklarin vergisel akibetini agiklamak amaciyla ikinci bir rehber
yayimlanmistir’’°,
Safi artis gelir teorisini uygulayan ABD’de’’?, Federal Vergi Idaresi IRS, kripto

772 Kripto varliklar1 6deme araci

varliklar “esya” statiisiinde vergiye tabi tutacagini agiklamistir
olarak kabul edenler, bunlari aldiklar1 tarihteki adil degeri iizerinden toplam gelirlerine dahil
etmelidirler’”®. Esya olarak kabul edilmesinin sonucu olarak, kripto varlig1 baska bir kripto
varlikla takas etmeleri durumunda vergilendirilebilir islem olusacak ve kazang meydana gelirse
vergi yikiimliiligi dogacaktir. Kripto varligin maas olarak 6denmesi veya diger stopaja tabi

74 Ulkede sermaye

odemeler esnasinda, gelir vergisi stopaji adil deger ilizerinden yapilacaktir
kazang vergisi uygulandig1 icin kripto varliklar1 sermaye varligi olarak elde tutanlar, elde
edecekleri karlar sonucu sermaye kazang vergisine tabi olacaktir’”>. Madencilik, serbest meslek
kazanc statiisiinde, kripto varligin elde edildigi anda vergiye tabi olacaktir. Kripto varliklarla
600 ABD dolarin1 gegen bir 6deme yapildiginda, bilgi verme 6devi kapsaminda IRS’ye konu

776

hakkinda bildirim yapilmalidir’ ™. Kripto varliklarla ilgili, rehberin yayimlandigi Mart 2014’ten

770 IRS, Rev. Rul. 2019-24, US Internal Revenue Service, 2019, s. 1-5.
m Safi artis gelir teorisinin uygulanmasmin sonucu olarak, ABD’de kural olarak, tiim kazanclar gelir
vergisine tabidir. Peki ABD hukuku agisindan gelir nedir? Bunun cevabi 6z bir sekilde 1955 yilinda bir
ictihatta verilmistir. Mezkfir ictihada gore gelir vergisine tabi gelir; “agikca gerceklesmis, inkar edilemez
sekilde ulasilmis ve iizerinde tam kontroliin saglanmig oldugu servet unsurudur”. Bkz: AKINS /
CHAPMAN / GORDON, s. 42; ABD, diinyadaki toplam kripto varlik islemlerinin %82’sinin
gerceklestigi tilke olarak oncelikle ele alinmaya degerdir. Bkz: MIRJANICH, s. 247; ABD disinda safi
artis gelir teorisini uygulayan bir diger 6nemli devlet Ingiltere’dir. Ingiltere’de gelir vergisi sistemine ilk
bakildiginda gelir unsurlarmin sayildig1 ve kaynak teorisinin agir bastig1 izlenimi bulunmaktadir. Fakat
ayr1 bir kategori olarak, kanunda sayilmayan diger tiim gelirleri kapsamina alabilecek bir gelir unsuru
daha bulundugu i¢in safi artis teorisine uygun nitelikte demek daha dogrudur. Bkz: BAL Aleksandra
Marta, “Taxing Virtual Currency: Challenges and Solutions”, Intertax, C. 43, S. 5, 2015, s. 384.
IRS’nin yaymladig1 rehber niteligindeki agiklamalar, mahkemeler agisindan baglayici degildir. Bkz:
ELMORE John E., “Virtual Currency, Real Tax: Taxation and Valuation Issues Related to Emerging
Digital Payment Systems”, Emerging Trends Insights, ilkbahar 2015, s. 66; Avustralya Vergi Idaresi
de yayimladig1 rehber ile ABD Federal Vergi Idaresi ile benzer bir yaklasim ortaya koymustur. Bkz:
AUSTRALIAN TAXATION OFFICE, “Tax treatment of cryptocurrencies”, 30.03.2020,
https://www.ato.gov.au/general/gen/tax-treatment-of-crypto-currencies-in-australia---specifically-
bitcoin/, (E.T. 19.01.2022); Singapur da benzer yonde ilerlemektedir. Bkz: INLAND REVENUE
AUTHORITY OF SINGAPORE, s. 1-16.
s Benzeri vergisel kabuller Kanada’da da mevcuttur. Bkz: MICALLEF / BAIN, s. 2; Bunlarin her giin elde
ettikleri kripto varliklar1 degerlemek ve kayit altina almak zorunda olmalari ¢ok yiiksek bir sekli vergisel
yiik dogurmaktadir. Bkz: WINSTEAD, s. 524; WEEKLEY, s. 110.
m Ayni durum Ingiltere’de de gegerlidir. Bkz: HMRC, “Cryptoassets Manual”, https://www.gov.uk/hmrc-
internal-manuals/cryptoassets-manual/crypto40000, (E.T. 19.01.2022).
Eger kripto varlik bir yildan daha uzun siire elde tutuluyorsa sermaye varligi olma yoniine karine
olugsmaktadir. Bkz: ROMAN Jose Andre, “Bitcoin: Assessing the Tax Implications Associated with the
IRS’s Notice Deeming Virtual Currencies Property”, Review of Banking and Financial Law, C. 34,
2014-2015, s. 453.
Kripto varlik borsalarinin da yillik 20.000 ABD dolarindan fazla toplam islem hacmine sahip olanlar ile
200’den fazla islem adedine sahip olanlar1 IRS’ye bildirmesi gerekecektir. Bkzz ANTONIKOVA, s. 444.
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once yapilan ihlaller kural olarak vergi cezasma tabi olacaktir’’’. Bunun yaninda eger
miikellefler, vergisel yiikiimliiliikklere uymamanin gecerli bir mazeretten kaynaklandigini

ispatlarsa sorumluluktan kurtulabilecektir’’®.

Ulkede, Federal Vergi Idaresi, kripto varliklarla istigal edip gelir beyaninda
bulunmayanlara bildirimler gondererek beyana davet etmektedir’’®. Bununla birlikte, vergi
idaresinin genel yapisinin tiim kripto islemleri ortaya ¢ikarmak igin heniiz yeterli seviyede
olmadig1 belirtilmistir’®®. Belki de bu sebepten otiirii, IRS, son yillarda vergiye uyumu
saglamak icin cezalandiric1 yontemler yerine miisteri servisi niteliginde yontemlere
yonelmektedir. Kisilerin rizaen yaptig1 gegmise doniik beyanlarda vergi ve bir kisim cezalar
alinmakta fakat bu cezalar yiliksek miktarlarda olmamaktadir. Ceza miktar1, kisinin gizledigi
varliginin %20’si ile %50’s1 arasinda olmaktadir. Verilecek en az ceza miktar1 %20 oraninda
olmakla birlikte, miikellefler, kendilerine gelen bildirimden sonra beyan vermek icin
bekledikleri siire uzarsa ceza orani da artmaktadir. Bu kural vergi cennetleri ile miicadelede de

uygulanmistir’8L,

ABD’de kripto varliklarla yapilan her islemin vergisel sonu¢ dogurmasi elestiriye maruz
kalmaktadir. Bunlarin esya statiisiinde kalmas1 bir problem olsa da bu statiideyken de daha
makul ¢oziimlere ulasilabilirdi. Mesela kumarhane fislerine uygulanan vergi rejimi kripto
varliklara da uygulanabilirdi. Bu rejimde, kisi kumarhaneye girerken fisleri almak i¢cin ABD
dolar1 dder. Igeride bircok islem yaptiktan sonra cikista fisleri tekrar ABD dolarina gevirir.
Cikista ABD dolar1 bazinda kar ettiyse, bu kér vergiye tabi olmaktadir. igeride yapilan her bir
islem ayr1 ayr vergiye tabi olmamaktadir. Kripto varliklar i¢in de ayn1 sekilde, kripto varlik
borsasinda kripto varliklar ilk almak icin 6denen ABD dolar ile ¢ikista alinan ABD dolar1

arasindaki farktan vergi alinmasi gerektigi ileri siiriilmiistiir. Iceride yapilan her bir islemin

L Beyanlarin eksik olmasi durumunda ve bilgilerin yanlis verilmesi durumunda uygulanacak vergi cezalari

i¢in bkz: ASSAR, s. 10.

8 IRS, s. 3-6.

79 SCHIEFELBEIN / GREAVES, s. 3; 2017 yilinda iilkenin en biiyiik kripto varlik borsas1 Coinbase ile IRS
arasindaki dava sonucunda, Coinbase’in 20.000 ABD dolar1 yillik islem yapan kisilerin kimlik bilgileri
IRS’ye vermesi kararlagtirilmistir. Bkz: MOORE, s. 53; 2018 yilinda genel bir ilan yapilarak su ifadelerle
kripto varlik vergi miikellefleri beyana davet edilmistir: “Kripto varliklarla ilgili vergisel beyan
yiikiimliiliiklerini yerine getirmeyen miikellefler, bu filleri sebebiyle vergi incelemesine tabi olabilirler,
bunun sonucu olarak ceza ve gecikme zamlart ile karsilasabilirler. Daha ug¢ noktalarda, miikelleflerin
cezai sorugturmalara muhatap olmast da miimkiindiir. Cezai sorusturma vergi kagirma ve vergi iadesi
beyanlarimin yanlis verilmesi kaynakh olacaktir”. Bkz: MCCARTY Sharon L., “Reporting Virtual
Currency Transactions to the IRS: Time May Be Running Out for Affected Taxpayers”, The CPA
Journal, Mayis 2018, s. 64.

780 AHMED, s. 702.

781 ASSAR, s. 1; SHAPIRO Dashiell C., “Cryptocurrency and the Shifting ARS Enforcement Model”,
Stanford Journal of Blockchain Law & Policy, C.1, S. 1, 2018, s. 5, 6.
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vergiye tabi olmasi bir¢ok idari sorun dogurabilecek ve miikelleflerin iistiine hem maddi hem

sekli agir yiikler yiikleyebilecektir’®?,

C. Almanya’daki Durum
Safi artis teorisini uygulamayan iilkelerde, kanunda agik¢a diizenlenmis kazang
unsurlarindan herhangi birine girmeyen bir kazang, vergilendirilebilir gelir kapsamina girmez.
Buna vergide tipiklik ilkesi de denmektedir ve verginin kanuniligi ilkesinin bir goriiniimiidiir’®3.
Bu sistemde kripto varliklarin vergiye tabi olabilmesi i¢in kanunen net bir sekilde
vasiflandirilip, vergi kanunlariyla agik¢a vergiye tabi tutulmalidirlar. Bu sekilde bir hukuki
diizenleme olmadan kripto varliklardan elde edilen gelirlerin vergiye tabi olmayacagi

sdylenebilir’®*

. Almanya’da, gelirin unsurlar1 yedi baslik altinda sayilmistir. Bu gelir unsurlari;
zirai gelirler, ticari gelirler, serbest meslek gelirleri, ticretler, sermaye yatirim geliri (menkul
sermaye irad1 ile benzer), kira geliri (gayrimenkul sermaye iradi ile benzer) ve ¢esitli gelirlerdir
(diger kazang ve iratlarla benzer). Cesitli gelirler tahdidi olarak sayildigi i¢in istisnasiz tim
gelirlerin vergiye tabi oldugu sonucuna ulagilamamaktadir. Bunun yerine kanunda agikga
tanimlanmis gelirler vergiye tabi olacaktir. Ayrica lilkede ek bir sermaye kazang vergisi
uygulanmamaktadir®. Bu gelir unsurlari iginde, kripto varlik ticareti, niteligi itibariyle ticari
gelir veya cgesitli gelirler kapsamina girebilir. Bu isi siirekli kar etme maksadiyla yapan kisilerin
ticari gelir sahibi olabilecegi ifade edilmektedir. Siirekli olmamakla birlikte gelir elde etme
amactyla kripto varlik alim satimi yapanlar ise ¢esitli gelirler kapsaminda vergiye tabi
olabilecektir. Cesitli gelir kapsaminda vergiye tabi olmak i¢in satilan seyin bir yildan az siire
elde tutulmas1 ve elde edilen kazancin 600 euroyu ge¢mesi gerekmektedir’®. Bir yildan fazla
elde tutulan kripto varliklardan elde edilen gelirler vergiden istisnadir’®’. Buna mukabil
madencilik faaliyetinin Almanya’da vergiye tabi olmayacagi zira bu faaliyette dogrudan bir

muhatap bulunmadigs, kisinin baska birinden bu varlig1 edinmedigi ifade edilmektedir’®®,

782 ANTONIKOVA, s. 449.

783 BATI Murat, Vergi Hukuku Genel Hiikiimler, Segkin: Ankara, 2021, s. 126.

784 YALAMAN / YILDIRIM, s. 412.

785 BAL, s. 139, 140.

786 EROGLU Abdiilkerim, “Kripto Paralarin Vergilendirilmesi: Mevcut Uygulamalar Cergevesinde Bir
Degerlendirme”, Vergi Diinyasi, S. 485, 2022, s. 43; GESLEY Jenny, Taxation of Cryptocurrency
Block Rewards in Selected Jurisdictions, US Law Library of Congress, 2021, s. 41, 42; Bir yillik siire
kurumlar i¢in gegerli degildir. Onlar her vadede vergiye tabidir. Bkz: KALMAKHELIDZE, s. 47.

787 ULYANAVA Katsiaryna, “Legal Regulation of the Crypto-Currency Taxation”, Open Journal for
Legal Studies, C. 1, S. 1, 2018, s. 4.

788 BAL, s. 151.
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d. Diger Ulkelerdeki Durumlar
Farkli sistemlere sahip {ilkelerin kripto varliklar1 vergilendirmeye yaklagimini bu
sekilde ortaya koyduktan sonra, bir kisim spesifik kripto varlik islemlerinin nasil

vergilenecegine iilke 6rneklerini de gdz Oniine alarak deginmek yerinde olacaktir.

Kripto varliklarla yapilan islemlerde ortaya gikabilecek ilk vergisel sonug¢ dogurabilecek
islem, kripto varliklarin madencilik veya benzeri siireclerle sifirdan elde edilmesidir. Is
kanit1 uzlagma mekanizmasinda uygulanan madencilik yontemi ile bitcoin basta olmak iizere
bircok kiymetli yeni kripto varliklarin kazanilmas1 s6z konusu olmaktadir’®®. Bunun yaninda

“forging”’®° ismi verilen siire¢ de son zamanlarda gittikge yayginlasmaktadir’®

. Bu siirecte pay
sahipligi kaniti uzlasma mekanizmasinda yeni kripto paralarin ihdasi saglanmaktadir. Ek
olarak, airdrop adi verilen islemlerle, belirli kisilere’®? baz1 kripto paralar dogrudan higbir emek
veya tcret alinmaksizin verilmektedir. Genellikle buradaki amag ilgili kripto paranin tanitimi
olmaktadir. Yine bir blokzincirinde sert ¢atallanma sonucu yeni bir blokzinciri ve yeni kripto
varliklarin ortaya ¢ikmasi s6z konusu olabilmektedir. Bu durumda yeni kripto varliklar eski
blokzincirindeki kripto varliklarin sahiplerine verilmektedir. Bu kisiler sifirdan yeni bir kripto

paranin sahibi olmaktadirlar’®?

. Airdrop neticesi elde edilen kripto varliklarin degeri ¢cok diisiik
ya da degersiz olabilmektedir. Sert ¢atallanma durumlariyla ise nadiren karsilasilmaktadir. Bu
sebeple kripto paranin ilk ortaya ¢ikisinda vergisel agidan sorun teskil eden durumlar

madencilik ve forging sonucu elde edilen kripto varliklarda s6z konusu olmaktadir’®. Ulkelerin

789 2020-24 yillar arasina her 10 dakikada 6.25 bitcoin madencilik yoluyla kazanilmaktadir. Her dort sene

de bir bu miktar yariya diigmektedir.

Kelime anlami itibariyle Tiirk¢eye, ortaklasa yeni bir sey iretmek olarak cevrilebilir. Uygulamada

“staking” kelimesi de kullanilmaktadir. Bkz: ZHANG, s. 3.

Madencilige gore daha yeni bir gelir kapisi oldugu i¢in iilkelerin bu yonde vergisel rehberleri daha azdir.

Bkz: ZHANG Laney, Taxation of Cryptocurrency Block Rewards in Selected Jurisdictions, US

Law Library of Congress, 2021, s. 1; Forging konusunda bir rehber yayimlamayan fakat madencilik

konusunda rehber yayimlayan iilkelerde, forging gelirleri i¢in de madencilige iligkin hiikiimlerin

uygulanmasi tavsiye edilmektedir. Bkz: AHMAD Tariq, Taxation of Cryptocurrency Block Rewards

in Selected Jurisdictions, US Law Library of Congress, 2021, s. 23.

Bu kisiler genelde {icretsiz verilen kripto paraya 6nceden de sahip olanlar veya yeni ¢gikan ve licretsiz

dagitilan kripto para ile ayni kigiler tarafindan kontrol edilen baska kripto paralara sahip olanlardir.

Doktrinde bu kisilerin elde ettigi gelir, hazine bulmaya benzetilmis olup bu husustaki ayrintilar i¢in bkz:

WEBB Nick, “A Fork in the Blockchain: Income Tax and the Bitcoin/Bitcoin Cash Hard Fork”, North

Carolina Journal of Law and Technology, C. 19, S. 4, 2018, s. 295; Sert ¢atallanma sonucu elde edilen

kripto varliklarin gelir tanimi igine girip girmedigi hususunda tartigmalar ig¢in bkz: CHASON Eric D., “A

Tax on the Clones: The Strange Case of Bitcoin Cash”, Virginia Tax Review, C. 39, S. 1, 2019, s. 3.

794 OECD, Taxing, s. 23; Bununla birlikte ABD Federal Vergi Idaresi IRS, sert ¢atallanma ve airdrop sonucu
elde edilen kripto varliklar i¢cin 2019 yilinda ayr1 bir vergi rehberi yayimlamistir. Bu rehberde bu varliklar
iizerinde tam hakimiyet kuruldugu anda vergiyi doguran olayin gerceklestigi kabul edilmistir. Miikellefler
vergi beyanlarina bu sekilde elde ettikleri kripto varliklar1 da eklemelidir. Bkz: IRS, Rev. Rull., s. 1-5;
ABD’de, eger kisiler sadece kendi tecriibeleri ve bilgileri 15181nda, disaridan yardim almadan madencilik
yapiyorsa serbest meslek kazanci kapsaminda, aksi halde ticari kazang kapsaminda vergilenecektir. Bkz:
ASSAR, s. 4.
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madencilik ve forging faaliyetlerinden elde edilen gelirlere farkli sekillerde yaklastigi

goriilmektedir’®.

[k yaklasim, kripto paralarm ilk kazanilmasinin vergiye tabi olmasidir. Bu yaklasimda,
kisi kripto paray: elde ettigi anda vergiyi doguran olay gerceklesmis olmaktadir’®. ikinci
yaklagim ise, madencilik veya forging neticesinde elde edilen kripto paralarin satimina kadar
vergiyi doguran olayin gergeklesmemesi yaklasimidir. Bu yaklasima gore madencilik veya
forging neticesinde elde edilen kripto paralar hemen vergiye tabi olmamakta, kisiler bunlari
sattiklar1 veya takas ettikleri zaman elde ettikleri gelirler vergiye tabi olmaktadir’®’. Kimi
iilkelerde ise kisisel olarak yapilan madencilik/forging islemleri ilk satisa kadar vergiye tabi

olmamakta, ticari amacla yapilanlar ise elde edilme aninda vergiye tabi olmaktadir’®®

. Rusya’da
nev’i sahsina miinhasir bir sekilde, belli bir miktarin lizerinde elektrik harcayarak madencilik
yapanlar vergiye tabi tutulmakta, bu miktarin altinda elektrik tiikketen madenciler vergiden muaf

tutulmaktadir’®®.

Benzer uygulamalar, kripto varligin blokzincirinde meydana gelen catallanma sonucu
ortaya ¢ikan yeni kripto varliklar i¢in de gegerlidir. Ulkeler madencilige benzer sekilde
catallanma sonucu ortaya ¢ikan yeni kripto varliklari ya ilk ortaya ¢iktig1 zaman vergiye tabi
tutmakta, ya satim aninda ilk vergilendirmeyi yapmakta ya da kisisel ve ticari amagli ayrim
yaparak sadece ticari amagli yapilan islemlerdeki ¢atallanma olaylarin1 vergiye tabi

tutmaktadir8%°

. Madencilik faaliyetini bir ¢esit sans oyununa benzetmek de miimkiindiir. Bu
goriise gore madencilik faaliyetinde her blok olusturulurken 6diilii kazanmak kesin degildir.
Ayrica karsida dogrudan bir muhatap da bulunmadigi i¢in elde edilen gelir tesadiifi gelirdir ve
devletlerin vergi sisteminde bu kategoride vergilendirilmelidir®, Kripto varliklarin ilk elde
edilisinden dogan gelirler vergiye tabi olursa, bunlar1 elde ederken yapilan masraflar da

(madencilerin elektrik ve ekipman masrafi gibi) matrahtan indirim konusu olmas: tabiidir®®2,

79 TURKIYE BILISIM VAKFI, s. 51-53.

79 Bu iilkelere; Arjantin, Avusturya, Estonya, Finlandiya, ingiltere ve ABD misal verilebilir. Bkz: OECD,

Taxing, s. 24; IRS, s. 4; HMRC, “Cryptoassets Manual”, https://www.gov.uk/hmrc-internal-

manuals/cryptoassets-manual/crypto40000, (E.T. 19.01.2022).

Bu iilkelere; Hirvatistan, Fransa, Danimarka ve Polonya misal verilebilir. Bkz: OECD, Taxing, s. 24.

Bu iilkelere; Avustralya, Kanada, Almanya, Hollanda, Norveg, Isve¢ ve Isvigre misal verilebilir. Bkz:

OECD, Taxing, s. 24; ZHANG, s. 2.

799 TEYYARE / AYYILDIRIM, s. 367.

800 Bu iilkeler yukaridaki dipnotlarda verilen iilkelerle benzerdir. Bkz: OECD, Taxing, s. 44.

801 Isveg, Norveg ve Finlandiya’da madencilige bu sekilde yaklasiimaktadir. Bkz: ZHANG, s. 2; BAL,
Taxing, s. 385.

802 ZHANG,; s. 8.
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Kripto varliklardan bir diger kazang elde etme yontemi, bu varliklarin alim satimi veya
takas edilmesidir. Bu faaliyetlerden elde edilen kazanglar vergilendirme konusunda, ilk akla
gelen konu olmaktadir. Bu hususta iilkelerin, alim satim veya takas durumlarina gore farkli
yaklasimlar1 bulunmaktadir. Bir kripto varlik karsiliginda; itibari para, baska bir kripto varlik
veya mal/hizmet alimi s6z konusu olabilir. Hatta kripto varligin hediye olarak karsiliksiz bir
sekilde elden ¢ikarilmasinin da vergisel sonucu olusabilir. Her bir durum i¢in iilkelerin olaya
yaklagimi farklilagabilmektedir. Kimi iilkelerde kripto varliklarin ne sekilde olursa olsun elden
cikarilmasi vergiye tabi degildir. Kimi iilkelerde kripto varliklarin itibari para karsiligi satisi
vergiye tabi iken normal mal ve hizmetler karsilig1 takasi vergiye tabi degildir. Kimi tilkelerde

803

ise tiim bu islemler vergiye tabi olabilmektedir®®. Ulkelerin genel vergi politikalar1 ve kripto

paralara yaklasimlar1 bu husustaki tavirlarini belirlemektedir.

Kripto varhklarin c¢alinmasi veya hesap sifresinin unutulmasi sebebiyle
ulasilamamasi durumunda ne olacagi hususunda sinirli {ilkelerin rehberi bulunmaktadir. Bu
hususta Ingiltere ve Avustralya, kaybedilen veya ulasilamayan kripto varliklarin degerinin vergi
matrahindan indirilmesine miisaade etmistir. Bunun i¢in miikelleften makul delille ¢alinmay1
veya ulasamamay1 ispatlamasi istenmektedir®®. Doktrinde, bu hususta agiklama yapmayan

iilkeler icin de ayn1 sonuca varmak gerektigi belirtilmistir®®°,

Kripto varliklar alip satan, madenciligini veya pay sahipligini yapan kisiler hakkinda,
vergi idareleri tarafindan vergisel agiklamalar yapilmakla birlikte, ilk coin arzini yapan ve gelir

806 Kanaatimizce ilk coin arzi,

elde eden kisiler hakkinda vergisel acidan sessiz kalinmaktadir
hukuki agidan en ¢ok sermaye piyasasi hukukunu ilgilendirmektedir. Sermaye piyasasi
acisindan niteligi netlestirilmeden vergisel diizenleme yapilmasi durumu i¢inden ¢ikilmaz bir
hale sokabilir. Bu sebeple ilk coin arzi hakkinda vergi idarelerinin, sermaye piyasasi

diizenlemelerini bekledigi sdylenebilir.

2. Kurumlar Vergisi Acisindan
Kurum  kazanglarinin  vergilendirilmesinde, gercek  kisi kazanglarinin
vergilendirilmesinden bazi farkliliklar bulunmakla beraber kurum kazanci, gelir vergisinin

konusuna giren gelir unsurlarindan olusur. Bu sebeple vergiye tabi olma hususunda gelir

803 Bu hususta ayrintili tasnif ve iilke érnekleri i¢in bkz: OECD, Taxing, s. 27.
804 OECD, Taxing, s. 31.
805 SMITH James K. / HORA Judith, “State and Local Tax Concerns regarding Digital Currency”, Journal

of State Taxation, C. 33, S. 1, 2014, s. 32.
806 ASSAR, s. 7.

167



vergisiyle genellikle ayn1 sonuglara tabi olmaktadir®’. Bu baslikta gelir vergisinden farklilik
olusturan hususlara deginilecektir. Kurum kazanci, bir kurumun hesap donemi basindaki ve
sonundaki 6z sermaye miktar1 arasindaki miispet fark olduguna gore, hesap donemi iginde
kurumun 6z sermayesini artiran ve gelir vergisi kapsaminda vergiye tabi olan tiim faaliyetler
kurumlar vergisinin konusunu teskil edecektir®®®, Bittabi, kripto varliklarla ilgili kazanglarm
acikca kanunda kurum kazancindan istisna edilmesi durumunda, kurumlarin mali
bilangolarinda bu kazanclar vergilendirilebilir kazang olarak goriinmeyecek ve vergiye tabi

olmayacaktir.

Degerleme hiikiimleri kurumlar vergisi ve bilanco usuliine gore gelir vergisine tabi olan
ticari kazang sahipleri acisindan ¢ok onemlidir. Zira bu usullerde matrah, tesebbiisteki 6z
sermayenin hesap donemi sonunda ve basindaki degerleri arasindaki miispet farktir. Bunun
anlam1 donem sonlarinda tesebbiis envanterinde bulunan varliklarin degerlenmesi gerektigidir.
Kripto varliklarin ¢ok ytiksek oranlarda deger kazanabildigi diistiniiliirse, donem sonunda elden
cikarilmasalar bile isletmenin aktiflerini sigirip yiiksek miktarda vergi borcu dogmasina sebep
olabilirler. Bu durumda degerleme hiikiimleri ¢cok 6nemli hale gelmektedir. Kripto varliklarla
ilgili VUK ’ta herhangi bir diizenleme bulunmamasi goz dniine alindiginda, m. 289 geregi; varsa
borsa rayici, yoksa mukayyet degerleri, o da yoksa emsal bedeliyle degerlenmesi giindeme
gelecektir. Eger borsa rayici veya emsal degeri esas alinacak olursa miikellefler i¢in yiiksek
vergilerin dogma ihtimali ortaya c¢ikacaktir. Mukayyet degeri veya maliyet bedeliyle

degerlenmeleri durumunda ise satilmadan vergi borcu dogurmayacaklardir®®®,

Vasiflandirma ihtimalleri agisindan disiiniildiigiinde, kripto varliklar emtia olarak
vasiflandirilirsa maliyet bedeli; menkul kiymet veya yabanci para birimi olarak tanimlanirsa
borsa rayici olarak degerleneceklerdir. Kanunen nev’i sahsina miinhasir bir sekilde
degerlemeye tabi tutulmasi da s6z konusu olabilir. Nitekim doktrinde, VUK a miikerrer madde

280 eklenerek kripto varliklarin rayig¢ bedel ile degerlenmesi tavsiye edilmistir®?,

3. Sermaye Kazang¢ Vergisi Acisindan
Baz iilkelerde, gercek kisilerden alinan gelir vergisi yaninda bir de sermaye kazang
vergisi ad1 altinda ikinci bir tiir gelir vergisi uygulanmaktadir. Bu vergi, genellikle uzun vadeli

kigisel yatirimlarin, kisisel degerli esyalarin veya taginmazlarin satilmasi sonucu elde edilen

8o7 OECD, Taxing, s. 24.

808 YALAMAN / YILDIRIM, s. 419; TOLGA, s. 68.
809 CELEN, s. 164.

810 PEHLIVAN, s. 151.
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karlarin daha makial vergi oranlari ile vergilenmesini temin ederek, insanlar1 belli alanlara
yatirrm yapma ve ilke i¢indeki tasarrufu artirma amaci giitmektedir. Vergilendirilebilir
varliklar ilgili kanunlarda diizenlenmekte, vergiye tabi olmamas: istenen varliklara ise istisna
taninmaktadir®®. Bu vergi, belirli sermaye unsurlarina sahip varlikli kisilerden ek bir vergi
alarak 6deme giicii ilkesine de hizmet etmektedir. Kisiler uzun vadeli olarak elde tuttuklari
sermaye varliklari lizerinden yaptiklari islemler sebebiyle vergi 6demektedir. Bir kisi elde ettigi
bir sermaye varligini daha sonra kar ile elden ¢ikarirsa vergiye tabi olmaktadir. Elindeki deger

ne kadar yiikselirse yiikselsin, bir sekilde elden ¢ikarmadik¢a®? vergi borcu dogmamaktadir®®2,

Normal gelir vergisi 6denen kazanglar iistiinden sermaye kazang vergisi ddenmemektedir®:4.
Burada genellikle alis ve satig arasinda en az bir yillik bir silire gegmesi aranmaktadir. Bu sayede
ticaret amaciyla sermaye varligi alip satanlarin normal gelir vergisine tabi olmasi temin
edilmektedir®®, Uzun siireli yatirim amaciyla elde tutulan kripto varliklarin bu vergiye tabi olup

olmadig1 incelenmeye mubhtactir.

ABD’de kripto varliklarin, vergisel agidan “esya” olarak vasiflandirilmasinin
neticelerinden biri, kisisel kripto varlik alim satimlarinin sermaye kazang vergisine tabi

olmasidir®1®

. Kisilerin kripto varlik ticaretinin gelir vergisi yerine sermaye kazang vergisine tabi
olmasi, temelde miikellef lehine sonu¢ dogurmaktadir®'’. Zira kripto varliklarin ticaretinden
elde edilen kar, eger kripto varlik bir yildan uzun siiredir elde tutuluyorsa, uzun vadeli yatirim
olarak kabul edilmekte ve normal gelir vergisine gore daha diisiikk oranda vergilendirilecegi

anlamina gelmektedir®®. Eger bir yildan kisa siirede elden cikarilip kar edildiyse, bu tiir

811 Mesela ABD hukukunda sermaye varliklari; ticari is amaciyla kullanilmayan tiim varliklar seklinde

tanimlanmistir. Bkzz CHATHAM Michael D. / DUNCAN Thomas K., “Taxation as a Barrier to
Blockchain Innovation”, 09.09.2020, https://papers.ssrn.com/sol3/papers.cfm?abstract id=3662619,
(E.T. 18.01.2022), s. 9.

812 Sermaye varligini takas etmek ve hediye etmek de elden ¢ikarma hiikmiindedir. Bkz: AUSTRALIAN
TAXATION OFFICE, “Tax treatment of cryptocurrencies”, 30.03.2020,
https://www.ato.gov.au/general/gen/tax-treatment-of-crypto-currencies-in-australia---specifically-
bitcoin/, (E.T. 19.01.2022).

813 AUSTRALIAN TAXATION OFFICE, “Tax treatment of cryptocurrencies”, 30.03.2020,
https://www.ato.gov.au/general/gen/tax-treatment-of-crypto-currencies-in-australia---specifically-
bitcoin/, (E.T. 19.01.2022).

814 HMRC, “Check if you need to pay tax when you sell cryptoassets”, 19.12.2018,
https://www.gov.uk/guidance/check-if-you-need-to-pay-tax-when-you-sell-cryptoassets, (E.T.
22.01.2022).

815 BAL, s. 103.

816 Ozellikle NFT cinsi kripto varliklar koleksiyon niteliginde oldugu igin hem esya hem de kisisel sermaye
olmaya uygundur. Bkz: HOERNER / NELSON / HOLSTEIN, s. 28.

817 WISEMAN, s. 433.

818 Oranlar %0, 15 ve 20°dir. Dilimler aras1 gegislerin miktari, kisinin bekar veya evli olmasma gore
degismektedir. Aile birligi adina tek kisinin beyan vermesi durumunda da dilimler aras1 gecis miktarlar
degismektedir. Mesela; tek kisinin 41,675 ABD dolarina kadar elde ettigi uzun vadeli sermaye kazanci
icin vergi oran1 %0’dir. Bkz: BANKRATE, “What is the long-term capital gains tax?”,
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sermaye kazanglar1 kisa vadeli olarak kabul edilip normal gelir vergisi oranlarina tabi

olmaktadir®?®.

Kripto varliklari, “esya” sifat1 vermek, bu varliklar1 para olarak kullanan veya siirekli
al-sat yapan traderlar i¢in olumsuzluk teskil etmistir. Zira bu kisiler bir yildan az siireli yatirim
yaptiklari i¢in kisa vadeli yatirim statiisiinde yiiksek oranli vergilere tabi olacak ve yapilan tiim
islemlerin kayit altina alinip beyam da ciddi is yiikii doguracaktir®®. Hatta boylesine bir
yaklagimin kripto varliklarin kullanimin1  tamamen caydirmaya doniik oldugu ifade

821 Bu kisiler i¢in bu varliklarin yabanci para birimi olarak tanimlanmasi daha uygun

edilmistir
sonuclar doguracaktir. Ayrica ABD vergi idaresinin de bu kullanicilari takip etmesi ¢ok zor
olacaktir. Bu sebeple kripto varliklar1 kullananlarin amacglarina gore ayrilmasi gerektigi
belirtilmektedir. Yatirrm amaciyla kullananlar icin “esya” statiisiinde kabul edilmeli, para
olarak kullananlar igin “yabanci para birimi” statiisiinde kabul edilmelidir®?2. Yabanci para
birimi statiistinde olanlar i¢in 200 ABD dolarina kadarki karlar vergiden istisna olacak, fazlasi
icin ise her islem esnasinda degil, sadece ABD dolarina gecis esnasinda vergi borcu

dogacaktir®?3

. Vergi idareleri i¢in bunun tespitini yapmak zorlayic1 bir gorevdir. Miikellefler,
daha az vergi Odeyecekleri icin kripto varliklar1 para olarak kullandiklarin1 iddia
edebileceklerdir. Burada ispat yiikiiniin kimde oldugunu tespit etmek zordur®?*. Tiirk vergi
hukuku agisindan olaya bakilacak olursa, VUK m. 3 geregi “iktisadi, ticari ve teknik icaplara

uymayan veya olayin ozelligine gére normal ve mutat olmayan bir durumun iddia olunmast

halinde ispat kiilfeti bunu iddia eden tarafa aittir”. Kripto varliklarin mutat olarak yatirim

https://www.bankrate.com/investing/long-term-capital-gains-tax/, (E.T. 29.12.2021); Ingiltere’de ise

sermaye kazang vergisi oranlar1 kazang ve kisinin durumuna gore %10-28 arasinda degismektedir. Bkz:

KALMAKHELIDZE, s. 40.

Normal gelir vergisi oranlari; %10 ile baslayip 37’ye kadar ¢ikmaktadir. Dilimler arast gegis miktarlar

kisinin medeni durumuna ve aile birligi adina beyanname verilip verilmemesine goére degismektedir.

Mesela tek kisinin 9.950 ABD dolarina kadar ki geliri %10 oraninda vergiye tabidir. Bkz: FORBES

ADVISOR, “What Is My Tax Bracket? 2021-2022 Federal Tax Brackets”, 10.11.2021,

https://www.forbes.com/advisor/taxes/taxes-federal-income-tax-bracket/, (E.T. 29.12.2021).

AHMED, s. 713; Doktrinde, kripto varliklarin esya statiisiinde diizenlenmesi, vergisel agidan “yutulmasi

zor ac1 bir ilag” olarak tanimlanmistir. Zira 6denecek vergilerden ¢ok yapilan her iglemin kayit altina

alinip beyan edilmesinin zorluguna vurgu yapilarak; “Vergiler Bitcoin’i &ldiirmez fakat beyan

yiikiimliiliikleri dldiirebilir” denmistir. Bkz: SMITH / HORA, s. 31; Kripto varliklarin birbirleriyle takas

edilmesi dahi (mesela ethereum verip bitcoin almak gibi) hem beyan yiikiimliiliigii hem de kar varsa vergi

odeme yiikiimliiliigii doguracaktir. Durum Ingiltere’de de ABD ile aynidir. Bkz: FRYER / ENGLISH, s.

688.

821 ANTONIKOVA, s. 436.

822 ROMAN,; s. 451; WISEMAN, s. 435, 438.

823 ANTONIKOVA, s. 450; Buna mukabil esya olarak diizenlendiginde 10 cent bile kar elde edilse beyan
tabi olacaktir. Bkz: WINSTEAD, s. 517.

824 AHMED, s. 725.

819

820
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amaciyla kullanildig1 diisiiniiliirse, para olarak kullandigini iddia eden miikellefin bunu ispat

etmesi gerekecektir.

Sermaye kazang vergisi uygulayan bagka bir iilke Avustralya’dir. Bu iilkede kisiler
yatirirm amaciyla kripto varlik alip kar elde ettiklerinde sermaye kazang vergisine tabi
olacaklardir. Kripto varliklarin kigisel esya statiisiine girerek sermaye kazancindan istisna
edilmesi s6z konusu olmayacaktir. Eger kripto varlik bir yildan uzun siire elde tutulduysa, elde
edilen kar daha diisiik oranlarda vergiye tabi olacaktir. Yatirim yapilan kripto varligin degeri
ne kadar yiikselirse yiikselsin, elden ¢ikarilmadik¢a vergi borcu dogmayacaktir®®. Kanada’da
da uygulanan sermaye kazang vergisinin kripto varliklara uygulanacagi ilan edilmistir. Ulkenin
Vergi Idaresi, normal gelir vergisine tabi olmayan kripto varlik alim satimlarmin sermaye
kazang vergisine tabi olacagini agiklamistir. Eger kisiler mutat olarak kripto varlik alim satimi

yapiyorsa sermaye kazang vergisi degil normal gelir vergisi yiikiimliiliigii dogacaktir®?°,

B. HARCAMA VERGILERi ACISINDAN INCELENMESI

Harcama vergileri i¢in yapilan bir tasnife gore; istisnalar hari¢ tutularak piyasadaki tiim
mal ve hizmetlere uygulanan vergilere genel harcama vergileri, piyasadaki sadece belirli mal
veya hizmetlere uygulanan vergilere ise 6zel harcama vergileri ismi verilmektedir®?’. Genel
harcama vergilerine AB’deki KDV ve ABD’deki Genel Satis Vergisi (GSV), Ozel harcama
vergilerine ise Tiirkiye’den OTV, BSMV misal verilebilir®?. Ozellikle KDV ve GSV acisindan
kripto varliklarin durumu tartigmali goriilmektedir. Zira bu vergiler istisna olmadikca
piyasadaki tiim satislara ve hizmetlere uygulanan vergilerdir. Ozel harcama vergileri ise agik¢a
vergiye tabi olan mal ve hizmetlere uygulandigi i¢in kripto varliklar agisindan soru isareti
barindirmamaktadirlar. Kripto varliklar acgik¢a diizenlenmedik¢e herhangi bir 6zel tiikketim

vergisine tabi olmayacaktir.

1. KDV Agcisindan
AB’deki KDV uygulamasinda, kripto varliklara bakis agisindan kismi bir tutarlilik s6z
konusu oldugu sdylenebilir®?. Bu tutarhilig1 saglayan temel sebep, 2015 yilinda AB Adalet

825 Nitekim sermaye kazang vergisinin temel mantiginda da bu vardir. Sadece elde edilen ve kesinlesen

sermaye karlar1 vergiye tabi olur. Bkz: ZHANG, s. 9.

826 CANADA REVENUE AGENCY, “Guide for cryptocurrency users and tax professionals”, 26.06.2021,
https://www.canada.ca/en/revenue-agency/programs/about-canada-revenue-agency-
cra/compliance/digital-currency/cryptocurrency-guide.html, (E.T. 18.01.2022).

827 TAYLAR, s. 435.

828 Genel Satis Vergisi’ne benzer bir vergi sistemi Avustralya’da uygulanmakla beraber bu iilkedeki ismi
Mal ve Hizmetler Vergisi’dir. Bkz: STERN, s. 14.

829 ALONSO Sergio Luis Nanes, “Activities and Operations with Cryptocurrencies and Their Taxation
Implications: The Spanish Case”, MDPI Laws, C. 8, S. 16, 2019, s. 4, 5.

171



https://www.canada.ca/en/revenue-agency/programs/about-canada-revenue-agency-cra/compliance/digital-currency/cryptocurrency-guide.html
https://www.canada.ca/en/revenue-agency/programs/about-canada-revenue-agency-cra/compliance/digital-currency/cryptocurrency-guide.html

Divani (Court of Justice of the European Union) tarafindan alinan karardir. AB {iyesi tilkeler
tarafindan uyulmasi zorunlu olan bu karar geregi, bitcoin (ve diger sanal paralarin) alim satimi
KDV den istisna edilmistir. Kararin igerigine bakildiginda, Isve¢’te baslayan olayda, David
Hedquvist isimli kisi, kripto varlik borsas1 kurup isletmeyi diisiinmektedir. Fakat alip sattigi
kripto varliklar tizerinden KDV hesaplayip hesaplamayacagi hususunda tereddiit yagsamistir. Bu
hususta Isve¢ Gelir Hukuku Komisyonu’na (Revenue Law Commission) basvurmustur.
Komisyon, Ekim 2013’te, bitcoin ve diger kripto varliklarin alim satimina aracilik etmenin bir
tiir borsa faaliyeti oldugu ve ilgili Isve¢ mevzuat1 geregi KDV den istisna oldugu seklinde karar
vermistir. Isve¢ Vergi Idaresi (Skattevert), bu karar kars1 Isve¢ Danistayr’na (Supreme
Administrative Court) basvurmustur ve bu islemlerin KDV’ye tabi olmasi yoniinde itiraz
etmistir. Isve¢ Damistay1 konuyu AB Adalet Divani’na tastyarak AB genelinde bir ¢dziim
bulunmasini istemistir. AB Adalet Divani kararinda, bitcoinin fiziki bir varligi olmadig1 i¢in
mal teslimi niteliginde olmamakla birlikte hizmet ifas1 kapsaminda KDV ye tabi oldugu, fakat
KDV Direktifi’nin 135/1/e hiikkmii geregi para birimi alim satimi istisnasina tabi oldugu

830

sonucuna varmistir™", Yiiksek mahkeme Bitcoin’in degisim araci olma disinda bir amacinin

olmadigini ve belirli yerlerde bu amaca hizmet de ettigi sonucuna varmistir®!, Bu sebeple para

birimi alim satimu istisnasina bitcoin ve benzeri sanal paralari da sokmustur®®,

Bu karar ve AB KDV Direktifi dogrultusunda, iiye iilkeler arasinda kripto varliklara
KDV’den istisna tanima hususunda yaygin bir uygulama oldugu goriilmektedir®3, Zaten AB
Adalet Divani kararlarina tiye devletler riayet etmezse, birlikten ¢ikarilmaya kadar varabilecek

yaptirimlara maruz kalabileceklerdir®4,

830 Fakat bu olayda David Hedqvist, bitcoin ve benzerlerini 6nce kendisi satin almakta, daha sonra iizerinde

kar koyarak miisterilerine satmaktadir. Bagka bir ifadeyle arada komisyon {icreti yoktur. Sadece finansal

bir aracin satis1 vardir. Komisyon ticreti alinarak islem yapilmasi, komisyon iicretleri hizmet kategorisine

sokarak vergiye tabi kilar. Bkz: VALUE ADDED TAX COMMITTEE, Issues Arising from Recent

Judgments of the Court of Justice of the European Union CJEU Case C-264/14 Hedqvist: Bitcoin,

Working Paper No 892, European Commission, 2016, s. 19.

Mahkeme’nin bu goriisii elestiriye maruz kalmistir. Zira 2020 yilina gelindiginde agikca anlagilmistir ki,

Bitcoin ve benzerlerinin temel amaci yatirim spekiilasyonudur. Hatta kararin verildigi 2015 yilinda bile

bu amag daha baskindir. Bkz: EHRKE-RABEL / ZECHNER, s. 510.

832 COURT OF JUSTICE OF THE EUROPEAN UNION, Skatteverket v David Hedgvist, In Case C-264/14,
22.10.2015; Bu istisnanin temel amaci, finansal islemlerde KDV hesaplamalarinin zor olmasidir. Bkz:
VALUE ADDED TAX COMMITTEE, s. 4.

833 DASTYARI Sam, Digital Currency—Game Changer or Bit Player, The Senate Economic Reference
Comittee Australia, 2015, s. 7, 8; BAL, Taxing, s. 389; irlanda i¢in bkz: IRISH TAX AND CUSTOMS,
s. 3.

834 COURT OF JUSTICE OF THE EUROPEAN UNION, “What does the CJEU do?”, https://european-
union.europa.eu/institutions-law-budget/institutions-and-bodies/institutions-and-bodies-profiles/court-
justice-european-union-cjeu_en, (E.T. 21.01.2022).
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AB biinyesinde bitcoin ve diger kripto varliklarin alim satiminda KDV hususu bu
kararla agiga kavusturulmustur. Fakat kripto varliklarin KDV ile ilgili olusturdugu sorunlar
bunlardan ibaret degildir. Bu hususta Avrupa Komisyonu’nun ¢alismasi bulunmaktadir. Mesela
kripto varlig1 para olarak kullanip, bagka bir sey veya hizmet karsiliginda verilirse KDV
dogacak midir? Bu sorunun cevabi bu islemin takas gibi degerlendirilmeyip tek bir KDV
uygulanacagidir. Zira AB Adalet Divani bitcoin ve benzerlerini KDV agisindan resmi paralarla
ayni statiilye koydugu i¢in 6deme araci olarak kabul edilecek ve verilen bitcoin veya benzeri
iizerinden KDV borcu dogmayacaktir. Buna mukabil karsiliginda alinan seyin degeri tizerinden

KDV hesaplanacaktir.

Madencilik faaliyetleri iizerinden KDV hesaplanip hesaplanmayacagi baska bir soru
olarak ortaya ¢ikmaktadir. Bu soruya, madencilik faaliyeti sonucu elde edilen gelire gore farkl
cevaplar verilebilmektedir. Madenciler islem yapan kisilerden almadiklari, sistem tarafindan
odil olarak verilen bitcoin veya benzerleri i¢in KDV hesap etmeyeceklerdir. Zira KDV
dogabilmesi i¢in bir muhataba hizmet veya mal verilmesi gerekmektedir. Madencilerin aldiklar
odiilde ise dogrudan bir muhatap bulunmamaktadir®®. Bitcoin veya benzeri kripto varligi
transfer etmek igin madencilere ihtiyari olarak 6denen islem iicretleri tizerinden KDV
hesaplanip hesaplanmayacagi ise belirsizligini korumaktadir. Burada muhataba verilen bir iicret
bulundugu i¢in KDV borcunun dogmasi gerektigi diistiniilebilir. Fakat bu durumda hizmet ifa
eden konumundaki madencinin ilgili iilkeye beyanname verip KDV borcunu 6demesi pratik

zorluk barindirmaktadir.

Yukarida bahsedilen, AB Adalet Divani tarafindan verilen Hedqvist igtihadinda,
miitesebbis, yatirimeilara aracilik etmemekte, kendi aldigi bitcoin ve benzerlerini belli bir karla
miisterilerine satmaktadir. Eger borsalarin dogrudan alim yapmadan alic1 ve saticilar: bir araya
getirip bunun karsiliginda komisyon almast durumunda, aliman komisyon ig¢in durum
degisebilmektedir. Alinan bu komisyonlar hizmet ifasi oldugu ve dogrudan para birimi
istisnasindan faydalanamayaca@i icin sadece komisyon iizerinden KDV hesaplanmasi

gerekecektir®®,

AB iilkeleri arasinda kripto varliklara yonelik KDV uygulamasinda temelde farklilik

bulunmamasina ragmen bazi istisnai farkliliklar bulunabilmektedir. Mesela AB genelinde

835 BAL, How, s. 275.

836 VALUE ADDED TAX COMMITTEE, s. 8, 14, 15, 19; EHRKE-RABEL / ZECHNER, s. 513; WOLF
Redmar A., “Virtual Currencies, M-Payments, and VAT: Ready for the Future?”, GIMIGLIANO
Gabriella (editor), Bitcoin and Mobile Payments, Ingiltere 2016, s. 246, 247.
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madencilik faaliyetlerinin KDV den istisna oldugu goriilse de Fransa’da madencilik faaliyetleri
de KDV’ye tabidir®’. AB iiyesi olmayan Avrupa iilkelerinde de KDV agisindan AB benzeri
politikalar izlendigi goriilmektedir. Mesela AB digindan KDV uygulayan iilkelerden olan

Japonya ve Giiney Afrika, kripto varlik alim satimlarint KDV den istisna etmistir®®,

KDV bir tiiketim vergisidir ve vergilendirme yetkisi tiikketimin yapildigi tilkededir. Eger
kripto varliklarin satis1 KDV veya diger bir tiiketim vergisine tabi olacaksa, alicinin konumunu
ve kimligini tespit etmek bir sorun olacaktir®°. Zira kripto varlik satislari tamamen internet
ortaminda yapilmaktadir. Alicinin konumunu belirleme konusunda tek dayanak noktasi alicinin

beyanidir®*°

. Alicinin konumu dogru belirlense bile kripto para borsasinin her bir iilke i¢in ayr
ayr1t KDV veya diger vergiler icin miikellefiyet tesis etmesi gerekmektedir. AB {ilkeleri i¢in bu
bir sorun teskil etmese de diger iilkeler i¢in aymi sey sdylenemez®!. Bu sebeple hem
uygulanabilirlik agisindan hem de gergek mahiyetin dikkate alinmasi agisindan kripto varlik
alimlarinin harcama vergilerine tabi olmamasi en dogru olandir®2. Zira burada para olarak
kullanilabilen bir varlik bulunmakta veya finansal bir araca yatirim yapilmaktadir. Bunlarin her

ikisi de devletler tarafindan genellikle KDV den istisna edilen konulardir®*,

2. GSV Agisindan
GSV uygulayan Avustralya’da, ilk baslarda kripto varliklarla yapilan aligverisgler takas
olarak kabul edilmekte ve iki ayr1 islemin varlig1 esas alinarak iki ayr1 GSV hesaplanmasi
istenmekteydi®**. Fakat 2017 yilinda yapilan diizenlemeyle, kripto varliklarla yapilan islemlerin
iizerindeki bu agir dolayl vergi yiikii kaldirilarak, bu islemlerin takas olarak kabul edilmemesi

ve tek bir GSV tahsili uygulamaya konmustur®4

. GSV agisindan benzer bir durum Singapur’da
da cari idi. Bu iilkede de 2020 yilinda yapilan diizenleme ile kripto varlik alim satimlari

GSV’den istisna edilmis, kripto varliklarla alinan mal ve hizmetler icin tek bir GSV

837 Bkz: GESLEY, s. 40, 41.

838 KABWE Ruddy, “The VAT Treatment of Cryptocurrenciesin South Africa: Lessons from Australia”, 6th
Annual International Mercantile Law Conference, University of the Free State, 2019, s. 775; OECD,
Taxing, s. 36, 37, 38.

839 GUMUS UZUYAR Sevilay Ece, “Evaluation of Taxation of Cryptocurrencies in the Context of
Schumpeter’s Creative Destruction”, KOLUKIRIK Suat (editor), Digitalisation and Future of Digital
Society, Almanya 2020, s. 86, 87.

840 BAL, Taxing, s. 389; Halbuki AB mevzuati tiikketicinin konumunu belirlemede, birbirleriyle uyumlu iki
farkli delil aramaktadir. Bkz: BAL, How, s. 276.
84l Zira AB biinyesinde MOSS sistemi sayesinde tek bir kayitla tiim AB iilkelerine iliskin KDV

ylkiimliliikleri yerine getirilebilmektedir. Bkz: BAL, How, s. 276.

842 Doktrinde KDV ’ye tabi olmasi gerektigi yoniinde goriis icin bkz: BOZDOGANOGLU, s. 8.

843 Bu hususta AB hukukunda KDV den istisna edilen konular i¢in bkz: AB KDV Direktifi m. 135.

844 STERN, s. 12-14; MICALLEF / BAIN, s. 3; Bu durumun Avustralya’daki teknolojik gelismeyi
engelledigi yoniinde bkz: DASTYARI, s. 31.

845 POWELL / HOPE, s. 603; VALENTE, s. 547.
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yiikiimliiliigii dogacag1 kabul edilmistir®®. GSV’de vergilendirme yetkisi, tiiketim yapilan
yerdeki devlette bulundugu i¢in kripto varlik satislarinin vergilendirilmesinde yetkinin hangi
devlette olacagi soru isareti barindirmaktadir. Burada doktrinde, servis saglayicilarinin, kripto
varlik satislarina aracilik ederken alici ve saticilarin yerini bildigi i¢in duruma yardimci

olabilecegi belirtilmistir®*’.

ABD’de bir kisim eyaletlerde, kanunla, satis vergilerinin agikca fiziki kisisel esya
satiglarina uygulanacagi belirtilmistir. Fiziki bir esya olmayan kripto varliklarin bu tiir satis

vergileri karsisindaki durumu belirsizdir®4®

. Mevcut haliyle bu tiir vergilere tabi olmadigi
sOylenebilir. Bunun yaninda ABD’de satis vergileri, eyaletten eyalete degisebilmektedir. Kimi
eyaletler, kripto varliklara satis vergileri kapsaminda da esya statiisii vererek, kripto varlik alim
satimin takas statiistinde kabul etmekte, karsilikli iki adet vergi tahakkuk ettirmektedir. Bu
durumun olusturdugu vergi yiikii cok yliksek olmakta, kisileri vergiyi doguran olay1 gizlemeye

yoneltmektedir®®®,

3. Diger Harcama Vergileri Acisindan
Genel harcama vergileri digsindaki harcama vergileri ile ilgili devletlerin ¢ok az
diizenleme yaptig1 goriilmektedir. Kripto varliklara iliskin islemlerde, temelde yatan sézlesme
geregi damga vergisi alinip alinmamasi hukuki sorun olusturabilmektedir. Bu hususta ingiltere
Vergi idaresi HMRC (Her Majesty's Revenue and Customs), agik¢a kripto varliklarla yapilan

islemlerin damga vergisine tabi olacagini kabul etmistir®®,

Kenya Devleti’nin Gelir Idaresi, kripto varliklarla yapilan islemlerin dijital hizmet

851

vergisine tabi olabilecegini ifade etmistir®®!. Buna mukabil Ingiltere’de kripto varliklarin dijital

hizmet vergisine tabi olmayacag belirtilmektedir. Zira Ingiltere’de bu verginin kapsami acikca
belirtilmis olup, cevrimi¢i arama motorlarina, sosyal medya platformlarina ve g¢evrimigi

aligveris sitelerine 6zgiidiir®?.

846 INLAND REVENUE AUTHORITY OF SINGAPORE, IRAS e-Tax Guide GST: Digital Payment
Tokens, Singapur, 2020, s. 1-23; OECD, Taxing, s. 37, 38.
847 GOITOM Hannibal, Taxation of Cryptocurrency Block Rewards in Selected Jurisdictions, US Law

Library of Congress, 2021, s. 72

848 SMITH / HORA, s. 33.

849 WINSTEAD, s. 520.

850 HMRC, “Cryptoassets Manual”, https://www.gov.uk/hmrc-internal-manuals/cryptoassets-
manual/crypto40000, (E.T. 19.01.2022).

81 GOITOM, s. 72.

852 FRYER / ENGLISH, s. 703.
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C. SERVET VERGILERI ACISINDAN INCELENMESI
Kripto varliklarin karsiliksiz bagisi veya miras yoluyla intikalinin vergilendirilmesi
hususunda birkag iilke idari aciklayici belge yayimlamistir. ingiltere kripto varliklarin ivazsiz
veya veraset yoluyla intikalini, veraset vergisine tabi olacagini agiklamistir. Bu vergi agisindan
325.000 Ingiliz sterlinine kadar istisna bulundugu da belirtilmelidir. Giiney Kore ve Finlandiya
da kripto varliklarin veraset ve ivazsiz intikal vergisine tabi olacagini agiklamakla birlikte

ayrmt1 vermemislerdir®3,

Genel servet vergisi uygulayan iilkelerden Liiksemburg ve Isvigre’de kripto varliklar
genel servetin hesabinda dikkate alinacaktir. Liiksemburg’da genel servet vergisinin orani %0,5
iken Isvigre’de kantonlar arasi farkliliklar olusabilmektedir®®*. Tasinmaz servet vergisi

uygulayan Fransa’da, kripto varliklarin bu vergiye tabi olmayacagi belirtilmistir®®.

D. TURK VERGI SISTEMi KARSISINDAKI DURUM

1. Gelir Vergileri Agisindan
Tiirkiye’de kripto varliklarin vergiye tabi olabilmesi i¢in kanunda agikc¢a tanimlanmis
bir hiikme uymas1 gerekir. Bunun igin dncelikle kripto varliklarin niteliginin tespiti sarttir. Gelir

vergisi sistemine bakildiginda, kripto varliklarin, para veya menkul kiymet olarak taninmasi

56

ihtimali  diisiik goriindiigii icin®® bunlarin  normal ticari mal/emtia statiisiinde

degerlendirilebilecegi goriilmektedir®®’. Ticari amagla bunlarin alim satimi, madencilik ve

858

benzeri suretlerle iiretimi ticari kazang statiistinde vergilenecektir®>®. Arizi olarak bunlarin alim

853 OECD, Taxing, s. 39, 40.

854 OECD, Taxing, s. 40.

855 YALAMAN/ YILDIRIM, s. 417.

856 Zira TCMB kripto varliklarla ilgili yaptig1 tanimda bunlarin agik¢a para veya menkul kiymet olmadigini

belirtmistir. Bkz: Bkz: Odemelerde Kripto Varliklarin Kullanilmamasina Dair Yonetmelik, RG:

16.04.2021 / 31456; Bu goriisiin GIB tarafindan da kabul edilmesi ihtimaline binaen bu sonuca

varilmaktadir.

GIB eski baskan1 Adnan Ertiirk tarafindan 2017 yilinda kripto varliklarin emtia sayilabilecegine yonelik

aciklama yapilmistir. Bkz: NTV, “Bitcoin‘e vergi geliyor (Maliye, SPK ve MB kripto paralar1 inceliyor)”,

13.12.2017, https://www.ntv.com.tr/teknoloji/bitcoine-vergi-kapida,riHhA6CgEUqJgGXs7TRWIgA,

(E.T. 24.01.2022); Ayn1 yonde doktrin goriisii igin bkz: MERT, s. 331.

858 TURKYILMAZ Tamer, “Kripto para kaynakl kazanglarda vergileme”,
https://www.vergidegundem.com/makale?categoryName=Vergide&publicationNumber=1&publication
Year=2018&publicationld=4739474,  (E.T.  26.01.2022); SISMAN  Giilden,  “Bitcoin’in
Vergilendirilmesi”, Legal Mali Hukuk Dergisi, C. 14, S. 159, 2018, s. 735; YILMAZ Yigit, “Kripto
Paralar, Blockchain ve Bitcoin Vergilendirilmesi”, Vergi Raporu, S. 236, 2019, s. 54; KIZIL, s. 192;
Madencilik faaliyetinin teknik bilgiyi gerektirmesi sebebiyle serbest meslek kazanci sayilmasi gerektigi
yoniinde bkz: YILDIZ Yigit, “Kripto Paralarin (Bitcoin) Vergilendirilmesi”, Vergi Raporu, S. 221, 2018,
s. 48; CELENER Balca, “Bitcoin ve Diger Kripto Para Birimlerinin Vergilendirilmesine Yonelik
Yaklagimlar”, Legal Mali Hukuk Dergisi, C. 15, S: 172, 2019, s. 793; Madenciligin serbest meslek
kazanci olarak vergilenmesi gerektigi yoniinde bkz: YILMAZ Giines / KOC Tayfur Siileyman, “Kripto-
Para Alim Satim1 ve Madenciligi Faaliyetlerinin Vergilendirilmesi Uzerine Bir Tespit ve Oneri”, Vergi
Sorunlar1 Dergisi, S. 364, 2019, s. 39; PEHLIVAN, s. 147, 148; Baska bir goriise gére madenciligin hem
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satim1 ise GVK m. 82/1 kapsaminda arizi ticari kazang¢ kapsaminda vergiye tabi olacaktir. 2022

yilt i¢in arizi ticari kazanglarin 58.000 TL’lik kism1 vergiden istisnadir.

Nitekim Haziran 2022 tarihli bir 6zelgede®® esitli oyunlardan kazanilan “coinlerin”
ticaretinin yapilmas1 durumunda ticari kazancin olusacagi belirtilmistir. Siirekli bu tiir varliklar
alim satim yapanlarin ticari kazan¢ kapsaminda vergiye tabi olacagi, arizi olarak alim satim
yapanlarin ise arizi ticari kazang kapsamina vergiye tabi olacagi belirtilmistir. Bu 6zelge sadece
oyun icinde kazanilan oyun paralariyla ilgili olarak verilmistir. Bu sebeple diger tiim kripto
varliklara uygulanip uygulanmayacagi mevzusu acik degildir. Ozelge bir idari yorum
niteliginde olup, bu yorumu kiyas yoluyla genisletmek, vergi hukukundaki kiyas yasag ilkesine

860

aykir1 olacaktir®". Bu sebeple bu 6zelgenin sadece oyunlardan kazanilan paralarla ilgili bir idari

goriis olarak kabul edilmesi gerekir.

Kripto varliklarin menkul kiymet olarak kabul edilmesi ihtimalinde, GVK m. 37/2/5
hiikmii geregi yine ticari kazan¢ olusacaktir. Bunun yaninda miikerrer m. 80/1 kapsaminda
sermaye piyasasi aracinda deger artis kazancina tabi olabilir®?. Bu ihtimalde de yine m. 82/1
kapsaminda arizi ticari kazang giindeme gelebilir. Doktrinde kripto varliklarin GVK m. 70/5
kapsaminda gayrimenkul gibi varsayilan “sanayi ve ticaret ve bilim alanlarinda elde edilmis
bir tecriibeye ait bilgilerle gizli bir formiil veya bir imalat usulii iizerindeki kullanma hakki veya
kullanma imtiyazi gibi haklar” kapsamina girerek, GVK m. 80/2 kapsaminda deger artis
kazancina girebilecegi de ileri siiriilmiistiir®2, NFT iiretilip satilmasi durumunda ise kisisel

beceriye dayanan bir is ortaya ¢ikacag icin serbest meslek faaliyeti olusacaktir®®,

Mevcut vergi kanunlar1 ve diizenlemeleri ile durum bu olmakla birlikte, ger¢cek usulde
gelir vergisi mikellefi olmayan kisilerden sadece kripto varlik alip sattigi i¢in vergi

miikellefiyeti tesis etmesini beklemek gergekci olmayacaktir. Ayni sekilde arizi olarak kripto

ticari kazan¢ hem de serbest meslek kazanci olarak yorumlanmasi miimkiindiir. Bkz: ATES Leyla,
“Bitcoin: Sanal Para ve Vergileme”, Vergi Sorunlar1 Dergisi, S. 308, 2014, s. 138.
859 GIB ANKARA VERGI DAIRESI BASKANLIGI: “Oyun parasi ticaretinin vergilendirilmesi hk.”,
17.06.2022, https://www.gib.gov.tr/oyun-parasi-ticaretinin-vergilendirilmesi-hk, (E.T. 23.11.2022).
860 Kiyas yasag1 hususunda bkz: ORTAC / UNSAL, Genel Hiikiimler, s. 75, 76; SENYUZ / YUCE /
GERCEK, Genel Hiikiimler, S. 76.
AKIZ Emre Hakan, Kripto Paralarin Vergilendirilmesi, Muhasebelestirilmesi ve Denetimi, istanbul
Ticaret Universitesi Dis Ticaret Enstittisit Working Paper Series, WPS NO/ 224 / 2019-06, 2019, s. 10;
Doktrinde menkul sermaye iradinin da giindeme gelebilecegi belirtilmektedir. Bkz: YERELI Ahmet
Burgin / ORKUNOGLU-SAHIN Isil Fulya, “Cryptocurrencies and Taxation”, 5th International Annual
Meeting of Sosyoekonomi Society, italya, 2018, s. 226; KIZIL, s. 185, 186.
DEMIR Firat, “Kripto Para Borsalarinda Kripto Para Alim Satim Islemlerinin Vergilendirilmesine iliskin
iki Farkli Oneri”, Vergi Raporu Dergisi, S. 260, 2021, s. 94; Fakat bu yorumun zorlama oldugu da
belirtilmistir. Bkz: TURKIYE BILISIM VAKFI, s. 55.
863 ORKUNOGLU SAHIN Isil F. / CIFTCI Taha Emre, “Metaverse’de Gerceklestirilen Islemlerin
Vergilendirilmesi”, Fiscaoeconomia, C. 6, S. 2, 2022, s. 688.
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varlik alip satanlarin dahi beyanname verip vergisini 6deme ihtimali ¢ok diisiiktiir. Bu sebeple
kripto varliklar vergilenirken, borsalara sorumluluk yiiklemek ve stopaj yoluyla vergilemeye
gitmek verginin iktisadiligi ve etkinligi ilkelerinin geregidir. Bu acidan oncelikle kripto
varliklarin bir ¢esit menkul kiymet olarak tanimlanmasi miimkiin olabilir. Sermaye Piyasasi
Kanunu m. 3 bu hususta Sermaye Piyasas1 Kurulu’na bu yetkiyi vermistir. Daha sonra kripto
varlik borsalarina vergi sorumlusu sifat1 yliklenerek stopaj yapma yiikiimliiliigii getirilip GVK
gecici m. 67 kapsaminda vergilendirilmesi temin edilebilir®®*. Stopaj matrahi olarak miikellefin
kripto varlik borsasina ilk yatirdig1r miktar ile ¢ektigi miktar arasindaki fark kabul edilebilir.

Yaptig1 her alim-satim islemini vergiyi doguran olay olarak kabul etmek dogru olmayacaktir.

Kripto varliklarin niteligi geregi bu yontemin de kusursuz oldugunu iddia etmek zordur.
Oncelikle borsalar iizerinden kripto varlik alimi yapanlar, daha sonra bu varliklar baska bir
borsaya veya kendi dijital clizdanlarina aktarabilirler. Bu durumda takip edilebilmeleri ¢ok
zordur. Yine Tiirkiye’de gelir vergisi miikellefi olan bir kisinin yurtdisinda kurulu bir borsadan
kripto varlik iglemleri yapmasi durumunda, bu borsalarin Tiirkiye adina vergi kesip 6demeye
ikna edilecegini diisiinmek gercek¢i olmayacaktir. Her ne kadar yurtdisinda kurulu borsalardan
kripto varlik alim satim1 engellenmeye ¢alisilsa da®®® kripto varliklarin niteligi geregi borsalar
veya ciizdanlar arasi transfer yapilarak varliklarin yurtdisindaki borsalara aktarimi zor degildir.
Ayrica stopaj yoluyla kazancglarmin azalacagini diisiinen yatirnmcilarin herhangi bir vergi
yiikiimliiliigli olmayan iilkelerde faaliyet gosteren borsalara yonelecegini tahmin etmek zor
degildir®e®,

Kurumlar vergisi agisindan, kripto para borsalarinin durumuna ayrica bakmak gerekir.
Kripto para borsalari ile ilgili hukuki diizenlemeler, iilkelerin ¢ogunda bulunmadig i¢in bu
borsalar genellikle ticari sirket statiisiinde faaliyet gostermektedir. Elde ettikleri komisyonlar
ve diger gelirler normal bir sekilde kurum kazanci olmaktadir. Bu tiir ticari kurumlarin
kazancinin diger ticari kurum kazanglarindan pek farki yoktur. Zira bu kurumlar, sadece kripto
varlik alim satimina aracilik etmekte ve bu hizmet karsilig1 komisyon geliri elde etmektedirler.
Kazanclar1 siradan bir komisyon geliridir. Kripto varliklarin ticaretine aracilik etmelerinin

vergisel bir sorun teskil etmeyecektir®®’.

8  YILMAZ s. 53: CELEN, s. 175.

865 Bkz: Odemelerde Kripto Varliklarin Kullanilmamasina Dair Y6netmelik m. 4/2.
866 TURKIYE BILISIM VAKFTI, s. 68-70.

8  TURKIYE BILISIM VAKFTI, s. 20.
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2. Harcama Vergileri Agisindan

Tiirkiye’de heniiz kripto varliklarin vasfi tespit edilmedigi icin KDV karsisindaki durum
belirsizdir. Fakat emtia olarak tanimlanmasi ihtimali daha yiiksektir. Eger emtia olarak
tanimlanirsa, alim satimlar1 ticari kazang kapsaminda kalacagi i¢in KDV Kanunu m. 1 geregi
KDV’ye tabi olacaktir®® Bu durumda bir istisna taninmasi giindeme gelebilir. Zira kripto
varlik ticaretinde %18 gibi bir KDV yiikii eklenirse, bu varliklar1 kar amaciyla alip satanlarin
boyle bir vergi karsisinda Tiirkiye’de islem yapamayacagi agiktir®®. Zaten giiniimiizde kripto
varlik borsalar1 dogrudan bunlar1 satmayip sadece alic1 ve saticiyr bir araya getiren araci
konumunda olduklari i¢in aldiklar1 komisyon {izerinden KDV 6demekle birlikte kripto varligin

tiim degeri iizerinden KDV 6denmemektedir®”

. Zira bu varlig1 satan borsa degil, borsada hesab1
bulunan varligin esas sahibidir. Bunlar da genellikle yatirim amaciyla kripto para alim satimi
yapan kisiler oldugu i¢in yaptiklar1 bu islemler i¢in KDV 6dememektedir®*. Fakat bu kisilerin
baska isleri dolayistyla KDV miikellefi olmalari veya siirekli kripto varlik alim satim1 yapmalari
durumunda ne olacagi belirsizligini korumaktadir. Bu durumda KDV miikellefiyeti
dogabilecektir. Bu sebeple KDV Kanunu’nda kripto varlik alim satiminin agik¢a vergiden

istisna edilmesi dogru olacaktir.

Kripto varliklarin para olarak tanimlanmasi ihtimali yok denecek kadar azdir®2. Zira

2021 yilinda ¢ikardig1 bir yonetmelik ile TCMB, kripto varlik tabirini kullanarak bunlarin

873

O0deme araci olmasini yasaklamistir®’”. Bagka bir ifadeyle Tiirkiye’de kripto varliklarin 6deme

aract olarak kullanilmasi yasaktir. Tanimlansa bile KDV Kanunu m. 17/4/g hiikkmii geregi

868 KAPLANHAN Fatih, “Kripto Paranin Tiirk Mevzuati A¢isindan Degerlendirilmesi “Bitcoin Ornegi””,

Vergi Sorunlari, S. 353, 2018, s. 118; KIZIL, s. 191; Emtia kabuliinde, bitcoinin para olarak kullanilip

bagka bir mal karsilig1 verilmesi durumunda iki taraf icin de KDV borcu dogabilecektir. Bkz: MERT, s.

342.

Boyle bir durumda kripto varlik borsalarinin da vergi cenneti iilkelere kagip, internet iizerinden

Tiirkiye’de faaliyette bulunmaya yonelecegi belirtilmektedir. Bkz: UNALAN Gékhan, “Kripto Paralarin

Vergilendirilmesi”, Hacettepe Universitesi SBE Yaymmlanmamus Yiiksek Lisans Tezi, 2019, s. 74;

CELEN, s. 168; Emtia sayilip KDV ye tabi olsa bile arizi ticari kazang sahipleri KDV hesaplamayacaktir.

Bkz: TURKIYE BILISIM VAKFI, s. 71.

870 TURKYILMAZ Tamer, “Kripto para kaynakli kazanglarda vergileme”,
https://www.vergidegundem.com/makale?categoryName=Vergide&publicationNumber=1&publication
Year=2018&publicationld=4739474, (E.T. 26.01.2022); OZDEMIR Osman, “Kripto Para Kaynakli
Kazanglarin Vergilendirilmesi”, Vergi Raporu Dergisi, S. 264, 2021, s. 86.

87l Anzi olarak yapilan ticari kazang zaten KDV’ye tabi degildir;, KARAKAS EKER Hilal, “Bitcoin

Ornegiyle Kripto Paralarm Tiirk Vergi Mevzuati Agisindan Degerlendirilmesi”, 09.01.2020,

https://www.hukukihaber.net/bitcoin-ornegiyle-kripto-paralarin-turk-vergi-mevzuati-acisindan-

degerlendirilmesi-makale,7342.html, (E.T. 25.01.2022).

Doktrindeki, kripto paralarin degerinin ABD dolari cinsinden ifade edilmesi sebebiyle yabanci para birimi

olarak tanimlanmasi yoniinde bkz: DOGAN Zeki / BUYRUKOGLU Selguk / KUTBAY Hiiseyin,

“Tiirkiye’de Bitcoin Islemlerinin Vergilendirilmesi ve Muhasebelestirilmesine Iliskin Oneriler”, Vergi

Sorunlan, S. 361, 2018, s. 30.

873 Bkz: Odemelerde Kripto Varliklarin Kullanilmamasina Dair Yonetmelik, RG: 16.04.2021 / 31456.
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vergiden istisna olacaktir. Az da olsa menkul kiymet olarak tanimlanmasi durumunda ise Gider

874 Bu durumda kripto varlik

Vergileri Kanunu m. 28 geregi BSMV dogma ihtimali olusacaktir
borsalart veya servis saglayicilarinin BSMV miikellefi olarak diizenlenmeleri gerekecektir.
Madencilikten elde edilen kripto varliklarla ilgili KDV uygulamasinda ise yukarida anlatilmig

olan AB uygulamasiyla benzer sonuglara ulasilmasi gerektigi diisiiniilmektedir®®.

488 say1l1 Damga Vergisi Kanunu eski tarihli olmasina ragmen restore edilmis, sadece
kagit lizerine damga vurulmak suretiyle alinan damga vergisi doniistime ugramis ve elektronik
islemlere de uygulanir olmustur. Ayrica damga vergisine konu islemler son derece genis

876 Mesela her tiirlii sozlesme, Damga Vergisi’nin konusunu teskil etmektedir. Bu

tutulmustur
sebeple mevzuat itibariyle kripto varlik alim satim islemleri, temelde yatan sdzlesme sebebiyle

damga vergisi konusuna girmelidir®”’.

7194 sayili Dijital Hizmet Vergisi Kanunu’na goére kripto varlik islemlerinin

vergilendirilip vergilendirilmeyecegi tartismaya agiktir®’®

. Verginin konusunu diizenleyen 1.
maddenin 1. fikrasinin (b) ve (c) bentleri ile 2. fikras1 kripto varlik islemlerini

ilgilendirmektedir. S6z konusu hiikiimlere gore;

“b) Sesli, gorsel veya dijital herhangi bir icerigin (bilgisayar programlari,
uygulamalar, miizik, video, oyunlar, oyun i¢i uygulamalar ve benzerleri dahil) dijital ortamda

satisi ile bu iceriklerin dijital ortamda dinlenmesine, izlenmesine, oynanmasina veya elektronik

874 KDV Kanunu m. 17/4/e hilkkmii geregi menkul kiymet islemleri BSMV kapsamina girdigi icin KDV’den

istisnadir.
875 Bu hususta madencilerin i¢ yiizde yoluyla KDV hesaplamasi gerekebilecegi yoniindeki goriis i¢in bkz:
TURKYILMAZ Tamer, “Kripto para kaynakl kazanglarda vergileme”,

https://www.vergidegundem.com/makale?categoryName=Vergide&publicationNumber=1&publication
Year=2018&publicationld=4739474, (E.T. 26.01.2022); Madenciler bir tiir hizmet gergeklestirdigi i¢in
KDV’ye tabi olmalidirlar. Bkz: SUEKINCI Cafer / CATIKKAS Ozgiir / ULUCAN OZKUL Fatma,
“Bitcoin Madenciliginin Vergilendirilmesi” Vergi Sorunlari, S. 382, 2020, s. 49.

876 ONER Erdogan / DEGIRMENCI Cenker, Damga Vergisi ve Harglar, Ankara 2017, s. 50; BILICI
Nurettin / USTUN U. Siileyman, Damga Vergisi ve Harglar, Ankara 2018, s. 30-50.

817 AYSU Ahmet / CAKAN Bilal, “Kripto Para Gelirlerinin Dijital Emtia Kapsaminda Vergilendirilmesi”,
Vergi Sorunlar1 Dergisi, S. 394, 2021, s. 35; CETINER Yonca, “Kripto Paralarin Vergilendirilmesi ve
Mubhasebelestirilmesinin incelenmesi”, Burdur Mehmet Akif Ersoy Universitesi SBE Yayimlanmamis
Yiiksek Lisans Tezi, 2020, s. 60; Aksi goriise gore, temelinde Borglar Kanunu’ndaki gerekli sartlar
tastyan akilli sozlesmeler damga vergisi konusu olabilir. Karisiklig1 engellemek i¢in bunlarin da istisna
edilmesi diisiiniilebilir. Bkz: TURKIYE BILISIM VAKFI, s. 74; Aksi goriise gore, 488 sayili Damga
Vergisi Kanunu m. 1’deki “elektronik imza kullanilmak suretiyle manyetik ortamda ve elektronik veri
seklinde olusturulan belgeler” kapsamina girmedigi i¢in akilli sozlesmeler damga vergisinin konusuna
girmemektedir. Bkz: PEHLIVAN, s. 150.

878 Dijital Hizmet Vergisi hususunda bilgi i¢in bkz: YILMAZ FURTUNA Elif / DUSGUN Fatih, “Dijital
Hizmet Vergisi’nin Gelisimi ve Tiirkiye Uygulamasi”, Legal Mali Hukuk Dergisi, C. 17, S. 198, 2021,
s. 1535 — 1562.
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cihazlara kaydedilmesine veya bu cihazlarda kullanilmasina yonelik dijital ortamda sunulan

hizmetler

¢) Kullanicilarin birbirleriyle etkilesime gegebilecekleri dijital ortamlarin saglanmast
ve isletilmesi hizmetleri (kullanicilar arasinda bir mal veya hizmetin satimasina veya

satilmasinin kolaylastirilmasina yonelik sunulan hizmetler dahil)

(2) Birinci fikrada sayilan hizmetlere yonelik dijital ortamda dijital hizmet saglayicilar
tarafindan verilen aracuik hizmetlerinden elde edilen hasilat da dijital hizmet vergisine

tabidir ”.

1. fikranin (b) bendi geregi kripto varlik alim satimlar1 vergi kapsamina giriyor gibi
goriinmektedir. Fakat bunun i¢in kripto varlig1 dogrudan dijital hizmet saglayicist konumunda
olabilecek kripto varlik borsalarinin satmasi gerekir. Zira verginin miikellefi dijital hizmet
saglayicisidir. Herhangi bir dijital hizmet saglama fonksiyonu olmaksizin kripto varligini baska
birine satan bir kisi, miikellef olarak diizenlenmedigi i¢in verginin konusuna girmeyecektir. 1.
fikranin (b) bendi ve 2. fikra geregince, aracilik faaliyeti yapan kripto varlik borsalarinin,
aracilik hizmeti sebebiyle elde ettikleri hasilatin bu vergi kapsamina girmesi gerekmektedir.
Verginin orani, giderler indirilmeksizin elde edilen hasilat tizerinden %7,5 tur. Kanun’un 4.
maddesinde, belli bir biiylikliigii asmayan miikellefler vergiden muaf tutulmustur. Bu sinirlar

asmayan kripto varlik borsalar1 da vergiden muaf olacaktir.

3. Servet Vergileri Acisindan
Veraset ve Intikal Vergisi Kanunu m. 1 geregi veraset veya ivazsiz intikal yoluyla mal
transferi verginin konusunu teskil etmektedir. Buradaki “mal” kavraminin tanimi Kanun’un
ikinci maddesinde yapilmistir. Mezk{r hiitkme gore mal; “miilkiyete mevzu olabilen menkul ve

)

gayrimenkul seylerle mameleke girebilen sair biitiin haklari ve alacaklari” ifade eder.

Béylesine genis diizenlenen vergi konusuna kripto varliklarin girmeyecegi diisiiniilemez®’®.
Fakat veraset ve intikal vergisi agisindan esas mevzu, kripto varliklarin tespitidir®®. Bir kisi
herhangi bir borsaya kayit olmadan dogrudan blokzincir {izerinden kripto varlik satin alir ve
sonra oliirse iki durum ortaya gikar. ilk olarak mirasgilarin dahi bdyle bir varliktan haberi

yoktur. Bu durumda intikal olmayacag: igin vergi de dogmaz. Ikinci durum ise mirascilarin

879 USLU M. Mete, “Kripto Paranin imalar1: Kripto Varliklarin Vergi Boyutu Uzerine...”, Vergi Diinyasi,

S. 479, 2021, s. 60; TURKIYE BILISIM VAKFT, s. 73.

880 TERLEMEZ Yunus Emrah, “Elektronik Odeme Sistemleri ile Sanal Paranin Hukuksal ve Vergisel
Yoénden Incelenmesi”, Gaziantep Universitesi SBE Yayimlanmamis Yiiksek Lisans Tezi, 2019, s. 81;
TURKIYE BILISIM VAKFL, s. 74.
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durumdan haberdar olmasi1 ve murisin sifresini bilmeleridir. Kripto varliklarin niteligi geregi
dogrudan blokzincir iizerinden yapilan islemlerde ciizdan sifresini bilenler tiim varliklara
hakimiyet saglayacaktir. Bu durumda devletin bu intikali tespit etmesi, miikellef beyan
etmedikge c¢ok zordur. Miras¢ilarin kripto varliktan haberi olmasina ragmen sifreyi
bilmediklerinden erisememeleri durumunda birinci durumla ayni1 sonucun olusacagi sonucuna
varilabilir. Zira kripto varliklarla erigim miimkiin olmayacaktir. Tiirkiye’de yerlesik kripto
varlik borsalarinda bulunan verasete veya ivazsiz intikale tabi degerler igin ise bir dzelge®!
bulunmaktadir. Mezkur dzelgede, kripto varlik borsalarinin Veraset ve Intikal Vergisi Kanunu

m. 17 kapsaminda vergi sorumlusu oldugu belirtildikten sonra:

“Buna gore, soz konusu 17 nci maddede sayilan miiessese ve kuruluslar nezdinde

bulunan para ve senetlerin®?

varislere intikalinde oncelikle verginin édendigine dair bir
tasdikname istenilmesi, tasdikname ibraz etmeyen varislerin istihkaklarindan ise yiizde bes
oraninda tevkifat yapildiktan sonra odemede bulunulmasi, tevkif edilen paralarin da en geg bir
hafta igcinde mal sandigina yatirilarak durumun baglh bulunulan vergi dairesine bildirilmesi

gerekmektedir

Yukarida yapilan a¢iklamalar ¢ercevesinde, muris ... 'yva ait ...A.S. hesabinda bulunan
Bitcoin varligimin toplam degerinin miras¢ilar tarafindan veraset ve intikal vergisi
beyannamesi ile beyan edilmesi ve tahakkuk edecek verginin odenmesi halinde ilisik kesme
belgesinin verilmesi gerekmekte olup, mirasgilarca beyanname verilmemesi durumunda ise
daha sonra odenecek vergiye mahsuben ... A.S. tarafindan (yiizde bes) %5 oranminda tevkifat
yvapuldiktan sonra kalan miktarin miras¢ilara 6denmesi miimkiin bulunmaktadir. Ayrica, tevkif
edilen paranin en ge¢ bir hafta icinde en yakin vergi dairesine yatirilmasi ve durumun tarha
yetkili vergi dairesine bildirilmesi gerektigi tabiidir.” sonucuna varilmistir. Ivazsiz intikal

durumlarinda ise ayn1 madde geregi %15 oraninda tevkifat yapilacaktir.

IV. KRIPTO VARLIKLARA YONELIK VERGI UYGULAMALARININ
DEGERLENDIRILMESI VE ONERILER
Diinya iizerinde genel itibariyle kripto varliklarin vergilendirilmesi konusunda acik, net
ve anlagilabilir uygulamalarin varliindan s6z etmek zordur. Vergi idareleri, bu alandan elde

edilen kazanglardan bir an evvel vergi tahsil edebilmek i¢in gecici ¢ozliimler bulmaya g¢aligir

861 GIB EDIRNE VERGI DAIRESI BASKANLIGI, “Miras¢ilara Bitcoin Varligi Karsihiginda Odenecek
Tutarm  Veraset ve Intikal Vergisi Yoniinden Degerlendirilmesi Hk.”, 23.09.2020,
https://www.turmob.org.tr/arsiv/mbs/resmigazete/-G1B_BitcoinOdenecekVIV.pdf, (E.T. 28.01.2022).
Burada GIB’in kripto varliklar “para ve senetler” ile ilgili hitkme dahil ettigi goriilmektedir.
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gibi goriinmektedir. Cok yeni bir alan oldugu i¢in dogrudan bu varliklar1 hedef alan yasal
diizenlemelerin heniiz yapilamamaktadir. Kanuni diizenlemelerin yoklugu, vergilerin
kanuniligi ilkesi karsisinda belirsizligi artirmaktadir. Blokzincir ve diger teknik temellerinden
kaynakli olarak merkeziyetsizlik ve dijital yapilar1 sebebiyle, bu varliklar1 klasik vergi

sistemleriyle vergilendirmek daha da zorlasmaktadir.

Olusan belirsizlik ortaminda, kripto varliklarin vergilendirilmesine doniik birtakim
oneriler ileri siirildiigi goriilmektedir. Bu Onerileri aktarmak, Tiirkiye’deki vergilendirme

caligmalarina katki saglayabilecektir.

Ik éneride, kripto paralara yonelik 6zel bir vergilendirme rejimi 6nerilmistir. Bu rejime
gore, herhangi bir arac1 kullanmadan kripto paralarla islem yapan kisiler, sahip olduklar1 kripto
paralarin degeri lizerinden belli bir oranda vergi 6dedikleri zaman, bu kripto paralarla ilgili tim
vergisel yiikiimliiliiklerini yerine getirmis sayilmalidir. Bu sayede kanuna aykiri hareket
etmekten ve herhangi bir incelemeye tabi olmaktan kurtulmus olacaklardir. Bunun karsiliginda
giinliik hayatlarinda kripto paralarin sagladigi basta mahremiyet olmak iizere tiim avantajlar
temin etmis olacaklardir. Oneriye gore kripto para sahibi bu kisilerin diger alternatifi, sahip
olduklar kripto paralari beyan ederek sistem igerisine kaydetmeleri ve diger varliklarla ayni
statiide vergilendirilmelerini saglamalaridir. Anonim kalarak sadece toplam kripto para degeri
iizerinden 6denen vergi, kripto paralarla yapilan islemlerin beyani sonucu 6denecek normal
vergilerden yliksek olmalidir. Bu sayede kisiler kripto paralarini beyan ederek sistem igerisine
sokmaya tesvik edilirler. Anonim kalmak isteyenler ise daha fazla vergi 6deyerek bunu elde
edebilirler®®, Fakat boylesine bir verginin kara para aklamay1 ve sug islemeyi kolaylastiracag
soylenmektedir. Kisiler kolayca vergisini ddeyip anonim bir sekilde su¢ islemeye devam

edebilecektirt®,

Kripto varliklarin vergilendirilmesinde temel belirleyici karar noktasi bunlarin
vasiflandirilmasidir. Yukarida, temelde ii¢ farkli sekilde vasiflandirilabildigi ortaya konmustur.
Doktrinde kripto varliklar1 da igeren dijital varliklar i¢in yeni bir tiir Onerisi ortaya atilmigtir.
“Dijital finansal varlik” olarak adlandirilan bu tiir, sadece dijital varliga sahip olan finansal

tirtinleri kapsamaktadir. Kripto varliklar bu tiiriin en 6nemli unsurlarindandir. Bu sekilde nev’i

883 MARIAN, A Conceptual Framework, s. 65; Bu vergiyi elestiren goriise gore bdyle bir vergi, sug islenerek
kripto paralar iizerinden elde edilen gelirler, belli oranda vergi 6denerek aklanabilecektir. Bu sebeple
uygulanmast dogru olmayan bir vergidir. Bkz: RUPPERT Philipp, “Privacy, Tax Evasion, and the
Development of the Cryptocurrencies”, Georgetown Law Technology Review, C. 1-2, 2017, s. 414,

884 AINSWORTH / HU, s. 929.
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sahsina miinhasir bir sekilde vasiflandirildiktan sonra kendine 6zgii bir vergi rejimine sahip

olmas1 da 6nerilmektedir. Bu vergi rejimini devletler kendisi belirleyecektir®®,

Kripto paralarin vergilendirilmesinde, belirli bir seviyenin altinda kalan kazanglarin
vergiden istisna edilmesi gerektigi belirtilmektedir. Aksi takdirde ¢ok fazla islem vergisel
yiikiimliiliiklere tabi olarak hem vergi idaresine hem de miikelleflere fazlaca is yiikiine yol
acacaktir. Bu durumda, kripto paralarin dalgalanmasi sonucu sinirda kalan bazi islemler belli
tarihlerde vergiye tabi, diger tarihlerde vergiden istisna olabilecektir. Bu sebeple islemin hangi
tarihteki degeri itibariyle vergiden istisna tutulacagi net olarak belirlenmelidir. Ayrica kripto
varliklar tizerindeki genel vergi yiikiiniin normal vergi oranlarina gore daha diisiik olmasina
dikkat edilmelidir. Yeni gelisen bir sektoriin desteklenmesi agisindan bu gereklidir. Diisiik vergi
oranlar1 yaninda, beyan etmeme durumunda fazladan vergi ziyai veya usulsiizliik cezalar1 ile
kisilerin vergilerini 6dememeyi tercih etmeleri durumunda girdikleri risk biiyiitiilerek, beyan
ve 6deme yapmaya yonlendirilmeleri miimkiin olabilir. Bu sayede kisilerin kripto varliklardan

elde ettikleri kazanglar1 gizlemek yerine beyan etmeye yonlendirilmesi s6z konusu olacakt1r®®.

Kripto varliklarin vergilendirilmesinde basitligi 6ne alan goriise gore, kripto varliklar
sadece itibari paralara gevrilirken vergiye tabi olmalidir. Ozellikle kripto varliklar1 deme araci
olarak kabul eden isletmelerin, kripto varliklarda yasanan sert dalgalanmalardan korunmasi i¢in
boyle bir yaklasim gerekmektedir. Eger kripto varliklar ile yapilan her tiirlii islem vergiye tabi
olursa, kisiler iglem yaptiklar1 andaki deger iizerinden muhasebe kayitlarina gecme ve bu
kayitlar tizerinden vergi 6deme miikellefiyeti altina girmektedirler. Daha sonra kabul ettigi
kripto varligin degeri diiserse, vergi dderken ciddi anlamda zarara ugramaktadirlar. Bunun
yerine Kripto varlik itibari paraya ¢evrilirken vergiyi doguran olay gerceklesirse, kisinin kesin
olarak kar veya zarar ettigi ortaya cikacagi i¢in vergi borcu hakkaniyetli bir sekilde
hesaplanabilecektir®®’. Ayrica sanal diinyada elde edilen gelirler ile gercek diinyada elde edilen
gelirler ayni seyler degildir. Bu sebeple sanal anlamda elde edilen gelirlerin vergiye tabi
olmamas1 vergide esitlik ilkesini de zedelemeyecektir. Zira vergide esitlik ayni durumda
bulunanlarin esit olmasini icap eder®®®. Nitekim bu kisiler zaten sanal ortamdan gercek ortama
gecerken vergiye tabi olacaktir. Benzeri bir goriis kripto varliklardan diisiik oranda vergi

alimmasini bu sayede bu varliklarin giinliik kullaniminin tesvik edilmesini 6nermektedir.

885 SHESTAK / KISELEVA / KOLESNIKOQV, s. 2; Ozel ve gecici bir vergi olarak islem vergisi onerisi icin
bkz: TURKIYE BILISIM VAKFI, s. 76.

886 MOLLOQY, s. 646; YALAMAN / YILDIRIM, s. 414,

887 BAL, s. 91.

888 BAL, Should, s. 11.
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Kripto paralara doniik daha sert bir goriise gore, bunlar devletlerin para basma yetkisini
ihlal ettigi i¢in hukuk disidir. Fakat hukuk disi olmalar1 elde edilen kazanglarin
vergilendirilmesine mani degildir. Vergilendirilirken para olarak degil emtia olarak kabul
edilmeli ve elde edilen gelirler sermaye kazanci olarak degil, kisisel gelir veya ticret olarak
kabul edilmelidir®®. Nitekim Tiirk vergi hukukunda da 213 sayil1 Vergi Usul Kanunu m. 9/2’ye

gore, kanunen yasaklanmis islerden elde edilen gelirler vergiye tabidir.

Kripto varliklardan elde edilen gelirlerin vergilendirilmesinde bir diger énemli arag
nereden buldun uygulamasi olabilir. Kisiler kripto varliklardan elde ettikleri gelirleri, ev, araba
gibi degeri yliksek mallar1 alarak kolayca finansal sistemin igerisine soktuklart bilinmektedir.
Maliye Bakanligi’'na normal gelirine kiyasla yiiksek malvarligina sahip kisileri arastirma
olanagi veren nereden buldun uygulamasi ile miikellefler, bu tiir kazanglarin1 beyan etmeye ve

vergisini ddemeye yonlendirilebilirler®®,

Doktrinde bir bagka 6neriye gore, kripto varliklardan elde edilen kazanglar diger gelir
unsurlarinda bagimsiz olarak vergilendirilmelidir. Stopaj usulii yerine, kripto varlik
borsalarindan alinan kazang bilgilerle desteklenerek, miikelleflerin beyani usulii daha tercih
edilesi bir usul olacaktir. Bu sistemde, kisilerin 6nceki yil kripto varliklardan elde ettikleri
zararlarin diislilmesine izin verilmelidir. Belli bir vadenin iizerinde elde tutulan kripto
varliklardan elde edilen gelirler istisna tutulabilir veya diisiik oranda vergiye tabi olabilir.
Normal vergilendirme oranlarinin da diger gelir vergileri karsisinda diigiik olmasi

onerilmektedir. Vergilendirme basitlik agisindan artan oranl degil tek oranli olmalidir®®?,

Kanaatimizce, kripto varliklarin vergilendirilmesinde en 6nemli araglardan biri kripto
varlik borsalar1 olarak ortaya ¢ikmaktadir. Milyonlarca kripto varlik yatirimeisinin tek tek vergi
yukiimliiliiklerini beyan edip 6demesi yerine, bu kisilerin yatirim amaciyla araci olarak
kullandiklar1 kripto varlik borsalarina vergi sorumlulugu yiiklemek vergide iktisadilik ilkesinin
geregidir. Bu sayede hem yatirimcilari bir¢ok vergisel 6devden kurtulmus olacak hem de vergi
idaresi sadece kripto para borsalar1 ile muhatap olarak yiiksek miktarda vergi tahsil
edebilecektir. Nitekim Tiirk doktrininde, 6802 sayili Gider Vergileri Kanunu’nda diizenlenmek
lizere yeni bir sanal para islem vergisi Onerilmistir. Bu vergi kripto varlik borsalar: tarafindan

her islemden binde 2 gibi diisiik bir oranla tahsil edilip devlete odenmelidir®®?. Fakat

889 ENGLE, s. 379, 380.

890 BOZDOGANOGLU, s. 10, 11.

891 TURKIYE BILISIM VAKFI, s. 71-73.
892 DEMIR, s. 98, 99.
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unutmamak gerekir Ki, kripto varliklara yatirim yapmak i¢in kripto para borsalar1 zorunlu
degildir. Kisiler dogrudan blokzincir lizerinden de kripto varliklara yatirim yapabilmektedir.
Kripto varlik borsalar1 birgok kripto varliga tek bir arayiiz ve hesap iizerinden yatirim yapma
imkani vererek kullanim kolaylig1 sagladigi i¢in yatirimcilar agisindan ¢ekici goriinmektedir.
Bu yiizden kripto varlik yatirnmcilarinin biliyiik ¢ogunlugu bu borsalar araciligiyla yatirim
yapmaktadir. Eger vergi ylikii ¢ok agir tutulursa, kisiler borsalari terk ederek zahmetli de olsa
dogrudan ilgili kripto varligin blokzinciri {izerinden yatirim yapmaya yonelerek yiiksek oranlt
vergilerden kurtulamaya ¢alisacaktir®. Baska bir alternatif olarak ise iilkede kurulu olmayan
kripto varlik borsalarina yonelmeleri de soz konusu olabilecektir. Bu sebeple devletlerin
vergisel diizenleme yaparken sektordeki aktorleri korkutmadan ve yeni gelisen bu sektdriin
onilinii ttkamadan hareket etmesi elzemdir. Ayrica devletlerin kripto varlik borsalari gibi araci
kurumlan tesvik etmesi gerektigi, kripto varlik yatirimi yapanlar1 veya bunlar1 kullananlar
buralara yonlendirmesi gerektigi ifade edilmektedir. Bu sayede yapacagi hukuki diizenlemeleri

bu aracilar vasitasiyla uygulatmasi daha kolay olacaktir®,

Devletlerin farkli sekillerde vergilendirme c¢abalari ve doktrinde ileri siiriilen farkli
vergilendirme Onerileri goz ontline alindiginda, kripto varliklarin vergilendirilmesi hususunda
ciddi bir belirsizlik ortada durmaktadir. Bu belirsizlik ortaminda, adalet geregi vergiye tabi
olmasi gereken birgok gelir veya islem vergiye tabi olmamaktadir. Devlet sinirlarina tabi
olmayan nitelikleri geregi kripto varliklara yonelik vergilendirme faaliyetleri yiiriitiiliirken
oncelik verilmesi gereken husus uluslararasi is birligidir. Bu sayede daha etkili ve adil bir

vergilendirme sistemine ulasmak miimkiin olacaktir.

893 VAIVADE, s. 36.
894 VAIVADE, s. 51.
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SONUC

2008 yilinda izahnamesi duyurulup 2009 yilinda faaliyete gegen Bitcoin ve onu takip
eden diger kripto varliklar, giin gegtik¢e farkli agilardan artan bir etkiye sahiptirler. Bu etkinin
sebebi piyasa degerlerinin uzun vadede siirekli bir artis i¢inde olmasi ve blokzincir basta olmak
tizere sahip olduklar1 yenilik¢i dijital teknolojilerdir. Dolayisiyla hem iizerlerinden ciddi
kazanglar saglanmakta hem de bircok alanda yenilikler getirmektedirler. Bu calismada,
blokzincir teknolojisi ve getirdigi yeniliklerin devletin vergilendirme ve para basma yetkileri

tizerindeki etkileri lizerinde durulmustur.

Vergilendirme ve para basma yetkileri, devletin egemenliginden kaynaklanmakta ve
mali egemenligin en 6nemli goriiniis bigimleri olarak karsimiza ¢ikmaktadirlar. Devletler, bu
iki yetki olmadikga mali acidan egemenliklerini kullanamayacaktir. Gergekten vergi
toplayamayan veya iilkesinde gecerli para birimini kontrol edemeyen bir devletin mali agidan
egemenligi sorgulanacaktir. Blokzincir teknolojisi ilizerinde ¢alisan kripto paralardan elde
edilen gelirler, devletin vergi idaresinden gizlenebilmekte ve vergi 6demekten kurtulmak
miimkiin hale gelmektedir. Kisiler bu kazanclar lizerinden vergi 6demek istese bile yeni bir
varlik oldugu i¢in hukuki diizenlemeler eksik kalmakta ve belirsizlik olugsmaktadir. Bunun
yaninda para olma iddias1 tasiyan kripto varliklar, devletin para basma yetkisini ciddi dlciide
tehdit etmektedir. Gergekten bir iilkede halk arasinda herhangi bir kripto varlik para olarak
kullanilmaya baslanirsa ve devletin resmi para birimi terk edilirse, devletin ekonomik hayata

yapabilecegi miidahaleler son derece sinirlanacaktir.

Insanlik tarihine bakildig1 zaman, metal para ve kagit para donemi boyunca devletler,
her daim {ilkelerinde tedaviil eden para birimini kontrol altinda tutmak istemis, para basma
yetkisini tekellerine almis ve siirekli bir tagsis veya enflasyon yoluyla para birimini deforme
etmistir. Bu yolla “enflasyon vergisi” ad1 altinda 6nemli bir gelir elde etmis ve iilkenin genel
ekonomik yapisini kontrol altinda tutma imkanina kavugsmustur. Paranin dijitallesmesiyle para
arzinmi artirmak eskisinden de kolay hale gelmis artik kagit para basma ihtiyaci dahi duymadan
para arzi artirilabilmistir. Gilinlimiizde devletler merkez bankalar1 araciligiyla sinirsiz para

basma yetkisini haizdir. Para miktarini belirleme hususunda merkez bankalar1 bagimsiz goriinse
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de diinyanin her yerinde kamunun ihtiyaci oldugunda para arzi artirilmaktadir. COVID-19

stireci tiim diinyada bunu ispatlamistir.

Devletlerin diledigince para arzini artirmasi enflasyona ve sonucunda vatandaslar
iizerine ¢ok agir yiikler yliklenmesine sebep olmaktadir. Nitekim diinyanin bir¢ok yerinde agir1
para arz1 sebebiyle olusan fakirlikler miisahede edilmektedir. Iste Bitcoin’in ortaya cikis
sebeplerinden biri olarak gereksiz para basilmasi gosterilmektedir. Bitcoin arzi sinirl bir para
olma iddiasiyla mevcut parasal sisteme alternatif bir sistem ortaya koymustur. Piyasadaki para
miktarin1 ve sistemini devletlerin kontrol etmedigi boylesine bir sistem, devletlerin mali
egemenlikten kaynaklanan para basma yetkisini dogrudan hedef almaktadir. ilk ¢iktiginda gok
dikkat ¢ekmese de piyasa degerinin hizli ve siirekli bir sekilde artmasi ve sahip oldugu
blokzincir teknolojisi sayesinde herkes tarafindan bilinir olmustur. Her ne kadar glinlimiizde
Bitcoin’e para vasfini yiliklemek pek miimkiin olmasa da ileride durumun degismeyecegi iddia
edilemez. Ayrica blokzincir sisteminin ¢aligma prensipleri gizlenmemis veya korunmamis,
gerekli teknik bilgiye sahip herkes sistemin nasil ¢alistigin1 gérmistiir. Bunun neticesinde
Bitcoin’i takip eden birgok kripto para ortaya ¢ikmis, bunlardan bir kismi ise blokzincir
teknolojisini daha ileriye tasimistir. Karsilarinda siirekli biiyiiyen ve teknik olarak gelisen yeni
tip bir para ile karsilasan devletler, para basma yetkilerini kaybetmemek i¢in farkli tedbirlere
basvurmustur. Istisnai durumlar bulunmakla birlikte diinya genelinde baskin egilim kripto
varliklarin para olarak kullaniminin yasaklanmasi olmus, dijital cagin gereklerini yerine

getirebilmek icin merkez bankalarinca dijital para ¢ikarma ¢alismalar1 baglamistir.

Gelinen noktada para sisteminde kagit paraya geciste oldugu gibi yeni bir devrimin
kapist aralanmistir. Glinlimiizde aract bir kurum olmaksizin kisiden kisiye dijital olarak para
transferinin miimkiin oldugunu Bitcoin ve diger kripto paralar kanitlamigtir. Artitk mevcut
finansal sistemdeki araci kurumlarin bir kisim fonksiyonlari, 6zellikle uzmanlar tarafindan
sorgulanir asamaya gelmistir. Devletlerin bu gidisata karsi, kontrolleri altinda bulunan finansal
sistemi ¢agimizin gereklerine uydurmalari kaginilmaz bir gérevdir. Bu amagla diinyanin birgok
ilkesinde farkli asamalarda merkez bankasi dijital paras1 ¢alismalar1 devam etmektedir. Bu
dijital paralarin blokzincir ve akilli sézlesme teknolojilerini kullanarak “akilli para” statiisiinde
olmalar1 beklenmektedir. Bu statiiyle beraber kagit paralarin da kullanimdan kalkmasiyla,
devletlerin finansal sisteme eskisinden daha fazla hakim olabilecegi Ongoriilmektedir.
Devletlerin, kagit paraya gegiste oldugu gibi kendisinden baskasinin para arzini kontrol
etmesine miisaade gostermeyecegi anlasilmaktadir. Merkez bankasi dijital paralar1 sayesinde

kay1t dis1 ekonominin asgari diizeye indirilerek vergi gelirlerinin artirilmasi ve sonucunda vergi
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oranlarinin azaltilarak refahin yiikseltilmesi ihtimal dahilindedir. Tiirkiye’nin dijital paraya

gecis siirecinde kayit dis1 ekonominin azaltilmasi firsatini iyi degerlendirmesi gerekmektedir.

Blokzincir teknolojisi para sistemi yaninda diger bir¢cok sistemde de kullanilabilme
kapasitesine sahiptir. Sahip oldugu merkeziyetsizlik, siber giivenlik, otomasyon gibi 6zellikler
cok onemli bir dijital yenilik oldugunu gostermektedir. Bu teknoloji sayesinde glinlimiizde var
olan bir¢ok aracit kuruma gerek kalmamasi ve dijital sistemlerin ¢ok daha giivenilir olmasi
beklenmektedir. Nitekim vergilendirme sistemleri de blokzincir ve akilli s6zlesmelerin
getirdigi yeniliklerden ciddi Ol¢iide yararlanabilir. Vergi sistemleri zaten dijitallesmenin
etkisiyle, miikellefler agisindan kullanim kolaylig1 saglayacak yeniliklere sahit olmaktadir.
Blokzincir ve akilli sézlesmeler, 6nceki dijital sistemlerden daha kuvvetli bir sekilde miikellef
ddevlerini kolaylastirma potansiyeline sahiptir. Oyle ki giiniimiizde miikellefler tarafindan icra
edilen sekli odevlerin biliyiik ¢ogunlugu blokzincir ve akilli sozlesmeler vesilesiyle
otomatiklesip miikellefe yiik olmaktan ¢ikabilecektir. Kagit paranin da olmadig: bir sistemde
miikelleflerin elde ettigi tlim gelirler ve yaptig1 giderler kolaylikla tespit edilebilecek,
beyannameler kendiliginden olusturulup vergi tahakkuk edecek, akilli paralar sayesinde
odemeler bile kendiliginden olabilecektir. Ozellikle dolayli vergilerde anlik vergi tahsiline
gecilerek kanuni miikelleflerden veya vergi sorumlularindan kaynaklanabilecek vergi
kagakgiliklarinin 6niine gegmek miimkiin olabilecektir. Blokzincirde degistirilemez bir sekilde
kayith bulunan verilere dayanilarak emsal bedel tespiti ve transfer fiyatlamasinin 6nlenmesi
miimkiin olabilecektir. Vergi idarelerinin bu potansiyeli derinlemesine arastirip vergide etkinlik

ve tasarruf ilkelerini gerceklestirebilmek i¢in uygulamasi gerekmektedir.

Ote yandan blokzincir teknolojisi, getirdigi yeniliklerle sadece vergi idarelerine
yardimc1 olmamakta, vergi kagirmak isteyen miikelleflere de adeta bir vergi cenneti gibi s1ginak
olabilmektedir. Zira blokzincir teknolojisinin ortaya ¢ikis uygulamasi olan kripto varliklar,
sagladiklar1 anonimlik sayesinde miikelleflerin gelirlerini ve malvarliklarin1 gizlemeye
yardimci olabilmektedir. Klasik diinyada nakit para ile donen kayit dis1 ekonomiye, kripto
varliklarla birlikte yeni ve daha tehlikeli bir besleyici kaynak daha eklenmistir. Zira nakit
varliklarla kayit dist islem yapilirken bu varliklarin fiziken tasinmasi gerekir. Bu tagima
esnasinda vergi idarelerinin kayit disi para akisini tespit etmesi miimkiin olabilir. Kripto
varliklarda ise islemler tamamen siber diinyada ve anonim olarak gerceklestigi icin engellemek
daha zordur. Ozel ¢abalarla islemlerin arkasinda bulunan gergek kisileri tespit etmek miimkiin
olsa da ¢ok zahmetlidir. Her bir islem igin biiyiik ¢abalara girerek kimlik tespiti yapmak,

uygulamasi ¢ok zor bir yontemdir. Bu sebeple biiyiik cogunlugu olusturan ve uzman olmayan
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kesimin kripto varliklar1 alip satarken kullandigi kripto varlik borsalarina bilgi verme
yiikiimliiliikleri yliklenmesi devletler agisindan ¢ok énemlidir. Zaten giiniimiizde devletler, bu
borsalara misterini tan1 yikimliiliikleri yiiklemekte, borsalar tizerinden kripto varlik islemi
yapanlarin kimlik ve yaptiklar1 islem verisine sahip bulunmaktadirlar. Esas problem dogrudan
blokzincir lizerinden ciizdanlar araciligiyla islem yapan uzman kesimin nasil tespit
edilecegindedir. Zira bu Kkisiler, kripto varliklarin orijinal amacinda oldugu gibi araci
kullanmaksizin kisiden kisiye islem yapmaktadir. Arada aract olmadigi i¢in iki kisinin siber
diinyada anonim olarak yaptig1 islemi tespit etmek ¢ok zor olmaktadir. Bu hususta yine borsalar
yoluyla blokzincirde islem yapanlarin ¢ogunlugunun kimligi tespit edildikten sonra geriye az

miktarda kalan anonim hesaplarin islem analizi yoluyla tespit edilebilecegi goriilmektedir.

Kripto varliklar iizerinden elde edilen kazanglarin vergilendirilmesi, {izerinde mali
acidan en ¢ok tartisilan husustur. Zira kripto varliklarin piyasa degeri ve islem hacimleri ¢ok
yiikseldigi i¢in ciddi kazanglar elde edilmis, devletlerin bu kazanglardan 6nemli vergi gelirleri
elde etme ihtimali dogmustur. Ulkelerin vergi sistemleri birbirleriyle ayn1 olmadig1 i¢in kripto
varliklardan elde edilen kazanglarin nasil vergilendirilecegi iilkeden iilkeye degismektedir.
Duruma gelir lizerinden alinan vergiler acisindan bakilirsa, geliri genis ve soyut bir sekilde
tanimlayip gelir kapsamina giren tiim kazanglar1 vergilendiren ABD gibi iilkelerde, esasinda
kripto varliklardan elde edilen gelirler de dogrudan gelir vergisine tabi olacaktir. Fakat yeni bir
olgu olan kripto varliklardan elde edilen gelirler gogunlukla dogrudan beyan edilip vergisi
odenmemis, bu hususta ABD Federal Vergi Idaresi Rehberler yayimlamis ve kripto varlik
borsalarindan veriler alarak miikelleflere tek tek tebligat ¢ikarmistir. Elde edilen gelirin
vergilendirilebilmesi i¢in kanunda agik¢a diizenlenmesi gerektigini 6ngoren Tiirk ve Alman
vergi sistemlerinde ise kripto varliklarin tanimlanip hukuksal diizeninin oturtulmasi gerekir ki
vergiye tabi olsun. Heniiz Tiirkiye’de kripto varliklar vergisel agidan tanimlanmadigi igin
ortada ciddi bir belirsizlik bulunmaktadir. Tanimlama sadece gelir vergileri agisindan degil
KDV basta olmak iizere tiiketim vergileri acisindan da 6nem arz etmektedir. Kripto varlik alim
satimlarinin KDV veya genel satis vergisine tabi olup olmadigi yine iilkeden iilkeye degisen ve
netlesmeyen bir yap1 arz etmektedir. Tiirkiye’de kural olarak ticari, sinai, zirai faaliyet ve
serbest meslek faaliyeti cergevesinde yapilan teslim ve hizmetlerle ithalat islemleri KDV’ye
tabi oldugu i¢in kripto varliklar tanimlanip bu kapsama girdiginde KDV’ye tabi olabilecektir.

Fakat ar1zi olarak yapilirlarsa KDV’den istisna olacaklardir.

Mali egemenligin en 6nemli goriiniimlerinden olan para basma ve vergilendirme

yetkilerinin tam kullanimi, devletin fonksiyonlarini ifa edebilmesi bakimindan kritik 6neme
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sahiptir. Aksine vergilendirme ve para basma yetkilerinde olusabilecek aksakliklar, devletin
mali agidan yoksunluk igerisine diismesine sebep olabilecektir. Blokzincir teknolojisi ve en
onemli uygulamasi olan kripto varliklar, devletin mali egemenligi agisindan ciddi firsatlar ve
tehditler barindirmaktadir. Devletlerin tehditlerin farkinda olarak firsatlar1 iyi degerlendirmesi,
mali egemenliklerini gii¢lendirebilecek, yeni gelisen bu teknolojiye tamamen sirtin1 doniip

iilkesinde yasaklamasi ise diger devletlerin gerisinde kalmasina sebep olabilecektir.
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