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OZET

ACIK VE UZAKTAN OGRENMEDE BLOKZINCiR TEKNOLOJISi iLE
SURDURULEBILIR BiR EGITiM CUZDANI UYGULAMASININ
GELISTIiRILMESI

Blokzincir teknolojisinin ortaya ¢ikistyla birlikte Web3 olarak adlandirilan ve
Internetin merkezi olmayan sekilde calismasini, kullanicisinin kendi verisine sahipligini
ve yonetimini kontrol altina almasin1 amaglayan konsept, egitim teknolojilerinin de i¢inde
bulundugu bir¢ok alani etkilemistir. Bu ¢alisma agik ve uzaktan 6grenmede blokzincir
teknolojisinin kullanimina yonelik bir model olusturmay1 amaglamaktadir. Bu kapsamda,
ilgili alanyazin incelemesinin ardindan blokzincir ve uzaktan egitim uzmanlarinin
goriislerinden yola c¢ikarak, “Egitim Ciizdan1” adi verilen e-Ogrenme standartlar
sayesinde siirdiiriilebilir ve bu standartlar ile uyumlu, 6grenme yonetim sistemlerine
entegre edilebilen bir uygulama gelistirilerek, blokzincir test aglari ilizerinde kavram
kanitina yonelik bir ¢alisma yapilmistir. Calismanin kuramsal temelini acik ve uzaktan
Ogrenme ortamlariin boyutlar1 ve sosyoteknik sistem kurami olusturmustur.

Arastirma siireci kuramsal, gelistirme ve uygulama olmak iizere iic asamadan
meydana gelmektedir. Kuramsal asamada agik ve uzaktan O6grenmede blokzincir
teknolojisinin aragtirma oncelikleri ve ihtiyaclarinin belirlenmesi, kiireyerel (kiiresel ve
yerel) baglamda gelismelerin incelenmesi amaglanmistir. Bu baglamda, TUBITAK
2214/A doktora siras1 arastirma bursu ile Purdue Universitesi’nde arastirmalar
yiiriitiilmiistiir. Gelistirme ve uygulama asamalarinda ise TUBITAK 1512 destegi
uygulama gelistirilmis ve son kullanicilarin goriisleri ile uygulama degerlendirilmistir.

Calismanin sonunda arastirmada elde edilen bulgular, bu bulgular ile ulasilan
sonuclara yer verilmis ve sonuglara iligkin blokzincir teknolojisinin egitimde kullanan ya
da kullanabilecek paydaslara Onerilerde bulunulmustur. Arastirma sonuncunda elde
edilen bulgularin ve sonuglarin hem blokzincir teknolojisi hem de acik ve uzaktan
ogrenme alanindaki arastirmacilara ve paydaslara ileride yiiriitiilecek ¢alismalar i¢in yol
gosterici nitelikte oldugu diigiiniilmektedir. Blokzincir tabanli sistemler egitim
kurumlarmin dijital doniisiim siireclerine katkida bulunabilir.

Anahtar Soézciikler: Blokzincir teknolojisi, Yasam boyu 6grenme, Agik ve uzaktan
ogrenme, Dogrulanabilir kimlikler, Kendine egemen kimlikler,

Onceki dgrenmelerin taninmasi, Mikro yeterlilikler
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ABSTRACT

DEVELOPING A SUSTAINABLE LEARNING CREDENTIAL WALLET
APPLICATION WITH BLOCKCHAIN TECHNOLOGY IN OPEN AND
DISTANCE LEARNING

With the emergence of blockchain technology, the concept called Web3, which
aims to decentralize the Internet and control the ownership and management of the user's
data, has affected many areas, including educational technologies. This study aims to
create a model for the use of blockchain technology in open and distance learning. Within
the scope of this study, an extensive literature review is conducted and an application
called "Learning Credential Wallet", which is sustainable and compatible with e-learning
standards and can be integrated into learning management systems, has been developed
based on the opinions of blockchain and distance education experts. Moreover, a proof-
of-concept study has been carried out on blockchain test networks. The theoretical
framework of the study is based on the dimensions of open and distance learning
environments and socio-technical system theory.

The research process consists of three stages: theoretical, development, and
implementation. In the theoretical stage, it was aimed to determine the research priorities
and needs of blockchain technology in open and distance learning and to examine the
developments in the glocal (global and local) context. A part of this study was conducted
at Purdue University with a TUBITAK 2214/A doctoral fellowship. In the development
and implementation stages, an application was developed with TUBITAK 1512 support,
and the application was evaluated with the opinions of the end users.

In the last part of the study, the findings obtained in the research and the results
obtained in line with these findings are given and suggestions are made to the stakeholders
who may use blockchain technology in education. It is believed that the outcomes of this
study will guide researchers and stakeholders in the field of both blockchain technology
and open and distance learning for future studies. Blockchain-based systems can also
contribute to the digital transformation processes of educational institutions.

Keywords: Blockchain technology, Lifelong learning, Open and distance learning,
Verifiable credentials, Self-sovereign identity, Recognition of prior learning,

Micro-credentials
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ONSOZ

Acik ve uzaktan 6grenme alaninda blokzincir teknolojisinin kullanim senaryolarini
aragtiran bu doktora tezi kapsaminda, Egitim Ciizdan1 ad1 verilen blokzincir aglarina
baglanabilen bir web tabanli uygulama gelistirilmistir.

Tez caligmalarim sirasinda bana siirekli rehberlik ve destek saglayan degerli
danismanim Prof. Dr. Giilsiin Kurubacak’a en igten tesekkiirlerimi sunarim. Paylastigi
bilgi birikimi, deneyimleri ve 6zenli yonlendirmeleri sayesinde bu c¢alisma boyunca
bliylik bir ilerleme kaydettim. Beni motive edip cesaretlendiren, yenilik¢i fikirlerimi
gelistirmemde yardimci olan ve her adimda beni yonlendiren degerli hocama destegi i¢in
minnettarim.

Calismanin en basindan beri kiymetli bilgilerini esirgemeyen tez izleme komitesi
iiyeleri Dog. Dr. Tarkan Giirbiiz’e ve Dog. Dr. Recep Okur’a ¢ok tesekkiir ederim. Ders
doneminde bir¢ok bilgiyi paylasan ve lisansiistii egitim hayatimda bana katkilar saglayan
tlim uzaktan egitim bdliim 6gretim elemanlarina tesekkiir ederim.

Tez galismalarim kapsaminda TUBITAK 2214-A kapsaminda ziyaretgi arastirmaci
olarak katildigim Purdue Universitesi’ndeki damigsmanim Dog. Dr. Muhsin Menekse’ye
ve laboratuvarindaki ¢calisma arkadaslarim Zeynep Gonca Akdemir, Ahmed Ashraf Butt
ve Alex Struck Jannini’ye tesekkiir ederim.

TUBITAK 1512 destegi ile kurdugum Asystee Egitim, Yazilim ve Danismanlik
Ltd. Sti.’nin kurucu ortaklar1 Dr. Ogr. Uyesi Mesut Aydemir’e ve Dr. H. Mustafa
Donmez’e tesekkiir ederim. Yilmaz Kadan’a yazilim gelistirme siirecindeki katkilarindan
dolay1 tesekkiir ederim.

Doktora calismalarimm bir akademik yil siirecini Purdue Universitesi’nde
siirdirmem i¢in 2214-A Doktora Sirasi Arastirma Bursu Programi kapsaminda
aragtirmalarim1 destekleyen ve ayrica bu aragtirmanin ¢iktilari arasinda yer alan
TUBITAK 1512 Teknogirisim Sermaye fonu ile sundugum projeye destek vererek
hayallerimin gerceklesmesine essiz katkilar saglayan TUBITAK’a sonsuz tesekkiir
ederim.

Bu tez ¢alismami tamamlamamda biiylik bir destek ve motivasyon kaynagi olan
aileme en derin tesekkiirlerimi sunmak istiyorum. Annem Naile Yildirim ve babam
Muzaffer Yildirim’a kosulsuz sevgileri ve sonsuz destekleri i¢in minnettarim. Beni her
zaman destekleyen ve motive eden abim Kadir Yildirim ve degerli ailesine sevgi ve

destekleri icin tesekkiirlerimi sunarim. Son olarak, her zaman yanimda olan ve beni



destekleyerek bu zorlu yolculukta cesaretlendiren ve motive eden sevgili esim Meltem’e
sonsuz tesekkiirlerimi ve sevgilerimi sunarim. Sevgili ailem, sizlerin fedakarliklar1 ve
desteginiz, benim bu tez ¢calismasini basartyla tamamlamama yardimci oldu, emekleriniz

ve kosulsuz sevginiz i¢in minnettarim.

Hakan Yildirim
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ETIiK iLKE VE KURALLARA UYGUNLUK BEYANNAMESI

Bu tezin bana ait, 6zgiin bir ¢alisma oldugunu; calismamin hazirlik, veri toplama,
analiz ve bilgilerin sunumu olmak iizere tiim asamalarinda bilimsel etik ilke ve kurallara
uygun davrandigimi; bu ¢calisma kapsaminda elde edilen tiim veri ve bilgiler i¢in kaynak
gosterdigimi ve bu kaynaklara kaynakc¢ada yer verdigimi; bu c¢alismanin Anadolu
Universitesi tarafindan kullanilan “bilimsel intihal tespit programi”yla tarandigimni ve
hi¢bir sekilde “intihal icermedigini” beyan ederim. Herhangi bir zamanda, ¢aligmamla
ilgili yaptigim bu beyana aykir1 bir durumun saptanmasi1 durumunda, ortaya ¢ikacak tiim

ahlaki ve hukuki sonuglar1 kabul ettigimi bildiririm.

Hakan Yildirim
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1. GIRIS
Girig boliimiinde sirasiyla arastirmanin ele aldigi sorun, arastirmanin amaci ve
arastirmanin onemi, ardindan arastirmanin sinirliliklari, arastirmada kullanilan tanimlar

ve kisaltmalar yer almaktadir.

1.1. Sorun

Birlesmis Milletler iiyesi iilkeler tarafindan 2030 sonuna kadar ulasilmasi
hedeflenen Siirdiiriilebilir Kalkinma Amaglarmin dordiinciisii, nitelikli egitim catisi
altinda kapsayic1 ve esitlikci kaliteli egitim saglamak ve herkes i¢in yasam boyu 6grenme
firsatlarini tesvik etmektir (Birlesmis Milletler, 2016). 2019 yili sonlarinda ortaya ¢ikan
COVID-19 kiiresel salgini, yliz yiize egitimi neredeyse imkansiz hale getirmis ve uzaktan
egitimin genis c¢evrelerce deneyimlenmesine sebep olmustur. Smif catist altina
giremedigimiz bu donemde mevcut egitim sistemleri teknoloji yardimiyla doniiserek
pandeminin olumsuz etkilerini hafifletmistir. Egitimde yasanan bu doniisiim, kitlelerin
uzaktan egitime yoOnelik bir fikir olusturmasi acgisindan énemli oldugu sdylenebilir. Bu
baglamda, egitimde teknoloji kullaniminin 6nemi bir kez daha glindeme gelmistir.
Blokzincir teknolojisi de potansiyel avantajlariyla dikkat g¢ekmektedir. Bu noktada,
blokzincir teknolojisinin egitimdeki potansiyel kullaniminin c¢alisilmas: igin gesitli
teknik, yasal ve pedagojik zorluklarin ele alinmas1 gerekmektedir.

Avrupa Komisyonu'nun 2017 yilinda yayimladig: Ortak Arastirma Merkezi (JRC —
Joint Research Centre) blokzincir teknolojisinin egitimde kullanimu ile ilgili bir rapor
yayimlamistir (Grech & Camilleri, 2017). Bundan bir y1l sonra yayinlanan egitimde dijital
kimlik dogrulama ve tanima konusundaki zorluklari ele alan UNESCO raporu, evrensel
olarak taninan ve kolaylikla erisilebilen ortak bir dilde veya formatta 6grenme ¢iktilari ve
yeterliliklerin toplanmasi, dogrulanmasi i¢in etkili bir ulusal veya kiiresel sistemin
eksikligine dikkat ¢ekmistir (Chakroun & Keevy, 2018). Buna ek olarak, 2022 yilinda
UNESCO’nun yaymladigr egitim ve blokzincir baglikli raporda, teknoloji ve
uygulamalardaki mevcut gelismeler 15181nda blokzincir teknolojisinin egitimde kullanimi
tartisilmigtir (Grech vd., 2022). Bu tez ¢alismasinin irdeledigi sorunu ele alan ve bir¢ok
alan uzmaninin katki sagladigi bu raporlara ve akademik caligmalara alanyazin
boliimiinde detaylariyla yer verilmistir.

Dogas1 geregi baslangicinda kullanim alan1 yalnizca finansal teknolojiler (fintek)

ile sinirlandirilan blokzincir teknolojisi; gelisimi sayesinde saglik hizmetlerinden (as1



pasaportu), secmen kimlik kaydina, merkez bankasi dijital para biriminden yiiksek
ogrenim gibi kamu sektorii hizmetleri dahil olmak iizere bir¢ok farkli alanda bir degisim
giicli olarak tanimlanmaktadir (Boucher vd., 2017; A. B. Haque vd., 2021; Kewell &
Michael Ward, 2017; Manski, 2017; Marsal-Llacuna, 2017; Swan, 2015a; Tapscott,
2017; Tapscott & Tapscott, 2016, 2017). Blokzincir teknolojisini basitge siirekli biiyliyen
dijital veri kayit listesinin veya bir defterin teknolojik alt yapisi olarak diisiinebiliriz; bu
liste kronolojik siraya gore diizenlenmis, kriptografik kanitlarla birbirine baglanmis ve
giivence altina alimmis birgok veri blogundan meydana gelmektedir. Blokzincir
teknolojisi hayatimiza girdiginden bu yana giiven olgusunu yeniden tanimlayarak giinliik
yasantimizda bir¢ok alanda degisiklikler meydana getirdigi sdylenebilir.

Klasik ise alim siirecleri diisiiniildiiglinde, yasanan biirokrasi hem ise bagvuranlar
hem de is verenler i¢cin zaman zaman sorunlar yaratabilmektedir. Bagvuru yapanlar belki
yillar dnce bitirdikleri okullarin ya da tamamladiklar sertifika programlarinin belgelerini
bulmak ve dogrulamakta zorluk yasarken, bu belgeleri hazirlamak i¢in yasadiklar1 zaman
kayb1 da cabasi; is verenler de beyan edilen belgelerde yasanabilecek evrak sahteciligine
kars1 cogu zaman korunmasiz durumda olabilmektedirler. Buradaki boslugu blokzincir
tabanl egitim teknoloji sistemleri doldurabilirler (Lizcano vd., 2020).

Basma kimi zaman konu olan, “sahte doktor”, “sahte dogent”, “sahte astronot”
baslikli haberler evrak sahteciliginin 6nemli bir sorun oldugunu ortaya koymaktadir.
Ezell ve Bear (2012) diploma sahteciligi konusunu genis bir bakis agisiyla kaleme
aldiklar1 kitaplarinda bunun milyar dolarlik bir sektor haline geldigini ve bu sahteciligin
ne sekilde yapildigini detaylari ile anlatmaktadir. Kitapta diinya genelinde 3300’den fazla
onaysiz tiniversite oldugu ve yalnizca Amerika Birlesik Devletleri’nde her yil 50 binden
fazla sahte doktora diplomasi basildigi, bu sayinin hemen hemen normal doktora diploma
sayisina esit oldugu vurgulanmaktadir. Ayni soruna uzaktan egitim bakis agisiyla dikkat
ceken Pifia (2010), bu problemi kalic1 akademik egitim standartlarin heniiz olgunluga
ulagmamasi, kafa karistirict ve ¢ok katmanli bir akreditasyon sisteminin olmasi, yasam
boyu 6grenme ve onceki 0grenme tanimlarinda yasanan sorunlar gibi basliklar altinda
degerlendirmektedir. Bu baglamda, blokzincir teknolojisi destekli egitim teknolojileri
bahsini ettigimiz sorunlara bir ¢6ziim sunabilir.

Bir uygulama hayal edelim, okul 6ncesi egitimden yiiksekdgretime kadar ve hatta
ogretim sistemi disinda elde ettiginiz tim Ogrenme izlerini tek bir ¢at1 altinda

merkeziyetsiz bigimde tutabilsin, bunu yaparken de blokzincir teknolojisinin en giiclii



yonlerinden biri olan “gilivene olan ihtiyact ortadan kaldirma” &zelligini kullansin ve
tabir-i caizse bir “egitim clizdan1” gibi ¢aligsin. Bu tez calismasinda, isaret edilen
sorunlara ilgili literatlir taranarak, ilgili alandaki Tiirkiye ve diinyadaki uzmanlarla
ulagarak ¢6ziim Onerileri sunmak ve bir uygulama gelistirmek hedeflenmistir. Ayrica, bu
aragtirmanin Tiirkiye’de blokzincir teknolojisinin egitim alaninda uygulanabilirligini
artirmaya yonelik tasarlandig1 da sdylenebilir. Bu baglamda, Tiirkiye’den ve diinyadan
ulasilabilen acik ve uzaktan dgrenme ve blokzincir akademik ekosistemi, TUBITAK
2214-A doktora sirasi aragtirma bursu ile ziyaret¢i doktora aragtirmacisi olarak gidilen
Purdue Universitesi’nde ve gevresindeki alan uzmanlarindan elde edilen deneyimler ve
bu burs programina basvuru esnasinda proje ¢iktilarindan yer verilen TUBITAK 1512
Teknogirisim Sermaye Fonu ile kurulan egitim teknolojileri sirketinde projelendirilmis,
blokzincir teknolojisinin agik ve uzaktan 6grenme alaninda uygulanabilirligine yonelik

bir uygulama ortaya ¢ikarilmaistir.

1.2. Amag

Bu calismanin temel amaci, A¢ik ve Uzaktan Ogrenme (AUQ) alaninda blokzincir
teknolojisi destekli siirdiiriilebilir bir egitim ciizdan1 uygulamasinin gelistirilmesidir. Bu
baglamda, ilk asamada ilgili alanyazin taranmis, TUBITAK 2214-A doktora sirasi
aragtirma burs programi destegi ile yurt disinda bir liniversiteye ziyaretgi arastirmact
olarak gidilmistir ve iilkeye dondiikten sonra, blokzincir teknolojisinin AUO alaninda
kullanim1 ve TUBITAK 1512 Teknogirisim Sermaye Destegi ile hayata gegirilen “Egitim
Ciizdan1” projesi iizerine c¢alisilmistir. Bu projede arastirma gelistirmesi yapilan
uygulama, blokzincir destekli uluslararasi e-6grenme standartlara uygun Ogrenme
yonetim sistemleri lizerindeki kayitlar1 blokzincir aglarina aktarabilen bir sistemdir,
ayrintilar ilgili boliimlerde verilmektedir. Belirtilen temel amaca yanit bulabilmek i¢in
asagidaki alt amaclar bu ¢aligma kapsaminda sorgulanmaistir:

1. AUO alaninda blokzincir teknolojilerine iligkin kiireyerel (kiiresel + yerel)
baglamda gelismelerin incelenmesi

2. AUO alaninda blokzincir teknolojilerinin arastirma dncelikleri ve ihtiyaglarinin
belirlenmesi

3. AUO alaninda blokzincir teknolojileri baglaminda yurt disinda gidilen
iiniversitenin akademik ag1 aracilifiyla uluslararasi egitim teknolojileri

standartlar1 incelenerek alan uzmanlari ile gériismelerin yapilmasi



4. AUO alaninda blokzincir teknolojileri kullanilarak gelistirilen Egitim Ciizdani

Projesi’nin Kavram Kaniti (PoC) c¢alismalarinin yapilmasi ve uygulamanin
gelistirilmesi

AUO alaninda blokzincir teknolojileri kullanilarak tasarlanan projenin
uygulanmasi ve uygulamaya yonelik goriiglerin alinmasi

Yukarida tanimlanan alt amaglarin dogrultusunda bu calisma 3 temel asamada

yapilandirilmistir:

1.

Kuramsal Asama (Arastirmanin 1. ve 2. alt amaci1 sorgulanmistir)

2. Gelistirme Asamasi (Arastirmanin 3. ve 4. alt amaci1 sorgulanmistir)

3. Uygulama Asamasi (Arastirmanin 5. alt amaci sorgulanmistir)

Calismanin ana amaci ve bu amag dogrultusunda saptanan alt amaglar1 Sekil 1.1.de

arastirmanin gelisim asamalartyla iliskisi gdsterilerek 6zetlenmistir.

p (1) rromiev 3 ) () e (4 )ceusrinve 3 (5) vrauara 3

- Arastirmanin ilk - SWOT Analizi - Purdue Universitesine - TUBITAK 1512 ile sirketlesme - Uygulamanin canli
asamasinda ilgili alanyazin - Ulkemizdeki alan katilma - W3C VC veri modelini sunuculara tasinmasi
taranarak mevcut durumun uzmanlarindan blokzincir - Yurt disi alan uzmanlari ile uygulama boyutunda takip - Acik grupta beta testleri
tespit edilmesi teknolojinin egitimde gorismeler yapilmasi etme - Uygulamaya yénelik

- Yerel ve kiresel érneklerin kullanimina yénelik - Uluslararasi calisma - Web tabanli front-end ve gorislerin toplanmasi
incelenmesi goruslerinin alinmasi gruplarina katilim back-end uygulamalarin - Kullanici araydzlerinin ve

- Problemin detaylari ile - Yurt disi crqgtn(mulorl icin - TUBITAK 1512 basvuru gelistirme calismalari vygulamadaki hatalarin
incelenmesi fon arayisi (TUBITAK 2214-A hazirlklari - Uygulamanin ilk sorimonon  dizeltilmesi

- Kullanim senaryolarinin basvuru hazirliklar) - Arastirmaci gunl0go yayinlanmasi - Sonuglarin raporlanmast
gozden gecirilmesi tutulmasi - Kapall grupta alpha testleri

Sekil 1.1. Arastirmanin asamalart ve zaman ¢izelgesi

Yukaridaki aciklamalar Ozetlenecek olursa, bu caligmayla asagidaki alanlara

yonelik temeller olusturulabilecektir:

Ulkemizde ve diinyada egitim teknolojisi alaninda simirli sayida &rnekleri olan,

ancak giderek yayginlasma egiliminde bulunan blokzincir teknolojilerinin;

1.

AUO alaninda uygulanmasma yonelik sosyal ve teknik gereksinimlerin
biitiinlestirilmesine yonelik bir zemin olugturmak,

AUO alaninda uygulanmasinin basarili olma potansiyelini artirmak,

AUO alaninda uygulanmasini hedefleyen teknik calismalar icin onlara yol
gosterici Oncii bir ¢calisma olmak,

AUO ve blokzincir alan uzmanlari ile yapilan gdriismeler sonucunda alanda
mevcut olan bosluklar ve arastirma oncelikleri de tespit etmek,

AUO alaminda siirdiiriilebilir uygulamalar gelistirmeye yardimci olmak

hedeflenmistir.



1.3. Onem

Bu calisma blokzincir teknolojisinin AUO alaninda uygulanmasini hedefleyen

caligmalar icin yol gosterebilecek Oncli ve 6zgilin bir calisma olma ozelligi tasidigi

diistiniilmektedir. Ayrica alan uzmanlari ile yapilan goriigmeler sonucunda alanda mevcut

olan bosluklar ve arastirma Oncelikleri de tespit edilmesi hedeflenmistir. Ayrica, bu

caligma ile elde edilen bulgularin alanyazindaki boslugu doldurulmasi agisindan 6nemli

oldugu diisiiniilmektedir.

Calismanin égrenenler agisindan 6nemi su maddelerle 6zetlenebilir;

Gelecekte uygulamalarin yayginlagsmasi ile blokzincir teknolojisi destekli
gelistirilen yasam boyu O6grenme uygulamalari, &grenenlerin dgrenme
kayitlarin1 tek bir c¢ati altinda toplamalarina, saklamalarima ve
kanitlamalarina yardimci olabilir. Bu bilgiler, 6grenenlerin gelecekteki is ve
egitim imkanlarinin degerlendirilmesinde de kullanilabilir.

Bu uygulamalar sayesinde sahip olduklar1 yetenekleri is bagvurulari
esnasinda merkeziyetsiz uygulamalarla hizli ve giivenli bicimde kanitlama
imkan1 saglayabilir. Bu sayede, diploma ve sertifika gibi belgelerin
kaybolmasindan ya da uzun yillar saklanmasi gibi sorunlarla basa
cikabilirler.

Ogrenenler sahip olduklar1 kayitlar1 blokzincir teknolojisinin veri giivenligi
avantajlarindan faydalanarak, istedigi kurum ya kurulusla istedigi olciide
paylasabilir. Bu sayede, veri mahremiyeti ve etik boyut yeniden giindeme
gelebilir.

Ogrenenlerin kurumlara basvurular1 ya da kurumlar aras1 geciste kredi
transferi sirasinda ve akreditasyon asamasinda faydali olabilir. Diploma,
transkript, kimlik, sertifika gibi belgelerin merkeziyetsiz bigcimde
saklanmasina olanak taniyabilir.

Hizli ve giivenli 6zge¢mis olusturmaya yardimci olabilir. Ogrenenlerin
sahip oldugu yetenekleri ve enformel 6grenmeleri kayit altina almak,
kanitlamak ag¢isindan yardimci olabilir.

Ogrenenlerin elde ettikleri basarimlar1 blokzincir tabanli sistemlerle

aracilifiyla ddiillendirilerek onlar1 tesvik edebilir.

Blokzincir teknolojisin egitimde kullanimi, egitim kurumlart agisindan, biirokratik

islemleri en aza indirerek daha hizli ve giivenli bi¢cimde bireylerin 6nceki 6grenmelerini



dogrulayabilir, 6grenenlerin kimliklerini merkeziyetsiz bi¢cimde yonetebilir. Ayrica,
egitim kurumlarin dijital doniistimiine katki vererek birtakim siiregleri daha az maliyetle
daha hizli hale getirebilir. Telif hakki olan tiriinlerin sahipligini kontrol altina alabilir.
Kripto para yoniiyle, 6grenme licretleri ve belirli kosullarda calisabilen akilli s6zlesmeler
tiiretebilirler. Buna ek olarak, belge sahteciliklerini engelleyebilir. Blokzincir sayesinde
kurumlarin sahip olduklari veriler siirdiirtilebilir bir platforma sahip olacagindan 6grenme
analitikleri ile ilgilenen kurumlara yeni firsatlar sunabilir.

Bu tez ¢alismasinda elde edilen bulgu ve éneriler YOK, YOKAK, MYK ve MEB
gibi iilkemizdeki egitim politikalar: belirleyen kurumlar agisindan 6nemli olabilir. Bu
calismada uluslararas1 ¢alisma gruplarinda yiiriitiilen blokzincir teknolojisinin egitim
alaninda kullanimini tartisan giincel ¢alismalar yerellestirerek, oneriler sunulmustur. Bu
uluslararasi ¢alisma gruplar1 ve organizasyonlar sunlardir;

e W3C VC-EDU (Verifiable Credentials for Education Task Force)
e EU EBSI (The European Blockchain Services Infrastructure)

e Open Badges v3.0

e DCC (Digital Credentials Consortium)

e JFF (Jobs for the Future)

e DIF (Decentralized Identity Foundation)

e IEEE Integrated Learner Records (ILR)

e Sovrin Network

Ilgili alanyazin incelendiginde, caligmalarin énemli bir béliimiiniin blokzincir
teknolojisinin AUO alaninda sahip oldugu potansiyele dikkat cektigi gdzlenmistir, bu
caligmalar basarili teknik bir alt yap1 gelistirmek i¢in dncelik olan sosyal gereksinimlere
151k tutmamaktadir. Bu baglamda, bu calismanin blokzincir ve AUO alaninda ¢alisan
aragtirmacilara, AUO kurumlarina yol gosterici nitelikte oldugu diisiiniilmektedir.

Bu calisma ilk 5 tez izleme komitesi toplantilarinda “Ag¢ik ve Uzaktan Ogrenmede
Blokzincir Teknolojisinin Arastirma Onceliklerinin ve Ihtiyaglarinin Belirlenmesi”
baslhigiyla ¢alisilmis olup ardindan toplantilarda gelen degerli geri bildirimler,
gelistirmeler ve alinan proje destekleri ile uygulama gelistirme boyutunda son haline
gelmistir (EK-1). {1k baslarda yalnizca uzman goriisii toplamay1 ve mevcut durumu ortaya

koymay1 hedefleyen ¢alisma, ardindan uygulama boyutunda da ¢aligilmistir.



1.4. Smrhhklar

Bu ¢alismanin sinirhiliklart ¢alismanin kapsamini olusturmaktadir. Bu baglamda
caligmanin kapsami asagida verilmistir:

e Bu aragtirma, arastirma amagclari ve bu amaclara bagli alt amaglar
baglaminda veri toplama araclari, toplanan veriler, verilerin nitel analizi,
yorumlanmasi ve degerlendirilmesi ile sinirlidir.

e Bu arastirma nicel bir durum c¢alismasidir. Bu c¢alisma nitel arastirma
sonucunda elde edilen bulgular, erisilebilen blokzincir teknolojisi ve AUO
alan uzmanlar1 ve onlarin goriisleri ile sinirlidir.

e Bu arastirmanin konusu baglaminda yapilan alanyazin taramasi ile

sinirlidir.



2. ALANYAZIN

Bu boliimde, oncelikle blokzincir teknolojisi 6zetlenerek, bu teknolojideki giincel
egilimlerden bahsedilmis, teknik ve sosyal boyutta ne gibi etkiler yarattig1 tartigilmistir.
Ardindan, ¢alismanin temel alani olan acik ve uzaktan dgrenme arastirma (AUO) alani
baglaminda alanyazin sunulmustur. Son olarak, ¢alismanin odaklandigi temel konu olan,
blokzincir teknolojisinin AUO alaninda kullanimi, uygulamalar, arastirma topluluklar

incelenerek, ¢alismanin kuramsal temelleri ve kuramsal dizey ortaya konmustur.

2.1.  Blokzincir Teknolojisi

Alanyazin incelemesine baglamadan 6nce, bir konuya agiklik getirmek gerekiyor.
Ilgili alanyazin inceledigin “blockchain” kelimesinin farkli Tiirkge gevirileri
bulunmaktadir. Dilde ortaklik saglamak admma bu caligmada “blokzincir” seklinde
kullanilmistir, bununla birlikte bu konu yazar tarafindan kisisel Medium blog sayfasinda
tartisilmistir (Yildirim, 2019). Ayrica, ¢alismada bazi teknik terimlerin Tiirkge gevirileri
icin, Blockchain Tiirkiye Platformu g¢aligma gruplarindan biri tarafindan hazirlanan
terminoloji ¢aligmasi raporundan yararlanilmistir (BCTR, 2019). Buna ek olarak,
yazilanlarin daha iyi anlasilabilmesi i¢in Tiirkgesi yazilan bazi ifadelere parantezle
Ingilizceleri ya da beraberinde ayni ifadeyi karsilayan Tiirkceleri de eklenmistir.
Terminolojisi yeni olusan bir alan oldugu i¢in miimkiin oldugunca detayli aktarilmaya
calistlmistir. Yine, ¢aligmada Bitcoin, Ethereum gibi kelimeler projeyi, konsepti, ag1 ya
da {iriinii simgeliyorsa 6zel isim olarak kabul edilerek bas harfi biiylik olarak yazilmis,
bitcoin, ether gibi para birimini simgeliyorsa cins isim olarak kabul edilerek bas harfi
kiigiik yazilmistir (Blockchain.com, 2014).

Blokzincir teknolojisi, en basit haliyle Bitcoin gibi elektronik para transfer
sistemlerinin alt yapisi1 olarak tanimlanabilir. ilerleyen béliimlerde daha detayl
anlatilacak gelismeler sayesinde bu teknolojinin giinliik hayatimiza girdigi soylenebilir.
Baslangicindan itibaren geliserek basta ortaya konulan vizyonun otesine giden bu
teknoloji, bir ag tizerindeki kullanicilarin uzlasisina (konsensiis) dayali, deger
atfedilebilecek wvarliklarin (asset), herhangi bir araci gliven mekanizmasina ihtiyag
duymadan transferine olanak taniyan dagitik bir veri tabanmi olarak tanimlanabilir
(Yildirim, 2018). Bu teknolojiyi daha basit anlatabilmek i¢in; nasil ki elektronik posta
internet teknolojisinin bir tiriiniiyse ayni sekilde bitcoin ile blokzincir teknolojisi arasinda

buna benzer bir iliski bulunmaktadir (Carkacioglu, 2016). Bitcoin, blokzincir



teknolojisinin ilk ve i¢inde bulundugumuz yil olan 2023 i¢in en bilinen uygulamasidir.
Blokzincir teknolojisinin bitcoinden farkli uygulamalar1 s6z konusudur ve bunlar
ilerleyen boliimlerde detaylari ile anlatilacaktir. Bitcoin ve bitcoine alternatif tiim iiriinler
kripto para (cryptocurrency) olarak adlandirilmaktadir. Kripto paralar ve blokzincir
teknolojisi birbiriyle ilintili ancak farkli konulardir ve bu iki kavram kimi zaman birbirine
karistirilabilmektedir.

Blokzincir teknolojisinin tanimina donersek, ilgili alanyazinda bircok tanim
mevcuttur. Swan (2015a), blokzincir teknolojisini ana bilgisayarlar (mainframes), kisisel
bilgisayarlar (PCs), internet teknolojisi ve mobil/sosyal aglardan sonra besinci yikici
bilisim devrimi olma potansiyeli tagidigini belirtmistir. Bu teknolojiyi bitcoin iizerinden
teknik olarak su sekilde tanimlamistir; bitcoin, blokzincir adi verilen halka agik bir defter
kullanilarak, merkeziyetsiz ve giiven tesisine ihtiya¢ olmayan (trustless- taraflar arasi
giiven ihtiyacini en aza indiren) bir sistemde islem goren dijital nakittir (digital cash).
Ayrica, daha da 6nemlisi blokzincir teknolojisinin web teknolojilerinin sahip olmadig:
kesintisiz gomiilii (seamless embedded) bir ekonomi katmani haline gelme potansiyeli
ile, merkeziyetsiz degis-tokus (exchange), para (token) kazanma ve harcama, dijital
varliklarin miilkiyet haklarin1 sahiplenme ve sahipligini aktarma, akilli soézlesme
diizenleme ve yiiriitme 6zellikleri ile teknolojik bir 6deme altyapis1 haline gelebilecegini
ongormektedir.

Carkacioglu (2016, s. 42) blokzincir teknolojisini “basit bir veri taban1” ifadesiyle
nitelerken agdaki tiim kullanicilarin erigebildigi, merkeziyetsiz global bir hesap defteri
olarak tanimlamaktadir. Di Pierro (2017) blokzincir teknolojisini, kripto para alim satim1
ve akilli sozlesmelerin ylriitiilmesi i¢in gerekli platformlarin temelinde yer alan,
kriptolojik 0ziit fonksiyonlarina dayali yeni bir teknoloji olarak tanimlamis ve
Nakamoto'nun Bitcoinin temellerini olusturan bu yap1 ile ¢6zdiigii sorunun, dagitik bir
sistemde giiven olusturmak oldugunu vurgulamistir. Ayrica, bunun yalnizca bir kripto
para olarak goriilmemesi gerektigi ve geleneksel finans araglarinin otesinde genis
uygulama alanlarina sahip oldugunu belirtmistir. Zheng vd. (2017) bitcoinin temeli olan
blokzincir, iglemlerin merkezi olmayan bir sekilde ger¢eklesmesine izin veren, degismez
bir kayit defteri (ledger) gorevi goren bir teknoloji olarak tanimlamistir.

Muneeb (2017) blokzincir teknolojisini, herhangi bir merkezi giiven noktasina
ihtiya¢c duymadan herkesin erisimine ve katilimimna agik, verilerin aga bagl tim

bilgisayarlarda yedekli olarak depolandigi, yalnmizca yeni veri eklenebilen, agdaki



verilerin degistirilemez ve tiim diiglimlerin ayni1 veri goriinlimiine sahip oldugu bir sistem
olarak tanimlamistir. Ayrica, teknolojinin bazi giincel zorluklarina ragmen giivenli ve
merkezi olmayan servisler sunabildigini belirtmistir.

TUSIAD ve Deloitte Tiirkiye is birligiyle yayimlanan raporda (2018, s. 7)
blokzincir teknolojisini Internetin ortaya c¢ikisindan sonraki en yikici ve devrim
niteliginde sayilabilecek gelismelerden biri oldugu ifadesi kullanilmistir. Buna ek olarak,
her gecen giin is diinyasinda énemli bir yer edinmeye devam ettigi de vurgulanmistir.
Ayrica raporda Tiirk is diinyasinin farkli sektorlerinden 155 katilimcinin goriislerine yer
verilmistir. Buna gore, katilimcilarin teknoloji konusunda farkindaliklarinin oldugu
ancak somut uygulamalara yonelik ve ig alanlarina etkileri konusunda yetkin olmadiklari
ortaya konulmustur. Yine raporda, sirketin ayni yil yaptigi kiiresel blokzincir anket
sonuclariyla yerel sonuglar1 karsilagtirmalarina da yer verilmistir. Rapora gore, blokzincir
uygulamalarinin 5 yil i¢inde (2018+5=2023) etkili olmas1 beklendigi belirtilmistir. Bu
arastirmanin lilkemizde yapilan genis kapsamli ilk ¢alismalardan oldugu sdylenebilir.
Deloitte her yil kiiresel ¢apta bu raporu diizenli olarak yayimnlamaktadir. 2021 yilinda
yayinladig1 kiiresel raporunda, dijital varliklarin 6nlimiizdeki bes ile on y1l i¢inde itibari
para birimlerine giiclii bir alternatif veya yerine gecgebilecegine “giiclii bir sekilde” inanan
katilimcilarin orani yilizde 33’tiir (Deloitte, 2021). Bu oranin azimsanamayacak bir oran
oldugu soOylenebilir. Ayrica, ankete katilanlar blokzincir teknolojisinin en 6nemli {i¢
gercek yasam kullanim alanini; giivenli bilgi aligverisi (%45), dijital para birimi (%44)
ve dijital kimlik (%40) seklinde siralamiglardir.

Gartner arastirma sirketi her y1l yakin zamanda ortaya ¢ikmis teknolojileri “Hype
Cycle” adim1 verdikleri bir grafik ile paylasmaktadir (Wikipedia, 2023). Sekil 2.1.de
Gartner teknoloji ilerleme dongiisii verilmistir ve bu grafigin amaci, uzman goriislerinden
yola ¢ikarak bu yenilik¢i teknolojiler hakkinda Ongoériileri ve zamanla olusan ya da
olusacak beklentileri degerlendirmektir. Grafigin yatay boyutunda zaman, dikey
boyutunda beklentiler yer alir. Grafikteki egride teknolojiler cesitli renklerle ve sekillerle
temsil edilerek toplam 5 boliimden olusan bdlgelerde yerlerini alirlar. ik bélge yeniligin
tetiklendigi bolgedir ve genellikle bu bdlgedeki teknolojilerin kullanilabilir bir tirtinii
yoktur, ticari uygulanabilirligi heniiz kanitlanmamistir. Ikinci bélge beklentilerin tepe
noktas1 olarak adlandirilir ve bu bolgede teknolojiye yoOnelik bazi basari oykiileri
uretilirken, bazi sirketler harekete gecerken diger bir¢ogu ise heniiz harekete

gecmemistir. Uciincii bolge hayal kiriklig1 cukuru olarak adlandirilir ve teknoloji {izerine
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yapilan denemeler basarili olamadikc¢a teknolojiye olan ilgi giderek azalir. Dordiincii
bolge, aydinlanma egimi ismiyle anilir ve baz1 teknolojiler hayal kiriklig1 ¢ukurunda
ortadan kalkarken, bazilar1 yeniden yiikselise gecer, insanlar bu teknoloji hakkinda daha
iyi uygulamalar olabilecegine inanirlar. Besinci bdlge verimlilik platosu olarak
adlandirilir ve artik teknolojinin {iriin haline doniistiigli sdylenebilir. Son agamada,
teknolojiyi iireten firma i¢in yatirim siireci, kullanan miisteriler i¢in de fayda saglama
siireci baglamistir denilebilir. Yine son asamada artik teknoloji olgunlasmis ve bu

dongiiden ¢ikarak kabul gordiigii sdylenebilir.

BEKLENTILER
A

Beklentilerin tepe noktasi

Verimlilik platosu

Aydinlanma egimi

Hayal kiriklig1 cukuru
Teknoloji tetigi ZAMAN

>

Sekil 2.1. Gartner teknoloji ilerleme dongiisii

Blokzincir teknolojisi bu raporlarda ilk 2015 yilinda kripto para adi altinda
gecmistir ve bu yil hayal kiriklig1 cukurunda yer verilmistir (Gartner Inc., 2015). 2016 ve
2017 yillarinda blokzincir teknolojisine beklentilerin tepe noktasi bolgesinde yer verilmis
ve 2018 yil1 i¢in yayinlanan raporda ise blokzincir teknolojisi hayal kiriklig1 ¢ukuruna
taginmistir. 2019 yilinda blokzincir teknolojisi ve iiriinleri i¢in ayr1 bir ilerleme dongiisii
grafigi yaymlanmaya baglamistir, bu dongiiniin en giinceli 2022 yilina ait olandir ve Sekil
2.2.’te verilmistir (Litan, 2022). Bu dongiilerde blokzincir teknolojisinin iiriinleri ya da

yakindan ilintili teknolojiler 6zelinde olgunluklar1 degerlendirilmistir.
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Sekil 2.2. Blokzincir ve web3 icin ilerleme dongiisii

Blokzincir teknolojisini daha iyi anlayabilmek i¢in onunla ilintili kavramlar1 ve
teknolojileri de yakindan takip etmek gerekmektedir. Blokzincir teknolojisinin gelisimini
takip etmek ve gelecegine yonelik ongoriilerde bulunabilmek icin ilerleme dongiisii
onemli ipuglar1 verdigi sdylenebilir. Gartner’in raporlarindan yola ¢ikarak, blokzincir
teknolojisinin genis kitlelerce kabulii ve giinliilk yasantimiza daha biiylik etkilerini
gbzlemleyebilmemiz i¢in heniiz zaman oldugu sonucuna varabiliriz. Bu ilerleme
dongiileri ile blokzincir teknolojisinin bir pargasi, bir iirlinii ya da gelisimine katki
saglayan merkeziyetsiz borsalar, katman 2 ¢0zlimleri, stabil kripto paralar, sifir bilgi
ispati, merkeziyetsiz otonom organizasyonlar, akilli sozlesmeler, mutabakat
mekanizmalari, nesnelerin interneti gibi kavramlar1 da yakindan takip etme sansi
buldugumuzu sdyleyebiliriz. Yine, tezin ilerleyen bdliimlerinde bu kavramlara ve
kavramlarin blokzincir teknolojisi ile olan iliskileri hakkinda bilgilere yer verilmeye
calisilmistir.

Bu tez yazilirken yaymlanmis en giincel teknoloji ilerleme dongiisii 2022 yilina ait
olandir ve bu raporda (Sekil 2.3.) blokzincir teknolojisi ile ilintili web3, merkeziyetsiz
kimlik ve NFT teknolojileri dongiide yerlerini almaktadir (Gartner Inc., 2022). Yine, bu
teknolojilerin 5 ile 10 y1l sonrasinda tiretkenlik platosuna ulasabilecekleri dngoriisiine yer
verilmigtir. Metaverse kavramimi da blokzincir teknolojisi ile ilintili oldugu

degerlendirirsek, bunun da 10 yildan daha uzun bir siirede olgunlasacagi ongdriilmiistiir.
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Sekil 2.3. Gartner teknoloji ilerleme dongiisii 2022

Giliven ve Sahinoz (2018, s. 44), kisaca blokzincir teknolojisini “aslinda bir veri

taban1” bigiminde tanimlayarak, her blokzincir alt yapisinin kendine ait 6zellikleri ve
kurallar1 olduguna dikkat c¢ekmistir. Bu durum o6zellikle Bitcoin ve ona alternatif
projelerin birbirlerinden nasil ayristigin1 da ortaya koymaktadir. Madencilik esnasinda
yliksek enerji tiikketimi Bitcoin ag1 igin bir sorun teskil ederken, bir bagka blokzincir
teknolojisinin yapist itibariyle sorunu olmayabilir, hatta madencilige bile ihtiyag
duyulmayabilir. Bu konuya blokzincir teknolojilerinin giicli ve sinirli yonlerini

tartisirken yeniden deginecegiz.

Casino, Dasaklis ve Patsakis (2019) blokzincir tabanli uygulamalarin ¢esitli

sektorlerde kullanimlarini analiz ettikleri ¢alismalarinda, blokzincir teknolojisinin is
stireclerini merkezi mimarilere ve giivenilir {glincli taraflara ihtiya¢ duymadan

yiirlitebilmesi sayesinde geleneksel is siireclerine yikici etkileri oldugunu vurgulamis ve
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blokzincir teknolojisini, onaylanmis bloklarin degismez oldugu, sirali bloklar bigiminde
diizenlenmis dagitik bir veri tabani olarak tanimlamistir.

Tanriverdi vd. (2019), kripto paralarla daha sik duymaya basladigimiz blokzincir
teknolojisini tanimlarken, mevcut veri tabant mantigindan farkli bigimde, merkezi
otoritedeki yetkilerin zincirdeki her bir diiglime dagitildigr ve bu sayede yetkinin ve
sorumlulugun paylagimim sagladiginm1 vurgulamistir. Ayrica, dagitik yapisi, veri
giivenligi, seffaflik gibi 6zelliklerinin yani sira barindirdigt mutabakat protokolleri,
giivenlik yapilar1 ve akilli s6zlesmeler gibi alt yapilar ile birlikte potansiyel kullanim
senaryolariin giin gegtikce artacagini belirtmis ve bunlara ek olarak teknolojinin ortaya
¢ikis bigimini ve hizini internet teknolojisine benzetmistir.

Blockchain Tiirkiye yaymladig: bir raporda blokzincir i¢in yaptig1 tanimda, veri
aktariminin yani sira, deger tasityan varliklarin ¢esitli amaglarla aktarimina ve iglemlerin
giivenli bir dijital ortamda saklanmasina olanak tanidig1 vurgusu yapilmistir (Blokzinciri
Teknolojisi Terminoloji Caligmast, 2019).

Basit bir anlatimla 5 soruda blokzincir teknolojisini anlattig1 eserinde Say (2019),
bir kayit kiitiigii olarak betimledigi blokzincir ag1 lizerinde, her blogu da bir A4 kagidina
benzetmigtir. Burada her kagida, kagidin i¢indeki bilgilerden iiretilmis 6zel bir hesapla
isim verilmis olsun ve bir kagitta yer kalmadiginda yeni bir kagida gecilip lizerine bu
sayfadan Onceki sayfa ismi suydu seklinde bir ifade birakilmis olsun. Sonugta bu
kayitlarin hepsi beraber kiitiigii tutmak isteyenlere ortak bir yayildiginda blokzincir
teknolojisinin basit olarak ¢alisma prensibi tanimlanmis olmaktadir. Say’in bu tanimi
yine yaygin olarak anlatilan eskilerde tutulan “bakkal defterleri” ile blokzincir analojisini
akla getirmektedir.

Web3 olarak adlandirilan yenilik¢i teknolojik gelisme ile glindeme gelen blokzincir
teknolojisi, kripto para konusu ile ayrilmaz bir sekilde birbirine baglidir. Blokzincir
teknolojisi ©6zel bicimde birbirine baglanmis bilgisayar aginin bir mutabakat
mekanizmasiyla deger transferini saglayan ve bu baglamda giiveni saglayan bir yapidir.
(Sert, 2019)

llgili alanyazinda, yukaridaki tamimlarin yami sira, blokzincir teknolojisinin
potansiyelinin abartildigini, gergek yasam kullanim senaryolarinin yeterince olmadigi ve
beklentileri karsilayamadigr yoniinde elestirel bakis acisiyla yapilan tanimlar da
mevcuttur (Ismail & Materwala, 2019; Michelman & Catalini, 2017; Perera vd., 2020).

Veri giivenligi, islem maliyeti, 6l¢eklenebilirlik, yliksek enerji tiikketimi bagta olmak lizere
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yapilan elestiriler kimi projelerde ¢oziimlenmis olmasina ragmen halen arastirilmaya ve
calisilmaya devam etmektedir. Yine bu konuya, basta bitcoin bdliimii olmak iizere
uygulamalarin sinirlt yonleri boliimlerinde deginilmistir.

Blokzincir teknolojisi ile ilgili alanyazin taramasi yapan c¢alismalar inceledikleri
zaman dilimi i¢inde, blokzincir ile ilgili arastirmalarin ortaya ¢iktig1 glinden bu yana her
yil bir Ooncekine gore dramatik bicimde artigini gostermektedir (Capetillo vd., 2022;
Casino vd., 2019; Gorkhali vd., 2020; Ismail & Materwala, 2019; Lu, 2018, 2019; M. Xu
vd., 2019; Yli-Huumo vd., 2016). Yine, bu ¢aligmalara benzer bi¢cimde tedarik zinciri,
gida giivenligi, saglik, egitim alanlar1 basta olmak iizere birgok farkli sektdrde bu alanlara
spesifik uygulamalar1 aragtiran ve sonucunda alanyazinda yiikselen bir ilgi oldugu
sonucuna varan calismalar da bulunmaktadir (Alammary vd., 2019; Drosatos &
Kaldoudi, 2019; Liao vd., 2017; Y. Xu vd., 2020).

Tiim bu tanimlarda sik¢ca vurgulanan anahtar kelimeleri soyle siralayabiliriz;
merkeziyetsiz ya da ademi merkeziyetci (decentralized), veri tabani ya da kayit defteri
(ledger), giivene olan ihtiyaci en aza indirme (trustless), dagitik (distributed), acik (open),
seffaf. Blokzincir teknolojisini iyi anlayabilmek i¢in teknik ve sosyal boyutlariyla detayli
bir bicimde incelemek gerekir, ayrica gergek yasam kullanim senaryolarini, gii¢lii, zay1f
yonlerini ve kullanilan alan 6zelinde blokzincir teknolojisine bir veri biitiinii olarak
ihtiyag olup olmadigini da iyi belirlemek gerekir. Ilerleyen béliimlerde bu konulara

deginilecektir.

2.1.1. Bitcoin

Bitcoinin teknolojisinin temelleri, Satoshi Nakamoto rumuzlu kimligi belirsiz bir
kisi ya da kisiler tarafindan 2008 yilinda bir e-posta grubuna tartigilmak tizere génderilen
Bitcoin: A Peer-to-Peer Electronic Cash System — Bitcoin: Esler Arasi Elektronik Para
Sistemi bashikli teknik dokiimana dayanmaktadir (Nakamoto, 2008). Bu teknik
dokiimanda; araci finans kuruluslarina ihtiya¢c duymadan taraflar arasi deger (asset)
aktarilmasina imkan taniyan ve adma da “Bitcoin” denilen kripto para biriminin teknik
detaylar1 anlatilmistir. Bitcoini daha iyi anlamak i¢in bu teknik dokiimani detaylica

incelemek faydali olacaktir. Dokiimanin 6zet kisminin Tiirkge cevirisi su sekildedir;
“Tamamen esler arasi ¢alisan bir elektronik para sistemi, herhangi bir finansal kurum aracilig
olmadan dogrudan bir taraftan digerine ¢evrimigi 6deme gonderilmesine olanak taniyacaktir.
Dijital imzalar ¢ozlimiin bir pargasidir, ancak ¢ifte harcamay1 6nlemek icin hala giivenilir bir

ticlincii taraf gerekiyorsa ana avantajlar kaybolur. Bu ¢alisma ile esler arasi bir ag kullanarak ¢ifte
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harcama sorununa bir ¢dziim Oneriyoruz. Ag, islemleri devam eden bir 6zet tabanli is kaniti
zincirine kararak zaman damgas1 vurur ve is kanitin1 yeniden yapmadan degistirilemeyecek bir
kayit olusturur. En uzun zincir, sadece tanik olunan olaylar dizisinin kanit1 olarak degil, ayni
zamanda en biiylik CPU giicli havuzundan geldiginin de kanitidir. CPU giiciiniin ¢ogunlugu, aga
saldirmak i¢in is birligi yapmayan diigiimler tarafindan kontrol edildigi siirece, en uzun zinciri
olusturacak ve saldirganlar1 geride birakacaklardir. Agin kendisi minimum altyapr gerektirir.
Mesajlar en iyi ¢aba temelinde yayinlanir ve diigtimler istedikleri zaman agdan ayrilip yeniden
katilabilir, en uzun is kanit1 zincirini onlar yokken ne oldugunun kaniti olarak kabul eder.”

(Nakamoto, 2008)
Blokzincir teknolojisi anlatilirken Bitcoin’den ayr1 bir bashikta bahsetmek

gerekiyor. Bu nedenle, bu baslik altinda Bitcoin 6zelinde ilgili alanyazin tartisilacaktir.
Bitcoin anlasildiginda diger kripto paralar1 da anlamak kolaylasir denilebilir. Yeniden
vurgulamakta fayda var, bu tezin yazildig1 2023 yili itibariyle Bitcoin blokzincir
teknolojisinin ilk ve piyasa degeri en yiiksek olan uygulamasidir. Bu tezi okudugunuz
zaman bu degisiklik gdstermis olabilir, ¢linkii blokzincir teknolojisi siirekli bir gelisim ve
devinim halindedir denilebilir.

Bitcoin, merkezi olmayan bir dijital para birimidir ve blokzincir teknolojisi alt
yapist ile ¢alisir. Bu teknoloji sayesinde, Bitcoin islemleri giivenli, seffaf ve merkezi bir
otoriteye bagli olmadan gerceklestirilebilir. Ayrica Bitcoin, siirli bir arz ile
caligmaktadir. Toplam Bitcoin arzi 21 milyon ile sinirlidir ve bu sayiya ulasildiginda,
madenciler tarafindan yapilan yeni Bitcoin iiretimi sona erecektir (Usta & Dogantekin,
2018).

Bitcoin'in ¢aligma prensibi, merkezi olmayan bir para birimi olarak tiim
kullanicilarin kontroliinde olmasini gerektirir. Bu sayede, kullanicilar arasindaki islemler
daha hizli, daha giivenli ve daha az maliyetli hale gelebilir. Bitcoin transferi icin iki
anahtar gereklidir: biri 6zel anahtar (private key), digeri ise herkesin gorebilecegi bir
sekilde paylasilan acik anahtar (public key) olarak adlandirilan iki anahtardir. Agik
anahtar ayn1 zamanda sizi agda herkesin gorebilecegi sekilde temsil eden adrestir ki bunu
uluslararas1 para transferinde kullanilan IBAN’a benzetebiliriz. Ozel anahtar1 ise bu
hesaba erisim i¢in gerekli bir sifre gibi diislinebiliriz.

Bitcoin transferi, bir kullanicinin dijital ciizdanindan baska bir kullanicinin
clizdanina belirli bir miktarda Bitcoin gondermesiyle gergeklesir. 1 Bitcoin 100 milyona
boliinebilir oldugundan ki bu en kiigiik birimin adi Satoshidir, bu sinirlar ¢ergcevesinde

hesaptan istenilen oradan transfer edilebilir. Bu islem, kullanicinin 6zel anahtarini
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kullanarak imzaladig1 bir islem olarak baslar. Imzalanan islem, Bitcoin aginda yayimlanir
ve diger kullanicilar tarafindan onaylanir (bu islem madencilik olarak adlandirilir).
Onaylanan iglemler, blokzincir lizerindeki bloklara eklenir ve bu bloklar zincirleme
birbirine (Sekil 2.4.) baglanarak blokzinciri olusturulur. Blokzincir, agdaki tiim
kullanicilar tarafindan giincellenir ve her bir kullanicinin cilizdani, blokzincirdeki

islemlerle senkronize edilir, bu sayede agda tutarlilik saglanir (Nakamoto, 2008).

iglem Islem Islem
Kullania 1'in Kullania 2'nin Kullania 3'in
Agk Anahtar: Agik Anahtari Agik Anahtari

Ty Py 2

L | Dotria L
Kullania 1'in Kullania 2'nin Kullania 3'iin
Imzas Imzas Imzast

',Irﬁ’zala ',jr’ri‘zala

Kullama 1'in |~ Kullaruai 2'nin |~ Kullania 3'iin
Gizli Anahtari Gizli Anahtar: Gizli Anahtari

Sekil 2.4. Sadelestirilmis bitcoin veri yapist

Bitcoin transferi, agdaki diger kullanicilar tarafindan onaylandig1 i¢in giivenli bir
sekilde gerceklestirilir. Ayrica, her bir islem icin olusturulan benzersiz bir islem kimligi
(transaction ID) sayesinde islemler takip edilebilir ve herhangi bir islem hatal1 veya sahte
oldugunda tespit edilebilir. Bitcoin transferi, blokzincir teknolojisi sayesinde merkezi bir
otoriteye bagli olmadan gerceklestirilebilir. Bu da daha hizli, daha giivenli ve daha az
maliyetli iglemler yapilmasini saglar. Ancak, islem iicretleri ve transfer siireleri, agdaki
yogunluga bagl olarak degiskenlik gosterebilir. Bitcoin'in isleyisi su sekildedir: Bitcoin
sahipleri, dijital ciizdanlarinda tuttuklar1 Bitcoin'leri diger kisilere gonderebilirler. Bu
islem, Bitcoin ag1 iizerinden gerceklestirilir ve her bir islem blokzincir {izerinde
kaydedilir. Bu sayede, tim agdaki diger kullanicilar tarafindan islemin dogrulugu
onaylanir. Bitcoin agi, Proof of Work (PoW) is ispati adi verilen bir mutabakat
mekanizmasi kullanmaktadir. Bu mekanizma, agin gilivenligini saglamak i¢in kullanilir

ve islem onaylama isleminde yer alan madencilerin ¢dzmeleri gereken matematiksel

17



problemlerle ¢aligmaktadir. Bu problemlerin ¢oziilmesi, agin giivenligini saglamak i¢in
gereken yiiksek bilgi islem giiciine sahip olan madencilerin ¢aba gostermesiyle
saglanmaktadir. Bitcoin aginda bloklar birbirlerine blok sonlarinda yer alan son iglem
ozet (hash) fonksiyon degerinin bir sonraki blogun ilk degeri ile baglanir, bu sayede

bloklar zincir bi¢iminde birbirlerine kitlenir (Sekil 2.5.).

Genesis hlock

e -@»

Hash: (1Z8F ) Hash: 6BQ1 ’ Hash: 3H4Q

Previous hash{ 0000 Previous hash: 4118F Previous hash:(_6BQ1

Sekil 2.5. Bitcoinin blok yapisi

Blokzincirdeki her bir islem, agdaki tiim diiglimler tarafindan dogrulanarak
blokzincire eklenmektedir. Bu dogrulama islemi, islemleri dogrulayan "madencilik" ad1
verilen 6zel donanim ve yazilimlar kullanilarak gergeklestirilir. Madencilik islemi,
blokzincire yeni bir glivenli blok eklenmesi i¢in yapilmaktadir. Bu islem, agdaki tiim
madencilerin belirli bir islem yiikiinii c¢ozerek bir sonraki blogu kesfetmeleriyle
gerceklestirilmektedir. Blokzincire yeni bir blok eklemek i¢in gereken islem yiikii, agdaki
madencilere sunulan bir matematiksel problem olarak tanimlanir. Bir blok
kesfedildiginde, blokzincire eklenir ve madenci tarafindan belirli bir "blok 6diilii" alinir.
Blok 6diilii, her blok i¢in belirli bir miktarda kripto para birimi olarak verilir ve yeni
blokzincir olusturma islemine katki saglamak i¢in madencilere 6denir. Bu 6diil
madenciler i¢in bir motivasyon kaynagi da olusturur ve kar ya da zarar elde etmelerine
neden olabilir (Bankalararas1 Kart Merkezi, 2020).

Odiil yarilanmasi ise, blokzincir teknolojisi kullanilarak olusturulan kripto para
birimlerinin arzinin sinirlt olmasi ve odiillerin zamanla azaltilmasi anlamina gelir.
Ornegin, Bitcoin aginda her 210.000 blokta bir 6diil yarilanir (Christidis & Devetsikiotis,

2016). Baslangigta 50 Bitcoin olan &diil, her yarilanmada yar1 yartya azaltilir. Bu, arzin
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kontrol altinda tutulmasini ve kripto para biriminin degerinin artmasini saglamaktadir.
Blokzincir teknolojisi kullanilarak olusturulan kripto para birimlerinin arzinin siirl
olmasi ve ddiillerin zamanla azaltilmasi nedeniyle, agdaki madencilerin bir sonraki blogu
kesfetmek i¢in yarismasi zorlugu da beraberinde getirmektedir. Zorluk seviyesi, agdaki
madencilerin toplam islem giiciine bagl olarak ayarlanmaktadir. Agdaki toplam islem
giicii arttikca, zorluk seviyesi de artar ve blok kesfi daha zor hale gelmektedir. Bu da
blokzincir aginin daha giivenli hale gelmesini saglamaktadir diyebiliriz.

Baz1 ¢aligmalara gore (Cant, Bart; Khadikar, Amol; Ruiter, Antal; Bronebakk,
Jakob Bolgen; Coumaros, Jean; Buvat, Jerome; Gupta, 2016; Frizzo-Barker vd., 2020),
2007-2009 yillar1 arasinda tiim diinyada yasanan kiiresel finans krizi bankalara duyulan
giivenin sorgulanmasina neden olmus ve para transferinde giiveni yeniden tesis edebilme
potansiyeli (The Economist, 2015) olan blokzincir teknolojisinin dogusu da bu dénemde
olmustur. Yukarida verilen tanimlara ek olarak, Bitcoin herhangi bir araci kuruma ya da
bankaya ihtiya¢c duymadan calisan bir sistemde, esler arasi deger transferini giivene
ihtiya¢ duymadan saglamak adina sifreleme tekniklerinin kullanildig1 merkezi olmayan
bir kripto para birimidir. Bunun alt yapis1 olan blokzincir teknolojisi de yalnizca finansal
bir ara¢ olmaktan 6teye gidebilme potansiyeliyle dikkat ¢ektigi sdylenebilir. Bitcoin ilk
transferin gergeklestigi Ocak 2009 ayindan bu yana ilerleyen boliimlerde tartisilan teknik
ve sosyal boyutlariyla yeni bir ¢alisma alani olarak ortaya ¢ikmistir (Reid & Harrigan,
2013). Hayes (2017) ¢alismasinda, blokzincir teknolojisinin finans ve ekonomi
alanlarmin yan sira farkli alanlara ve sektorlere etkilerini tartigmigtir.

[1k yillarinda balon, ponzi ya da bir seytan olarak tanimlanan haber ve ¢alismalarda
(Krugman, 2013) yasa dis1 silah ve uyusturucu ticareti i¢in kullanildigi yoniindeki
iddialar sebebiyle daha kotiimser yorumlarin odagi olan bitcoin ve kripto paralar, zaman
gectikce yasal ¢gercevelerin netlesmesi ve kamu regiilatorleri tarafindan incelenmeleri ile
birlikte bu tiir yorumlarin da giderek azaldigini sdyleyebiliriz. Hatta gelinen noktada El
Salvador tarafindan 2021 yilinda iilkenin resmi para birimleri arasinda bitcoin yerini
almistir. Fiyatindaki dalgalanmalar, kripto para borsalarindaki dolandiricilik haberleri ile
giindeme gelen bu olgunun giiclii ve sinirli yonlerini tartismak gerekmektir. Bir sonraki

boliimde bu konular tartigilacaktir.
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2.1.1.1. Bitcoin’in giiclii ve zayif yonleri

Bitcoin ilk islemin gerceklestigi Ocak 2009 tarihinden beri tarif edildigi gibi
neredeyse kusursuz bir bi¢imde calismaktadir. Ancak buna ragmen, bir takim zayif
yonleri oldugu da bir gergektir. Bu baslik altinda Bitcoin’in gii¢lii ve zayif yonleri
literatiirden cesitli bakis agilartyla ve ornekleriyle agiklanacaktir.

Bitcoin’in gii¢lii yonleri su sekilde siralanabilir;

o Merkeziyetsiz bicimde deger transferine imkdn tanimasi: Bitcoin, merkezi bir
otorite tarafindan kontrol edilmedigi i¢in ademi merkeziyetci bir yapiya sahiptir.
Bu da teknik olarak herhangi kurum, kurulus ya da {ilke tarafindan kontrol
edilmesi, degistirilmesi veya manipiile edilmesinin imkansiz olmasi anlamina
gelmektedir.

e Anonim olmasi: Bitcoin islemlerinin anonim oldugu sdylenebilir. Ag iizerinde
transfer i¢cin agik anahtar kullanilmaktadir ve bu adrese bakarak kime ait
oldugunu belirlemek imkansizdir. Bu da bir kullanicinin kimlik bilgilerinin gizli
kalmasini saglamaktadir.

e Giivenli bir ortam sunmast: Bitcoin islemleri, agik anahtarli sifreleme yontemi
kullanilarak giivence altina alinmaktadir. Bu da islemlerin giivenli ve sifreli bir
sekilde gerceklestirilmesini saglamaktadir.

e Nispeten diisiik transfer iicreti ve hizli islemlere olanak tamimasi: Bitcoin
islemleri, biiyiik miktarli banka islemlerine kiyasla daha diisiik transfer iicretine
sahiptir ve hizlidir denilebilir. Ozellikle uluslararasi para transferleri igin hizli ve
uygun maliyetli bir alternatif sunmaktadir.

e Kiiresel olgekte kullanilabilir olmasi: Bitcoin, diinyanin herhangi bir yerinde
internet baglantis1 olan herkes tarafindan kullanilabilmektedir. Kripto para
borsalar1 araciligryla, ledger adi verilen donanim cihazlari ile, Bitcoin ATM’leri
ya da 6deme kanallar ile kisisel clizdanlara erisim miimkiindiir.

o Swurl arzimin olmasi: Bitcoin, smirh bir arz ile tasarlanmistir ve sadece 21
milyon adet iiretilebilir. Bu da zamanla degerinin artabilecegi anlamina gelir.

o Acik kaynak kodlu olmasi: Bitcoin yazilimi acik kaynak kodlu oldugundan, tiim
islemler herkes tarafindan gézden gegirilebilir ve gelistirilebilmektedir.

Bu gii¢lii yonler, Bitcoin'in kabul gérmesine ve popiiler olmasina neden oldugu

sOylenebilir. Ancak, Bitcoin'in ayn1 zamanda bazi zayif yonleri de vardir, bu nedenle,
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dikkatli olmakta fayda oldugu soylenebilir. Bitcoin’in zayif yonleri su sekilde

siralanabilir;

Yiiksek enerji tiiketimi: Sahip oldugu mutabakat algoritmasi (PoW) nedeniyle
agi yiiksek enerji tiiketimi gergeklestirdigi sdylenebilir, madenciler blok 6diilii
alabilmek i¢in yarigmakta ve bunun sonucunda da yiiksek giigte bilgisayarlarin
stirekli ¢alismasi gerektirmektedir. 2024 yilinda Cin’deki madencilerin Bitcoin
agl icin harcayacagi enerjinin Cekya ve Katar’in toplam yillik enerji
tilketiminden yiiksek olacagi tahmin edilmektedir. Bunun ¢evreye olan etkileri
de tartisilmaktadir (de Vries, 2021; Jiang vd., 2021; Vranken, 2017). Benzer
sekilde, bir diger etkinin de madencilik i¢in GPU giicii kullanilmasi nedeniyle
kiiresel ekran karti fiyatlarini da olumsuz etkileri tartisilmaktadir.
Olgeklenebilirlik: Bitcoin islemleri ve madencilik islemi zaman zaman agdaki
asir1 yiiklenme nedeniyle yavaslayabilmektedir (Raval, 2016). Bitcoin aginda
gerceklestirilen islem sayisi arttikca islem siirelerinin uzamasi ve iglem
licretlerinin yilikselmesi miimkiindiir. Bitcoin, merkezi olmayan bir yapiya sahip
oldugu i¢in, islemler blokzincirde onaylanmadan once bircok bilgisayar
tarafindan dogrulanmaktadir. Bu nedenle, agdaki islem yogunlugu arttik¢a, islem
onaylama siiresi artar ve ag daha yavas caligabilir. Bu durum farkli blokzincir alt
yapilarinin da problemi oldugu soylenebilir, bir blokta yer alabilecek islem
sayisinin sinirli olmasi, igslem iicretlerinin yiikselmesine ve iglem siirelerinin
artmasma neden olabilmektedir. Olgeklenebilirlik sorunu igin ikinci katman
coziimleri gibi yaklagimlar da s6z konusudur.

Islemlerinin aminda gerceklesmemesi: Tasarimi geredi blok sayist azligi
nedeniyle islemler hemen gerceklesmeyebilir, bu islem yogunluguna, islem
licretine ve blokzincirdeki onay siirelerine bagli olarak degisebilir. Genellikle, bir
Bitcoin transferinin tamamlanmasi yaklasik 10-30 dakika arasinda siirer. Ancak,
yogun islem donemlerinde veya diisiik iicretlerle yapilan islemlerde bu siire daha
uzun olabilir. Bu 6zellikle mikro 6demelerde son kullanici tarafindan tercih
edilmeyen bir durumdur. Ornegin, markete bir ekmek almak i¢in gitseniz ve bunu
Bitcoin ile 6demek isteseniz islemin tamamlanmasi ve agdan onay alma siiresi
hem market hem de miisteri igin alternatif yontemlerle ya da kredi kartiyla

aligverise gore daha uzun siirebilir.

21



Giivenlik: Gii¢li yonler arasinda bulunan giivenlik unsuru, blokzincir
okuryazarlig1 diisiik bireyler icin bir soruna doniisebilir, bireylerin ciizdanlar1 ve
borsa hesaplar1 c¢esitli giivenlik riskleriyle karsi karsiya kalabilmektedir.
Ozellikle, kullanicilarin hesaplarin ¢alinmasi, oltalama veya dogrudan siber
saldirilara maruz kalma riski olmaktadir.

Regiilasyon/yasal ¢erceve eksikligi: Yapis1 geregi denetleyen ve diizenleyen bir
mekanizma olmamasi nedeniyle sorunlar yasanabilir. Bu nedenle fiyat
dalgalanmalar1 ve manipiilasyona agik hareketler goriilebilmektedir. Bitcoin
henliz tam olarak regiile edilmedigi i¢in, bazi iilkelerde yasal belirsizlikler
olabilir. Bu da yatirimcilar i¢in riskli bir durum olabilir.

Fiyatindaki yiiksek dalgalanmalar/oynaklik: Bir yatirim araci olarak Bitcoin
fiyatindaki dalgalanmalar nedeniyle tartisilmaktadir. Bu goriistekiler, kripto para
fiyatlarinin oynakligini da referans gostererek, 2000’11 yillarin basinda agirliklt
olarak teknoloji sirketlerinin bulundugu Amerikan borsa endeksi NASDAQ'daki
sirket senetlerinde meydana gelen biiylik deger kayb1 sonucu “dot-com bubble”
olarak adlandirilan olay ile bir benzerlik oldugunu o©ne siirmektedirler
(Bouoiyour & Selmi, 2015; Chaim & Laurini, 2019; Geuder vd., 2019; Locke,
2021; Robertson, 2021). Bu goriislerin genellikle kripto para yonii ile ilgili
oldugunu ve finansal degerlendirmeler sonucu bu kaniya varildigin1 da ifade
etmekte fayda bulunmaktadir. Bu nedenle bu degerlendirmeleri blokzincir i¢in
degil ancak bitcoin genelinde kripto paralar icin bir elestiriye girdigini
sOyleyebiliriz. Yine de eger blokzincir teknolojisini bir veri tabani olarak
diistinliyorsak, aga veri yazma ticretlerinin fiyatla korale olmasi bu teknoloji igin

bir dezavantaj olarak gortilebilir.

2.1.2. Bitcoine alternatif diger kripto paralar ve projeler

Bitcoin’in yukarida saydigimiz zayif yonlerini ve blokzincir teknolojisinde yeni
yaklasimlar1 benimseyen topluluklar yeni fikirlerle Bitcoin’e alternatif kripto
paralari/projeleri yani altcoinleri ortaya c¢ikarmaya baslamislardir. Bunlarin ilki
Namecoin’dir, en popiileri ve en yliksek ikinci piyasa degerine sahip olani da bu tez
yazildigr donemde Ethereum’dur. Hatta, Bitcoinin gelisiminden yeterince memnun
olmayan bazi gruplar Bitcoin gelistirmesinden ayrilan gruplar bile olmustur ve bunlar da

Bitcoin agini catallayarak (fork) Bitcoin Cash, Bitcoin Gold, Bitcoin Private, Bitcoin

22



Diamond gibi isimlerle yeni projeler baslatarak bu agin ¢calisma prensibine alternatif ve
kendi goriislerine gore daha iyisini ortaya koyduklarini iddia etmektedirler. Ornegin,
altcoinlerden Ethereum, Serenity giincellemesi ve Ethereum 2.0 vizyonu ile daha hizli ve
Proof of Stake (PoS) mutabakat mekanizmasina gegerek daha ¢evreci olmaya g¢alistig;
Bitcoin Cash isimli kripto para toplulugunun Bitcoin maksimum blok boyutunu 1MB’den
8MB’ye ¢ikararak daha fazla veriyi bir blokta tasimayi fikri ortaya ¢ikmistir. Bunun gibi
hemen hemen her kripto paranin blokzincir teknolojisinde kendilerine gore eksik ya da
hatali oldugunu diisiindiikleri bir soruna odaklandigin1 sdyleyebiliriz. Bitcoinin zayif
yonleri boliimiinde bahsettigimiz sorunlar ve bu sorunlar etrafinda gelisen yeni
teknolojiler blokzincir teknolojisi gelistirerek farkli segmentlerde kategorilesmesine
neden oldugu sdylenebilir.

Bitcoin’e alternatif kripto para birimleri olarak tanimlanan altcoinler ve bunlara
bagl projeler giin gectikce gelismeye ve ilerlemeye devam etmektedir. CoinMarketCap
web sitesi verilerine gore, 30 Mart 2023 tarihi itibariyle 23113 farkli proje ve haliyle
kripto para birimi bulunmaktadir (CoinMarketCap, 2023). Bu baslik altinda bunlarin her
birini incelemek oldukg¢a zor oldugundan, mevcut projelerin kategorilerinden bazilarin
sOyle siralayabiliriz. DeFi, Metaverse, dApp, Oracle, katman 1, katman 2, platform, dex
token, cex token, birlikte calisilabilirlik (interoperability), glivenlik, kimlik, 6l¢ekleme,
sabit kripto para, DAO, clizdan, dosya saklama, taraftar token kategorileri bunlardan
yalnizca bir kagidir diyebiliriz.

Altcoinlerden bir kismint bu tez kapsamina girdigi Olgiilerde tartisacagiz.
Bunlardan ilki Ethereum’dur. Ethereum, Vitalik Buterin ve 4 kurucu ortagin
onciiliigiinde 2013 yilinin sonlarinda kurulmustur. Ekibe 2014 yilinin baslarinda Gavin
Wood’un da aralarinda bulundugu 3 kisi daha kurucu ortak olarak katilmigtir. Kurucu
ortaklardan bazilar ilerleyen donemlerde Polkadot, Cardano gibi genis kitlelerce takip
edilen projelerin de kuruculugunu yapmislardir. Programlanabilir blokzincirin temellerini
atarak akilli sozlesme kavramimi ve Solidity isminde programlama dilini gelistirerek
blokzincir teknolojisinin gelisimine katki saglamislardir. Bitcoin i¢in saniye basina islem
sayist 5-7 ile arasinda degisirken, Ethereum icin bu deger 15-24 arasindadir ve bu da
islemlerin daha hizli sonuglanmasi anlamina gelmektedir.

Bitcoin, Bitcoin Script adli 6zel olarak olusturulmus bir programlama dilinde
sadece siirli emir islenmesine izin verme yaklagimini benimserken, Ethereum, Ethereum

Virtual Machine (EVM-Ethereum Sanal Makinesi [ESM]) adi verilen sanal makinede
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komut seti Turing-complete yaklasimiyla g¢aligmaktadir (Lee, 2021) ve bu sayede
“siurs1z” hesaplamaya izin verebilmek i¢in agin isleyebilecegi toplam hesaplama miktar1
ile smirlandirdlmistir.  Bu  yontemlerle de ilgili  blokzincir  sistemlerinin
programlanabilirlik ~ mekanizmalar1  aracilifiyla sonsuz  dongiiler tarafindan
duraklatilmamas1 amaglanmistir. Buna ek olarak alt yapilarinin da determinist bir bigimde
calistyor olmasi gerekmektedir.

Ethereum’un popiiler kullanim alanlar1 arasinda, degistirilebilir (ERC20) ve
degistirilemez (ERC721) tokenlerin olusturulmasi, kitle fonlamasi (ICO-Initial Coin
Offering), merkezi olmayan finans (DeFi), merkezi olmayan borsalar (DEX), merkezi
olmayan otonom organizasyonlar (DAO'lar) gibi yaygin alanlar oldugu sdylenebilir. Bu
konular arasinda bulunan ERC721 degistirilemeyen token standard: ile Nitelikli Fikri
Tapu (NFT) kavrami ve DAO’lar ilerleyen boliimlerde daha detayli bicimde bu tezin
konusu baglaminda tartigilmistir.

Ethereum protokoliiniin teknik detaylar1 Yellow Paper olarak adlandirilan bir
dokiiman ile gelistirilmeye devam etmektedir (Wood, 2022). Bu belgede, Ethereum Sanal
Makinesi (ESM), hesaplama modeli, gas kavrami ve maliyetleri, blokzincir yapisi ve
diger teknik konularin detayli agiklamalar1 yer almaktadir. Sekil 2.6’da Ethereum

gelistiricileri i¢in yaymlanan dokiimantasyonda yer alan ESM’nin yapis1 verilmistir.

program
counter (PC)

stack memory

-

available

Sekil 2.6. ESM 'nin yapisi
Kaynak: https://ethereum.org/tr/developers/docs/evm/
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Ethereum Virtual Machine (ESM), Ethereum blokzincir ag1 iizerinde calisan bir
sanal makinedir. Sanal makine bilgisayar bilimlerinde yazilan programlar1 bulunacagi
ortamlarda simiile edebilmek i¢in gercek bir makine gibi ¢alisan sistemlerdir. ESM, ag
iizerinde c¢aligsan akilli s6zlesmelerin (smart contract) kodlarini yiiriitmek i¢in kullanilir.
ESM, blokzincirdeki her diigiim tarafindan calistirilabilir ve her diigiim, akilli
sozlesmelerin yliriitiilmesine katkida bulunabilir. ESM, Ethereum protokoliiniin ana
bilesenlerinden biridir ve Ethereum'un merkezi olmayan uygulamalar1 (dApps)
caligtirmasini miimkiin kilar. ESM, her bir islem i¢in islemin karmasikligina ve kaynak
kullanimina bagl olarak bir gas maliyeti belirmektedir. Islem maliyetleri, bir gesit sigorta
gorevi gorerek agda gerceklestirilen islemleri sinirlar ve ayn1 zamanda aga yapilabilecek
k&tii amach saldirilara kars: direnci artirmay1 hedeflemektedir (Wood, 2014, 2022). islem
icin daha yiiksek bedel 6deyen bir kullanict isleminin daha hizli tamamlamasini da
saglayabilmektedir. Burada madenciler i¢in temel motivasyon yiiksek 6diil alabilmek
oldugundan, yiiksek islem ticreti 6deyen kullanicinin islemini daha 6nce yapmaya istekli
olabilmektedirler. ESM ayni zamanda sozlesmelerin sdzlesme olusturuculari,
kullanicilar1 ve diger akilli sozlesmelerle etkilesimde bulunmasini saglayan bir
hesaplamali model saglamaktadir. Bu etkilesimler, 6rnegin bir kisinin bir akill
sOzlesmeye para gondermesi veya bir akilli s6zlesmenin diger bir akilli sézlesmeyle
etkilesimde bulunmas gibi islemleri icerebilmektedir.

ESM, bircok farkli programlama dilini destekleyerek yazilmis akilli sdzlesme
kodlarmi calistirabilmektedir. Bu sayede, gelistiricilerin istedikleri dili kullanarak akill
sOzlesme yazmalarina olanak tanimaktadir. Ancak bunun yam sira, Solidity adinda
kendine has bir programlama dili de bulunmaktadir. Solidity, akilli sdzlesmelerin
yazilmasinda en popiiler dildir ve ESM tarafindan desteklenmektedir. Sekil 7.”de Solidity
online editorii Remix IDE (https://remix.ethereum.org/) ortaminda yazilmis 6rnek bir kod

parcasi yer almaktadir.
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y >=0.7.0 <0.9.0;

HelloWorld {
‘ message;

constructor() {
message = "Hello, World!";

}

getMessage()
message;

setMessage( newMessage)
message = newMessage;

Sekil 2.7. Solidity ile yazilan ornek bir kod par¢ast

Bu Ornek uygulamada, her programlama dilinde klise olarak yazilan HelloWorld
isimli uygulama gosterilmistir. Bu basit bir akilli sézlesme (smart contract) drneginde,
message adinda bir degisken tanimlanmistir ve baslangic degeri olarak "Hello, World!"
degeri atanmistir. Uygulamada iki fonksiyon bulunmaktadir:

getMessage: Bu fonksiyon, message degiskeninin degerini dondiiriir. view anahtar
kelimesiyle isaretlenmis oldugundan, fonksiyonun herhangi bir degisiklik yapmadig1 ve
sadece okundugu belirtilmistir.

setMessage: Bu fonksiyon, message degiskeninin degerini glinceller. Yeni bir
mesaj alir ve message degiskenine atar. Fonksiyon public olarak isaretlenmistir, yani
herkesin bu fonksiyonu ¢agirabilmesine izin verir. Bu Solidity kodu, Solidity derleyicisi
ile derlenerek bir Ethereum blokzincir agina veya ESM’ine dagitilabilir ve ardindan bu
akilli sézlesmenin islevlerini kullanilabilmektedir. Akilli sézlesmeler daha karmagik
islevleri de yerine getirebilecek bir programlama dili olup, karar yapilar1 ve dongiiler gibi
temel programlama dili 6zelliklerine de sahiptir. Akilli s6zlesme basliginda bu konu daha
detayl: tartigilacaktir.

Ethereum aginda bazi sorunlarin oldugu alanyazinda isaret edilmistir (Bez vd.,
2019; Fekete & Kiss, 2023; Schéiffer vd., 2019), bunlardan biri de 6l¢eklenebilirlik sorunu
oldugu sdylenebilir. Olgeklenebilirlik sorunu Vitalik Buterin “The Scalability Trilemma”
bashig altinda kisisel blogunda tartismaktadir (Buterin, 2021). Imkéansiz ii¢lii ya da iiclii
acmaz terimleriyle tarif edebilecegimiz bu sorun; ag1 tercih edenlerin, dlgeklenebilirlik,

giivenlik ya da merkeziyetsizlik ozelliklerinden en az birinden feragat etmeleri
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gerektigini adreslemektedir. Yani bu sorun, Sekil 2.8.’de gdosterilen A, B ya da C
kenarlarindan biri segilerek onlara bagli iki 6zelik tam anlamiyla saglanabilir ve {igiincii
ozellikten de feragat etmek gerektigini ya da belirli 6lgiilerde 6diin vermek gerektigini

anlatir.

Olgeklenebilirlik
2K
/ \

F 2 . \
/ Uggende bir \
\

/ kenar \
/ P \
/ se¢melisiniz \
/ \
/ \

7 \

e —————— -
Giivenlik n Adem-i Merkeziyet
(Merkeziyetsizlik)

Sekil 2.8. Ethereum 'un élgeklenebilirlik ¢ikmazi (imkdansiz iiglii)

Giivenlik ve merkeziyetsizlik blokzincir tabanli sistemlerin merkezi veri
tabanlarindan en istiin yonleri oldugu diistiniiliirse aglarin genellikle 6lg¢eklenebilirlik
problemiyle bas etmek zorunda birakmaktadir. Buna ek olarak, ag {izerinde islemlerin
onaylanmasi i¢in Odenen Ticretlerinin madencilerin alacaklari {iicretlere gore tercih
etmelerinden kaynakli olmasi mantigi, islem iicretlerinin agin yogun oldugu déonemlerde
yiikselmesine neden olmaktadir. Ethereum'un popiilaritesi arttik¢a, blokzincirin
Olgeklenebilirlik sorunu daha belirgin hale geldigi sdylenebilir. Yogun bi¢gimde kullanilan
blokzincir altyapilar1 artan islem yiiklerini agda rekabetci islem iicretleriyle ¢6zmeye
caligmaya gitmekte ya da agin yavaslamasina neden olmaktadir. Bu soruna Katman 2
coziimleri yani Ethereum'un ana blokzinciri iizerine insa edilen ikincil 6lgeklendirme
protokolleri ¢oziim getirmeye ¢alismaktadir. Bu protokoller, islemleri ana blokzinciri
disinda gergeklestirerek islem hizin1 artirmakta ve gas maliyetlerini diislirmeye
caligmaktadirlar. Ornekler arasinda Lightning Network ve Rollup ¢oziimleri yer
almaktadir (Worley & Skjellum, 2018).

Olgeklenebilirlik probleminin yani sira, hala Ethereum gelistirici ekosistemi
tarafindan tlizerine yogun bi¢imde ¢alisilan diger konular1 su sekilde 6zetleyebiliriz:

o VYiiksek Islem Ucretleri: Ethereum'da islem iicretleri, kullanicilarin

islemlerini gergeklestirebilmek icin 6demeleri gereken gas maliyetlerine
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baglidir. Yogun donemlerde gas maliyetlerinin ylikselmesi, kullanicilar i¢in
yiiksek iglem ticretlerine yol agabilir. Bu durum, ozellikle diisiik biitceli
projelerin gelistirilmesini ve kullanicilarin giinliik islemlerini Ethereum ag1
lizerinde maliyetli hale getirebilmektedir.

Giincelleme Siireci: Ethereum'un yazilim ve alt yap1 giincelleme siireci,
protokoliin degisikliklerinin tiim topluluk tarafindan kabul edilmesi ve
uygulanmasi gerektigi icin zaman alici ve karmasik olabilmektedir. Bu
durum, hizli yenilikleri ve iyilestirmeleri engelleyebilmekte ve agin
gelisimini sinirlayabilmektedir.

Kullanici Ara Yiizii ve Kullanilabilirlik: Ethereum ekosistemi, gelistiriciler
ve teknik kullanicilar arasinda yaygin olarak benimsenmistir. Ancak, genel
kullanicilar i¢in kullanict dostu bir ara yiiz ve kullanilabilirlik hala
eksiklikler arasindadir. Kripto para birimi clizdanlarinin karmagikligi ve
baz1 islemlerin teknik bilgi gerektirmesi, genel kullanicilarin

benimsemesini zorlastirabilmektedir.

Bu smirli yonler, Ethereum ekosisteminin gelistirilmesi i¢in birtakim firsatlar

sundugunu sdyleyebiliriz. Ethereum gelistirme ekibi ve toplulugu, bu sorunlarin

iistesinden gelmek icin ¢aligmalarini siirdiirerek, g¢esitli dlceklenebilirlik ¢ézlimleri ve

giincelleme planlari lizerinde ¢alismaktadir. Ethereum tiim bu sinirli yonlere ragmen en

cok kullanilan blokzincir altyapilar1 arasinda yer alarak da gelismeye devam etmektedir.

Ethereum’a ek olarak diger alternatif coinleri detaylar1 ile aktarmak uzun

olacagindan 6nemli olan bazilar1 hakkinda kisaca 0zeti ve market simgeleri asagida

verilmistir:

Litecoin (LTC): Erken donem altcoinler arasinda yer alan ve "Dijital
Glimiis" olarak da adlandirilan Litecoin, Bitcoin'e benzer bir yapiya sahip
olmasina ragmen Dogecoin gibi Scrypt algoritmasi kullanarak madencilik
yapilmaktadir. Scrypt algoritmasi, Bitcoin'in SHA-256 algoritmasina
kiyasla daha hafif bir algoritmadir ve madencilik silirecinde daha az
hesaplama giicii gerektirmektedir. Bu sayede daha hizli blok onay siirelerine
sahip olmaktadirlar.

Ripple (XRP): Ripple bir 6deme protokolii olarak bankalar ve finansal
kurumlar arasinda hizli, giivenli ve diisiik maliyetli para transferlerini

miimkiin kilmay1 hedeflemektedir. Uluslararasi para transferinde yasanan
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sorunlara odaklanan ag, Odeme aglarima baglh kuruluslarin mevcut
altyapilarini kullanarak, sinir 6tesi 6demeleri gergeklestirmek i¢in merkezi
olmayan ve dijital 6demelerin gelecegine yonelik giiclii bir alternatif
sunmaya c¢aligsmaktadir.

Binance Coin (BNB): 2017 yilinda Ethereum agi iizerinde ERC-20
protokoliine uygun olarak ¢ikarilmis ve ardindan Binance Smart Chain ad1
verilen aga taginarak burada da islem yapabilme yetenegine kavusmustur.
Bu tezin yazildig1 donemde diinyada en yiiksek hacmine sahip Binance
isimli merkezi kripto para borsasinda yapilan islem iicretlerini almak ana
amaciyla kullanilan bir koindir. BNB iglem {icretlerinin yani1 sira
oyunlagtirma ile kullanicilarina cesitli senaryolarla 6diill mekanizmasi
olusturmustur ve popiilaritesini artirmistir. Binance'in haricinde Huobi,
KuCoin gibi kripto para borsalar1 da kendi kripto paralarini ¢ikarmstir.
Cardano (ADA): Ethereum'un da kurucu ortaklari arasinda yer alan Charles
Hoskinson tarafindan kurulan proje, gelistirme siirecinde bilimsel
arastirmalara dayanan bir yaklasimi1 benimsemektedir. Akademisyenler ve
uzmanlar, Cardano'nun protokoliinii gelistirmek ve giincellemek igin
katkida bulunmaktadirlar. (Worley & Skjellum, 2018) Ethereum aginin
problemlerinde bahsettigimiz Ol¢eklenebilirlik sorunlarini ¢ozmek, akillt
sozlesmeleri desteklemek ve daha giivenli bir blokzincir altyapis1 sunmak
amaciyla gelistirilmistir. Solidity dilindeki eksiklere dikkat ¢cekerek, Plutus
isminde bir dil gelistirmektedirler.

DogeCoin (DOGE): Dogecoin bir Bitcoin ¢atallanmasidir ve tamamen saka
amaciyla baslatilmistir. Popiilaritesini Elon Musk’in sosyal medya
lizerinden yaptig1 agiklamalarla artiran bu proje, Marsa gitmek i¢in SpaceX
firmasi tarafindan 6demelerde kullanilacag: iddia edilmistir. Simgesi Shiba
Inu cinsi bir kopek olan coin, diisiik islem f{icretleri ve hizli islem onay
stireleriyle tanimlansa da fiyatindaki sik sik biiylik dalgalanmalarla
giindeme gelmektedir.

Polygon (MATIC): Ethereum blokzinciri iizerinde 0Olgeklenebilirlik
sorunlarini ¢ézmeyi hedefleyen katman 2 ¢oziimlerinden biridir. Merkezi

olmayan uygulamalarin (dApps) gelistirilmesi i¢in birtakim araglar sunmay1

hedeflemektedir.
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Polkadot (DOT): Web3 terimini ortaya atan Ethereum kurucu ortaklarindan
olan Gavin Wood’ un kurucu ortaklar1 arasinda yer aldig1 proje, merkezi
olmayan uygulamalarin (dApps) ve blokzincirlerin birbirleriyle aracilar
olmadan etkilesimini kolaylastirmayr amaglamaktadir. Platform parcali
(sharded) bir yapiya sahiptir ve bu parcali yapi, farkli blokzincirlerin
pargalara ayrilarak islemlerin paralel olarak gerceklestirilmesini
saglamaktadir. Bu sayede islem hiz 6nemli Olgiilerde artirilmaktadir.
Polkadot'un kendi mutabakat mekanizmasi olan "Nominated Proof-of-
Stake" (NPoS) ile daha hizli ve enerji verimli bir ag saglamay1
hedeflemektedir.

Solana (SOL): ESM uyumluluguna blokzincir platformu, Proof-of-History
(PoH) mutabakat mekanizmasi ve Turbine ad1 verilen protokol iizerine insa
edilmistir. Bu mekanizma sayesinde blok olusturma siiresi kisalirken islem
dogrulama siiresi de optimize edilmektedir (Yakovenko, 2018). Yiiksek
islem hizlar, diisiik ticretler ve gelistiriciler i¢in esnek bir yapiya sahip
olmasi, merkezi olmayan uygulamalarin (dApps) bu ag {izerinde
gelistirilmesini tesvik etmektedir.

Tron (TRX): Justin Sun tarafindan 2017 yilinda kurulan merkezi olmayan
bir blokzincir platformu, 06zellikle icerik olusturma ve eglence
endiistrilerinde ¢dziimler sunan bir blokzincir platformudur. Ethereum'a
benzer bigimde TRC-20 standardini destekleyen agda kullanicilarinin kendi
tokenlarini olusturmasina ve dagitmasina imkéan tanimaktadir.

Avalanche (AVAX): Cornell Universitesi bilgisayar bilimleri boliimiinden
Profesor Emin Giin Sirer kuruculugunda yiiriitiilen proje, kendine 6zgii bir
mutabakat mekanizmasi olan Avalanche Consensus Protocol (Avalanche
Mutabakat Protokolil) kullanir (Rocket vd., 2019) ve yiiksek performans,
hizli islem onaylar1 ve Olgeklenebilirlik saglayan bu mutabakat
mekanizmasiyla dikkat ¢ekmektedir. Ayrica, Avalanche, diger blokzincir
platformlariyla  etkilesime  gegebilen  bir  koprii  olarak da
kullanilabilmektedir.

Chainlink (LINK): Blokzincir teknolojisinin ger¢ek diinya verileriyle
etkilesimini giliglendirmeyi hedefleyen bir projedir. Oracle c¢oziimleri

sayesinde blokzincir uygulamalarmin iglevselligi ve kullanim alam
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genislemektedir. Chainlink ag1, farkli veri saglayicilarindan gelen verileri
akilli sozlesmelere ileterek dogrulama ve giivenlik saglamaktadir
(Breidenbach vd., 2021). Ayrica, akilli s6zlesmelerin birden fazla veri
kaynagina baglanmasina olanak tanimakta, bdylece daha giivenilir ve
kesintisiz veri akis1 saglanmaktadir.

Monero (XMR): Gizlilik odakli bir kripto para birimidir. Monero'nun ana
hedefi, kullanicilarin islemlerini ve hesap bakiyelerini izlenmesini
zorlagtirmak i¢in giiclii gizlilik ve anonimlik 6zellikleri sunmaktir (Wijaya
vd., 2019). Monero, halka imzalarini ve gizli adres teknolojilerini kullanir.
Ring Signature, islemi gergeklestiren kullanicinin kimligini gizleyerek
islemleri karistirken Stealth Address ise alici adreslerinin gizliligini
saglamaktadir. Bu sayede, Monero islemleri izlenemez ve hesap bakiyeleri
goriintiilenememektedir. Moneronun bir diger 6zelligi de islemlerde
kullanilan miktarmn gizli tutulabilmesidir. Gonderen, herhangi bir
gbzlemciye islem miktarini géstermeden Monero gonderebilmektedir. Bu,
kullanicilarin finansal gizliligini korurken ayn1 zamanda esitlik ve ikame

edilebilirlik (fungibility) ilkesini desteklemektedir.

Yukardaki altcoin listesine ek olarak daha genis agiklamalar yapmak ve daha ¢ok

alt coin agiklamak miimkiin ancak bu liste uzar gider, bu nedenle egitimde blokzincir

kullanimina odaklanan altcoin isimlerini ve market simgelerini su sekilde verebiliriz:

OpenCampus (EDU)

Hooked Protocol (HOOK)
Dock.io (DOCK)

BitDegree (BDG)

ODEM (ODE)

Education Ecosystem (LEDU)
Disciplina (DSCPL)

EvidenZ (BCDT)

Tezin konusu olan alanda ve uygulamaya ydnelik olan ¢aligmalar genellikle

Ethereum agin1 tercih etmektedir (Fekete & Kiss, 2023; Govindwar vd., 2023; Guerreiro
vd., 2022; Holbl vd., 2018; Jani vd., 2023; Karatas, 2018; Kistaubayev vd., 2022; Nadeem
vd., 2023; Nikolic vd., 2022; P. Ocheja vd., 2018, 2019; Pradeep vd., 2023; Rama Reddy

vd., 2021; Turkanovic vd., 2018), ve kavram kaniti calismalarin1 genellikle Ethereum
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testneti lizerinde gerceklestirmektedirler. Bunun yani sira, Solana (Artha vd., 2022),
HyperLedger (Aamir vd., 2020; R. Chen vd., 2023; M. Khan & Naz, 2021; Nguyen vd.,
2022; Samanta vd., 2021; G. Zhao vd., 2023), Algorand (Z. Z. Li vd., 2022) aglarinda
gelistirilen uygulamalar da bulunmaktadir. Bu deneysel caligmalarda farkli aglarin
kullanilmasi ¢aligmalara zenginlik getirmesine ragmen bir bagka sorunu dogurmaktadir.
Egitim kayitlarimin farkli aglarda bulunmasi bu kayitlarmin birlikte ¢alisilabilirligine
(interoperability) yonelik bir risk getirecegi diisiiniilmektedir. Ilerde bu konu agik ve
uzaktan 6grenmede blokzincir kullanim1 konu basliginda detayli tartigilmastir.

Cesitli bicimlerde siiflandirilan altcoinleri biraz daha yakindan incelemek igin
detaylarina bakmakta fayda oldugu soylenebilir, ancak bu baslik altinda tartigilirken
birgok konu birbiriyle ilintili oldugundan egitim teknolojileri baglaminda bir sinir
cizilmeye gayret gosterilmistir.  Kategorilerine, mutabakat algoritmalarina,
topluluklarina, ¢6ziim aradiklar1 sorunlara gore blokzincir ag tiirleri siniflandirilabilir.
[lerleyen boliimlerde altcoinlere daha derinlemesine bakabilmek i¢in, blokzincir ag tiirleri
ve yine alternatif coinler arasinda yer alan ancak finansal bir enstriiman olarak

degerlendirildigi icin sabit kripto para birimleri de ayr1 basliklar altinda tartisilmigtir.

2.1.2.1. Sabit kripto para birimi

Sabit ya da stabil kripto para adlariyla Tiirklestirilen ve orijinal adi ile
stablecoin’ler, kripto para birimlerine benzer sekilde dijital para birimleridir, ancak
degerleri daha sabit ve stabil oldugu i¢in isimleri sabit kripto para birimi olarak
kullanilmaktadir. Diger kripto para birimleri gibi, sabit kripto para birimleri de blokzincir
teknolojisi kullanilarak islem gérmekte ve transfer edilebilmektedir (Hoang & Baur,
2021). Genellikle bu para birimleri halihazirda mevcut bir ya da birden fazla blokzincir
alt yapisini kullanarak islem gorebilmektedirler.

Sabit kripto paralar1 ayr1 bir baglikta anlatmamin nedeni, dogas1 geregi fiat yani
itibari paraya benzeyen ancak arkasinda merkez bankasi gibi bir yap1 degil de blokzincir
alt yapis1 bulunmasidir. Bu baglamda sabit kripto paralar enteresan bir tiirdiir denilebilir.
Asil kullanim amaci da blokzincir teknolojisinin gelistigi ilk donemde kripto marketlerde
altcoin alim iglemlerinde BTC esinin kullanilmasina alternatif bir yol arayisidir. Yani
kripto markete alim satim yapmak isteyen bir kisinin 6nce BTC ardindan da diger

altcoinleri alabiliyor olmasi durumudur. Sabit kripto paralar bu zorunlulugu ortadan

32



kaldirmistir ve yatirimcilarin alim satim islemleri sirasinda yiikselis ya da diisiislerden en
az etkilenmesini saglamaktadir.

Fiyat dalgalanmalari  yatirnmcilar ig¢in  kripto paralarin  en  Onemli
dezavantajlarindandir. Stabil coin olarak anilan bu degerler, herhangi bir para birimine
ya da kiymete es deger olarak blokzincir aginda yer almaktadirlar. Ornegin, Tether
(USDT) 1 Amerikan Dolarina es deger gelen bir deger olarak piyasada yerini alir. Buna
benzer sekilde, 1 Tiirk Lirasina es deger BiLira isminde Ethereum, Avalanche blokzincir
aglarinda ¢alisabilen bir kripto para birimi yer almaktadir.

Sabit kripto para birimleri degerlerini korumak i¢in genellikle itibari para
birimlerine (fiat para birimi) veya diger varliklara (emtia vb.) endekslenmislerdir.
Ornegin, bir sabit kripto para birimi olan USDC simgeli Circle sirketinin kripto para
birimi USD Coin, bir ABD dolarina sabitlenmistir. Bunun yan1 sira, bir sabit kripto para
birimi Tiirk Lirasi, Avrupa para birimi Euro, Cin Yuan1 veya altina da endeksli olabilir.
Bu sekilde, diger kripto para birimlerine kiyasla daha sabit bir degere sahip olurlar ve bu
baglamda kullanicilar arasinda alim satim islemi yapmazken daha yaygin kabul
gordiikleri soylenebilir. Bu para birimleri sabit kalmay1 taahhiit ettikleri para birimlerine
sabit kalabilmek icin, genellikle bir veya daha fazla mekanizma kullanirlar. Bu
mekanizmalarin bazilarini soyle 6zetleyebiliriz:

e [tibari para birimleriyle endeksleme: Baz1 sabit kripto paralar, belirli bir itibari
para birimi ile sabitlenir. Ornegin, ABD dolarma sabitlenmis olabilir, bu
durumda, sabit kripto paranin fiyati ABD dolariyla aynm seviyede kalir. Bunu
yaparken kendi banka hesaplarinda endeksledikleri itibari para birimlerini tutarak
bu sabiti korumaya calisirlar. Yani 6rnegin kripto marketlerinde dolasima 1000
ABD dolar1 sabit kripto para ¢ikarabilmeleri i¢in bir bankada en az 1000 ABD
dolar1 tutmalar1 gerekmektedir.

e Kripto para birimleriyle endeksleme: Baz1 sabit kripto paralar, belirli bir kripto
para birimi ile sabitlenir. Bu durumda, sabit kripto para fiyati belirli bir kripto para
birimindeki fiyatla ayni seviyede kalmaktadirlar. Bunlara, WBTC (Wrapped
Bitcoin) ya da BETH (Beacon ETH) 6rnek olarak gosterilebilir. WBTC Ethereum
aginda Bitcoin alip satmak i¢in kullanilirken, BETH Ethereum agmin 2.0
versiyonuna gecisinde Binance borsasi tarafindan kullanilan Ether fiyatina

sabitlenmis bir birimdir.
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o Emtia bazli endeksleme: Emtia destekli sabit kripto paralar esasen emtialarin
blokzincir tabanli temsilleridir ve merkezi bir kurulus tarafindan tutulan
rezervlerle desteklenmektedirler. Emtia destekli sabit coinleri desteklemek igin
degerli metaller, petrol ve gayrimenkul gibi fiziksel varliklar kullanilmaktadir.
Bunlar arasinda altin en yaygin oldugu soOylenebilir. Ancak, bu emtialarin
fiyatlarinin dalgalanabilecegini ve dalgalanacagini ve dolayisiyla potansiyel
olarak deger kaybedebilecegini anlamak gerekir. Ornegin, bir stablecoin, altin
fiyatlarina ylizde bazli olarak endekslenmis olabilir. Bu durumda, stablecoin'in
fiyati, altin fiyatlarindaki degisikliklere gore ayarlanir. Paxos Gold (PAXG) ya da
Tether Gold (xAUT) buna 6rnek olarak verilebilir.

Sabit kripto para birimlerinin fiyatlari, birgok farkli faktore bagl olarak degisebilir.
Ancak, bu tiir kripto para birimlerinin adindan da anlagilacag: gibi, fiyatlar1 genellikle
belirli bir seviyede sabit kalir. Sabit kripto para birimlerinin fiyatlarinin degismemesi
veya c¢ok az degismesi, 0zellikle diger kripto para birimlerinin asir1 oynakligina kiyasla
avantajlidir. Ancak, bu tiir kripto para birimlerinin fiyatlarini sabit tutmak i¢in kullanilan
mekanizmalarin isleyisi ve giivenilirligi de risk tasiyabilir. Ornegin, endeksleme
mekanizmasinda bir hata olusabilir veya yonetim hatasi nedeniyle fiyat degisebilir. Bu
nedenle, stabilcoin'leri kullanmadan once, riskleri dikkatle degerlendirmek ve ilgili
diizenleyici kurumlarin tavsiyelerini takip etmek dnemlidir.

Stablecoin'ler, kripto para birimlerindeki asir1 oynakligin yarattigi riskleri azaltmak
icin tasarlanmustir. Ogzellikle, diger kripto para birimlerinin fiyatlarin hizla
degisebilecegi ve biiyilk deger kayiplarina neden olabilecegi ig¢in, isletmeler ve
yatirimceilar tarafindan daha giivenilir bir arag¢ olarak kullanilirlar. Stablecoin'ler, diger
kripto para birimleri gibi birgok farkli amag i¢in kullanilabilir. Ornegin, uluslararasi para
transferleri i¢cin daha hizli, daha ucuz ve daha giivenli bir alternatif olarak kullanilabilirler.
Ayrica, merkezi olmayan finans (Decentralized Finance-DeFi) uygulamalarinda
kullanilirlar ve kullanicilarin kripto para birimlerini bor¢ verme, bor¢ alma ve takas etme
islemlerini gergeklestirmelerine yardimct olurlar. Ancak, sabit kripto paralarin da bazi
riskler tasimaktadir. Ozellikle, stablecoin'lerin arkasindaki varliklarin degerinde ani
diisiisler meydana gelirse, stablecoin'lerin degerleri de diigebilir, bu durum igin
Ingilizceden gelen peg’ini kaybetmek (lost/brake currency peg) deyimi de kullanilir.

Ayrica, bazi stablecoin'lerin merkezi bir yonetimi olmadigi i¢in, piyasada manipiilasyona
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acik olabilirler. Bu nedenle, stablecoin'leri kullanmadan Once, riskleri dikkatle
degerlendirmek ve ilgili diizenleyici kurumlarin tavsiyelerini takip etmek Onemlidir.
Gegtigimiz zamanlarda TerraUSD, USDC, DAI gibi sabit kripto paralar dolar sabitini
kaybetmistir. Bu durum piyasalarda endiselere neden olarak ¢ok hizli satis dalgalarina
neden olabilmektedir.

Sabit kripto para birimlerine gdsterilen ilgi, Avrupa Merkez Bankasi, Cin Merkez
bankasi gibi bazi iilkelerin ya da topluluklarin merkez bankalarinin da dikkatini ¢ekerek
kendi merkez bankasi dijital para birimini c¢ikarmay1 hedeflerine koyduklarim
duyurmuslardir, bunlara Merkez Bankasi Dijital Para Birimi (Central Bank Digital
Currency [CBDC]) denilmektedir.

Ulkemizde de bir Tiirk Lirasina sabitlenmis kripto para birimleri bulunmaktadir,
bunlar BiLira (TRYB) ve TRYC’dir. Ayrica iilkemizde Tiirkiye Cumhuriyet Merkez
Bankasi’nin sabit kripto para ¢aligmalar1 oldugu basina yansimistir. Bunu destekler
nitelikte, On Birinci Kalkinma Plani metninde 249.5. maddesinde blokzincir tabanli
dijital merkez bankasi parasi uygulamaya konulacagina yonelik de bir madde yer
almaktadir.

Bitcoin, kripto para ve blokzincir kavramlarinin birbiri yerlerine kullanilmasinin
yaygin bir hata oldugundan daha 6nce bahsetmistik. Miladin1 2008 ya da 2009 y1ili diye
diistiniirsek, bitcoin ile ortaya ¢ikan blokzincir teknolojisi, bitcoin i¢in ortaya atilan fikir
ve vizyondan ileri giderek yillar i¢inde gelisim goéstermistir. Bu projelerin temelinde
bitcoin ya da diger blokzincir tabanli projelerde oldugunu diisiindiikleri aksakliklar
cozerek en iyi, en hizli ve en ¢ok kullanilan blokzincir projesi olmaya calismaktadirlar.
Bu projelerden bazilarini “bitcoin’e alternatif diger kripto paralar ve projeler” bdliimiinde
detaylt bir bigimde tartistik, bir sonraki bdliimde blokzincir teknolojisinin gelisim

evrelerini ve dnemli kilometre taglarini ilgili alanyazindan temellendirerek deginecegiz.

2.1.3. Blokzincir teknolojisinin tarihsel gelisimi

Daha 6nce bitcoinin para birimi ve blokzincir teknolojisinin de bu para biriminin
alt yapist oldugundan ve bitcoin i¢in yayinlanan teknik dokiimandan bahsetmistik.
Sanilanin aksine, bu dokiimanda (Nakamoto, 2008) blok ve zincir kelimeleri ayr1 ayri
terim olarak kullanilmis ve “blokzincir” kelimesi bir arada hi¢ kullanilmamistir. Bu
baglamda, blokzincir kelimesinin bu teknik dokiimana gelen yorumlar ve bitcoinin agik

kaynak olarak gelistirmeye baslanmasi ile “blokzincir” kavraminin tiiredigi
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diistintilmektedir. Satoshi Nakamoto’nun bu dokiimanda ortaya koydugu vizyon kitleleri
bu fikir etrafinda bir araya getirerek, bu teknolojinin merkeziyetsiz ve yenilik¢i yonii
sayesinde bankacilik uygulamalarindan tedarik zincirine, telif haklarindan egitim
teknolojilerine kadar birgok farkli alanda kullanim durumlari tartisilmaya baslandi
(Swan, 2015a; Yli-Huumo vd., 2016).

Ilgili alanyazinda blokzincir teknolojisinin gelisim asamalar1 blokzincir 1.0, 2.0 ve
3.0 bigiminde adlandirilmaktadir (Swan, 2015a). Bu siiflamaya gidilirken teknolojilerin
gelisimine gore ¢ozmeyi odaklandig1 problemler, gercek yasam kullanim senaryolari,
etkiledikleri sektorler ve yenilik¢i yaklasimlar: goz oniinde bulunduruldugu sdylenebilir.
Bunun yani sira, bu siniflamaya benzer bigimde bitcoin 1.0, 2.0 ve 3.0 seklinde ifade
edildigi goriilmektedir (Carkacioglu, 2016; Raval, 2016). Swan (2015a)’in yaptig1
siiflama yaygin olarak kullanilmakta ve bu siniflama kabul gérmektedir. Angelis vd.
(2019), blokzincir teknolojisinin yapay zeka ile bulusmasini blokzincir 4.0 olarak
siniflandirirken, Bodkhe vd. (2020) de endiistri 4.0 tabanli uygulamalarin entegrasyonunu
ayni isimle adlandirmaktadir. Ilgili alanyazinda bu tiir tanimlara rastlansa da tezin
yazildig1 y1l olan 2023 i¢inde heniiz bu tanimlarin yaygin kabul gérmedigi sdylenebilir.
Gelecekte bu siniflandirmalarin daha net bir bigimde yapilabilecegi diisiiniilmektedir.
Simdi sirastyla bu siniflandirmalari ve 6rnek uygulamalarini inceleyelim.

Blokzincir 1.0, Bitcoin'in ortaya ¢ikmasiyla baslayan blokzincir teknolojisinin 2009
ile 2014 yillar1 arasinda gelisen oOncii ilk donemi isaret etmek i¢in kullanildigi
sOylenebilir. Bu donemde blokzincir teknolojisi, dijital para birimleri ve islem
kayitlarinin giivenli bir sekilde saklanmasini saglamak i¢in kullanilmigtir. Blokzincir 1.0
esasinda klasik para gonderim siirecleri ve dijital ddeme sistemleri gibi kripto para
birimlerinin taraflara génderimine odaklanmistir (Angelis & Ribeiro da Silva, 2019; Lu,
2018; Swan, 2015a). Siiphesiz blokzincir 1.0’1n en 6nemli temsilcisi, yaygin olarak kabul
goreni ve kullanilan1 bitcoindir. Blokzincir 1.0’1n temsilcileri onciil ve erken dénem
uygulamalara igaret etmektedir. Her ne kadar keskin bir bicimde mevcut uygulamalari bu
siniflandirmalara sokamasak da Swan (2015a) Litecoin, Dogecoin, Ripple, NXT ve
Peercoin kripto para projelerini bu catida degerlendirmektedir.

Blokzincir 2.0, blokzincir teknolojisinin daha fazla uygulama alanina yayilmasiyla
baslayan silire¢ olarak tanimlanmaktadir (X. Li vd., 2020). Bu sayede, blokzincir
teknolojisi, birgok farkli sektdrde kullanilmaya baslanarak sosyal ve teknik etkileri

yayillmaya basladigi soylenebilir. Blokzincir 2.0 ile birlikte akilli sdzlesmeler ve
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merkeziyetsiz uygulamalarin blokzincir aglar1 {izerinde c¢alismasi taraflar arasinda
yapilan anlagsmalarin otomatik olarak yliriirliige girmesini saglamaktadir. Ethereum,
Blokzincir 2.0 doneminin en Onemli temsilcileri arasinda gosterilmektedir. Akilli
sOzlesmeler ve merkezi olmayan uygulamalar (dApps) blokzincir teknolojisinin kullanim
alanin genisleterek sadece dijital para birimleriyle sinirli kalmamasini saglamistir (Perera
vd., 2020). Ethereum sagladig1 alt yap1 ve Solidity programlama dili sayesinde bir¢ok
farkli kripto projesinin de dogmasina zemin hazirlamistir. Hatta, Basic Attention Token,
OMiseGo, CiViC, WanChain, EOS, TRON gibi projeler baslangiclarinda ERC-20
standardinda token olarak hizmet vermeye baslamis, kimileri gelistirdikleri kendi
blokzincir aglarma (mainnet) geg¢is yaparken kimileri de hala Ethereum altyapisim
kullanmaya devam etmistir. Bunun temel sebeplerinden biri de akilli sézlesmeler
sayesinde Ethereum’un basarili bir ICO (Initial Coin Offering) alt yapisi sunmasidir. ICO,
bir kripto para projesinin finansmanmi saglamak amaciyla diizenledigi bir kitlesel
fonlama yontemidir. Kripto projeleri baslangicinda diger kripto para birimleriyle fon
toplayarak projeleri icin gerekli baglangi¢ finansmanmi bu sayede elde etmeye
caligmaktadir. Ayrica, ERC-20 token olarak yaratilan bir proje Ethereum ag1
dinamikleriyle islem gorebilmektedir. Bu arada token ile coin arasindaki farki da burada
gormiis oluyoruz. Token ifadesi, kendine ait bir blokzincir aglar1 olmayan projeler i¢in
kullanilirken, coin ifadesi Bitcoin ya da Ethereum gibi kendine ait blokzincir aglar1 olan
projeler i¢in kullanilmaktadir.

Blokzincir 3.0 kavrami alanyazinda ger¢ek yasam senaryolarina odaklanmis
endiistri uygulamalari olarak tanimlanmaktadir (Y. Xu, Li, Zeng, Cao, & Jiang, 2020).
Blokzincir 3.0, blokzincir teknolojisinin daha genis kitleler tarafindan benimsenmesi ve
Olceklendirilmesi i¢in tasarlanirken, blokzincir teknolojisinin bir sonraki nesil agsamast
olarak kabul edilir ve blokzincir teknolojisinin potansiyelini daha da artirmay1
hedeflemektedir (Lu, 2018). Blokzincir 3.0'da, blokzincir teknolojisi dijital varliklarin
takasina, belge yOnetimine ve hatta oylama sistemlerine kadar birgok alanda
kullanilabilecek sekilde gelistirilmesine ¢alisiimaktadir. Sekil 2.9°da bu gelisim siireci
gosterilmektedir. Buradan da anlagilabilecegi gibi bu teknolojinin gelisimi halen devam

etmektedir (Lu, 2018).
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Sekil 2.9. Blokzincir teknolojisinin potansiyel gelisme trendi

Bitcoin’in 6nciil oldugu ve ardindan Ethereum’un da ondan sonraki ikinci devrim
olarak kabul gordiigii sdylenebilir. Blokzincir 3.0 bir¢ok proje blokzincir 3.0’1n en iyi
temsilcisi oldugu iddiasindadir ancak bu tezin yazildigi yil olan 2023 ig¢in gii¢lii bir
temsilciye isaret etmek zor oldugu sdylenebilir. Blokzincir teknolojisindeki yeni
gelismeler ve projeler bu boslugu dolduracagi tahmin edilmektedir.

Ozetlemek gerekirse, blokzincir 1.0 kavrami kripto para birimleriyle para transferi
yapmay1 miimkiin kilan teknolojileri siniflandirmak i¢in kullanilirken; blokzincir 2.0,
basit 6deme islemlerinden ¢ok daha kapsamli finansal islemleri akilli sézlesmeler
araciligiyla yapmayi ifade etmektedir ve “programlanabilir para ve merkeziyetsiz finansal
araglar” kavramlarini ortaya ¢ikarmaktadir. Blokzincir 3.0’1n ise daha yaygin bigimde
hayatimizda pratik bicimde kullanabilecegimiz kamu, saglik, bilim, kiiltiir ve sanat gibi
belirli alanlardaki siiregleri tanimlamaktadir.

Bir bagka tartisma ve kafa karigikliginin Web 3.0 ile Web3 kavramlar1 arasinda
yasandigin1 soyleyebiliriz. Web3 kavrami ilk olarak 2014 yilinda Gavin Wood’un
kurucusu oldugu Web3 vakfi tarafindan ortaya atilsa da bu kavram kimi kaynaklarda web
3.0 olarak da tartisilmaktadir (Alabdulwahhab, 2018; Mikroyannidis, 2022; Ragnedda &
Destefanis, 2020). Web 3.0 aslinda baslarda web 1.0 ve web 2.0 teknolojisinin ardilt
olarak semantik web kavramiyla 6zdesse de blokzincir teknolojisindeki geligsmelerle
birlikte birbirleri yerine kullanilmistir. Blokzincir teknolojisinin gelisim evrelerini

tartisgirken, Internet teknolojileri kadar heyecan verici ve devrim yaratan bir gelisme
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olarak adlandirilmast (M. Ali, 2017) bu teknoloji web teknolojilerine yakinsadigi
tartigmalar1 da bulunmaktadir. Hatta az Once bahsettigimiz gibi web 3.0 olarak
adlandirilan ve Onceleri “semantik web” olarak tanimlanmis terim, son zamanlarda
“merkeziyetsiz web” olarak anilmaya baslanmis ve blokzincir teknolojisiyle birlikte
kullanilmaya baglandig1 sdylenebilir. Bu noktada Ethereum aginda web uygulamalarinin
iletisim kurmasi ic¢in kullandig1 JavaScript kiitiiphanesinin dosya adinin "web3.js"
olmasinin da bu ¢agrisimi giliglendirdigi sdylenebilir.

Web 1.0 olarak adlandirilan terim internetin yeni ortaya ¢ikip yayginlastigi déneme
isaret eden, kullanicinin pasif oldugu ve yalnizca igerikten okuyabildigi, web 2.0 olarak
adlandirilan terim ise blog, wiki ve sosyal medya platformlar1 sayesinde kullanicinin
icerik istedigi katkiy1 saglayabildigi teknoloji bi¢iminde tanimlanmaktadir (Fuchs vd.,
2010). Web 3.0 ya da Web3 ise kullanicinin veriyi okuyabildigi, yazabildigi ve bunun
yant sira blokzincir teknolojisi ile gelisen dagitik clizdan teknolojisi sayesinde lirettigi
icerigin sahibi de olabilme sans1 sunmaktadir (Gajria, 2020). Sekil 2.10°da bu konu ile
atilan tweet yer almaktadir. Web3 ayn1 zamanda web 2.0 uygulamalarinda kullanicinin
yarattig1 icerigin uygulamaya devredilmesi yani merkezi sirketler tarafindan verinin
kullanimin da belirli 6l¢iilerde engelleyebilme potansiyeline de dikkat ¢cekmektedir. Bu
sayede kullanici kendi irettigi icerigi istedigi bicimde paylasabilme ve bunu kontrol

altina alabilme 6zgiirliiglinii de beraberinde getirebilecegi degerlendirilmektedir.

him.eth &
@himgajria

Web 1: Read
Web 2: Read-Write
Web 3: Read-Write-Own

0S 8:06 - 29 May 2020

Sekil 2.10. Web3'ii anlamak

Tiim bu tartigmalarin 6tesinde blokzincir teknolojisinin gelisimini izlemek ve
zaman i¢inde bu tanimlarin daha ¢ok anlam ifade edecegini sOylemek miimkiindiir.
Blokzincir teknolojisi yapay zeka, nesnelerin interneti, artirilmig gerceklik gibi diger
yikici teknolojilerle birlikte zaman i¢inde farkli durumlara evirilebilir. Bu teknolojiyi
daha iyi anlayabilmek icin teknik ve sosyal boyutta incelemekte fayda oldugu

sOylenebilir.
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2.1.4. Blokzincir teknolojisinin teknik boyutu

Blokzincir teknolojileri en basit haliyle, Bitcoin basliginda bahsettigimiz sekilde
islemlerin bloklar halinde birbirlerine zincir gibi ard1 sira baglanmasi ile ¢alisir. Bu siireg
kimi blokzincir alt yapilarinda farkli meydana gelse de nerdeyse tiim sistemler benzer
bicimde calisir. Bu siireci 4 asamaya bolerek 6zetlemek miimkiindiir;

1. 1lk asamada islemin kaydedilmesi gelmektedir ve bu asamada, génderilen
deger hangi adresten, hangi adrese ve ne kadar oldugunun belirlenerek
bloga kaydedildigi islemdir.

2. lkinci asamada agin tiiriine bagh olarak yapilan islemin uygunlugu agdaki
dogrulayicilar tarafindan mutabakat yani ortak fikir birligine varmalar
esasina gore belirlenir. Bu asamada amag¢ aga kotlii amagli kullanimini
kontrol altina almaktir.

3. Ugiincii asama bloklarin birbirlerine belirlenen kurallar gergevesinde
baglanmasin1 gerektirir. Burada veriler 6zet fonksiyonu ile giivenli bir
bicimde birbirine baglanir ve degistirilemez.

4. Son agamada ise agdaki veri tiim katilimeilara zincirin kopyasini tutmalari
icin dagitilir.

Bu tarif ettigimiz c¢alisma bi¢iminde kullanilan mutabakat mekanizmasi,
kriptografik zet tiirii, agin tiirii ve kriptografik yaklasimlar farklilik gosterebilir. Ornek
vermek gerekirse, Bitcoin PoW mutabakat mekanizmasini kullanirken, Ethereum 2.0 PoS
mutabakat mekanizmasini kullanmaktadir. Her blokzincir alt yapist kendi blokzincirini
daha hizli, daha merkeziyetsiz, daha Olgeklenebilir ve diger sistemlerle daha entegre
yapmaya gayret gostermektedir. Blokzincir teknolojisinin teknik boyutunda, bilgisayar

ve internet teknolojilerinin yan1 sira, matematik ve kriptografi yer almaktadir.

2.1.4.1. Kriptografide sifreleme teknikleri

Bitcoin ve digerlerine "kripto para" denilmesinin nedeni, bu para birimlerinin
kriptografik (sifreleme) teknikleri kullanarak giivenligi ve gizliligi saglamalaridir. Aym
zamanda bu teknikler Internette aligveris yaparken kredi kart1 bilgilerinin sunuculara
aktarilmasinda kullanilan SSL isimli protokolde de kullanilmaktadir. Bu baglamda, SSL
ile gonderilen bir verinin kirilmasi1 ne kadar miimkiinse blokzincirdeki verilerin de

kirilmasi o kadar miimkiindiir.
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Kriptografi  blokzincire veri kayit islemlerinin glivenli bir sekilde

gerceklestirilmesini saglayan bir dizi matematiksel algoritma ve sifreleme yontemlerini

kullanmaktadir. Blokzincir teknolojisi, ¢esitli kriptografik teknikleri kullanarak giivenlik,

biitiinliik ve gizlilik saglamaktadir. Iste blokzincirde yaygin olarak kullamlan bazi
kriptografik teknikler:

Hash Fonksiyonu: Ozetleme fonksiyonu, verileri sabit uzunluklu bir dizeye
doniistiiren matematiksel fonksiyonlardir. Blok verilerinin biitiinliigiinii
kontrol etmek, islemlerin hizli bir sekilde dogrulanmasini saglamak ve
bloklar1 birbirine baglamak igin kullanilir. Ornegin, Bitcoin aginda SHA-
256 (Secure Hash Algorithm 256-bit) 6zetleme fonksiyonu kullanilir
(Benchoufi vd., 2017; Gao vd., 2018). Sekil 2.11°de sol taraf girdiyi,
ortadaki kutu kriptografik 6zetleme fonksiyonunu sag taraf ise dzeti temsil
etmektedir. Ozet fonksiyonlari deterministtik bir yapidadir, yani her zaman
ayni girdiyle ayni ¢iktiyr elde etmektedir. Girdi verisinin uzunlugu fark
etmeksizin aym uzunlukta cikt1 iiretir. Ornek sekilde goriildiigii gibi
kelimenin bas harfi kii¢lik harften biiyiik harfe ¢evrildiginde birbirinden
tamamen bagimsiz ve tahmin edilmesi neredeyse imkansiz iki veri elde

edilmektedir.

blokzincir—p

SHA-256 —»94bddc04cf4fa84e9a76d619603421a1678048ccd439888f2d8e29a7ae6add5c

Blokzincir—p

SHA-256 —»7a4b58bb56a4e8404e37f8e7a97c0882f424ea483d449c9514ed7a9e39e3cdee

Sekil 2.11. Kriptografik 6zetleme fonksiyon ¢iktist ornegi

Asimetrik Sifreleme (Public-Key Cryptography): Asimetrik sifreleme, bir
anahtar cifti olan 0Ozel (private) ve herkese acgik (public) anahtarlar
kullanarak sifreleme ve desifreleme islemlerini gerceklestirilmektedir.
Blokzincirde asimetrik sifreleme genellikle dijital imza olusturma, kimlik
dogrulama ve giivenli iletisim i¢in kullanilmaktadir. Ornegin, Elliptic Curve
Digital Signature Algorithm (ECDSA) Bitcoin ve Ethereum gibi bir¢ok
blokzincir altyapisinda kullanilmaktadir (Murray, 2019).

41



Simetrik Sifreleme: Simetrik sifreleme, ayni anahtarin hem sifreleme hem
de desifreleme i¢in kullanildigi bir sifreleme yontemidir (Schinckus, 2020).
Blokzincirde, simetrik sifreleme genellikle verilerin sifrelenmesi ve sifre
¢oziilmesi icin kullanilmaktadir. Ornegin, Advanced Encryption Standard
(AES) simetrik sifreleme algoritmasi bir¢ok blokzincir uygulamasinda
kullanilmaktadir.

Merkle Agaci: Merkle agaci, verileri hiyerarsik bir yapida saklamak ve
biitiinliiklerini dogrulamak icin kullanilan bir yapidir (Merkle, 1979).
Blokzincirde, her bir blokta yer alan islemler birer 6zet degeriyle temsil
edilir ve bu Ozet degerleri bir aga¢ seklinde birbirleriyle baglanarak
yapilandirilmaktadir. Bu yapi, verilerin biitiinliiglinlin dogrulanmasini
kolaylastirmaktadir. Sekil 2.12.’de 4 islemden elde edilen tek bir Merkle

agaci Ornegi yer almaktadir.

Merkle Agaci
Hash (Hash 0 + Hash1)

f\A’ﬁ

Hash 0 Hash 1
Hash (T1 +T2) Hash (T3 + T4)

—— —

T

Hash (1. islem) Hash (2. islem) Hash (3. islem) Hash (4. islem)

T2 T3 T4

Sekil 2.12. [kili Merkle agact ornegi

Zero-Knowledge Proof (ZKP): Sifir bilgi ispati, bir tarafin bir bilgiye sahip
oldugunu kanitlamasini gerektirmeden, diger tarafa belirli bir bilginin dogru
oldugunu ispatlamasina olanak taniyan bir kriptografik protokoldiir (Morais
vd., 2019). Blokzincirde ZKP teknikleri, gizlilik, kimlik dogrulama ve veri
paylasimi gibi alanlarda kullanilabilmektedir.

Daha once de belirttigimiz gibi blokzincir, dagitik bir defter sistemidir ve bir dizi

blogun birbirine baglanmasiyla olusturulur. Her blok, igerisinde bir dizi islemi veya veriyi
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barindirmaktadir. Bloklar, matematiksel kriptografik algoritmalar kullanilarak birbirine
baglanir ve bu sayede degistirilmesi hemen hemen olanaksiz hale getirilir. Bir blok
olusturuldugunda, igerdigi verilerin dogrulugu ve biitiinliigii, blogun “6zet" adi verilen
bir degeriyle dogrulanir. Bu deger, blogun icerigindeki verilerin matematiksel olarak bir
kriptografik Ozetini olusturur. Bir blok olusturuldugunda, igerigindeki herhangi bir
degisiklik, 6zet degerini degistirir, bu da blogun gegerliligini etkilemektedir.
Blokzincirdeki her bir blok, bir dnceki blogun 6zet degerini i¢ermektedir. Bu,
bloklarin birbirine bagli oldugu ve tutarli bir zincir olusturdugu anlamina gelir. Her
blogun bir dnceki blogun 6zet degerini icermesi, bloklarin degistirilmesini zorlastirir
clinkii bir blogun igerigi degistirilirse, tiim sonraki bloklarin 6zet degerleri de dogal olarak
degisecektir. Bu da manipiilasyona karsi dayanikli, seffaf ve giivenligini bilisim

teknolojileri ve matematik sayesinde saglamis olmaktadir.

2.1.4.2. Mutabakat algoritmalari

Blokzincir teknolojilerinde mutabakat (consensus) algoritmalari, agdaki
katilimcilarin anlagmazlik durumlarinda birlikte ¢aligmasini ve giivenilir bir sekilde
blokzincir ilizerinde yeni blok ekleme konusunda ortak karara varmasini saglayan
mekanizmadir (Tosh vd., 2018). Mutabakat algoritmalarinin temel islevleri sunlardir:

e Giiven ve Giivenilirlik: Mutabakat algoritmalari, blokzincir agindaki
katilimcilarin islemleri onaylamast ve bloklar1 olusturmast igin bir
mekanizma sunmaktadir. Bu algoritmalar, agdaki her katilimcinin ayni
sonuca ulagmasin1 saglar ve dolayisiyla giivenilirligi artirmaktadir.
Blokzincir teknolojisi, merkezi olmayan bir yapiya dayandigi icin giiven
esaslidir ve mutabakat algoritmalar1 bu giiveni saglamada kritik bir rol
oynamaktadir.

o Ag Olceklenebilirligi: Blokzincir aglarmdaki islem sayis1 arttikga,
mutabakat algoritmasi, bu islemlerin hizli bir sekilde onaylanmasini ve
bloklara eklenmesini saglamak icin etkin olmalidir. Olgeklenebilir bir
mutabakat algoritmasi, agin daha fazla islemi isleyebilmesini ve daha
yiiksek bir performans sergilemesini saglamaktadir.

o Ag Dayamkliligi: Mutabakat algoritmalari, blokzincir agindaki
katilimcilarin birlikte ¢alismasini ve anlasmazlik durumlarinda bile agin

devam etmesini saglar. Bu, agin dayanikliligin1 artirir ve tek bir noktada
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basarisizlik veya saldiriya karsi direngli olmasimi saglar. Mutabakat
algoritmalar1, agdaki katilimecilarin birlikte hareket etmesini saglayarak,

giivenlik ve biitlinliik agisindan 6nemli bir koruma saglar.

Blokzincir tabanli bir sistemde madencilik giicliniin ¢ogunlugunu yani %51’ini

elinde bulunduran bir saldirgan, agdaki mutabakat mekanizmasint manipiile etme

potansiyeline sahip olabilir ve agin giivenligini tehlikeye atabilir. Blokzincir topluluklari,

bu tiir saldirilar1 6nlemek i¢in ¢esitli 6nlemler almaktadirlar. Bunlarin basinda giiclii

mutabakat algoritmalariin kullanilmasi, madencilik giiciiniin adil sekilde dagitilmasi, ek

katmanlar veya yan zincirlerin kullanilmas1 gibi yontemler gelmektedir.

%351 atagr durumunda, bir kotii niyetli kullanici agda mevcut olan toplam

madencilik giiciiniin ylizde 51'ini kontrol ederse, agin konsensiis mekanizmasi iizerinde

etkili bir kontrol saglayabilir. Bu durumda saldirgan, ge¢mis islemleri degistirebilir, ¢ift

harcamalar yapabilir veya ag1 durdurabilir (Bamakan vd., 2020). Blokzincir sistemlerinde

birgok farkli mutabakat algoritmasi bulunmaktadir. Bunlardan bazilart sunlardir:

Proof of Work (PoW): Is ispati, blokzincirin ilk ve en yaygin kullanilan ve
Nakamoto protokolii olarak da adlandirilan mutabakat algoritmasidir. Bu
algoritma, agdaki katilimecilarin belirli bir matematiksel problemin
¢6ziimiinii bulmak i¢in hesaplama giicii harcamasini gerektirir. Ilk basartyla
problemin ¢dziimiinii bulan katilimet, bir blogu olusturma ve blok ddiliinii
alma hakkini elde etmektedir. Bitcoin, Ethereum 1.0 PoW kullanan
blokzincir arasindadir.

Proof of Stake (PoS): Pay ispati, blokzincir sistemlerinde kullanilan bir
mutabakat algoritmasidir. Paray: veren diidiigii ¢alar mantigiyla hareket
etmektedir. Bu algoritma, katilimcilarin aga belirli miktarda kripto para
birimi sahipligi ile katilarak bloklar1 onaylamasini saglar. PoS algoritmasi,
kullanicinin sahip oldugu kripto para birimi miktarmma gore bloklarin
olusturulmasini ve onaylanmasini yonetmektedir. Ethereum 2.0 gibi
blokzincir projeleri PoS kullanmaktadir.

Delegated Proof of Stake (DPoS): Yetkilendirilmis pay ispati, katilimcilarin
oylamayla secilen birka¢ temsilciye onay yetkisi vermesi ve temsilcilerin
bloklar1 olusturmasi ve onaylamasi {izerine kuruludur. EOS gibi projeler

DPoS algoritmasini kullanmaktadir.
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e Practical Byzantine Fault Tolerance (PBFT): Bu mutabakat yontemi
Bizans Generalleri problemini ¢6zmek i¢in kullanilir. Bizans Hata
Toleransi, bir agdaki katilimcilarin anlasmazlik durumlarinda birbirleriyle
iletisim kurarak dogru sonuca varmalarin1 saglamaktadir. Hyperledger
Fabric gibi 6zel blokzincir projelerinde PBFT algoritmasi kullanilmaktadir.

e Proof of Burn (PoB): Yakma ispati, bir blokzincir aginda mutabakata
varmak i¢in alternatif bir yontemdir ve arkasinda yatan fikir madencilerin
yaptig1 islemleri kanitlamak ic¢in enerji veya zaman harcamamalari
diisiincesidir. Bu algoritmada, madenciler 6diil almak i¢in sahip olduklari
kripto para birimlerinin bir kismin1 yakmak zorundadir. Burada yakmak, bir
kullanicinin ag {izerinde coin, token veya madencilik ayricaliklar1 almak
icin bir "yakim adresine" (islevi olmayan bir clizdan) bir miktar kripto para
gondermesi  anlamina  gelmektedir.  Yakilan miktar asla  geri

getirilememektedir.

Bu mutabakat algoritmalari, farkli blokzincir projeleri ve uygulamalar arasinda
farkliliklar gosterir. Her bir algoritmanin avantajlari, dezavantajlari1 ve kullanim
senaryolar1 bulunmaktadir. Projeler, 6l¢eklenebilirlik, giivenlik, enerji verimliligi ve
merkeziyetgilik gibi faktorleri dikkate alarak mutabakat algoritmasini segerler.

Mutabakat algoritmalarinin karsilagtirma tablosu Tablo 2.1°de verilmistir, bu tablo
Bamakan vd. (2020) ¢alismasindan uyarlanmustir. Tabloda yer alan SIS - Saniyedeki
Islem Sayisi, DBS - Dakikadaki Blok Sayisi anlamma gelmektedir. Blok &diilii ise
makalenin yazildig1 2019 yila gore olusturuldugu igin ilgili dénemde gegerlidir. Odiil

yarilanmasi nedeniyle degerler yillara gore degisiklik gosterebilmektedir.
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Tablo 2.1. Mutabakat algoritmalarmmin karsilastirilmasi

Mutabakat  Kripto Varhik Algoritma Sis DBS Blok odiilii

Algoritmasi
Bitcoin SHA256 7 10 12.5 BTC
Ethereum 1.0 Ethash 15 0.25 2

PoW Litecoin Scrypt 28 2.3 25
Monero Cryptonight 30 2 4.9
Zcash Equihash 27 2 10
Waves (LPoS) LPoS 100 1 -
Qtum PoS 3.0 70 2 -

PoS Nxt SHA256 100 1 -
Blackcoin Scrypt 0 1 -
Nano Blake2b 7000 Hemen -
EOS DPoS 4000 0.5 -
Cardano Ourobors 257 0.33 -

DPoS TRON DPoS 2000 0.5 32 TRON
Lisk DPoS 3 0.284 -
BitShares DPoS 100000  0.05 -
Ripple - 1500 0.06 -

PBFT Stellar - 1000 0.08 -
Ziliga Keccak 0 45s-4dk. -

PoC Burst Shabal256 80 4 460
I0TA Curl-P 1000 Hemen -

DAG Byteball DAG 10 0.5 -
Travelflex DAG 3500 1 30 TRF
Dash X11 56 2.5 2.09

PoA (Hibrit Decred BLAKE256 14 5 18.22
Komodo Equihash 100 1 3 KMD

PoW/PoS) Peercoin SHA256 0 10 37.36 PPC
Espers HMQ1725 0 5 5000

dBFT NEO RIPEMD160 1000 0.25 -

Pol NEM (XEM) Ed25519 10000 1 -

PoB Slimcoin Dcrypt 0.0003 1.5 50 SLM
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Tabloda bulunan ama agiklamasini yapmadigimiz diger mutabakat algoritmalari

Proof of Capacity (PoC), Proof of Importance (Pol), Directed Acyclic Graphs (DAG),

Delegated Byzantine Fault Tolerance (dBFT)’dir. “En iyi” mutabakat algoritmasi diye

bir sey yoktur ve her biri giiclii ve sinirli yonlerini beraberinde getirmektedir (Hoy, 2019),

bu nedenle bu alan yeni ¢alismalara ihtiya¢ oldugu sdylenebilir.

2.1.4.3. Blokzincir ag tiirleri

Blokzincir ag tiirleri, farkli ihtiyaglara ve kullanim senaryolarina yonelik c¢esitli

coziimler sunmaktadirlar. Bu farkl ag tiirleri, giivenlik, 6l¢eklenebilirlik, hiz ve katilimct

kontrolii gibi dzelliklerle kullanima sunulmaktadir (Usta & Dogantekin, 2018; G. Unal &

Ulusoy, 2020). Blokzincir ag tiirlerini 4 kategoride toplayabiliriz: (1) A¢ik (public), (2)

ozel (private), (3) hibrit (hybrid) ve (4) konsorsiyum (consortium):

Acik blokzincir: Agda kayitl verilerin higbir kurala bagli olmadan izin
gerektirmeyen herkesin erigebildigi ve katilim gosterebildigi genel aglardir.
En yaygin acgik blokzincir aglari Bitcoin ve Ethereum’dur. Bu tiir
blokzincirlerde islemler herkes tarafindan dogrulanabilir ve ag katilimcilart
arasinda bir anlagmazlik durumunda ¢ogunluk kararina bagvurulur.

Ozel blokzincir: Smirli sayida katilimeinin erisebildigi ve islem yapabildigi
blokzincir aglardir. Genellikle bir sirket, kurulus veya konsorsiyum
tarafindan yonetilen bu aglar, belirlenen amaglara hizmet etmektedirler.
Ozel blokzincirler daha fazla kontrol ve gizlilik saglayabilir ve
Ol¢ceklenebilirdirler, ancak merkezidirler.

Hibrit blokzincir: Bir nevi agik ve 6zel blokzincirlerin birlesimi gibidir.
Hem acik hem de 6zel blokzincir 6zelliklerini igerir ve belirli islemlerin
herkese acik olmasini, diger islemlerin ise daha sinirli erisimle
yonetilmesini saglamay1r amaclamaktadirlar. Hibrit blokzincirler, 6zel
islemlerin gizliligini korurken, belirli verilerin seffaf ve giivenilir bir sekilde
paylasilmasini saglayabilmektedirler. IBM Food Trust bu blokzincir tiiriine
bir 6rnek olarak gosterilebilir.

Konsorsiyum blokzincir: Bir grup kurulus veya kurum arasinda is birligi
yapmak icin olusturulan ve ydnetilen blokzincir aglaridir. Bu tiir bir
blokzincir ag1, katilimecilarin belirli bir konsorsiyum veya is birligi

anlagmasi altinda bir araya gelerek aga katilmasini gerektirmektedir.
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Genellikle belirli bir sektor veya endiistriye yonelik kullanim durumlar igin
olusturulan aglar, katilimcilarinin birbirlerini tanidig1 ve igbirligi yapmak
icin belirli bir gliven ortam1 olusturdugundan 6zel ve izin gerektiren yapida
tasarlanmaktadirlar. Global Shipping Business Network Consortium bu

blokzincir turiine 6rnek olarak verilebilir.

Bu tiirlere ek olarak izin gerektiren ve izin gerektirmeyen seklinde siniflandirma

yapmak miimkiindiir.

Izin gerektirmeyen (permissionless) blokzincir: Herhangi bir kisinin veya
kurumun aga katilmasina izin verilen ve izin alinmadan kullanima agik bir
blokzincir tiirtidiir.

Izin gerektiren (permissioned) blokzincir: Katihmeilarin aga erismek icin
izin almas1 gereken bir blokzincir tiiriidiir. Bu tiir bir blokzincirde,
katilimcilar ve diiglimler, aga katilmadan Once tanimlanmig bir izin
stirecinden ge¢melidir. Hyperledger Fabric, Corda, Quorum, R3 ozel

blokzincir aglarina 6rnek olarak verilebilir.

Tiim bu anlatilar1 daha iyi gosterebilmek i¢in Sekil 2.13.’te blokzincir tiirleri

verilmistir. Blokzincir kullanmaya karar veren bir igletme ya da kurulus, ihtiyaclar

dogrultusunda en uygun blokzincir agint se¢gmek i¢in diistinmelidir. Bu konuda yine

blokzincire ne zaman ihtiya¢ duyariz? baghiginda bulunan algoritma takip edilebilir.
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izin Gerektirmeyen
(Permissionless)

X

Acgik
Merkezi otorite
yoktur

edilir

Sekil 2.13. Blokzincir tiirleri

Ozel

Bir otorite tarafindan
Hibrit kontrol edilir
Bir otorite tarafindan

bazi izin O

) ® O

gerektirmeyen a%%

sureglerle kontrol 0 ®

O

Konsorsiyum
Bir grup tarafindan
kontrol edilir

izin Gerektiren
(Permissioned)

Tablo 2.2°de blokzincir ag tiirlerinin yetenekleri karsilastirmali sekilde verilmistir

(Zheng vd., 2017).

Tablo 2.2. Blokzincir ag tiirlerinin karsilastirilmasi

Ozellik Acik Blokzincir  Konsorsiyum Blokzincir Ozel Blokzincir
Mutabakati Tiim madenciler ~ Segilen diigiim (node) kiimesi  Bir topluluk
belirleme
Okuma izni Herkese acik Herkese acik veya kisith Herkese acik veya
kisith
Degigsmezlik Degistirmesi Degistirilebilir Degistirilebilir
neredeyse
imkansiz
Verimlilik Diisiik Yiiksek Yiiksek
Merkezilik Hayir Kismen Evet
Mutabakat Izinsiz Izinli Izinli
stirecleri

2.1.4.4. Akl sozlesmeler

Akalli sézlesme kavrami ilk olarak Nick Szabo tarafindan tartigmaya baslanmis ve

giiniimiizde blokzincir teknolojileri ile birlikte yeni uygulama alanlar1 kazanmaistir. Szabo

(1997) akilli s6zlesmeleri, taraflarin bilgisayar aglar1 iizerinden iliskileri resmilestirmek

ve giivence altina almak i¢in kullandigi kullanici ara yiizlerine sahip biitlinlesik

protokoller olarak tanimlamistir. Akilli sézlesmeler iki ya da daha ¢ok tarafin bulundugu,
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sozlesmede belirlenen kosullarin yerine gelmesi durumunda kendiliginden calisan ve
islemleri yonetebilen kod pargaciklaridir. Akilli sézlesmelerin temel 6zelliklerini soyle
siralayabiliriz: (1) elektronik ortamlarda diizenlenebilirler (2) kosullara bagli bigimde
calisirlar (3) sartlar gergeklestiginde otomatik olarak calisilar (4) tanimlandiktan sonra
iizerlerinde degisiklik yapilamamaktadir (BCTR, 2021). Kosullar tetiklendiginde
otomatik olarak calistiklar1 i¢in giiveni artiran bir mekanizmadir.

Blokzincirin tarihsel gelisimi bashiginda bahsettigimiz gibi akilli sozlesmeler,
blokzincir 2.0 kavraminin ortaya atilmasinin en 6nemli nedenlerinden biridir. Yarattig
paradigma degisimi ile akilli sozlesmeleri “programlanabilir para” olarak da
tanimlayabiliriz (Lee, 2021). Programlanabilir para, kurallarin1 belirleyebildiginiz ve
kosullar meydana geldiginde istenilen yonde hareket eden bir mekanizma sunmaktadir.

Blokzincir aglar1 {izerinde akilli sozlesmelerle tanimlanan ve ilgili sanal
makinelerde derlenen uygulamalara merkezi olmayan uygulamalar (dApp- Decentralized
application) denilmektedir. Ethereum blokzincir aginda yaygin olarak kullanilan akillt
sozlesme dili Solidity'dir. Ethereum aginda yazilan bir akilli sézlesme dosyasi1 sol dosya
uzantisina sahiptir ve Ethereum Sanal Makinesi bu belgenin ¢alistirilmasini iistlenen
altyapidir (Dannen, 2017). Solidity’e alternatif Vyper, Serpent, Yul gibi diller ve diger
blokzincir aglar i¢in de kendilerine 6zgii diller piyasaya siiriilmiistiir. Hyperledger Fabric
blokzincir aginda Chaincode, Cardona'da Plutus, Internet Computer Protocol (ICP)'da
Motoko, Zilliga'da Scilla, Tezos'da Michelson gibi ornekler verilebilir.

Blokzincir teknolojilerine benzer bigimde akilli sdzlesmeler de kriptografik ve
diger giivenlik mekanizmalar1 kullanilarak kredi, telif haklari, 6deme sistemleri,
geleneksel i prosediirlerindeki giiven problemine odaklanmistir. Bu baglamda, taraflarin
arasinda yaptig1 sozlesmeleri lciincii taraflardan ya da kotii niyetli miidahalelerden
korumay1 hedeflemektedir. (E. Unal, 2022).

Akilli sozlesmelerle alakali bir baska ©Onemli tartisma konusu da hukuki
gecerliligidir. Bu konu tez konusu ile yakindan ilgili olmasa da kisaca deginmek istedigim
ilging bir detaydir. Akilli sézlesmelerin hukuki gegerliligi {ilkeden {iilkeye farklilik
gostermekle birlikte kabul gdren genel goriis akilli sézlesmelerin hukuki bir degeri
oldugu ve hukuki baglayiciligi oldugu yoniindedir. Ciinkii elektronik ortamda atilan bir
imza ya da onaylanan bir belge nasil gecerliyse akilli sdzlesmeler de bu baglamda
degerlendirilebilmektedir. Ancak, bununla birlikte, akilli s6zlesmelerin hukuki gecerliligi

ve uygulanabilirligi konularinda bazi yasal belirsizlikler ve diizenleyici agiklar
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bulunmaktadir (Cekin, 2019). Ulkemizde de dijital sdzlesmelerin gegerliligini tanimus
ve elektronik imzalarin hukuki baglayiciligina iliskin diizenlemeler yapilmistir. Ancak,
akill sozlesmelerin spesifik olarak taninmasi ve hukuki statiisiinliin belirlenmesi
konusunda heniiz 6zel bir diizenleme yapilmamistir ve emsal teskil edecek 6rnek bir
durum yoktur.

Akilli s6zlesmelerin isleyisi ile ilgili sdyle kisa bir 6rnek senaryo verebiliriz:
Ornegin siz bir ev sahibisiniz ve bu eve 10 Ether deger bigtiniz, yaratacagimz bir akill
sozlesme ile bu miktar1 istediginiz bir adrese gonderen adresin bu evin sahipligini
devralmasini saglayabilirsiniz. Bu islemler gerceklesirken yapmaniz gereken tek sey
akill1 sozlesmeyi olusturmak ve aga kaydetmektir. Sartlar gerceklestiginde akilli
sozlesme devri gerceklestirecektir. Bu gercek yasam senaryosunda da goriildiigii gibi
akilli sozlesmelerin genis bir kullanim alan1 bulunmaktadir. Daha 6nce ger¢cek yasam
bilgilerinin blokzincire oracle’lar araciligiyla iletildiginden de bahsetmistik, bu acidan
diistinlince 6rnegi belirlenen bir bolgede hava sicakligi 30 santigradi gegtiginde bu islemi
tamamla sekline bile ¢evirebildigimizi diislinebiliriz.

Bu yukarida bahsettigimi senaryoyu akilli sozlesmelerin egitim alaninda
kullanimimi gostermek i¢in uyarlarsak, Solidity dilinde basit bir 6rnek uygulama
senaryosu tasarlayabiliriz: Bu senaryo 6grenenlere tamamladiklari bir kurs ya da ders i¢in
sertifika vermek ve verilen sertifikanin sorgulanmasi lizerine olsun. Her kisinin kendine
has birer clizdan adresi almasi istenir ve her adresin kime ait bilgisi tutulur. Bu akilli
sOzlesme, sadece sertifika verme yetkisine sahip olan "issuer" adli yani sertifika verme

yetkilisi bir adres tarafindan c¢alistirilabilir olacaktir (Sekil 2.14).
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~0.8.0;

Certificate {
Student {
name;
6 studentID;
course;
isCertified;

=> Student) students;

issuer;
CertificateIssued( student);
constructor() {
issuer = .sender;

}

onlyIssuer() {
(n=0.sender == issuer, "I

Sekil 2.14. Ornek senaryo icin kod parcasi
Burada issueCertificate ve getCertificate isminde iki fonksiyon yer alacaktir (Sekil
2.15).
issueCertificate: Sadece "issuer" tarafindan ¢agrilabilen bu fonksiyon, bir 6grenci
adresi, adi, yasini ve aldig1 kursun adin1 alir ve 6grenciye sertifika verir.
getCertificate: Herkes tarafindan ¢agrilabilen bu fonksiyon, bir 6grenci adresini alir

ve ilgili 6grencinin adini, yasini, aldig1 kursun adin1 ve sertifika durumunu dondiirtir.

issueCertificate( studentAddress, » studentID, course) onlyIssuer {
(!students [studentAddress].isCertified, "A ;

Student newStudent = Student(name, studentID, course,
students [studentAddress] = newStudent;

CertificateIssued(studentAddress);

getCertificate( studentAddress) ( ) ’ ’ ) {
(students [studentAddress].name, students[studentAddress].studentID, students[studentAddress].course, students[studentAddress].isCertified);

Sekil 2.15. Ornek senaryo icin kod parcasi (devami)

Bu o6rnekte, "issuer" olarak tanimlanan adres, yani sertifika verme yetkisine sahip
olan kisi veya kurum, issueCertificate fonksiyonunu kullanarak 6grencilere sertifika
verebilir. Ogrenciler ise getCertificate fonksiyonunu kullanarak kendi sertifikalarini
sorgulayabilirler.

Bu oOrnek, akilli sozlesmelerin egitim alaninda sertifika verme siireclerini
otomatiklestirebilecegi ve gilivenilir bir sekilde sertifikalarin  dogrulanmasini
saglayabilecegi bir senaryoyu temsil etmektedir. Elbette gercek diinya senaryolarina gore
daha karmasik ve genisletilebilir akilli sézlesmeler olusturmak da miimkiindiir. Akillt

sOzlesmenin tamamini ve diger gelistirmeler Attps.//github.com/hknyldrm/ adresinde

ilgili repository’lerde tutulmaktadir.
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Blokzincir teknolojisi gibi buna bagli akilli sézlesme teknolojileri de heniiz
yeterince mevcut sistemler i¢in teknik ve hukuki agidan yeterli cevabi verememektedir.
Ancak bu teknolojinin tasidig1 potansiyel ve is yapabilme giicii yadsinmamalidir. Noter,
banka, acente, emlak sirketi gibi caligabilme giicii olan akilli s6zlesmeler, gerekli
diizenlemeler ve gelistirmeler yapildiginda genis kullanim alanlariyla giinliik
yasantimizda karsimiza ¢ikabilme potansiyeli bulunmaktadir. Tabi ki yine bir kod pargasi
oldugu i¢in kodunda bir hata olmasi durumunda, hatal bir sekilde uygulanabilir ve bu da
taraflar arasinda bir anlasmazlik yaratabilir. Bu nedenle, akilli sodzlesmelerin
gelistirilmesi ve giivenilirliginin artirilmas1 i¢cin daha fazla calisma yapilmasi

gerekmektedir.

2.1.5. Blokzincire ne zaman ihtiya¢c duyariz?

Blokzincir teknolojisinin c¢esitli sektorlerde kullanilabilme potansiyeli ortaya
cikmaya bagladiginda bazi ¢evrelerde bir donem bu teknolojiye yonelik bir “hype” yani
ilgi patlamasi ya da abartili bir ilgi yasandigini sdyleyebiliriz. Bu durumda blokzincir
teknolojisinin hangi durumlarda ve ne zaman kullanmamiz gerektigi sorusu karsimiza
cikmaktadir.

Blokzincir teknolojisi giivenli, yetkinin dagitilabildigi merkeziyetsiz bir yap1
vaadederken is ihtiyaclarina, giivenlik gereksinimlerine, veri kontrolii tercihlerine ve
olgeklenebilirlik ihtiyaclarma gore blokzincir teknolojisi veya klasik veri taban1 arasinda
bir karar vermek dogru olabilir. Sekil 2.16.’de yer alan algoritma takip edilerek klasik
veri tabanina sahip bir bilisim sisteminde blokzincire ihtiya¢ olup olmadigi tespit
edilebilir (Wust & Gervais, 2018). Bu sekilde izinli olarak cevrilen ifade permissioned
yani izin gerektiren manasindadir. Bu sayede her durumda blokzincir teknolojisinin
klasik veri tabanina bir alternatif olarak gérmenin gerekliligi de ortaya ¢ikmaktadir. Akis
semas1 takip edilerek hangi blokzincir ag tiirline ihtiyaciniz oldugu tespit edilebilir,
blokzincir ag tiirleri boliimiine bu konuyla ilgili detayli bilgi verilmistir. Bu akis
semasindan ¢ikan sonuca gore blokzincir teknolojisine ihtiyacinizin olup olmadigi ya da
hangi tiir ag1 tercih etmeniz gerektigi de ortaya cikabilir. Bunlara ek olarak bazi
durumlarda yiiksek hiz ve dlgeklenebilirlik gerektiren biiyiik veri tabanlar1 i¢in klasik veri
tabanlar1 daha uygun olabilir. Blokzincir teknolojisinin kullanilmasi gereken durumlar,
merkeziyetin azaltilmasi, giivenlik ve seffafligin 6n planda oldugu projeler oldugu

sOylenebilir.
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Verileri Online Veri

hayir

Verileriniz degistirecek glvenilir ekleyenler /
degisken kullanici otorite degistirenler Acik blokzincir
mi? sayisi birden kullanabilir biliniyor
misiniz? mu?
Verileri Herkes
ekleyenlerin tuaraflndar\. ‘ Quet Acik ve izinli
tamami dogrulanabilirlik blokzincir
glivenilir gerekli
mi? mi?
Gizli ve izinli
blokzincir
Blokzincire
ihtiyaciniz yok

Sekil 2.16. Blokzincire ihtiyaciniz var mi?
Kaynak: (Wust & Gervais, 2018, s. 3)

Mevcut bir veri alt yapisinin blokzincire taginip taginamayacagi karar1 maliyeti de
beraberinde getirebilir ve bu nedenle karar verirken bunu da géz 6niinde bulundurmakta
fayda olabilir. Unutmayalim ki her proje ve kullanim senaryosu farklidir, bu yilizden
dogru se¢imi yapmak i¢in ihtiyaglarinizi ve gereksinimlerinizi dikkatlice analiz etmek
onemlidir.

Bir sonraki bdoliimde blokzincir teknolojisin sosyal boyutu bu teknolojinin

dogurdugu yeni kavramlar, yaklagimlar ve etkileri alanyazin ile tartigilacaktir.

2.1.6. Blokzincir teknolojisinin sosyal boyutu

Sanayi devrimleri kavrami, tarih boyunca imalat ve {iretim siireclerindeki 6nemli
degisimleri ifade etmek i¢in kullanilmistir. Birinci sanayi devrimi, el emeginden buhar
giiclinlin kullanildig1 makinelesmis iiretime gegisi isaret ederken; ikinci sanayi devrimi,
19. yy.an son ¢eyreginde baslayarak elektrik ve montaj hatlar1 araciligiyla seri iiretimi
getirmistir. Ardindan insanlik otomasyon ve bilisim sistemlerinin yayginlasmasiyla
ticlincii sanayi devriminin ortaya ¢ikigina taniklik etmistir. Dordiincii sanayi devrimi bir
baska deyisle endiistri 4.0, dijital teknolojilerin, otomasyonun ve veri odakl: siireglerin
cesitli sektorlerde entegrasyonu ile karakterize edilen ve halen giiniimiizde devam

etmekte olan bir fenomendir. Kayda deger sosyal degisimleri beraberinde getirme
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potansiyeline sahip olan endiistri 4.0, iiretim ve hizmetlerde verimliligin, tiretkenligin ve
kisisellestirmenin artmasint hedeflemektedir (Liao vd., 2017). Ayrica, yeni is
modellerinin  gelistirilmesini ve yenilik¢i iiriin  ve hizmetlerin yaratilmasini
kolaylagtirmaktadir. Bu gelisim siirecleri otomasyonu ve dijitallesmeyi, yeni beceri setleri
ve is rolleri gerektiren isgiiclinli, isgilicii piyasasinda, istthdam modellerinde ve
sosyoekonomik yapilarda degisikliklere yol agabilme potansiyelinde oldugu sdylenebilir.
Tam da bu noktada, blokzincir teknolojisi giivenli, seffaf ve merkezi olmayan ¢oziimler
sunarak endiistri 4.0'in hedeflerini tamamlamaktadir (Bodkhe vd., 2020).

Fukuyama (2018)’nin toplum 5.0 olarak kavramlastirdig: stiper akilli toplum tabiri,
teknolojinin insanlarin yasamini 1iyilestirmek i¢in kullanilmasini hedeflemektedir.
Blokzincir teknolojisi, veri giivenligi, seffaflik ve giivenilirlik ile ilgili oldugundan hem
endiistri 4.0'in dijital donilisiimiine hem de toplum 5.0'in insan odakli yaklagimina katkilar
sunabilme potansiyeli oldugu sdylenebilir. Siiphesiz bu da egitimin doniisiimiine ve
gelisimine olumlu katkilar sunacaktir (Kocaman-Karoglu vd., 2020). Endiistri 4.0,
endiistriyel devrimler, sosyal degisimler, doniisiimler ve blokzincir teknolojisi birbiriyle
baglantilidir. Endiistri 4.0 teknolojik gelismeleri ve doniisiimleri yonlendirirken,
blokzincir teknolojisi endiistri 4.0'in hedefleriyle uyumlu, giivenli ve merkezi olmayan
cozlimler sunmaktadir. Birlikte, ekonomi, iggiicii, yonetisim ve bireysel gili¢clendirme
dahil olmak iizere toplumun ¢esitli yonlerini sekillendirme potansiyeline sahiptirler.

Blokzincir teknolojisinin sosyal etkilerini seffaflik, giiven, veri giivenligi, araci
kuruluglara (intermediary) yonelik yikici etkiler, finansal erisilebilirlik ve merkezi
otoriteye alternatif olma gibi faktorler olarak diislindiigiimiizde, bu teknolojinin toplum
iizerinde ¢esitli bicimlerde etkileri olacag diisiiniilmektedir. Blokzincir teknolojisinin en
yaygin kullanim bi¢imi kripto paralar olsa da mevcut zorluklar1 ve verimsizlikleri ele
alarak sosyal donilisiimler yaratma potansiyeline sahip bir teknoloji olarak da
tanimlayabiliriz. Bu teknoloji, bireylere kendi verileri ve kimlikleri iizerinde kontrol
saglayarak bireylerin kendi verileri lizerine hakimiyetlerini gili¢lendirebilir. Finans,
saglik, egitim ve tedarik zinciri gibi g¢esitli sektorlerde seffafligi, giiveni ve hesap
verebilirligi tesvik edebilir. Harari (2018) bunu destekler nitelikte, blokzincir tabanl
sistemlerin, parasal sistemleri degistirerek radikal bir vergi reformunu tetikleyebilecegini
ve buna bagli olarak da toplumsal doniisiimiin kacginilmaz oldugu goriistindedir.

Blokzincir teknolojinin tam potansiyelinin ortaya ¢ikmasi igin diizenleyici ¢ergevelerin
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olusturulmasi, giivenlik 6nlemlerinin iyilestirilmesi ve son kullanicilarin egitilmesi gibi
konularda gelismelere ihtiyag oldugu sdylenebilir.

Blokzincir teknolojisinin sosyal boyutu konusunun alt baslklar1 olarak
aciklayacagimiz, (1) kendine egemen kimlik, (2) dogrulanabilir kimlik, (3) nitelikli fikri
tapu, (4) merkeziyetsiz otonom organizasyon ve (5) merkeziyetsiz tanimlayicilar her ne
kadar teknik boyutlar1 olan konular olsa da tezin konusunu ilgilendiren boyutlarda

yansimalar1 ve potansiyelleri ile tartisilacaktir.

2.1.6.1. Kendine egemen kimlik

Ingilizce orijinal adiyla self-sovereign identity (SIS), heniiz yaygin kabul gormemis
Tiirk¢e ¢evirisiyle kendine egemen kimlik, bireylere kisisel verileri iizerinde kontrol
saglamasina imkan taniyan ve bilgilerini aracilara ihtiya¢ duymadan kendi kosullarina
gore paylagsmalarina olanak taniyan bir dijital kimlik yonetim yaklasimidir. Blokzincir
teknolojisindeki gelismeler bu yaklasimin gelisimine katki sunmaktadir. Kendine egemen
kimligin dogmasindaki en onemli etken, kisilerin kendilerine ait verilerini ve internete
bagli cihazlarini yine kendi belirleyebilecekleri kurallar ¢cergevesinde paylasabilme ya da
yonetebilme istegidir (Cucko & Turkanovic, 2021; Diindar, 2021; Herbke & Yildiz,
2022; Lemoie, 2021; Samir vd., 2022).

Internet teknolojilerinin kimlik katmani olmadan gelistirilmesi (Preukschat &
Reed, 2021, s. 4), dijital bir kimlik katmanina olan ihtiyacin en 6nemli nedenidir. Bir web
sitesinin ziyaret ettigimizde IP adresimiz ve tarayicimiza dair birtakim bilgiler
paylasilmakta ancak her sitede ayr1 ayri kullanici adi ve sifrelerle temsil etmemizi
beraberinde getirmektedir. Bu yaklasim avantajlarin yaninda dezavantajlar1 da
beraberinde getirmektedir. Dagitik clizdan teknolojisi destekli bir kendine egemen kimlik
modeli bu sorunun iistesinden gelmek adina 6nemli bir potansiyel sunmaktadir.

Kendine egemen kimlik kavrami, asagida detaylari verilecek merkeziyetsiz
tanimlayicilar ve dogrulanabilir kimlik teknolojileri ile ve ayrica blokzincir teknolojisi ile

yakindan iligkilidir (Preukschat & Reed, 2021). Sekil 2.17°de bu iliski gosterilmektedir.
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Belgeyi Veren

Belgenin Sahibi <:| Dogrulayici

[Sunumu talep eder]

|:> Kimlik bilgilerini

Sunumu verir dogrular

Bilgileri talep eder

Kimlik bilgilerini
imzalar Bilgileri verir

[ Merkeziyetsiz Tanimlayicilar

[ Dogrulanabilir Veri Kaydi (Grnegin, blokzincir altyapisi)

Sekil 2.17. Kendine egemen kimlik modeli

Blokzincir teknolojisinin kendine egemen kimlikte kullanilmasinin bazi {istiin
yonleri bulunmaktadir. ilki, kisisel verilerin merkezi olmayan ve giivenli bir sekilde
saklanmasini saglayarak kotii niyetli kisilerin kisisel verilere erismesini giiglestirmektir.
Ikinci olarak, tiim islemlerin seffaf ve denetlenebilir bir kaydin1 sunarak kullanicilara
verileri ve bu verilerin nasil paylasildigi {izerinde tam kontrol saglamasidir. Kendine
egemen kimligin bir diger 6zelligi de kullanicilariin sahip oldugu bilgileri kars: tarafa
bilmesini gerektigi Olcekte paylasilabilmesi ozgiirligiidiir. Bu, kullanicilarin kisisel
bilgilerine kimin ve ne kadar siireyle erisebilecegini kontrol edebilecekleri anlamina
gelmektedir. Ornegin, bir kullanicinin belirli bir hizmete erismek icin yasin1 kanitlamasi
gerekiyorsa, bagka herhangi bir kisisel bilgiyi ifsa etmeden yalnizca yasin1 dogrulamak
icin gereken bilgileri paylasabilmektedir.

Dijital kimlik yonetimi yaklasimlarinda geleneksel olarak her sitede ayri bir
kullanict ad1 ve sifre bulundurmaktayken bu veriler merkezi yapilarda saklanmaktadir.
SAML (Security Assertion Markup Language), OAuth ve OpenID Connect gibi
protokoller araciligiyla glivendigimiz sosyal medya ya da kurumsal servisleri kullanarak
da web sitelerinde kisisel bilgilerimizle tek bir kullanict adi ve sifre ile de oturum agma
imkanma sahip olabilmekteyiz ancak bunlar da merkeziyet¢i bir yapiya sahiptir
diyebiliriz. Kendine egemen kimlik sayesinde her iki yaklasimin Otesinde kisisel
verilerimizi merkeziyetsiz bicimde yonetebilme ve koruyabilme olanagi sunulmaktadir.

Kendine egemen kimligin web3 teknolojisinin kigisel verinin sahibi ol mottosuna
uyumlu oldugu sdylenebilir. Blokzincir teknolojisinin egitimde kullanimina yonelik
caligmalarda da kendine egemen kimlik ile ilgili vurgular dikkat ¢ekicidir (Grech vd.,
2021; Herbke & Yildiz, 2022).
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2.1.6.2. Merkeziyetsiz tantmlayici

Merkeziyetsiz tanimlayicilar, Ingilizce orijinal adiyla decentralized identifier
(DID), kendine 6zgii kimlik paradigmasinin bir bilesenidir ve dijital kimlik saglayan
merkeziyetsiz bir tanimlayici tiiriidiir (Sporny vd., 2022). Web3 olarak tanimlanan
merkeziyetsiz web uygulamalarinin kimlik bilesenidir. Blokzincir ve bilisim uzmani
Christopher Allen tarafindan 2016 yilinda W3C (World Wide Web Consortium)
tarafindan yiiriitiilen standartlagma ¢aligmalar1 sirasinda 6nerilmistir. Bu standartlastirma,
farkli merkeziyetsiz tanimlayicilar arasinda uyumlulugu ve entegrasyonu kolaylastirma
amactyla ortaya c¢ikarilmistir. Sekil 2.18.°de 6rnek bir merkeziyetsiz tanimlayict

tizerinden so6zdizimi gosterilmistir.

did:oxrnek:123456789abcdefghi
S~ =\ v /
Sema Metot Metoda Ozel Tanimlayici

Metoda 6zel olarak tekrarlanamaz
bicimde Uretilmelidir

Sekil 2.18. Merkeziyetsiz tanimlayici s6zdizimi

Burada metot, saglayicisi tarafindan onu animsatan i¢in kullanilan bir kisaltmadir.
Bu metot saglayicis1 benzersiz tanimlar iireterek kimlik yonetim iglemini yapmaktadir.
Ornegin, Avrupa Birligi Blokzincir Altyapist (EBSI) merkeziyetsiz tanimlayicilar
kullanmaktadir ve did:ebsi:zgATrR2dmBcuL8A5i9aY6K3 bi¢iminde bir kimligi
tanimayabilmekte ve isleyebilmektedir.

Merkezi tanimlayicilar, bir kisi, kurulus veya internete bagli bir cihaz gibi herhangi
bir varligin benzersiz bir sekilde tanimlanmasini saglayan, merkeziyetsiz bir kimlik
dogrulama ve yoOnetim sistemidir. Blokzincir teknolojisi kullanarak olusturulan ve
dogrulanan dijital kimliklerdir. Bu kimlikler, tek bir merkezi otorite tarafindan kontrol
edilmezler ve kullanicilarina tam kontrol saglamaktadirlar.

Merkezi tanimlayicilari, Tiirkiye Cumhuriyeti vatandaslari igin verilen T.C. kimlik
numarasi gibi diigiinebiliriz. Bu numara kendi i¢inde sistematigi olan ve kisiyi tanimlayan
bir degerdir, merkeziyetsiz tanimlayicilar da agik kaynakli ve topluluk tarafindan
gelistirilen ¢ogu zaman kriptografik anahtarlar ve diger giivenli yontemlerle tiiretilen

metoda 0zel olarak uretilmektedir.
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Merkeziyetsiz kimlikler farkli endiistrilerde kullanilmak {izere tasarlanmistir.
Finans, egitim, saglik gibi sektorlerde blokzincir teknolojisi destekli tasarlandiklarinda
biyometrik bilgilerinin giivenli bir bicimde saklanmasina yardimci olabilme potansiyeli
oldugu sdylenebilir. Ornegin egitim alaninda dgrenci bilgi sistemlerinde 6grenenlerin
kimlik bilgileri, sertifika veya diploma bilgileri tutulabilir. Yine buna ek olarak, bir
O0grenme yonetim sisteminde elde ettiginiz bir basarim, sertifika, not, rozet bir

merkeziyetsiz tanimlayici tarafindan temsil edilebilmektedir.

2.1.6.3. Dogrulanabilir kimlik

Dogrulanabilir kimlik, Ingilizce orijinal adiyla verifiable credential (VC), dijital
kimlik yonetimi i¢in Internetin standartlarini belirleyen grup olan W3C tarafindan
gelistirilen agik bir veri standardidir. Sekil 2.19.’de dogrulanabilir kimlikler veri modeli
versiyon 1.0 tarif edilmektedir. Sekilde gosterildigi gibi dogrulanabilir kimlik modelinde,
kimlige sahip kisi, kimligi veren kurum ve kimligin gegerliligini dogrulayan bir taraf
bulunmaktadir. Kayitlar blokzincir tabanli sistemlere kaydedildiginde taraflar arasindaki
giiven olgusu bu sayede temin edilmektedir. Dogrulanabilir kimlikler fiziksel kimliklerde
tagian tiim bilgileri igerebilir ve fiziksel kimliklere nazaran dijital imzalarin eklenmesi
sayesinde taklit edilmesi miimkiin olmayan ve daha giivenilir bir yap:1 haline

gelmektedirler.

Sahibi

belgelerini yonetir,
varligr kanitlamak igin

dogrulayicaya sunar b
A \ /
[ D DD : > Dogrulanabilir Veri Kayd: | : o

Saglayan Dogrulayan

dijital olarak imzalar, kanut talep eder,
sahibine teslim eder gereklilikleri sagladigim
kontrol eder

Sekil 2.19. Dogrulanabilir kimlikler veri modeli
Kaynak: https://www.w3.org/TR/vc-data-model/
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W3C VC standardi, verileri bagimsiz olarak dogrulanabilen, giivenli ve taginabilir
kimlikler olusturmak i¢in kullanilan bir dizi teknoloji ve protokolii barindirmaktadir.
Bunlarin basinda, JSON-LD (JSON for Linking Data) adi verilen bir veri gosterim
format1 bulunur ve bu format birbiriyle baglantili JSON (JavaScript Object Notation)
verilerinin gosterilmesi i¢in kullanilmaktadir. Sekil 2.21°de sol boliimdeki kodlar bu
formatta gosterilmektedir. Dogrulanabilir kimliklerin JSON-LD formatinda temsil
edilmesi, verilerin baglantili ve anlamli bir sekilde paylasiimasini saglamaktadir ve
boylece, dogrulama siireglerinde giivenilirlik ve tasinabilirlik saglanmaktadir.

Sekil 2.20°de ise basili bir siirlicii belgesi ile dogrulanabilir kimlik katmanlar
arasindaki iliski gostermektedir. Dogrulanabilir kimlikler, st bilgi (meta-data), kimligin

mabhiyeti (claim) ve kanit (proof) gibi katmanlardan meydana gelmektedir.

DRIVER LICENSE - _

[ _ennancen J0Eo R Kimiik Ust 81
r~ < E E |
/ ID: 123456789-005 " _ -~ <-_!,:'“
NAME SURNAME 4 -~ N EE Mahiyet
\
D05 23.05.1997 55 12032012\
: sex F Exp 12.08.2020 > .
GUSE Wonero— ~ = 7 Belgeyi Verenin Ozel Imzasi
-7 N

4- N
e L2 | WNNVAAWIRRMRTONOR - - [ ooumismea |

Sekil 2.20. Dogrulanabilir kimlik veri modeli i¢in 6rnek bir gésterim

Sekil 2.21°de JSON-LD formatinda 6rnek bir dogrulanabilir kimlik yapist ile
katmanlar arasindaki iliski gosterilmektedir. Ornek veride bir kisiye ait lisans diplomasi
Ed25519Signature2020 dijital imza algoritmasi ile Ornek bir iniversite tarafindan
imzalanarak dogrulanabilir kimlik kaydi tiretilmistir. Burada tutulan veriler bir rozet
olabilecegi gibi bir dersin basarimi ya da bir derse katilim1 dahi temsil edebilir. Ornekte
fiziksel bir diplomada oldugu gibi diplomanin ne zaman, hangi iiniversiteden ve hangi
boliimden verildigi bilgiler yer aldig1 goriilebilir. Bu veri ¢esitli formatlarda sifrelenerek
blokzincir agina kaydedildiginde verinin gegerliligi ve giivenirligi ag {iizerinden

denetlenebilir olmaktadir.
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Baglam

Sekil 2.21. Dogrulanabilir kimlik veri modeli JSON dosya format

Bu tez ¢alismasinda kapsaminda gelistirilen yazilimda da bu veri standardi kabul
edilmis ve kullanilmistir. Tez calismast devam ederken c¢alisma gruplari haftalik
toplantilar ile bu standard1 gelistirilmeye devam etmektedir. Dogrulanabilir kimliklerin
ornek senaryolar1 arasinda egitim alanit da bulunmaktadir ve W3C VC-EDU c¢alisma
grubu dogrulanabilir kimliklerin egitim alaninda kullanimina yénelik olarak calisan alt
bir gruptur. Ilerleyen béliimlerde detayli olarak anlatilacaktir. JSON formatinda

diizenlenmis kanith dogrulanabilir kimlik veri yapis1 6rnegi EK-7’de verilmistir.

2.1.6.4. Nitelikli fikri tapu

Ingilizce orijinal adiyla non-fungible token (NFT), Cumhurbaskanligi Dijital
Doniistim Ofisi ve Tiirk Dil Kurumu ile ortak ¢alismalar1 sonucunda Tiirk¢e karsilig
olarak Onerdikleri nitelikli fikri tapu, dijital varliklarin benzersizligini ve sahipligini
gostermek icin blokzincir teknolojisi kullanilarak iiretilen bir token tiiriidiir (X. Zhao &
Si, 2021a). "Fungible" terimi, degistirilebilir veya esdeger anlamina gelirken, "non-
fungible" ise terimi degistirilemez veya esdeger olmayan anlamia gelmektedir. Yani,
nitelikli fikri tapular benzersiz ve degistirilemez varliklar1 temsil etmek icin

kullanilmaktadirlar. Ilk baslarda, daha c¢ok dijital sanat eserleri, koleksiyonlar, oyun
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ogeleri, gorseller, miizikler, videolar, sanal gayrimenkuller i¢in kullanilsa da nitelikli fikri

tapularin kullanim alan1 genistir diyebiliriz.

Tablo 2.3’te var olan egitim sistemi ile nitelikli fikri tapunun getirebileceklerinin

karsilastirilmasi yer almaktadir (Wu & Liu, 2022, s. 9).

Tablo 2.3. Nitelikli fikri tapunun egitimde kullanimi

Kullanim Senaryosu

Mevcut durum

NFT’nin getirebilecekleri

Sertifika

Kagida basilir ve gercekligini

ay1rt etmek zordur

Kolay dogrulamay1 saglayan

benzersiz elektronik barkod

Transkript ve

kayitlar

Basvuru siireci zor ve uzun

surebilir

Kolay bagvuru ve uzun siire

sahip olabilme

Burslar

Fiziksel para ya da kuponlarla

Kurslarla  degistirilebilen

tokenler ile verilebilir

Icerik iiretimi

Yayincilar eserlerinin ikincil

satiglarindan pay almazlar

Yayincilar yeniden satigta

komisyon ve telif {icreti

belirleyebilir

Ogrenci kaydi Gergegin  sahteden  aywrt Kimlik hirsizligini 6nlemek
edilmesini zorlagtirir icin iistiin

Patentler Bagvuru siireci karmasik, baz1 Direkt internet araciligiyla
kisiler basvuru yapana kadar sahip olunabilir, hak kaybi
haklarin1 kaybedebilir esigi dusiiktiir

Sanat Cevrenin kosullarin1 dikkate NFT diinyasinda daha rahat
almak gerekir hareket etmek miimkiin

Odemeler Bankalardan kredi kart1 ya da NFT ile 6deme yapilabilir ve

fiziksel para ile yapilir

saklanabilir

Zhao ve Si (2021a) Ethereum agi iizerinde ERC721 token standardini kullanarak
NFTCert ismini verdikleri sertifika yonetim yazilimini 6nermisler ve mevcut diger
sistemlerle karsilagtirmalarin1 yapmiglardir. Kumar ve arkadaslari (2022) NFT tabanli ve
IPFS teknolojisini kullanarak bir sistem oOnerisi sunmustur. Nitelikli fikri tapularin
egitimde kullanimi, (1) 6grenenlerin basarilarin1 ve katilimlarini odiillendirmek, (2)

dijital olarak sahiplenilebilen, dogrulanabilir ve taginabilir sertifikalar olusturmak, (3)
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sanal egitim materyalleri liretmek ve fikri haklarini korumak, (4) igerigi kisisellestirmek
ve dijital varliklar1 giivenli bir sekilde yonetmek i¢in yeni olanaklar sunabilir (Firat, 2023)
Ancak, bu alanda daha fazla calisma ve uygulama yapilmas1 gerekliligini de vurgulamak
gerekmektedir. Bu alanda 6zellikle yasal diizenlemelerin yapilmasi, farkli blokzincir
aglarinda tiretilen nitelikli fikri tapularin gercek kisiler tarafindan tiretilip tiretilmediginin
denetlenmesi ve hangilerinin gegerli oldugu gibi konularinda da tartismaya agilmasi

gerekmektedir.

2.1.6.5. Merkeziyetsiz otonom organizasyon

Ingilizce Decentralized Autonomous Organization kelimelerinin birlesiminden
olusan ve DAO biciminde kisaltilan Merkeziyetsiz Otonom Organizasyon (MOO)
kavrami, herhangi bir otoriteye bagli olmadan, blokzincir alt yapisi kullanilarak
yonetilebilen sistemlere verilen isimdir. Buradaki organizasyondan kasit bir sirket, vakif,
dernek olabilecegi gibi bir iiniversite, smif ya da bir 6grenci toplulugu bile olabilir.
Blokzincir alt yapili bu sistemler toplulugun ydnetisimin saglanmasina, birlikte karar
almalarina ve hareket etmelerine yardimc1 olmaktadir. Blokzincir teknolojisi destekli bu
sistem, organizasyonlarin klasik yonetisim siire¢lerini ve mevcut sirali diizenlerine
alternatif agik, merkezi olmayan ve bagimsiz karar verme yetenegi olan yeni bir diizen
vadetmektedir (Swan, 2015b; Yilmaz Orhan, 2022).

MOQO’lar blokzincir teknolojisi kullanarak merkezi olmayan bir sekilde isleyen,
kod ve akilli s6zlesmeler araciligiyla yonetebilen organizasyonlardir ve de genellikle bir
kripto para birimi ile temsil edilebilmektedirler. Blokzincir teknolojisinin giinliik hayatta
kullaniminin yayginlagsmasiyla birlikte MOQO’larin finansal hizmetler, saglik hizmetleri,
gayrimenkul, tedarik zinciri yonetimi, seyahat ve turizm gibi sektorlerde kullanimi s6z
konusu olabilir. Bu baglamda, MOQO’larin gelecegi, blokzincir teknolojisinin gelisimine,
endiistri uygulamalarinin genislemesine ve yasal diizenlemelerin olgunlagmasina bagl
olacaktir diyebiliriz (Bellavitis vd., 2022).

Akilli s6zlesmelerde oldugu gibi merkeziyetsiz otonom organizasyonlarin hukuki
gecerliligi tartigmalidir. Pratikte bir organizasyon, bir dernek ya da vakif gibi
davranabilen bu 6zerk yapilarin resmiyette taninirligi da dnem tasimaktadir. Amerika
Birlesik Devletleri’nin Wyoming eyaletinde, 2021 yilinda ¢ikarilan blokzincir yasasi
kapsaminda MOQ'larin yasal bir varlik olarak taninmasi ve limited sirket statiisiinde

taninmasi yasal hale getirilmistir (Decentralized autonomous organizations, 2021). Bu
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yasaya gore MOO’lar Wyoming'de bir sirket gibi kaydedilebilir ve Wyoming eyaleti
yasalarina gore yonetilebilmektedir. Ancak, diger eyalet ve iilkelerde farkli diizenlemeler
ve uygulamalar olabilmektedir.

Acik ve uzaktan 6grenme basliginda bahsedecegimiz egitim ortamlarinda ¢evrimici
topluluklar teknolojisinin gelismesiyle birlikte yillar icinde doniistimler yasamistir.
Forumlar, web 2.0 araglari, sosyal medya gibi ortamlarda zamanla 6grenme etkinlikleri
planlanmuisg ve yiiriitiilmiistlir. Bu ortamlara bir yenisi de MOO’lar eklenmistir diyebiliriz.
MOQ’larin 6grenme ve egitim amactyla olusturulanlarina EduChain ve EA3DAO gibi
ornekler verilebilir. Bu organizasyonlar sosyal medyada kanallari, Telegram, Discord
gibi araclar ve blokzincir tabanli oylama sistemlerini kullanarak bir araya gelerek

cevrimici 6grenme topluluklart olusturmaktadirlar.

2.2.  Acqik ve Uzaktan Ogrenme

Acik ve uzaktan dgrenme (AUO), dgrenenlere esneklik ve erisilebilirlik saglayan
bir 6grenme yaklasimidir. Geleneksel sinif ortamlarindan farkli olarak, 6grencilerin
fiziksel olarak bir mekana gitme zorunlulugu olmadan egitim materyallerine erisebildigi
ve Ogrenme aktivitelerini gerceklestirebildigi bir modeldir. Egitimde yenilikgi
teknolojilerinin kullanimini esas alan bu model, internet, e-6grenme platformlari, video
konferans ortamlari, dijital igerikler gibi araclar ile herkesin ya da belirli bir grubun
erisimine acik bi¢cimde tasarlanan, konu uzmanlar1 ve 6grenenleri bir araya getirerek
ogrenme etkinliklerini yiirlitmelerine imkan tanimaktadir (Bozkurt, 2017, 2019;
Taskiran, 2021). Ogrenenlere diledikleri zaman kendi hizlarinda 6grenme deneyimi
sunan uzaktan egitim, zaman ve fiziksel engelleri asarak firsat esitligi saglamaktadir.
Uzaktan egitim liniversiteler, hizmet i¢i kurumsal egitimler, mesleki egitim kurumlari ve
hatta ilkdgretim ve ortadgretim diizeyindeki okullarda yiiz yiize egitimi destekleyici ve
ona rakip olarak sunulabilmektedir. AUO yasam boyu 6grenme felsefesine uygundur ve
bireylerin siirekli olarak yeni bilgiler edinmelerini ve becerilerini gelistirmelerini
desteklemektedir.

2019 yili sonlarinda ortaya ¢ikan kiiresel COVID-19 salgini nedeniyle sinif
ortaminda yapilamayan egitimler, bir anda bilgi ve iletisim teknolojileri (BIT) destekli
bir bigimde uzaktan egitim ydntemiyle yliriitilmeye baslanmistir (Bozkurt vd., 2020;
Bozkurt & Sharma, 2020). Bu hizli gegis siirecinde hayatimiza giren ve acil uzaktan

ogretim olarak adlandirilan yeni 6gretim modeli, egitimi ¢esitli bicimlerde etkilemis ve
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stirdiiriilebilir bir sistem kurabilmek i¢in kokten bir degisim ve stratejik planlama
gerekliligini ortaya koymustur (Bozkurt, 2020). AUO, baz1 zorluklar1 da beraberinde
getirmektedir. Teknoloji altyapis1 eksikligi, internet erisim sorunlari, &grenciler
arasindaki esitsizlikler gibi konular ¢éziilmesi gereken zorluklar olarak ortaya ¢ikarken,
etkilesim eksikligi, teknoloji okuryazarlifi azligi ve motivasyon sorunlart da bazi
ogrenenler i¢in siireci zorlastiran faktorler arasinda sayilabilir.

Pandemiden sonra genis kitlelerce tartisilan ve konusulan bir konu haline gelen
AUO kavramu, sanilanin aksine ¢ok da yeni olmayan, aslinda uzun bir siiredir var olan
bir egitim yaklasimidir. AUO, 19. yiizyilm sonlarinda ve 20. yiizyilin baslarida posta
yoluyla egitim malzemelerinin 6grenenlere gonderilmesi ile erken donem uygulamalarini
gormekteyiz (Kirik, 2014). Teknolojinin ilerlemesiyle birlikte evrim gegiren uzaktan
egitim, sirasiyla radyonun, televizyonun, internetin ve mobil cihazlarin icadiyla genis
kitlelerce kullanilir hale gelmistir. Teknolojik gelisimlerden her dénem etkilenen AUO,
blokzincir teknolojisinin de gelisiminden de etkilenmistir.

Blokzincir tabanli uygulamalar, &grenme amacgl kullanildiklarimda AUO
ortamlarina katkilar sunmaktadir. Cevrimi¢i 68renme ortamlarindaki uygulama
topluluklart Sekil 2.23'te gosterilen farkli araglarla dontistiirmiistiir (Bates, 2015). Hig
stiphesiz MOO’lar gibi blokzincir teknolojisinin yarattig1 ve yaratacagi yenilik¢i 6grenme

topluluklar1 da bu sekilde yerini alacaktir.

UYGULAMA TOPLULUKLARI: KURUM-i$-TEKNOLOJi ENTEGRASYONU

B c
DOKUMAN ve BILGi BiLGi ve i$ RSS
e e & intranet StumbleUpon
UZMAN GORUSUNUN Dropbox D
PAYLASILMASI Wikiler Delicious S ve PROJELER

ExpertsExchan

Google D Etherpad

metafilter Basecamp

Writeboard

aardwark Backpack
Yahoo Answers UYGULAMA
T vowsse  WWweam |TOPLULUKLARI Forum
(2010)
Vimeo eHow
Facebook i
Google Vid (gruplar, sayfalar) Hinkedin
oogle Video Skype
e-posta listeleri
TED Twitter
Google gruplariN
B AIM MSN gchat Meebo E
GEVRIMICI OGRENME Forumlar Campfire TOPLULUKLAR
G F
ESZAMANLI iLETiSIM GRUP TARTISMASI
URGENTVC, LLC 2010 (ypdated revision of 2001 version by Etienne Wenger)

Sekil 2.22. Uygulama topluluklar
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Bir calisma alani olarak AUO, iilkemizde Universiteler Arast Kurul (UAK)
tarafindan dogentlik bilim alani olarak taninmis (Firat, 2016), uzaktan egitim, e-6grenme,
mobil 6grenme, esnek 6grenme, yasam boyu 6grenme gibi kavramlar1 da kapsayan ¢ati

bir kavram oldugu sdylenebilir. Bu tez ¢alismasi, AUO baglaminda yazilmistir.

2.2.1. Siirdiiriilebilir kalkinma ve egitim

Stirdiiriilebilir kalkinma, mevcut dogal kaynaklar1 daha dikkatli bir bigimde
kullanarak yeni nesillerin de bu kaynaklardan yararlanabilmesi fikrinden dogmus sosyal,
ekonomik ve ¢evresel boyutlar1 olan bir terimdir. Diinya genelinde ortak kabul goren,
Birlegsmis Milletler tarafindan kabul edilen ve 2030 yilina kadar gerceklestirilmesi
hedeflenen 17 farkli hedefi kapsamaktadir. Sekil 2.23’de siirdiiriilebilir kalkinma igin
kiiresel amaclar gosterilmektedir.

Birlesmis Milletler egitimi karsi karsiya oldugu kiiresel zorluklardan korumak igin,
aragtirmacilarin, igletmelerin ve diger kuruluslarin da i¢inde olacag1 genis kitlelerin yeni
egitim teknolojileri, yontemleri ve araglar1 gelistirerek kaliteli egitime erigimi artirmaya
yardimct olacagi amaciyla nitelikli egitimi Sirdiiriilebilir Kalkinma Amaglari arasina
eklemistir (Birlesmis Milletler, 2016). Bu amaglar ic¢inde nitelikli egitim 4. sirada

bulunmaktadir.

NITELNL 5 TOPLUMSAL
wmmu ETN CINSIYETESITUG

v

s LIRSS

mvms mmm utstmuumu
3m1:l 14 Yo S,
=ll\=
1K) =

Sekil 2.23. BM siirdiiriilebilir kalkinma amaglart

Stirdiirtilebilir kalkinmanin egitimle olan iligkisi, ¢evre bilincini artirmak igin
diizenlenebilecek egitimlerden, egitim amacl kullanilan bilisim sistemlerindeki
lizumsuz kullanimin1 6nlemeye kadar genis bir yelpazede degerlendirilmektedir.

Egitimin siirdiiriilebilir kalkinma tizerindeki etkisi, toplumlarin biling diizeyini artirmasi,
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yenilikgilik ve girisimcilik ruhunu tesvik etmesi ve esitsizlikleri azaltmasi gibi yollarla
miimkiin olabilmektedir. Ayn1 zamanda, egitim, siirdiiriilebilir kalkinmanmn diger
alanlarina da destek saglamaktadir (Hamutoglu vd., 2022). Ornegin, egitim, cinsiyet
esitligi, saglik, bilingli su kullanimi ve sanitasyon gibi hedeflere ulagsmada 6nemli bir rol
oynamaktadir.

Egitimde firsat esitligini ve nitelikli egitimi saglamak adina atilabilecek en 6nemli
adimlarm baginda AUOQO sistemlerinin  yayginlastiilmasi1  ve bu sistemlerin
stirdiiriilebilirliklerinin korunmasi geldigi sdylenebilir. Blokzincir tabanli sistemler bu
baglamda g6z Oniinde bulundurulabilir. Choi ve arkadaslar1 (2022) siirdiiriilebilir
kalkinma amaglar1 baglaminda blokzincir temali bir egitim programi gelistirerek 3 yil
boyunca ilkokul &grencilerine uygulamislardir. John & Chandran (2022) blokzincir
teknolojisinin egitim kayitlarin1 yonetiminde ve o©grenmenin tesvik edilmesinde
kullanimi arastirdiklar1 ¢alismasinda, CertiChain ve Sign-A-Doc isimli uygulamalar
iizerinden blokzincir teknolojisinin egitimin kalitesini artirmak ve boylece siirdiiriilebilir
kalkinma hedefine ulasilmasina yardimeci olabilecegini vurgulamiglardir. Capetillo ve
arkadaslar1 (2022) yiiksekogretimde blokzincir tabanli uzun siireli stirdiirebilir bir model
onerdigi calismasinda, kisa vadede maliyetler ve mevcut uygulamalarin klasik veri
tabanlarmi blokzincire tasimadan Oteye gidememesine ragmen gelecekte blokzincir
tabanli Meta Universite kavramini tartigmistir.

Blokzincir teknolojisi 6grenenler arasindaki is birligine dayali calismanin kalitesini
etkileyebilir. Yiksekogretim kurumlart yenilik¢i teknolojileri benimsemelidir ve
beklentileri teknolojik devrimi takip ederek yeni egitim ve &gretim metodolojileri
geligtirmelidirler. Bu sistemin mezunlari, siirdiiriilebilir bir ekonomide piyasanin
zorluklarini kucaklamak i¢in daha hazirlikli olacaklardir (Bucea-Manea-Tonis vd., 2021).
Haque ve arkadaslar1 (2023) nesnelerin interneti (IoT) sistemlerini egitim teknolojileri
baglaminda inceledikleri siirdiiriilebilir ve efektif bir model 6nerdikleri ¢aligmalarinda,
ogrenme kayitlarin1 blokzincir tabanli giivenli ve yonetilebilir bir sistem ile
tasarlamiglardir.

Blokzincir teknolojisi, egitimi organize ederek ve paydagslar arasi gilivenli is
birligini gliglendirerek siirdiiriilebilir bilgi doniisiimiine katki saglayan bir model
onermektedir. Bu model, egitim bilimleri ile endiistriyel/is egitiminin kesistigi noktada
essiz bir konuma sahiptir ve bilgi doniisiimii ve sosyoekonomik degisimin saglanmast

icin yapisal ve yontemsel esneklige izin vermektedir (Savelyeva & Park, 2022). Modelin
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bilesenleri Sekil 2.24°te gosterilmektedir (Savelyeva & Park, 2022; Sikorskaia &
Savelyeva, 2022).

Egitim Ortami

Paydaslarin is birligi

Kurumsal aracilarin gesitliligi

Paylasilan kaynaklar

Egitimin lojistigi

Surdiralebilirlik

Sekil 2.24. Blokzincir tabanly siirdiiriilebilir egitim modeli

Bu tez calismast kapsaminda, stirdiiriilebilir kalkinma ve egitim birbirini
tamamlayan unsurlar olarak degerlendirilmis ve blokzincir tabanli sistemlerin egitime
katkilariyla yeni ¢6ziim Onerileri sunabilmek amaglanmistir. Blokzincir teknolojilerinin
egitimde kullanimi toplumlarin siirdiiriilebilirlik degerlerini benimsemesinin, bilingli
kararlar almasinin ve gelecege yonelik siirdiiriilebilir bir diinya insa etmesinin Oniinii
acacagi diisliniilmektedir. E-6grenme standartlar1 da siirdiiriilebilir, yeniden kullanilabilir
iceriklerin ve sistemlerin tasarimi i¢in Snemlidir. Bir sonraki bdliimde bu konudan

bahsedecegiz.

2.2.2. E-ogrenme standartlar

E-6grenme sistemlerinde kullanilan standartlara uygun yazilimlar iretmek,
uluslararas1 boyutta gecerli ve uyumlu bir model gelistirmek i¢in kaginilmazdir. E-
ogrenme standartlar1, 6grenenlerin 6grenme deneyimlerinin kalitesini artirmak i¢in kimi
zaman goniillli bir topluluk tarafindan kimi zaman endiistriyel konsorsiyumlar tarafindan
kimi zamansa resmi kurumlar tarafindan gelistirilen rehberler veya kural biitiiniidiir. Bu
standartlar, e-0grenme materyallerinin tasarimi, sunumu, kullanimi ve degerlendirilmesi

konularinda bir ulusal ve uluslararasi biitlinliik saglamak amaciyla olusturulan kurallar
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kapsamaktadir. Ayrica bu standartlar, 6gretim tasarimi, 6grenme yOnetimi, materyal
gelistirme, 6lgme ve degerlendirme gibi farkli alanlarda uygulanabilmektedir.

E-6grenme standartlari sistemlerin yeniden kullanilabilirlik, erigilebilirlik, birlikte
caligilabilirlik, siklikla giincelleme gerektirmeme gibi konularda avantajlar saglamaktadir
(Abdullah & Ali, 2017). Bu sayede sistem uzun siire bakim gerektirmeden daha genis
kitlelerce kullanilabilir ve iretilen icerik farkli platformlara hizlica entegre
edilebilmektedir. Ayrica, sistemler {izerinde birakilan verilerin toplanmasi ve analiz
edilmesi, Ogrenenlerin ilerlemelerinin takip edilmesi ve Ogrenme deneyimlerinin
gelistirilmesi agisindan da e-6grenme standartlar1 nemlidir.

Abdullah ve Ali (2017) e-6grenme standartlarini tanimlayict veri (metadata), igerik
paketleme, Ogrenen profili 6grenen kaydi ve icerik iletisimi olmak iizere 5 kategoride
toplamistir. Ayrica, uygulama standartlar1 (birlikte ¢aligilabilirlik), kavramsal standartlar
(kalite) ve derece standartlari (sertifikasyon) olarak 3 tiirde gostermistir.

Standartlar e-6grenme siireclerini daha verimli, uyumlu ve taginabilir hale
getirirken, is birligini ve entegrasyonu da kolaylastirmaktadir. E-6grenme alaninda

kullanilan bazi standartlar ve haklarinda bilgi asagida verilmistir:

o SCORM (Shareable Content Object Reference Model): E-0grenme
iceriklerinin gelistirilmesi, sunulmasi ve paylasilmasi i¢in bir standart olan
SCORM, igeriklerin farkli platformlarda uyumlu bir sekilde ¢alismasini
saglamaktadir (Mutlu, 2015).

o xAPI (Experience API): Ogrenme deneyimlerinin izlenmesi ve
raporlanmasi i¢in kullanilan xAPI, 6grenen etkinliklerini, ilerlemelerini ve
performanslarini takip etmek i¢in veri toplama ve paylasma standartlar
sunmaktadir.

o QTI (Question and Test Interoperability): 1EdTech tarafindan gelistirilen,
online sinav/testlerin olusturulmasi ve paylasilmasi i¢in bir standart olan
QTI, sorularin ve testlerin farkli e-O8renme sistemleri arasinda
tasinabilirligine ve yeniden kullanimina imkén tanimaktadir.

o Learning Tools Interoperability (LTI): 1EdTech tarafindan gelistirilen ve
farkl1 e-6grenme sistemlerinin entegrasyonunu kolaylastiran bir standart

olan LTI, igeriklerin diger platformlarda erisilebilir ve kullanilabilir
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olmasimi saglar. Ogrenme ydnetim sistemleri basta olmak iizere sistemlerin
birlikte ¢aligilabilirligini saglamak i¢in gelistirilen bir standarttir.

o Comprehensive Learner Record (CLR): 1EdTech tarafindan gelistirilen
Kapsamli Ogrenen Kaydi (KOK), egitimin ilk asamalarindan, ileri seviye
egitime ve kariyer gelisimine kadar tiim yasam boyu 6grenme kayitlarinin
sunulabilmesi i¢in gelistirilen bir agik veri standardidir. Bireylerin kurslar,
yeterlilikler, beceriler, stajlar gibi 6grenme kayitlarin1 dogrulanabilir ve
kolay okunabilir bir bigimde yonetmesine ve istediginde kurum /kuruluslara
sunabilmesine olanak tanimaktadir. Yine 1EdTech tarafindan gelistirilen
Open Badges standardinin benzeridir. Sekil 2.25’te KOK ekosistem yapisi
gosterilmektedir. Dogrulanabilir kimliklerle beraber ¢alistiginda blokzincir

tabanli sekilde hizmet edebilmektedir.

Yiksek Ogrenim

Yasam Boyu
Sffgenes Dereceler m
Sertifikalar Askerlik
Lisanslar Hizmeti
Yeterlilikler
gooo Kurslar
goo Acik Rozetler =

ooo

| e‘/r\\f
Kariyer C‘ ‘3
Gelisimi ‘ -

Giivenli, Dijital,
Dogrulanabilir Kimlikler

—_—
S—

Kariyer

Sekil 2.25. Kapsamli 6grenen kayd ekosistemi !

e Open Badges v3.0: 1EdTech tarafindan gelistirilen, bu tezin yazildigi
donemde en giincel siirimi 2.0 yiirirliktedir ve 3.0 versiyonunun
halihazirda final aday1 silirimiinde olup heniiz herkesin erisimine

sunulmamistir. Bu standardin yeni versiyonu dogrulanabilir kimlikler ve

! Comprehensive Learner Record (CLR) tanitim sayfasi,

https://www.ledtech.org/initiatives/digital-credentials/clr adresinden 18 Aralik 2022 tarihinde erisilmistir.
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blokzincir teknolojisi ile uyumlu bi¢imde tasarlanmaya c¢aligmaktadir,

bunun da 6nemli oldugu diigiiniilmektedir.

Bu bahsini ettigimiz standartlarin disinda da farkli standartlar yer almakla birlikte,
e-0grenme igeriklerinin, deneyimlerin ve verilerin farkli platformlar arasinda uyumlu bir
sekilde paylasilmasini ve kullanilmasini saglamaktadirlar. Tezin gelistirme asamasinda

bu standartlardan faydalanilmigtir.

2.3.  Blokzincir Teknolojisinin A¢ik ve Uzaktan Ogrenmede Kullanimi

Blokzincir teknolojisinin egitimde kullanilmasina yonelik oncii ¢alismalar 2016
yil1 sonlarina dogru ortaya ¢ikmaya basladig1 soylenebilir. Bu baglamda calisma oldukca
giincel bir konuyu ele almaktadir diyebiliriz. Bu konudaki ilk ¢alismalardan biri Sharples
ve Domingue (2016) tarafindan yazilmis ve blokzincir tabanli sistemlerin potansiyeli
iizerine bir degerlendirme yapilarak akademik bir itibar sistemi Onerisi sunulmustur. Bir
diger erken dénem caliyma olarak her yil Ingiltere Agik Universitesi tarafindan
yaymlanan “Yenilik¢i Pedagoji” raporu gosterilebilir. Bu c¢alismada blokzincir
teknolojisinden potansiyelinden bahsedilmis, egitime etkilerinin yiiksek olacagi ve 4
yildan uzun bir siireye ihtiyaci oldugu degerlendirilmistir (Sharples vd., 2016). Avrupa
Komisyonu JRC tarafindan hazirlanan ve blokzincir teknolojisinin egitimde kullanim
senaryolarin1 igeren detayli politika raporunda, blokzincir teknolojisinin potansiyeli
paydaslar tarafindan heniiz anlasilamadigi ve bu boslugun doldurulmaya calisildigi
vurgusu yapilmistir (Grech & Camilleri, 2017).

Schmidt ve arkadaglarinin (2009) yayinladigi bir ¢alisma, blokzincir kavrami heniiz
ortada yokken esten ese (P2P) aglar1 kullanarak dagitik ve merkeziyetsiz bir yap1 lizerine
diistintildiiklerini gostermektedir. Hatta bu makale yayinlandiginda heniiz ilk bitcoin
islemi {izerinden bir y1l bile gegmemisti.

Grech, Sood ve Arifio (2021) blokzincir, kendine egemen kimlik ve dijital
kimlikleri tartistiklar1 ¢aligmalarinda, egitimde merkeziyetsiz uygulamalar i¢in heniiz
erken oldugunu su 6 nedenle siralamistir;

¢ Genis kullanim durumlarina yonelik az ¢aligma olmasi
e Blokzincir aglari aras birlikte calisabilirlik problemi
e Kendine egemen kimlikte yasanabilecek sahiplik problemi

e Merkezi yonetimlerden gelen direng
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e Yasam boyu 6grenmenin iiniversitelerin hegemonyasinda olmasi
e Is diinyasi ile agik standartlarin geliskisi
Blokzincir teknolojisinin egitimde kullanimima en yaygin ve iizerine ¢alisilan
kullanim senaryosu egitim kayitlarinin blokzincir aglarmma kaydedilmesi oldugu
sOylenebilir. Buna ek olarak, 6grenci bilgi sisteminde kullanimi (S. I. M. Ali vd., 2022;
Gilda & Mehrotra, 2018; Jurici¢ vd., 2019; Yang vd., 2023), 6grencinin basarisinin
izlenmesinde (Dewangan vd., 2022; Kistaubayev vd., 2022; Ogata vd., 2018; Popa Chivu
vd., 2022; G. Zhao vd., 2023) blokzincir tabanli sistemlerin kullanimin tartisildig:
goriilmektedir.
EdTech Horizon Scan raporunda blokzincir teknolojisinin egitimde kullanim 5 ana
baslik altinda tartismistir (Beoku-Betts & Kaye, 2022):
1. Mikro kimlik bilgisi ve 6grenim kimlik bilgilerinin sahipligi
2. Kredilerin ve akilli sézlesmelerin transferi
3. Ogrenci kimlik bilgilerini saklama
4. Kimlik dogrulama
5. Fikri miilkiyet korumasi
Alanyazinda blokzincir teknolojisinin egitimde kullanimi iizerine odaklanan
caligmalar1 sistematik bicimde inceleyerek tartisan caligmalar dikkat g¢ekmektedir
(Alsobhi vd., 2023; Delgado-von-Eitzen vd., 2021; K & Jayalakshmi, 2018; Mohammad
& Vargas, 2022; P. Ocheja vd., 2022; Pathak vd., 2022; Thi Ngoc Ha vd., 2022; M. Zhao
vd., 2023). Bu calismalarda, mevcut caligmalar taranarak cesitli siniflandirmalara yer
verilmistir. Bir bagka ilgi ¢ekici konu Ed3 kavramidir. Web3 kavramindan daha dnce
bahsetmistik, bunun bir yansimasi olarak egitimde merkeziyetsiz uygulamalar
siniflandirmak i¢in bu kavram ortaya atilmistir (Straight, 2023). Blokzincir teknolojisinin
egitimde kullanimi yetenek bazli ise alim siireglerini hizlandirarak is diinyasinda agisinda
da aradig nitelikli personeli bulmasinda yardimeci olabilir (Lemoie & Soares, 2020).
Var olan alanyazin incelendiginde, blokzincir teknolojisinin farkli alanlarda
uygulanabilme potansiyeline yonelik ¢aligmalarin varligi dikkat ¢cekmektedir (G. Chen
vd., 2018; Y. Chen, 2018a, 2018b; Fromm, 2017; Kuleto vd., 2022; Purdon & Erturk,
2017; Skiba, 2017; Turcu vd., 2019), ancak; tek basina potansiyelin ortaya konmasi
teknik olarak blokzincir teknolojisinin agik ve uzaktan egitim alaninda iyi uygulamalarini
gormek icin yeterli degildir. Bu g¢alismada ayrica bu sorun {izerine de tartisilmis,

blokzincir teknolojisinin egitimde kullanimina yonelik, aragtirma ihtiyaglari ve
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oncelikleri ile gelecekteki arastirmalara dair alan uzmani gorlsleri yardimiyla
cikarimlarda bulunulmaktadir.

Egitim alaninda bilisim sistemleri destekli mevcut alt yapilar genellikle merkezi
veri tabani sistemi kullanir, bu mevcut sistemlerin merkeziyetsiz bi¢imde blokzincir
tabanli hale getirilmesinin maliyeti yiiksektir ve bu maliyeti karsilamak bir¢ok kurulus
icin zor olabilir (Nadeem vd., 2023; P. Ocheja vd., 2019; Yildinm & Merig, 2019).
Nadeem ve arkadaslar1 (2023) B-ACVS ismini verdikleri akademik kimlik dogrulama
sisteminde Ethereum blokzincir agini kullanarak gelistirdikleri sistemi Ropsten testnet
iizerinde denemisler ve aga yazilan veriler i¢in 30 Nisan 2023 tarihi itibariyle minimum
transfer ticretini 23,27 Pakistan Rupisi (1,62 TL = 0,083 USD), ortalama transfer iicretini
de 181,52 Pakistan Rupisi (12,61 TL = 0,65 USD) olarak raporlamislardir. Blokzincir
tabanli sistemi de bulunan Avustralya ve Yeni Zelanda i¢in resmi yiiksek Ogretim
sertifikalandirma sistemi My eQuals, belge basma yliksekogretim kurumlarindan 2-5
AUD, 6grencilerden de 21 AUD 6deme almaktadir (Ziyi Li vd., 2022).

Egitimde blokzincir teknolojisinin egitimde kullanimi, Onceki 6grenmelerin
taninmasi, dogrulanabilir kimlikler, mikro yeterlilik, kitlesel acik g¢evrimigi dersler
(KACED), dijital rozetler ve sertifikalar, 0grenme yOnetim sistemleri, e-0grenme
standartlari, ¢cevrimici kampiis sistemleri, 6grenci bilgi sistemleri, yetenege dayali ise
alim, kendine egemen kimlikler, dijital kimlik gibi konularla ilgili oldugu sdylenebilir
(Yildirim, 2018). Bir sonraki boliimde alanyazinda ulasilabilen uygulamalar hakkinda

bilgiler verilecektir.

2.3.1. Uygulamalar

Blokzincir teknolojisinin egitimde kullanimi; sertifika, transkript, diploma gibi
ogrenme kayitlarinin yonetiminden, yasam boyu 6grenmeyi desteklemeye, icerik/kaynak
paylasimindan 6grenenlerin gelisimini takibe kadar alanyazinda bir¢ok farkli alanda
karsimiza ¢ikmaktadir (Alammary vd., 2019). Yapilan calismalar da blokzincirin
egitimde kullaniminin giderek daha fazla kesfedilen bir alan haline geldigini

gostermektedir. Bu baglikta 6ne ¢ikan bazi uygulamalar hakkinda bilgi verilecektir.

2.3.1.1. Blockcerts

Blockcerts egitim ve Ogrenme alaninda sertifikalarin gilivenilir bir sekilde

saklanmasi, paylasilmasi ve dogrulanmasi i¢in bir ¢dziim Onerisi sunmay1 hedefleyen
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erken donem, oncii bir acik kaynak kodlu uygulama cer¢evesidir (Ronning & Chung,
2019; P. Schmidt, 2016). Baslangicinda MIT Media Lab ve Learning Machine isimli
girisim tarafindan gelistirilen bu uygulama, bireylere kendi 6grenme kayitlarina sahip
olma imkani sunmay1 amaglamaktadir. Daha sonralar1 Learning Machine, Hyland firmasi
tarafindan satin alinmistir (Lemoie & Soares, 2020).

Ethereum ve Bitcoin aglarinda kayit yapma imkant sunan Blockeerts,
gelistiricilerin kendi projelerinde kullanabilecekleri teknik kaynaklar olusturmaya
yardimct olarak genis bir kitle ile birlikte standart gelistirmeye odaklanmigtir. Ayrica,
Open Badges standardi ile de uyumlu hale gelmeyi hedeflemektedir (Bapat, 2020).
Gelistiricilerin iletisim kurarak yazilim hakkinda giincel bilgileri almalarini saglayan bir
de forumu bulunmaktadir, bu forumda yasanilan bir sorunla ilgili teknik destek almak
veya Ornek senaryolarini tanitmak da miimkiindiir.

Proje hakkinda daha fazla bilgi almak i¢in resmi sitesi Atips.//www.blockcerts.org/

ve Github profili htps.//github.com/blockchain-certificates ziyaret edilebilir.

2.3.1.2. BCDiploma

BCDiploma Fransa merkezli, blokzincir tabanli dijital diploma ¢éztimleri sunan bir
girisimdir. BCDiploma, diploma sahteciligine kars1 glivenli bir ortam sunmak amaciyla
diploma bilgilerini blokzincir tabanli sistemlerde giivenli bir sekilde saklamak,
dogrulamak ve paylasmak i¢in kullanilmaktadir. BCDiploma Ethereum ve Binance Smart
Chain gibi blokzincir altyapilarini kullanmaktadir. Ethereum aginda ERC-20 standardina
sahip EvidenZ (BCDT) isminde bir tokeni bulunmaktadir. Ethereum blokzincir aginda
sertifikanin verilmesi i¢in gerekli olan BCDT, toplam 40 milyon adet iiretilmistir ve
yenileri iiretilmeyecektir.

Lille Universitesi ile yiiriitiilen pilot bir ¢alismada 2023'{in baslangici itibariyle,
32.000'den fazla Lille Universitesi mezunlarina blokzincir tabanli belge verilmistir.
Projede Avrupa Blokzincir Servis Altyapist (EBSI) kullanilmistir ve proje destegi

alimmustir. Sekil 2.26°da projeden iiretilmis bir ekran gosterilmistir.
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Sekil 2.26. BCDiploma'da iiretilmis bir diploma ornegi

Sirketin resmi sitesi Attps://www.bcdiploma.com/ adresinden ziyaret edilebilir.

2.3.1.3. EduCTX

Erken donem uygulamalarda biri olan EduCTX, yiiksek 6grenim kurumlar
tarafindan kullamlabilecek kredi platformu onermektedir. Maribor Universitesi
Blokzincir Laboratuvari tarafindan gelistiren bu platform, Avrupa Kredi Transfer Sistemi
(ECTS) konseptine dayanmaktadir. Ogrenciler ve yiiksekdgretim kurumlarmin yani sira
sirketler, kurumlar ve kuruluslar gibi diger potansiyel paydaslar icin de fayda
saglayabilecek bu sistem, giivenilir, merkeziyetsiz bir yiiksekogretim kredisi ve
derecelendirme sistemi olusturmaktadir. Erken donem kavram kanit1 ¢caligmalarint agik
kaynakli Ark blokzincir altyapist kullanarak yapan ¢aligma, sonralar1 Ethereum
blokzincir alt yapisint kullanmistir (Holbl vd., 2018; Turkanovic vd., 2018).

Yiiksekogretim derecelendirme sistemlerini daha seffaf ve kolay transfer edilebilir
hale dontistiirmeyi hedefleyen proje hakkinda detayli ve giincel bilgi resmi sitesi olan

hitps://eductx.org/ adresinden erisilebilmektedir.
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2.3.1.4. Diger uygulamalar

Kyoto Universitesinde bir doktora tezi olarak gelistirilen BOLL (Blockchain of
Learning Logs) uygulamast (P. I. Ocheja, 2022), 6grenenlerin 6grenme kayitlarini
katildiklar1 farkli okullar arasinda baglamalarini saglayan merkeziyetsiz bir sistem olarak
tanimlanmaktadir. Ogrenenlerin kurum degistirdikten veya mezun olduktan sonra dijital
ders kitaplarina ve 6grenme materyallerine erigmelerini saglamak i¢in bir ¢erceve dnerisi
de sunmaktadir. Ayrica, Onerilen BOLL sisteminde paydaslarinin farkindaligini ve
sistemin kullanilabilirligini artirmak i¢in ara yiizler tasarlanmistir (P. Ocheja vd., 2019).

Monash Universitesi’nde bir doktora tezi olarak gelistirilen ve Algorand vakfindan
destek alan CVallet (Z. Z. Li vd., 2022; Ziyi Li vd., 2022), mevcut sistemlerin sinirlt
yonlerini dikkate alarak yogun kullanici katilimina odaklanarak bir prototip liretmistir.
Uygulamanin daha hizli performans gostermesini saglamak ve ekonomik verimliligi
artirmak i¢in zincir i¢i ve zincir dis1 veri depolamasina izin verilmis ve pay ispat1 (PoS)
mutabakat algoritmasi ile ¢alisan Algorand blokzincir alt yapisini kullanmislardir.

Avrupa Birligi destekli bir arastirma projesi olan QualiChain, egitim ve yetenek
belirleme alaninda blokzincir teknolojisini kullanmay1 amaglamaktadir. Projede 6zel
sektoriin egitim ve yetenek belirleme siireglerinde karsi karsiya kaldigi zorluklari ele
alarak ve bu siireclerin daha seffaf, giivenilir, taginabilir ve erisilebilir hale gelmesini
saglamak i¢in blokzincir, veri analitigi ve yapay zekad gibi teknolojilerin kullanimi
arastiritlmaktadir (Guerreiro vd., 2022; Karakolis vd., 2020; Kontzinos vd., 2019;
Mikroyannidis, 2020).

E2C-Chain (Liu vd., 2019), iki asamali blokzincir tabanli bir egitim, istihdam ve
beceri sertifikasyon sistemi olarak Onerilmistir. ilk asamada, bir giiven mekanizmasi
calisanin egitim ve istthdam bilgilerini dogruladiginda bunlar1 blokzincire yeni blok
olarak eklemektedir. Ikinci asamada, dogrulayicilar1 beceri dogrulama siirecine katilmaya
tesvik etmek amaciyla Nash dengesini bulmak ve sosyal maliyet minimizasyonunu
saglamak i¢in Vickrey-Clarke-Groves (VCG) oyun tabanli tesvik mekanizmasini
kullanmaktadir. Calisma sonunda, Oneriye yonelik teorik kanitlar ve simiilasyonlar
sunulmaktadir.

Alanyazindan Bsign isimli imzalama sistemi ve Binance Smart Chain ag1 tizerinde
calisan B4E (Do vd., 2022), NFT tabanl sertifikalar iiretebilen NFTCert (X. Zhao & Si,
2021b), Ziirih Universitesinde yiiriitiilen bir yiiksek lisans tezinde 6nerilen UZHBC
(University of ZuricH BlockChain) isimli sistem (Gresch vd., 2019), blokzincir tabanli
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e-portfolyo sistemi StuChain (G. Zhao vd., 2023) ve Jovovi¢ ve arkadaslarinin (2023)
onerdigi blokzincir tabanli sistem diger 6rnekler olarak gosterilebilir.

Yukarida bahsettigimiz akademik caligsmalarin haricinde daha ¢ok ticari amag
giiden ODEM, Disciplina gibi projeleri de bulunmaktadir. Bu tez c¢alismasi devam
ederken bir¢ok yeni proje ve girisim daha hayat bulmustur ve bulmaya devam etmektedir.
Yiikselen bir alan oldugu i¢in birgok yeni basarili ve basarisiz proje blokzincir

teknolojisinin egitimde kullanimina yonelik iiretilecektir.

2.3.1.5. Mevcut uygulamalarin karsilagtirilmasi

Cesitli  degiskenlerle mevcut uygulamalar1 karsilastirmak miimkiindiir. Her
uygulamanin giiglii ve zayif yonii oldugu da bir gergektir. Sekil 2.27°te bazi
uygulamalarin ¢esitli degiskenlerle karsilagtirilmasi verilmistir (Ziyi Li vd., 2022).

Egitimde Kimlik Uygulamalan igin Dort K: i K
Temen Bilgi Onkosul Katmani Uygulama Katman: U Katmani zincir Katmani
Kullanic
Ortam :Kull _ Capraz| Veri iglem Akl
i Ortak- 1 T Y Anlamsal o i
sim | malizl | Testi o | Y xiies oy et zineir Tabam | Ucretll :Sidepme; Crn; ‘R
tasarim
Kimlik Bilgisi Verme T : .
1 (2016 Blockeerts - - Haywr ve Dofrulama Haywr Haywr - - Hayr : Hayw Bitcoin Pow on-chain Evet Hayr | Haywr | ECDS
Kredi transferi ve
REST C i : Multi-
2(2018] EduCTX | Evet | Hayr | Hayw | derecelendirme Hayr Evet | Evet Hayr | Hayir [ 0o ™! DPOS | on-chain - - Bvet | U0
- API ARK signature
sistemi
s i} Egitim ve istihdam | Evet (VCG Evel(E2C- ! e i ZK-
3 (2019 E2C-Chain| Evet Hayir Haywr " sistemi N Hayir - Evet Haywr : Hayw Chain) Pow on-chain - - Evet SNARK
Omir boyu
Ofrenmeyi
destekleme, akilly On-chain
miifredat tasarimi, Qualihain i
019:QualiChain| Evet | Evet | H; H Evet - Evet | Hayr | Eth POW - - H.
4 |2019:QualiChain ve el ayir Ycoen kit ayir ve Vediatoe ve ayir ereum Qualichain ayir
personel temini, insan Database
kaynaklart
damgmanhiy
Kurumlar arast on-chain +
5(2019; BOLL Evet Hayw | Hayw | ofrenmekayitlanmmn ;| Hayir Hayir - Evet Hayr : Hayr Evet Pow Mongo Evet Evet : Hayw ; ECDS
transferi DB
Kagit temelli
. kimliklendirmeyi REST Semi- .
202 cscl e " - - ¢ -
6 (2020 Docschain | Evet Evet desteklemek i o7 | 1 Hayir APl Har | e POE | on-chain Hayr | Hayir
kullanma
. e on-chain +
72021} TolFob | Evet Ofrenme davranisived o - | ReST - - . Kafka | Mysql - Evet | Hayr
bagari yonetimi API Fabric database

Sekil 2.27. Blokzincir tabanli uygulamalarin karsilastiriimast

2.3.2. Topluluklar

Egitimde blokzincir teknolojisini arastiran ve bu konuda politika gelistirmeye
calisan bircok kamu ya da 6zel topluluk bulunmaktadir. Bu baslik altinda bu topluluklar
hakkinda bilgi verecegiz.
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2.3.2.1. Dijital kimlik konsorsiyumu

Ingilizce orijinal adiyla Digital Credentials Consortium (DCC), Tiirkgesi
cevirisiyle Dijital Kimlik Konsorsiyumu, dijital kimlik ve akademik basar1 belgeleri
konularinda ¢alisan bir olusumdur. Konsorsiyum, W3C VC-EDU c¢alisma grubunun aktif
katilimcilari arasindadir. DCC kurucu tiye iiniversitelerin listesi su sekildedir:

e Delft Teknik Universitesi (Hollanda)

e Georgia Tech (ABD)

e Harvard Universitesi (ABD)

e Hasso Plattner Enstitiisii, Potsdam Universitesi (Almanya)
e Massachusetts Teknoloji Enstitiisii (ABD)

e McMaster Universitesi (Kanada)

e Monterrey Teknoloji Universitesi (Meksika)
e Miinih Teknik Universitesi (Almanya)

e Kaliforniya Universitesi, Berkeley (ABD)

e Kaliforniya Universitesi, Irvine (ABD)

e Milano-Bicocca Universitesi (italya)

e Toronto Universitesi (Kanada)

Konsorsiyum iiniversiteler, sirketler ve diger ilgili kuruluslar arasinda is birligini
tesvik ederek ve akademik dijital kimlik belgelerinin giivenli, taginabilir ve dogrulanabilir
bir sekilde paylagilmasini saglamayi amacglamaktadir. Open Badges standardinin
gelistirilmesinde ve yayginlagsmasinda 6nemli bir rol oynamaktadirlar. Topluluk kendi
aralarinda ve herkesin katilimina agik toplantilar diizenleyerek raporlar yayinlamaktadir.
Konsorsiyum iiyeleri dijital kimlik belgelerinin giivenligi, standardizasyonu ve
kullanilabilirligi konularinda birlikte calisarak ilerlemeyi esas almaktadir.

Konsorsiyum resmi web sitesine https://digitalcredentials.mit.edu/ adresinden

ulasilabilmektedir. Arizona Devlet Universitesi de bu olusuma benzer The Trusted

Learner Network adinda bir topluluk kurmustur. Toplulugun resmi web sitesine

https://tln.asu.edu/ adresinden erisilebilmektedir.

2.3.2.2. Avrupa blokzincir hizmetleri altyapisi

The European Blockchain Services Infrastructure (EBSI), Tiitk¢e adiyla Avrupa

Blokzincir Hizmetleri Altyapisi, Avrupa Birligi iiye iilkelerinden olusan blokzincir
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teknolojisinin pasaport, diploma, belge takibi, vatandas kimlikleri gibi alanlarda
kullanimin1 arastiran ve tesvik eden Avrupa Komisyonu destekli bir topluluktur.
Toplulugun temel amaci, AB vatandaglarinin, isletmelerinin ve kamu kurumlarinin
giivenli ve etkili bir sekilde veri ve hizmetlerini paylagsmasini saglamaktir. Bu altyapi,
Avrupa Birligi'nin dijital doniisiim stratejisinin bir parcasi olarak, blokzincir tabanl
kamu hizmetlerini desteklemeyi amaglayan bir girisimdir. Yine, Avrupa Birligi'nin farkli
kurumlar1 ve hiikiimetleri arasinda veri paylagimini kolaylastirmak, giivenligi artirmak ve
is silireclerini optimize etmek i¢in blokzincir teknolojisini kullanim {izerine ¢alismalar
yiirtitmektedir.

EBSI, dijital kimlik, dijital diplomalar ve tedarik zinciri gibi kullanim senaryolari
izerine ornek uygulamalar gelistirmektedir. Bu senaryolardan biri de mikro yeterliliklere
odaklanan 6rnek olaydir. Bu senaryoda, Finlandiya'daki Tampere Universitesi'nden
MicroBlock adli proje ile Litvanya'daki Kaunas Teknoloji Universitesi'nden DLTnode
projesi ciktilart birlestirilerek EBSI altyapist kullanilmistir. Senaryoya gore, Fin bir
ogrenci dijital kimligi ile Litvanya’dan bir kursa bagvuru ve ardindan kaydini yaparak,
sonrasinda mikro yeterliligini alarak kendi {niversitesi ile bu yeterliligi
paylasabilmektedir (EBSI, 2023). Bu senaryoda ulusal otorite olarak Yiiksekogretim igin
Avrupa Kalite Giivence Kaydi (EQAR) kurumu yer almaktadir. Ciizdan saglayicisi olarak
da walt.id yer almaktadir. Bu senaryonun diploma 6rnek olay1 da bulunmaktadir.

Avrupa Birligi 6zge¢mis standardi olan Europass ve egitimde dijital kimlik
standard1 olan Avrupa Ogrenim I¢in Dijital Kimlikler (European Digital Credentials for
Learning) bu altyap1 ile uyumlu tasarlanmaktadir. Bu tezin yazim asamasinda heniiz
erken benimseyici programinda ¢alismalara devam eden sistem, diploma senaryosu i¢in
su Ornek paydaglardan olusmaktadir (Tablo 2.4). Pilot ¢aligmalar tamamlandigin projenin
kullanilmasi planlanmaktadir.

Tablo 2.4. EBSI ekosistem paydaslari

Paydas Ornek

Belgeyi veren Universite, Meslek Birligi

Belgeyi dogrulayan Is veren

Ciizdan Saglayici Bilgi Teknolojileri Hizmet Saglayicist
Giivenli Akreditasyon Kurumu Ulusal Otorite

Belgenin Sahibi Ogrenci
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EBSI resmi web sitesine https://ebsi.eu adresinden erisilebilir.

2.3.2.3. W3C VC-EDU alt calisma grubu

W3C (World Wide Web Consortium), internetin teknik standartlarii belirleyen
uluslararas1 bir topluluktur. W3C VC (W3C Verifiable Credential) ise, dogrulanabilir
kimlikler veri modelini gelistiren topluluktur. W3C VC-EDU (W3C Verifiable
Credentials for Education) ise W3C VC grubundan tiireyerek dogrulanabilir kimliklerin
yalnizca egitim alaninda kullanimina yonelik ¢aligmalar yiiriiten alt bir ¢alisma grubudur.

W3C VC-EDU, acik standartlar ve protokoller iizerine insa edilmistir ve birlikte
caligilabilirligi saglamak icin W3C Verifiable Credentials veri modeli ve diger ilgili
standartlar1 kullanmaktadirlar. Bu sayede, farkli platformlar arasinda verilerin uyumlu bir
sekilde paylasilmasi ve dogrulanmasi saglanmaktadir. Topluluk, egitim sektoriinde dijital
kimlik yonetimi, dogrulama siire¢lerinin kolaylastirilmasi ve verilerin giivenli bir sekilde
paylasilmasi gibi konular1 ele alarak daha giivenli, seffaf ve tasinabilir bir egitim ortami
olusturmay1 amaglamaktadir.

Topluluk her hafta belirlenen giin ve saatte, yoneticilerinin organizasyonu ile
konusulacak konularin daha 6nce belirlendigi giindemli bir bicimde en az bir saat toplanti

yapmaktadir. Toplulugun resmi web sitesine https://w3c-ccg.github.io/vc-ed/ adresinden

erigilebilmektedir. Ayrica bu sayfada toplulugun tiim toplanti1 kayitlarina da erigsmek

miumkindir.

2.3.2.4. Hyperledger

Hyperledger blokzincir teknolojisine odaklanan agik kaynakli cesitli ¢oziimleri
barindiran ve 2015 yilinda Linux Vakfi tarafindan duyurularak 2016 yilinda piyasaya
siiriilen bir cati proje ve topluluktur. Is diinyasinin blokzincir teknolojilerini
kesfetmelerine, gelistirmelerine ve uygulamalarma yardimc1 olmak amaciyla
kurulmustur. Hyperledger ¢atis1 altinda akilli s6zlesme makinesi Burrow, 6lgeklenebilir
ve modiiler bir blokzincir platformu Fabric, kimlik yonetimi platformu Indy gibi projeler
yer almaktadir (Usta & Dogantekin, 2018). Hyperledger ekosistemi Sekil 2.28’de
gosterilmektedir (Hyperledger, 2023).
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Sekil 2.28. Hyperledger ekosistemi

Bu tez calismasinda bu topluluktan bahsetmemizin nedenlerinden biri egitim
alaninda  blokzincir teknolojisinin  kullanimina yonelik yiiriitiillen projelerde
kullanilmasidir. Ozellikler Indy, Fabric ve AnonCreds platformlarmin egitim alaninda
kullanilabilme potansiyelinin yiiksek oldugu sdylenebilir. ilgili boliimde Hyperledger
altyapisi kullanan akademik c¢aligsmalara 6rnekler verilmisti. Yine buna bir bagka 6rnek
olarak Sony Global Education verilebilir, bu sirket egitim teknolojileri ve ¢oziimleri
sunarak, egitim alaninda yeniligi tesvik etmeyi hedeflemektedir. Sony Global Education,
Hyperledger Fabric platformunu kullanarak egitim verilerinin gilivenli bir bigimde
paylasilmasini, dogrulanmasii ve takip edilmesini saglayan 6zel blokzincir projeleri
gelistirmektedir. Sony Global Education’in blokzincir calismalarina

https://blockchain.sonyged.com/ adresinden erisilebilmektedir.

2.3.2.5. 1EdTech

E-0grenme standartlari bagliginda bahsettigimiz 1EdTech, eski adiyla IMS Global,
egitim saglayicilari, yiiksek 6gretim/K-12 i¢in egitim politikalari belirleyen kurumlar ve
egitim teknolojileri tedarik¢ilerinden olusan diinyanin 6nde gelen ve iiye tabanli kar
amaci giitmeyen bir topluluktur. Bu toplulugun temel amaglarindan biri arasinda
dyelerinin katilimlariyla olusturdugu standartlar1 yayginlastirmak ve gelistirmek
gelmektedir. Bu topluluk Open Badges, LTI, CLR gibi standartlar gelistirerek ve mikro
yeterlilik bazli standartlar tizerinde ¢alisarak egitimde blokzincir kullanimini arastiran ve

bu alana katki saglayan 6nemli bir topluluktur.
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2.3.3. Mikro yeterlilik

Mikro yeterlilikler (micro-credentials) geleneksel akademik derecelerin veya
sertifikalarin yaninda yer alan ve nispeten daha kii¢iik beceri veya bilgi birikimleri olarak
tanimlanabilir. Mikro yeterlilikler spesifik bir alanda uzmanlik veya yetkinlikleri
belgelendirmek i¢in esnek ve Ozellestirilmis bir yapi1 sunmaktadir (Pirkkalainen vd.,
2022; Selvaratnam & Sankey, 2021; Thi Ngoc Ha vd., 2022). Katilim kosullar1 daha
esnek oldugundan yasam boyu 6grenmeyi destekleyen bir niteligi oldugu sdylenebilir.

Giines (2022) mikro yeterlilikleri agik ve uzaktan 6grenme baglaminda inceledigi
doktora ¢aligmasinda, uzman goriislerinden yararlanarak mikro yeterliliklerin gelecegine
yonelik degerlendirmelerde bulunmustur. Isverenler acisindan degerlendirildiginde,
mikro yeterlilikler belirli becerilere, yetkinlige veya ustaliga sahip adaylar1 daha kolay
tanimlamada yardimc1 olabilmektedir. Buna ek olarak, bu adaylar i¢cin de mesleki gelisim
icin onemli bir firsatlar sunmaktadir.

Ulkemizde Avrupa Yeterlilikler Cergevesi ile uyumlu ve gesitli yollarla kazanilan
tim yeterliliklerin kapsamini belirlemek amaciyla ulusal yeterlilik cercevesi
olusturulmaya baslanmigtir. Bu c¢ergeve sayesinde K-12 ya da yiiksekogretimde
boyutunda kazanilan yeterliliklerin yani1 sira, kalan meslekler ve beceriler i¢in de esaslar
belirlenmeye calisilmaktadir.  Sekil 2.29°da  Tiirkiye Yeterlilikler Cergevesi

gosterilmektedir.

5. Sey;,
Viye
lfgslﬂ’i y""llm,

OnLisgps p ¥
ns D
. “hlfu,,,'z”’l:/

Turkiye Yeterlilikler
Cergevesi
g I Mesleki Yeterlilik Kurumu
I viksekogretim Kurumlan
Milli Eitim Bakanlizy

Sekil 2.29. Tiirkiye yeterlilikler ¢ercevesi
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2.3.4. Onceki 6grenmelerin taninmasi

Blokzincir teknolojisinin egitim alaninda kullanim durumlart arasinda Onceki
ogrenmelerin taninmasi kavrami gelmektedir. Onceki 8grenmelerin taninmast, bir kisinin
daha once edindigi bilgilerin, yeni O6grenme siirecinde nasil kullanildigina ya
kullanilacagina dair bir kavramdir. Bu kavram, bir kiginin 6nceki 6grenmelerinin, yeni
bilgilerin 6grenilmesi ve hatirlanmasi sirasinda nasil etkilesime girdigini agiklamaktadir.
Egitimde blokzincir teknolojisi yasam boyu dgrenme pasaportu olarak, bu 6grenmelerin
kayit altina alinmasi, izlenmesi ve kurumlar aras1 aktarilmasi/gegerliliklerinin
belirlenmesi noktasinda &nemli roller oynayabilir. Ornegin, yazilim alaninda “alayli”
olarak tabir edilen herhangi bir resmi diploma programi bitirmeden kendilerini yetigtirmis
kisiler; Udemy, YouTube, Coursera, Khan Academy, W3Schools, edX, Pluralsight gibi
binlerce farkli enformel 6grenme ortamlarina katilarak ilgi duyduklar1 alanda egitim
alabilmektedirler. Bu baglamda, ¢ogu zaman bu egitimler esnasinda elde edilen
yetkinlikler, bir egitim kurumuna basvuru (6rnegin lisansiistii egitim basvurusu) ya da ise
alim siirecleri gibi resmi durumlarda kullanilamamaktadir. Onceki 6grenmelerin
taninmasi bu probleme bir ¢6ziim Onerisi gelistirmeye ¢alismaktadir.

Aydemir (2019) onceki 6grenmelerin taninmasi ve Tiirk Yiiksekogretim sistemi
icin bir politika Onerisi sundugu uzaktan egitim alanindaki doktora tezinde, enformel ve
formel olmayan 6grenme ortamlarinda bireylerin 6grenme siiregleri ve bunlarin izinin
giivenli bir bigimde siiriilmesinde blokzincir teknolojisinin 6nemli bir firsat oldugunu
belirtmistir. Onceki 6grenmelerin taninmasi, egitim ve dgrenme siirecleri icin dnemli
oldugu sdylenebilir. Bir kisinin daha once edindigi bilgileri hatirlama ve kullanma
yetenegi, yeni Ogrenme silirecini kolaylastirabilir ve 6grenme siirecinin hizini ve
etkinligini artirabilir. Ogrenmelerin kayit altina alinmasi ve dogrulama siireglerindeki
biirokratik engeller kaldirildiginda yetenek/beceriler arast gecisler ve bireylerin kendi
ogrenme maceralarint sekillendirmeleri daha kolay olacaktir. Tiirkiye Yeterlilikler
Cercevesinde oldugu gibi iilkeler ya da iilke birlikleri bu konuda kurallarini belirlemeleri
bireylerin faydasinadir. Blokzincir teknolojileri de burada onemli bir rol oynama

potansiyeline sahiptir.

2.4. Cahsmanin Kuramsal Temelleri

Acik ve uzaktan 6grenme alaninda blokzincir teknolojisinin kullanimi hem sosyal

hem de teknik boyutlarda ¢esitli etkileri beraberinde getirmektedir. Her iki boyutun da alt
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bilesenleri birbirine yakinsayan sekilde etkiler gostermektedir. Bir alt bilesende yasanan
gelisme veya degisim haliyle tiim ekosistemi etkilemektedir. Sekil 2.30°da ¢alismanin
sosyal ve teknik boyutlar1 6zetlenmistir. Bu sekil, ¢alismanin kuramsal temellerini
kavram bulutu bi¢ciminde goOstermesi agisindan Onemlidir. Yine bu sekil ilerleyen
boliimlerde agiklanacak kuramsal dizey yardimiyla olusturulmustur.

Acik ve Uzaktan Ogrenmede

Blokzincir Teknolojisi

A

r N
Sosyal Boyut Teknik Boyut
RN Mikro Mutabakat
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Sekil 2.30. Calismanin kuramsal temelleri — kavram bulutu

Bu c¢aligma e-6grenme cergevesi (B. H. Khan, 2000) ve sosyoteknik sistem kurami
(Trist, 1981) baglaminda temellendirilmistir. Calismanin kuramsal baglami ¢aligmanin

her asamasinda dikkate alinarak degerlendirilmistir.

2.4.1. AUO ortamlarinin boyutlar1 ve e-6grenme cercevesi

Khan (2000) tarafindan ortaya atilan ve AUO siireclerini daha etkili ve verimli hale
getirmek icin ortaya atilan g¢erceve, AUO ortamlarmin tasarimi, gelistirilmesi,
uygulanmasi ve degerlendirilmesi asamalarinda kullanilmaktadir. Bu ¢calismada toplam 8
bilesenden olusan cercevenin (1) kurumsal, (2) teknoloji, (3) ara yiiz tasarimi, (4)
degerlendirme, (5) yonetim ve (6) etik boyutlar1 géz onilinde bulundurulmustur. Diger 2
bilesen blokzincir teknolojisin acik ve uzaktan 6grenme alaninda uygulamasina pratik

katki saglamadig1 diisiincesiyle elenmistir.

84



Blokzincir tabanli bir egitim ortami tasarimi yaparken, e-0grenme cergevesinin
farkli boyutlarii goz 6niinde bulundurmaniz gerekmektedir. Iste blokzincir tabanl bir
egitim ortami tasariminda dikkate almaniz gereken boyutlar:

o Kurumsal Boyut: Kurumsal boyutta, egitim kurumunun hedefleri,
politikalar1 ve stratejileri goz oniinde bulundurulur. Blokzincir tabanli bir
egitim ortami, kurumun bu hedeflere ulasmasini desteklemeli ve kurumun
isleyisine entegre edilmelidir.

o Teknoloji Boyutu: Teknoloji boyutunda, blokzincir teknolojisinin
kullanilacag1 altyap1 ve araglar belirlenir. Blokzincir tabanli bir egitim
ortaminda, blokzincir aglari, akilli sézlesmeler, dijital kimlikler gibi
teknolojik bilesenlerin tasarimi ve uygulanmasi 6nemlidir.

o Ara Yiiz Tasarimi: Ara yiiz tasarimi, kullanicilarin egitim ortamina erigimini
ve etkilesimini kolaylastirmak i¢in 6nemlidir. Blokzincir tabanli bir egitim
ortaminda, kullanici dostu bir ara yiiz tasarlanmali, kullanicilarin blokzincir
fonksiyonlarm1 ve Ozelliklerini etkili bir sekilde kullanabilmesi
saglanmalidir.

o Degerlendirme: Degerlendirme boyutunda, ogrenen performansinin
izlenmesi, sertifikasyon siirecleri ve diger degerlendirme yontemleri ele
alinir. Blokzincir tabanli bir egitim ortami, Ogrenen basarilarinin ve
katillmimin giivenilir bir sekilde kaydedilmesini ve dogrulanmasini
saglamalidir.

e Yonetim: YOnetim boyutunda, egitim iceriklerinin yonetimi, ders sorumlusu
ve 0grenen verilerinin giivenligi, kullanici yetkilendirme ve erisim kontrolii
gibi konular ele alinir. Blokzincir tabanl bir egitim ortami, verilerin seffaf
ve giivenli bir sekilde yonetilmesini saglamali, yetkilendirme ve erigim
kontrolii mekanizmalarini etkin bir sekilde kullanmalidir.

e Etik Boyut: Etik boyutta, veri gizliligi glivenligi, veri paylagimi ve diger etik
ilkeler g6z Onilinde bulundurulur. Blokzincir tabanli bir egitim ortaminin
tasariminda, bu etik ilkelerin korunmasi ve uygun kullanimi 6nemlidir.

Blokzincir tabanli bir egitim ortami tasarimi, bu boyutlar1 bir araya getirerek
giivenilir, seffaf, Olgeklenebilir ve etkili bir egitim deneyimi sunmayi hedefler.

Kullanicilarin verilerinin giivenligi, dogrulanabilirlik ve kontrolii, verimli isleyis,
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kullanict deneyimi ve kurumsal hedeflerin gergeklestirilmesi gibi faktorler dikkate

alinarak tasarim yapilmalidir.

2.4.2. Sosyoteknik sistem kurami

Sosyo-teknik teorinin 6zii, herhangi bir kurumsal sistemin tasariminin ancak hem

sosyal hem de teknik yonlerin bir araya getirilmesi ve karmasik bir sistemin birbirine

bagli parcalar1 olarak ele alinmasi halinde anlasilabilecegi fikrine dayanmaktadir (Trist,

1981). Sosyoteknik sistem kurami, sosyal ve teknik faktorlerin birlikte calisarak

etkilesimde bulundugu sistemlerin tasarimini ve yonetimini ele alan bir yaklagimdir.

Blokzincir tabanli bir egitim ortami tasariminda, sosyoteknik sistem kuramindan

faydalanarak su adimlar izlenebilir:

Ihtiyag Analizi: Oncelikle, mevcut egitim ortaminin analizi yapilir ve
tasarim siirecinde karsilanmasi gereken ihtiyaglar belirlenir. Bu asamada,
ogrenen, ders sorumlusu, kurum ve diger paydaslarin beklentileri ve
gereksinimleri dikkate alinmalidir.

Sosyal ve Teknik Faktorlerin Belirlenmesi: Blokzincir tabanli bir egitim
ortaminin tasariminda, hem sosyal faktorler (6r. kullanicilar, topluluklar,
paydaslar) hem de teknik faktorler (O0r. blokzincir altyapisi, akilli
sozlesmeler, veri giivenligi) géz oniinde bulundurulmalidir. Bu faktorlerin
analizi yapilir ve tasarim siirecinde nasil bir etkilesim i¢inde olacaklari
belirlenir.

Hedeflerin Belirlenmesi: Tasarim siirecindeki hedefler netlestirilir. Bu
hedefler, blokzincir teknolojisinin getirdigi avantajlardan yararlanarak
egitimde seffaflik, veri giivenligi, takip edilebilirlik gibi alanlarda
iyilestirmeleri igerebilir.

Sistem Tasarimi: Sosyal ve teknik faktorlerin birlikte ¢alistii bir sistem
tasarlanir. Blokzincir tabanli bir egitim ortami i¢in, blokzincir altyapisinin
belirlenmesi, akilli s6zlesmelerin kullanimi, veri yonetimi ve giivenlik
protokolleri gibi teknik detaylar dikkate alinir. Ayn1 zamanda, 6grenen, ders
sorumlusu ve diger paydaslarin etkilesimine uygun bir kullanici ara yiizii ve
kullanict deneyimi tasarlanir.

Uygulama ve Test: Tasarlanan sistem gercek ortamda uygulanir ve test

edilir. Bu asamada, sistemdeki isleyisin, veri giivenliginin, kullanici
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deneyiminin ve diger hedeflerin basariyla gergeklesip gerceklesmedigi
degerlendirilir.

e Siirekli Iyilestirme: Blokzincir tabanli egitim ortamu siirekli olarak gdzden
gecirilir ve iyilestirme firsatlar1 arastirilir. Kullanic1 geri bildirimleri,
performans analizleri ve diger degerlendirme yontemleriyle sistem siirekli
olarak gelistirilir ve yenilenir.

Blokzincir tabanl bir egitim ortami tasarimi, sosyal ve teknik faktorlerin birlikte
degerlendirildigi ve optimize edildigi bir siirectir. Sosyoteknik sistem kurami bu siirecte,
kullanic1 ihtiyaglarina uygun, giivenli, verimli ve etkili bir egitim ortaminin

olusturulmasina katki saglamaktadir.

2.4.3. Kuramsal dizey

Kuramsal dizey, arastirmacilarin alanyazindaki mevcut kuramsal yaklasimlari,
teorileri veya kavramlar karsilastirmasina ve analiz etmesine yardimci olmaktadir.
Kuramsal dizey genellikle iki boyutlu bir tablo seklinde olusturulmaktadir ve bir boyutta
aragtirmacilar, inceledikleri kuramsal yaklagimlari, teorileri veya kavramlar temsil eden
farkli degiskenleri veya konulari listelemektedir. Diger boyutta ise bu degiskenlerin veya
konularin farkli 6zellikleri veya boyutlar1 yer alir. Bu analiz, aragtirmacilara mevcut
alanyazindaki kuramsal bosluklar1 veya ¢eliskileri belirlemelerine ve ¢aligmalarini bu
eksiklikleri gidermeye yonelik olarak tasarlamalara olanak tanimaktadir. Caligmanin
arastirma asamasinda yararlanilan kuramlardan tiiretilen kuramsal dizey tablo 2.5.’da

verilmistir.

Tablo 2.5. Kuramsal dizey

Kurumsal Yonetim Teknoloji Ara Yiiz Degerlendirme Etik
Tasarim
1 .
Sosyal o dirilebilitlik  Merkeziyetsizlik B OKAC Kullanim Seffaflik Unutulma hakk:
Boyut Okuryazarligi kolaylig1
O]
1) Yasal
. ( ) Yasa (1) Akilly Sistemlerin e eiee.
Teknik Diizenlemeler . .. - Veri gizliligi ve
. Otonomluk sozlesme vb. Entegrasyonu Olgeklenebilirlik . ..
Boyut (2) Veri . giivenligi
Standartlari (2) Maliyet )
Erisilebilirlik

Tablodaki dizeyde, dikey siitunlar sosyoteknik kuramdaki boyutlari, yatay siitunlar
ise e-dgrenme cercevesi baglammda AUO ortamlarmin bilesenlerini gdstermektedir.

Kuramsal dizey, AUO alanminda blokzincir kullanimma yonelik kavramlarla
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doldurulmustur. Yine sekil 2.30.’da verilen kavram bulutu da bu dizeyden tiiretilmis daha

genis bir bakis agisidir.
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3. YONTEM

Bu arastirma, yontemsel olarak nitel bir durum c¢alismasidir. Giirbiiz ve Sahin
(2016, s. 403) nitel aragtirma siirecini, belirli asamalar1 igeren ve bu asamalarin karsiliklt
etkilesimin oldugu bir siire¢ olarak tanimlamaktadir. Bir baska deyisle, nitel arastirmada
siirekli, kesin ve belirli asamalar bulunmamakla birlikte; esnek bir siire¢ dahilinde
arastirmact karsilastigt duruma gore bu asamalari yenileyebilmektedir. Durum
caligmalar1 ise istatistiksel genellemeden ziyade analitik olmayi tercih ederler ve
aragtirmacilarin diger benzer vakalari, fenomenleri veya durumlari anlamalarina yardimet
olmaya odaklanir (Cohen vd., 2007, s. 253). Bu tez ¢calismasinda nitel aragtirma yontemi
olarak secilmesindeki temel neden, arastirmacinin yaptig1 aragtirmay1 genellemelerden
uzak, deneyimleriyle ve gozlemleriyle i¢sellestirdigi siirecleri detaylart ile ortaya koyma
istegi ve ¢abasidir.

Arastirma boyunca yiiriitiilecek anket ve goriismeler icin Anadolu Universitesi’nin
ilgili biriminden etik kurul onay1 alinmistir. Etik kurul onay belgesi EK-8’de verilmistir.

Tezin bu boliimiinde aragtirma basamaklarindan detayli bi¢imde bahsedilecek ve
sirastyla arastirma modeli, arastirma alan1 ve katilimcilar, veri toplama araglari, arastirma
siireci, verilerin ¢oziimlenmesi, arastirmanin ve arastirmacinin inanilirligi, aragtirmanin

giiclii ve siirli yonleri agiklanacaktir.

3.1. Arastirma Modeli

AUO alaninda uzman gériislerini alarak blokzincir teknolojisi destekli bir egitim
clizdan1 uygulamasi gelistirmeyi ve mevcut uygulamalardan farkli bir bakis agis1 sunmay1
hedefleyen bu arastirmada, kavram kaniti boyutunda bir uygulama gelistirilmis ve
kullanicilarin uygulamaya ydnelik goriisleri alinarak AUO ortamlarinda blokzincir
teknolojisinin kullanimina iliskin yorumlar yapilmistir. Arastirma, tasarim tabanli bir
caligma olarak desenlenmistir. Teoriden yola ¢ikaran bir yazilim gelistirmeyi hedefleyen
bu caligmada, yazilim gelistirme asamalari yeniden tasarimla devam etmektedir ve
yasayan bir siire¢ halindedir. Tasarim tabanli aragtirma, egitime pratik ve teorik katkilara
O0zen gosteren derinlemesine arastirmaya yonelik sistematik ve yinelemeli bir
yaklagimdir. Bu arastirma 5 basamaktan olusmaktadir:

1. AUO alaninda blokzincir teknolojilerine iligkin kiireyerel (kiiresel + yerel)

baglamda gelismelerin incelenmesi
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. AUO alaninda blokzincir teknolojilerinin arastirma oncelikleri ve ihtiyaclarinin
belirlenmesi

. AUO alaninda blokzincir teknolojileri baglaminda yurt disinda gidilen
iiniversitenin akademik ag1 aracilifiyla uluslararasi egitim teknolojileri
standartlar1 incelenerek alan uzmanlari ile goriismelerin yapilmasi

. AUO alaninda blokzincir teknolojileri kullamlarak gelistirilen Egitim Ciizdan
Projesi’nin kavram kanitt (PoC) c¢alismalarinin yapilmasi ve uygulamanin
gelistirilmesi

. AUO alaninda blokzincir teknolojileri kullanilarak tasarlanan projenin
uygulanmasi ve uygulamaya yonelik goriiglerin alinmasi

Bu aragtirma basamaklar1 kuramsal, gelistirme ve uygulama asamalar1 olmak {izere

toplam 3 temel asamada yapilandirilmistir. Bu basamaklar1 yerine getirebilmek icin

birinci basamakta ulusal diizeyde (yerel) uzmanlarla SWOT analizi, iki ve {giincii

basamaklarda uluslararasi diizeyde (kiiresel) uzmanlarin goriislerinin alinmasi igin

TUBITAK 2214 bursu ile gidilen iiniversite ve agindaki uzmanlarla goriismeler,

dordiincii basamakta uygulamanin gelistirilmesi i¢in TUBITAK 1512 destegi ile

sirketlesme ve son basamakta da tasarlanan uygulamaya yonelik kullanici goriislerin

alinmas1 ve degerlendirilme siireci yer almaktadir. Tasarim tabanli arastirmanin

uygulama basamaklar1 Sekil 3.2°de verilmistir (Kuzu vd., 2011) ve her basamak ¢alisma

kapsaminda asagida incelenmistir.

| Problemin tanimlanmasi |

v
| Problemin kuramsal olarak incelenmesi |
v
| Varolan tasarim prensipleri ve kuramlar ile tasarimin yapilmasi |
| Veri toplama siirecinin planlanmasi |<—| Tasarimin diizeltilmesi, yenilenmesi |
*
| Tasarimin uygulanmasi | | Karar verme ve tasarim plani |
v 5
| Veri toplanmasi ve verilerin analizi |
v

| Arastirma raporunun yazilmasi |

Sekil 3.1 Tasarim tabanli arastirmanin uygulama basamaklart

90



Problemin Tammlanmasi: AUQO alaninda blokzincir teknolojisinin kullanimi
mevcut alanyazin taranarak incelendiginde, teknolojinin potansiyeline dikkat c¢eken
caligmalar1 géormekteyiz. Tek basina potansiyelin ortaya konmasi teknik olarak blokzincir
teknolojisinin agik ve uzaktan egitim alaninda iyi uygulamalarim1 gérmek i¢in yeterli
olmayacaktir. Bu nedenle de gelistirilen uygulamalarin genellikle kavram kanitt
boyutunda kaldig1 goézlenmektedir. Bu ¢alismanin amaclarindan biri de bu bosluga
yonelik Oneriler getirmektir.

Problemin kuramsal olarak incelenmesi: AUQO alaninda yenilik¢i teknolojileri
entegre etmeye yonelik pek c¢ok kuram ve uygulama mevcuttur. Bu calismada
sosyoteknik kuram ve e-0grenme c¢ercevesi odaklanilmistir. Bu baglamda olusturulan
kuram matrisi yol gdsterici olmus ve arastirma sorularinin olusturulmasi asamasinda ise
kosulmustur.

Var olan tasarim prensipleri ve kuramlar ile tasarimin yapiimasi: Bu ¢alismada
AUO ortamlar1 bilesenleri ve sosyoteknik kuram baglaminda hem teoride hem de pratikte
uygulama yoluna gidilmistir. Ilgili konunun arastirma 6ncelikleri ve gereksinimlerinin
belirlenmesi ve bir yol haritasi ¢ikarilmasinin da 6nemi ortaya konulmasi galisilmistir.
Teknik boyutta blokzincir teknolojisinin egitim sistemlerine entegrasyonundaki mevcut
siirlt yonler tartigilmaktadir.

Veri toplama siirecinin planlanmasi: Bu ¢aligmada nitel bir arastirma siireci tercih
edilmistir. Bu baglamda teoriden gelen boyutlarda veri toplama siireci planlanmigtir.
Kuram matrisinden yola c¢ikilarak olusturulan planlanan arastirma siirecinde SWOT
analizi ile mevcut durum ortaya konulmustur. Ardindan uzaktan egitim ve blokzincir
uzmanlar ile yapilan gorligmeler ve tez izleme komitesinde gelen geri bildirimler
dogrultusunda bir uygulama gelistirme siirecine baslanmasi karar verilmigtir. Son
asamada gelistirilen uygulamanin bir grup tarafindan deneyimlenmesi, goriis ve Onerileri
dogrultusunda uygulamanin degerlendirilmesi saglanmstir.

Tasarmmin uygulanmasi: Bu tez ¢alismasi kapsaminda gelistirilen uygulama sarmal
gelistirme siireciyle ilerlemektedir. Sekil 3.3.’te arastirmanin ayr1 ayr1 her asamasinda
toplanan verilerden yeniden tasarim asamasina doniisiimiinii gosterilmistir. Arastirmanin
uygulama gelistirme siireci halen devam etmekte olup siirekli kendini yenileyen ve geri

bildirimlerden 6grenerek tekrarlayan bir yasam dongiisiine sahiptir.
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Teori Teoriye Katki

Tasarim Yeniden Tasarim

M
L J
..-lza O '0<
i &

Gereksinimler Analiz

Uygulama

Sekil 3.2. Bir yenilik siireci olarak tasarim tabanl arastirma

3.2. Arastirma Alani ve Katihmcilar

Bu aragtirma AUO alaninda blokzincir teknolojisinin kullanimini konu almaktadir
ve bu alanda gelistirme yapmak isteyen arastirmacilara yol gosterici bir uygulamanin
gelistirilmesine odaklanilmigtir. Bu baglamda, arastirma alani1 olarak blokzincir
teknolojisi ve AUO alanlar1 segilmis, ilgili kuramlar ve alan uzmanlarinin gériisiinden
yola ¢ikarak calisilmistir.

Bu arastirmanin 3 tiir katilimcist bulunmaktadir. Bunlar SWOT analizi
katilimcilari, yurt dist alan uzmanlart ve gelistirilen uygulamayir deneyen son
kullanicilardir.

SWOT analizi sorularin1 yanitlayan aragtirmacilar, uzaktan egitim veya blokzincir
teknolojisi alaninda c¢aligmalar yapmis yurt i¢indeki uzmanlardir. Toplam 18 adet
katilimc1 bulunmaktadir, bazi1 aragtirmacilar en az iki alanda uzmanligi olan kisilerdir.
SWOT analizi katilimcilarinin uzman olduklar1 alana gore dagilimi tablo 3.1.°de

verilmistir.

Tablo 3.1. SWOT analizi katilimcilar

Uzmanhk Alam Sayis1
Uzaktan Egitim Uzman 10
Blokzincir Uzmani 8
Yonetim ve Strateji Uzmani 2
Tekil Toplam 18
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TUBITAK 2214-A bursu ile yurtdisinda ziyaretgi arastirmaci olarak gidilen
iiniversite ve ¢evresindeki uzaktan egitim ve blokzincir teknolojisi alaninda ¢aligmalar
yapmis uzmanlar ile yar1 yapilandirilmis goriismeler yapilmistir. 11 farkl iilkeden, 28
farkli kurumdan 67 uzmanla yaklasik 16 saati bulan goriisme gergeklestirilmistir. Ayrica,
W3C VC-EDU gibi uluslararasi ¢alisma gruplarinin toplantilarina aktif olarak katilim
saglanmis ve takip edilmistir. Katilimeilar hakkinda bilgi tablo 3.2.’de verilmistir.

Tablo 3.2. Yurtdisi alan uzmanlarinin iilkelerine gére dagilimi

Ulke Sayis1
A.B.D. 29
Ingiltere 11
Almanya 6
Kanada 5
Malta 4
Romanya 4
Japonya 3
Slovenya 2
Hindistan 1
Yunanistan 1
Irlanda 1
Toplam 67

Nispeten yeni gelisen bir alan oldugundan alan uzmani sayisinin az olmasi ve alan
uzmani bulmada yasanabilecek sorunlari en aza indirmek i¢in, katilimcilar segilirken
amaglt Orneklem (Patton, 2014) ve kartopu (zincir) ornekleme (Goodman, 1961)
yontemleri kullanilmistir. Amagli rneklem se¢imi sayesinde, uygun ve faydali bilgiler
vermesi en muhtemel olan yanitlayicilara ulagilmistir. Kartopu yonteminde erisilen
uzmanlara bu alanda tanidig1 ya da calismalari oldugunu bildigi uzmanlar1 6nermesi
istenmistir. Amach 6rneklem olarak da alan uzmanlart segilirken su kriterlere dikkat
edilmisgtir:

e AUO ve/veya blokzincir alaninda akademik calismalari olmak
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e AUO ve/veya blokzincir alaninda pratikte ya da uygulamada galismalari

olmak
Alan uzmanlarina ek olarak, gelistirilen uygulamay1 kullanan ve uygulamaya
yonelik goriislerini bildiren katilimcilar da bulunmaktadir. Gelistirilen uygulama 10
kullanic1 tarafindan test edilmistir. Katilimcilar belirlenirken yine amagli drnekleme
yontemi kullanilmigtir. Uygulamayr deneyimleyecek son kullanicilar belirlenirken
kisilere kolay ulasilabilmesi, blokzincir teknolojisine hakim olmasi, teknoloji

okuryazarliginin yiiksek olmasi kriterleri dikkate alinmistir.

3.3. Veri Toplama Araclari ve Siireci

Arastirma stiresince kullanilan veri toplama araclar tablo 3.3.’te verilmistir ve her

siire¢ ayrintilariyla asagida agiklanmistir.

Tablo 3.3. Veri toplama araglart

Veri toplama araclan Detaylan

Arastirmaci Giinliikleri Tasarim asamasinda tutulan giinliikler

Uygulama agamasinda tutulan giinliikler

Agik Uclu Sorular SWOT analizi asamasinda sorulan agik uglu
sorular
Yari Yapilandirilmis Goriismeler (1) Blokzincir ve AUQO alan uzmanlar ile

yapilan goriismeler
(2) Sistem son kullanicilart ile yapilan

goriismeler

Arastirmact Giinliikleri: Aragtirma verileri her asamada farkli gereksinimler
dogrultusunda toplanmigtir. Uygulama tasariminin oncesi ve sonrasini gézlemleyerek,
stireci igsellestirerek daha iyi analiz edebilmek i¢in nitel arastirma yontemlerinden biri
olan arastirmaci glinliigii (Burgess, 1981) kullanilmistir. Bu sayede tezin her agamasini
gozleme ve yorumlama firsat1 yakalanmistir. Aragtirmaci glinliigii yontemi SWOT analizi
sonuglar1 ve kuramsal ¢ergeve belirlendikten uygulama gelistirme siirecinin sonuna kadar
tutulmustur. Giinliiklerin aragtirmanin hem tasarim hem de uygulama siirecinde detayli

bir veri kaynagi sagladig: diisiiniilmektedir.

94



Ac¢tk Uglu Sorular: SWOT analizi i¢in olusturulan anket, 2-15 Nisan 2020 tarihleri
arasinda 45 uzmana ¢aligmaya katilim ¢agrisi (EK-2) ile gonderilmistir. Gonderilen ¢agri
toplam 23 uzman tarafindan kabul edilmistir. 1 Mayis 2020 tarihinde uzmanlarin
yanitlamasina agilan ankete bir ay boyunca yanit kabul edilmistir. Toplam 18 alan uzmani
ankete yanit vermistir.

Yar: Yapilandirilmis Goriismeler: Yurt digt uzmanlarla konuyu daha derinlemesine
anlayabilmek adina goriismeler planlanmistir. Yar:1 yapilandirilmig goriismeler ve bu
goriismelerde sorulan sorular EK-3’te verilmistir. Bu gorligmeler yurtdisi tiniversiteye
katilma tarihi olan 2 Nisan 2021°den itibaren organize edilmeye baglanmis ve tilkeye geri
donme tarihi olan 17 Ocak 2022’ye kadar devam etmistir. Sistem son kullanicilari i¢in
ise 3-15 Nisan 2023 tarihleri arasinda 15 giin boyunca uygulamay1 denemeleri istenmis,
17-21 Nisan 2023 tarihleri arasinda goriismeler gerceklestirilmistir. Sistem son
kullanicilar ile yapilan yar1 yapilandirilmis goriisme sorulart EK-4’te verilmistir.

Veri toplama siireci Sekil.3.3’te tarih araliklari ile gorsellestirilerek verilmistir.

2020 2021 2022 2023
04 05 06 07 08 09 10 11 12 01 02 03 04 05 06 07 08 09 10 11 12 01 02 03 04 05 06 07 08 09 10 11 12 01 02 03 04 05 06
SWOT Analizi

Arastirmaci GinlGga

Alan Uzmanlari ile Goriismeler
Uygulama Gelistirme Sireci
Son Kullamailari ile Goriismeler

Sekil 3.3. Veri toplama stireci

3.4. Arastirma Siireci

Bu tez ¢alismasi 3 arastirma siirecinden meydana gelmektedir:
1. SWOT analizi
2. Uzmanlarla yar1 yapilandirilmis goriisme

3. Uygulama gelistirme ve degerlendirme

SWOT analizi: Bir organizasyonun veya proje planinin igsel ve dissal faktorlerini
degerlendirmek i¢in kullanilan bir analiz yontemidir. SWOT analizi, bir organizasyonun
veya projenin giliclii yonlerini (strengths), zayif yonlerini (weaknesses), firsatlarini
(opportunities) ve tehditlerini (threats) belirlemek amaciyla kullanilmaktadir (Hill &
Westbrook, 1997). Giiclii ve zayif yonler i¢sel, firsat ve tehdit ise digsal faktorlerdir. Bir
aragtirma yontemi olarak SWOT analizi, aragtirma konusunun giiclii yonleri, zayif

yonleri, firsatlar ve tehditlerle iligkili faktorlerin analizi, aragtirma alaninda bir
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degerlendirme yapmaya yardimci olmaktadir. Arastirma konusunun mevcut durumunu
anlamak, potansiyel firsatlari ve zorluklar1 belirlemek ve aragtirma planini sekillendirmek
icin kullanilabilmektedir. Ornegin, bir arastirmact SWOT analizi yaparak arastirma
konusunda hangi alanlarin daha fazla bilgiye ihtiya¢ duydugunu, hangi kaynaklarin
mevcut oldugunu, hangi yontemlerin en uygun oldugunu ve hangi engellerin agilmasi
gerektigini belirleyebilmektedir. Bu tez calismasinda SWOT analizi AUO alaninda
blokzincir kullanim1 konusu baglaminda yapilandirilmastir.

Uzmanlarla yart yapilandirilmig goriismeler: Yar1 yapilandirilmig goriisme,
arastirma veya veri toplama silirecinde kullanilan bir yontemdir. Bu yontemde,
arastirmacilar 6nceden belirlenmis bir dizi soru ve konu bagligina dayali bir ¢erceve
olustururken, goriismecilere ayn1 zamanda esneklik saglar ve katilimcilarin daha detayli
ve kigisel deneyimlerini paylasmalarina olanak tanimaktadir. Bu ¢aligmada blokzincir ve
AUO uzmanlart ile yukarida belirtilen konulari ve arastirma hedeflerini kapsayan spesifik
sorulari igeren bir gériisme kilavuzu ve protokolii kullanilmigtir. Ozellikle, bu baglamda
goriismecilere serbestlik saglanarak, katilimcilarin 6znel deneyimlerini, goriiglerini ve
perspektiflerini ifade etmelerine izin verilmeye galisilmistir.

Uygulama gelistirme siireci ve degerlendirme: Bu bolimde gelistirilen
uygulamanin teknik detaylar1 aktarilacaktir. Sekil 3.4.’de gelistirilen uygulamanin sistem
mimarisi yer almaktadir. Buna gore uluslararasi e-6grenme standartlarina uygun 6grenme
yonetim sistemlerine (OYS) entegre olabilen iigiincii parti web tabanli (mobil uyumlu,
responsive) bir uygulama gelistirilmis ve bu uygulama 6grenme yoOnetim sisteminde
istenilen verileri Ozellikle de blokzincir agma kaydedebilmeye yardimci olmustur.

Sekilde kullanilan teknolojiler ve modiillerin arasindaki iliski gosterilmistir.
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_____________________________________________________

| HE

Video Konferans LMS ‘ Ogrenme Belgeleri tr=3 !

API

e Ogrenme Kayitlan i

: KATMANI Modiilii . :
_________ - :

O
Node 1 Node 2 Node 3 Node X
- - =
(Single Sign-on) '

Web Uygulamasi

Blokzincir Agi

Sekil 3.4. Sistem mimarisi

Onerilen sistem igin en uygun OYS Canvas LMS secilmistir. Bunun yani sira
Moodle ve diger OYS’ler de incelenmistir, ilerleyen siiriimlerde tiim OYS’lere entegre
olabilecek i¢cin EduAppCenter gibi araclara entegrasyon planlanmaktadir. Canvas LMS
acik kaynakli ve ticari silirlimleri bulunan, kullanic1 dostu ara yiizii bulunan ve modern
yazilim mimarisi ile kodlanmis bir 0grenme ydnetim sistemi olmast bu segimin
nedenlerinden bazilaridir. Sekil 3.5’de gosterilen ekranda, gelistirilen sisteme OAuth2
protokolii ile kullanicinin sistem iizerinde 6grenme yonetim sistemindeki bilgileri ile
oturum agmasi saglanmaktadir. Bu sayede, sisteme entegre olan OYS’ler i¢in kullanicinin

yeniden hesap agmasina gerek kalmamaktadir.

webApp

webApp hesabiniza erismek istiyor.

HAKAN YILDIRIM olarak bu uygulamaya izin veriyorsunuz.
Eposta adresiniz

iptal

Yetkilendir

Sekil 3.5. Canvas LMS’in kullaniciy sisteme giris icin yetkilendirme ekrani
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Kullanic1 sistemden yetki aldiginda OYS iizerindeki oturumunu sistemde
tastyabilmektedir (Sekil 3.6.) ve egitim clizdam1 olarak adlandirdigimiz panele
gelmektedir. Bu panelde kullanici profilini diizenleyebilmekte, atandigi dersleri
gdrebilmekte yonetici ise ders ekleyebilmektedir, yani kisacas1 OYS iizerinde yapabildigi

islemleri burada gerceklestirebilmektedir.

= Q  x
Dersler
Derser [
Ders Ders. Yayinda Olusturulma
1] Ders Adi Kodu Roliim m? Baglama Tarihi Tarihi
38 API API Ofretmen Evet 2022-05- 2022-03-
DENEME 1 29T17:33:31Z 16T11:20:26Z
21 Demo D101 Ogretmen Evet 2022-07- 2021-02-
cou 29T15:28:352 26T16:17:212
98 Demo Ders Demo designer Evet 2022-06- 2022-06-
designer 23T12:46:54Z 23T12:46:112
30 Deneme Deneme  Ofretmen Hayir 2022-03- 2022-03-
Der: 09710:18:22Z 09710:18:11Z
92 Kendi Ogretmen Hayir 2022-05- 2022-05-

29T17:37:46Z 29T13:07:04Z

Sekil 3.6. Egitim ciizdant web uygulamasi ekrani

Egitim clizdan1 uygulamasi kullaniciya elde ettigi basarimlari, ders igerikleri gibi
alanlar1 gosterebilmektedir. Buna ek olarak uygulamaya 6zel olarak tasarlanan bir modiil
ile daha 6nce bahsini ettigimiz W3C VC veri standardi JSON-LD big¢iminde diizenlenmis
veri tiretebilmekte ve bunu kaydedebilmektedir. Bu belge sayesinde elde edilen kanitl
dijital veri istenilen ciizdan araciligiyla blokzincir aglarina taginabilmektedir.

Sekil 3.7.’da CHAPI protokolii kullanilarak tiretilmis bir JSON dosyasinin ciizdana
kaydinin yapildig1 ekranlar verilmistir. Soldaki goriintli ilgili linkteki bilgi butona
basildiginda ciizdana aktarilmaya hazir hale gelmektedir. Sagdaki goriintiide ise ciizdan

secimi ve bilginin kaydedilmesini gdstermektedir.
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Choose a Wallet

CHAPI Playground

This site provides a simple playground to show how CHAP/
can enable a digital wallet to receive a Verifiable Credential
from a third-party issuer. You can use any CHAPI enabled
digital wallet with this playground.

The following website wants to send credentials to you:

CHAPI Playground Issuer
& playground.chapi.io

Verifiable Credential Issuer *

hapi-d llet. G
& chapi-demo-wallet.digitalbazaar.com
o e A¥2 Veres Wallet Demo
‘a’ & demo.vereswallet.dev
JFF UTOPIA
LearnCard App
& learncard.app
Alumni Open Badge Permanent
Resident
Remember my choice for this site
Haestrne ‘ ‘ Select Native App Instead
Theatres
Movie Ticket JFF x ve-edu PF2
URL
https: chapi.i i ijson 0

GENERATE VERIFIABLE CREDENTIAL

Sekil 3.7. CHAPI protokoliinde belge kaydi

Sekil 3.8.’de ornek bir ciizdanda yer alan ve daha once kaydedilmis veriler
gosterilmektedir. Ekranlarda goriildiigii gibi istenilen sayida kayit girebilmek ve bu

kayitlar1 yonetebilmek miimkiindiir.

Credentials

‘ Q search for a credential.

Profile Filters v ‘

Credential Details

University Degree
Credential
No description available.

Show Details

Open Badge Credential
Our Wallet Passed JFF
Plugfest #1 2022

d¢°
JFF

Show Details

JFF x vc-edu PlugFest 2
Interoperability
JFF x ve-edu PlugFest 2

Alumni Credential
The holder is an alumni of Example University.

Alumni Credential
The holder is an alumni of

Issued for
Hakan Yildirim

Interoperability J FF Example University.

Show Details Show Details
Open Badge Credential L] Alumni Credential
Our Wallet Passed JFF The holder is an alumni of
Plugfest #1 2022 JFF Example University.

Show Details

Show Details

Sekil 3.8. Kaydedilen verilerin ciizdanda goriiniimii

Uygulama gelistirme siirecinin sonunda alfa ve beta testleri goniillii kullanicilarla
yuritilmiistiir. Sistem ile ilgili geri bildirimler alinarak yazilim gelistirme yasayan bir

siire¢ olarak devam etmektedir.
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3.5. Verilerin Coziimlenmesi

Nitel arastirmalarda veri ¢Ozlimlemesi, arastirmanin amacina ve arastirma
sorularma bagli olarak farkli bicimlerde yiiriitiilebilmektedir. Ik asamada, ses kayitlar:
ve metin bazli veriler oldugu i¢in veri normalizasyonuna gidilmistir. Caligma siiresinde
toplanan ses kayitlar1 yazili metinlere doniistiiriilmiistiir. Ardindan ¢6ziimleme siirecinde,
veriler belirli temalar, kavramlar veya kategoriler altinda gruplandirilmistir. Kuramsal
dizey baglaminda sosyal ve teknik boyutlarin belirlenmesi amaciyla belirli kodlama
sistemleri kullanarak veriler kategorilere ayrilmistir. Arastirmanin tiim asamalarinda elde
edilen verilerin ¢oziimlenmesi i¢in Microsoft Excel programi kullanilmstir.

Kategorilestirilen verilerin daha kolay analiz edilebilmesi i¢in etiketleme yontemi
ile ortak temalara gidilmeye calisilmistir. Tematik analiz siirecinde verilerin igeriklerinin
anlagilmas1 ve ortaya c¢ikan desenlerin tanimlanmasi saglanmistir. Arastirmaci,
verilerdeki ortak temalar1 ve motifleri belirleyerek bunlart analiz etmistir. Bu agamada,
verilerin altinda yatan anlamlar1 ve iligkileri kesfetmek i¢in derinlemesine bir inceleme
yapilmustir. Yurtdisinda toplanan veriler Ingilizce oldugu icin bu asamada ayrica iki farkli
dil uzmanindan verilen yanitlarin altinda yatan anlamlar1 detaylica analiz edebilmek i¢in
destek alinmistir. Son olarak, verilerin yorumlanmasi ve anlamlandirilmasi i¢in analiz
sonuglarinin arastirma 6zelinde ve arastirmanin amacina uygunlugu kontrol edilmistir.
Bu baglamda elde edilen tematik analiz sonuglari degerlendirilmistir, bulgular

yorumlanarak sonuglar raporlanmaistir.

3.6. Arastirmanin Inamilirhg

Arastirma sonucu ortaya konulan sonuglarin inanilirli@ini saglamak amaciyla
giivenilirlik ve gecerliligi i¢cin saglama (triangulation) yontemi kullanilmistir. Nitel
aragtirmada saglama, farkli veri kaynaklarinin, arastirmacilarin, teorilerin ve/veya farkli
aragtirma yontemlerinin kullanilmasi yoluyla elde edilen verilerin karsilastirilmas: ve
dogrulanmasi siireci olarak tanimlanabilir (Patton, 2014). Saglama aragtirmacinin
aragtirma bulgularmin giivenirligini ve gecerliligini artirmak i¢in 6nemli bir strateji
oldugu soylenebilir. Bu arastirmada saglama yapabilmek i¢in asagida verilen su
yontemler kullanilmigtir:

Veri kaynagi saglama: Farkli veri kaynaklarini kullanarak ayni konuyla ilgili

verileri karsilastirilabilmektedir. Bu ¢alismada blokzincir ve AUO alaninda uzman yerel
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ve kiiresel dlgekte kisilere ulasilarak birbirinde farkli bakis acilarina bagvurulmustur. Bu
sayede konu 6zelinde dogrulama yapilmustir.

Arastirmact saglama: Birden fazla arasgtirmacmin ayni arastirma siirecinde
caligmas1 ve bagimsiz olarak verileri analiz etmesi, bulgularin dogrulanmas1 agisindan
onemlidir. Bu caligmada alaninda uzman arastirmacilarin goriislerine bagvurularak
bagimsiz olarak elde edilen sonuglar karsilastirilmis ve birbirine uyumlu bulgular
desteklenmistir. Bulgular ve sonuglar diger aragtirmacilarin da destekleriyle gozden
gecirilmis ve saglama yapilmistir.

Yontem saglama: Nitel arastirmalarda birden fazla aragtirma yontemi kullanarak
ilgili konu incelenebilir. Bu ¢alismada SWOT analizi, goriismeler ve arastirmaci giinligii
veri kaynaklarindan elde edilen bulgular1 karsilastirarak, ortak temalara gidilmis ve
caligmanin tutarliligi saglanmistir.

Teori/Kuram saglama: Birden fazla teorik yaklagimi veya perspektifi kullanarak
ayni konuya farkli degerlendirmelerle zenginlestirmek miimkiindiir. Bu ¢alismada iki
farkli teorik gerceve kullanarak elde edilen bulgulari karsilastirilmis ve teoriler arasindaki

tutarlilik degerlendirilmistir.

3.7. Arastirmacinin inamhirhg

Nitel aragtirmalarda, arastirmacinin arastirma siirecindeki rolii ve etkisi 6nemlidir.
Bu baglamda, arastirmacinin 6n kabulleri, onyargilar1 ve etkileri calismada agikca
vurgulanmasinda fayda oldugu sdylenebilir. Bu sayede, seffaflik ve hesap verilebilirlik
onemli Ol¢lide yerine getirilir. Aragtirmacinin tez konusu baglaminda deneyimleri ile
ilgili sunlar yazilabilir:

Aragtirmaci, Anadolu Universitesi Egitim Fakiiltesi Bilgisayar ve Ogretim
Teknolojileri Ogretmenligi lisans ve Anadolu Universitesi Sosyal Bilimler Enstitiisii
Uzaktan Egitim Ana Bilim Dali tezli yiiksek lisans mezunudur. Anadolu Universitesi
Uzaktan Egitim Ana Bilim Dali doktora egitimine devam etmektedir. Eskisehir
Osmangazi Universitesi Sivrihisar MYO Bilgisayar Programcilig1 programinda dgretim
gorevlisi olarak caligmaktadir. Calistig1r tiniversitenin Uzaktan Egitim Arastirma
Uygulama Merkezinde (ESUZEM) gorevler almistir. Lisans egitiminden bu yana uzaktan
egitim ile ilgili calismalar yiiriitmektedir, istanbul Aydm Universitesi uzaktan egitim
merkezlerinin kurulus ekibinde yer almistir. Arastirmaci ¢alistigi kurumlarda web tasarim

ve yazilim konusunda calismalar yapmistir ve yapmaya devam etmektedir. Ayrica,
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Anadolu Universitesi Acikdgretim Fakiiltesine bagli Web Tasarim ve Kodlama
boliimiinden 2019 yilinda mezun olmustur. 2017 y1lindan bu yana blokzincir teknolojisini
yakindan ilgilenmis ve akademik caligmalar yaparak Ontology ve Internet Computer
Protocol gibi projelere katkilar saglamistir. Bu baglamda, arastirmact hesaplamali sosyal
bilimler ve blokzincir tabanli sistemlere ilgi duymaktadir. Arastirmaci tez konusu ile ilgili
akademik yayinlar1 ve bilimsel etkinliklere katilimi1 mevcuttur. Bunlardan bazilar1 tezin
sonuna eklenen 6zge¢miste verilmistir.

Arastirmac1 doktora tezi kapsammda TUBITAK 2214/A Yurtdis1 Doktora Sirast
Arastirma Bursu ile Nisan 2021 — Ocak 2022 aylar1 arasinda 10 ay boyunca Amerika
Birlesik Devletleri’nde bulunan Purdue Universitesi’nde tez caligmalari kapsaminda
ziyaretci arastirmaci olarak calismistir. TUBITAK tarafindan verilen burs destek yazist
EK-5’te verilmistir. Yine tez kapsaminda, Haziran 2021°de TUBITAK 1512 Egitim
Ciizdani: Blokzincir Tabanli Uzaktan Egitim (oziimleri baslikli proje destegi ile Asystee

Egitim, Yazilim ve Danigmanlik Limited Sirketini (https://asystee.com) Anadolu
Universitesi Teknoparkinda kurmustur. 12 ay siireli projenin basarili bir bigimde
sonlandirildigina dair TUBITAK yazis1 EK-6’da verilmistir. Sirket arastirma gelistirme
ve iirlin gelistirme calismalarina ilgili alanlarda devam etmektedir. Ayrica, arastirmaci

hakkinda ayrintili bilgiye kisisel web sitesi https://hakanyildirim.com adresinden

erigilebilmektedir. Bu tez ¢aligmasmin egitimde blokzincir teknolojisinin uygulama
alanlarim belirleme konusunda iilkemize AR&GE, UR&GE ve teknoloji transferinin
saglanmasini bakimimdan onemli katkilar saglayacagi diisiiniilmektedir. Bunlara ek
olarak, arastirmaci tez konusu ile dogrudan ilgili uluslararasi ¢aligma gruplarina (W3C
VC-EDU vb.) katilim saglamis ve Medium, LinkedIn gibi sosyal medya aglarinda bu

alanda calisan kisilerle iletisim kurmaya c¢aligsmaktadir.

3.8. Arastirmanin Giiclii ve Sinirh Yonleri

Bu tez ¢alismasinin gii¢lii ve sinirli yonleri asagidaki gibi belirtilmistir:
e Bu calisma tezin konusu, amaci, alt amaglari, kuramsal temeli, yontemi,
stiresi ve katilimcilar ile sinirlidir.
e Arastirmada tezin konusu ile ilgili yapilan SWOT analizinden, yari
yapilandirilmis  goriigmelerden, arastirmaci  giinliiklerinden, sistem
kullanicilarindan ve alan uzmanlarindan elde edilen nitel veriler

kullanilmaigtir.
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Arastirmanin katilimcilart amagl 6rnekleme ve kar topu yontemleri ile
secilmistir.

Arastirma kapsaminda yurt diginda bir liniversiteye ziyaret¢i arastirmact
olarak gidilerek alan uzmanlar ile goriigme firsat1 yakalanmistir.
Arastirma kapsaminda uygulama gelistirme boyutuna gegilerek deneyimler
elde edilmis ve calismada paylasilmistir.

Arastirma boyunca arastirmayla ilgili 3 farkli proje basvurusu yapilmis
(TUBITAK 2214-A, TUBITAK 1512, TUBITAK 2551), 2 proje 6nerisi
kabul edilmis ve ¢aligma bu baglamlarda yiiriitiilmiistiir.

Arastirma sliresi boyunca hakemli siireclere dahil olunmus ve denetci
uzmanlar tarafindan siire¢ boyunca kontrol edilerek izlenmistir.
Gelistirilen uygulama kavram kanit1 boyutunda kalmistir.

Arastirmaci ¢alismanin her agamasinda aktif rol almistir.

Arastirma hem uygulama hem teorik boyutta ilerlediginden elde edilen

sonuglarin alana katki saglayacag: diistiniilmektedir.
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4. BULGULAR VE YORUM

Bu calismanin temel amaci, AUO alaninda blokzincir teknolojisi destekli
stirdiiriilebilir bir egitim clizdan1 uygulamasinin gelistirilmesidir. Bu amag dogrultusunda
aragtirma kapsaminda SWOT analizi, alan uzmanlar1 ile yapilan goriismeler, gelistirilen
uygulamaya yonelik son kullanici ile yapilan goriismeler ve arastirmact giinliigii veri
toplama araglarindan elde edilen bulgular ve yorumlar verilmistir. Ayrica, bu alanda

aragtirma Oncelikleri ve ihtiyaglarina yonelik yorumlara da yer verilmistir.

4.1. SWOT Analizi Bulgular: ve Yorumlar

Blokzincir ve AUO alan uzmanlarma egitimde blokzincir kullaniminin giiglii,
sinirli yonleri, firsatlar ve tehditlerin neler olduguna yonelik ac¢ik uglu bir anket
yapilmigstir.

Giiclii ve stnirly yonler

Uzmanlarin verdigi cevaplarda tekrarlanan ve bu baglamda ¢ikarilan temalar tablo
4.1.’de verilmistir.

Tablo 4.1. Blokzincirin egitimde kullanimina yonelik giiclii ve sinirli yonler

Giiclii Yonler Sinirh Yonler

Seffaflik Olgeklenebilirlik

Erisilebilirlik Entegrasyon zorluklari

Anonim olabilme Yeterince bilinmemesi

Dagitik sistemin giicii Kullanim senaryolariin yaygin olmamast
Merkeziyetsizlik Anonim kullanicilar

Yiiksek kullanilabilirlik siiresi (uptime) Performans sorunlari
Izlenebilirlik Veri mahremiyeti sorunlari

Kurcalanamazlik (tamper-proof) Gizlilik

Alan uzmanlarinin verdigi cevaplarda asagidaki su giiclii yonler de vurgulanmistir:
o  “Verinin ileri ya da geriye dogru takip edilebilmesi”
e  “Giiven protokolii olarak kullanilabilmesi”
o “Taraflar arasinda giiven saglamast”™
o “Degistirilmeye direngli bir yapisinin olmast”

o  “Yetkisiz erisimi engelleme becerisi (tamper-proof)”
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Yerel baglamda degerlendirilen ve heniiz gelismemis sinirli olarak goriilen yonler
de soyle ifade edilmistir:
o “KVKK uyumlulugu”
o  “Blokzincir teknolojisinin kripto para kavrami ile karistirilmast”
o “Veriisletilme maliyetlerinin yiiksekligi”
o “Teknolojiye yonelik hazirbulunuslugun diisiik olmast”
o “Teknolojinin heniiz olgunluga ulagsmamis olmasi”

e  “Blokzincire eklenen bir kaydin kalici olarak degistirilemiyor olmasit”

Uzmanlarin verdigi yanitlarda dikkat ¢eken bir bagka nokta, blokzincire yazilan
verilerin degistirilemez olmasinin hem gii¢lii hem de sinirhi yonlerde degerlendirilmesi
olmustur. Bu madde ayrica kuram matrisinde ilgili boliime unutulma hakki olarak
islenmistir (Diri & Yal¢inkaya, 2022; Giigliitiirk, 2019). Buna benzer sekilde blokzincir
kavrami “giiven protokolii” olarak tanimlanirken veri mahremiyeti sorunu da yarattig
uzmanlar tarafindan ifade edilmistir. Yani, giivenlik kavrami da hem gii¢lii hem de zay1f
yon olarak algilanmaktadir. Alammary ve arkadaslar1 da (2019) yaptiklar1 alanyazin
caligmasinda blokzincir teknolojisinin egitimde kullanimda sagladig: giivenligi fayda ve

zorluk kategorisinde gdstermesi ¢alismadaki bu bulguyu desteklemektedir.

Firsat ve tehditler
Uzmanlarin verdigi yanitlarda tekrarlanan ve bu baglamda ¢ikarilan temalar tablo
4.2.°de verilmistir.

Tablo 4.2. Blokzincirin egitimde kullanimina yonelik firsatlar ve tehditler

Firsatlar Tehditler

e Kendine egemen kimlik e Sosyal belirsizlikler

e Yasam boyu 6grenmeyi e Teknik belirsizlikler
destekleme e Yasal belirsizlikler

e Onceki dgrenmelerin taninmast e Alan uzmanlarinin farkindaliginin

e Mikro yeterlilikler diistik olmasi

e Hizl ve kolay akreditasyon e Blokzincir alt yap1 sorunlari
stiregleri
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Alan uzmanlarinin verdigi cevaplara gore asagidaki su firsatlar da vurgulanmistir:

“Egitim sisteminde, biitiin aktorlerin giivenini kazanacak bir sistem elde
edilebilir.”

“Egitim stirecleri ve ¢iktilari, regiilasyonlara uygun bir sekilde,
izlenebilirlik ve denetlenebilirlik saglanarak kayit altina alinabilir.”
“Mikro krediler, nano-dereceler ve onceki ogrenilenlerin taninmasi
baglaminda gii¢lii ve giivenilir altyapr secenegi sunmast bir firsat olarak
degerlendirilebilir.”

“Gelecegin merkeziyetsiz diinyasini ticiincii parti dogrulayicilara ihtiyag
duymadan tasarlamaya olanak saglamasit™

“Seffaflig1 sayesinde adil bir egitim sistemi saglayacaktir.”

“Egitim kurumlarimin kendi siireglerini uygulayabilecegi bir gelistirme
ortami saglayabilir.”

“Diploma kimlik dogrulamas: veya ogrenmede kaydedilen ilerlemenin
degerlendirmesi, o6grenme faaliyetlerinin tasarlanmasit ve uygulamasi,
ogrencilerin 6grenme siire¢lerinde ilerlemesinin izlenmesi agisindan
ogrenme-ogretme faaliyetleri sundugu firsatlar sayiabilir.”

“Uluslararasilasan ogrenme ortamlart ve akreditasyon siiregleri agisindan

pek ¢ok firsat barimdirmaktadir.”

Buna karsin, alan uzmanlarimin verdigi cevaplara gore asagidaki su tehditler de

vurgulanmigtir:

“Teknolojinin merkeziyetsiz olusu yayilimi asamasinda devlet vb.
otoriteleri tehdit eder nitelikte goriilebilecektir.”

“Bilginin merkeziyetsizlesmesi ayni zamanda bilginin kontrolsiizlesmesi
demektir. Yanhs bilgi zamanla topluluk tarafindan benimsenmesi
durumunda zincirin kotiiye kullanimi saglanabilir.”

“Blokzincir teknolojinin dogru sekilde mevcut sistemlere entegre
edilememesi ile ilgili teknolojiye duyulan tehdit ve devam eden siireglerin

’

yvarida birakilmast’
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o “Yeni saldwr yiizeyleri (consensus saldwrilart gibi), gelecekte genelin terk
edecegi bir teknoloji kullanmak”
o  “Giivenlik tehditleri ve mevcut ogrenme sistemlerinde meydana getirecegi

koklii degisime karsi gosterilecek direng”

Blokzincir teknolojisinin egitimde kullanimina yonelik tehditler konusunda verilen
yanitlar incelendiginde, blokzincir aglarindaki gilivenlik tehditleri ve bu aglara
yapilabilecek saldirilar vurgulanmistir.

SWOT analizi sonucunda ¢alismanin kuramsal ¢ergevesine karar verilmistir. Alan
uzmanlarinin 6zellikle belirttikleri blokzincir teknolojisinin sosyal ve teknik boyutlar
nedeniyle sosyo-teknik kurama, AUO ortamlarinin bilesenleri baglaminda da e-6grenme

cergevesine ulasilmigtir.

4.2. Alan Uzmanlar ile Goriisme Bulgulari ve Yorumlar

Bu ¢alisma kapsaminda SWOT analizi agamasindan sonrasinda yurtdiginda gidilen
{iniversitenin akademik ag1 kullanilarak uluslararasi blokzincir ve AUO alan uzmanlarma
ulagilarak kuram cergevesinde belirlenen alanlarda yari yapilandirilmig goriismeler
yapilmistir. Yar1 yapilandirilmis goriismeler sonucunda elde edilen temalar ve bu

temalarla ilintili alt temalar tablo 4.3.’te verilmistir.

Tablo 4.3. Gériisme sorulari temalari ve alt temalar

Tema Alt Temalar

Uluslararasilagtirma Dogrulanabilir kimlik
E-6grenme standartlari

Olgeklenebilirlik ve performans

Birlikte Caligabilirlik ve Standartlar Blokzincir aglarinin siirdiiriilebilirligi ve
olgeklenebilirligi
Ogrenme yonetim sistemleri entegrasyonu

Akademik arastirma
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Tablo 4.3. Goriisme sorulari temalart ve alt temalar (Devam)

Tema Alt Temalar

Yonetisim ve Karar Alma Merkeziyetsiz otonom organizasyonlar
Kendine egemen kimlik
Dagitik ciizdan teknolojisi
Nitelikli fikri tapu

Nitelikli Egitim Stirdiiriilebilirlik
Firsat esitligi
Adaptif 6grenme

Sosyal ve Kiiltiirel Etki Giliven
Seffaflig1 tesvik etme
Esitlik ve kapsayicilik

Dijital ugurum

Veri Gizliligi ve Giivenligi Kisisel verilerin anonimligi
Kimlik yonetimi
Yasal diizenlemeler

GDPR, KVKK vb.

Etik ve Yasal Cergeveler Veri gizliligi ve giivenligi
Mevcut sistemlerle uyumluluk
Veri YoOnetimi
Akilli S6zlesme Y Onetimi
Siber Giivenlik

Denetim

Maliyet Etkinligi ve Siirdiiriilebilirlik  Altyapr maliyetleri
Donanim ve yazilim maliyetleri
Gelistirme maliyetleri
Egitim maliyetleri
Bakim maliyetleri

[k yatirim maliyeti

108



Tablo 4.3. Goriisme sorulari temalart ve alt temalar (Devam)

Tema

Alt Temalar

Yasam Boyu Ogrenme ve Beceri

Gelistirme

Yetenek bazli ise alim
Yasam boyu 6grenme pasaportu
Onceki dgrenmelerin taninmasi

Mikro yeterlilikler

Is Birligi ve Ortakliklar

Akademik blokzincir aglari

Calisma gruplari

Pedagojik Yenilikler

Ogrenme analitikleri
Adaptif 6grenme
Kisisellestirilebilir 6grenme

Isbirlik¢i 6grenme

Kullanici Deneyimi ve Benimseme

UX/UI galigmalar1
Kullanilabilirlik
Erisilebilirlik
Ciizdan teknolojisi

Kullanici yetkilendirme

Kiiltiirel ve Baglamsal Faktorler

Yerel ve egitim sistemlerine 6zgii ¢aligmalar

Uzun vadeli etki ve sosyal doniisiim

Geleneksel Egitim Kurumlari

Uzerindeki Etkisi

Merkezi yonetimlerden gelen degisime olan
direng

Belirli ol¢iilerde biirokrasiyi asma

Uzmanlarla yapilan goriismeler siiresince gelismekte olan bir alan oldugu igin

blokzincir teknolojisinin egitimde kullanimi standartlar ve bu standartlara uyum

caligmalar1 gozlenmistir (Lemoie & Soares, 2020). Goriismelerde bir bagka odak noktasi

da aragtirma bosluklar1 ve dncelikleri tespit etmekti. Bu baslikta ortaya ¢ikan temalardan

yola ¢ikarak aragtirmanin son boliimiinde bireylere, kurumlara ve arastirmacilara yonelik

onerilerde bulunulmustur.

4.3. Arastirmaci Giinliigii Bulgular: ve Yorumlar

Arastirma sirasinda yurtdisi tiniversiteye katilma siirecini ve uygulama gelistirme

siireglerini takip edebilmek icin arastirmaci tarafindan dikkat ¢eken hususlar dijital bir
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giinliik ile tutulmustur. Bu giinliikler analizi sonucu tablo 4.4.’teki temalar ve yorumlar

ortaya ¢ikmuistir.

Tablo 4.4. Arastirmaci giinliikleri temalart

Tema Yorum
Dokiimantasyon Gelistirme ortamlar1 i¢in agiklayici rehberlere
duyulan ihtiyag

Topluluklar ve gelismeleri bu agidan 6nemli

Gelistiricilerin oniinde bir sinirlilik

Uluslararasilasma Dogrulanabilir kimlik standartlarinin
belirlenmesi

Ulusal ve uluslararasi standartlarin gelistirilmesi

Bircok farkli alt yap1 ve Mevcut durumda alanyazinda bahsedilen bir¢ok
platformun bulunmast farkli alt yap1 bulunmakta, bunlardan proje i¢in
en uygununa karar verebilmek sinirl1 bir yon,

yeterince platform testi ve uygulamasi eksikligi

Kullanic1 deneyimi ve ara yiiz Blokzincir teknolojileri UX/UI ¢aligmalar1
tasarimi artirilmali, clizdan teknolojisi
Brave Browser blokzincire entegre bir yapi,

firsatlar sunuyor

Akademik alt yap1 Arastirmacilara yol gosterebilecek acgik kaynak
yazilim alt yapilar1 ve topluluk eksikligi

Arastirmada hangi blokzincir aginin tercih edilecegi siklikla kafa karistiran bir konu
olmustur. Blokzincir aglarinin kendilerine gore gii¢lii ve siirli yonleri bulunmaktadir.
Bu agidan blokzincir tabanli egitim sistemleri genellikle Ethereum agini tercih
etmektedirler. Bunun en 6nemli nedenlerinden birinin yaygin gelistirici ag1 ve kolay
erigilebilir olmas1 oldugu diisiiniilmektedir. Alanyazinda bu bulguyu destekler nitelikte
caligmalar bulunmaktadir (Delgado-von-Eitzen vd., 2021, s. 14). Ag tercihi gelistirme
asamasinda bir projeyi bastan sona degistireceginden c¢aligmanin baslangicinda
belirlenmesi gereken onemli bir kriter olarak karsimiza ¢ikmaktadir. Gelistirme siireci
yakindan takip edilen EduCTX projesi alt yapt konusunda bu sorunu yasamistir (Holbl
vd., 2018; Turkanovic vd., 2018). Blokzincir tabanli sistemler yayginlagsmaya
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basladiginda kullanic1 deneyimi ve tasarimi lizerine gelecekte ¢aligmalar yapilabilir (Jang

& Han, 2022).

4.4. Son Kullanic1 Goriislerine Yonelik Bulgular ve Yorumlar

Calismanin son asamasinda, gelistirilen uygulama son kullanic1 tarafindan
kullanilabilirligi boyutunda test edilmistir. Ogrenenlerin sisteme bagli bir 6grenme
yonetim sistemi lizerinden elde ettigi rozetleri egitim cilizdani olarak adlandirilan sistem
aracilifiyla kisisel cilizdanlarina tagimalar1 istenmistir. Teknoloji ve blokzincir
okuryazarlig1 olan grup tarafindan belirlenen goérevler yerine getirilmesi istenmistir. Son

kullanicinin goriisleri dogrultusunda ¢ikarilan temalar tablo 4.5°te verilmistir.

Tablo 4.5. Son kullanici goriisleri temalart

Tema Yorum

Mevcut merkezi sistemler nedeniyle  Blokzincir teknolojisine yonlendirilen
olusan direng elestirilerden birisi "blokzincir sorun arayan
bir ¢oziimdiir” (Glomann vd., 2020) bunu

destekleyen tepkiler gézlenmistir.

Tarayict uzantilari Uygulamay1 deneyimleyen bazi kullanicilar
tarayiciya bir ciizdan kurmalar1 gerektigini

gordiiklerinde sasirdilar

Kullanilabilirlik Heniiz ara yiizler pratik ve kullanigl degil

Algilanan fayda Blokzincir kullanicilarin verilerine,
kimliklerine ve dijital varliklarina tamamen
sahip olma vaadinde bulunuyor ya peki
gercekten kendi verimizin sahibi olmak

istiyor muyuz?

Mevcut merkezi sistemlerde belirli Olgiilerde ¢oziilebilen sorunlar Ornegin
iilkemizde E-devlet iizerinden bir egitim belgesinin ya da sertifikanin goriintiilenmesi,
dogrulanabilmesi gibi siiregleri yeniden blokzincir teknolojisi ile tanimlandiginda haliyle
kullanicilar tarafindan anlasilmasi gii¢ olabiliyor. Bu nedenle boyle bir sisteme neden

ihtiya¢ oldugunun ya da olacaginin iyi aciklanmasi gerekmektedir.
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Blokzincir tabanli sistemlere kullanicilar1 gegirebilmek i¢in onlara net bir bigimde
sisteme kars1 motivasyon vermek gerekliligi ortaya ¢ikmaktadir. Bu nedenle sistemlerin
kullaniciya sagladigi aktif fayda iyi anlatilip kolay kesfedilebilir ve kolay erisilebilir
olmas1 gerekmektedir. Ayrica, blokzincir sistemlerinde ciizdana erisim i¢in gerekli olan
erisim kelimeleri (seed phrase) kayboldugunda yeniden ciizdana geri doniilemeyecegi de
aciklanmalidir. Merkezi sistemlerdeki “sifremi unuttum” gibi bir se¢enek blokzincir
sistemlerinde bulunmamaktadir.

Uygulama siirecinde olusan bir bagka gozlem, Grech ve arkadaglarinin (2021)
blokzincirin egitimde kullanimmi konusunda merkezi otoritelerin direnci olarak
nitelendirildigi ve bunu destekler nitelikte caligmamizda uzman goriigmelerinde de
benzer ifadelerle karsilagilmistir. Ancak, aslinda yalnizca merkezi otorite tarafindan degil
son kullanic1 gdziinden de bir bakis acist sunma sansi yakaladigimiz testlerde, son

kullanicinin da teknolojiyi anlamlandirma konusunda zorluk ¢ektigi gdzlenmistir.
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5. SONUC VE ONERILER

Bu boéliimde, arastirma baglaminda ortaya ¢ikan bireysel, kurumsal ve toplumsal
ihtiyaglar g¢ercevesinde sonuglara ve bu sonucglar 1siginda bireylere, kurumlara ve

arastirmacilara yonelik onerilere yer verilmistir.

5.1.  Sonuglar

Blokzincirin egitimde kullanimiyla ilgili olarak, daha fazla aragtirma ve uygulama
yapildikca, yeni firsatlarin ve yeniliklerin ortaya ¢ikmasi beklenmektedir. Bu agidan
aragtirma sonucunda elde edilen bulgulardan bireysel, kurumsal ve toplumsal ihtiyaglar

cergevesinde sonuglar ¢ikarilmistir.

5.1.1. Bireysel ihtiyaclar ¢cercevesinde sonuclar

Blokzincir teknolojisinin egitim alaninda daha etkili ve giivenilir bir sekilde
kullanilmasini saglamak amaciyla gelecekteki caligmalara odaklanilmasi gerekliligi
ortaya ¢ikmistir. Bu baglamda bu ¢alismada 6ne ¢ikan 6nemli iki kullanim senaryolari:

o Sertifikalar ve akreditasyon
e Yasam boyu 6grenmeyi destekleme

Bu kullanim senaryolarinin disinda kalan diger alanlarda sayica az ¢alisma oldugu
dikkat cekmektedir. Blokzincir teknolojisi, yasam boyu 6grenme verilerinin glivenligini
saglama potansiyeline sahiptir diyebiliriz. Blokzincir teknolojisi dgrenenlerin kisisel
verileri, blokzincir iizerinde sifrelenmis bir sekilde depolanabilir ve degistirilemez
sekilde kaydedilebilir. Bu sayede, veri hirsizligi ve manipiilasyon riskini azaltarak
ogrenenlerin kigisel bilgilerinin korunmasina yardimci olabilmektedir. Oneriler
boliimiinde gelecekte yapilabilecek caligmalar ile ilgili yorumlar yapilmstir.

Bireyler acisindan blokzincir teknolojisinin egitimde kullanim1 6grenenlerin kisisel
verilerini istedikleri 6lgekte istedigi uygulamalarla paylasabilme 6zgiirligiinii sunuyor
olmasidir. Web3 olarak adlandirilan ve kullanictya kendi verisinin sahibi olmasina olanak
tantyan bu teknolojik gelismelerin egitimde kullanimi yasam boyu 6grenen bireyler i¢in

yeni firsatlar sunabilir.
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5.1.2. Kurumsal ihtiyaclar ¢ercevesinde sonuclar

Kurumsal ihtiyaglar ¢ercevesinde blokzincir teknolojisi belgelerin giivenligini ve
giivenilirligini saglayabilir, kurumlarin kendi arsiv sistemlerini kurmalarma yardimeci
olabilir. Blokzincir tabanl sistemler acik ve izinsiz bir aga kaydedildiginde, ¢evreci ve
stirdiiriilebilir bir ekosistem haline gelebilmektedir. Buna ek olarak, aracilarin ortadan
kalkmas1 ve siireglerin otomatiklesmesi nedeniyle maliyetleri diistirebilir ve is siire¢lerini
daha verimli hale getirebilir.

Blokzincir tabanlt sistemler egitim kurumlarinda otonom sekilde kurgulandiginda
biirokrasiden kaynakli zaman kayiplari1 en aza indirebilirler. Akilli sozlesmeler,
kurumsal siirecleri otomatiklestirme ve giivenli bir sekilde yiiriitme imkéan1 saglayabilir.
Bu sayede islemlerin daha hizli ve verimli bir sekilde gerceklestirilmesini ve insan
hatalarinin azalmasini saglayabilmektedir. Her kurumun ihtiyaglar1 birbirinden farkli
olabileceginden, blokzincirin olas1 potansiyel etkileri ve sonucglari kurum o6zelinde

degerlendirilerek tartigilmalidir.

5.1.3. Toplumsal ihtiyac¢lar cercevesinde sonuglar

Blokzincir teknolojisi bir gliven mekanizmasi olarak tanimlandiginda bu
dogrultuda, seffaflik ve hesap verebilirlik noktalarinda toplumsal ihtiyaglara yonelik
olumlu sonuglar dogurabilmektedir. Bireysel ve kurumsal ihtiyaclarda oldugu gibi
toplumun ilgili taraflar1, blokzincir iizerinde gerceklesen islemleri izleyebilir ve kayitlarin
giivenligini ve dogrulugunu saglayarak giiven olusturabilir.

Alanyazin boliimiinde bahsini ettigimiz dogrulanabilir kimlik protokolii gelisip
yayginlagmaya bagladiginda blokzincir teknolojisi, bireylerin dijital kimliklerini giivenli
bir sekilde yonetmelerine olanak taniyabilir. Pandemi siirecinde as1 pasaportu gibi pilot
uygulamalarina taniklik ettigimiz blokzincir tabanli sistemler bu yonleriyle gelecekte

toplumsal ihtiyaclara cevap verebilir.

5.2.  Oneriler

Bu tez caligmasi yiiriitiiliirken karsilasilan sorunlardan birinin yabanci kavramlari
Tiirk¢eye ¢evirme oldugu sdylenebilir. Ozellikle alanyazinda bazi kavramlar i¢in birden
fazla farkli ¢evirinin yer aldig1 gézlenmistir. Dilde ortaklik saglayamamanin kavramlari

tanimlamak ve tlizerine ¢alismak adina olumsuz etkiler dogurabilecegi diisiiniilmektedir.
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Bu nedenle, kavramlarin Tiirk¢elestirmesine yonelik calismalar yapilmasinin 6nemli
oldugu diisliniilmektedir.

Egitimde blokzincir teknolojisi ile ilgili mevcut tarama ¢aligmalar ilgili boliimde
sunulmustur. Bu ¢aligmalara teknik ve sosyal boyutta derinlemesine yenilerinin
eklenmesi faydali olacag: diisiiniilmektedir. Alanyazindaki mevcut ¢alismalar daha ¢ok
blokzincir teknolojisinin potansiyeline yonelik ¢alismalar oldugu gézlenmistir. Bunlara
ek olarak calisma aglarinin birlikte gelistirdigi uygulamalar, testler, pilot caligmalar alana
genislik kazandirabilir. Kavram kanit1 caligmalari karsilastiran gii¢lii ve sinirl yonlerini
tespit eden alanyazin taramasi ¢aligmalar1 degerli olabilir.

Blokzincir teknolojisinin egitimde kullanimina yonelik olarak etik boyut detaylica
tartisilmalidir. Blokzincirde kaydedilen verilerin silinemez oldugu diisiiniildiiglinde,
bireylerin internette unutulma haklarin1 korumalarina yonelik ¢alismalar yapilmali ve
blokzincire yazilan verilerin kigisel verileri agiga ¢ikaracak sekilde olmamasina 6zen
gosterilmelidir. Blokzincirde mahremiyetin ve gizliligin saglanmasin1 amaglayan cesitli
teknolojiler ve protokoller bulunmaktadir. Bu teknolojiler arasinda gizli islemler (zk-
SNARKSs ve zk-STARKS), gizli hesaplar, gizli islem katmanlar1 ve gizli blokzincir aglari
(Hyperledger Fabric, Ethereum Enterprise) gibi c¢oziimler bulunur. Bu teknolojiler,
blokzincirin seffaflik avantajini korurken, kullanicilarin mahremiyetini saglamak i¢in
kriptografik yontemler kullanmaktadir. Bu baglamda, blokzincirin egitimde kullanimina
yonelik etik sorunlara odaklanan ¢alismalar 6nemli olabilir.

Blokzincir agina veri eklemek agin yogunluguna gore maliyetli olabilmektedir. Bu
maliyetleri en aza indirmek i¢in EBSI, AWS, Hyperledger gibi merkezi blokzincir
yapilart onerilmektedir. Ancak bu tiir sistemler de daha kontrolcii ve merkezi olacaklari
icin agik degildirler. Bu nedenle olusturulan uygulamalar kavram kaniti boyutunda
kalmaktadir. Kavram kaniti, Teknoloji Hazirlik Seviyesinde (Sekil 5.1.) gosterildigi gibi
bir uygulamanin erken donem kullanilabilirligine yonelik prototipe yakin olan asamay1
gostermek icin kullanilmaktadir (Arnouts vd., 2022; EU Commission, 2014). Bu tiir
uygulamalarin daha genis kitlelerce denenerek market tirlinii haline gelebilmesi i¢in daha

genis ve kapsamli teknik ¢aligmalara ihtiya¢ oldugu sdylenebilir.

115



MARKET
INTRODUCTION

SYSTEM READY
for full scale
SYSTEM deployment
INCORPORATED
INTEGRATED in commercial
PILOT SYSTEM design
PROTOTYPE  pEMONSTRATED
SYSTEM

LABORATORY  yepicren
TESTING

LA?S:[?;gnv of integrated

CRITICAL of prototype systom

FUNCTION component or

APPLIED Proof of concept procaess

RESEARCH established

BASIC

RESEARCH Tachnology
concept and/or

Basic principles application
are observed formulated
and reported

Sekil 5.1. Teknoloji hazirlik seviyesi

Bu tez calismasinda yukaridaki Onerilere ek olarak, bireylere, kurumlara ve

arastirmacilara da asagidaki 6neriler sunulmaktadir.

5.2.1. Bireylere yonelik oneriler

Blokzincir teknolojisi anlamasi gii¢ bir teknoloji olarak karsimiza ¢ikmaktadir, bu
zorluga mevcut sistemlerdeki karmasik ara yiizler eklendiginde sistem kullanicilart
zorluklar yasamaktadir. Bu nedenle, daha kullanici dostu ara yiizler tasarlanmalidir.

Blokzincir teknolojisini yalnizca kripto paralardan ibaret gormemek ve diger
kullanim alanlarinin da kesfedilmesi 6nem tasimaktadir. Bu baglamda bireyler blokzincir
okuryazarligini artirmaya yonelik gayret gostererek teknolojiyi daha iyi anlayabilirler.
Yine bu alandaki son geligsmeleri ve trendleri yakindan takip edebilirler. Dijital ve
blokzincir teknolojisi okuryazarliginin artmasi, bireylere verilerini kimlerle ve ne dlciide
paylasacagi 6zglirliigiinii getirecektir. Bunun yani sira, bireylerin kétii amagli yazilim ya
da sistemlere kars1 da korunakli hale gelmesi i¢in de ¢alismalar yiiriitiilmelidir. Burada
yine kigisel verilerin korunumu ve sifir bilgi ispat1 gibi konularin tartigilmasi1 6nemlidir.

Bireylerin yasamlar1 boyunca cesitli kaynaklardan elde ettikleri O0grenme
kayitlarina erismelerini ve bunlar1 kendi kontrollerinde istedigi 6l¢iide paylasabilmesini
saglama potansiyeli olan blokzincir teknolojisi, yasam boyu 6grenme siireclerini 6nemli
Olciide destekleyebilir. Bunu yapabilmek i¢in bireylerin egitim alaninda blokzincir
destekli projeleri veya topluluklariyla etkilesime gegmesi, goriislerinizi paylagmasi
onemlidir. Bu sayede, bireyler egitimde blokzincir teknolojisinin kullaniminda gelecegini

sekillendirmeye, degerli topluluklar ve baglantilar olusturmaya yardimci olabilirler.
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Merkeziyetsiz otonom organizasyon bagliginda bahsettigimiz Ed3DAO buna giizel bir

ornektir diyebiliriz.

5.2.2. Kurumlara yonelik oneriler

Yerel boyutta iilkemizde egitimde blokzincirin kullaniminda rol alabilecek YOK,
MEB, MYK, YOKAK gibi politika yapici kurumlara ve ayrica kiiresel boyutta diger tiim
paydas olabilecek kurumlara agagidaki onerilerde bulunulmaktadir:

Farkindalik ve Egitim: Blokzincir teknolojisinin potansiyelini ve egitimdeki
kullanim alanlarin1 anlamak i¢in politika yapicilarin bilinglenmesi ve bilinglendirmesi
onemlidir diyebiliriz. Politika yapicilar, blokzincirin sagladigi avantajlari, mevcut
uygulama orneklerini ve ilgili politika yonergelerini arastirmali ve bu konuda egitim
almig uzmanlardan bilgi edinmelidir.

e Yiiksekogretim  kurumlart  miifredatlarina  blokzincir  teknolojisi
okuryazarligin1 artirabilmeye yonelik dersler ekleyebilir. Bu baglamda
MIT, Cornell gibi diinyanin o6nde gelen {niversiteleri blokzincir
teknolojisini ders kataloglarina eklemistir.

e Yiiksekogretim kurumlarinda blokzincir boliimleri agilabilir ve blokzincir
aragtirma merkezleri, 6grenci kuliiplerinin sayilarmin artirilmasi tesvik
edilebilir.

e K12 egitiminde ders kitaplarina ve materyallerine blokzincir teknolojisine
yonelik farkindaligin artirilmasi amagli igerikler eklenebilir.

e Blokzincir hakkinda farkindaligi artirmaya yonelik sosyal medya
kanallarindan yaymlar yapilabilir. Buna 6rnek olarak Cumhurbagkanligi
Dijital Doniisiim Ofisi gosterilebilir.

e MYK’nin blokzincir programcisi, analisti gibi meslek tanimlarin1 yiirtirliige
koymast olumludur diyebiliriz. Bu yetkinlikleri veren kurumlarin
sayilarinin artirilmasi tesvik edilebilir.

e Acik ve uzaktan 6grenme alaninda faaliyet gosteren egitim kurumlari
birlikleri (EADTU, ICDE vb.) blokzincir altyapist ¢caligsmalarini tartisarak
coziimler gelistirebilir ve is birlikleri kurabilirler.

Is birligi ve ortaklik: Egitimde blokzincir teknolojisinin etkin kullanim igin politika
yapicilar, egitim kurumlari, teknoloji sirketleri, uzmanlar ve diger paydaslar arasinda is

birligi ve ortaklik saglamalidir. Ortak projeler, pilot uygulamalar ve deneme ¢aligmalari
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yoluyla blokzincir teknolojisinin etkisini degerlendirmek ve iyilestirmek i¢in birlikte

caligilmalidir.

TUBITAK BILGEM Blokzincir Arastirmalart Merkezi kamu ve o6zel
kurumlarla is birligi ve ortaklik yiiriitmektedir.

Tiirkiye Bilisim vakfi inisiyatifi olan Blockchain Tiirkiye Platformu yine bu
alanda oncii caligmalar yiiriitmektedir.

Bankalararas1 Kart Merkezi raporlar ve yayimlar yapmaktadir.

GUnet — Greek Universities Network (https://www.gunet.gr/en/) drneginde
oldugu gibi ULAKBIM gibi ulusal arastirma aglar1 blokzincir tabanli

altyapi ¢alismalar1 yiiriitebilir.

Yasal ve Diizenleyici Cergeve: Politika yapicilar, blokzincir teknolojisinin

kullanimuyla ilgili yasal ve diizenleyici ¢erceveyi belirlemelidir. Veri gizliligi, glivenlik,

sertifika dogrulama, veri saklama siireleri gibi konular1 diizenleyen politikalarin

olusturulmasi ve giincellenmesi 6nemlidir. Ayn1 zamanda, blokzincirin kullanimryla ilgili

yasal sorumluluklar ve haklar da agik¢a tanimlanmalidir.

Yiiksekogretimde kredi transferi, ders sayilmasi gibi konularda yasal
cergeveler blokzincir tabanli egitim sistemleri ile miimkiin olabilir.
Akreditasyon siiregleri ve kurumlarin belge kayit arsiv sistemleri blokzincir
tabanli hale getirilebilir. Bu sayede, belgelerin gegerliliginin kanitlanmasi
ve giivenilirliginin saglanmas1 merkeziyetsiz olarak yapilandirilabilir.
Blokzincir alaninda faaliyet gosteren sivil toplum kuruluslart tesvik
edilebilir. Buna istanbul Blockchain Women 6rnek gosterebilir.

Nitelikli fikri tapu, merkezi olmayan otonom organizasyonlar gibi
alanyazinda bahsedilen ve heniiz tam olarak kesfedilmemis kavramlarin

egitimde kullanimina y6nelik politikalar gelistirilebilir.

Altyapr ve Teknoloji Destegi: Egitimde blokzincir teknolojisinin kullanimi igin

uygun altyap1 ve teknoloji destegi saglanmalidir. Politika yapicilar, egitim kurumlarina

blokzincir teknolojisini benimsemeleri i¢in gerekli teknik altyapi, kaynaklar ve teknik

destek saglamalidir. Bu sayede, egitim kurumlarinin blokzincir tabanli uygulamalari

basariyla uygulayabilmesini saglanabilir.

TUBITAK BILGEM Blokzincir Arastirmalar1 Merkezinin dnciiliigiinde
{iniversitelerin bir blokzincir ag1 kurmalarmna yonelik baslatilan BAG

(Blokzincir Ag1) https://bag.org.tr alanyazin boéliimiinde bahsettigimiz
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EBSI alt yapisina benzer niteliktedir. Bu tiir ¢alismalarin blokzincir tabanl
kurumsal sistemlerin gelistirilmesine katki saglayacagi ve desteklenmesi
gerektigi diigiiniilmektedir.

e Yiiksekdgretim kurumlari igin ULAKBIM altyap: ve teknolojik destek ile
ilgili caligmalar yiiriitebilir.

Standartlar ve Birlikte Calisilabilirlik: Politika yapicilar, egitimde blokzincir
teknolojisinin kullanim1 i¢in standartlar ve birlikte caligilabilirlik konularmi tesvik
etmelidir. Standartlar, veri formatlari, kimlik dogrulama protokolleri, sertifika sablonlar1
gibi alanlarda belirlenmeli, ulusal ve uluslararasi standartlar incelenmeli ve ayrica
uygulamalarin birbirleriyle etkilesimini kolaylastiracak sekilde diizenlenmelidir. Bu,
farkli sistemlerin uyumlu ¢aligmasini saglar ve veri paylasimini kolaylastirmaktadir.

e Topluluklar basliginda tartisilan ve bazi iilkelerin ulusal ya da uluslararasi
standart gelistirme cabalar1 olduguna dikkat c¢ekilmisti. Buna benzer
caligmalarin lilkemizde de yiiriitiilmesine yonelik topluluklar ve ¢alisma
gruplar1 olusturulabilir.

Egitim Politikalarinmin Gozden Gegirilmesi: Blokzincir teknolojisinin kullanimiyla
birlikte egitim politikalarinin gézden gecirilmesi gerekebilir. Politika yapicilar,
blokzincir tabanli egitim uygulamalarinin mevcut egitim politikalariyla uyumlu olmasin
saglamali ve gerektiginde politikalar1 giincellemelidir.

Yukaridaki oneriler, politika yapicilarin blokzincir teknolojisinin egitimde
kullanimini desteklemek ve etkin bir sekilde yonlendirmek icin dikkate almalar1 gereken
baz1 noktalar1 icermektedir. Ancak, politikalar her iilkenin egitim sistemi ve yapisi farkl
oldugundan, bu oneriler yerel/kiiltiirel kosullara ve ihtiyaclara gore uyarlanarak

gelistirilmelidir.

5.2.3. Arastirmacilara yonelik oneriler

Bu tez ¢alismasinin amaglarindan biri, alan uzmanlarinin goriiglerin dogrultusunda
blokzincir teknolojisinin AUO alaninda arastirma &nceliklerinin ve gereksinimlerinin
belirlenmesidir. Bu baglamda tez 6nerisi sunumunda ve ilk 5 tez izleme komitesinde bu
baglamda caligmalara odaklanilmistir. Arastirma sonunda blokzincirin egitimde
kullanimina yonelik arastirma gereksinimleri oldugu goézlenmistir. Bu acidan hem
blokzincir alanini ilgilendiren hem de blokzincir teknolojisinin egitimde kullanimina

yonelik teknik ¢aligmalarin arastirilmasinin 6nemi ortaya ¢ikmaktadir. Buna ek olarak,
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egitim bilimleri boyutunda teknopedagojik yaklagimlarin 6nemi ortadadir. Nispeten yeni
bir alan oldugundan bir¢ok kesfe acik olan blokzincir teknolojisinin egitimde kullanimi
arastirmacilar i¢in de firsatlar sunmaktadir. Bu baglamda arastirmacilara yonelik su
basliklar altinda 6nerilerde bulunulabilir:

Kullanici Deneyimi ve Benimseme: Kullanict deneyimi, bir teknolojinin genis
kitlelerce basarili bir sekilde benimsenmesinde énemli roller oynamaktadir. Blokzincir
tabanl egitim sistemleriyle ilgili kullanici perspektiflerini, beklentilerini ve zorluklarini
anlamak icin arastirmalara ihtiyag oldugu sOylenebilir. Bu nedenle, teknolojiyi
benimsenmeyi ve kullanimi kolaylastirmak i¢in kullanici dostu ara yiizlerin, sezgisel
tasarimim ve mevcut sistemlere ig akislariyla sorunsuz entegrasyonun arastirilmasi
gerekmektedir. Dagitik ciizdan teknolojisi heniliz genis kitleler tarafindan
deneyimlenmedigi i¢in bu alanda yapilan arastirmalar gelecekte onemli bulgular ve
sonuglar ortaya ¢ikarabilir.

Etki Degerlendirme ve Benimseme Caligsmalari: Blokzincir teknolojisinin egitim
ciktilari, 6grenen katilimi, idari siire¢ler ve kurumsal uygulamalar {izerindeki gercek
etkisini degerlendirmek i¢in daha fazla aragtirmaya ihtiya¢ oldugu diisiiniilmektedir. Bu
calisma sonunda, farkli Ogretim ortamlar1 c¢ergevesinde blokzincirin etkililigini,
verimliligini ve genel deger Onerisini degerlendirmek i¢in ampirik ¢alismalar, vaka
analizleri ve benimseme ¢alismalari yiirlitmek 6nerilmektedir.

Sosyal Déniisiim ve Kiiltiirel Etki: Blokzincir teknolojisinin egitimdeki daha genis
sosyal ve kiiltiirel etkisini anlamak i¢in arastirmalara ihtiya¢ bulunmaktadir. Bu konuya,
egitim ekosisteminde giiveni artirma, isgiicli gelisimi, seffaflig1 tesvik etme ve 6grenme
topluluklarini gliglendirme konularinin aragtirilmasi da dahildir.

Uluslararasilasma ve Hareketlilik: Blokzincir teknolojisi egitim belgelerinin ulusal
ve uluslararasi sinirlar arasinda taninmasini ve aktarilmasini nasil kolaylastirabilecegini
kesfetmek i¢in arastirmaya ihtiya¢ vardir. Bu, blokzincirin kimlik degerlendirme
stireclerini  kolaylastirmadaki, egitim hareketliligini tesvik etmedeki ve egitimde
uluslararast is birliklerini desteklemedeki roliinii arastirmayi igerir.

Is birligi ve Ortakliklar: Egitimde blokzincir teknolojisinin kullanimi inovasyonu
ve ortak 6grenmeyi tesvik etmek i¢in egitim kurumlari, teknoloji saglayicilari, politika
yapicilar ve diger paydaslar arasindaki is birligi modellerini ve ortakliklar kesfetmek i¢in
aragtirmalara ihtiyac oldugu sdylenebilir. Bu alanda yeni projelere, akademik yayinlara,

caligma gruplarina ve organizasyonlara ihtiya¢ oldugu sdylenebilir. Ancak bu sayede, is
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birligi, bilgi paylasimi ve kolektif problem ¢6zme i¢in etkili stratejiler belirlenebilecektir.
Calismanin alanyazin bdliimiinde bahsedilen topluluklara yenilerinin eklenmesi, kiiresel
ve yerel topluluklarin kiiltiirel ve temsil ettikleri bolgeye ait farkliliklar1 yeni alanlar ve
caligsma konularinin kesfedilmesini saglayacaktir.

Etik ve Yasal Hususlar: Egitimde blokzincir kullanimi, egitim kayitlarinin
miilkiyeti, veri paylasimi i¢in izin ve veri koruma diizenlemelerine uyum gibi etik ve
yasal hususlar1 giindeme getirmektedir. Ilgili tiim paydaslarin haklarini ve korunmasini
saglayarak egitimde blokzincir teknolojisinin kullanimini yoneten etik sonuclar1 ve yasal
cerceveleri kesfetmek i¢in aragtirmaya ihtiya¢ oldugu soylenebilir.

Maliyet ve Kaynak Optimizasyonu: Geleneksel sistemlere kiyasla blokzincir tabanl
egitim sistemlerinin uygulanmasinin maliyet boyutunun degerlendirmek i¢in arastirmaya
ihtiyag oldugu soylenebilir. Hem kurulum hem de isletme maliyeti olarak
degerlendirilerek siiregte fayda/zarar analizi yapilabilir. Blokzincirin verimlilik ve
maliyet tasarrufu saglayabilecegi alanlar1 belirlemek i¢in altyapi gereksinimlerini, islem
maliyetlerini, enerji tiiketimini ve kaynak tahsisini analiz etmek gerekmektedir.

Uzun Vadeli Siirdiiriilebilirlik ve Bakim: Blokzincir tabanli egitim sistemleri, uzun
vadeli siirdiiriilebilirliklerini saglamak i¢in siirekli bakim, gilincelleme ve yonetisim
gerektirecektir. Sistem bakimi, yilikseltmeler ve blokzincir tabanli egitim platformlarinin
stirekli gelisimini ve isleyisini desteklemek i¢in kendi kendini idame ettiren topluluklarin
veya kuruluglarin kurulmasina yonelik stratejileri kesfetmek i¢in arastirmaya ihtiyag
vardir. Nitelikli fikri tapu, merkezi olmayan otonom organizasyonlar gibi alanyazinda
bahsedilen ve egitimde kullanimina yonelik heniiz az kesfedilmemis kavramlarin
aragtirtlmasi yapilabilir.

Standartlar ve Birlikte Caligabilirlik: Standartlarin ve birlikte c¢alisabilirlik
cergevelerinin gelistirilmesi, blokzincir tabanli egitim sistemlerinin mevcut egitim
altyapisi ve platformlariyla sorunsuz entegrasyonu icin gereklidir. Farkli blokzincir aglari
ve egitim paydaslar1 arasinda birlikte caligabilirligi ve veri aligverigini miimkiin kilan
ortak veri formatlarini, protokolleri ve birlikte ¢alisabilirlik mekanizmalarini tanimlamak
icin daha fazla arastirmaya ihtiya¢ oldugu sdylenebilir.

Yasam Boyu Ogrenme ve Beceri Gelistirme: Yasam boyu 6grenme pasaportu olarak
addedilen blokzincir teknolojisinin yasam boyu 6grenmeyi ve siirekli beceri gelisimini

nasil destekleyebilecegini incelemek i¢in arastirmalara ihtiya¢ vardir denilebilir. Burada
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mikro yeterlilikler, dnceki 6grenmelerin taninmasi, yasam boyu 6grenme portfoyleri
kavramlar1 ¢ercevesinde yenilik¢i arastirmalar yiiriitiilebilir.

Teknopedagojik Cikarimlar: Blokzincir teknolojisinin egitime entegrasyonu,
pedagojik uygulamalar1 ve 6grenme ortamlarin1 doniistiirme potansiyeline sahip oldugu
sdylenebilir. Ogretim ve dgrenim ¢iktilari gelistirmek icin blokzincir teknolojisinden
yararlanabilecek yenilik¢i 6gretim tasarimi yaklagimlarini, degerlendirme yontemlerini
ve 6grenme analitigi tekniklerini kesfetmek i¢in arastirmaya ihtiyag oldugu sdylenebilir.

Olgme ve Degerlendirme: Blokzincir tabanli egitim sistemleri i¢in uygun dlgme ve
degerlendirme yoOntemlerinin gelistirilmesi i¢in aragtirmaya ihtiya¢ vardir. Bu konuda
ogrenme ¢iktilarini, yetkinlik gelisimini ve blokzincirin egitim uygulamalar1 ve dgrenci
basaris1 tizerindeki etkisini degerlendirmek i¢in yeni yaklagimlarin arastirilmasini
kapsamaktadir. Blokzincirin egitimde kullanim1 her ne kadar dogrudan 6grenen-6gretici
arasinda yer almasa da gelecekte olusabilecek kullanim senaryolar1 ile ilgili de
aragtirmalar yapmakta fayda oldugu sdylenebilir.

Gelisen Teknolojilerle Entegrasyon: Yenilik¢i ve siiriikleyici egitim deneyimleri
yaratmak igin blokzincirin yapay zekd, Nesnelerin Interneti (IoT) ve artirilmis
gerceklik/sanal gerceklik (AR/VR) gibi diger gelismekte olan teknolojilerle
entegrasyonunu kesfetmek amaciyla aragtirmalara ihtiyag oldugu sdylenebilir. Metaverse
kavrami da bu teknolojiler i¢in kapsayici bir ¢erceve sunmaktadir.

Geleneksel Egitim Kurumlar: Uzerindeki Etkiler: Blokzincir teknolojisinin
yiiksekogretim kurumlar1 ve K-12 diizeyindeki okullar gibi geleneksel egitim kurumlari
iizerindeki potansiyel etkilerini anlamak i¢in aragtirmalar yapilmalidir. Bu arastirmalarin
basinda, organizasyon yapilari, miifredat tasarimi, akreditasyon siiregleri ve egitim
kurumlarinin merkezi olmayan, 6grenen merkezli bir ortam haline donistiiriilmesinin
kurumlar {izerindeki etkileri gelmektedir. Mevcut sistemler doniisiirken yasanan ve
yasanabilecek direng de farkli ¢caligmalarin konusu olabilir.

Gizlilik ve Veri Koruma: Blokzincir teknolojisi seffaflik ve degismezlik saglarken,
gizlilik ve veri koruma agisindan da zorluklar yaratabilir. Blokzincirde depolanan egitim
verilerinin gizliligini ve giivenligini saglayabilecek gizlilik koruma teknikleri, onay
yonetimi mekanizmalari, veri sifreleme yoOntemleri, kullanici kimligi korumasi, veri
anonimlestirme teknikleri ve mevzuata uygunlugu konularinda daha fazla arasgtirmaya

ihtiya¢ oldugu sdylenebilir.
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Erisilebilirlik ve Kapsayicilik: Blokzincir teknolojisi, merkezi olmayan ve
erigilebilir bir altyap: saglama potansiyeli ile egitimde esitlik ve kapsayicilik konularini
mimkiin  kilabilir. ~ Blokzincirin ~ egitim  kaynaklarina esit erisimi  nasil
destekleyebilecegini, engelleri nasil azaltabilecegini ve yetersiz hizmet alan yerlerdeki
veya elverissiz topluluklardaki 6grenenler de dahil olmak iizere farkli ge¢mislere sahip
bireyler i¢in kapsayicilig1 nasil tesvik edebilecegini incelemek i¢in yeni aragtirmalar
yapilabilir. Bu baglamda blokzincir teknolojisi BM siirdiirtilebilir kalkinma amaclar
dahilinde nitelikli egitim ¢ergevesinde tartigilabilir.

Olgeklenebilirlik ve Performans: Blokzincir teknolojisi, biiyiik hacimli islemlerin
gercek zamanli olarak islenmesi s6z konusu oldugunda Slgeklenebilirlik ve performans
acisindan bu tezin yazildigi donemde hala zorluklarla karsilagsmaktadir. Egitim
baglaminda blokzincir sistemlerinin dlgeklenebilirligini ve performansini artirabilecek
teknik ¢oziimleri kesfetmek ve gelistirmek i¢in aragtirmalara gereksinim duyulmaktadir.
Bu teknik caligmalar optimizasyon tekniklerini, katman 2 ¢dziimlerini ve zincir dist
Ol¢eklendirme ¢oziimlerini de kapsamaktadir.

Giiven ve Itibar Sistemleri: Giiven protokolii olarak tanimlanan blokzincir
teknolojisi, egitimde giiven ve itibar sistemlerinin gelistirilmesini kolaylagtirarak
Ogrenenlerin ve egitim kurumlarinin kimlik bilgilerini ve basarilarini belirlemelerini ve
dogrulamalarini saglayabilir. Blokzincire kaydedilen egitim basarilarini etkili bir sekilde
degerlendirebilecek ve dogrulayabilecek giiven modellerini, itibar mekanizmalarin1 ve
algoritmalar1 tasarlamak ve degerlendirmek icin arastirmaya ihtiyag¢ oldugu sdylenebilir.

Bu bahsini ettigimiz arastirma ihtiyaglarinin ele alinmasi, egitimde blokzincir
teknolojisinin potansiyel faydalarinin, zorluklarimin ve etkili uygulama stratejilerinin
daha iyi anlagilmasina katkida bulunacaktir. Ayrica, saglam ve siirdiiriilebilir blokzincir
tabanli egitim sistemlerinin gelistirilmesinin Oniinii acacaktir. Bu sayede, egitimde
blokzincir alan1 daha kapsamli ve bilingli bir sekilde ilerleyebilir ve gercek diinyadaki
zorluklar1 ele alan ve Ogrenenlere, egitimcilere, egitim kurumlarina ve tiim diger

paydaslara anlamli faydalar saglayan pratik uygulamalara yol agabilir.
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EK-2. SWOT Analizi Sorular1
Anket adresi: https://forms.gle/kTKbmukKkuVapK5q7

Agqk ve Uzaktan Ogrenmede Blokzincir Teknolojisinin Arastirma
Onceliklerinin ve Thtiyaglarinin Belirlenmesi

Anadolu Universitesi Sosyal Bilimler Enstitiisii Uzaktan Egitim Anabilim Dali Doktora
programinda yiiriitiilmekte olan “Agk ve Uzaktan Ogrenmede Blokzincir
Teknolojisinin Aragtirma Onceliklerinin ve Iht1ya<;lar1n1n Belirlenmesi” baslikli doktora
tezi kapsaminda alan uzmanlarmin goriis ve deneyimlerinden yararlanmak istiyoruz.

Bu calismanin ilk asamasinda SWOT analizi kullanmay1 planliyoruz. Bu oturumlar
gerektiginde yiiz yiize ya da cevrimici goriismelerle desteklenebilecektir. Caligmaya
katihmda goniilliiliik esas olup katilimcilarin kimlikleri ve verecekleri tiim yanitlar gizli
kalacaktur.

Asagidaki formda arastirmanin ilk asamasi olan SWOT analizi sorular1 yer almaktadur.
Acik uglu sorulara dilediginiz gibi yanit verebilirsiniz, ayrica yanitlarinizi kaydederek
yeniden diizenleyebilirsiniz. Aragtirmaya iliskin tiim sorularimizi asagidaki iletigim
kanallarindan iletebilirsiniz.

Aragtirmaya sagladigimiz katkilardan dolay: tesekkiir eder, iyi calismalar dileriz.

Tletisim
Doktora Aday1 Hakan Yildirim

Tez Danigsmani Prof. Dr. Giilsiin Kurubacak

* Zorunlu soruyu belirtir
E-posta”*

‘ E-posta adresiniz ‘
Acik ve uzaktan 6grenme alaninda blokzincir teknolojisinin kullanim senaryolarini
degerlendirdiginizde; bu teknolojinin, giiglii yonleri, zayif yonleri, firsatlari ve tehditleri
nelerdir?

Asagida bulunan uzun yanit kutularina cevaplarinizi yazabilirsiniz.
Giiglii yonleri®

‘ Yanitiniz ‘
Zayif yonleri”

‘ Yanitiniz ‘
Firsatlar1”

‘ Yanitiniz ‘
Tehditleri”

‘ Yanitiniz ‘

Formu temizle




EK-3. Yar1 Yapilandirilmis Goriisme Sorulart

Greeting and introduction:
Good [Morning/Afternoon], dear expert/professor,

I am Hakan Yildirim, and I am currently pursuing my PhD in distance education
department at Anadolu University. I have been researching the intersection of blockchain
technology and education, specifically exploring the potential applications and
implications of blockchain in educational settings. I am truly honored to have the
opportunity to speak with you today as a renowned expert in the field of blockchain and
its impact on education.

As we delve into the interview, I am particularly interested in gaining insights from your
extensive knowledge and experience regarding the use of blockchain technology in
educational contexts. I believe that your expertise will provide valuable insights into the
potential benefits, challenges, and future prospects of integrating blockchain into
educational systems.

During our interview, I hope to gain a deeper understanding of the current landscape of
blockchain in education, the potential challenges and limitations it faces, and the future
directions it may take. I am particularly interested in exploring the practical applications
of blockchain in educational institutions, the role of decentralized systems in reshaping
traditional educational models, and the potential benefits and risks associated with the
adoption of blockchain technology in educational ecosystems.

Your valuable insights and expertise will undoubtedly contribute to the advancement of
knowledge in this field and help shape the future of blockchain in education. I greatly
appreciate your time and willingness to share your expertise with me today.

Once again, thank you for granting me this opportunity to interview you. I am excited to
engage in a thought-provoking and insightful conversation about the intersection of
blockchain and education. I am eager to learn from your vast experience and perspectives.

With that, I would like to begin the interview and invite you to share your valuable
insights and perspectives on the exciting possibilities that blockchain technology presents
for the field of education.

Thank you.
Questions:

e Do you believe in use of blockchain technology in education?
o Ifyes, in what ways? If no, why?
e What are the possible applications of blockchain technology in education?
e Why blockchain technology is important in education?
e What are the specific needs for blockchain technology in education?
e What are the needs for its implementation in education?



What are the current obstacles of using blockchain technology in
education?

When do you think this technology should/will be part of education
system?

How this technology will impact educational systems?

Which strategies should educators/universities should take if they use
blockchain technology?

What are the risks of using blockchain technology in education?

In what ways blockchain technology can change education systems?
What policies are needed for blockchain technology to be used widely?
What needs are there for adaptation of blockchain technology in schools?
For students and for educators as well as stakeholders?

What effects has blockchain technology has/will have on education
system?

What are the differences of using blockchain technology would bring in
existing education system?

What should be implemented for making blockchain technology to be
accepted widely in education?

What are the challenges of blockchain-based educational records systems?
What are social impacts of blockchain technology?



EK-4. Son kullanict gériisme sorulari

e Sistemin kullanilabilirligi nasildi? Kullanici ara yiizii kolay anlasilir
miyd1? Islemleri gergeklestirmek icin herhangi bir zorluk yasadiniz mi1?

e Sistemin giivenilirligi ve glivenligi nasildi? Kisisel verileriniz veya
islemlerinizin glivenligi konusunda endiseleriniz oldu mu?

e Sistemin performansi nasild1? Islemlerin hiz1 ve islem kapasitesi
beklentilerinizi karsiladi m1?

e Sistemin seffaflig1 ve izlenebilirligi nasil sagland1? Blokzincir tabanl
sistemdeki islemleri ve kayitlar izlemek ve dogrulamak konusunda
kolaylik yasadiniz m1?

e Sistemin maliyeti ve siirdiiriilebilirligi nasild1? Kullanim maliyeti ve
isletme maliyetleri beklediginiz seviyede miydi? Sistem gelecekte
stirdiiriilebilir olabilir mi?

¢ Sistemin kullanimi sonrasinda elde ettiginiz faydalar nelerdi? Blokzincir
teknolojisi kullanmanin size sagladig1 avantajlar nelerdi?

o Sistemin gelistirilebilecek yonleri nelerdir? Kullanict deneyimini artiracak
veya sistemin iglevselligini gelistirecek potansiyel iyilestirmeler var mi1?

e Sistemin genel olarak egitim alaninda kullanimina iligskin diislinceleriniz
nelerdir? Blokzincir teknolojisinin egitimde ne gibi potansiyelleri
oldugunu diisiiniiyorsunuz?
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TiBITAK Bilim insam Destek Programlari Bagkanhg
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Konu : Hakan
YILDIRIM(TCKN:
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Hakan YILDIRIM is awarded a grant by The Scientific and Technological Research
Council of Turkey (TUBITAK).

The fellow will recerve 9 months x USD in total and perform a research
at PURDUE UNIVERSITY, USA. The Scientific and Technological Research Council of Turkey
1s to be informed in case the fellow 1s supported financially by other institutions.

Travel expenses ( from residence to the research base and return ) will be covered by the
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P.S: This document 1s valid provided that the fellow starts the stated research until 17 September
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This document 1s not a permission letter for the fellow to go abroad. It 1s prepared as a proof of the
financial support of The Scientific and Technological Research Council.
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LY TURKIYE BILIMSEL VE TEKNOLOJIK ARASTIRMA KURUMU BASKANLIGI
TUBITAK Teknoloji ve Yenilik Destek Programlan Baskanhg:

Say1 : E-76851151-045.99-355454

2210250 Proje Numarah 1512 Progranm
Konu S
Projesi i¢in Tamamland1 Yazisi

ASYSTEE EGITIM YAZILIM VE DANISMANLIK LIMITED SIRKETI
SAYIN HAKAN YILDIRIM
YESILTEPE MAH. ISMET INONU-2 CAD. ANADOLU UNIVERSITESI YUNUSEMRE KAMPUSU ETGB
ANADOLU TEKNOPARKI NO:2/57 B12 26470 TEPEBASI ESKISEHIR

flgi  : 06.01.2023 tarihli yaz.

TUBITAK Teknoloji ve Yenilik Destek Programlan Baskanhg (TEYDEB) bunyesinde yuriitilen destek
programlarina, 14.02.2021 tarihinde basvurusu bulunan ilgi yazimza konu 2210250 numarah ve "EGITIM CUZDANI:
BLOKZINCIR TABANLI UZAKTAN EGITIM TEKNOLOJISI COZUMLERI" bashkli is planimz, 31.08.2021 tarihinde
imzalanan sozlesmeyle 01.08.2021 — 31.07.2022 tarihleri arasinda desteklenmis ve is planinda yer alan faaliyetler, TUBITAK
1512 Girigimcilik Destek Programinda o6ngorilen hedefler dogrul da son do ine iligkin teknik ve mali
degerlendirmeleri de yapilarak 02.01.2023 tarihi itibariyle bagaryla tamamlanmistir.

I5 plam faaliyetleriniz sonucunda elde ettiginiz giktilann, Ar-Ge calismalanyla performans ve islevsellik bakimindan
iyilestirilmesi ile ticarilesme potansiyellerinin arttirilmasi amaciyla Programun 3. agamasi kapsaminda TUBITAK 1507 KOBI
Ar-Ge Baslangi¢ Destek Programi'na 1512-Girigimcilik Destek Programm Uygulama Esaslan 6'nci maddesinin birinci fikra
(c) bendinde belirtildigi sekilde "...destek bitis tarihinden sonraki 24 ay icerisinde..." bagvuru yapabilirsiniz. Asama 3
kapsaminda proje bagvurusu, projelerin desteklenmesi, izlenmesi ve sonuglandinlmas: sireglerinde TUBITAK KOBI Ar-Ge
Baslangi¢ Destek Programi'na ait Uygulama Esaslan hiikiimleri uygulanir.

1507 Program kapsaminda agilan ¢agrilardan bagimsiz olarak gergeklestireceginiz bagvurunuzun desteklenmesi
durumunda 1507 Programm Uygulama Esaslannin 10'uncu maddesinin tigtinct fik da belirtildigi sekilde proje genel gideri
destegi saglanacaktir.

TUBITAK 1512 Girigimcilik Destek Progranu kapsaminda desteklenen is planlarimin destek siireci sonrasinda
beklenen giktisi bir prototip olmakla birlikte bazi i planlarinda 6n prototip ya da bir teknolojik dogrulama da olabilmektedir.
Isbu yazinin verilmesi kapsaminda firmaniza iligkin mali, idari, hukuki ve milli giivenlik agisindan herhangi bir degerlendirme
yapilmamgtir.

Bilgilerinizi saygilanimla rica ederim.

Elif KOSOK
Baskan a.
Gir. Des. Grup Koordinatoria V.

Bu belze elektronik olarak imzalanmistir.

Belge Dogrulama Kodu :BSC63VY63T Belge Taldp Adresi -
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Telefon:(0 312) 468 53 00 Faks:(0 312) 42774 89 Unvam: Bilimsel Programlar Basuzman
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"@context": [
"https://www.w3.0rg/2018/credentials/v1",
"https://www.w3.0rg/2018/credentials/examples/v1",
"https://w3id.org/security/suites/ed25519-2020/v1"

1,

"id": "http://asystee.com/credentials/3732",

Iltypell: [

"WerifiableCredential",
"KatilimSertifikasi"

1,

"issuer": "https://asystee.com/issuers/14",

"credentialSubject": {

"id": "did:example:ebfe31f712ebc6flc276el2ec21",
"alumniof": {
"id": "did:example:c276ela2c2lebfeblf712eac6f1l",
"name": [{
{
"value": "Asystee Egitim Teknolojileri",
Il'l-angll: Iltrll
+
"value": "Asystee EdTech",
Il'l-angll: Ilenll
31
}
+

""issuanceDate": "2010-01-01T19:23:24Z2",
"expirationDate": "2030-01-01T19:23:247",
"credentialSubject": {
"id": "did:example:ebfeblf47le2ebcbec276el2ec21",
"degree": {
"type": "KatilimSertifikasi",
"name": "Blokzincir 101"
¥
Py
"proof": {
""type": "Ed25519Signature2020",
""created": "2023-01-12T11:53:232",
"verificationMethod": "https://asystee.com/issuers/14#key-1",
""proofPurpose": "assertionMethod",
"proofValue": "z3zwwi434js3HdZv3u2TIJwmmiBg7srtzRjM2ZykDeNDBeB9Meatc
..vyB4Zea3RturwKqPdgk55cFSAdnyJ3yjvButH"
¥
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