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TESEKKUR
Konya ilinde 6grenim goren ortaokul Ogrencilerinin siber zorba ve siber
magdur olma durumlarini konu alan arastirmamin baslangicindan bitisine kadar
destegini esirgemeyen kendimi gelistirmemi saglayarak beni yonlendiren sayin

danisman hocam Dog¢. Dr. Aslihan SABAN’a tesekkiirlerimi sunarim.

Kafama takilan her soruma zaman ayirip cevap veren hocalarim Dog. Dr.
Ahmet Naci COKLAR ve Dr. Ogr. Uyesi Yakup YILMAZ a ve tezime katkilarindan
dolay1 Dog. Dr. Hasan OZGUR ve Dr. Ogr. Uyesi Semseddin GUNDUZ’e tesekkiirii

borg¢ bilirim.

Sevgili arkadasim Emine BAHCECI’ye tez siirecindeki sikintili animda beni
cesaretlendirip yol almami sagladig1 i¢in minnettarim. Rehberlik 6gretmeni sevgili
arkadasim Hamide CAMUR, alamiyla alakali yorumlarda bulunarak zihnimi agan
konusmalarin i¢in ¢ok tesekkiirler. Ogretmen arkadaslarim Tahsin BAHAR, Sami
Necmi OZKAN ve Mehmet Akif GULEN’e tezimin dil ve anlatiminda bulunduklar
katkilarindan dolay: tesekkiir ederim. Degerli abim Veli KORKMAZ’a tez verilerimi
dijital ortama aktarirken sagladigi katkisindan dolay1 tesekkiir ederim. Konya’ya her
geldigimde beni en giizel sekilde agirlayan canmim arkadasim Biisra SELVI ve
ailesine minnettarim. Ayrica Konya’da tez verilerimi toplamamda bana yardimci
olan Bilisim Teknolojileri 6gretmenleri, okul miidiir yardimcilari, rehber 6gretmenler

ve Ol¢ekleri tiim samimiyetleriyle dolduran 6grencilere tesekkiir ederim.

Benim bugiinlere gelmeme vesile olan, desteklerini her zaman hissettigim
biricik kardesim, annem ve babama sonsuz tesekkiirler. Beni bu siirecte de yalniz
birakmayan her animi paylastigim, yeri geldiginde benimle beraber ¢alisip motive

olmami saglayan esim Ilyas OZKAN iyiki varsin, sabrin icin tesekkiirler.
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Bu ¢alisgmada Konya ilinde 6grenim goren ortaokul 5, 6, 7 ve 8. smif
ogrencilerinin siber zorbalik davranislarini yapma ve siber magdur olma durumlar
nelerdir? Sorusuna cevap aranmistir. Tekil ve iligkisel tarama modeli kullanilmistir.
Tarama modeli kapsaminda “Siber Zorba ve Kurban Olma Durumlar1” 6lcegi
kullanilmistir (Ayas ve Horzum 2010). Calisma grubu ise 2015-2016 egitim ve
Ogretim yilinda Konya merkez ilcelerinde {ic resmi ortaokulda Ogrenim goren

rastgele drnekleme yoluyla secilen 390 ortaokul 6grencisidir.

Yapilan c¢aligmanin sonuglarina gore 6grencilere okullarda bilgi ve iletigim
teknolojilerinin bilingli kullanim kiiltiiriinii artiracak etkinlikler yapilmali, velilere bu

konuda seminerler verilmeli ve 6gretmenlere bu konuda verilen hizmetici egitimler
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artirilmalidir. Gelisen teknolojiyi tiikketen degil iireten bir nesil hedeflenmelidir. Siber
zorbalikla ilgili kisa film, afig, resim, mobil uygulama yarismalar1 diizenlenmelidir.
Okullarin belirli giin ve haftalar takvimine internet ve teknoloji kullanimi
farkindaligi ¢alismalart eklenmelidir. Ayrica Ogrencilerin internete internet
kafelerden ulagabilme durumu igin internet kafelerin denetimlerinin daha ciddi
yapilmas1 gerekmektedir. Giinlimiiz anne babalarinin ¢ocuk yetistirirken ¢ocuklari
telefon, televizyon vb. cihazlara kiigiik yaslardan itibaren maruz birakmalar
cocuklarin teknolojik cihazlara bagimliliginmi tetiklemistir. Bu duruma maruz kalan
cocuklarin 6grenim ¢aginda okuma yazma dgrenmesiyle teknolojik cihazlara egilimi
daha da artmaktadir. Ogrenciler zamanla bagimli hale gelmektedirler. Aile saglig
merkezlerinde bu konu hakkinda cocuklarin fiziksel ve psikolojik sagliklarin
korumak amaciyla anne babalara bilgilendirici egitimler verilmeli, brosiirler
dagitilmalidir. Kamu spotlar1 artirilmalidir.  Sehir hayatinda yasayan ailelerin
cocuklarinda cep telefonu iletisim igin gereklidir. Diger teknolojiler gibi amacina
uygun olarak kullanilmasina 6zen gosterilmelidir. Okul-6gretmen-veli {iggeni

isbirliginde egitimler verilmelidir.

Anahtar Kelimeler: Zorbalik, Siber zorba, Siber magdur, internet.
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The situations of the students studying at
Tezin Ingilizce Adi secondary school in Konya province show cyber
bullying and cyber bullying victims

SUMMARY

In this study, the answer of the question “What are the situations in which the
fifth, sixth, seventh, eighth graders students studying at secondary school in Konya
province show cyber bullying behaviours or are cyber bullying victims?” was
searched. Singular and relational scanning model were used in this study. The scale
cyber bullying and exposing to cyber bullying situations were used (Ayas and
Horzum, 2010). The working group consists of 390 students studying at three official
secondary schools in Konya central district chosen via random sampling method in
2015-2016 education years.

According to the results of the study carried out, teachers should conduct
activities for students to encourage them to use information and communication
technologies consciously. Parents should be given some seminars about this subject

and the in-service trainings given to the teachers about this subject should be




increased. A generation producing the developing technology should be aimed
instead of a generation consuming the developing technology. Short films, banners,
mobile application contests about cyber bullying should be held. Awareness studies
of the usage of internet and technology must be added to the calendar of events and
celebrations of the schools. Also in the event of accessing the internet of the students
to internet at cyber cafes, the inspection of cyber cafes should be made more
seriously. Today’s parent expose their children to the devices such as cell phone,
internet etc from the first years of age while they raise their children and this triggers
the technologic device addiction of children. Children who are affected by this
problem are prone to use technological devices when they learn how to read and
write. Students get addicted to Internet in time. To protect the children’s physical and
psychological health about this topic parents must be educated extensively and
brochures must be given to them. The number of the public service announcements
must be increased. The use of smart phones is vital especially for the children with
parents living in a metropolitan. They must be carefully and relevantly used like the

other technologies. Trainings must take place in a parent-school-teacher triangle.

Keywords: Bullying, Cyber-Bullying, Cyber victim, Internet.
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GIRIS

1.1. Problem Durumu

Teknolojinin ilerlemesiyle hayatimiza giren araglarin sayisi giin gegtikce
artmakta ve hayatimizin her alaninda yogun bir sekilde kullanilmaktadir.
Yasamimizda ilerleyen teknoloji; egitim, saglik, ulasim, hizmet, bankacilik ve
iletisim gibi pek cok alanda kullanilmaktadir. Ozellikle bilgi ve iletisim teknolojisi
alanlarindaki ilerlemeler hayatimiza iyi yonleri ile beraber kotii yonlerini de
tagimaktadir. Bu gelismelerle iletisimin hizlanmasi sonucunda telefonlarin internete
baglanabilme durumlariyla beraber akilli telefona sahip olan insan sayist giin
gectikce artmaktadir. Insanlar iletisim kurmak; mesajlasmak, goriintiilii goriismek,
fotograf, video paylasmak gibi internetle yapilabilecek cogu islerde de telefonu
kullanmaktadirlar. Genel olarak mobil abone sayisinin fazla olmasi Tiirk toplumunun
teknolojik {iriinlere ne kadar yatkin oldugunu ayrica ortaya koymaktadir (TUIK,
2014). TUIK verilerine gore ortaokul diizeyindeki ¢ocuklarda internet ve bilgisayar
kullanim1 oldukca fazladir. TUIK, 2018 verilerine gére ise “Bilgisayar ve internet
kullanim1 2018 yilinda 16-74 yas araligindaki bireylerde sirasiyla %59,6 ve %72,9
olmustur. Bu oranlar 2017 yilinda sirasiyla %56,6 ve %66,8 oranlarindadir. (TUIK,
2018). Oranlara bakildiginda da bilgisayar ve internet kullaniminin yaygin oldugu
goriilmektedir. Bu durumun iyi yonleri oldugu gibi olumsuz yonleri de vardir.
Telefonun yogun kullanimi internet ve sosyal medya kullaniminin da artmasina
sebebiyet vermistir. Internetin bilingsiz kullanimi ise sosyal medya bagimliligina

neden olmustur.

Teknoloji alaninda goriilen gelismelerin olumlu-olumsuz birgok etkisi yasamda
karsimiza ¢ikmaktadir. Ozellikle ¢ocuklarm akran zorbaligi, elektronik ortamda yeni
bir zorbalik yapma aracina doniigsmiistiir. Teknolojik alandaki gelismelerin olumsuz
etkilerinden biri, teknolojinin olanaklariyla teknoloji {izerinden zorbalik yapmaktir
(Ayas ve Horzum, 2010). Ozellikle genglerin aile korumasindan uzakta sanal ortamin
sundugu imkanlar1 zorbalik i¢in kullanmasi, beraberinde bir¢cok soruna sebebiyet
vermektedir (Ozdemir ve Akar, 2011). Siber zorbalik, sanal zorbalik, ¢evrimici
sosyal zuliim, elektronik zorbalik gibi isimlerle anilan bu zorbalik ¢esidi e-posta,

anlik ileti, goriintiilii mesajlasma, sohbet, blog siteleri, internet siteleri gibi internette



her alana yayilmistir (Akbaba ve Eroglu 2013).Siber zorbalik, cep telefonlarini ve
interneti  kullanarak zorbalign tamimlar. Ogrencilerin yiiz yiize yapamadig
davraniglar1 siber ortamda ¢ok rahat yapmasi siber zorbaligin ciddiyetini arttirmistir.
Siber zorbalik teknolojinin karanlik yonii olarak nitelendirilmektedir (Kowalksi ve

Limber, 2007).

Akran zorbalig1 sanal ortamda da devam edebilmektedir. Internet bagimliligs,
sosyal medya bagimliligi, sanal dolandiricilik olaylarinin artmasi teknolojinin
getirdigi  sorunlardan bazilaridir. Elektronik ara¢ kullanimlarindan internet
bagimlilig1 ile siber zorbalik arasinda pozitif yonde iliski bulunmustur (Sargin,
2013). Coziim olarak iilkemizde Bilgi Teknolojileri ve Iletisim Kurumu tarafindan
2011 yilinda baslayip bu sene 8. yilin1 kutlayan Giivenli Internet Hizmeti, zararh
yazilimlar ve dolandiriciia karsi hizmet vermektedir. Giivenli Internet kullanimi

icin gerekli biling olusturulmalidir.

Son yillarda gergeklestirilen bir¢ok calismada dgretmenlerin siber zorbalikla
bas etmedeki rolii {izerine tartisilmaktadir (Desmet, Aclterman, Bastiaensens,
Cleemput, Poels, Vandebosch ve Bourdeaudhuij, 2015; Veiga, Ferreira, Freire,
Caetano, Martins ve Vieira, 2017; Gualdo, Sanchez, Cerezo, ve Prodocimo, 2018;
Shemesh Heiman ve Ben-Ari, 2018; Yot, Franco ve Hueros, 2019). Siber zorbaligi
engellemek icin 6grencilere rehberlik edilmeli, veliler ve 6gretmenlerle miisavirlik

yapilmalidir (Yaman, Karakiilah ve Dilmag, 2013) .

Siber zorbaligin cinsiyet, empatik egilim ve akademik basar ile iligkisi tespit
edilmistir. Siber zorbalik ve siber kurban (magdur) olmanin cinsiyet ile iligkisinde,
kizlarin empatik egilimi erkeklere gore daha yiiksektir bununla birlikte erkeklerin
daha ¢ok siber zorba oldugu goriilmektedir. Siber magdurun empatik egilim ve
haftalik ortalama internet kullanim siiresiyle iligkisi tespit edilmistir. Akademik
basar1 ise kismi olarak aracilik etmektedir. Siber zorba olanlarin siber magdur olma
durumlart arasinda pozitif iligki bulunmaktadir. Siber zorbaliga maruz kalan
Ogrencinin bir giin siber zorba olabilecegi belirlenmistir (Peker, Eroglu ve Ada,
2012).



1.2. Aragtirmanin Amaci

Bu ¢aligmada Konya ilinde 6grenim goren ortaokul 5, 6, 7 ve 8. smif
Ogrencilerinin siber zorbalik davranislarini yapma ve siber magdur olma durumlari

nasildir? Sorusuna cevap aranmistir.
Bu amaca bagli olarak asagidaki sorulara yanit aranmistir:
1.Siber zorba ve magdur olma durumu ortaokul 6grencilerinde ne seviyededir?

2. Siber zorba ve magdur olma durumu

a) Cinsiyet

b) Internet kullanim siklig

c) Bilgisayara sahip olma

d) Cep telefonuna sahip olma
e) Annenin egitim durumu

f) Babanin egitim durumu

g) Smnif diizeyi gibi demografik faktorlere gore farklilasmakta midir?

1.3. Arastirmanin Onemi

[letisim insanlarin en biiyiik gereksinimlerinden biridir. Gelisen teknoloji ile
hizli iletisim sekilleri gogalmakta ve insanlarin kullanimina sunulmaktadir. Iletisimin
kolay hale gelmesi olumsuz durumlara da davetiye ¢ikarmaktadir. Insanlar yiiz yiize
yapamayacagi seyleri sanal ortamda birbirine yapmakta hi¢bir ¢ekince gérmemeye
baslamaktadirlar. Giinlik hayattaki zorbaca tavirlar yerini sanal ortamda
stirdiirmektedir. Toplumda farkli kisilikteki bir birey internette kendini oldugundan
cok daha farkl bir sekilde tanitabilmektedir. Bu sebeple dolandiricilar artmakta,
insanlar kendi kimlikleriyle degil o anda nasil olmak istiyorlarsa dyle goriinmeye
baslamaktadirlar. Adina siber zorbalik dedigimiz bu zorbalik tiirii her yastan insam
magdur etmektedir. Ozellikle bu konuda hem yasal diizenlemelerin yapilmasi

gerektigi belirtilmekte (Gillespie, 2006) hem de gerekli biling olusturulmalidir.



Bilgi ve iletisim teknolojilerinin bilingli kullanilmasi konusunda farkindalik
gelistirmek gerekmektedir. Okullarda 6grencilere ve tiim okul personeline internetin
bilingli kullanimi konusunda birtakim c¢alismalar yapilmasi siber zorbalikla
miicadelede 6nemli bir rol oynamaktadir. Bu arastirma da bu konuda duyulan
eksikliklere yonelik yapilan c¢aligmalardan birisidir. Bu calisma bundan sonra
yapilabilecek olan arastirmalara 151k tutacak ve bu tip arastirmalarin gelistirilmesine

katki saglayacaktir.
1.4. Sayiltilar

Veri toplama aracina verilecek yanitlarin, var olan durumu belirlemeyi

saglayacak kapsamda oldugu varsayilmistir.

Konya ili merkez ilgelerindeki ortaokullardan secilecek Ogrencilerin
olusturacagi 6rneklem grubu, evreni temsil edecek nitelik ve nicelige sahip olacagi

varsayilmistir.

Ortaokul 5, 6, 7 ve 8. smf Ogrencilerinin, veri toplama aracindaki sorulari

samimiyetle cevaplandiracaklari varsayilmistir.
1.5. Simirhliklar

Bu calisma Konya ilindeki 5, 6, 7 ve 8. smiflarda 6grenim goren ortaokul
ogrencileri ile smrlandirilmistir. Tim Tirkiye’de ortaokulda 68renim goren
ogrencileri kapsayan bir arastirma ¢ok uzun zaman ve maliyet alacagindan Konya ili

ile simirlandirilmistir.

Arastirma O6rnekleminde 3 resmi ve 1 6zel ortaokul rastgele secilmistir. Fakat
0zel okuldaki Ogrencilere Olgegin uygulanmasina izin verilmedigi i¢in 3 resmi

ortaokul ile sinirlandirilmastir.

Giliniimiizde 6zellikle sosyal aglarda yayginlasan siber zorbalik, genel anlamda
siber zorba ve kurban olup olmama durumlarina goére incelenmistir. Bu arastirma,

problemin ortaya konmasinda yapilan alanyazin taramasi ile siirlidir.



1.6. Tamimlar

Zorbalik: Bir ya da birden c¢ok kisinin kendilerinden daha zayif birilerine
tekrarli bir bi¢imde yaptiklart olumsuz davranislardir (Olweus, 1993).

Akran Zorbalg: Aralarinda karsilikli giic dengesizligi bulunan bir bireyin bir
ya da daha fazla akrami tarafindan siirekli ve tekrarli olarak kasitli zarar verme

amaciyla olumsuz davraniglara maruz birakilmasidir (Olweus, 1996).

Siber Zorbalik: Bilgi ve iletisim teknolojilerini kullanarak bir birey ya da
gruba kars1 yapilan teknik ya da iligkisel tarzda zarar verme davraniglarinin tiimii
(Aricak, 2011). Kizdirma, kiskirtma, taciz, karalama/iftira, taklit etme, ifsa etme,
dislama, rahatsiz edici ve tekrarlayict mesaj ve aramalar... Yani zorbalik (Ozel,
2014).

Siber Magduriyet: Bilgi ve iletisim teknolojileri araciligiyla bir birey ya da
grubun, 6zel ya da tlizel bir kisiligin, teknik ya da iliskisel tarzda zarar verici
davraniglara maruz kalmast ve bu davraniglardan maddi ya da manevi olarak

magduriyet yagsamas1 durumudur (Aricak, Tanrikulu ve Kinay, 2012).

Sosyal Ag: Bireylerin sinirlart belirlenmis bir sistem i¢inde halka yari/acik
profil olusturmasina, baglantida oldugu diger kullanicilarin listesini agikca
vermesine, bu diger kullanicilarin sistemdeki listelenmis baglantilarin1 gérmesine ve
aralarinda gezmesine izin veren web tabanli hizmetlerin tiimiine sosyal aglar

denmektedir (Biiyliksener, 2009).



KAVRAMSAL CERCEVE

2.1. Zorbahk

Insanoglu diinyaya geldigi andan itibaren ¢evresindeki insanlarla iletisim
kurma ihtiyac1 hissetmektedir. Iletisim kuran insan, giderek sosyallesmekte ve diger
insanlarla iliskileri cogalmaktadir. insanlarla iliskilerde bazen iletisim eksikliginden
kaynaklanan olumsuzluklar da meydana gelmektedir. Bu olumsuzluklar bazen
saldirgan davraniglara da doniisebilmektedir. Saldirganlik ise TDK’ya gore, “Bireyin
kendi diisiince ve davranislarini distaki direnmelere karsi, zorla karsisindakine
benimsetme ¢abasidir” (2019). Saldirganligi baska bir sekilde de tanimlayacak
olursak; saldirganlik, karsidaki canliya fiziksel veya duygusal anlamda kasitli olarak
zarar vermektir (Ballard, Rattley ve Fleming, 2004). Saldirganlik ayni zamanda
duygularin engellenmesine yonelik davranis olarak da tanimlanmaktadir (Ciiceloglu,
1992). Bir diger tanim da bireyin ¢evresindekilere fiziksel davraniglarini saldirganlik
olarak nitelendirmektedir (Tahiroglu, Bahali, Avci, Seydaoglu ve Uzel, 2009).
Saldirganligin bir diger ¢esidi de zorbaliktir (Gokler, 2009).

Zorbalik, kisiler arasinda gii¢ dengesizliginin oldugu durumlarda, saldirgan bir
davranigin devamlilik gdstermesi ve bilerek zarar vermek i¢in yapilmasi olarak
tanimlanirken saldirganlik ise fiziksel ve zihinsel gligleri denk olan iki kisi arasindaki
catigmadir. (Olweus,1999). Smith ve Thampson (1991)’a gore, zorbalik, magdura
istenerek uygulanan bedensel ve ruhsal aci veren olaylarla sonuca eren yalniz
kiskirtilarak ortaya ¢ikmasi sart olmayan tekrarli, zorbanin magdura gore daha giiglii
veya kendini giiclii sanmasiyla ortaya ¢ikan davraniglardir. Roland (1989)’a gore
zorbalik, kisi veya kisiler tarafindan, kendisini savunamayacak durumda olan kisiye
kars1, bedensel ve ruhsal sonuglari olan durumlarin siireklilik gostermesidir. Sharp ve
Smith (1994) ise zorbaligi, mobbing kavraminin igerigi gibi ele almaktadir.
Toplumda hiyerarsiyle gelen giiciin kotiiye kullanilabilecegi ve bu giiciin bilerek ve
stirekli kullanim1 sonucunda zorbaligin ortaya c¢ikacagini belirtmektedir. Besag
(1995)’e gore zorbalik, kisinin kendinden daha gii¢siiz olan kisilere kendi yararina
veya keyif almak i¢in, siireklilik arz eden her tiirlii yolla yaptig: saldirilardir. Furniss

(2000)’e gore zorbalik, bireylerin birbirlerine zarar veren davranis sekilleridir. Rigby



(2002) zorbaligin tanimin1 yaparken zorbalik yapan kisinin duydugu hazzi ve magdur
olan kisinin yasadigi baskidan bahsetmektedir. Zorbaligi, zorbanin bir olaym yol
actig1 kotli sonug ya da c¢ikardan beslenerek siirekli kendisinden gli¢siiz kisi ya da
kisilere orantisiz gli¢ kullanarak incitici davraniglarda bulunmasi olarak
tanimlamaktadir. TDK’ya gore zorba :  “Giiciine giivenerek hiikmii altinda
bulunanlara soz hakki ve davrams ozgiirliigii tammayan (kimse), miistebit,

miitegallibe, despot, diktatér” (2019).
Bu tanimlar 1s181nda zorbaligin en ¢ok dikkat ¢ceken 6zellikleri sunlardir:

e Taraflar arasinda gii¢ dengesizligi olma durumu

o Fiziksel, psikolojik, s6zlii ve dolayl yollarla yapilabilmesi
e Zorba davranislarin tekrarlanmasi

e Toplumsal yapidan etkilenmesi

e Davranisin istenerek yapilmasi

e Yapilan zorbaliktan haz duyulmasi

e Kurbanin zorbaliga kars1 koyamayacak seviyede olmasi

Zorbaligin dikkat c¢eken Ozelliklerine ve tanimlara baktigimizda yapilan
zorbalik davraniglarinin belirli bir ¢ergevesinin olmadigr goriilmektedir (Sahin, Sari,
Ozer ve Er, 2010). Zorba davranislarin gesitleri alanyazinda incelendiginde dogrudan
fiziksel saldir1 igeren, dolayli psikolojik zarar verecek davranislar veya her iki yolla
yapilabilecek sekilde ortaya ¢ikmaktadir (Olweus, 1993; Smith ve Thampson, 1991,
Roland, 1989; Sharp ve Smith, 1994; Besag, 1995; Elliot, 1997; Furniss, 2000;
Rigby, 2002; Piskin, 2002; Cif¢i ve Ozkan, 2010; Gokler, 2009).

2.1.1. Zorbalik Tiirleri:

e Fiziksel Zorbalk: En yaygin karsilasilan zorbalik tiiriidiir. Ozellikle
okullarda akranlar arasinda yas, giic dengesizligi gibi farkliliklarin daha
cok etkin oldugu durumlarda ortaya c¢ikmaktadir. Itme, tekmeleme,
yumruk atma, vurma, sag, kulak ¢ekme, esya vb. atma, kesici/delici
nesneyle saldirma, silah c¢ekme, hirsizlik gibi fiziksel zarar verecek

davraniglardir.



e Sozlii Zorbalik: Alay etme, hakaretlerde bulunma, lakap takma, ¢irkin
laflar s6yleme, 6grenci hakkinda kotii seyler yazma, sOylenti ¢ikarma
vb. davranislarla kendini gostermektedir.

e Psikolojik Zorbahk: Dolayli zorbalik, iliskisel zorbalik gibi isimlerle
de nitelendirilmekte olan bu zorbalik tiirii kendini akranlar arasinda
gruba ve kisisel ¢ikarlara uymayanlar1 dislama, izole etme, asagilama,
kotiileme, sozel zorbalikta da gegen sdylenti ¢ikarma gibi davranislarla
ortaya ¢ikmaktadir.
eCinsel Zorbahk: Cinsel taciz, sarkintilik, cinsel konularda
sOylemlerde bulunmak veya cinsel sakalar yapmak (Olweus, 1993;
Crick ve Grotpeter, 1995; Elliot, 1997; Rigby, 1997; Fitzgerald, 1999;
Land, 2003; Gini, 2007; Gokler, 2009).

Zorbalik her yasta ve gruplar arasinda kendini gostermektedir. Ozellikle
okullarda artan siddet ve zorbalik Ornekleri bu konunun O6nemini anlatmaktadir
(Olweus, 1993). Genellikle okul ve gevresinde karsilasilan zorbalik akranlar arasinda
gerceklesmektedir. Zorba 6grencilerin magdur olan 6grencilere bedensel ve ruhsal
yonden zarar verebilecek davranis sergilemesi, hem Tiirkiye’de hem de diinyada
yaygin olarak goriilmektedir (Olweus 1993; Mynard ve Joseph 2000; Wolke, Woods,
Bloomfield ve Karstadt 2000; Wolke, Woods, Stanford ve Schulz 2001; Eisenberg,
Neumark-Sztainer ve Perry, 2003; Juvonen, Graham ve Schuster, 2003; Seals ve
Young, 2003; Baldry 2004; Hunter, Boyle ve Warden, 2004; Collins, McAleavy ve
Adamson, 2004; Cerezo ve Ato, 2005; Houbre, Tarquinio, Thuillier ve Hergott 2006;
Cifci ve Ozkan, 2010; Garmy, Vilhjalmsson ve Kristjansdottir, 2017). Raskauskas ve
Stoltz, 2007 yilinda yaptig1 ¢alismalarinda erkek dgrencilerin daha fazla fiziksel ve
sozel magduriyet yasadiklarini, s6zel zorbalik yaptiklarini, geleneksel zorbaliga daha
az maruz kaldiklarini, biiyiik simniftaki 6grenciler okulda giivende hissettiklerini
belirtmislerdir. Biiyilik siniflardaki 6grencilerin daha az fiziksel, s6zel ve geleneksel
zorbaliga maruz kaldiklari; daha az fiziksel ve sozel zorbalik yaptiklar1 goriilmiistiir.
Burnukara (2009), arastirmalarinda katilimcilarin  %31,8’inin  fiziksel ¢evrede,

%21,7’sinin sanal ortamda akran zorbaligina dahil olduklarini, erkek 6grencilerin



kizlara gore daha fazla akran zorbalig1 sergilediklerini fakat akran zorbaligina maruz

kalma acgisindan cinsiyet boyutunda fark olmadigini belirtmektedir.

Akran zorbalig1 olarak tanimlanan zorbaca davraniglar Olweus (1993)’e gore,
Ogrencinin kendinden daha gii¢lii 6grenciler tarafindan siireklilik arz eden, kasith

olarak yapilan davranislardir.

Piskin (2002) ise, akran zorbaligini okul zorbaligi olarak nitelendirmistir.
“Okul zorbaligi, bir ya da birden ¢ok o6grencinin kendilerinden daha giicsiiz
ogrencileri kasitli ve siirekli olarak rahatsiz etmesiyle sonu¢lanan ve kurbanin
kendisini koruyamayacak durumda oldugu bir saldirganlik tiiriidiir. Okul zorbaligi,
tekme atma, tokat vurma, itme, ¢cekme gibi fiziksel; satagma, alay etme, dalga gecme,
kizdirma, hosa gitmeyen isim takma, kiigiik diistiriicii sozler soyleme gibi sozel;
dedikodu ve soylenti ¢ikarp yayma, arkadas grubundan dislayarak yalnizliga terk
etme gibi dolayli ya da para veya diger esyalarini zorla alma, almakla tehdit etme,

esyalarina zarar verme gibi davranigsal olarak ortaya ¢ikabilir.”

Akran/geleneksel/okul zorbaliginin nedenleri géz 6niinde bulunduruldugunda,
Ogrencinin kendi evinde huzursuzluk yasamasi, ihmal ve istismar gérmesi 6grencinin
okulda farkli durumlarla yasadiklarimi yansitmasi zorbalik davranislarini ortaya
cikarabilmektedir (Uysal ve Dinger, 2012; Citemel, 2014; Demirci, 2017). Zorbaliga
maruz kalan 6grenciler ise Elliot (1997)’a gore akilli, kibar ve ailesiyle giizel iliskisi
olan ¢ocuklardir. Ailelerinde zorbalik gdérmeyen bu c¢ocuklar zorbalikla
karsilastiklarinda ne yapacaklarin1 bilememektedir (Cinkir ve Karaman Kepenekgi,
2003). Geleneksel zorbalik ile ebeveyn iliskisini inceleyen c¢alismalarda ebeveyn
desteginin ergenleri dort zorbalik biciminden koruyabilecegini belirtmektedir (Wang,
lannotti ve Nansel, 2009). Ebeveyn kontroliindeki ahlaki ayriliklar akran zorbalig:
tizerinde dogrudan bir etkiye sahip olmaktadir. Arastirmacilarin tanimina gore, ahlaki
ayrilma, kisinin kendi kisisel ahlaki standartlarina aykir1 bir davranisin kabul
edilebilir olduguna dair kendini ikna ettigi biligssel bir mekanizmadir (Meter ve

Bauman, 2018).
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2.2. Siber Zorbahk

Bilgi ve iletisim teknolojilerinin gelismesiyle birlikte iletisim kurdugumuz
araclar da cesitlenmektedir. Cep telefonu, tablet, bilgisayar gibi araglarla internet
sayesinde iletisimimiz ¢ok hizli hale gelmektedir. Bu gelismelerin hayatimiza
getirdigi kolayliklar ¢ok fazladir fakat olumsuzluklar da vardir. Teknoloji bagimlilig
(internet, telefon, bilgisayar, sosyal medya bagimlilig1) giiniimiiz hastaliklarindan biri

olmaktadir.

Yapilan arastirmalarda siber zorbalik ile bilgi ve iletisim teknolojilerini sik
kullanmanin iligkili oldugu belirtilmektedir (Campbell, 2005; Keith ve Martin, 2005;
Gillespie, 2006; Li, 2007; Erdur Baker ve Kavsut, 2007; Arcak, Siyahhan,
Uzunhasanoglu, Saribeyoglu, Ciplak, Yilmaz, ve Memmedov, 2008; Slonje ve
Smith, 2008; Smith, Mahdavi, Carvalho, Fisher, Russell and Tippett, 2008; Topgu,
2008, Topgu, Erdur-Baker, ve Capa-Aydin, 2008; Wang vd., 2009; Burnukara, 2009;
Vandebosch ve Cleemput, 2009; Erdur Baker, 2010; Yalin, Bayir ve Numanoglu,
2010; Deryakulu ve Biiyiikoztiirk, 2010, Kavuk, 2011; Ozdemir ve Akar, 2011;
Manap, 2012; Touloupis ve Athanasiades, 2014; Bastiirk Akca, Sayimer ve Ergiil,
2015; Ozer, 2016; Chao ve Yu, 2017; Gencer, 2017; Biyik, 2018). Interneti ortalama
olarak ilk kullanma yasi, Danimarka ve Isve¢’te 7, Kuzey Avrupa iilkelerindeyse
8’dir. Avrupa capinda, 9-10 yastaki c¢ocuklarin {icte biri her giin internet
kullanmaktayken, 15-16 yastaki ¢ocuklar ise %80’e kadar interneti kullanmaktadir.
9-16 yas araligindaki ¢ocuklarin %93’#i en az haftada bir kez ¢evrimici olmaktadir
(%60°1 ise her giin ya da hemen hemen her giin ¢evrimigidir). Internet kullanimimin
en ¢ok oldugu yer hane (%87), sonra okul (%63) olmustur. Fakat internete ulasmada
farkliliklar vardir — ¢ocuklarin % 49’u kendi odalarinda ve %33’ cep telefonu ya da
avug ici teknolojilerle interneti kullanmaktadir. Isveg, Ingiltere, Irlanda ve Norveg’te
her 5 ¢ocuktan biri avug i¢i teknolojilerle internete ulasmaktadir. 9-16 yasindaki
cocuklar interneti, okulla ilgili caligmalarinda (%85), oyunda (%83), kisa video
seyrettiklerinde (%76) ve anlik ileti de (%62) kullandiklarin1 séylemektedir. En az
kullanilan alanlar ise paylasmak i¢in fotograf (%39) ya da mesaj (%31) gondermek,
web kamerasi (%31), dosya paylasim siteleri (%16) ya da blog sitelerinin (%11)

kullanimidir. 9-16 yas aralifindaki bireylerin %59’u sosyal paylasim sitelerinin
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birinde en az bir profile sahiptir — 9-10 yastakilerin %26’s1, 11-12 yastakilerin
%49’u, 13-14 yastakilerin %73’ ve 15-16 yastakilerin %82’si profile sahiptir.
Sosyal paylasim siteleri en fazla Hollanda (%80), Litvanya (%76) ve Danimarka’da
(%75) ragbete ugrarken, en az Romanya (%46), Tirkiye (%49) ve Almanya’da
(%51) ragbet gosterilmektedir. Sosyal paylagim sitelerini kullanan g¢ocuklarin
%26’s1 herkese agik profile sahiptir — en fazla, Macaristan (%55), Tiirkiye (%46) ve
Romanya (%44) da herkese acik profil bulunmaktadir; ¢gocuklarin %29’ unun arkadas
listesinde 100’den fazla kisi bulunmaktadir ama ¢ocuklarin ¢ogunda bu say1 daha da
azdir. Sosyal paylagim sitesi kullanan ¢ocuklarin %43’ profillerini gizli tutmaktadir.
%28’1 ise profillerinde baz1 yerleri gizledigini sdylemistir, boylece profillerini sadece
arkadaglarinin arkadaglar1 ve bulundugu agdaki kisiler gorebilmektedir (EU Kids
Online-Avrupa Cevrimigi Cocuklar Projesi, 2011).

Giinlimiizde internet bagimlhiliginin olumsuz etkilerinden biri de zorbaligin
farkli bir bigcimi olan siber zorbaliktir. Buradan yola ¢ikarak yapilan aragtirmalarda
cep telefonu ve internet kullaniminin yayginlhiginin 6grencilerin siber magduriyet

yasamalaria sebep oldugu belirtilmektedir.

Tiirkiye Istatistik Kurumu (TUIK) Hane Halki Bilisim Teknolojileri Kullanim
Arastirmas1 sonucglarma gore ise, 6-15 yas araligindaki bilgisayarla vakit geciren
cocuklarin bilgisayarla tanigma yaglar1 ortalama 8 iken, 6-10 yas aralifinda ortalama
tanigma yasi 6, 11-15 yas araliginda ise 10°dur. 6-15 yas araligindaki internetle vakit
geciren ¢ocuklarin internetle tanigma yast ortalama 9’dur. 6-10 yas araliginda 6, 11-
15 yas aralifinda ise 10°dur. 6-15 yas araligindaki cocuklarin %24,4’1 kisisel
bilgisayara sahip iken, %13,1’i cep telefonuna ve %2,9’u oyun konsoluna sahiptir. 6-
15 yas araligindaki ¢ocuklarin bilgisayar, internet ve cep telefonu ile vakit gecirme
oranlart sirasiyla %60,5, %50,8 ve %?24,3’tiir. Bu oranlar 6-10 yas araligindaki
cocuklarda sirastyla %48,2, %36,9 ve %11, 11-15 yas grubundaki ¢ocuklarda ise
stirastyla %73,1, %65,1 ve %37,9’dur. Bilgisayar ve internet kullanimi tiim yas
gruplarinda erkeklerde kizlara kiyasla daha yiiksektir ve bu oran yildan yila artis
gostermektedir (TUIK, 2014; TUIK, 2018). Bastirk ve digerleri (2015)
calismalarinda, Ankara’daki ortaokullarin 7 ve 8. smiflarinda 6grenim goéren 200

Ogrencinin sosyal medya kullanimlarini ve siber zorbalikk deneyimlerini
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arastirmiglardir. Arastirma sonucunda Ogrencilerin ¢ogunlugunun evinde internet
erisimine sahip bilgisayar bulunmakta ve giinde en az bir kere sosyal aglari
kullandiklar1, en ¢ok kullandiklar1 sosyal agin Facebook oldugu tespit edilmistir.
Ortaokul 6grencilerinin siber zorbalik ile internet bagimliligi seviyeleri arasinda orta

diizeyde pozitif iligki tespit edilmistir (Gencer, 2017).

Siber zorbalik, bilgi ve iletisim teknolojilerinin verdigi imkanlar1 kullanarak
teknoloji iistiinden kasith ve tekrarli bir sekilde diger insanlara olumsuz davraniglar
(zorbalik davraniglari) sergilemektir (Ayas ve Horzum, 2010; Ayas ve Horzum,
2017). Campell (2005) ise siber zorbaligi, zorbaligin yeni goriintiisii olarak
nitelendirmektedir. Siber zorbalik, Kanadali egitim bilimci Roffey (2000)’e gore bir
bireyin ya da grubun bilgi ve iletisim teknolojilerini arkadaglarini tehdit etmek
amactyla, kot niyetle ve tekrarlayan bir bicimde kullanmasi olarak
tanimlanmaktadir. Belsey (2004)’e gore siber zorbalik, farkli bir kimligin arkasina
saklanip, bireysel veya grupla, siireklilik arz eden, bilerek isteyerek (kasitli) bilgi ve
iletisim teknolojilerini kullanarak, karsi tarafa zarar vermek amaciyla sergilenen
diismanca tavirlardir. Siber zorbalik, modern teknoloji olarak adlandirilan cep
telefonlar1 ve internet yoluyla kendini korumayan bir kisiye kars1 yapilan saldirganlik
¢esididir (Smith vd., 2008). Willard (2005)’a gore siber zorbalik internet ve diger
teknolojiler vasitasiyla dijital ortamda mesajlar veya dijital materyallerle (fotograf
vb.) magdurlara zarar vermektir. Li (2008)’e gore siber zorbalik, internet {izerinden,
kisisel teknolojik aletlerle, anlik mesaj, e-posta gibi dijital platformlar1 kullanarak
zorbalik yapmaktir. Slonje ve Smith, (2008)’e gore ise; bir fiilin siber zorbalik olarak

nitelendirilebilmesi i¢in,

e Zarar verme amaciyla (kasitl) gergeklestirilmeli,
e Sireklilik arz etmeli,
e Zorba ve magdur arasinda teknolojiyi kullanabilme diizeyinde belirli bir

fark olmas1 gerekmektedir.

Siber zorbalik, Hinduja ve Patchin (2009)’e gore bilgisayar, cep telefonu ve
diger elektronik araglarin 1srarli ve tekrar edici bir sekilde zarar vermek amaciyla

kullanilmas1 olarak tanimlanmaktadir. Davranisin kasith, zarar verici, birden fazla
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olacak sekilde tekrarli olmas1 gerekmektedir. Aricak (2011) ise siber zorbaligin bilgi
ve iletisim teknolojilerini kullanarak kisisel ya da gruba, kurumlara Kkarsi
yapilabilecek teknik ya da dolayli tarzda =zarar verici davranislar olarak
tanimlamaktadir. Langos (2012)’e gore siber zorbalik, teknolojiyi kullanarak,

giicsiiz, kendini savunamayan birine kars1 yapilan hareket ya da hareketlerdir.

Kisisel bilgi ve dosyalar1 kasten ele gecirme ve dosyalarina kasten zarar verme,
zarar vermeye neden olacak web sayfasi hazirlama, kasten viriislii mail yollama vb.
yollar siber zorbaliga 6rnek olarak gosterilmektedir (Ayas ve Horzum, 2010). Bu
durumlarn yapabilecek kisinin yeterli bilgi sahibi olmasi gerekmektedir. Burada gii¢
dengesizligi vardir. Bilgi ve iletisim teknolojilerini kullanmada beceri sahibi olan kisi
siber zorbalik yapabilirken, bu teknolojileri kullanmada yetersiz kalan bireyler
magdur olmaktadir. Siber zorbaligin bu yOniinlin gengler arasinda daha yaygin

oldugu goriilmektedir (Aricak vd., 2008).

Siber zorbalik davranislar1 baska sekillerde de ifade edilmektedir. Cevrimigi
saldiri/internet saldirisi (Ybarra, Leaf ve Diener West, 2004), internet tacizi (Ybarra
ve Mitchell, 2004), siber saldir1 (Li, 2005), ¢evrimi¢i zorbalik (Patchin ve Hinduja,
2006), elektronik zorbalik (Raskauskas ve Stoltz, 2007), siber saldirganlik
(Dempsey, Sulkowski, Dempsey ve Storch, 2011).

Siber zorbalik tanimlarina bakildiginda, bir davranigin siber zorbalik olarak
nitelendirilmesi i¢in bilgi ve iletisim teknolojileri {lizerinden yapilmasi ve bu
teknolojileri kullanmada gii¢c farkliliklart olmasi, kasith ve tekrarli yapilmasi
gerekmektedir. Siber zorbalik tek bir kisiye yapilabilirken, kurumlara da
yapilabilmektedir. Siber zorbalik fiziksel olarak uzakta bulunan bir magdura kars
saldirganlig1 da icerir, genellikle bilgi ve iletisim teknolojileri kullanarak karsidaki
kisiye zorbalikta bulunulmaktadir. Fiziksel bir temas olmamasi ragmen zorbaliga
ugrayan kisi psikolojik zarar gérmektedir (Hinduja ve Patchin, 2006). Ornek olarak
zorbalik iceren mesaj alan ¢ocuklarin ¢ogunlugu iiziilmiistiir (EU Kids Online-

Avrupa Cevrimi¢i Cocuklar Projesi, 2011).

EU Kids Online-Avrupa Cevrimi¢i Cocuklar Projesi (2011) tarafindan siber

zorbalikla ilgili yapilan arastirmaya gore, 9-16 yasindaki ¢ocuklarin %6’s1 internette
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miistehcen veya incitici mesaj aldiklarimi ve cocuklarin %3’i bu tiir mesajlar
baskalarina gonderdiklerini belirtmektedir. Cocuklarin %19’unun ¢evrimici ve/veya
cevrimdigi zorbaliga maruz kaldigmi (%6°s1 ¢evrimigi) ve %12 sinin ¢evrimigi
ve/veya ¢evrimdist zorba oldugunu (%31 ¢evrimigi) ifade etmektedir. Bu sonuclara
gore glinliik yasamda yapilan zorbalik, c¢evrimici zorbaliktan daha fazladir.
Miistehcen veya incitici gevrimi¢i mesaj alan ¢ocuklarin ¢ogu sosyal destek ararken
bu durumla karsilagsmakta, 4 ¢ocuktan 1’1 bu durumdan kimseye bahsetmemektedir.
Cocuklarin onda altis1 ¢evrimig¢i yollar kullanarak rahatlamaya c¢alismaktadir —
incitici mesajlart silmek veya zorbaligimi yapan kisiyi engellemek (engelleme,
cocuklar tarafindan etkili onlem olarak goriilmektedir). En az riske maruz kalma
oram Tiirkiye, Portekiz ve Italya’da bulunmustur. Danimarka %28, Estonya %25,
Norveg %23, Isveg’teki %23 ve Romanya %21, cocuklar internetteki bir duruma
liziildiiklerini veya rahatsiz olduklarini agik¢a sdyleyebilmekteyken, Italya %6,
Portekiz %7 ve Almanya %8 oranindaki ¢ocuklarin sdylemeye en az yatkin olduklari

belirtilmektedir.

“Siber zorbaligin en yaygin sekilleri internet veya cep telefonu araciligiyla
tehdit, aldatma, dedikodu yaymak, birinin bilgisayarimi hackleyip parolalarini
¢almak” oldugu alanyazin arastirmalarinda dile getirilmektedir (Vandebosh ve
Cleempout, 2009). Ortaokul 6grencilerinde siber zorbalia maruz kalma diizeyi cep
telefonu ve internet kullaniminin yayginhgiyla iligkilidir. Fakat ¢agimiz
gereksinimlerine ve bilginin gelisimine baktigimizda da bilgi ve iletisim
teknolojilerinin de ortak ihtiya¢ oldugu goriilmektedir (Ayas ve Deniz, 2014).
Internet kullanim zamam ve internete girilen ortamlar da etik dis1 davranislari
etkilemektedir ve bu konuda yasal teknik dnlemler alinmalidir. Cocuklarin internette
gecirdikleri zamani1 ve internete girdigi ortamlarin ebeveynleri tarafindan kontrol
edilmesi gerekmektedir (Kavuk, Keser ve Teker, 2011). Belcika’da yapilan bir
aragtirmaya gore ebeveyn ve Ogretmen kontrolii saglanan &grencilerde siber
zorbalikta azalma goriilmiistiir. Uzun vadeli kesitsel ¢aligmada giivensiz internet
kullanim1 oldugundan diisiikk Seviyede bulunmustur (Valcke, Dewer, Keyer ve
Schellens, 2011). Bununla beraber giivensiz internet kullanan g¢ocuklar sakincali

igeriklere de yanlislhikla maruz kalabilmektedir. Cocuk tarayicilar1 ve filtreleme
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programlarinin kullanilmasi gerekmektedir (Varnhagen, 2007). Siber zorbalikla
miicadelede yasal ¢oziimler getirilmesi gerektigi de diisiiniilmektedir (Gillespie,
2006). Yapilan baska bir arastirmada internet kullanma siiresinin artmasiyla iletisim
becerilerine sahip olma durumunu azalttig1 sonucu dikkat ¢ekicidir. Bu nedenle etkili
iletisim becerilerine sahip olmak i¢in bilingli internet kullanimini artirict dnlemler

alabilir (Biyik, 2018).

2.2.1. Siber Zorbalk ve Geleneksel Zorbalik Arasindaki Iliski
Aragtirmalarin bazilarinda, siber zorbaligin geleneksel zorbalikla iliskisine yer
verilmistir (Strom ve Strom, 2004; Belsey, 2006; Li, 2006; Li, 2007; Mason, 2008;
Smith vd., 2008; Topgu, 2008; Varjas, Henrich ve Meyers, 2009; Wang vd., 2009;
Wood ve Pornari, 2009; Vandebosch ve Cleemput, 2009; Burnukara, 2009; Erdur-
Baker, 2010; Deryakulu ve Biiyiikoztiirk, 2010).

Campell (2005) siber zorbalig1 geleneksel zorbaligin yeni goriintiisii olarak
tanimlamaktadir. Birlesik Krallik’ta da yapilan bir arastirmada geleneksel akran
zorbaligiyla siber zorbaligin ortak ozellik gosterdigi soylenmektedir (Wood ve
Pornari, 2009). Siber zorbaligin geleneksel zorbaliktan farki ise elektronik cihazlarin
kullanimidir (Strom ve Strom, 2004). Sanal kurban oldugu tespit edilenlerin
cevrimdisi ortamlarda da sanal kurban olabilecegi; sanal zorba olanlarin ¢evrimdisi

ortamlarda da sanal zorba olabilecegi sonucuna varilmaktadir (Smith vd., 2008).

Geleneksel zorbalik yapma ve bilgi ve iletisim teknolojilerini sik kullanma
siber zorbalik durumunda basarili degiskenlerdir. Katilimeilarin  %355,2sinin
geleneksel zorbalik, %47,6’sinin ise siber zorbalik yaptigi goriilmiistir (Topcu,
2008). Erdur Baker (2010) geleneksel ve siber zorbalik arasindaki iliskiyi cinsiyet ve
internet ile iletisim araglarinin kullanim sikligini incelemistir. Yaglar1 14-18 aras1 276
lise 6grencisi ile ¢alismistir. Ogrencilerin %240 her giin , %33,7’si haftada en az iki
kez, %33,7’si ayda bir ya da iki kez , %6,9’u hi¢ internet kullanmadigin1 belirtmistir.
Ogrencilerin %32’si hem siber zorbaliga hem de geleneksel zorbaliga ugradigini,
%26’s1 hem siber hem de ¢evrede baskalarina zorbaca hareketler gostermistir. Erkek
ogrenciler kiz 6grencilere gore hem siber hem de ¢evrede, daha fazla kurban olma

durumu gostermektedir. Siber zorbalik ve geleneksel zorbalik arasinda sadece erkek
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Ogrencilerde anlamli bir iligki tespit edilmistir. Erkek 6grencilerin internete ulagsma
imkan1 daha fazla olmaktadir (Horzum, 2011). Ayrica Bayar (2010) erkeklerin daha
fazla siber zorbalik yapmalarina sebep olarak, erkeklerin internette oynadiklari
oyunlarin genellikle siddet icerikli oldugunu, erkeklerin daha saldirgan davranislar
gostermeye egilimli olmalarinin bu sonucun ortaya c¢ikmasinda etkili oldugunu

belirtmektedir.

Geleneksel zorbalikta kurbanlar zorbaliga ugradiklarini anlatmakta genellikle
cekingen davranmaktadir. Zorbaligin artacagi endisesine kapilmaktadirlar. Siber
zorbalikta da zorbalia maruz kalanlar yasadiklar1 bu durumu yetiskinlere
anlatmaktan korkmaktadir. Bilgisayar, cep telefonu gibi kisisel cihazlarinin

ellerinden alinacagini ve tepki gosterilebileceginden korkmaktadirlar (Belsey, 2006).

Siber zorbalikta kisi kimligini gizleyebilirken geleneksel zorbalikta zorbaligi
kimin yaptig1 cogu zaman belli olmaktadir. Siber zorbaligin geleneksel zorbaliktan
farki, zorba genis bir kitleye ulasabilmekte ve istedigi her zaman magduru rahatsiz
edebilmektedir. Siber zorbalikta magdur kendini evinde bile gilivende
hissedememektedir (Yaman vd., 2011).

2.2.2. Siber Zorbaligin Tiirleri
Siber zorbalik zorbanin kullandigi teknolojiye bagli olarak farkli tiirlerde

gerceklestirilebilmektedir.
Willard (2007)’a gore, siber zorbaligin tiirleri,

e Kizdirma/Parlama: Biri hakkinda bagkalarina anlik mesaj ya da e-
mail yoluyla kizdiracak, miistehcen mesajlar yollamaktir.

e iftira: Kisi hakkinda yapilan zarar verici, dogrulugu olmayan, yersiz
konusmalarin yapilmasi, siber ortamda baskalarina dijital materyaller
halinde gonderilmesi veya paylasilarak herkesin gorebilmesini
saglamaktir.

e Taklit etme/Kimligine biiriinme: Siber zorba magdur olanin kisisel
hesaplarina erisim saglamakta veya onun adina hesap agarak ona zarar

verecek paylasimlarda bulunmaktir.
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e Dislama: Siber zorbanin, sevmedigi birisini kasitli bir sekilde ¢evrimigi
gruplardan ¢ikarmasi veya ¢evrimigi oyunlara almamasidir.

e Taciz: Bir kisiye elektronik yollarla ¢irkin sozler sdylemektir,
kizdirmadan farki mesaj1 6zelden gonderme durumudur.

e Ortaya Cikarma: Birisinin kisisel belgelerini siber ortamda baskalar1

ile paylagmaktir.

Kinay (2012)’a gore siber zorbalik tiirleri ise; Hakaret Etme, Biktirma, Iftira,
Taklit Etme, Ifsa Etme, Dislama, Sanal Taciz, Hile Yapma ve Sexting’dir.

e Hile Yapma: Magduru kandirarak kisisel bilgilerini ele gegirme ve
onun yerine is yapmaktir.

e Sexting: Baskalarina ¢iplak veya pornografik goriintiiler gondermektir.

2.2.3. Siber Zorbalik Araglar:

Bilgi ve iletisim teknolojileriyle veya internet araciligiyla kurulan iletisimde
kimligin gizlenebilme avantaji vardir. Bu avantaj ¢ekinmeden zorbalik yapmaya ve
kolay magdur secilebilmeye, hakaret, tehdit, kiifir icerikli mesajlarin artmasina
neden olmaktadir (Strom ve Strom, 2004). Ayrica Deryakulu ve Biiyiikoztiirk (2010)
de farkli kimlikle kendini gosterebilme 6zelliginin siber zorbalig: tetikledigini ifade

etmektedirler.
Smith ve digerlerine gore (2008) siber zorbalik;
- Metin mesaj1 zorbaligi,
- Resim/video klip zorbalig1 (cep telefonu kamerasiyla),
- Telefon aramasi zorbalig1 (cep telefonu araciligiyla),
- E-mail zorbaligi,
- Chat odas1 zorbaligi,
- Anlik mesajlagsma araciligiyla yapilan zorbalik,

- Web sitesi araciligiyla yapilan zorbaliktir.
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Anlhik Mesajlasma: Ayni anda yani es zamanli olarak karsilikli
konusma seklinde iki ya da daha fazla kisiyle gerceklestirilen
mesajlagsmalardir (Willard, 2005). Messenger, WhatsApp, MSN, Viber,
Line vb. uygulamalar aracilifiyla anlik mesajlasma yapilmaktadir
(Kowalski, Limber ve Agatston, 2008). Bu programlar istediginiz
kisilerle arkadas listesi olusturmanizi saglar ve arkadaglariniz ¢evrimigi
oldugunda size bildirim vererek haberdar eder (Willard, 2007).
E-Posta: Anlik mesajlasmadan farki es zamanli konusma olmamasidir
(Willard, 2007). E-postay1 kullanan siber zorbalar ger¢ek kimliklerini
gizleyerek sahte hesaplarla siber magdurlara yakalanma korkusu
olmadan tehditkar ve zarar veren mesajlar yollayabilmektedir (Rogers,
2010). Bu mesajlar/iletiler gorsel, isitsel veya sozel igerikler
olabilmekte (Bhat, 2008) ve mesajlar tek adimda birgok kisiye
gonderilebilmektedir (Kowalski vd., 2008).

Cep Telefonu: Cep telefonu olan insan sayisi giin gegtikce artmakta ve
kullanim1 bagimlilik seviyesine gelmektedir (TUIK, 2014; TUIK,
2018). Siber zorbalar cep telefonunu kullanarak izinsiz ¢ektigi resim ve
videolar1 bagkalariyla paylasabilmektedirler (Bhat, 2008). Cep telefonu
yardimiyla arama ve mesaj gibi yollarla rahatsiz edici davraniglarda
bulunmaktadir (Rogers, 2010).

Sohbet Odalari: Es zamanli yazili konugmalardir. Sohbetler herkese
acik veya Ozel sohbette yapilabilmektedir. Sohbet odasinda bir kisi
istemedigi kisileri sohbetten ¢ikarabilmektedir (Bauman, 2007). Sohbet
odalarinda da kisi kendi kimligini saklayarak karsidaki kisiye
rahatsizlik veren mesajlar yollayabilmektedir (Kowalski vd., 2008).
Metin Mesajlari: Cep telefonu araciligiyla gonderilen kisa mesajlardir.
Iki ya da daha fazla kisiye iletilebilirler. Kisiler kimliklerinin belli
olmamasi i¢in internet sitelerinden cep telefonlarina mesajlar
gonderebilmektedir (Berrier, 2007).

Web Siteleri: Siber zorbalar web sitelerini kisi veya kurumlara saldiri

niteliginde kullanabilmektedirler. Resim, metin gibi iceriklerin bir
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araya getirilerek olusturuldugu sayfalar kisilere zarar verecek nitelikte
hazirlanabilmektedir (Bhat, 2008). Magdur web sitesinin kim tarafindan
cikarildigini genellikle bilmemektedir (Eroglu, 2011).

Blog/Web Giinliigii: Internette istedigi konularla ilgili yazilar yazmaya
imkan veren, yazilan yazilara yorum yapilabilen, resim, video, anket
eklenebilen web giinliikleridir (Bhat, 2008). Kisiler yazilartyla siber
zorbalik yapabilirken, yazilara yapilan rahatsiz edici yorumlarla da blog

sahibi zorbaliga maruz kalabilmektedir (Stys, 2004).

Sosyal Aglar: Giiniimiizde giin gegtikce kullanimi artarak bagimliliga
kadar stiriiklemektedir. Facebook, Instagram, Twitter, Snapchat,
LinkedIn gibi bircok sosyal ag cesidi kullanilmaktadir. Facebook,
LinkedIn ve Instagram’t erkekler kadinlara gore daha fazla
kullanmaktadir. Twitter kullanan her 10 kisiden 8’1 erkektir. Snapchat’i
kadinlar erkeklere oranlara daha fazla kullanmaktadir. (We Are Social,
2019). Kullanilan bu uygulamalarla kisiler 6zel hayatina dair bir¢ok
sey paylagsmakta ve kisisel bilgilerini herkese agmaktadir. Bu bilingsiz
kullanim siber zorbalara davetiye g¢ikarmaktadir (Yurtkoru, Durmus,
Ulusu ve Kilig, 2010).

Cevrimici Oyunlar: Internet iizerinden oynanan oyunlar tekli veya gok
oyuncuyla oynanabilmektedir. Oyuncularin oyun ig¢inde iletisim
kurabilecekleri alan da vardir. Bu iletisim kurulan alanda kisiler
kimligini gizleyerek rahatsiz edici konugmalar ve saldirgan tutumlar
gerceklestirebilmektedirler (Willard, 2007).

eForumlar: Kisilerin fikirlerini paylasabildikleri, sorunlarina ¢éziim
araylp bagkalarinin sorunlarina ¢6ziim bulabildikleri bir platformdur.
Foruma {iye olurken kurallar kabul edilmekte, takma ad ve sifre de
belirlenerek forumda diger iiyelerle iletisim kurulabilmektedir. Uyeler
arasinda olumlu konusmalar oldugu gibi {iyeler birbirine kimliklerini

gizleyerek siber zorbalik da yapabilmektedirler (Yaman vd., 2011).
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ILGILI ARASTIRMALAR

Zorbalikla ilgili arastirmalar ilk olarak 1978 yilinda Dan Olweus tarafindan
yapilmistir ve giinimiizde halen devam etmektedir. Tiirkiye’de ise arastirmalar

2000’11 yillarda ¢alisiimaya baglanmistir (Ayas ve Horzum, 2010).

3.1. Yurtdisinda Yapilan Calismalar

Baek ve Bullock 2013 yilinda yaptiklari arastirmalarinda farkli iilkelerde
yapilan birgok arastirmaya ve siber zorbaliga gore yayginlik, sonuglar ve stratejiler
lizerine alanyazin taramasini incelemislerdir; siber zorbalikla ilgili kiiltiirleraras1 bir
bakis acgistyla aragtirma eksikligi bulundugunu tespit etmislerdir. Bunun iizerine de
uluslararas1 bir bakis acisiyla dnleme ve miidahale hakkinda calisma yapilmistir.
Cassidy, Faucher ve Jackson ise (2013) Kanada’da yaptiklari arastirmalarinda
Ingilizce olarak yayrmlanan uluslararasi alanyazim incelemislerdir. Siber zorbalik ve
geleneksel zorbalik arasindaki farkliliklar ve benzerlikler; siber zorbaligin magdurlar,
zorbalar, okullar, aileler ve topluluklar {izerindeki etkileri; magdurlar, okullar ve
ebeveynler icin basa ¢ikma stratejileri; etkili olan ve olmayan ¢ozlimler
degerlendirilmistir. Okul ve ev Kkiiltliriiniin O6nemine dikkat ¢ekilmistir. Muraa,
Topgu, Erdur-Baker ve Diamantinia (2011) arastirmalarinda Italyan ve Tiirk
ogrencilerin siber zorbalik deneyimlerinin farkliliklarin1 ve benzer ydnlerini ele
almay1 amaglamaktadir. 215 Italyan, 122 Tiirk 6grenciye anket sunulmustur. internet
kullanim sikliklarinda anlaml bir farlilik bulunmustur. Interneti en az giinde bir kez
Italyan 6grencilerin %58,9'u, giinde bir kereden fazla olarak Tiirk &grencilerin

%82,1’inin kullandiklarini belirtmislerdir.

Siber zorbaligin yayginligi konusunda yapilan caligmalara bakildiginda, Strom
ve Strom (2004) arastirmasinda siber zorbaligin ne oldugunu, nasil dnlenebilecegini
ve geleneksel zorbalikla iliskisini aciklamaktadir. Ybarra ve Mitchell (2004) 10-17
yas arasindaki interneti diizenli kullanan 1500 genc¢ ile arastirma yapmislardir.
Arastirma sonuglarina gore genglerin %4l siber magdur, %3t hem siber zorba hem
de siber magdur, %12’si siber zorba olduklarini belirtmistir. Cample ise 2005 yilinda

siber zorbaligin yeni gelisen bir problem oldugunu, siber zorbaligin tanimini, olasi
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onlem ve miidahale stratejilerini anlatmaktadir. Baska bir ¢alismada Vandebosh ve
Cleempout (2009), Ingiltere’de 2052 ilkokul ve ortaokul dgrencisine yapilan anket
sonuclarina gore oOgrencilerin %63,8’1 siber zorbaliga inandigim1 belirtmistir.
Ogrencilerin  %61,9’u siber magdur olmustur, %52,5’i siber zorba, %76,3’ii
seyircilerdir. Siber zorbaligin en yaygin sekilleri internet veya cep telefonu
araciligiyla tehdit, aldatma, dedikodu yaymak, birinin bilgisayarin1 hackleyip
parolalarin1 ¢almaktir. Hinduja ve Patchin (2008) Kafkas ve Amerikan olan 18
yasindan kiiclik 1378 katilimci ile siber zorbaligin ve magduriyetin 6zelliklerinin
belirlenmesi amaciyla ¢evrimici anket uygulanmistir. Erkeklerin %32’sinden,
kizlarin ise %36’sindan fazlasi siber magdur, erkeklerin yaklasik %18’1, kizlarin ise
%16’s1 siber zorba olduklarini bildirmistir. Erkek ve kiz 6grenciler arasinda anlaml
bir fark bulunamamistir. Bilgisayar ve internet kullaniminin siber zorbalik ve
magduriyetle pozitif iligkili oldugu bulunmustur. Patchin ve Hinduja (2006)
aragtirmalarin1 18 yasindan kiigiik 324 bireyle yapmislardir. Aragtirmanin sonucuna
gore bireylerin %30’u siber magdur, %60°’1 bagkalari tarafindan goz ardi edildigini,
%350’s1 bagkalar1 tarafindan saygisizlik gordiiglinti bildirmistir. Siber magdurlarin %

60’ 1 okulda da zorbaliga maruz kaldiklarini belirtmistir.

Kowalski ve Limber ise (2007), Amerika’da 6, 7, 8. sinifa giden 3767 68renci
ile caligmistir. Arastirma sonuglarina gore 6grencilerin %11°inin siber magdur, %7’si
hem siber zorba hem de siber kurban, %4’ ise siber zorba oldugunu belirtmislerdir.
Siber zorbalikta kullanilan en yaygin yontemler ise anlik mesajlagma, sohbet odalari
ve e-posta kullanimindan kaynaklanmaktadir. Siber magdurlarin yarisina yakin bir
kismi siber zorbalig1 kimin yaptigin1 bilmemektedirler. Selkie, Fales ve Moreno’nun
2015 yilinda yaptig1 ¢alismada ise, ABD’de 10-19 yaslar1 arasindaki 139 bireyle
arastirmay1 gerceklestirmiglerdir. Yapilan calismanin analiz sonuglarina gore,
ogrencilerin siber zorbalik yapma oranlarinin %1 ile %41 arasinda; siber magduriyet
yasama oranlarinin %3 ile %72 arasinda; hem siber zorba hem de siber magdur
olarak siber zorbaliga dahil olma oranlarnin ise %2,3 ile %16,7 arasinda degistigini
belirlemiglerdir. Siber zorbalik ile depresyon, intihar, madde kullanimi dahil olmak

tizere fiziksel ve zihinsel saglik problemleriyle baglantilar kurmuslardir.
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Slonje ve Smith (2008) siber zorbalig1 arastirmak amaciyla isve¢ okullarindan
360 geng iizerinde arastirma yapmislardir. Arastirmalarinda siber zorbaligin dort
kategorisi olan metin mesaji, e-posta, telefon goriismesi ve fotograf/video klibi
kullanilarak yapilan siber zorbaligin yas ve siif diizeyi arasindaki iliskisi, yansiyan
etkileri, baskalarina aktarilmasi ve bu tiir bir zorbaligin farkinda olup olunmadigi ele
alinmaktadir. Arastirma sonuclarina gore okulda zorbalik faaliyetine %10’u evet,
%6,4’1i bir veya iki kez, %3,6’s1 daha sik bulundugunu belirtilmistir. Cinsiyet
degiskeninde zorbaliga maruz kalmada 6nemli bir farklilik ortaya ¢ikmamuistir. Yas

degiskeninde anlamli bir fark goriilmemistir.

Kanada okullarinda yapilan caligsmalara bakildiginda Beran ve Li (2005)
arastirmalarini 432 Ogrenci ile ¢ahisilmistir. Ogrencilerin %69°dan fazlas1 siber
zorbaligi duymustur, %21°i birka¢ kez siber zorbaliga maruz kalmistir, %3’i ise
siber zorbalik yaptigini belirtmistir. Li (2006) ise ortaokulda okuyan 264 6grenciye
uygulanan anket sonuglarina gore, 6grencilerin yarisina yakini hem siber zorba hem
de siber magdur, yaklasik dértte biri siber magdurdur. Ogrencilerin yarisina yakini
birilerinin siber zorba oldugunu bildiklerini sdylemislerdir. Cinsiyet degiskeni
sonuclarina gore zorbalikk ve siber zorbalik acisindan anlamlhi farkliliklar

bulunmaktadir.

Wei ve Chen (2012) Cinde yaptiklar1 g¢aligmalarinda Machiavellianism'in
Tayvan'in Taipei kentindeki 7. simif ortaokul 6grencileri arasinda zorbalik, akran
kabulii ve okul uyumu (kural izleyen davranis ve akademik performans) arasindaki
iligki incelenmistir. Grubun birinde fiziksel ve sdzel zorbaligin meslektaslarin kabulii
ve akademik performansla negatif yonde iliskili oldugunu, diger grupta ise anlaml
bir iliski bulunmadigini gozlemlemislerdir. Beran ve digerleri ise (2012)
calismalarinda lise ve {niversitedeki taciz ve siber taciz durumlarma bakmislardir.
Calisma grubunu ABD'de ve iki Kanada iiniversitesinde yer alan 1.368 &grenci
olusturmaktadir. (ortalama yas = 21, kiz dgrenci: 676). Ogrencilerin toplam %33,6's1
siber taciz edildigini ve %28,4"1 lisedeyken ¢evrimdisi taciz edildigini belirtmistir.
Ayrica, %8,6's1 siber tacizden ve %6,4’1 iiniversitedeyken ¢evrimdist tacizden
etkilenmistir. Yapilan analizlerde lisede yasanan taciz tiirii ile {iniversitede yasanan

taciz tlirliniin iligkili oldugu yoniinde sonuclara ulasilmistir. Wang ve digerleri 2009
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yilinda yaptiklar1 ¢aligmalarinda, baskalarina zorbalik yapma veya yaptirma sikligi
oranlarii fiziksel olarak %Z20,8, sozlii olarak %353,6, sosyal olarak %51,4 ve
elektronik olarak %13,6 olarak tespit etmislerdir. Erkekler fiziksel ya da sozli
zorbaliga daha fazla katilirken, kizlar iligkisel zorbaliga daha fazla dahil olmuslardir.
Erkeklerin siber zorba olma olasiligi daha yiiksek, kizlarin siber magdur olma
olasilig1 daha ytksektir. Afrikali-Amerikali ergenler daha fazla zorbalikta (fiziksel,
sozel veya siber) ancak daha az magduriyete (sozel veya iliskisel) dahil olmuslardir.
Daha fazla arkadas sahibi olma durumu, fiziksel, sozlii ve iliskisel formlar i¢in daha
fazla zorbalik ve daha az magduriyetle iligkili ancak siber zorbalikta iliski
bulunamamistir. Raskauskas ve Stoltz’a gore (2007) internetin ve cep telefonlarinin
yayginligi, siber zorbaligi ortaya cikartmaktadir. 84 gencin geleneksel ve siber
zorbaliga katilimlart arastirilmistir. Sonuglara gére 41 kisi siber magdur, 60 kisi
geleneksel magdur, 18 kisi siber zorba, 54 kisi geleneksel zorbadir. Ogrencilerin
geleneksel zorbaliktaki rollerinin, siber zorbalikta da aymi rolii oldugunu
gostermektedir. Geleneksel =~ magdurlar  siber  zorbalik  davraniglarim

gostermemektedir.

Smith ve digerleri (2008), ingiltere’de 11-16 yaslar arasindaki 6grencilerle iki
calisma yapmislardir. Arastirmalarinin sonuglarina gore ise, her iki calismada da
siber zorbaliga geleneksel zorbaliktan daha az rastlanmaktadir. Birgok siber magdur
ayni zamanda geleneksel zorbaligin da magdurudur. Birinci ¢aligmada 14 okuldan 92
ogrenci, ikincisinde 5 okuldan 533 6grenci okul i¢inde ve disinda siber zorbalik yedi
tane bilisim teknolojisi (metin mesajlari, resim/fotograf veya videolar, telefon
goriismeleri, e-posta, sohbet odalari, anlik mesajlasma ve web siteleri) ile ayrilmistir.
Siber zorbaligin en yaygin hali, metin mesajlaridir. Birinci ¢alismanin sonucuna gore
siber zorbalik ayn1 yas gurubundan bir veya birka¢ 6grenci tarafindan yapilmaktadir.
Ikinci galigmanin sonucuna gore siber zorba ve magdur olmanin internet kullanimi
ile iligkisi vardir. Varjas ve digerlerinin de, (2009) siber zorbalik ve okul zorbaligiyla
ilgili durumlara baktiklari caligmalarinda 427 ortaokul 6grencisi bulunmaktadir.
Siber zorbalik ve iliskisel zorbaligin okul giivenligi ile iligkisi olmadigini tespit
edilmistir. Erkekler daha fazla fiziksel magduriyet, soézlii magduriyet ve sozlii

zorbalik ve daha az iliskisel magduriyet yasadiklarii belirtmislerdir. Fiziksel, sozli
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ve iliskisel zorbalik ve magduriyet, bireysel yapilan formlardan farkli ve genel olarak
temel zorbalik ve magduriyet yapilarini temsil edebilecegi diisliniilmektedir.
Kowalski ve Limber ise ayn1 konuda 2013 yilinda ¢ocuk ve ergenlerin geleneksel ve
siber zorbaliklarinin psikolojik, fiziksel ve akademik iliskilerini inceledikleri
arastirmalarinda 931 6grenci ile calismiglardir. Geleneksel zorbalik ile siber zorbalik
tam olarak anlamli olmasa da 6nemli bir anlamlilik vardir. Bu iki zorbalik tiirii de

psikolojik, fiziksel ve akademik olarak birbirine benzemektedir.

Meter ve Bauman (2018) siber zorbalik ve ebeveyn kontrolii hakkinda ahlaki
ayrimciliin siber zorbalik katilimi ile geleneksel zorbalik ve magduriyet tizerindeki
etkilerini 800 &grencide incelemiglerdir. Siber zorbalik ve ebeveyn kontroliindeki
ahlaki ayriliklarin geleneksel zorbalik tizerinde dogrudan bir etkiye sahip oldugunu
bulmuslardir. Arastirmacilarin tanimina gore, ahlaki ayrilma, kisinin kendi kisisel
ahlaki standartlarina aykir1 bir davranisin kabul edilebilir olduguna dair kendini ikna
ettigi biligsel bir mekanizmadir. Arastirma sonucunda siber zorbalik ve ebeveyn
kontrolii hakkindaki ahlaki ayrilmanin siber zorbalik katilimini etkiledigini tespit

edilmistir.

Chao ve Yu (2017) ise siber zorbalik davranislarini cinsiyet ve farkli internet
erisim zamanlarinda arastirmaktadir. Tayvan'da yaptig1 ¢calismaya 150 lise arasindan
13.864 katilimc1 alinmistir. Arastirma sonucuna gore siber zorbalia karst tutumun
siber zorbaliga karsi yapilan davranis iizerinde dogrudan bir etkisi oldugunu ortaya
koymustur. En ¢ok etkilesim 10.00-14.00 saatlerinde internete girislerde olmaktadir.
Touloupis ve Athanasiades (2014), ilkdgretim dgrencileri arasinda yeni teknolojilerin
riskli kullanimini ve 6zellikle de 6grencilerin cinsiyet ve akademik basarilarina bagh
olarak internet bagimliligi ve siber zorbalik sikligini aragtirmayr amaglamistir.
Calismaya Selanik ve Atina'nin devlet okullarinda okuyan 452 ilkokul 6grencisi (242
erkek, 210 kiz) katilmistir. Ogrenciler, internetin patolojik kullanimi (internet
Bagimliligi Testi, Young, 1998) ve siber zorbalik olaylarma katilimlari (Siber
Zorbalik Anketi, Smith vd., 2006) ile ilgili bir anket formu doldurmuslardir.
Cinsiyete bakildiginda, internet bagimliligimin erkeklerde kizlardan daha yiiksek
oldugu tespit edilmistir.
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Son yillarda yapilan ¢aligmalar incelendiginde, bu c¢aligmalarin konusu siber
zorbaliga 6gretmen ve okul ikliminin etkisi tizerinedir. Gualdo vd., 2018; Desmet vd.
2015 yaptiklar caligmalarinda idareci ve 6gretmenlerin siber zorbalikla bas etmede
O6nemli rol oynadigini belirtmislerdir. Bu konuda yeterli aragtirma yapilmadigi i¢in
bu konuya deginmislerdir. Ogrenciler siber zorbalikla bas etmede 6gretmenlere ¢ok
az gliven duymaktadir. Calismalarinin sonucunda 6gretmenlerin bu konuda egitime
ihtiya¢c  duyduklarmi tespit etmislerdir. Yot ve digerlerinin (2019) ise
caligmalarindaki amaglar1t 6gretmen adaylarimin okuldaki siber zorbalikla ilgili
algilarini, bas etmede eylemde bulunabilme yeteneklerini arastirmaktir. Ispanyol
tiniversitelerinde okuyan 408 6grenci yiiksek diizeyde endise duyduklarini ve siber
zorbaligin 6nemli bir problem oldugunu belirtmislerdir. Gelecekteki 6gretmenlik
egitim programlarinda bu konuya ihtiyagc duyulmaktadir. Israil’de yapilan
aragtirmaya gore ise 6gretmenler i¢in siber zorbalikla ilgili bir miidahale programinin
gelistirilmesi, uygulanmasi ve degerlendirmesi konusunda bir calisma yapilmigtir
(Shemesh vd., 2018). Portekiz’de yapilan arastirmada ise ergen siber zorbalarin okul
ortamini nasil algilandiklar1 ve Ogretmenlere sdylemenin okul ortamini nasil
algiladig ile iligkisine bakilmis ve sonucgta ergen siber zorbalar, arkadaslarina ve
ebeveynlerine siber suclart daha fazla sdylerken, Ggretmenlerine deneyimlerini
anlattiklariin, okul ortamu ile ilgili olumlu durumlar1 sdyleme egiliminde olduklarin
gostermistir. Cinsiyet ve yas, siber suglarin azaltilmasi ve algilanan okul iklimi
arasindaki iliskide onemli bir rol oynamamustir. Arastirmada Ogretmenler ve
Ogretmenlere verilen hizmet igi egitimlerin siber zorbaligin 6nlenmesi iizerindeki

etkisi tartisilmaktadir (Veiga vd., 2017).

3.2. Tiirkiye’de Yapilan Calismalar

Tirkiye’deki ilk siber zorbalik arastirmasi Erdur Baker ve Kavsut’un (2007)
caligmalaridir. Yaslar1 14-19 arasinda daha ¢ok 16 yaslarindaki 228 lise 6grencisi ile
bicimlerini ve yayginligini, siber zorba ve magdur olma durumlarini aragtirmiglardir.
Iki paralel form kullannislardir. Betimleyici ve karsilastirmali istatistiklerle verilerin
analizi yapilmistir. Analizin sonuglarina gore diger iilkelerde yasanan siber zorba ve
magduriyetin bizim iilkemizde de varoldugu yoniindedir. Erkek ogrenciler kiz

ogrencilere gore hem daha fazla siber zorba hem de siber magdur olduklarini beyan
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etmislerdir. Internet kullanarak iletisim kuranlarin siber zorba veya magdur olma
arasinda pozitif iliski bulunmustur. Okul tiirii, ailenin ekonomik durumu, yas ve sinif
diizeyi degiskenlerinin siber zorba veya siber magdur olma ile iliskili olmadig tespit
edilmistir. 2008 yilinda yapilan bir calismada ise Aricak ve digerleri, ilkogretim
ikinci kademedeki ergenlerde siber zorbaligin durumunu incelemislerdir.
Tiirkiye’deki 269 dgrenciden bilgi toplamislardir. Ogrencilerin %35,7’si siber zorba
iken %23,8’1 hem siber zorba hem siber magdur, geri kalan %5,9’unun da siber
magdur oldugu tespit edilmistir. Erkek ogrenciler kiz 6grencilere gore daha siber
zorba ve magdur olduklarini belirtmislerdir. Topcu ise 2008 yilinda yaptigi
calismasinda Erdur-Baker ve Kavsut’un, 2007 yilinda uyguladigi Siber Zorbalik
Envanterini giincellemis, Geleneksel Zorbalik Olcegi kullanilmis ve Temel Empati
Olgegi (Jolliffe ve Farrington, 2006) Tiirk¢e’ye cevrilmistir. Calismasinda, yasi
yaklagik 16 olan 717 kisiden veri toplamistir. Katilimcilarin %55,2’sinin geleneksel
zorbalik , %47,6’smin ise siber zorbalik yaptig1 goriilmektedir. Erkek katilimcilar kiz
katilimcilara gore daha yiiksek siber zorba puani almistir. Geleneksel zorbalik yapma
ve bilgi ve iletisim teknolojilerini sik kullanma, siber zorba olma durumunda anlaml

degiskenlerdir.

Geleneksel zorbalikla ilgili ¢calisan Burnukara’nin (2009) arastirmasinda temel
amaci, 12-18 yaslari arasindaki ergenlerin ne kadar fiziksel ve sanal ortamda akran
zorbaligina maruz kaldiklarini incelemektir. Katilimeilarin %31,8’1 fiziksel ¢evrede,
%?21,7’s1 sanal ortamda akran zorbaligina dahil olduklarini belirtmektedir. Erkek
ogrenciler kizlara gore daha fazla akran zorbaligi sergilediklerini fakat akran
zorbaligina maruz kalma acisindan cinsiyet boyutunda anlamli bir fark
goriilmemistir. Geleneksel ve siber zorbalik arasindaki iliskiyi 2010 yilinda
inceleyen Erdur-Baker, cinsiyet ve internet ile iletisim araglarinin kullanim sikligina
bakmistir. Yaslar1 14-18 aras1 276 lise dgrencisi ile ¢alismistir. Ogrencilerin %24 (i
her giin , %33,7’si1 haftada en az iki kez, %33,7’si ayda bir ya da iki kez , %6,9’u hi¢
internet kullanmadigim belirtmistir. Ogrencilerin %32’si hem siber zorbaliga hem de
geleneksel zorbaliga ugradigini, %26’s1 hem siber hem de cevrede bagkalarma
zorbaca hareketler gostermistir. Erkek 6grenciler kiz 6grencilere gore hem siber hem

de cevrede, daha fazla kurban olma durumu gostermektedir. Siber zorbalik ve
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geleneksel zorbalik arasinda sadece erkek Ogrencilerde anlamli bir iliski tespit
edilmistir. Okul yasami zorbaligi adiyla geleneksel zorbaligi arastiran bagka bir
calisma da Demirci’nin (2017) ¢alismasidir. 11-15 yas arasi ergenlerde okul yasami
zorbalig1 ve siber zorbalig1 incelemistir. Istanbul ilinde 6grenim goren rastgele 354
ogrenci ile anket yapilmistir. Ogrencilerin %19,66s1 siber zorbaliga maruz kalirken,
%96,51°1 ise okul yasami zorbaligina maruz kalmistir. Siber zorbaligin erkeklerde
daha fazla gorildiigii, 7. simiflarin siber zorba magduru olma diizeyi 5. siniflara gore
daha fazla oldugu, anne egitim diizeyine gore siber zorba egilimi ve siber zorba
magduru diizeylerinin farklilastigi, baba egitim diizeyine gore siber zorba egilimi ve
okul yasami zorba egilimi diizeyinin farklilastigi tespit edilmistir. Anneleri lise
mezunu olan o6grencilerin siber zorba egilimi algilarnin anneleri {iniversite
mezunu olan 6grencilere gore daha fazla oldugu belirtilmistir. Babalari ortaokul, lise,
Universite, ylksek lisans ve st mezunu olan &grencilerin - okul
yasami zorba egilimi algilarinin babalar1 ilkokul mezunu olan 6grencilere gore daha

fazla oldugu tespit edilmistir.

Ozel (2013), arastirmada erkek &grencilerin %30°unun, kiz dgrencilerin ise
%27’sinin siber zorbalik yaptiklart bulunmustur. Siber magduriyet agisindan cinsiyet
boyutunda anlamli bir fark goriilmemistir. Cinsiyet tiirlerine gore ise erkeklerin
%26,52 oraninda, kizlarin %?26,50 oraninda siber magduriyet yasadiklari tespit

edilmistir.

Manap (2012), ortaokul 6grencilerinin; cinsiyet, sinif diizeyi, internet kullanim
siklig1, en sik ziyaret ettikleri internet site tiirii, sosyal aktivitelere katilimlari,
algilanan sosyoekonomik durumlart ve ilgi duyduklart dizi/film tiiriine gore siber
zorbalik diizeyleri incelenmistir. Arastirmanin ¢alisma grubunu 6, 7 ve 8. sinifta
O0grenim goren 1142 Ogrenci olusturmaktadir. Arastirma sonuglarina gore erkek
ogrencilerin kiz 6grencilere kiyasla siber zorbalik diizeyleri daha yiiksektir. Sinif
diizeyi arttikca siber zorbalik da artmaktadir. Interneti her giin kullanan 6grencilerin
siber zorbalik diizeyleri arkadaslarina oranla daha yiiksektir. Siisli (2016) ise
calismasinda erkek Ogrencilerin siber zorbalik puanlarmin kiz 6grencilerden daha
yiiksek oldugunu, siber magduriyet puanlarinda cinsiyet agisindan anlamli bir fark

olmadigi, 16 yas grubunda bulunan 6grencilerin siber zorbalik puanlarinin diger yas
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gruplarindaki 6grencilerden daha yiiksek oldugu ve siber magduriyet puanlarinda yas
acisindan anlamli bir fark olmadigi ortaya cikmustir. Ogrencilerin anne ve baba
egitim durumuna gore siber zorbalik puanlarinda anlamli bir fark olmadig
goriilmiistiir. Siber magduriyet puanlarinda ise annenin egitim durumuna gore
anlamli bir fark olmadigi ancak babanin egitim durumuna goére anlamli bir fark
oldugu bulunmustur. Ogrencilerin bilgisayar, cep telefonu ve tablete sahip olmalarina
bagli olarak anlamli fark olmadig tespit edilmistir. Ayrica interneti kullanma stireleri
acisindan giinde 3 saatten fazla internet kullanan 6grencilerin siber zorbalik ve siber
magduriyet puanlarinin daha yiiksek oldugu bulunmustur. Gencer (2017) de
caligmasinda ortaokul 6grencilerinde internet bagimlilig1 ve siber zorbalik davranisi
arasinda bir iliski olup olmadigini incelemistir. Sivas ilinde okuyan ¢ogunlugu 7 ve
8.sinif Ogrencilerinden olusan 779 kisi lizerinde oOlgekler uygulanmistir. Siber
zorbalik davranisi ile anne egitim durumu, baba egitim durumu, evde bulunan kitap
sayisi, caligma masasmin olmast ve evde internet baglantisi olup olmamasi
degiskenleri ile anlamli bir iliski olmadigy, siber zorbalik davranisi ile egitim goriilen
smif diizeyi, cinsiyet, evde bilgisayar olmasi ve internet kullanim yeri degiskenleri
ile anlamli bir iliski oldugu tespit edilmistir. Erkek 6grenciler kiz 6grencilere gore
daha fazla siber zorbalik davranisinda bulunmaktadir. Ogrencilerin internet
bagimlilig1 ve siber zorbalik davranislari arasindaki iligki degeri anlamlidir. Bu sonug
dogrultusunda ortaokul Ogrencilerinin siber zorbalik ile internet bagimlilik
davraniglar1 arasinda orta diizeyde pozitif iligski tespit edilmistir. Ankara’daki
ortaokullarin 7 ve 8. smiflarinda 6grenim géren 200 G6grencinin sosyal medya
kullanimlarint ve siber zorbalik deneyimlerini Bastirk ve digerleri (2015)
calismalarinda arastirmiglardir. Arastirma sonucunda Ogrencilerin ¢ogunlugunun
evinde internetli bilgisayar ve giinde en az bir kere sosyal aglara girdikleri, en ¢ok
kullandiklar1 sosyal agin Facebook oldugu bulunmustur. Ogrencilerin %9,5’i siber
magdur, %7’si siber zorba ve %7,5’1 siber zorba ve magdur olarak tespit edilmistir.
Caligmanin bulgularma gore erkekler kizlara gore daha fazla siber zorba oldugu

gorilmiistiir.

Ozdemir (2015) calismasinda 6grencilerde akran iliskileri, anne-baba-dgrenci

iligkilerine ve baz1 degiskenlerin siber zorbalik ve magduriyeti ne derece etkiledigini
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bulmaya hedeflemistir. Aragtirma sonuglara gore, erkek dgrenciler kiz 6grencilerden
daha fazla siber zorbadir. Cinsiyet ve baba degiskenlerinin siber zorbaligi, baba ile
olan iligkinin ise siber magduriyeti etkiledigini tespit etmistir. Yas, akademik basari,
akran ve anne ile iliskileri siber zorbalik ve magduriyeti anlamli bir sekilde
etkilememistir. Vazsonyi, Jiskrova, Ozdemir ve Bell (2017) ise yaptiklari
caligmalarinda Tiirkiye’de lise seviyesinde okuyan 546 oOgrenciden bilgi
toplamiglardir. Zorbalik orani %7,9 iken siber zorbalik oran1 %17,9 olarak tespit
edilmistir. Cinsiyete gore yapilan analizlerde, anne ve babalarin yakinliklar1 ve
babalar tarafindan onaylanma, kiz 6grenciler icin diisik oranda 6z kontrol ve
zorbalik/siber zorbalik davraniglarini etkiledigi bulunmustur. Erkek ergenler arasinda

diisiik 6z kontrol veya zorbalik/siber zorbalik ile iligki tespit edilememistir.

Ayas ve Horzum (2010), ilkogretim ikinci kademe 6grencileri arasindaki sanal
zorba davranislar1 6lgmek amaciyla gecerli ve giivenilir bir 6lgek gelistirmeyi
amaglamiglardir. Aragtirmanin 6rneklemini 2008-2009 6gretim yilinda Sakarya
ilinde yer alan biri 6zel, ikisi devlet olmak tizere ilkdgretim okullarinin alti, yedi ve
sekizinci siniflarinda  okuyan 450 6grenci olusturmaktadir. Olgegin  gegerlik
calismalarinda goriiniis gecerligi ve kapsam gecgerligi icin uzman goriisiine
basvurulmustur. Yapr gecerliligi i¢in acimlayict ve dogrulayict boyut analizi
yapilmistir. Ag¢imlayict boyut sonucunda iki 6l¢eginde 19 madde ii¢ boyuttan
olustugu goriilmiistiir. 19 madde ve ii¢ boyuttan olusan kurban ve zorba Slgekleri ayri
ayr1 dogrulayict boyut analizi ile test edilmistir. Yapilan dogrulayic1 boyut analizi
sonucunda oOlceklerin modellerinin kuramsal ve istatistiksel olarak uygun oldugu
bulunmustur. Olgeklerin giivenirligi icin i¢ tutarhk katsayilar1 hesaplanmustir.
Olgegin sanal kurban ve zorba alt boyutlarmin i¢ tutarlik kat sayis1 .81 olarak
bulunmustur. Sonugta bulunan degerler dlgeklerin psikometrik olarak kabul edilebilir
oldugunu gostermektedir. Ozer (2016) yaptig1 arastirmasinda Ayas ve Horzum’un
(2010) blgegini kullanmistir. Ogrencilerin, diisiik diizeyde siber zorbaliga maruz
kaldigini, siber magdurlarin en fazla sanal ortamda engelleme ve zarar verme ile
sanal ortamda cinsel zorbalik davraniglariyla karsilastiklarini tespit etmistir.
Ogrencilerin siber zorbalik diizeylerinin; cinsiyet, yas, simf diizeyi, annenin egitim

diizeyi, cep telefonu sahibi olma, internet kullanim siklig1, sosyal medya hesabina
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sahip olma, sosyal medya hesabinin kullanim siklig1 ve ailenin gelir diizeyi gibi
degiskenlerde anlamlilik bulmustur. Okulun bulundugu sosyoekonomik diizey,
akademik basar1 diizeyi, babanin egitim diizeyi, kardes sayisi, ailenin biitiinliigi,
bilgisayar sahibi olma ve en ¢ok kullanilan sosyal medya hesab1 gibi degiskenlerin
ise anlamlilik gdstermedigini tespit etmistir. Erkek 6grencilerin kiz 6grencilere gore

daha fazla siber zorbalik yasadig1 tespit edilmistir.

Yalin ve digerleri (2010) , caligmalarin1 Ankara’da okuyan 6, 7 ve 8. simif 479
Ogrenci ile yapmiglardir. Veri toplama araci olarak Ayas ve Horzum (2010)
tarafindan gelistirilen Siber Zorba ve Kurban Olgegini kullanmiglardir. Aragtirmanin
sonuclarina gore, erkek Ogrenciler kiz 6grencilere gore daha fazla siber zorbadir.
Cinsiyet degiskeni ile siber kurban olma arasinda anlamli fark bulunmamistir. Sif
diizeyi ile siber kurban veya siber zorba olma arasinda anlamli bir fark
bulunmamistir. Yilmaz (2011) &grencilerde siber zorbaligi incelemek amaciyla
yaptig1 aragtirmada, 7. sinifta okuyan 756 Ogrencinin %16,9’u siber zorbaliga
ugradigini, %6,4’iiniin ise siber zorbalik yaptigini tespit etmistir. Erkek 6grencilerin
kiz 6grencilere gore daha fazla siber zorba oldugunu tespit etmistir. Ayas ve Horzum
(2012) arastirmalarinda ilkdgretim ikinci kademe Ogrencilerinin siber zorba ve
magdur olma durumlarint ve bu durumun cinsiyet ve smif diizeyiyle arasindaki
iliskiyi incelemislerdir. Arastirmanin ¢alisma grubunu 2010-2011 6gretim yili 2.
doneminde Trabzon ili merkezinde 6grenim gérmekte olan 209°u erkek 204’1 kiz
toplam 413 o6grenci olusturmaktadir. Siber zorba ve magdur olma durumunun
belirlenmesinde sanal zorba ve magdur anketi kullanilmistir. Yapilan arastirma
sonucunda 6grencilerin %18,6’sin1n sanal zorbaliga maruz kaldigi, %11,6’sinin sanal
zorbalik davraniglarii sergiledigi goriilmiistiir. Arastirmada 8. smifa devam eden
ogrencilerin diger siiflardaki 6grencilere gore daha fazla sanal zorbalik yaptigi, 6.
Smif G6grencilerin ise daha fazla sanal zorbaliga maruz kaldiklar1 bulunmustur.
Arastirmaya katilan 6grencilerin daha ¢cok msn ve sohbet odalarim1 kullanarak sanal
zorbalik yaptig1 ve sanal zorbaliga maruz kaldigr bulunmustur. Cinsiyet ile sanal
zorbalia maruz kalma arasinda anlaml bir iliski olmadig1 goriilmiistiir. Ayas ve
Horzum’un (2010) o6l¢egini kullanan diger bir calisma ise, Kavuk’un (2011)

caligmasidir. Ortaokul Ogrencilerinin sanal zorba/kurban olma durumlarim
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incelemistir. 6, 7 ve 8. Sinifa giden 2082 6grenciye Ayas ve Horzum ‘un (2010)
Sanal Zorba/Kurban Olma Durumlar1 6l¢egini uygulamistir. Cinsiyet, aile gelir
durumu, internet kullanim siiresi ve internet kullanim amaci ile sanal zorba ve sanal
kurban olma durumlar1 arasinda pozitif iligki goriilmiistiir. Erkek Ogrenciler kiz
Ogrencilere gore, aile gelir diizeyi yiiksek olanlar diisiik olanlara gore, internet
kullanma siiresi fazla olanlar az olanlara gore daha fazla sanal zorba ve kurban

olduklarini belirtmislerdir.

Yelci (2018) ise arastirmasinda ortaokul 6grencilerinin siber zorbalik diizeyiyle
saldirganlik diizeyi arasindaki iliskiyi incelemistir. Anlamli diizeyde bir iligki
bulmustur. Erkekler kizlara gore hem daha siber zorba ve saldirgan hem de daha
fazla siber magduriyet yasamaktadir. Smif diizeyi arttik¢a siber magduriyet, siber
zorbalik diizeyleri ve diger degiskenlerin yiizdesi artmaktadir. Ogrencilerin akademik

basarilarinin artmastyla bu diizeylerin diistiigii tespit edilmistir.

Ozdemir ve Akar (2011) aragtirmalarinda siber zorbaligm lise &grencileri
arasindaki yasanma sikligi, siber zorbaligin gergeklestigi siber ortamlarin neler
oldugu ve ‘siber zorbalik kurbani olma’ ve ‘siber zorba olma’ durumlarinin cinsiyet,
yas, simif ve giinliik internet kullanma siiresine gore farklilik gosterip gostermedigi
incelemislerdir. Arastirmaya 336 Ogrenci katilmistir. Veriler, Hinduja ve Patchin
(2009) tarafindan gelistirilmis olan ‘Siber Zorbalikk ve Internet Saldirganligini
Tarama Olgegi-SZISTO’ ile toplanmistir. Arastirmada, katilimeilarin %14 {iniin son
bir ay icerisinde siber zorbalifa maruz kaldigi, %10’unun ise bagkalarna siber
zorbalik yaptiklar1 ortaya ¢ikmistir. Diger yandan siber zorbaligin en sik yasandig
siber ortamlarin basinda internette yer alan sosyal paylagim siteleri ve cep telefonlar
oldugu anlasilmistir. Demografik degiskenlerin siber zorbalik ile iligkisine iliskin
yapilan analizlerde cinsiyet, yas ve simif diizeyinin siber zorbalik iizerinde bir etkisi
olmadig1 goriilmiistiir. Buna karsin gilinliik internet kullanim siiresi bes saati asan
katilimcilarin diger gruplara gore daha fazla siber zorbalik yaptiklar1 saptanmistir.
Siber zorbalik tehlike diizeyi Olgeginin ortaokul ve lise formlarini gelistirmeyi
amaclayan Kavuk Kalender, Bulu ve Keser (2018) yaptiklar1 arastirmada, siber
zorbalik olaylarina magdur, zorba veya tanik olarak dahil olan 6grenciler agisindan

incelemiglerdir. Arastirmada 304 ortaokul ve 296 lise O&grencisinden veri
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toplanmistir. Formlarla ilgili olarak kapsam gecerligi ve dil gegerligi uzman
goriisiiyle; yap1 gecerligi ise agimlayici boyut analizi yapilarak saglanmistir. ilk
psikometrik bulgularinin gegerli ve giivenilir oldugu belirlenen 6l¢ek formlarinin her
biri li¢ temel boyuttan (magduriyet, zorbalik ve taniklik); her temel boyut ise {i¢ alt
boyut (sorunun yasanma sikligi, algilanan ciddiyet diizeyi, hissedilen olumsuz etki
diizeyi) ile 17 maddeden olusmustur. Bu iki veri toplama araci, ortaokul ve lise
Ogrencileri i¢in siber zorbalig1 ne diizeyde tehlikeli bir sorun oldugunu belirlemek

amaciyla kullanilabilir.

Aricak, Kinay ve Tanrikulu (2012) da siber zorbalik 6l¢eginin ilk psikometrik
bulgularini arastirmislardir. Olgekteki sorular sosyal aglar1 kullanma, mobil iletisim
araclar1 ve kisisel bilgilerinin kontrolsiiz yayilmasi ile ilgili sorulardir. Veriler siber

zorbalik dl¢eginin gegerli ve glivenilir oldugu yoniindedir.

Topcu ve digerleri 2008 yilinda yaptiklar ¢alismalarinda siber zorbalig: farkl
okul tiirlerine gore incelemislerdir. Ozel okul &grencileri bilgi ve iletisim
teknolojilerini devlet okulu Ogrencilerine gore daha c¢ok kullanmalarina ragmen
devlet okulu dgrencileri daha ¢ok siber zorba ve siber magdur bulunmustur. Ozel
okulda okuyup siber magdur olanlar siber zorbalik davranislarmmi saka olarak
gordiiklerini, devlet okulundakiler 1ise siber zorba davraniglarina karsi
sinirlendiklerini beyan etmislerdir. Ogrencilerin %70’i siber zorbaliga maruz
kaldiklarinda baskalarindan yardim aldiklarin1 beyan etmislerdir. Arkadaslarindan
yardim alma konusunda ise devlet okulundakiler %28,6, 6zel okuldakiler %43,6
oraninda oldugu tespit edilmistir. Ozel okuldakiler &gretmenlerinden yardim

almazken devlet okulu 6grencileri 6gretmenlerinden az da olsa yardim almaktadir.

Serin (2012) ergenlerde siber zorba ve magduriyet yasantilari ile 6gretmen ve
yoneticilerin farkindalik diizeylerini arastirmistir. Arastirma Istanbul ilinde okuyan 5,
6, 7, 8. smiftaki 4291 Ogrenciden olusmaktadir. Arastirmanin yapildigi okullarda
toplam 727 miidiir ve miidiir yardimecisi, 506’s1 kadin, 410’u erkek olmak tizere
toplam 916 6gretmen ile calisilmistir. Ogrencilerin %26,52°si bir sekilde siber
zorbaliga karismistir, %9,42°s1 siber zorbalik yapmistir, %11,79’u siber magdur ve

%5,31°1 hem siber zorba hem de siber magdurdur. Kiz 6grenciler hem daha az siber
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zorba hem de daha az siber magdur olmuslardir. Okul yoneticilerinin %6,3 {iniin,

ogretmenlerin %7,6’sinin siber zorbaliga maruz kaldiklar1 bulunmustur.
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YONTEM

4.1. Arastirmanin Modeli

Konya ilinde 6grenim géren ortaokul 6grencilerinin siber zorba ve kurban
olma durumlarmin belirlenmesini amaglayan bu calismada tekil ve iliskisel tarama
modeli kullanilmistir. Karasar (2015)’a gore, “Degiskenlerin, tek tek tiir ya da miktar
olarak olusumlarinin belirlenmesi amaci ile yapilan arastirma modellerine, tekil
tarama modeli denir”. 1liskisel tarama modelleri ise “iki ya da daha ¢ok sayidaki
degisken arasinda birlikte degisim varligini ve/veya derecesini belirlemeyi
amaglayan arastirma modelleridir”. Tarama modeli, arastirmanin konusunun
gecmiste ya da halen var olan durumuyla ilgili hipotezleri test etmek ya da sorulari
cevaplamak icin veri toplamay1 ya da betimlemeyi saglayan bir arastirma modelidir
(Karasar, 2015). Tarama modeli kapsaminda “Siber Zorba ve Kurban Olma

Durumlar1” 6lgegi kullanilmistir (Ayas ve Horzum 2010).
4.2. Calisma Grubu

Arastirmanin ¢alisma grubunu Konya ilindeki resmi ortaokullarda &grenim
goren 5, 6, 7 ve 8. smif 6grencileri olusturmaktadir. Calisma grubu belirlenirken
Konya 11 Milli Egitim Miidiirliigiinden alinan bilgiye gore 2015-2016 egitim ve
ogretim yilinda Konya ilinde ortaokul 5, 6, 7 ve 8. sinifta 6grenim goren dgrenci
sayisinin 136.767 olduguna ulagilmistir. Calisma grubu ise 2015-2016 egitim ve
ogretim yilinda Konya merkez ilgelerinde ii¢ resmi ortaokulda O6grenim goren

rastgele drnekleme yoluyla seg¢ilen 390 ortaokul 6grencisidir.

Tablo-1: Ogrencilerin Cinsiyete Gére Dagilim

Cinsiyet N Yiizde (%)
Kiz 159 40,8
Erkek 231 50,2

Toplam 390 100,0
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Tablo 3’te goriildigi gibi 390 kisilik ¢alisma grubu 159  (%40,8) kiz ve 231
(%50,2) erkek 6grenciden olusmaktadir.

Tablo-2: Ogrencilerin Simflara Gére Dagihm

Stif N Yiizde (%)
S.smif 75 19,2
6.smf 109 27,9
7.smif 43 11,0
8.smf 163 41,8
Toplam 390 100,0

4.3. Veri Toplama Araci ve Veri Toplama

Calisma grubunu olusturan Ggrencilerin siber zorba ve siber kurban olma
durumlarim1 belirlemek icin Ayas ve Horzum (2010) tarafindan gelistirilen (5’li
Likert tipinde) “Siber Zorba ve Kurban Olma” 6l¢egi kullanilmistir (Ek-1). Olgek
sahibinden e-posta yoluyla izin alinnmustir (Ek-2). Olgek 19 maddeden olusmaktadir.
Maddelerin 19°u da olumlu (siber zorbalig1 destekleyen) maddelerdir. Olgegin sanal

kurban ve sanal zorba alt boyutlarinin i¢ tutarlik kat sayis1 .81 olarak bulunmustur.

Siber Zorba/Kurban Olgegi 19’ar soru ve ii¢ boyuttan olusmaktadir. Boyutlar,
(1) siber ortamda engelleme ve zarar verme, (2) cinsel zorba/kurban ve (3) sdylenti
cikarma (Ayas ve Horzum 2010). Olgegin alt boyutlarma iliskin i¢ tutarhilik kat
sayilar1 ise su sekildedir: Siber Ortamda Engelleme ve Zarar Verme alt boyutu
i¢in.75, Siber Ortamda Cinsel Zorba alt boyutu i¢in 68 ve Siber Ortamda Soylenti
Cikarma alt boyutu i¢in .68 olarak bulunmustur. Siber Zorba/Kurban 6l¢eginin 19

maddelik toplam i¢ tutarlik katsayisi .81 olarak bulunmustur.

Olgegin alt boyutlarina iliskin i¢ tutarlilik kat sayilari ise su sekildedir: Sanal
Ortamda Cinsel Kurban alt boyutu i¢in .66, Sanal Ortamda Engelleme ve Zarar
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Verme alt boyutu i¢in .62 ve Sanal Ortamda Sdylenti Cikarma alt boyutu igin .70

olarak bulunmustur.

Tablo-3: Olcegin Alt Boyutlari ve Boyutlara Dahil Olan Sorular

Boyuta Dahil Olan Madde
Boyut Ad:
Sorular Sayisi
Siber ortamda engelleme ve
1,2,3,456,7,8 8
zarar verme
Siber ortamda cinsel
9,10, 11, 12,13, 14,15 7
zorbalik
Siber ortamda sdylenti
16, 17, 18, 19 4
¢ikarma
TOPLAM 19 19

Veri toplama asamasinda oncelikle Egitim Bilimleri Enstitiisiine verilen
belgelerle Konya il Milli Egitim Miidiirliigiinden izin alinmistir (Ek-3). Verilen izin
kagidi ile Konya merkez ilgelerinde rastgele secilen ii¢ resmi ortaokulda siniflarin
ders akisin1 bozmadan tek tek dolasilarak ve herhangi bir yonlendirme yapilmadan
olgekte anlamadiklar: yerleri anlatarak veriler toplanmistir. Ogrencilerin baskasinin

etkisi olmadan 6l¢egi doldurmalari saglanmustir.
4.4. Verilerin Analizi

Verilerin analizinde betimsel analiz tekniginden yararlanilmistir. Veriler 6nce
Microsoft Excel programi ile bilgisayar ortamina aktarilmistir. Normallik ¢aligma
grubu 50’den biiyiikk oldugu i¢in Kolmogorov-Smirnov testi yapilarak kontrol
edilmis, verilerin normal dagilim gostermedigi tespit edilmistir (Bursal, 2017). Buna
gore cinsiyet, bilgisayar ve cep telefonuna sahip olma durumlari i¢in “Mann-Whitney
U”, smif diizeyi, internet kullanim siklig1, anne ve babanin egitim durumlari i¢in
“Kruskal-Wallis H” testinden yararlanilmigtir. Daha sonra “IBM SPSS Statistics 22”
programi ile analiz yapilmistir. Anlamlilik diizeyi 0.05 (%95) alinmastir.
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Olgekteki sorulara verilen cevaplar; her zaman: 5, sik sik: 4, ara sira: 3,
nadiren: 2 ve hi¢bir zaman: 1 seklinde ifadelendirilmistir. Siber zorba ve kurban
olma durumunu belirlemek amaciyla cevaplardaki ortalamalar hesaplanmistir.
Yiiksek puanlar, daha ¢ok siber zorba ve magduriyet oldugu; diisiik puanlar daha az

siber zorba ve kurban oldugu anlamina gelmektedir.
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BULGULAR

5.1. Ogrencilerin Siber Zorba / Magdur Olma Durumlari

Siber zorba ve magdur olma durumlar1 Siber Ortamda Engelleme ve Zarar
Verme, Siber Ortamda Cinsel Zorbalik ve Siber Ortamda Soylenti Cikarma Alt
Boyutlarina ii¢ boyuta gore asagidaki gibidir:

Tablo-4: Siber Ortamda Engelleme ve Zarar Verme Alt Boyutuna Gore Siber
Zorba/Magdur Olma Durumlar

BEN
Alt BANA YAPILDI
Maddeler YAPTIM
Boyut
N Yiizde N Yiizde
Higbir zaman 319 81,8 340 87,2
Nadiren 43 11 29 7.4
1. Kisisel bilgisayarini ele
Ara Sira 19 49 12 3,1
gecirme ve dosyalarina
Sik sik 5 1,3 5 1,3
kasten zarar verme.
Her zaman 4 1 4 1,0
Toplam 390 100 390 100,0
Higbir zaman 312 80,0 357 91,5
Nadiren 47 12,1 15 3,8
2. Kasithi olarak virtisli Ara Sira 20 51 9 2,3
mail yollama Sik sik 10 2,6 8 2,1
Her zaman 1 0,3 1 0,3
Toplam 390 100,0 390 100,0
Higbir zaman 319 81,8 338 86,7
Nadiren 35 9 24 6,2
3. Internet ya da telefon Ara Sira 25 6,4 13 3,3
yoluyla tehdit etme Sik sik 5 1,3 9 2,3
g Her zaman 6 15 6 15
S
g Toplam 390 100 390 100,0
@ N "
g Higbir zaman 334 85,6 341 87,4
g Nadiren 21 54
> )
2} 4. Mail kutularini 26 6,7
g Ara Sira 12 3,1
5 doldurarak mail gelmesini 19 4.9
=) Sik sik 8 2,1
S engelleme 5 1,3
g Her zaman 6 16 8 2,1
g Toplam 390 100,0 390 100,0
5 5. Sohbet odasi (chat) yada  Higbir zaman 265 67,9 310 79,5
.(1/3) oyun sitesini terk etmeye Nadiren 62 15,9 42 10,8
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zorlama Ara Sira 37 9,5 16 4,1
Sik sik 14 3,6 11 2,8
Her zaman 12 3,1 11 2,8
Toplam 390 100,0 390 100,0
Higbir zaman 331 84,9 349 89,5
6. Zarar gdrmesini istedigi Nadiren 31 79 22 5,6
kisinin adin1 kullanarak Ara Sira 17 4.4 10 2,6
insanlara mesaj, mail veya Sik sik 8 2,1 5 1,3
video yollama. Her zaman 3 0,8 4 1,0
Toplam 390 100,0 390 100,0
Higbir zaman 338 86,7 365 93,6
7. Zarar vermeye neden Nadiren % 55 ° >3
olacak web sayfasi el a 28 ? 23
- Sik sik 4 1 4 1,0
Her zaman 4 1 3 0,8
Toplam 390 100,0 390 100,0
Higbir zaman 295 75,6 339 86,9
Nadiren 62 15,9 25 6,4
8. Mail adresini ele gegirme  Ara Sira 18 4,6 10 2,6
ve zarar verme. Sik sik 8 2,1 9 2,3
Her zaman 7 1,8 7 1,8
Toplam 390 100,0 390 100,0

Ogrenciler siber magdur olma durumlarinda dlgegin siber ortamda engelleme

ve zarar verme boyutunun kisisel bilgisayarini ele gecirme ve dosyalarina kasten

zarar verme maddesinde %81,8 higbir zaman magdur olmadiklarin1 ancak nadiren

%11, ara sira %4.,9, sik sik %1,3 ve her zaman %1 oraninda baslarina geldigini dile

getirmislerdir.

Kasitli olarak viriislii mail yollama maddesinde %80 higbir zaman magdur

olmadiklarin1 ancak nadiren %12,1, ara sira %5,1, sik sik %2.6 ve her zaman %0,3

baslarina geldigini dile getirmislerdir.

Internet ya da telefon yoluyla tehdit etme maddesinde %81,8 higbir zaman

magdur olmadiklarint ancak nadiren %9, ara sira %6,4, sik sik %1,3 ve her zaman

%1,5 baglarina geldigini dile getirmislerdir.
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Mail kutularin1 doldurarak mail gelmesini engelleme maddesinde %86,4 higbir
zaman magdur olmadiklarin1 ancak nadiren %6,7, ara sira %4,9, sik sik %1,3 ve her

zaman %]1,6 baglaria geldigini dile getirmislerdir.

Sohbet odasi (chat) ya da oyun sitesini terk etmeye zorlama maddesinde
%67,9 hi¢bir zaman magdur olmadiklarin1 ancak nadiren %15,9, ara sira %9,5, sik

stk %3,6 ve her zaman %3,1 baslarina geldigini dile getirmislerdir.

Zarar gormesini istedigi kisinin adin1 kullanarak insanlara mesaj, mail veya
video yollama maddesinde %84,9 hi¢bir zaman magdur olmadiklarin1 ancak nadiren
%7,9, ara sira %4,4, sik sik %2,1 ve her zaman %0,8 baslarina geldigini dile

getirmislerdir.

Zarar vermeye neden olacak web sayfasi hazirlama maddesinde %86,7 hicbir
zaman magdur olmadiklarin1 ancak nadiren %8,5, ara sira %2,8, sik stk %1 ve her

zaman %] baglarina geldigini dile getirmislerdir.

Mail adresini ele ge¢irme ve zarar verme maddesinde %75,6 higbir zaman
magdur olmadiklarini ancak nadiren %15,9, ara sira %4,6, sik sik %2,1 ve her zaman

%1,8 baglarina geldigini dile getirmislerdir.

Ogrenciler siber zorba olma durumlarinda &lgegin siber ortamda engelleme ve
zarar verme boyutunun kisisel bilgisayarini ele ge¢irme ve dosyalarina kasten zarar
verme maddesinde %87,2 hi¢bir zaman siber zorbalik yapmadiklarin1 ancak nadiren
%7,4, ara sira %3,1, sik sik %1,3 ve her zaman %1 siber zorbalik yaptiklarimi dile

getirmislerdir.

Kasith olarak viriislii mail yollama maddesinde %91,5 hicbir zaman siber
zorbalik yapmadiklarin1 ancak nadiren %3,8, ara sira %2,3, sik sik %2,1 ve her

zaman %0,3 siber zorbalik yaptiklarini dile getirmislerdir.

Internet ya da telefon yoluyla tehdit etme maddesinde %86,7 higbir zaman
siber zorbalik yapmadiklarin1 ancak nadiren %6,2, ara sira % 3,3, sik sik %2,3 ve her

zaman %1,5 siber zorbalik yaptiklarini dile getirmislerdir.
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Mail kutularini doldurarak mail gelmesini engelleme maddesinde %87,4 higbir
zaman siber zorbalik yapmadiklarin1 ancak nadiren %5.4, ara sira %3,1, sik sik %2,1

ve her zaman %2,1 siber zorbalik yaptiklarini dile getirmislerdir.

Sohbet odasi (chat) ya da oyun sitesini terk etmeye zorlama maddesinde %79,5
hi¢bir zaman siber zorbalik yapmadiklarini ancak nadiren %10,8, ara sira %4,1, sik

stk %2,8 ve her zaman %2,8 siber zorbalik yaptiklarini dile getirmislerdir.

Zarar gormesini istedigi kisinin adin1 kullanarak insanlara mesaj, mail veya
video yollama maddesinde %89,5 higbir zaman siber zorbalik yapmadiklarini ancak
nadiren %5,6, ara sira %2,6, sik stk %1,3 ve her zaman %1 siber zorbalik yaptiklarini

dile getirmislerdir.

Zarar vermeye neden olacak web sayfasi hazirlama maddesinde %93,6 hicbir
zaman siber zorbalik yapmadiklarini1 ancak nadiren %2,3, ara sira %2,3, sik sik %1

ve her zaman %0,8 siber zorbalik yaptiklarini dile getirmislerdir.

Mail adresini ele gegirme ve zarar verme maddesinde %86,9 hi¢bir zaman siber
zorbalik yapmadiklarii ancak nadiren %6,4, ara sira %2,6, sik sik %2,3 ve her

zaman %1,8 siber zorbalik yaptiklarini dile getirmislerdir.

Tablo-5: Siber Ortamda Cinsel Zorbalk Alt Boyutuna Gore Siber Zorba/Magdur
Olma Durumlar

BEN
Alt BANA YAPILDI
Maddeler YAPTIM
Boyut
N Yiizde N Yiizde
Higbir zaman 241 61,8 259 66,4
Nadiren 78 20,0 55 14,1
9. Telefon numarasini
Ara Sira 56 14,4 40 10,3
gizleyerek rahatsiz edici
Sik sik 10 2,6 20 51
miistehcen sesler ¢ikarma.
. Her zaman 5 1,3 16 4,1
E Toplam 390 100,0 390 100,0
o
S Higbir zaman 301 77,2 334 85,6
D
2 Nadiren 53 13,6 28 72
5]
2 10. izinsiz ve uygunsuz Ara Sira 23 5,9 16 4,1
g goriintii ¢ekme. Sik sik 9 2,3 8 2,1
1
; Her zaman 4 1 4 1,0
= Toplam 390 100,0 390 100,0
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11. Gizlice Qekilen Hi(;bir zaman 345 88,5 352 90,3
uygunsuz goriintiileri Nadiren 25 6,4 21 54
mesajla, maille bagkalarina Ara Sira 12 3,1 6 15
yollama, internette Sik sik 4 1 6 15
yayinlama ya da CD ile Her zaman 4 1 5 13
¢ogaltip dagitma. Toplam 390 100,0 390 100,0
Higbir zaman 340 87,2 352 90,3
Nadiren 29 7,4 21 5,4
12. Gizlice ¢ekilen
Ara Sira 15 3,8 6 15
uygunsuz goriintiiler
Sik sik 4 1 6 15
araciligiyla santaj yapma
Her zaman 2 0,5 5 1,3
Toplam 390 100,0 390 100,0
Higbir zaman 299 76,7 347 89,0
Nadiren 50 12,8 19 49
13. Birine istemedigi halde
Ara Sira 16 41 14 3,6
miistehcen icerikli mesaj
) Sik sik 15 3,8 5 1,3
veya mail atip rahatsiz etme.
Her zaman 10 2,6 5 1,3
Toplam 390 100,0 390 100,0
Higbir zaman 343 87,9 364 93,3
Nadiren 28 7,2 13 3,3
14. Miistehcen igerikli
Ara Sira 11 2,8 6 1,5
goriintiileri veya filmi
) Sik sik 6 15 4 1,0
izlemeye zorlama
Her zaman 2 0,5 3 0,8
Toplam 390 100,0 390 100,0
Higbir zaman 340 87,2 361 92,6
) Nadiren 28 7,2 14 3,6
15. Internet/Telefonla
Ara Sira 13 3,3 8 2,1
miistehcen igerikli sdylenti
Sik sik 3 0,8 3 8
¢ikarip yayma.
Her zaman 6 15 4 1,0
Toplam 390 100,0 390 100,0

Ogrenciler siber magdur olma durumlarinda dlgegin siber ortamda cinsel
zorbalik boyutunun telefon numarasini gizleyerek rahatsiz edici miistehcen sesler
¢ikarma maddesinde %61,8 higbir zaman magdur olmadiklarin1 ancak nadiren %20,
ara sira %144, sik stk %2,6 ve her zaman %]1,3 magdur olduklarni dile

getirmislerdir.



43

Izinsiz ve uygunsuz goriintii cekme maddesinde %77,2 hicbir zaman magdur
olmadiklarini ancak nadiren %13,6, ara sira %5,9, sik sik %2,3 ve her zaman %]l

magdur olduklarini dile getirmislerdir.

Gizlice ¢ekilen uygunsuz goriintiileri mesajla, maille baskalarmma yollama,
internette yaymlama ya da CD ile ¢ogaltip dagitma maddesinde %88,5 hicbir zaman
magdur olmadiklarini ancak nadiren %6,4, ara sira %3,1, sik sik %1 ve her zaman

%1 magdur olduklarini dile getirmislerdir.

Gizlice ¢ekilen uygunsuz goriintiiler aracilifiyla santaj yapma maddesinde
%87,2 hi¢bir zaman magdur olmadiklarin1 ancak nadiren %7,4, ara sira %3,8, sik sik

%1 ve her zaman %0,5 magdur olduklarin dile getirmislerdir.

Birine istemedigi halde miistehcen igerikli mesaj veya mail atip rahatsiz etme
maddesinde %76,7 higbir zaman magdur olmadiklarin1 ancak nadiren %12,8, ara sira

%4,1, sik sik %3,8 ve her zaman %2,6 magdur olduklarini dile getirmislerdir.

Miistehcen icerikli goriintiileri veya filmi izlemeye zorlama maddesinde %87,9
hi¢bir zaman magdur olmadiklarin1 ancak nadiren %7,2, ara sira %2,8, sik sik %1,5

ve her zaman %0,5 magdur olduklarin dile getirmislerdir.

Internet/Telefonla miistehcen igerikli sdylenti ¢ikarip yayma maddesinde
%87,2 hi¢bir zaman magdur olmadiklarin1 ancak nadiren %7,2, ara sira %3,3, sik sik

%0,8 ve her zaman %1,5 magdur olduklarini dile getirmislerdir.

Ogrenciler siber zorba olma durumlarinda dlgegin siber ortamda cinsel zorbalik
boyutunun telefon numarasini gizleyerek rahatsiz edici miistehcen sesler ¢ikarma
maddesinde %66,4 higbir zaman siber zorbalik yapmadiklarini1 ancak nadiren %4,1,
ara sira %10,3, sik sik %5,1 ve her zaman %@4,1 siber zorbalik yaptiklarinmi dile

getirmislerdir.

Izinsiz ve uygunsuz goriintii ¢ekme maddesinde %85,6 hicbir zaman siber
zorbalik yapmadiklarmi ancak nadiren %7,2, ara sira %4,1, sik sik %2,1 ve her

zaman %] siber zorbalik yaptiklarini dile getirmislerdir.
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Gizlice c¢ekilen uygunsuz gorilintiileri mesajla, maille baskalarma yollama,
internette yaymlama ya da CD ile ¢ogaltip dagitma maddesinde %90,3 hicbir zaman
siber zorbalik yapmadiklarin1 ancak nadiren %5,4, ara sira %1,5, sik sik %1,5 ve her

zaman %1,3 siber zorbalik yaptiklarini dile getirmislerdir.

Gizlice ¢ekilen uygunsuz goriintiiler aracilifiyla santaj yapma maddesinde
%90,3 higbir zaman siber zorbalik yapmadiklarini1 ancak nadiren %5,4, ara sira %1,5,

sik sik %1,5 ve her zaman %]1,3 siber zorbalik yaptiklarini dile getirmislerdir.

Birine istemedigi halde miistehcen igerikli mesaj veya mail atip rahatsiz etme
maddesinde %89 hicbir zaman siber zorbalik yapmadiklarini ancak nadiren %4,9, ara
sira %3,6, sik sik %1,3 ve her zaman %1,3 siber zorbalik yaptiklarini dile

getirmislerdir.

Miistehcen igerikli goriintiileri veya filmi izlemeye zorlama maddesinde %93,3
hi¢bir zaman siber zorbalik yapmadiklarini ancak nadiren %3,3, ara sira %1,5, sik sik

%1 ve her zaman %0,8 siber zorbalik yaptiklarini dile getirmislerdir.

Internet/Telefonla miistehcen icerikli sdylenti cikarip yayma maddesinde
%92,6 hi¢cbir zaman siber zorbalik yapmadiklarin1 ancak nadiren %3,6, ara sira %2,1,

sik s1ik %0,8 ve her zaman %] siber zorbalik yaptiklarini dile getirmislerdir.

Tablo-6: Siber Ortamda Soylenti Cikarma Alt Boyutuna Goére Siber Zorba/Magdur
Olma Durumlar

Alt BANA YAPILDI BEN YAPTIM
Boyut Maddeler N Yiizde N Yiizde

16. Birinin kulland1g1 Higbir zaman 274 70,3 313 80,3

telefon veya bilgisayar Nadiren 58 149 46 11,8

modeliyle alay etme. Ara Sira 33 8,5 15 3,8

g Sik sik 14 3,6 11 2,8

_;f Her zaman 11 2,8 5 1,3
z Toplam 390 1000 390 100,0

E} 17. Birisi hakkinda elde Higbir zaman 326 83,6 342 87,7

3 edilen olumsuz bilgileri Nadiren 39 10 21 54

E sanal ortamda yayma. Ara Sira 14 3,6 12 31

g Sik sik 7 1,8 9 2,3

eﬁ Her zaman 4 1 6 15
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Toplam 390 100,0 390 100,0
18. Internet ya da Higbir zaman 321 82,3 355 91,0
telefonla kiiglik diistirlici ~ Nadiren 34 8,7 16 4,1
soylenti ¢ikarip yayma. Ara Sira 17 4.4 6 15
Sik sik 12 31 9 2,3
Her zaman 6 15 4 1,0
Toplam 390 100,0 390 100,0
19. Mail ve mesaj yoluyla  Higbir zaman 342 87,7 354 90,8
kisisel bilgileri yayma. Nadiren 28 7,2 17 4,4
Ara Sira 8 2,1 8 2,1
Sik sik 9 2,3 5 1,3
Her zaman 3 0,8 6 15
Toplam 390 100,0 390 100,0

Ogrenciler siber magdur olma durumlari Olgegin siber ortamda soOylenti
¢ikarma boyutunun birinin kullandig1 telefon veya bilgisayar modeliyle alay etme
maddesinde %70,3 hi¢bir zaman magdur olmadiklarin1 ancak nadiren %14,9, ara sira

%38,5), sik sik %3,6 ve her zaman %2,8 magdur olduklarini belirtmistir.

Birisi hakkinda elde edilen olumsuz bilgileri sanal ortamda yayma maddesinde
%83,6 hi¢bir zaman magdur olmadiklarin1 ancak nadiren %10, ara sira %3,6, sik sik

%1,8 ve her zaman %1 magdur olduklarin1 belirtmistir.

Internet ya da telefonla kiiciik diisiiriicii sdylenti ¢ikarip yayma maddesinde
%82,3 higbir zaman magdur olmadiklarin1 ancak nadiren %8,7, ara sira %4,4, sik sik

%3,1 ve her zaman %1,5 magdur olduklarini belirtmistir.

Mail ve mesaj yoluyla kisisel bilgileri yayma maddesinde %87,7 hic¢bir zaman
magdur olmadiklarin1 ancak nadiren %7,2, ara sira %2,1, sik sik %2,3 ve her zaman

%0,8 magdur olduklarin1 belirtmistir.

Ogrenciler siber zorba olma durumlarinda &lgegin siber ortamda sdylenti
¢ikarma boyutunun birinin kullandig1 telefon veya bilgisayar modeliyle alay etme
maddesinde %80,3 hi¢bir zaman siber zorbalik yapmadiklarin1 ancak nadiren %11,8,

ara sira %3,8, sik sik %2,8 ve her zaman %1,3 siber zorbalik yaptiklarini dile

getirmislerdir.
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Birisi hakkinda elde edilen olumsuz bilgileri sanal ortamda yayma maddesinde
%87,7 higbir zaman siber zorbalik yapmadiklarini ancak nadiren %5,4, ara sira %3,1,

sik sik %2,3 ve her zaman %1,5 siber zorbalik yaptiklarini dile getirmislerdir.

Internet ya da telefonla kiiciik diisiiriicii sdylenti ¢ikarip yayma maddesinde
%091 higbir zaman siber zorbalik yapmadiklarin1 ancak nadiren %4,1, ara sira %1,5,

sik sik %2,3 ve her zaman %] siber zorbalik yaptiklarini dile getirmislerdir.

Mail ve mesaj yoluyla kisisel bilgileri yayma maddesinde %90,8 hi¢bir zaman
siber zorbalik yapmadiklarint ancak nadiren %4,4, ara sira %2,1, sik sik %1,3 ve her

zaman %] siber zorbalik yaptiklarini dile getirmiglerdir.

5.1.1. Alt Problem: Cinsiyete Gore Siber Magdur ve Zorba Olma
Durumlarn
Kiz ve erkek ogrencilerin siber magdur ve zorba olma durumlar1 arasinda

anlamli bir fark olup olmadig1 incelenmistir.

Tablo-7: Siber magdur ve zorba olma durumlarimin siber ortamda engelleme ve zarar
verme alt boyutunun cinsiyete gore sonuglari

. Sira Siralar
Alt Boyut Cinsiyet N Ortalamas1  Toplam z U P
Siber Kiz 159 161,51 25679
Magdur 5,132 12959 001
Erkek 231 218,90 50565
Siber ortamda Toplam 390
engelleme ve
zarar verme _ Kiz 159 163,23 25953
Siber 5233 13233 001
Zorba
Erkek 231 217,71 50292
Toplam 390

Tablo 7°deki bulgular incelendiginde ¢aligma grubunda kiz dgrencilerin siber
magdur olma durumu ortalamas1 (X = 161,51) iken, bu deger erkek 6grencilerde (X
= 218,90) olarak tespit edilmistir. Ortaokul 6grencilerinde siber ortamda engelleme

ve zarar verme alt boyutuna gore kiz ve erkek Ogrencilerin siber magdur olma
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durumu arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo = 12959; z = -5,132;
p =,000).

Ayni tabloda ¢alisma grubunda kiz 6grencilerin siber zorba olma durumu
ortalamasi (X = 163,23) iken, bu deger erkek 6grencilerde (X = 217,71) olarak tespit
edilmistir. Ortaokul 6grencilerinde siber ortamda engelleme ve zarar verme alt
boyutuna gore kiz ve erkek 6grencilerin siber zorba olma durumu arasinda anlamhi

bir farklilik oldugu goriilmiistiir (Usgo = 13233; z = -5, 233; p =,000).

Tablo-8: Siber magdur ve zorba olma durumlarinin siber ortamda cinsel zorbahk alt
boyutunun cinsiyete gore sonuclari

Sira Siralar

AR Cinsiyet N Ortalamasi Toplam %z U P
Siber Kiz 159 178,33 28354
Magdur -2,626 15634 ,009
Erkek 231 207,32 47891
Siber
ortamda Toplam 390
cinsel
Kiz 159 185,54 29501

zorbahk Siber
Zorba

-1,609 16781  ,108
Erkek 231 202,35 46744

Toplam 390

Tablo 8’deki bulgular incelendiginde ¢alisma grubunda kiz 6grencilerin siber
magdur olma durumu ortalamasi (X = 178,33) iken, bu deger erkek 6grencilerde (X
= 207,32) olarak tespit edilmistir. Ortaokul Ogrencilerinde siber ortamda cinsel
zorbalik alt boyutuna gore kiz ve erkek Ogrencilerin siber magdur olma durumu
arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo = 15634; z = -2,626; p =
,009).

Ayni tabloda g¢alisma grubunda kiz Ggrencilerin siber zorba olma durumu
ortalamasi (X = 185,54) iken, bu deger erkek 6grencilerde (X = 202,35) olarak tespit
edilmistir. Ortaokul 6grencilerinde siber ortamda cinsel zorbalik alt boyutuna gore
kiz ve erkek Ogrencilerin siber zorba olma durumu arasinda anlamli bir farklilik

goriilmemistir (Usgo = 16781; z = -1, 609; p =,108).
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Tablo-9: Siber magdur ve zorba olma durumlarinin siber ortamda sdylenti ¢ikarma alt
boyutunun cinsiyete gore sonuclari

Sira Siralar

Alt Boyut Cinsiyet N Ortalamas1  Toplamm z U P
Siber Kiz 159 176,16 28010
Magdur -3,155 15290 002
Erkek 231 208,81 48235
Siber
ortamda Toplam 390
soylenti
Kiz 159 180,70 28731
skarma. Siber ’ 2,714 16011 ,007
Zorba ’ '
Erkek 231 205,69 47514
Toplam 390

Tablo 9’daki bulgular incelendiginde ¢alisma grubunda kiz dgrencilerin siber
magdur olma durumu ortalamasi (X = 176,16) iken, bu deger erkek 6grencilerde (X
= 208,81) olarak tespit edilmistir. Ortaokul 6grencilerinde siber ortamda sdylenti
cikarma alt boyutuna gore kiz ve erkek Ogrencilerin siber magdur olma durumu
arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo = 15290; z = -3,155; p =
,002).

Ayni tabloda ¢alisma grubunda kiz 6grencilerin siber zorba olma durumu
ortalamasi (X = 180,70) iken, bu deger erkek 6grencilerde (X = 205,69) olarak tespit
edilmistir. Ortaokul 6grencilerinde siber ortamda sdylenti ¢ikarma alt boyutuna gore
kiz ve erkek Ogrencilerin siber zorba olma durumu arasinda anlamli bir farklilik
oldugu goriilmiistiir (Usgo = 16011; z = -2,714; p = ,007). Bu bulgu erkek 6grencilerin

kiz 6grencilere gore daha fazla zorba oldugunu gdstermektedir.

5.1.2. Alt Problem: Internet Kullamim Sikhgina Gére Siber Magdur ve

Zorba Olma Durumlari

Ortaokul 6grencilerinin siber magdur ve zorba olma durumlarinin internet

kullanim sikligina gére anlamli bir farklilik olup olmadigi incelenmistir.
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Tablo-10: Siber magdur ve zorba olma durumlarinin siber ortamda engelleme ve zarar
verme alt boyutunun internet kullamim sikhgina gore Kruskal Wallis H testi sonuglari

Alt Boyut internet Kullanim Sira 2
N X daf p
Sikhig1 Ortalamasi
hig 24 134,50
ayda birkag kez 24 129,23
Siber haftada birkac k
aftada birkag kez
§ 74 176,93
Magdur 27,487 4 001
giinde birkag kez 199 205,77
| giin boyu 69 230,07
Siber
ortamda Toplam 390
engelleme o
1
ve zarar ; 2 y
verme ayda birkag kez 24 150,08
haftada birkac kez 74 164,63
Siber Zorba | N ) o
glinde birkag kez 199 200,87
giin boyu 69 239,07
Toplam 390

Tablo 10’daki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda

engelleme ve zarar verme alt boyutuna gore internet kullanim sikligi ile siber magdur

olma durumu arasinda anlamli bir farklilik oldugu belirlenmistir (x* (4, n=390) =

27,487; p= ,004). Ortaokul ogrencilerinden interneti hi¢ kullanmayanlarin siber

magdur olma durumu ortalamasi (X = 134,50), ayda birka¢ kez kullananlarin

ortalamasi(¥ = 129,23) , haftada birka¢ kez kullananlarin ortalamasi (¥ = 176,93) ,

giinde birka¢ kez kullananlarin ortalamasi (¥ = 205,77), giin boyu kullananlarin

ortalamas1 (X = 230,07) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda

engelleme ve zarar verme alt boyutuna gore internet kullanim siklig: ile siber zorba

olma durumu arasinda anlamli bir farklilik oldugu belirlenmistir (x? (4, n=390) =
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27,145; p=,000). Ortaokul 6grencilerinden interneti hi¢ kullanmayanlarin siber zorba
olma durumu ortalamas1 (X = 166,31), ayda birka¢ kez kullananlarin ortalamasi ( X
= 150,08) , haftada birkag¢ kez kullananlarin ortalamasi (X = 164,63), giinde birkag
kez kullananlarin ortalamas1 (X = 200,87), giin boyu kullananlarin ortalamasi (X =

239,07) olarak tespit edilmistir.

Tablo-11: Siber magdur ve zorba olma durumlarimnin siber ortamda cinsel zorbalik alt
boyutunun internet kullanim sikhigina gore Kruskal Wallis H testi sonuclar:

internet Kullanim 2

N Sira Ortalamasi df
Alt Boyut Sikhig * p
hi¢ 24 148,33
ayda birkag kez 24 156,02
Siber haftada birkac k
; aftada birkag kez 74 174,86
Magdur 36,492 4 001
giinde birkag kez 199 191.05
giin boyu 69 260,62
Siber Toplam
390
ortamda
cinsel hi¢ 24 162,71
zorbahk
ayda birkag kez 24 139,92
Siber haftada birkag kez 74 175,40
31,425 4 001
Zorba giinde birkag kez 199 195,27
giin boyu 69 248,46
Toplam 390

Tablo 11’deki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
cinsel zorbalik alt boyutuna gore internet kullanim siklig1 ile siber magdur olma
durumu arasinda anlaml1 bir farklilik oldugu belirlenmistir (x> (4, n=390) alt simge
olarak yazilmali demis = 36,492; p= ,000). Ortaokul 6grencilerinden interneti hig
kullanmayanlarin siber magdur olma durumu ortalamasi (X =148,33), ayda birkag

kez kullananlarin ortalamasi(x = 156,02) , haftada birka¢ kez kullananlarin
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ortalamasi (x = 174,86) , giinde birka¢ kez kullananlarin ortalamasi (x = 191,05),
giin boyu kullananlarin ortalamasi (x = 260,62) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore internet kullanim siklig1 ile siber zorba
olma durumu arasinda anlamli bir farklilik oldugu belirlenmistir (¥ (4, n=390) =
31,425; p= ,000). Ortaokul 6grencilerinden interneti hi¢ kullanmayanlarin siber
zorba olma durumu ortalamasi (X = 162,71), ayda birka¢ kez kullananlarin
ortalamasi (X = 175,40) , haftada birka¢ kez kullananlarin ortalamasi (X = 195,27) ,
giinde birka¢ kez kullananlarin ortalamasi (x = 200,87), giin boyu kullananlarin
ortalamasi (X = 248,46) olarak tespit edilmistir.

Tablo-12: Siber magdur ve zorba olma durumlarimin siber ortamda soylenti ¢ikarma
alt boyutunun internet kullamim sikhgina gore Kruskal Wallis H testi sonuglar:

Internet Kullanim N Sira 2 df
Alt Boyut Sikhig1 Ortalamasi X P
hig 24 154,65
ayda birkag kez 24 173.85
Siber haftada birkag k
aftada birkag kez
. 74 179,66
Magdur 19,498 4 001
giinde birkag kez 199 194.09
giin boyu 69 238,29
Toplam
Siber ortamda 50
soylenti ¢ikarma hig 24 180,56
ayda birkag kez 24 16533
Siber haftada birkag kez 74 172,78
24243 4 ,001
Zorba giinde birkag kez 199 194.45
giin boyu 69 238,57
Toplam

390
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Tablo 12°deki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore internet kullanim sikligr ile siber magdur olma
durumu arasinda anlamli bir farklilik oldugu belirlenmistir (x> (4, n=390) = 19,498;
p=,001). Ortaokul dgrencilerinden interneti hi¢ kullanmayanlarin siber magdur olma
durumu ortalamast (X =154,65), ayda birka¢ kez kullananlarin ortalamasi(x =
173,85) , haftada birkag¢ kez kullananlarin ortalamasi (x = 179,66) , giinde birkac kez
kullananlarin ortalamast (x = 194,09), giin boyu kullananlarin ortalamasi (X =

238,29) olarak tespit edilmistir.

Ayni tablodaki sonuclar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore internet kullanim siklig1 ile siber zorba olma
durumu arasinda anlaml bir farklilik oldugu belirlenmistir (x? (4, n=390) = 24,243;
p=,000). Ortaokul 6grencilerinden interneti hi¢ kullanmayanlarin siber zorba olma
durumu ortalamast (X = 180,56), ayda birka¢ kez kullananlarin ortalamast (X =
165,33) , haftada birka¢ kez kullananlarin ortalamasi (x = 172,78) , giinde birkag kez
kullananlarin ortalamast (X = 194,45), giin boyu kullananlarin ortalamast (X =

238,57) olarak tespit edilmistir.

5.1.3. Alt Problem: Kisisel Bilgisayarin Olup Olmamasina Gore Siber

Magdur ve Zorba Olma Durumlari

Ortaokul ogrencilerinin kisisel bilgisayarlarinin olup olmamast durumunun
siber magdur ve zorba olma durumlari arasinda anlamli bir farklhilik olup olmadigi

incelenmistir.

Tablo-13: Siber magdur ve zorba olma durumlarinin siber ortamda engelleme ve zarar
verme alt boyutunun Kisisel bilgisayarin olup olmamasina gore sonuclari

Kisisel Sira Siralar
Alt Boyut Bilgisayar Ortalamas1  Toplami Z U P
Siber Var
Siber Magdur . 242 214,16 51613 -4,457 13215 ,001
Yo
ortamda 148 163,79 24241
engelleme Toplam 390
; Var
Ve zarar gt):ga 242 206,99 49884 1797 14109 003
verme Yok 148 17548 25971

Toplam 390
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Tablo 13’teki bulgular incelendiginde ¢alisma grubunda kisisel bilgisayari
olanlarin siber magdur olma durumu ortalamasi (X = 214,16) iken, bu deger kisisel
bilgisayar1 olmayan &grencilerde (X = 163,79) olarak tespit edilmistir. Ortaokul
Ogrencilerinde siber ortamda engelleme ve zarar verme alt boyutuna gore kisisel
bilgisayara sahip olma ile siber magdur olma durumu arasinda anlamh bir farklilik

oldugu goriilmiistiir (Useo = 13215; z = -4,457; p = ,000).

Ayni tabloda calisma grubunda kisisel bilgisayara sahip olan 6grencilerin
siber zorba olma durumu ortalamast (X = 206,99) iken, bu deger kisisel bilgisayari
olmayan 6grencilerde (X = 175,48) olarak tespit edilmistir. Ortaokul 6grencilerinde
siber ortamda engelleme ve zarar verme alt boyutuna gore kisisel bilgisayara sahip

olma ile siber zorba olma durumu arasinda anlamli bir farklilik oldugu goriilmiistiir

(Uzgo = 14109; z =-1,797; p = ,003).

Tablo-14: Siber magdur ve zorba olma durumlarmin siber ortamda cinsel zorbalik alt
boyutunun Kisisel bilgisayarin olup olmamasina gore sonuclari

Kisisel Sira Siralar
Alt Boyut Bilgisayar Ortalamasi  Toplamu z v P
Siber Var
- ) 242 207,06 49901 2,838 14928 005
Siber Magdur  yok 148 175,36 25954
ortamda Toplam 390
cinsel . Var
ik Slbgr 242 204,22 49216 2201 15612 022
zorbal Zorba Yok 148 179,99 26638
Toplam 390

Tablo 14’teki bulgular incelendiginde ¢alisma grubunda kisisel bilgisayari
olanlarin siber magdur olma durumu ortalamasi (X = 207,06) iken, bu deger kisisel
bilgisayar1 olmayan &grencilerde (X = 175,36) olarak tespit edilmistir. Ortaokul
ogrencilerinde siber ortamda cinsel zorbalik alt boyutuna gore kisisel bilgisayara
sahip olma ile siber magdur olma durumu arasinda anlamli bir farklilik oldugu

goriilmiistiir (Usgo = 14928; z = -2,838; p =,005).

Ayni tabloda ¢alisma grubunda kisisel bilgisayara sahip olan 6grencilerin siber
zorba olma durumu ortalamasi (X = 204,22) iken, bu deger kisisel bilgisayari

olmayan 6grencilerde (X = 179,99) olarak tespit edilmistir. Ortaokul 6grencilerinde
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siber ortamda cinsel zorbalik alt boyutuna gore kisisel bilgisayara sahip olma ile
siber zorba olma durumu arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo =

15612; z = -2,291; p = ,022).

Tablo-15: Siber magdur ve zorba olma durumlarimin siber ortamda soylenti ¢cikarma
alt boyutunun Kkisisel bilgisayarin olup olmamasina gore sonuclari

Kisisel Sira

o Siralar
Alt Boyut Bilgisa N Ortalama A U p
yar s Toplam
Siber Var
_ ] 242 202,16 48720 1797 16109 072
Siber Magdur vk 148 183,34 27135
ortamda Toplam 390
soylenti . Var
. Siber 242 205,13 49436 2858 15392 004
gkarma - Zorba  yok 148 17850 26418

Toplam 390

Tablo 15’teki bulgular incelendiginde ¢alisma grubunda kisisel bilgisayari
olanlarin siber magdur olma durumu ortalamasi (X = 202,16) iken, bu deger kisisel
bilgisayar1 olmayan &grencilerde (X = 183,34) olarak tespit edilmistir. Ortaokul
ogrencilerinde siber ortamda sdylenti ¢ikarma alt boyutuna gore kisisel bilgisayara
sahip olma ile siber magdur olma durumu arasinda anlamli bir farklilik

goriilmemistir (Usgo = 16109; z = -1,797; p = ,072).

Ayni tabloda ¢alisma grubunda kisisel bilgisayara sahip olan grencilerin siber
zorba olma durumu ortalamasi (X = 205,13) iken, bu deger kisisel bilgisayari
olmayan 6grencilerde (x = 178,50) olarak tespit edilmistir. Ortaokul 6grencilerinde
siber ortamda soylenti ¢ikarma alt boyutuna gore kisisel bilgisayara sahip olma ile
siber zorba olma durumu arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo =

15392; z = -2,858; p = ,004).
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5.1.4. Alt Problem: Kisisel Cep Telefonu Olup Olmamasina Gore Siber

Magdur ve Zorba Olma Durumlari

Tablo-16: Siber magdur ve zorba olma durumlarinin siber ortamda engelleme ve zarar
verme alt boyutunun Kisisel cep telefonu olup olmamasina gore sonuclari

Kisisel Sira Siralar
Alt Boyut Cep N Ortalamasi Toplam z U P
Telefonu
Siber Var 275 207,88 57168
Siber Magdur  yox 115 16589 o077 >48%  1240m 000
ortamda
Toplam 390
engelleme
i Var
ve zarar ggafbra 275 204,02 56105 2,574 13470 010
verme Yok 115 175,13 20140
Toplam 390

Tablo 16’daki bulgular incelendiginde ¢alisma grubunda kisisel cep telefonu
olanlarin siber magdur olma durumu ortalamasi (X = 207,88) iken, bu deger kisisel
cep telefonu olmayan 6grencilerde (X = 165,89) olarak tespit edilmistir. Ortaokul
ogrencilerinde siber ortamda engelleme ve zarar verme alt boyutuna gore kisisel cep
telefonu sahip olma ile siber magdur olma durumu arasinda anlamli bir farklilik

goriilmistiir (Uzgo = 12407; z = -3,485; p =,000).

Ayni tabloda g¢alisma grubunda kisisel cep telefonu sahip olan dgrencilerin
siber zorba olma durumu ortalamasi (X = 204,02) iken, bu deger kisisel cep telefonu
olmayan 6grencilerde (X = 175,13) olarak tespit edilmistir. Ortaokul 6grencilerinde
siber ortamda engelleme ve zarar verme alt boyutuna gore kisisel cep telefonu sahip
olma ile siber zorba olma durumu arasinda anlamli bir farklilik oldugu goriilmiistiir

(Usgo = 13470; z = -2,574; p = ,010).
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Tablo-17: Siber magdur ve zorba olma durumlarinin siber ortamda cinsel zorbalk alt
boyutunun Kkisisel cep telefonu olup olmamasina gore sonuclari

Kisisel

Alt Sira Siralar
Cep N Z U p
Boyut Telefonu Ortalamasi Toplam
Siber Var 275
. Masdur 115 212,54 58447 -4,856 11127  ,000
Siber gdu Yok 154,76 17797
ortamda Toplam 390
cinsel . Var
zorbahk ;I(?l))rega 2 o 28 4,161 12011 000
Yok 115 162,45 18681
Toplam 390

Tablo 17°deki bulgular incelendiginde ¢alisma grubunda kisisel cep telefonu
olanlarin siber magdur olma durumu ortalamas1 (X = 212,54) iken, bu deger kisisel
cep telefonu olmayan 6grencilerde (X = 154,76) olarak tespit edilmistir. Ortaokul
Ogrencilerinde siber ortamda cinsel zorbalik alt boyutuna gore kisisel cep telefonu

sahip olma ile siber magdur olma durumu arasinda anlamli bir farklilik goriilmiistiir

(Uzgo=11127; z = -4,856; p =,000).

Ayni tabloda ¢alisma grubunda kisisel cep telefonu sahip olan &grencilerin
siber zorba olma durumu ortalamasi (X = 209,32) iken, bu deger kisisel cep telefonu
olmayan 6grencilerde (X = 162,45) olarak tespit edilmistir. Ortaokul 6grencilerinde
siber ortamda cinsel zorbalik alt boyutuna gore kisisel cep telefonu sahip olma ile

siber zorba olma durumu arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo =
13470; z = -2,574; p = ,010).

Tablo-18: Siber magdur ve zorba olma durumlarimin siber ortamda soylenti ¢ikarma
alt boyutunun Kkisisel cep telefonu olup olmamasina gore sonuclari

Kisisel

Alt Sira Siralar
Cep N z u p
Boyut Telefonu Ortalamasi Toplam
Siber Var 275
_ Masdur — 207,79 ST143 3739 12431 ,000
Siber s Yok 166,10 19101
ortamda Toplam 390
soylenti Var 202,58 55709
Siber 275 2419 13866 016
citkarma  Zorba Yok 178,57 20536

115
Toplam 390
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Tablo 18’deki bulgular incelendiginde ¢alisma grubunda kisisel cep telefonu
olanlarin siber magdur olma durumu ortalamasi (x = 207,79) iken, bu deger kisisel
cep telefonu olmayan 6grencilerde (X = 166,10) olarak tespit edilmistir. Ortaokul
Ogrencilerinde siber ortamda sOylenti ¢ikarma alt boyutuna gore kisisel cep telefonu

sahip olma ile siber magdur olma durumu arasinda anlamli bir farklilik goriilmiistiir

(Usgo = 12431; z = -3,739; p =,000).

Ayni tabloda calisma grubunda kisisel cep telefonu sahip olan 6grencilerin
siber zorba olma durumu ortalamas1 (X = 202,58) iken, bu deger kisisel cep telefonu
olmayan dgrencilerde (X = 178,57) olarak tespit edilmistir. Ortaokul dgrencilerinde
siber ortamda séylenti ¢ikarma alt boyutuna gore kisisel cep telefonu sahip olma ile

siber zorba olma durumu arasinda anlamli bir farklilik oldugu goriilmiistiir (Usgo =

13866; z = 2,419; p = ,016).

5.1.5. Alt Problem: Anne Egitim Durumuna Gére Siber Magdur ve
Zorba Olma Durumlari
Ortaokul 6grencilerinin siber magdur ve zorba olma durumlarinin anne egitim

durumuna gore anlamli bir farklilik olup olmadig1 incelenmistir.

Tablo-19 : Siber magdur ve zorba olma durumlarimin siber ortamda engelleme ve
zarar verme alt boyutunun anne egitim durumuna gore sonuclari

Sira
Alt Boyut Anne Egitim Durumu N Xz daf p
Ortalamasi
okuryazar degil 16 177,97
Siber ilkokul 114 192,63
Magdur ortaokul 119 197,40
1,143 4 887
lise 90 203,17
. universite ve tistii 51 189,43
Siber
ortamda Toplam 390
engelleme ve okuryazar degil 16 172,59
sarar verme ilkokul 114 188,25
) ortaokul 119 192,96
Siber Zorba 4553 4 336
lise 90 211,42 )
iniversite ve tistii 51 196,74
Toplam

390
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Tablo 19’daki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore anne egitim durumu ile siber magdur
olma durumu arasinda anlamli bir farklilik yoktur (% (4, n=390) = 1,143; p= ,887).

Ortaokul Ogrencilerinden annesinin egitim durumu okuryazar olmayanlarin siber

magdur olma durumu ortalamast (X = 197,40), ilkokul olanlarin ortalamasi(x

192,63) , ortaokul olanlarin ortalamasi (X = 195,39) , lise olanlarin ortalamasi (X

203,17), tiniversite olanlarin ortalamas1 (X = 189,43) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore anne egitim durumu ile siber zorba olma
durumu arasinda anlamli bir farklilik yoktur (¥® (4, n=390) = 4,553; p= ,336).
Ortaokul Ogrencilerinden annesinin egitim durumu okuryazar olmayanlarin siber

magdur olma durumu ortalamast (X = 172,59), ilkokul olanlarin ortalamasi(x =

188,25) , ortaokul olanlarin ortalamasi (x = 192,96) , lise olanlarin ortalamasi (X

211,42), tiiniversite olanlarin ortalamasi (X = 196,74) olarak tespit edilmistir.

Tablo-20: Siber magdur ve zorba olma durumlarimin siber ortamda cinsel zorbalik alt
boyutunun anne egitim durumuna gore sonuclari

Sira
Alt Boyut Anne Egitim Durumu N Xz daf p
Ortalamasi
okuryazar degil 16 200,16
Siber ilkokul 114 181,36
Magdur ortaokul 119 201,32
3,443 4 ,487
lise 90 206,90
. universite ve tistii 51 191,96
Siber
ortamda Toplam 390
cinsel okuryazar degil 16 186,69
zorbalik ilkokul 114 189,15
ortaokul 119 188,16
Siber Zorba 4553 4 ,336
lise 90 215,11 '
iniversite ve tistii 51 194,98
Toplam 390

Tablo 20°deki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda

cinsel zorbalik alt boyutuna gore anne egitim durumu ile siber magdur olma durumu
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arasinda anlamli bir farklilik yoktur (XZ (4, n=390) = 3,443; p= ,487). Ortaokul
Ogrencilerinden annesinin egitim durumu okuryazar olmayanlarin siber magdur olma
durumu ortalamasi (X = 200,16), ilkokul olanlarin ortalamasi(x = 181,36) , ortaokul
olanlarin ortalamasi (x = 201,32) , lise olanlarin ortalamasi (x = 206,90), tiniversite

olanlarin ortalamasi (X = 191,96) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
cinsel zorbalik alt boyutuna gére anne egitim durumu ile siber zorba olma durumu
arasinda anlamli bir farkliblk yoktur (3> (4, n=390) = 4,553; p= ,336).Ortaokul
Ogrencilerinden annesinin egitim durumu okuryazar olmayanlarin siber magdur olma
durumu ortalamasi (X = 186,69), ilkokul olanlarin ortalamasi(x = 189,15) , ortaokul
olanlarin ortalamasi (x = 188,16) , lise olanlarin ortalamasi1 (x = 215,11), iiniversite

olanlarin ortalamasi (X = 194,98) olarak tespit edilmistir.

Tablo-21: Siber magdur ve zorba olma durumlarimin siber ortamda sdéylenti ¢ikarma
alt boyutunun anne egitim durumuna gére sonuclari

Sira 2

Alt Boyut Anne Egitim Durumu N )4 daf p
Ortalamasi
okuryazar degil 16 197,19
Siber ilkokul 114 187,79
Magdur ortaokul 119 204,63
_ 1,855 4 ,762
lise 90 191,32
. iiniversite ve listil 51 198,25
Siber
ortamda Toplam 390
sbylenti okuryazar degil 16 204,00
ilkokul 114 189,93
¢ikarma
) ortaokul 119 193,53
Siber Zorba 1,133 4 889
lise 90 200,10 '
universite ve usti 51 201,75
Toplam 390

Tablo 21°deki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore anne egitim durumu ile siber magdur olma
durumu arasinda anlamli bir farklihk yoktur (x® (4, n=390) = 1,855; p= ,762).

Ortaokul Ogrencilerinden annesinin egitim durumu okuryazar olmayanlarin siber
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magdur olma durumu ortalamasi (X = 197,19), ilkokul olanlarin ortalamasi(x

187,79) , ortaokul olanlarin ortalamasi (x = 204,63) , lise olanlarin ortalamast (X

191,32), tiniversite olanlarin ortalamasi (X = 198,25) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna goére anne egitim durumu ile siber zorba olma durumu
arasinda anlamli bir farklilik yoktur (¥ (4, n=390) = 1,133; p= ,889). Ortaokul
ogrencilerinden annesinin egitim durumu okuryazar olmayanlarin siber magdur olma
durumu ortalamasi (x = 204,00), ilkokul olanlarin ortalamasi(x = 189,93) , ortaokul
olanlarin ortalamasi (x = 193,53) , lise olanlarin ortalamas1 (x = 200,10), tiniversite

olanlarin ortalamasi (x = 201,75) olarak tespit edilmistir.

5.1.6. Alt Problem: Baba Egitim Durumuna Goére Siber Magdur ve
Zorba Olma Durumlari
Ortaokul 6grencilerinin siber magdur ve zorba olma durumlarinin baba egitim

durumuna gore anlamli bir farklilik olup olmadig1 incelenmistir.

Tablo-22: Siber magdur ve zorba olma durumlarinin siber ortamda engelleme ve zarar
verme alt boyutunun baba egitim durumuna gore sonuglari

Sira
Alt Boyut Baba Egitim Durumu N XZ df p
Ortalamasi
okuryazar degil 14 188,29
Siber ilkokul 85 190,79
Magdur ortaokul 102 193,75
_ 0,522 4 971
lise 99 201,03
. tiniversite ve tstii 90 196,96
Siber
ortamda Toplam 390
engelleme ve okuryazar degil 14 189,39
zarar verme ilkokul 85 197,24
ortaokul 102 178,95
Siber Zorba 4663 4 324
lise 99 199,25 '
universite ve usti 90 209,44
Toplam

390
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Tablo 22’deki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore baba egitim durumu ile siber magdur
olma durumu arasinda anlamli bir farklilik yoktur (2 (4, n=390) = 0,522; p=,971).

Ortaokul Ogrencilerinden babasinin egitim durumu okuryazar olmayanlarin siber

magdur olma durumu ortalamast (X = 188,29), ilkokul olanlarin ortalamasi(x

190,79) , ortaokul olanlarin ortalamasi1 (x = 193,75) , lise olanlarin ortalamasi (X

201,03), tiniversite olanlarin ortalamas1 (X = 196,96) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore baba egitim durumu ile siber zorba olma
durumu arasinda anlamli bir farklilk yoktur (x® (4, n=390) = 4,663; p= ,324).

Ortaokul Ogrencilerinden babasinin egitim durumu okuryazar olmayanlarin siber

magdur olma durumu ortalamast (X = 189,39), ilkokul olanlarin ortalamasi(x

197,24) , ortaokul olanlarin ortalamasi1 (x = 178,95) , lise olanlarin ortalamas1 (X

199,25), tiniversite olanlarin ortalamasi (X = 209,44) olarak tespit edilmistir.

Tablo-23: Siber magdur ve zorba olma durumlarinin siber ortamda cinsel zorbalik alt
boyutunun baba egitim durumuna gore sonuglari

Sira
Alt Boyut Baba Egitim Durumu N Xz daf p
Ortalamasi
okuryazar degil 14 219,18
Siber ilkokul 85 191,95
Magdur ortaokul 102 175,45
12,130 4 016
lise 99 188,10
. universite ve tistii 90 226,03
Siber
ortamda Toplam 390
cinsel okuryazar degil 14 196,25
zorbalik ilkokul 85 201,41
Siber Zorb ortaokul 102 181,25 A 034
iber Zorba ,
lise 99 181,01 10,417
iniversite ve tistii 90 221,89
Toplam 390

Tablo 23’teki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda

cinsel zorbalik alt boyutuna gore baba egitim durumu ile siber magdur olma durumu
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arasinda anlaml bir farklilik goriilmiistiir (x> (4, n=390) = 12,130; p=,016). Ortaokul
Ogrencilerinden babasinin egitim durumu okuryazar olmayanlarin siber magdur olma
durumu ortalamasi (X = 219,18), ilkokul olanlarin ortalamasi(x = 191,95) , ortaokul
olanlarin ortalamasi (X = 175,45) , lise olanlarin ortalamasi1 (x = 188,10), tiniversite

olanlarin ortalamasi (X = 226,03) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
cinsel zorbalik alt boyutuna gore baba egitim durumu ile siber zorba olma durumu
arasinda anlamli bir farklihk goriilmistir (x> (4, n=390) = 10,417; p= ,034).

Ortaokul Ogrencilerinden babasinin egitim durumu okuryazar olmayanlarin siber

magdur olma durumu ortalamas1 (X = 196,25), ilkokul olanlarin ortalamasi(x

201,41) , ortaokul olanlarin ortalamasi (X = 181,25) , lise olanlarin ortalamasi (X

181,01), iiniversite olanlarin ortalamasi (x = 221,89) olarak tespit edilmistir.

Tablo-24: Siber magdur ve zorba olma durumlarimin siber ortamda sioylenti ¢ikarma
alt boyutunun baba egitim durumuna goére sonuglari

Sira

Alt Boyut Baba Egitim Durumu N XZ daf p
Ortalamasi
okuryazar degil 14 210,61
Siber ilkokul 85 185,82
Magdur ortaokul 102 189,72
_ 2,215 4 ,696
lise 99 202,64
. tiniversite ve tstii 90 200,99
Siber
ortamda Toplam 390
sbylenti okuryazar degil 14 227,39
ilkokul 85 192,13
cikarma
ortaokul 102 181,01
Siber Zorba 6.785 4 ,148
lise 99 196,13 '
universite ve usti 90 209,45
Toplam 390

Tablo 24’teki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore baba egitim durumu ile siber magdur olma
durumu arasinda anlamli bir farklilk yoktur (x® (4, n=390) = 2,215; p= ,696).

Ortaokul Ogrencilerinden babasinin egitim durumu okuryazar olmayanlarin siber
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magdur olma durumu ortalamasi (X = 210,61), ilkokul olanlarin ortalamasi(x =
185,82) , ortaokul olanlarin ortalamasi (x = 189,72) , lise olanlarin ortalamasi (X =

202,64), tiniversite olanlarin ortalamasi (x = 200,99) olarak tespit edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore baba egitim durumu ile siber zorba olma durumu
arasinda anlamli bir farklilik yoktur (x> (4, n=390) = 6,785; p= ,148). Ortaokul
ogrencilerinden babasinin egitim durumu okuryazar olmayanlarin siber magdur olma
durumu ortalamasi (x = 227,39), ilkokul olanlarin ortalamasi(x = 192,13) , ortaokul
olanlarin ortalamast (x = 181,01) , lise olanlarin ortalamas1 (x = 196,13), tiniversite

olanlarin ortalamasi (x = 209,45) olarak tespit edilmistir.

5.1.7. Alt Problem: Sinif Diizeyine Gore Siber Magdur ve Zorba Olma
Durumlan
Ortaokul Ogrencilerinin siber magdur ve zorba olma durumlarinin simif

diizeyine gore anlamli bir farklilik olup olmadig1 incelenmistir.

Tablo-25: Siber magdur ve zorba olma durumlarinin siber ortamda engelleme ve zarar
verme alt boyutunun sinif diizeyine gore sonuglari

Alt Boyut Simf N Sira XZ of o
Diizeyi Ortalamasi
. 5. sinif 75 173,08
Siber
. 6. stf 109 209,38
Magdur
7. stuf 43 176,38 6,830 3 ,078
8. sinif 163 201,58
Siber ortamda Toplam 390
engelleme ve 5. smif 75 182,43
zarar verme _ 6. stif 109 188,45
Siber 7 f 43 167,63 3 016
. sSin1 y ’
Zorba 10,275
8. sinif 163 213,58
Toplam 390

Tablo 25’teki sonuglar incelendiginde ortaokul dgrencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore smif diizeyi ile siber magdur olma

durumu arasinda anlamli bir farklihk yoktur (x® (3, n=390) = 6,830; p= ,078).
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Ortaokul 6grencilerinden siif diizeyi 5. sinif olanlarin siber magdur olma durumu

ortalamasi (X = 173,08), 6. smif olanlarin ortalamasi(x = 209,38), 7. sinif olanlarin

ortalamasi (X = 176,38), 8. sinif olanlarin ortalamasi (X = 201,58) olarak tespit

edilmistir.

Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
engelleme ve zarar verme alt boyutuna gore sinif diizeyi ile siber zorba olma durumu
arasinda anlamli bir farklihk gériilmistir (x> (3, n=390) = 10,275; p= ,016).
Ortaokul 6grencilerinden sinif diizeyi 5. smif olanlarin siber zorba olma durumu

182,43), 6. sinif olanlarin ortalamasi(x = 188,45), 7. siif olanlarin

ortalamast (X

ortalamasi (x = 167,63), 8. smif olanlarin ortalamas: (¥ = 213,58) olarak tespit

edilmistir.

Tablo-26: Siber magdur ve zorba olma durumlarmin siber ortamda cinsel zorbalik alt
boyutunun siif diizeyine gore sonuglari

Simf Sira

Alt Boyut N A df  p
Diizeyi Ortalamasi
. 5. sinif 75 143,49
Siber
. f 1 199,
Magdur 6. sm1 09 99,89
7. simf 43 162,07 34,667 3,000
8. simif 163 225,32
Siber ortamda Toplam 390
cinsel zorbalik 5. smmif 75 158,83
) 6. simif 109 188,13
Siber
Zorba 7. simf 43 173,07 24,653 3,000
8. simif 163 223,22
Toplam 390

Tablo 26’daki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
cinsel zorbalik alt boyutuna gore sinif diizeyi ile siber magdur olma durumu arasinda
anlaml bir farkliik goriilmiistiir (x* (3, n=390) = 34,667; p= ,000). Ortaokul
ogrencilerinden sinif diizeyi 5. sinif olanlarin siber magdur olma durumu ortalamasi (

X =143,49), 6. smif olanlarin ortalamasi(¥ = 199,89) , 7. sinif olanlarin ortalamasi (

X =162,07), 8. sinif olanlarin ortalamasi (¥ = 225,32) olarak tespit edilmistir.
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Ayni tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
cinsel zorbalik alt boyutuna gore sinif diizeyi ile siber zorba olma durumu arasinda
anlamli bir farklihk goriilmiistir (x* (3, n=390) = 24,653; p= ,016). Ortaokul
ogrencilerinden sinif diizeyi 5. sinif olanlarin siber zorba olma durumu ortalamasi ( X
= 158,83), 6. sinif olanlarin ortalamasi(x = 188,13), 7. sinif olanlarin ortalamasi (X =

173,07), 8. sinif olanlarin ortalamasi (¥ = 223,22) olarak tespit edilmistir.

Tablo-27: Siber magdur ve zorba olma durumlarinin siber ortamda séylenti ¢ikarma
alt boyutunun simif diizeyine gore sonuclari

Sira
Alt Boyut Simf Diizeyi N XZ df p
Ortalamasi
. 5. smf 75 175,57
Siber
. 6. siif 109 196,73
Magdur
7. sinif 43 164,86 11,341 3 ,010
8. siif 163 211,93
Siber ortamda Toplam 390
soylenti 5. smf 75 170,79
¢ikarma 6. smif 109 197,05
v 7 f 43 180,27 3 011
. s1n1 , )
Zorba 11,225
8. simf 163 209,85

Toplam 390

Tablo 27°deki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore smif diizeyi ile siber magdur olma durumu
arasinda anlaml bir farklihik goriilmiistiir (%2 (3, n=390) = 11,341; p=,010). Ortaokul
ogrencilerinden smif diizeyi 5. siif olanlarin siber magdur olma durumu ortalamasi (

X =175,57), 6. sinif olanlarin ortalamasi(x = 196,73), 7. sinif olanlarin ortalamasi (X

= 164,86), 8. sinif olanlarin ortalamasi (¥ = 211,93) olarak tespit edilmistir.

Ayni1 tablodaki sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda
sOylenti ¢ikarma alt boyutuna gore sinif diizeyi ile siber zorba olma durumu arasinda

anlaml bir farklibk goriilmiistiir (* (3, n=390) = 11,225; p= ,011). Ortaokul

ogrencilerinden sinif diizeyi 5. sinif olanlarin siber zorba olma durumu ortalamasi ( X
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=170,79), 6. sinif olanlarin ortalamasi(x = 197,05), 7. sinif olanlarin ortalamasi (X =

180,27), 8. simif olanlarin ortalamasi (¥ = 209,85) olarak tespit edilmistir.
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SONUCLAR, TARTISMA, ONERILER

6.1. Sonuclar ve Tartisma

Arastirmanin amaci siber zorba ve magdur olma durumlari ve bu durumun
cinsiyet, internet kullanim siklig1, bilgisayara sahip olma, cep telefonuna sahip olma,
annenin egitim durumu, babanin egitim durumu ve siif diizeyi gibi demografik
faktorlere gore farklilasma olup olmadigini incelemektir. Yapilan ¢alisma sonucunda

alt problemlerin sonuglari agagidaki basliklarda toplanmaistir.

6.1.1. Ogrencilerin Siber Zorbahk Davramislarim Yapma Durumlari

Bulgular incelendiginde siber zorba olma durumu orani en yiiksek siber
ortamda cinsel zorbalik alt boyutunda goriilmiistiir. Telefon numarasini gizleyerek
rahatsiz edici miistehcen sesler ¢ikarma ve birine istemedigi halde miistehcen igerikli
mesaj veya mail atip rahatsiz etme maddeleri en ¢ok zorbalik yapilan durumlardir.
Ogrencilerin egitim eksikliginden kaynaklanan merak duygusu, bu durumu komik
gorme, toplumda konusamadiklarini bu yolla ifade etmeye calismalari, arkadas
grubundaki lider tipler tarafindan 6zendirilmeleri bu duruma neden olabilir (Willard,
2007; Kowalski vd., 2008). Literatiirde bu bulguyu destekleyen ¢esitli aragtirmalar
vardir (Kavuk, 2011; Ozer, 2016). Kavuk (2011)’un ¢alismasinda erkek dgrencilerin
siber ortamda hem cinsel zorba hem de cinsel kurban olma durumu kiz &grencilere
gore daha fazladir. Anne egitim diizeyi, internet kullanim siiresi ile siber ortamda
cinsel zorba olma durumu arasinda da anlaml farklihk gériilmektedir. Ozer (2016)
ise ¢alismasinda Ogrencilerin en fazla siber ortamda engelleme ve zarar verme ile
cinsel zorbalik boyutlarinda zorbalik yasama diizeyi ortalamalarini yiiksek tespit

etmektedir.

Yapilan ¢aligmanin alt boyutlar1 incelendiginde en az zorbalik yapilan durum,
siber ortamda engelleme ve zarar verme alt boyutunun zarar vermeye neden olacak
web sayfasi hazirlama maddesindedir. Bunun nedeni ise bu yas grubundaki
Ogrencilerin biiyilk cogunlugunun web sitesi hazirlama hakkinda bilgi sahibi

olmamalarindan kaynaklaniyor olabilir. Avrupa Cevrimi¢i Cocuklar Arastirma
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Projesi (2010) sonuglarina gore internet okur-yazarlig: ile ilgili beceriler arasindan

Ogrencilerin ¢ok azinin bu becerilere sahip oldugu gézlenmektedir.

Yapilan ¢alismanin alt boyutlarinin bulgular incelendiginde, siber ortamda
engelleme ve zarar verme boyutuna gore sohbet odasi ve oyun sitesini terk etmeye
zorlama durumlarinda siber zorbalik yapma egiliminin fazla oldugu gorilmiistiir.
Bazi g¢alismalar da bu tip 6grencilerin oyun sitelerinde vakit gegirdiklerini tespit
edilmektedir (Ozbay, 2013; Manap, 2012; Kavuk, 2015). Ogrencilerin ¢evrimigi
oyunlarda fazla vakit gegirmeleri bu durumun nedeni olabilir (Depaolis ve Williford,
2014). Depaolis ve Williford, 2014 yilinda yaptiklar1 ¢alismada ¢evrimi¢i oyunlar

araciligiyla ¢ok sayida 6grencinin siber magduriyet yasadigi belirtilmektedir.

Yapilan ¢aligmada siber ortamda cinsel zorbalik boyutunda zorbaligin en az
yapildig1 madde ise miistehcen icerikli goriintiileri veya filmi izlemeye zorlamadir.
Alanyazin arastirmalarinda bu calismanin bulgulari ile Grtiisen sonuglara rastlamak
miimkiindiir. Siegle (2010) tarafindan gerceklestirilen ¢alismada genellikle 14-17 yas
araligindaki genclerin yaklasik dortte birinin zorba ya da kurban olarak dahil oldugu,
ayrica kiz Ogrencilerin erkek ogrencilere oranla daha fazla miistehcen igerikli

goriintlilerini bagka biriyle paylastig1 goriilmektedir.

Yapilan c¢alismanin Siber ortamda soylenti ¢ikarma boyutunda siber
zorbaligin en ¢ok yapilma orani birinin kullandig: telefon veya bilgisayar modeliyle
alay etme maddesindedir. En az yapilan oran ise internet ya da telefonla kiigiik
diisiiriicti sOylenti ¢ikarip yayma maddesinde goriilmiistiir. Alanyazin incelendiginde
sosyoekonomik gelir diizeyi arttikca zorbaligin arttigi sonucuna ulasan g¢alismalar
bulunmaktadir (Ciftci, 2015; Kocatiirk, 2014; Ozbay, 2013). Buradan yola ¢ikarak
yapilan siber zorbaligin nedeni sosyoekonomik diizeylerin farkli olmas1 gosterilebilir
(Ybarra ve Mitchell, 2004; Serin, 2012). Serin 2012 yilinda yaptigi calismada
sosyoekonomik durumu iyi olan ailelerin ¢ocuklarinin, sosyoekonomik durumu kotii
olan ailelerin ¢ocuklarina kiyasla daha fazla zorba oldugunu belirtmektedir. Ybarra
ve Mitchell (2004) ise, yillik ortalama gelirleri yiiksek olan ailelere sahip genclerin
siber zorbalik yapma ihtimalinin, yillik ortalama gelirleri daha diisiik olanlara gore

%45 daha fazla oldugunu belirtmektedir.
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6.1.2. Ogrencilerin Siber Magdur Olma Durumlari

Yapilan ¢alismada siber magdur olma durumlarinin alt boyutlarinin bulgulari
incelendiginde bunlarin i¢inde en fazla magduriyet yasanan durumun telefon
numarasini gizleyerek rahatsiz edici miistehcen sesler ¢ikarma oldugu belirlenmistir.
Patchin ve Hinduja calismalarinda (2006) 6grencilerin degisik yollarla kimliklerini
gizlediklerini belirtmektedir. Ogrencilere yeterli cinsel egitim verilmemesi ve
toplumun kiiltiirel yapisinin cinsellik konusunda agik konusmaya miisait olmamasi
bu durumlarin nedeni olabilir (Artan, Calisandemir ve Bencik, 2008). Calismada
siber magduriyetin en az goriildiigii madde ise gizlice ¢ekilen uygunsuz goriintiileri
mesajla/maille baskalarina yollama, internette yaymlama ya da CD ile g¢ogaltip
dagitma maddesidir. Ergenlik doneminde cinsellige duyulan merak ve bu konudaki

bilingsizlik bu duruma sebebiyet verebilecegi diisiiniilmektedir.

Yapilan c¢alismada siber ortamda engelleme ve zarar verme boyutunda
Ogrencilerin sohbet odasi (chat) ya da oyun sitesini terk etmeye zorlama ve mail
adresini ele gecirme ve zarar verme durumlarindaki magduriyetlerinin diger
maddelere gore daha fazla oldugu goriilmiistiir. Bu yaslardaki 6grencilerin bazi
cevrimici oyunlar1 oynayabilmeleri i¢in bir mail adresi olusturmalar1 gerekmektedir.
Bu durum 6grencilerin mail adresinin ele gecirilme durumlarinda da daha fazla
magdur olmalarma neden olmus olabilir. Depaolis ve Williford, 2014 yilinda
yaptiklar1 ¢aligmada c¢evrimigi oyunlar araciligiyla ¢ok sayida Ogrencinin siber
magduriyet yasadigi belirtilmektedir. Siber zorbaligin en fazla sohbet odalarinda
oldugunu destekleyen calismalar (Kowalski ve Limber 2007; Willard, 2007) vardir.
Ayrica sohbet odalarinda fazla vakit ge¢iren 6grencilerin magdur olma durumlari
diger 6grencilere gore daha fazla olabilir (Depaolis ve Williford, 2014). Firat ve
Ayran (2016)’1n ¢alismasinda da sohbet odalarini sik sik ziyaret eden 6grencilerin
siber magduriyetlerinin daha yiiksek oldugu belirtilmektedir. Bu boyutta en az siber
magduriyet oram1 ise zarar vermeye neden olacak web sayfasi hazirlama
maddesindedir. Avrupa Cevrimi¢i Cocuklar Arastirma Projesi (2010) sonuglarina
gore internet okur-yazarlig: ile ilgili beceriler arasinda 6grencilerin ¢ok azinin bu

becerilere sahip oldugu gdzlenmektedir.
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Yapilan ¢aligmanin Siber ortamda cinsel zorbalhk boyutunda ise en fazla
magduriyet yasanan durumun telefon numarasini gizleyerek rahatsiz edici miistehcen
sesler ¢cikarma oldugu belirlenmistir. Ogrencilere yeterli cinsel egitim verilmemesi ve
toplumun kiiltiirel yapisinin cinsellik konusunda agik konusmaya miisait olmamasi
bu durumlarin nedeni olabilir (Artan vd., 2008). Olgekte ve siber ortamda cinsel
zorbalik alt boyutunda siber magduriyetin en az goriildiigii madde ise gizlice ¢ekilen
uygunsuz goriintiileri mesajla/maille baskalarina yollama, internette yaymlama ya da

CD ile ¢ogaltip dagitma maddesidir.

Yapilan 6lgegin siber ortamda soylenti ¢ikarma boyutunda magduriyetin
yasandig1 en yiiksek oran birinin kullandig: telefon veya bilgisayar modeliyle alay
etme maddesindedir. Alanyazin incelendiginde sosyoekonomik gelir diizeyi arttikga
zorbaligin arttig1 sonucuna ulasan calismalar bulunmaktadir (Ciftei, 2015; Kocatiirk,
2014; Ozbay, 2013). Buradan yola ¢ikarak yasanan magduriyetin nedeni
sosyoekonomik diizeylerin farkli olmasi gosterilebilir (Ybarra ve Mitchell, 2004;
Serin, 2012). Serin 2012 yilinda yaptig1 ¢alismada sosyoekonomik durumu iyi olan
ailelerin ¢ocuklarinin, sosyoekonomik durumu kétii olan ailelerin ¢ocuklarina kiyasla
daha fazla zorba oldugunu belirtmektedir. Ybarra ve Mitchell (2004) ise, yillik
ortalama gelirleri yiiksek olan ailelere sahip genglerin siber zorbalik yapma
thtimalinin, yillik ortalama gelirleri daha diisiik olanlara gore %45 daha fazla
oldugunu belirtmektedir. Bu boyuttaki en diisiik oran ise mail ve mesaj yoluyla
kisisel bilgileri yayma maddesindedir. Yukaridaki c¢aligmalar da gz Onilinde
bulundurularak bu yas grubunda her 6grencinin kisisel cep telefonu ve bilgisayara

sahip olmamasi bu durumun nedeni olarak diisiiniilebilir.

6.1.3. Alt Problem: Cinsiyete Gore Siber Zorba ve Magdur Olma
Durumlan
Uygulanan siber zorba/magdur olma durumlart o6lgme aract ile
gerceklestirilen arastirmanin  sonuglart incelendiginde erkek Ogrencilerin kiz
ogrencilere oranla daha fazla zorba oldugu tespit edilmistir. Alanyazindaki ilgili
arastirma sonuglar1 da bu arastirmanin bulgusunu destekler niteliktedir (Li, 2006;
Erdur Baker ve Kavsut, 2007; Kowalski ve Limber, 2007; Aricak vd., 2008; Topcu,
2008; Wang vd., 2009; Erdur Baker, 2010; Serin, 2012; Manap, 2012; Bastiirk vd.,
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2015; Ozel, 2013; Ozdemir, 2015; Ozer, 2016; Siislii, 2016; Demirci, 2017; Gencer,
2017; Yelci, 2018). Erkek 6grencilerin internete daha kolay ulasmasi, savas igerikli
oyun sitelerinde daha ¢ok wvakit gecirmeleri ve internette yasadiklari olaylara
tepkilerinin kizlara gore daha fazla olmasi erkek Ogrencilerin daha zorba olmasina
neden olabilir. Ogrencilerin ergenlik déneminde kimlik arayis1 iginde olduklar:
diistiniildiiginde aykir1 ve saldirgan davraniglar sergileme egilimi (Erikson, 1984)

daha ¢ok zorbalik yapmaya meyilli oldugunu gosterebilir (Bayar, 2010).

Ayn1 zamanda yapilan ¢alismada erkek 6grencilerin kiz 6grencilere gére daha
fazla magdur oldugu tespit edilmistir. Alanyazindaki diger ¢alismalardan bazilar1 da
bu sonucu desteklemektedir (Li, 2006; Erdur Baker ve Kavsut, 2007; Aricak vd.,
2008; Yaln vd., 2010; Erdur Baker, 2010; Serin, 2012; Yelci, 2018;).
Gergeklestirilen bu arastirmanin sonuglari goz 6ntinde bulunduruldugunda erkeklerin
daha fazla siber zorba ve siber magdur oldugu ortaya ¢ikmistir. Bu duruma erkek
Ogrencilerin kiz 6grencilere gore internete daha kolay ulagsma imkanina sahip olmasi
neden olabilir (Horzum, 2011). Yapilan alanyazin ¢alismasi sonucunda TUIK
verilerine gore internet kullanim oranlar1 ve internete ulasabilme durumu erkeklerde
daha yiiksektir (TUIK, 2018). Ataerkil bir toplum yapimizin olmasi erkek ve kiz
¢ocuklarinin farkli sosyallesmesine ve erkek ¢ocuklarinin daha disa doniik olmasina
neden olmaktadir. Kiz ¢ocuklar1 ise daha ice doniik yetistirilmekte ve aile baskisina
daha cok maruz kalmaktadirlar. Ayrica erkek ogrencilerin ergenlik doneminde
kendini ispat etme istegi siber zorba olmalarinin sebebi olabilmektedir (Bayar, 2010;
Soydas, 2011).

Erkek Ogrenciler ergenlik donemine girmeleri ile beraber arkadas ortaminda
kendilerini kabul ettirmek ve belli bir gruba dahil olmak istemektedirler (Erikson,
1984). Bundan dolay1 girdikleri gruplarda veya diger arkadaslar1 tarafindan
miistehcen igerikli goriintiileri izlemeye zorlanma, internet/telefonla mistehcen
icerikli sOylenti ¢ikarip yayma gibi baskilara maruz kalmalari, onlarin daha fazla
magdur olmasina sebep olabilir. Erkek 6grencilerin akranlar i¢inde popiiler olmak
istemesi, okul ortaminda gosteremedigi basariy1 siber ortamda sergileme arzusu ise
sOylenti ¢ikarma alt boyutunun nedeni olabilir. Ayrica internette kullandiklar kisisel

sifreleri arkadaslar ile paylagsmalar1 da onlar hakkinda sdylenti ¢ikmasina daha fazla
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neden olabilir. Ozer (2016) yaptig1 arastirmada ogrencilerin; diisiik diizeyde siber
zorbaliga maruz kaldigini, siber magdurlarin en fazla sanal ortamda engelleme ve
zarar verme ile sanal ortamda cinsel zorbalik davranislariyla karsilagtiklarini tespit
etmistir. Yurtdisinda yapilan bazi ¢alismalarda kiz 6grencilerin daha magdur oldugu
tespit edilmistir (Li, 2007; Kowalski ve Limber, 2007; Wang vd., 2009). Bunun
nedeni olarak kizlarin internete fotograf yiikklemeyi sevmesi sebep gosterilmektedir
(Hinduja ve Patchin, 2008). Yapilan bir ¢alismada cinsiyet degiskeni ile siber kurban
olma arasinda anlamli fark bulunmamistir (Beran ve Li, 2005; Slonje ve Smith,

2008; Yalin vd., 2010; Ayas ve Horzum, 2012; Ozel, 2013; Siislii 2016).

Gergeklestirilen bu arastirmada Sadece ortaokul 6grencilerinde siber ortamda
cinsel zorbalik alt boyutuna gore kiz ve erkek 6grencilerin siber zorba olma durumu
arasinda anlamli bir farklilk goriilmemistir. Alanyazindaki bir aragtirmanin
sonuclarinda ise demografik degiskenlerin siber zorbalik ile iligkisine iliskin yapilan
analizlerde cinsiyet, yas ve sinif diizeyinin siber zorbalik iizerinde bir etkisi olmadig1
goriilmiistiir (Varjas vd., 2009; Ozdemir ve Akar, 2011). Hinduja ve Patchin (2008)
de calismalarinda cinsiyet ile siber zorbalik arasinda iliski bulunamamustir. Yapilan
baska bir calismada ise cinsiyet ve yas, siber suglarin azaltilmasi ve algilanan okul

iklimi arasindaki iliskide 6nemli bir rol oynamamistir (Veiga vd., 2017).

6.1.4. Alt Problem: internet Kullanim Sikhigina Gére Siber Zorba ve
Magdur Olma Durumlan

Arastirma Olgeginden elde edilen sonuglara gére tiim alt boyutlarda internet
kullanim siklig1 ile siber magdur ve siber zorba olma durumu arasinda anlamli bir
farklilik oldugu belirlenmistir. Interneti sik kullanan &grencilerde hem siber zorbalik
hem de siber magduriyet oran1 artmaktadir. En az siber magdur olan o6grenciler
interneti hi¢ kullanmayanlar (siber ortamda engelleme ve zarar verme boyutunda en
az magduriyet interneti ayda birka¢ kez kullananlardir), en fazla siber magdur olan
Ogrenciler ise interneti glin boyu kullananlardir. Magduriyet durumu internet
kullanim sikligiyla dogru orantilidir. Alanda yapilan ¢alismalar bu durumu destekler
niteliktedir (Hinduja ve Patchin, 2008; VVandebosh ve Cleempout, 2009; Muraa vd.,
2011). Bunun nedeni olarak internette daha fazla zaman gecirmeleri sdylenebilir.

Tiirkiye‘de yapilan ilk arastirmalarda internet kullanarak iletisim kuranlarla siber
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zorba veya magdur olma durumu arasinda pozitif iligki bulunmustur (Erdur Baker ve
Kavsut, 2007). Diger yandan siber zorbaligin en sik yasandigi siber ortamlarin
basinda internette yer alan sosyal paylasim siteleri ve cep telefonlarinin oldugu
anlagilmistir. Ayrica gilinliikk internet kullanim siiresi bes saati asan katilimcilarin
diger gruplara gore daha fazla siber zorbalik yaptiklar1 saptanmustir (Ozdemir ve
Akar, 2011). Ayas ve Horzum‘un (2012) arastirmalarina katilan 6grencilerin daha
¢ok MSN ve sohbet odalarini kullanarak siber zorbalik yaptigi ve siber zorbaliga
maruz kaldig1 bulunmustur. Ogrencilerin siber zorbalik diizeylerinin; internet
kullanim siklig1, sosyal medya hesabina sahip olma, sosyal medya hesabinin
kullanim siklig1 ve ailenin gelir diizeyi gibi degiskenlerle dogru orantili oldugu

ortaya ¢ikmustir (Ozer, 2016).

6.1.5. Alt Problem: Kisisel Bilgisayara Sahip Olmaya Gore Siber Zorba
ve Magdur Olma Durumlari

Yapilan aragtirmanin sonuglarina gore alt boyutlardan siber ortamda sdylenti
¢ikarma hari¢ diger tim alt boyutlar ile kisisel bilgisayara sahip olma durumu
arasinda anlamh bir farklilik goriilmiistiir. Kisisel bilgisayara sahip olan 6grenciler
daha fazla magdurdur. Ogrencilerin merak ve kesfetme istegi ile aile kontroliiniin
disinda, bilgisayarda ¢ok fazla oyun oynamalari, internette bosa vakit gegirmeleri
magduriyete ugramalarina sebep olabilmektedir. Ayrica Dbilgisayara sahip
dgrencilerin cogunlugu da internete kolay ulasabilmektedir (TUIK, 2018). Ogrenciler
Odev, ders tekrari, test ¢ozme faaliyetleri, arastirma yapma gibi bahanelerle
bilgisayarlarda baska sitelere giriyor olabilirler. Ogrencilerin kisisel bilgilerini
kontrolsiizce paylagmasi, izledigi videolar veya girdigi sitelerdeki pop-uplarda ¢ikan
baglantilara tiklayip yasma uygun olmayan durumlarla karsilagabilmesi internetin
bilingsiz kullanimi1 sonucunda ortaya ¢ikmaktadir. Bu durum da magdur olmalarina

sebep verebilmektedir.

Aragtirmanin bir diger bulgusuna gore Kisisel bilgisayara sahip olan 6grenciler
daha fazla siber zorbadir. Ogrenciler icin birinin kisisel bilgisayarim ele gecirmek,
virlislii mail yollamak, mail adresini ele gecirmek, internet ya da telefonla tehdit
etmek eglenceli goriinliyor olabilir; hatta bu durumlar1 yapabilmesini basar1 olarak

goriip arkadaslari arasinda kendini ispat edebilecegini (Erikson, 1984) diisiiniiyor
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olabilirler. Ayrica bu duruma ailelerin ¢ocuklarmi internet kullanimi konusunda
bilinglendirmemesi, 6grencilerin cinsel konulardaki meraki ve bu yonde bir egitim
almamalar1 (Artan vd., 2008) sebep olabilir. Ogrenciler bu meraklarin1 birbirlerine
miistehcen igerikli goriintiileri izletmeye =zorlayarak gideriyor olabilir. Evde
bilgisayar ve internet kullanim yerinin olmasi da siber zorbaligin artmasinda rol

oynamaktadir (Hinduja ve Patchin, 2008; Gencer, 2017).

Yapilan ¢alismada ortaokul 6grencilerinde siber ortamda soylenti ¢ikarma alt
boyutuna gore kisisel bilgisayara sahip olma ile siber magdur olma durumu arasinda
anlamli bir farklilk goriilmemistir. Ozer’in 2016 yilinda yaptigi calisma da bu
sonucu desteklemektedir. Siislii (2016) ¢alismasinda Ogrencilerin bilgisayar, cep
telefonu ve tablete sahip olma durumlari ile siber zorbalik arasinda anlamli bir fark
olmadigimi tespit etmistir. Gencer (2017) ise ¢alismasinda evde internet baglantisi
olup olmama durumu ile siber zorbalik arasinda anlamli bir farklilik gézlenmedigini

ortaya koymustur.

6.1.6. Alt Problem: Kisisel Cep Telefonuna Sahip Olmaya Gore Siber
Zorba ve Magdur Olma Durumlari
Arastirma olgegindeki tiim alt boyutlara gore kisisel cep telefonuna sahip olma
ile hem siber zorba hem de siber magdur olma durumu arasinda anlamli bir farklilik
goriilmiistiir. Alanyazindaki diger calismalar da bu durumu destekler niteliktedir
(Raskauskas ve Stoltz, 2007; Slonje ve Smith, 2008; Smith vd., 2008; Vandebosh ve
Cleempout, 2009; Ozdemir ve Akar, 2011; Ozer, 2016).

Aragtirmanin bulgularina gore kisisel cep telefonuna sahip olan 6grenciler daha
fazla magdurdur. Giiniimiizde akilli cep telefonlarinin kullanilmasi sonucunda cep
telefonlarinin internete baglaniyor olmasi, bilgisayarda gergeklesebilecek magduriyet
durumlarinin telefonlarda da gerceklesebilmesi anlamima gelmektedir. Bu sebeple
kisisel cep telefonuna sahip bir &grenci siber magdur olabilir. Ogrencilere cep
telefonuyla arkadas grubundaki diger 6grenciler tarafindan miistehcen goriintiiler
izletilebilir. Ailenin ¢ocuguyla iletisim kurmasi i¢in aldig1 telefonun modeliyle dalga
gecilmesi veya 6grencinin cep telefonu kullanirken kisisel bilgilerini paylasmasi gibi

durumlar bagkalar1 tarafindan magdur edilmesinin sebebi olabilir.
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Gergeklestirilen aragtirmanin bir diger bulgusuna gore kisisel cep telefonuna
sahip olan Ogrenciler daha fazla siber zorbadir. Kisisel cep telefonuna sahip bir
Ogrenci zarar gérmesini istedigi kisinin adin1 kullanarak insanlara mesaj, mail veya
video yollayabilir. Yas1 tutmazsa bile yasini biiyiikk gostererek sosyal medyaya
ogrenciler iiye olabilir. Bu sebeple telefonlarda sosyal medya kullaniminin yayginligi
siber zorbaliga kapi aralayabilir. Ailelerin Ogrencilerle yogun caligma hayatlar
nedeniyle iletisim kurmasi sehir hayatinda daha zor hale gelmekle birlikte sartlar
geregi telefon kullaniminin erken yaslarda baslamasi da bu duruma sebep olarak
gosterilebilir. Cep telefonuna sahip bir 6grencinin numarasini gizleyerek miistehcen
sesler ¢ikarmasi, uygunsuz goriintiileri ¢ekip yollamasi, bagkalarmin goriintiileriyle
onlara santaj yapmasi, baskalarina miistehcen mesajlar atarak onlar1 rahatsiz etmesi

daha fazla zorba olmalarina sebep olabilir.

6.1.7. Alt Problem: Annenin Egitim Durumuna Goére Siber Zorba ve
Magdur Olma Durumlar
Arastirma Olgeginin tiim alt boyutlarina goére anne egitim durumu ile siber
magdur ve siber zorba olma durumu arasinda anlamli bir farklilik yoktur. Yapilan
alanyazin taramasi da bu durumu desteklemektedir (Ozdemir, 2015; Gencer, 2017;
Vazsonyi vd., 2017; Siisli, 2016).

Demirci (2017) ise ¢calismasinda anne egitim diizeyine gore siber zorba egilimi
ve siber zorba magduru diizeylerinin farklilastigini tespit etmistir. Anneleri lise
mezunu olanlarin siber zorbalik yapma egilimi anneleri iiniversite mezunu olan
ogrencilere gore daha yiiksek oldugunu belirtmektedir. Ozer (2016) arastirmasinda
ogrencilerin siber zorbalik diizeylerinin; annenin egitim diizeyi ve ailenin gelir
diizeyi gibi degiskenlerde anlamlilik bulmustur. Annenin egitim diizeyi diistiikce
ogrencilerin siber zorbaliga maruz kalma diizeyinin de azaldigini; anne egitim
durumu yiikseldik¢e dgrencilerin siber zorbaliga maruz kalma diizeyinde ise kismi

bir artis oldugunu belirtmektedir.
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6.1.8. Alt Problem: Babamin Egitim Durumuna Gore Siber Zorba ve
Magdur Olma Durumlari

Arastirma Olgegindeki alt boyutlardan sadece siber ortamda cinsel zorbaliga

gore baba egitim durumu ile siber zorba ve siber magdur olma durumu arasinda
anlamli bir farklilik gériilmiistiir. Ogrencilerin siber magdur olma durumu ortaokul
mezunu babalarda en azdir, babasi iiniversite ve listi mezunu olanlarin ise siber
magdur olma durumu en fazladir. Bu durumun nedeni olarak tiniversite ve iistii
mezunu babalarin maddi durumunun daha iyi olmasi diisiiniiliirse ¢ocuguna kisisel
cep telefonu, tablet, bilgisayar, internet gibi imkanlar1 daha rahat saglayabilir (Ciftgi,
2015; Ozbay, 2013; Kocatiirk, 2014). Ogrenciler de merak ve kesfetme duygusuyla
bu imkanlar1 kullanirken magduriyet yasayabilir. Bazi ¢aligmalarda babanin egitim
durumuna gore siber zorba olma durumu arasinda anlamli bir fark oldugu
bulunmustur. (Sisli, 2016; Vazsonyi vd., 2017). Siisli (2016) baba egitim durumu
okuryazar olmayan 6grencilerin siber magduriyeti, baba egitim durumu ilkogretim,
ortaggretim ve yiiksekdgretim mezunu Ogrencilerden daha diisiik oldugunu, babasi
ilkdgretim mezunu olan Ogrencilerin siber magduriyeti ise babasi yiiksekdgretim
mezunu olan 6grencilerden daha diisiik oldugunu tespit etmistir. Demirci ise 2017
yilinda yaptig1 caligmada ise baba degiskeninin siber zorbalig1, baba ile olan iliskinin

ise siber magduriyeti etkiledigini tespit etmistir.

Yapilan ¢aligmada siber ortamda engelleme ve zarar verme, soylenti ¢ikarma
alt boyutlarina gore ise baba egitim durumu ile siber zorba ve siber magdur olma
durumu arasinda bir farklilik goriilmemistir. Yapilan bazi caligmalar da bu durumu

desteklemektedir (Siislii, 2016; Ozer, 2016; Gencer, 2017).

6.1.9. Alt Problem: Simif Diizeyine Gore Siber Zorba ve Magdur Olma
Durumlan

Sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda engelleme ve

zarar verme boyutu hari¢ diger tiim boyutlara gore sinif diizeyi ile siber zorba ve

siber magdur olma durumu arasinda anlamli bir farklilik bulunmaktadir. 7. smmif

Ogrencileri en az siber zorba iken 8. smif dgrencileri en fazla siber zorbadir. Sinif

diizeyi arttikga siber zorbalik diizeylerinin ortalamasi artmaktadir. Siber ortamda

engelleme ve zarar verme alt boyutunda cinsiyete gore erkeklerin daha fazla siber
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zorba oldugu bulgusuna bakildiginda 8. sinif diizeyini erkek 6grenciler i¢in ergenlik
doneminin kismen baglangic1 olarak diisliniirsek bu simif diizeyinde 6grencilerin
zorba olma durumlarinin en yiiksek olmasi beklenebilir. Yapilan diger ¢alismalar da
bu durumu desteklemektedir (Kowalski ve Limber, 2007; Smith vd., 2008; Manap,
2012; Siislii, 2016; Ozer, 2016; Yelci, 2018).

Siber magdur olma durumuna bakildiginda, en az magduriyet 5.smniflarda, en
fazla ise 8. smiflarda goriilmiistir. Smif diizeyi arttikga siber magduriyet
diizeylerinin ortalamasi artmaktadir. Bu duruma 5. smiftaki 6grencilerin teknolojik
aletleri kullanim sikliginin az olmasi, 8. sinif diizeyinde de firtinali ve gergin dénem
olarak da nitelendirilen ergenlik dénemi sonucunda, 6grenciler teknolojik ortamda
sOylentiye maruz kaldiklar1 i¢in en fazla magduriyet bu donemde gergeklesiyor
olabilir. Ayas ve Horzum’a gore (2012) 6. smifa devam eden Ggrencilerin sanal
zorba, sanal kurban ve sanal zorba/kurban olma durumlari, 7 ve 8. sinifa devam eden
Ogrencilere gore daha az (7 ve 8. smiflarin yaklasik yarisi kadar) bulunmustur.
Demirci (2017) ise ¢aligmasinda 7. siniflarin siber zorba ve magdur olma diizeyinin

5. siiflara gére daha fazla oldugunu belirtmistir.

Yapilan arastirmada 6l¢egin alt boyutlarindan siber ortamda engelleme ve zarar
verme boyutuna goére siber magdur olma durumu arasinda anlamli bir farklilik
goriilmemistir. Alanyazindaki diger c¢aligmalardan bazilart da bu sonucu
desteklemektedir (Beran ve Li , 2005; Slonje ve Smith 2008; Varjas vd., 2009; Wang
vd., 2009; Yalin vd., 2010; Sisli, 2016). Yapilan calismalara gore yas ve simif
diizeyi degiskenlerinin siber zorba veya siber magdur olma ile iligkili olmadig: tespit

edilmistir (Erdur Baker ve Kavsut, 2007; Yalin vd., 2010; Siislii, 2016).

Sonu¢ olarak, yapilan c¢alismada siber magdur olma durumlarinin alt
boyutlarinin bulgular1 incelendiginde bunlarin i¢inde en fazla magduriyet yasanan
durumun telefon numarasini gizleyerek rahatsiz edici miistehcen sesler c¢ikarma
oldugu belirlenmistir. Siber ortamda engelleme ve zarar verme boyutunda
ogrencilerin sohbet odasi (chat) ya da oyun sitesini terk etmeye zorlama ve mail
adresini ele gecirme ve zarar verme durumlarindaki magduriyetlerinin diger

maddelere gore daha fazla oldugu goriilmistiir. Siber ortamda cinsel zorbahk
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boyutunda ise en fazla magduriyet yasanan durumun telefon numarasini gizleyerek
rahatsiz edici miistehcen sesler ¢ikarma oldugu belirlenmistir. Siber ortamda
soylenti cikarma boyutunda magduriyetin yasandigi en yiiksek oran birinin
kullandig1 telefon veya bilgisayar modeliyle alay etme maddesindedir. Uygulanan
siber zorba/magdur olma durumlar1 6lgme araci ile gergeklestirilen aragtirmanin
sonuglart incelendiginde erkek ogrencilerin kiz d6grencilere oranla daha fazla zorba
oldugu tespit edilmistir. Aym1 zamanda yapilan calismada erkek 6grencilerin kiz
Ogrencilere gore daha fazla magdur oldugu tespit edilmistir. Gergeklestirilen bu
aragtirmada sadece ortaokul 6grencilerinde siber ortamda cinsel zorbalik alt boyutuna
gore kiz ve erkek 6grencilerin siber zorba olma durumu arasinda anlamli bir farklilik
goriilmemistir. Arastirma Slgeginden elde edilen sonuglara gore tiim alt boyutlarda
internet kullanim siklig1 ile siber magdur ve siber zorba olma durumu arasinda
anlamli bir farklilik oldugu belirlenmistir. Interneti sik kullanan &grencilerde hem
siber zorbalik hem de siber magduriyet orani artmaktadir. Arastirmanin bir diger
bulgusuna gore alt boyutlardan siber ortamda sdylenti ¢ikarma hari¢ diger tiim alt
boyutlar ile kisisel bilgisayara sahip olma durumu arasinda anlamli bir farklilik
goriilmiistiir. Kisisel bilgisayara sahip olan 6grenciler hem daha fazla magdurdur
hem de daha fazla siber zorbadir. Gergeklestirilen arastirmanin bir diger bulgusuna
gore kisisel cep telefonuna sahip olan 6grenciler daha fazla siber zorbadir. Aragtirma
6l¢eginin tiim alt boyutlarina gore anne egitim durumu ile siber magdur ve siber
zorba olma durumu arasinda anlamli bir farklhilik yoktur. Arastirma 6lgegindeki alt
boyutlardan sadece siber ortamda cinsel zorbaliga gore baba egitim durumu ile siber
zorba ve siber magdur olma durumu arasinda anlamli bir farklilhik goriilmiistiir.
Ogrencilerin siber magdur olma durumu ortaokul mezunu babalarda en azdir, babasi
tiniversite ve listii mezunu olanlarin ise siber magdur olma durumu en fazladir.
Sonuglar incelendiginde ortaokul 6grencilerinde siber ortamda engelleme ve zarar
verme boyutu hari¢ diger tiim boyutlara gore sinmif diizeyi ile siber zorba ve siber
magdur olma durumu arasinda anlamli bir farklilik bulunmaktadir. Simf diizeyi

arttikga siber magduriyet diizeylerinin ortalamasi artmaktadir.
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6.2. Oneriler

Ortaokul Ogrencilerinde siber zorbalik davraniglarini yapma ve siber magdur
olma durumlarinin incelenmesi amaciyla yapilan ¢aligmanin bu boliimiinde Oneriler

sunulmustur.

1. Yapilan c¢alismada en yiiksek siber zorba/magdur olma durumu orani siber
ortamda cinsel zorbalik alt boyutunda goriilmiistiir. Ogrencilere okullarda yeterli
cinsel egitim verilerek merak duygular giderilirse 6grencilerin bu davranislarinin
azalacagl dusiiniilmektedir. Ayrica telefon numarasini gizleyerek rahatsiz edici
miistehcen sesler ¢ikarma ve birine istemedigi halde miistehcen igerikli mesaj veya
mail atip rahatsiz etme maddelerinde siber zorbalik sonuglarinin yiiksek oldugu tespit
edilmistir. Ogrencilere okullarda bilgi ve iletisim teknolojilerinin bilingli kullanim
kiiltiiriinii artiracak etkinlikler yapilmali, velilere bu konuda seminerler verilmeli ve
Ogretmenlere bu konuda verilen hizmet i¢i egitimler artirilmalidir. Ayrica 6grencilere

ve velilere bilisim suglarinin kanuni yaptirimlart oldugu hatirlatilmalidir.

2. Yapilan calismanin siber ortamda engelleme ve zarar verme boyutunda sohbet
odas1 ve oyun sitesini terk etmeye zorlama maddesi, siber zorbali§in yapilma
egiliminin ve siber magduriyeti yasama durumunun yiiksek oldugu maddedir.
Ogrencilere gercek diinyada yapmamalar1 gereken davranislari sanal diinyada da
yapilmamas1 gerektigini vurgulamak i¢in Ornek olaylar anlatilmalidir. Bilisim
Teknolojileri ve Yazilim Ogretmenleri ile rehberlik 6gretmenleri isbirligi iginde
calisarak farkli etkinlikler yapilabilir. Bilgi ve iletisim teknolojilerini ihtiyacimiz
kadar kullanmayi, kullanma siiresinin aile ve Ogretmenlerle konusarak karar
verilmesini ve kullanirken kisisel bilgilerin paylagilmamas: gerektigini dgrencilerin
bilmesinin yararli olacagi diistiniilmektedir. Su anki Bilisim Teknolojileri ve Yazilim
miifredatinda bu konular mevcuttur. Derslerde 6grencilere yapilacak farkli etkinlik
ve materyallerle bu konu pekistirilmelidir. Yapilan ¢aligmanin siber ortamda soylenti
cikarma boyutunda ise siber zorbaligin en ¢ok yapildigi madde birinin kullandig:
telefon veya bilgisayar modeliyle alay etmedir. Bu konuda en 6nemli rol anne
babalara diismektedir. Bu sebeple anne babalarin ve 6gretmenlerin yeterli bilince

sahip olabilmesi i¢in Oncelikle 6gretmen kurul toplantilarina ve veli toplantilarinin
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giindem maddelerine giivenli internetin nasil kullanilacagi, siber zorba ve

magduriyetle bas etmek i¢in neler yapilacagi konular1 eklenmelidir.

3. Yapilan caligmanin sonuglarina gore erkek 6grenciler hem daha fazla siber zorba
hem de daha fazla siber magdurdur. Giliniimiizde siirekli gelisen teknoloji kodlama,
programlama hatta yapay zeka alanindaki gelismelerden 6grencilerin uzak tutulmasi
¢ozlim olarak disiiniilmemelidir. Bu gelisen teknolojiyi tiikketen degil iireten bir nesil
hedeflenmelidir. Bu sebeple 6grencilere teknoloji kullaniminin olumlu-olumsuz
Ozellikleri  anlatilarak  Ogrencilerin  de  fikirleriyle  teknoloji  kullanimi
bilinglendirilmelidir. Siber zorbalikla ilgili kisa film, afis, resim, mobil uygulama
yarismalar1 diizenlenebilir. 6 Subat Giivenli Internet Giinii etkinlikleri yapilabilir.
Okullarin belirli giin ve haftalar takvimine internet ve teknoloji kullanimi
farkindalig1 caligmalar1 eklenerek farkindalik olusturulabilir. Ergenlik doneminin
getirdigi sebeplerden kaynaklanan siber zorba/magdur olma durumlarinda ise
ogrenciler ve aileleri ergenlik donemini daha kolay atlatacaklar1 bilgilendirmelerle
aydinlatilabilir. Ayrica Ogrencilerin internete internet kafelerden ulasabilmesi

durumu i¢in internet kafelerin denetimlerinin daha ciddi yapilmasi gerekmektedir.

4. Yapilan caligsmada internet kullanim sikligiyla siber zorba/magdur olma durumlari
arasinda anlamli bir farklilik oldugu belirlenmistir. Interneti sik kullanan
ogrencilerde hem siber zorbalik hem de siber magduriyet orani artmaktadir.
Internetin giivenli kullanimi igin giivenli internet ve cocuk profili segenekleri
kullanilabilir. Ogrenciler interneti kendi odalarinda degil, evin ortak kullanilan
alanlarinda kullanmalar1 hakkinda aileler bilin¢lendirilirse internetin kullanim
sikliginin kontroliinde yardimer olabilir. Ama en énemli adim 6grenciyle internetin
bilingli ve gilivenli kullanimi konusunda konusulmasi ve 06grencinin kendi
kararlariyla bu durumu kontrol edebilmesi saglanmalidir. Ayrica 6grenci ¢cekinmeden
hem ailesiyle hem de 6gretmenleriyle siber zorbalik konusunda bas etmede yardim
alabilmelidir. Yillik smif rehberlik planlarmma bu caligmalar eklenebilir. Velilere
yapilacak etkinliklerde ogrencilerle bu konularda nasil iletisim kuracaklar

anlatilabilir.
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5. Yapilan aragtirmanin sonuglarma gore alt boyutlardan siber ortamda sdylenti
cikarma hari¢ diger tiim alt boyutlar ile kisisel bilgisayara sahip olma durumu
arasinda anlaml bir farklilik goriilmiistiir. Kisisel bilgisayara sahip olan 6grenciler
hem daha fazla siber zorba hem de daha fazla siber magdurdur. Yapilan ¢aligmalara
bakildiginda bu yas grubundaki Ggrencilerin giinde bir saatten fazla bilgisayar
kullanmamalar1 gerekmektedir. Bu ¢alismada sadece bilgisayara sahip olma durumu
incelenmistir. Yapilacak diger calismalarda Ogrencilerin bilgisayar kullanim

surelerine de bakilabilir.

6. Bu ¢alismanin tiim alt boyutlarinda kisisel cep telefonuna sahip olma durumu ile
hem siber zorba hem de siber magdur olma durumu arasinda anlamli bir farklilik
vardir. Kisisel cep telefonuna sahip 6grencilerde siber zorba/magdur olma durumu
daha fazladir. Sehir hayatinda yasayan ailelerin ¢ocuklarinda cep telefonu iletisim
icin gerekli oldugundan diger teknolojiler gibi amacina uygun olarak kullanilmasina
0zen gosterilmelidir. Okul-6gretmen-veli tiggeni isbirliginde cep telefonunu bilingli

kullanma egitimleri verilebilir.

7. Bu calisma sonuglarina gore anne egitim durumu ile siber zorba/magdur olma
durumu arasinda anlamli bir farklilik gériilmemistir. Olgegin uygulandign ¢alisma
grubu bu duruma etken olabilir. Farkli calisma gruplar1 ve baska degiskenlerle bu

tarz ¢aligmalar daha fazla yapilabilir.

8. Yapilan arastirmanin alt boyutlarindan siber ortamda cinsel zorbaliga gore baba
egitim durumu ile siber zorba/magdur olma durumu arasinda anlamli bir farklilik
gorilmistiir. Diger alt boyutlarda anlamli bir farklilik tespit edilememistir. Babasi
tiniversite mezunu olan dgrencilerde siber zorba/magdur olma durumu daha fazladir.
Ayrica okuryazar olmayan babalarin 6grencilerinde de magduriyet durumu yiiksektir.
Aileler ¢ocuklarina teknolojik imkénlar1 saglarken kullanim kisitlamalar1 yerine bilgi
ve iletisim teknolojilerini kullanirken en etkili nasil kullanirnm bilincini
yerlestirmelidirler. Evde cocuklariyla daha etkili iletisim ve kaliteli zaman gegirmek

i¢in birlikte etkinlikler yapmak da 6grencileri olumsuz durumlardan koruyabilir.

9. Yapilan ¢alismada siif diizeyi ile siber zorba/magdur olma durumu arasinda siber

ortamda engelleme ve zarar verme boyutu hari¢ diger tim boyutlara gére anlamli bir
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farklilik bulunmaktadir. En fazla siber zorbalik yapan ve siber magduriyet yasayan 8.
siif diizeyidir. 7. smif 6grencileri en az siber zorbadir. 5.smif 6grencileri ise en az
siber magdurdur. Smif diizeyi arttikga siber magduriyet ve siber zorbalik
diizeylerinin ortalamasi artmaktadir. Ogrencilerin ergenlik dénemine baslangiclari
ortaokul diizeyindedir. Ozellikle sosyal medya kullanimi yaslari tutmasa da bir
yolunu bularak erken yaslara kadar diistiiglinden, ergenlik doneminin
benmerkezcilik, hayali izleyiciler ve kisisel efsane boyutlar1 en gok sosyal medya,
whatsapp gibi uygulamalarda kendini gosterebilir. Bu sebeple ergenlik donemi ile
bas etme stratejileri siber zorba/magdur olma durumlarina da ¢6ziim olabilir. Ayrica
giinimiiz anne babalarinin ¢ocuk yetistirirken c¢ocuklar1 telefon, televizyon vb.
cihazlara kiiglik yaslardan itibaren maruz birakmalar1 gocuklarin teknolojik cihazlara
bagimliligini tetiklemistir. Bu duruma maruz kalan cocuklarin 6grenim c¢aginda
okuma yazma Ogrenmesiyle teknolojik cihazlara egilimi daha da artmaktadir.
Ogrenciler zamanla bagimli hale gelmektedir. Aile sagligi merkezlerinde bu konu
hakkinda cocuklarin fiziksel ve psikolojik sagliklarin1 korumak amaciyla anne

babalara bilgilendirici egitimler, brosiirler verilebilir. Kamu spotlar1 artirilabilir.

10. Bu caligma nicel bir calismadir. Bundan sonraki calismalara nitel boyut da
eklenirse daha derinlemesine galigmalar elde edilebilir. Ayrica teknoloji giin gectikce
ilerlediginden yapilacak calismalarda c¢alisma gruplar1 degistirilerek veriler

giincellenebilir.

11. Calismada internet, bilgisayar, cep telefonu gibi degiskenlerle galisilmistir. Son
yillarda gelisen teknoloji android, ios, windows vb. isletim sistemleri ile ¢alisabilen
ve internete baglanabilen her iirlinle (tablet, akilli saat, oyun konsolu vb.) siber
zorba/magdur olma ihtimali g6z Oniine alinarak yapilacak calismalarda farkh

degiskenlere de yer verilmelidir.
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EKLER

EK-1: VERIi TOPLAMA ARACI

ONERGENLERIN SIBER ZORBA VE KURBAN OLMA DURUMLARI

Sevgili 6grenciler,

Bu arastirma sizlerin bilgi ve iletisim araglarinin yaygin kullanimi ile ortaya g¢ikan
bazi sorunlarin belirlenmesi amaciyla hazirlanmigtir. Sizlerin katkisi ile gelistirilecek
bu arastirma sonucunda, toplumsal bir biling olusturuimasi hedeflenmektedir. Olgegi
doldurmaniz yaklasik olarak 10 dakikanizi alacaktir. Lutfen size gelen en dogru
secenedi X isareti ile isaretleyiniz. Bu konuda elestiri, géris veya déneriniz olursa

asagidaki e-posta adresinden bizlere ulagabilirsiniz. Katihminiz i¢in tesekkir ederiz.

Serife Nur TUNA
serifenurtuna@gmail.com

I. BOLUM - Kisisel Bilgiler

1. Cinsiyetiniz: ()Kiz () Erkek

2. internet Kullanim Sikliginiz:

() Hic ( ) Ayda birkac¢ kez ( ) Haftada
Birkac Kez

() Gunde Birkag Kez ( ) Guln Boyu

3. Kendinize Ait Bilgisayariniz: () Var () Yok

4. Kendinize ait Cep Telefonunuz: ( ) Var () Yok

5. Annenizin Egitim Durumu:

() Okuryazar Degil () ilkokul () Ortaokul ()
Lise

( ) Universite ve st

6. Babanizin Egitim Durumu:

( ) Okuryazar Degil () ilkokul ( ) Ortaokul ()
Lise
() Universite ve Ustl

Lutfen diger sayfaya geginiz...



99

Il. BOLUM. Sanal Zorba/Kurban Olma Durumu

Asagidaki her bir soru icin ‘Bana Yapildr’ bolimu icin bir secenek; ‘Ben Yaptim’,
bdlimu icin bir secenek isaretleyerek (X) isareti ile cevaplayiniz.

BANA YAPILDI BEN YAPTIM
c c

[} ©

% -E g GC) - C % -E g % -
N » »n = i ] N ) 7] = i ©
T | x| 8 |8 | 2§ | 5 x | 8 |8 o £
T (2} < P I N I (72} < zZ I N

1. Kisisel bilgisayarini ele
gecirme ve dosyalarina kasten
zarar verme.

2. Kasith olarak virlsli mail
yollama

3. internet ya da telefon yoluyla
tehdit etme

4. Mail kutularini doldurarak mail
gelmesini engelleme

5. Sohbet odasi (chat) ya da
oyun sitesini terk etmeye
zorlama

6. Zarar gormesini istedigi kisinin
adini kullanarak insanlara mesaj,
mail veya video yollama.

7. Zarar vermeye neden olacak
web sayfasi hazirlama.

8. Mail adresini ele gegirme ve
zarar verme.

9. Telefon numarasini gizleyerek
rahatsiz edici mustehcen sesler
clkarma.

10. Izinsiz ve uygunsuz gériinti
cekme.

11. Gizlice ¢ekilen uygunsuz
goruntuleri mesajla, maille
baskalarina yollama, internette
yayinlama ya da CD ile gogaltip
dagitma.

12. Gizlice ¢ekilen uygunsuz
gorintuler aracihgiyla santaj
yapma

13. Birine istemedigi halde
mustehcen icerikli mesaj veya
mail atip rahatsiz etme.

14. Mustehcen igerikli goruntuleri
veya filmi izlemeye zorlama

15. internet/Telefonla miistehcen
icerikli sdylenti ¢ikarip yayma.

16. Birinin kullandigi telefon veya
bilgisayar modeliyle alay etme

17. Birisi hakkinda elde edilen
olumsuz bilgileri sanal ortamda
yayma.

18. internet ya da telefonla kiigiik
disuruci séylenti cikarip yayma.

19. Mail ve mesaj yoluyla kisisel
bilgileri yayma.

Anket Bitmistir. Katiliminiz igin tesekkur ederiz.
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EK-2: iZiN KAGIDI
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olan Sanal Zorba/Magdur Olma Olgegi 6lgeginin kullanilmasina izin veriyorum.
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EK-3: ARASTIRMA IZNi

1.6
KONYA VALILIGI
11 Milli Egitim Miidiirligii
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GNERGENLERIN SIBER ZORBA VE KURBAN OLMA DURUMLARI

Sevgili 8grenciler,

Bu aragtirma sizlerin bilgi ve iletisim araglarinin yaygin kullanimi ile ortaya ¢ikan bazi sorunlarin
belifenmesi amaciyla hazirflanmigtir. Sizlerin katkisi ile geligtirilecek bu aragtirma sonucunda,
toplumsal bir biling olugturuimasi hedeflenmektedir. Olgedi doldurmaniz yaklagik olarak 10
dakikanizi alacaktir. Lutfen size gelen en dogru segenegi X isareti ile igaretieyiniz. Bu konuda
elestii, gorlis veya &neriniz olursa agadidaki e-posta adresinden bizlere ulagabilirsiniz.
Katiiminiz igin tegekkir ederiz.

1. BOLUM - Kisisel Bilgiler

1. Cinsiyetiniz : () Kz ( ) Erkek

2. internet Kullanim Sikhiginiz:

( ) Hig _ () A_yda birkag kez ( ) Haftada Birkag Kez
( ) Gunde Birkag Kez ( ) Gun Boyu

3. Kendinize Ait Bilgisayarimiz: () Var ( ) Yok

4. Kendinize ait Cep Telefonunuz: ( ) Var () Yok

5. Annenizin Egitim Durumu:

( ) Okuryazar Degil () likokul ( ) Ortaokul () Lise

( ) Universite ve Gsti
6. Babanizin Egitim Durumu:

( ) Okuryazar Degil () likokul ( ) Ortaokul () Lise
() Universite ve tsta

Latfen diger sayfaya geginiz...
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11. BOLUM .Sanal Zorba/ Kurban Olma Durumu

Asagidaki her bir soru igin ‘Bana Yapildi' bsluma igin bir segenek; ‘Ben Yaptim', bolima igin bir

segenek isaretleyerek (X) isareti ile cevaplayiniz.
BANA YAPILD! BEN YAPTIM

Her zaman
Sik sik

Ara sira
Nadiren
Higbir zaman
Her zaman
Sik sik

Ara sira
Nadiren
Higbir zaman

1. Kigisel bilgisayarini ele gecirme ve
dosyalarina kasten zarar verme.

2. Kasith olarak virsld mail yollama |

3. Internet ya da telefon yoluyla

tehdit etme

4. Mail kutulanini doldurarak mail
gelmesini engelleme

5. Sohbet odasi (chat) ya da oyun

sitesini terk etmeye zorlama

6. Zarar gérmesini istedigi kiginin

adini kullanarak insanlara mesaj,

mail veya video yollama.

7. Zarar vermeye neden olacak web
sayfas! hazirlama.

B. Mail adresini ele gecirme ve zarar

verme.

8. Telefon numarasini gizleyerek

rahatsiz edici mustehcen sesler

cikarma.
10. [zinsiz ve uygunsuz gérantd
kme.
11. Gizlice gekilen uygunsuz
gorantaleri mesajla, maille
bagkalarina yollama, internette
yayinlama ya da CD ile godaltip
dagitma.
12. Gizlice gekilen uygunsuz
gorantaler aracihdyla santaj yapma
13. Birine istemedigi halde
mistehcen igerikli mesaj veya mail
atip rahatsiz etme.
14. Mostehcen igerikli gérantdleri

veya filmi iziemeye zorlama

15. Internet/Telefonla mistehcen
| icerikli soylenti ¢tkarip yayma.
16. Birinin kullandidi tefefon veya

bilgisayar modeliyle alay etme
17. Birisi hakkinda elde edilen
olumsuz bilgileri sanal ortamda

yayma.
18. Internet ya da telefonla kigok

dusOnict soylenti gikanp yayma
19. Mail ve mesaj yoluyla kigisel

bilgileri yayma.

Anket Bitmistir. Katiiminiz igin tegekkar ederiz.
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