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ÖNSÖZ 

Ülkeler arasında yaĢanan rekabette askeri ve ekonomik gücün yanında, 

istihbarat faaliyetleri de büyük önem taĢımaktadır. Günümüzde, küresel ölçekte 

faaliyet gösteren istihbarat ve gözetleme merkezleri, ülkelerarası küresel rekabette 

merkezi bir güç olarak rol üstlenmektedir. Bu politik stratejinin önemli bir bileĢeni 

olan Avustralya’daki Pine Gap Ortak Savunma Tesisi, Batı Bloku ile Doğu Bloku 

arasındaki süregelen mücadelenin bir kalesi olarak öne çıkmaktadır. Ancak askeri 

geliĢmelerde olduğu gibi istihbarat altyapıları ve faaliyetleri de gizlilikle korunmakta 

ve sahip oldukları gücün boyutu dünya kamuoyu tarafından yeterince 

bilinmemektedir.  

Küresel barıĢa mı katkı sağladıkları yoksa çatıĢmaların artmasında kıĢkırtıcı bir 

rol mü oynadıkları sorusu, toplumlar tarafından derin bir kavrayıĢı gerektirmektedir. 

Bu bağlamda, ABD’nin politik ve askeri stratejisinin bir parçasını oluĢturan Pine 

Gap Ortak Savunma Tesisi, önemli bir yapı olarak karĢımıza çıkmaktadır. Ancak 

Pine Gap Ortak Savunma Tesisi’nin geniĢ ölçekteki altyapısının ne olduğu ve nasıl 

bir küresel gözetleme ve istihbarat faaliyeti yürüttüğü konusunda yeterli veri 

bulunmamaktadır. Bu eksiklik, açık kaynak istihbaratı niteliğinde 

değerlendirilebilecek kurgusal bir belgesel niteliğinde hazırlanan Pine Gap dizisinin 

varlığıyla birlikte bu politik ve askeri stratejiye yönelik farklı bir perspektif 

geliĢtirilmesine olanak vermektedir.  

Kurgusal bir belgesel niteliğinde hazırlanan ve Pine Gap Ortak Savunma 

Tesisi’nde görev almıĢ üst düzey analist David Rosenberg’in de katkılarıyla 

oluĢturulan bu mini TV dizisi, Pine Gap’in varlığı üzerine daha eleĢtirel bir bakıĢ 

açısı geliĢtirilmesine katkı sunmaktadır. 

Bu çalıĢmanın motivasyonunu, Türkçe literatürde Pine Gap hakkında herhangi 

bir çalıĢmanın bulunmaması oluĢturmaktadır. Ayrıca küresel düzlemde gözetleme ve 

istihbarat faaliyetleri yürüten küresel güçlerin meydana getirdiği istihbarat 

dengelerinin anlaĢılmasına yönelik olarak, hibrit bir istihbarat çalıĢması niteliği 

taĢımaktadır. Bu tez, istihbarat literatürü çerçevesinde ilerleyerek, Pine Gap dizisini 
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eleĢtirel söylem analizi perspektifinde ele almayı ve dünya genelinde etkili olan 

küresel gözetleme ve istihbarat yapısına yönelik eleĢtirel bir bakıĢ açısı geliĢtirmeyi 

hedeflemektedir. 

Bu çalıĢmanın hazırlanmasında bilgi ve emeğini esirgemeyen tez danıĢmanım 

Emekli Tuğgeneral Dr. Özgür Tör’e ve tez komisyonumda yer alan değerli hocalarım 

Doç. Dr. Cem Oğultürk ile Dr. Atahan Birol Kartal’a teĢekkür ederim. Ayrıca 

uykusuz gecelerimde en büyük destekçim olan Kıbrıs BarıĢ Harekâtı Gazisi babam 

Ahmet YetiĢ’e ve varlığıyla hayatıma anlam katan oğlum Ender Ilgar Öner’e sonsuz 

Ģükranlarımı sunarım. 

Eylül, 2024         Eda YETĠġ 
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21. YÜZYILDA KÜRESEL GÖZETLEME AĞI: PĠNE GAP DĠZĠSĠNĠN 

ĠSTĠHBARAT EKSENĠNDE SÖYLEM ANALĠZĠ 

ÖZET 

Dijital teknolojinin hızla geliĢmesi ve enformasyon çağının ortaya çıkıĢı, 

uluslararası iliĢkilerde istihbarat faaliyetlerinin niteliğini köklü bir biçimde 

dönüĢtürmektedir. Sosyal ĠnĢaacılık teorisi bağlamında ABD küresel kontrolü 

sağlamak amacıyla uluslararası normları, kimlikleri ve güvenlik politikalarını 

yeniden inĢaa etme yolunu seçmektedir. 21.yüzyılda ABD’nin hızla geliĢen 

teknolojisi, dijital gözetim ağları ile veriyi kontrol edebiĢmiĢ, verilerle küresel 

politikayı yönetmeyi hedeflemiĢtir. ABD’nin dijital dünyada kurmaya çalıĢtığı bu 

üstünlük, maddi ve sosyal gücünün birleĢtiği yeni bir gözetleme toplumunu ortaya 

çıkarmıĢtır. 

 ABD'nin Ulusal Güvenlik Ajansı (NSA) gibi yüksek teknoloji ile donatılmıĢ 

istihbarat kuruluĢları, dijital dünyada sayısallaĢan verileri kullanarak küresel gözetim 

faaliyetlerini sürdürmektedir. NSA, küresel gözetim faaliyetlerinde özellikle stratejik 

bölgelerde gözetleme istasyonları kurarak dünyanın pek çok yerinde aktif istihbarat 

toplama faaliyetlerini küresel boyutta gerçekleĢtirmekte ve bu faaliyetlerin en kritik 

merkezlerinden biri olan Avustralya'nın orta-kuzey kesiminde konuĢlanmıĢ Pine Gap 

Ġstasyonu uluslararası politik gücün bir bileĢeni olarak faaliyet göstermektedir. 

1970'ten bu yana ABD ve Avustralya ittifakı çerçevesinde Uzak Doğu'daki 

Çin, Kuzey Kore, Rusya ve Hindistan gibi önemli devletlere yönelik istihbarat 

faaliyetleri yürüten Pine Gap, yalnızca bir istihbarat merkezi olmanın da ötesinde 

ABD, Avustralya ve diğer Anglo-Sakson ülkeler arasındaki istihbarat iĢ birliğinin 

yapıldığı en önemli Ortak Savunma Tesisi olarak iĢlev görmektedir.  

Sosyal ĠnĢaacılık bağlamında, bu iĢ birliği sadece teknik bilgi paylaĢımıyla 

sınırlı olmayıp Anglo-Sakson dünya düzeninin güvenlik ve istihbarat konularında 

ortak bir kimlik ve anlayıĢ geliĢtirmesine ve koordine edilmesine yönelik 

faaliyetlerde bulunmaktadır. Bu kertede Pine Gap, Anglo-Sakson hegemonyasını 
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pekiĢtiren bir norm inĢası aracı olarak karĢımıza çıkmakta ve ülkelerin ortak 

çıkarlarını, kimlikleri ve güvenlik tehditlerine karĢı ortak savunma merkezi olarak 

Batı bloğunun güç merkezi olarak küresel politikaya yön veren önemli bir merkez 

olarak hareket etmektedir. 

Buradan hareketle Pine Gap dizisi de bu küresel gözetim faaliyetini görsel 

kültür aracılığıyla dünya kamuoyuna sunmakta olup ABD’nin Uzak Doğu’daki 

stratejik çıkarlarını nasıl koruduğunu ve küresel gözetleme ağını nasıl yönettiğini ele 

alan temalarıyla izleyiciye ABD'nin istihbarat aklı hakkında bir bakıĢ açısı 

kazandırmaktadır. Her ne kadar kurgu diliyle sunulsa da oluĢturulan yapım, anlatılan 

olayların gerçek istihbarat faaliyetleriyle olan iliĢkisi, izleyicinin eleĢtirel bilincini 

arttırmaya yardımcı olmaktadır. 

Bu çalıĢma, Pine Gap dizisini ABD’nin Uzak Doğu’daki gözetleme ve 

istihbarat faaliyetlerini sosyal inĢaacılık teorisi ve istihbarat literatürü ekseninde 

inceleyerek, küresel güç mücadelesinde istihbaratın rolünü anlamayı 

amaçlamaktadır. Sosyal inĢaacılık teorisine göre devletler, güvenliklerini ve güçlerini 

koruma adına sürekli bilgi toplamakta ve küresel gözetleme ağları kurmayı amaç 

edinmektedirler.  

21. yüzyıla gelindiğinde ise devletler kendi çıkarlarını sadece askeri unsurlar 

üzerinede kurmayıp toplumsal kimliklerin, normların ve çıkar arayıĢlarının 

yapılanmasında istihbarat faaliyetlerinin geleceği belirlemede kritik bir öneme sahip 

olduğunun haritasını çizmektedir. Pine Gap dizisi, bu gözetim aklını analiz etmeye 

olanak sağlayan bir anlatı sunmakta ve ABD’nin küresel gözetleme stratejilerine 

yönelik önemli bir kesit oluĢturmaktadır. 

Anahtar Kelimeler: Pine Gap, Ġstihbarat, NSA, Gözetleme, ABD Ġstihbaratı, 

Sosyal ĠnĢacılık.  
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GLOBAL SURVEILLANCE NETWORK IN THE 21ST CENTURY: 

DISCOURSE ANALYSIS OF THE PINE GAP SERIES IN THE 

INTELLIGENCE AXIS 

ABSTRACT 

The rapid development of digital technology and the emergence of the 

information age are radically transforming the nature of intelligence activities in 

international relations. In the context of Social Constructionism theory, the USA 

reinforces international norms, identities and security policies by socially 

constructing them in the social sphere at the point of establishing its global 

hegemony. In the 21st century, the rapidly developing technology of the USA is 

building a social and technological hegemony that controls data through digital 

surveillance networks and influences global politics with this data. This superiority 

established by the USA in the digital world has created a new surveillance society in 

which its material and social power combine. 

Intelligence agencies equipped with high technology, such as the US National 

Security Agency (NSA), continue their global surveillance activities using digitized 

data in the digital world. In its global surveillance activities, NSA carries out active 

intelligence gathering activities globally in many parts of the world by establishing 

surveillance stations, especially in strategic regions, and the Pine Gap Station, 

located in the north-central part of Australia, one of the most critical centers of these 

activities, operates as a component of international political power. 

Pine Gap, which has been carrying out intelligence activities for important 

states in the Far East such as China, North Korea, Russia and India within the 

framework of the USA and Australia alliance since 1970, is more than just an 

intelligence center, it is also an intelligence center between the USA, Australia and 

other Anglo-Saxon countries. It functions as the most important Joint Defense 

Facility where cooperation takes place. 

In the context of Social Constructionism, this cooperation is not limited to 

sharing technical information, but also engages in activities aimed at developing and 
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coordinating a common identity and understanding of the Anglo-Saxon world order 

on security and intelligence issues. In this sense, Pine Gap appears as a norm-

building tool that reinforces the Anglo-Saxon hegemony and acts as an important 

center that directs global politics as the center of power of the Western bloc, as the 

center of common defense of the countries against common interests, identities and 

security threats. 

Based on this, the Pine Gap series presents this global surveillance activity to 

the world public through visual culture, and its themes, which cover how the USA 

protects its strategic interests in the Far East and manages its global surveillance 

network, give the audience a perspective on the intelligence mind of the USA. 

Although it is presented in a fictional language, the relationship between the events 

depicted in the production and real intelligence activities helps to increase the critical 

awareness of the audience. 

This study aims to understand the role of intelligence in the global power 

struggle by examining the Pine Gap series and US surveillance and intelligence 

activities in the Far East in the context of social constructionism theory and 

intelligence literature. According to the theory of social constructionism, states 

constantly collect information and aim to establish global surveillance networks to 

protect their security and power. 

In the 21st century, states do not base their interests solely on military 

elements, but also draw a map that intelligence activities have a critical importance 

in determining the future in the structuring of social identities, norms and pursuit of 

interests. The Pine Gap series offers a narrative that allows analyzing this 

surveillance mind and constitutes an important cross-section of the US's global 

surveillance strategies. 

Keywords: Pine Gap, Intelligence, NSA, Surveillance, US Intelligence, Social 

Constructionism 
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I.  GĠRĠġ 

Ġstihbarat, ulusal güvenlik ve uluslararası iliĢkilerde kritik rol oynayan bir 

alandır. Tarih boyunca, devletler ve diğer aktörler, stratejik avantaj elde etmek ve 

güvenliklerini sağlamak amacıyla istihbarat toplama ve analiz etme yöntemlerine 

baĢvurmuĢlardır. Ġstihbaratın tarihsel geliĢimi, teknolojik ilerlemeler ve değiĢen 

uluslararası dinamiklerle birlikte evrilmiĢtir. Bu bağlamda, istihbaratın sadece askeri 

ve siyasi alanlarda değil, aynı zamanda ekonomik ve sosyal alanlarda da önemli bir 

araç haline geldiği görülmektedir. 

Günümüzde, istihbarat faaliyetleri sadece devletler arasında değil, aynı 

zamanda devlet dıĢı aktörler ve uluslararası örgütler arasında da yaygın olarak 

kullanılmaktadır. Ġstihbaratın küresel ölçekteki önemi, bilgiye eriĢimin ve 

teknolojinin hızla geliĢmesiyle daha da artmıĢtır. Bu durum, istihbaratın uluslararası 

iliĢkilerdeki rolünü ve etkisini daha karmaĢık ve çok boyutlu hale getirmiĢtir. 

Özellikle ABD gibi büyük güçlerin küresel gözetleme faaliyetleri, uluslararası 

politikada önemli tartıĢmalara yol açmaktadır. 

ÇalıĢmanın amacı, istihbaratın tarihsel ve teorik temellerini ortaya koymak ve 

ABD’nin küresel gözetleme stratejilerini eleĢtirel bir bakıĢ açısıyla 

değerlendirmektir. Bu kapsamda çalıĢma dört bölümden meydana gelmiĢtir.  

ÇalıĢmanın birinci bölümü “giriĢ  bölümü olup bu bölümde araĢtırmanın 

amacı, önemi, literatür taraması, araĢtırma soruları, kullanılan yöntem ve tezin 

bölümleri ile konu baĢlıklarını kapsayan genel bilgiler sunulmuĢtur. Ġkinci bölümde 

ise istihbaratın tanımı, istihbarat toplama yöntem ve teknikleri, istihbaratın tarihsel 

geliĢimi, ABD istihbaratının dönüĢümü ve teĢkilat yapılanması ile ilgili genel 

bilgilere yer verilmiĢtir. Bu bağlamda, tezin “sosyal inĢaacılık  ekseninde 

uluslararası iliĢkiler teorisi ile iliĢkilendirilmesi planlanmıĢtır. Ayrıca uluslararası 

politikada istihbarat ve Soyal inĢaacılık teorisi arasındaki iliĢki kuramsal çerçevede 

ele alınmıĢtır. AraĢtırmanın kavramsal çerçevesinde ise eleĢtirel söylem analizi, 

tarihsel geliĢimi ve uygulama alanları incelenerek ikinci bölüm tamamlanmıĢtır. 
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Üçüncü bölümde, “ABD’nin Küresel Gözetleme Analizi  baĢlığı altında, 

küresel gözetleme ağı nedir, yöntem ve teknikleri nelerdir sorularına yanıt aranarak, 

ABD’nin küresel gözetleme stratejisi neden-sonuç iliĢkisi çerçevesinde 

değerlendirilmiĢtir. Son bölümde ise Pine Gap ile ilgili temel bilgiler sunularak, tezin 

ana konusu olan “Pine Gap  dizisinin eleĢtirel söylem analizi yapılmıĢtır. Bir sezon 

ve altı bölümden oluĢan dizinin her bölümü detaylıca incelenmiĢ ve gerçekleĢtirilen 

eleĢtirel söylem analizi ile araĢtırma sorularına yanıt bulmak amaçlanmıĢtır. 

A.  AraĢtırmanın Konusu  

Küresel ölçekte ABD’nin istihbarat faaliyetlerini yürüten Pine Gap Ortak 

Savunma Tesisi’nin çalıĢma faaliyetlerinin kurgusal bir dizi formatına 

dönüĢtürülmesi, ABD’nin küresel gözetleme faaliyetlerini nasıl yürüttüğünü gösteren 

önemli bir veri kaynağı olarak değerlendirilebilmektedir. Bu çalıĢma, Pine Gap 

dizisini istihbarat literatürü ekseninde ve eleĢtirel söylem çerçevesinde analiz etmeyi 

amaçlamaktadır.  

ÇalıĢma, ABD’nin NSA (Ulusal Güvenlik Ajansı) aracılığıyla küresel ölçekte 

nasıl bir gözetleme politikası ve yöntemi benimsediğini göstermeye çalıĢarak, henüz 

yeterince çalıĢma bulunmayan Türkçe istihbarat literatürüne Pine Gap hakkında veri 

sağlamayı hedeflemektedir. Pine Gap dizisi, her ne kadar kurgusal bir sinema eseri 

olarak sunulsa da bir belgesel formatında olması ve yapımında Pine Gap Üssü’nde 

18 yıl görev almıĢ David Rosenberg’in danıĢman olarak yer alması, dizinin gerçek 

dünya ile olan iliĢkisini daha somut bir zemine yerleĢtirmiĢtir. Ayrıca dizideki 

verilerin Pine Gap hakkında yazılan kitaplar, makaleler ve haberlerle güçlü bir 

paralellik göstermesi, bu diziyi önemli bir konuma taĢımaktadır. 

Ġkinci Dünya SavaĢı sonrasında Amerika BirleĢik Devletleri ve Sovyet 

Rusya’nın mücadeleleri Soğuk SavaĢ Dönemi’ni baĢlatmıĢtır. Soğuk SavaĢ 

süresince, ABD ve SSCB’nin liderliğindeki Doğu ve Batı blokları, askeri ve 

psikolojik alanlarda yoğun bir rekabet içerisine girmiĢ, bu dönemde ülkelerin askeri, 

teknolojik ve politik geliĢimleri yeni bir boyut kazanmıĢtır.  

Ülkeler, bu süreçte kendi güçlerini artırmayı amaçlamıĢ, ekonomik ve askeri 

mücadelenin yanı sıra ABD ve Sovyet Rusya’nın psikolojik ve teknolojik rekabeti de 

büyük bir öneme sahip olmuĢtur. Bu nedenle devletlerin birbirlerini izlemeleri ve 
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istihbarat ağları aracılığıyla karĢı hamleler geliĢtirmeleri bu mücadelenin önemli bir 

parçasını oluĢturmuĢtur. Özellikle teknolojik ilerlemelerle birlikte istihbarat 

faaliyetleri teknik anlamda güçlenmiĢ ve ülkeler, birbirlerini gözetleyerek karĢı 

askeri ve güvenlik stratejileri geliĢtirme yoluna gitmiĢlerdir. 

Gözetleme faaliyetlerinin etkin ve sürekli kılınması amacıyla gözetleme 

merkezleri oluĢturulmuĢ ve sistematik bir gözetleme politikası izlenmiĢtir. 

Teknolojik geliĢmeler sonucunda uydu sistemlerinin geliĢtirilmesi ve küresel 

dijitalleĢme ile gözetleme ve istihbarat faaliyetleri yeni bir döneme girmiĢ, 

dijitalleĢmenin yarattığı sayısallaĢma ile gözetlemenin mekânsal sınırları ortadan 

kalkmıĢtır.  

Bireylerden baĢlayarak devlet kurumlarına kadar dijital alanlarda gözetim ve 

takip bu sayede, mümkün hale gelmiĢtir. Ancak dijitalleĢme zaman ve mekân 

kısıtlamalarını ortadan kaldırırken, beraberinde birçok sorunu da getirmiĢtir. Örneğin 

günümüzde devletlerin ve ulus ötesi Ģirketlerin birçok faaliyetini ağ bağlantıları ile 

yürütmesi nedeniyle sağlanan faydalara rağmen kiĢisel güvenlik ve ulusal güvenlik 

unsurlarını tehdit eden riskler ortaya çıkmıĢtır. Bunun yanı sıra kaynağı belirsiz siber 

espiyonaj faaliyetleri üzerinden yürütülen algı operasyonları ve manipülatif 

giriĢimler küresel siyaseti yönlendirmektedir. 

Modern devletlerin yürüttükleri nüfus, güvenlik ve ticaret politikaları 

ekseninde toplumsal bir gözetleme sistemine geçmeleri ve bu süreçte elde ettikleri 

verilerin istihbarat faaliyetlerini destekleyecek Ģekilde dönüĢüm geçirmesi, tarihsel 

istihbaratın önemini artırmıĢtır. Bu bağlamda, istihbaratın tarihsel geliĢimi, bilim ve 

teknolojinin ilerlemesi ile paralel bir değiĢim göstermiĢ ve dijital teknolojilerin 

varlığı ile yeni bir istihbarat anlayıĢı doğmuĢtur.  

Özellikle bilim ve teknoloji açısından ilerleme kaydeden ülkeler, istihbarat 

sistemlerini dijital ve uydu temelli alanlara taĢımıĢ ve istihbarat faaliyetlerini zaman 

ve mekân kısıtlamalarından kurtararak küresel bir gözetleme ağı oluĢturmuĢlardır. 

Ancak bu sistemlerin nasıl çalıĢtığı büyük ölçüde gizli tutulmakta, amaçları ve 

faaliyetleri yeterince bilinmemektedir. Yine de bu sistemlerde görev almıĢ bazı 

kiĢilerin dünya kamuoyuna ifĢa ettikleri bilgiler aracılığıyla küresel barıĢı tehdit eden 

ve uluslararası eĢitsizlikleri yeniden üreten bu yapıların faaliyetleri açığa 

çıkmaktadır.  
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Özellikle içinde bulunduğumuz çağda, teknolojik geliĢmeler nedeniyle 

istihbarat ve gözetleme paradigması büyük bir değiĢim geçirmiĢ; uzay ve yer üstü 

uyduları ile dijital mecraların varlığı, birbirleriyle entegre Ģekilde istihbarat 

faaliyetleri yürütülmesini mümkün kılmıĢtır. Bu sayede, küresel boyutta tek 

merkezden istihbarat toplamak olanaklı hale gelmiĢtir.  

B. AraĢtırmanın Önemi  

Küresel politikaya yön veren Amerika BirleĢik Devletleri (ABD), ekonomik ve 

askeri gücünü inĢa ettiği ittifaklar ve kurduğu istihbarat merkezleri aracılığıyla 

pekiĢtirmektedir. Ġkinci Dünya SavaĢı sonrasında ABD ve BirleĢik Krallık tarafından 

temeli atılan ve BeĢ Göz ittifakı olarak bilinen iĢ birliği, ABD, BirleĢik Krallık, 

Kanada, Avustralya ve Yeni Zelanda arasında yürütülen teknik istihbarat 

faaliyetlerinin günümüze kadar devam etmesine olanak sağlamıĢtır. Bu ittifak, 

Anglosakson dünyasının istihbarat iĢ birliği mekanizması olarak küresel politikaya 

yön vermektedir.  

ABD ve Avustralya'nın iĢ birliğiyle kurulan ve yönetilen Pine Gap Ortak 

Savunma Tesisi, bu iĢ birliğinin en önemli merkezlerinden birini oluĢturmaktadır. Bu 

tesis, uluslararası küresel mücadelede Anglosakson hegemonyasının sürdürülmesinde 

kritik bir görev üstlenmektedir. Bu bağlamda, ABD Ulusal Güvenlik Ajansı’na 

(NSA) bağlı olarak faaliyet gösteren Pine Gap Ortak Savunma Tesisi'nin varlığına 

eleĢtirel bir bakıĢ açısı sunan bu çalıĢma, Türkçe istihbarat araĢtırmalarına katkı 

sağlamayı amaçlamaktadır. 

ÇalıĢmanın motivasyonunu oluĢturan Pine Gap TV dizisinin eleĢtirel söylem 

analizi çerçevesinde incelenmesi, ABD’nin küresel ölçekte yürüttüğü gözetleme 

faaliyetlerini daha belirgin bir Ģekilde anlamayı mümkün kılmaktadır. Pine Gap 

hakkında birçok yabancı akademik çalıĢma ve belgesel bulunmasına karĢın, Türkçe 

literatürde yeterli veri bulunmaması, bu çalıĢmanın temel motivasyonunu 

oluĢturmuĢtur.  

Özellikle Antonio Negri ve Michael Hardt'ın “Ġmparatorluk  (2015) adlı 

eserinde dünya düzenini anlattıkları perspektif, Pine Gap’in iĢlevini küresel yönetim 

akılsallığının bir kesiti olarak değerlendirmeyi olanaklı kılmaktadır. Bu açıdan, 

istihbarat literatürü ve söylem çalıĢmaları literatürü ekseninde yapılandırılması 
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planlanan bu tez çalıĢması, dünya ölçeğinde hegemonik güçlerin küresel istihbarat 

faaliyetlerini nasıl yürüttüğünü göstermeyi hedeflemektedir.  

Bu çalıĢmanın önemi, küresel istihbarat faaliyetlerinin ve bu faaliyetlerin 

uluslararası politikadaki etkilerinin derinlemesine incelenmesinde yatmaktadır. 

Özellikle Pine Gap Ortak Savunma Tesisi’nin iĢlevi ve ABD’nin küresel gözetleme 

stratejileri, Anglosakson hegemonyasının sürdürülmesinde kritik bir rol 

oynamaktadır. Bu bağlamda, çalıĢmanın Türkçe literatüre katkı sağlaması ve Pine 

Gap dizisi üzerinden yapılan eleĢtirel söylem analizi ile istihbaratın popüler 

kültürdeki yansımalarının anlaĢılması hem akademik hem de pratik açıdan değerli 

bilgiler sunmaktadır. Ayrıca bu çalıĢma, istihbarat ve uluslararası iliĢkiler alanında 

yeni perspektifler kazandırarak, gelecekteki araĢtırmalara da ıĢık tutmayı 

hedeflemektedir. 

C. Literatür Taraması  

ÇalıĢmanın konusunu oluĢturan “Pine Gap Ortak Savunma Tesisi nin varlığı, 

uluslararası iliĢkiler ve istihbarat çalıĢmaları literatürü çerçevesinde ele 

alınabilmektedir. Küresel uluslararası ittifaklar ile gözetleme ve istihbarat 

merkezlerine odaklanan bu çalıĢma, Pine Gap dizisini istihbarat literatürü 

bağlamında eleĢtirel bir düzlemde analiz etmektedir. ÇağdaĢ dünyada istihbarat ve 

gözetleme faaliyetleri, teknolojik imkanlar sayesinde küresel bir boyuta ulaĢmıĢtır. 

Bu bağlamda, gözetlenen ve gözleyen arasındaki iliĢki sınırları, her an ve her yerde 

ortaya çıkabilen bir yapıya dönüĢmüĢtür. Soğuk SavaĢ döneminde uluslararası 

iliĢkilerin boyutunu belirleyen sınırların korunması yaklaĢımının ötesine geçilmiĢ; 

uzay uyduları ve dijital alanlar, korumacı coğrafya yaklaĢımının terk edilmesine yol 

açmıĢtır. Bu çerçevede, teknolojik geliĢmeler sonucunda mekânın gözetleme ve 

istihbarat merkezleri aracılığıyla aĢılması, istihbarat alanına küresel bir perspektiften 

bakılmasını zorunlu kılmaktadır. Bu nedenle çalıĢma, alanda bilinen istihbarat 

literatürü yaklaĢımını ileri bir seviyeye taĢıyarak “Pine Gap Ortak Savunma Tesisi ni 

geniĢ bir dünya düzeni perspektifi içerisinde değerlendirmeye çalıĢmaktadır.  

Tezin yazılması noktasında herhangi bir kurumdan finansal destek 

alınmamıĢtır.  
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D. AraĢtırmanın Soruları  

Ġstihbarat literatürü çerçevesinde, Pine Gap dizisini eleĢtirel söylem analizi 

perspektifinde ele almayı ve dünya genelinde etkili olan küresel gözetleme ve 

istihbarat yapısına yönelik eleĢtirel bir bakıĢ açısı geliĢtirmeyi hedefleyen bu 

çalıĢmada aĢağıdaki sorulara yanıtlar aranmıĢtır:  

1. Küresel düzlemde istihbarat ve gözetleme faaliyetleri yürüten Pine Gap 

Ortak Savunma Tesisi’nin varlığı uluslararası politikayı nasıl 

etkilemektedir?  

2. Pine Gap Ortak Savunma Tesisi’nin varlığı uluslararası ittifaklara ne tür 

katkılar yapmaktadır?  

3. Ġstihbarat ve güvenlik dizisi olarak Pine Gap medya yapımı dizi küresel 

istihbarat aklını anlama noktasında önemli bir veri sunabilir mi?  

4. Amerikan Ulusal Güvenlik Ajansı birimi olarak faaliyet gösteren Pine 

Gap merkezinin bölgesel iĢlevi nedir?  

5. Günümüzde yeni dünya düzeni olarak tarif edilen yapıda istihbarat 

merkezleri nasıl bir rol üstlenmiĢlerdir?  

6. Pine Gap dizisinin ABD ve Avusturalya arasındaki istihbarat ağının 

küresel ölçekteki metaforik söylemleri nelerdir?  

E. Hipotezler  

Bu çalıĢmada, Amerikan Ulusal Güvenlik Ajansı (NSA) tarafından yönetilen 

ve ortak savunma tesislerinden biri olarak faaliyet gösteren “Pine Gap Ortak 

Savunma Tesisi , 21. yüzyılın en önemli istihbarat merkezlerinden biri olarak ele 

alınmıĢtır. Tesis, küresel istihbarat politikasının anlaĢılmasında kritik bir rol 

oynamakta ve Ortadoğu, Çin, Rusya, Kore ve Hindistan gibi hedef ülkelere yönelik 

geniĢ kapsamlı gözetleme ve dinleme faaliyetleri yürütmektedir. Bu çalıĢmanın ana 

hipotezi Pine Gap’in küresel gözetleme ve dinleme faaliyetleri aracılığıyla ABD 

dünya siyasetine yön vermektedir. 

ÇalıĢmanın diğer hipotezleri ise Ģu Ģekildedir:  
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1. Teknolojik geliĢmeler neticesinde ABD ve Avustralya arasındaki ittifak 

sonucu Pine Gap Ortak Savunma Tesisi vasıtasıyla küresel ölçekte iĢ 

birliği gerçekleĢtirilmiĢ ve bu iĢbirliği küresel politikaya yön vermede 

aracı olmuĢtur. 

2. Pine Gap Ortak Savunma Tesisi, küresel eĢitsizliklerin sürdürülmesinde 

önemli bir askeri üst olarak varlığını sürdürmekte, Uzakdoğu 

coğrafyasından Orta Doğu’ya değin küresel gözetleme faaliyetleri ile 

istihbarat verileri elde etmeyi amaçlamaktadır. 

F. AraĢtırmada Kullanılan Yöntem  

Bu tez çalıĢması, nitel analiz ve eleĢtirel söylem analizi yöntemi kullanılarak 

Anglosakson dünyanın BeĢ Göz ittifakının bir bileĢeni olarak Pine Gap Ortak 

Savunma Tesisi’nin varlığını istihbarat literatürü bağlamında ele almaktadır. 

ÇalıĢma, tesisin iĢleyiĢ yapısını anlamak amacıyla Pine Gap sinema dizisini güvenlik 

ve istihbarat literatürü ekseninde eleĢtirel söylem analizi ile inceleyerek, tesisin 

küresel gözetleme ve istihbarat gücünü göstermeyi amaçlamaktadır. 

Nitel araĢtırmalar, bireylerin içsel dünyalarını ve toplumsal yapının temel 

unsurlarını keĢfetmelerine olanak sağlayan önemli bir yöntemdir. Bu araĢtırma türü, 

ele alınan vakaların derinlemesine incelenmesini mümkün kılarak, birey, grup ve 

toplumsal bağlamda farklı disiplinlerin bakıĢ açılarıyla zenginleĢmesini 

sağlamaktadır. Nitel araĢtırmalar, bireylerin olaylara atfettiği anlamlar ve yorumlarla 

farklı söylem ve analiz dilleri oluĢturabilmektedir (Baltacı, 2019: 370). 

Bireyin öz düĢüncesinden beslenen vakalar, nitel araĢtırma Baltacı yönteminin 

özünü oluĢturmuĢ ve bilimsel düĢünceyi özgün yorumlarla harmanlayarak, 

araĢtırmacılara geniĢ bir yorumlama özgürlüğü sunmuĢtur. Bu bağlamda, çalıĢmada 

kullanılan nitel analiz yöntemi, Pine Gap Ortak Savunma Tesisi’nin küresel 

gözetleme ve istihbarat faaliyetlerindeki rolünü daha derinlemesine anlamaya ve 

analiz etmeye olanak sağlamaktadır.  

G. Tezin Sınırlılıkları  

Bu tez çalıĢması; 

1. Pine Gap dizisinin eleĢtirel söylemsel analizi ile sınırlıdır. 
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2.  Bu tezdeki literatür taraması Türkçe ve Ġngilizce dilleriyle 

sınırlandırılmıĢtır. 

3. AraĢtırma “Pine Gap’’ dizisinin yönetmenleri olan Greg Haddrick ve 

Felicity Packard’ la temasa geçilmemesi nedeniyle araĢtırma pıne gap dizisi 

analizi ile sınırlı tutulmuĢtur.  

4. Bu çalıĢma ABD istihbaratına dair biligilerinde ABD’nin paylaĢtığı açık 

kaynak verilerinin kullanımı ile sınırlıdır. 
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II.  KURAMSAL ÇERÇEVE VE METODOLOJĠ 

A. Sosyal ĠnĢacılık (Konstrüktivizm) Kavramı 

Devletlerarası iliĢkiler, tarihin her döneminde değiĢiklikler göstermiĢ ve bu 

değiĢiklikler, çeĢitli güvenlik politikalarının benimsenmesini zorunlu kılmıĢtır. 

Özellikle yakın dönemde, Realizm, Ġdealizm, Neorealizm, Neoidealizm ve Kopenhag 

Okulu gibi teoriler uluslararası iliĢkiler alanında öne çıkmıĢ ve bu iliĢkileri 

yorumlamaya çalıĢmıĢtır. Ancak uluslararası iliĢkilerdeki yapısal dönüĢümler, 

geleneksel teorilerin yetersiz kalmasına yol açmıĢ ve yeni teorilerin geliĢtirilmesini 

gerekli kılmıĢtır. Bu doğrultuda Sosyal ĠnĢacılık teorisi, uluslararası iliĢkilerde 

önemli bir konuma yükselmiĢtir. Sosyal inĢacılık, özellikle soğuk savaĢ sonrası 

dönemde, uluslararası iliĢkilerin dinamiklerini anlama konusunda alternatif bir bakıĢ 

açısı sunarak, geleneksel teorilerin ötesine geçmeyi amaçlamaktadır (Ġnal, 2021: 23). 

Bu teori, uluslararası aktörlerin davranıĢlarını ve etkileĢimlerini yalnızca maddi 

çıkarlarla değil, aynı zamanda sosyal, kültürel ve normatif unsurlarla da 

açıklamaktadır. 

Sosyal inĢacılık yaklaĢımı, uluslararası iliĢkilerin yalnızca maddi değil, aynı 

zamanda sosyal olarak inĢa edilen olgulara dayandığını savunan bir teoridir. Bu 

teoriye göre kimlik, norm ve söylemler gibi sosyo-kültürel ve normatif unsurlar 

uluslararası iliĢkileri belirleyen ana faktörler arasında yer almaktadır. Sosyal 

inĢacılar, uluslararası iliĢkilerde maddi unsurların yanı sıra aktörlerin kimlikleri, 

kültürel değerleri ve normlarının da belirleyici olduğunu öne sürmektedir (Küçük, 

2019: 361). Böylece, uluslararası sistemdeki aktörler sadece maddi çıkarlarını 

gözetmekle kalmamakta, aynı zamanda bu normatif yapılar doğrultusunda da hareket 

etmektedirler. Bu perspektiften bakıldığında, dünya siyasetini Ģekillendiren temel 

faktörler arasında aktörlerin kimlikleri de önemli bir yer tutmaktadır (Reus-Smit, 

2017: 285). Ayrıca sosyal inĢacılık, toplumsal etkileĢimlerin ve tarihsel bağlamların 

nasıl uluslararası iliĢkileri Ģekillendirdiğini anlamak için önem arz eden bir çerçeve 

sunmaktadır. Bu bağlamda, tarihsel olayların ve kültürel mirasın uluslararası 
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politikaları nasıl etkilediği, sosyal inĢacılık yaklaĢımının analiz ettiği önemli konular 

arasında bulunmaktadır. 

Yorumsamacı bir yaklaĢım olarak bilinen sosyal inĢacılık, nesnel bilginin 

insanların yorumlarından bağımsız olmadığını ileri sürmektedir. Sosyal bilimlerde, 

doğa bilimlerinde olduğu gibi tek bir mutlak gerçekliğin var olmadığı 

savunulmaktadır. Bu nedenle sosyal inĢacılık uluslararası iliĢkiler teorileri arasında 

bir köprü ya da orta yol olarak değerlendirilmiĢtir (Viotti and Kauppi, 2016: 278). 

Nicholas Onuf, sosyal inĢacılığı bir yanda verilerle gerçekliği açıklamaya çalıĢan 

teorilerle, diğer yanda dil ve söylem dıĢında hiçbir gerçekliği kabul etmeyen 

yaklaĢımlar arasında bir denge unsuru olarak görmüĢtür (Onuf, 1989: 35). Böylelikle, 

sosyal inĢacılık hem pozitivist/rasyonalist teorilerin hem de post-modern eleĢtirilerin 

bazı varsayımlarını kabul ederek karma bir yaklaĢım sunmaktadır (Viotti and 

Kauppi, 2016: 278). Ayrıca sosyal inĢacılık, devletlerin ve diğer uluslararası 

aktörlerin yalnızca maddi çıkarlarla değil, aynı zamanda ideolojik ve normatif 

etkenlerle de Ģekillendiğini savunarak, uluslararası iliĢkilerin daha bütünsel bir 

anlayıĢla ele alınmasına katkıda bulunmaktadır. 

Sosyal inĢacılık teorisi, uluslararası iliĢkilerde değiĢmez ve sorgulanamaz 

olarak kabul edilen egemenlik, anarĢi, güvenlik ve çıkarlar gibi kavramları sosyal 

olarak inĢa edilmiĢ olgular olarak ele almaktadır. Bu kavramların nasıl gerçeklik 

kazandığı, onların sosyal inĢa süreçlerinde gizlidir (Fierke, 2013: 194). Ayrıca sosyal 

inĢacılar uluslararası iliĢkilerin normatif yapısına vurgu yaparak, normların, 

kimliklerin, söylemlerin ve kuralların bu iliĢkiler üzerindeki belirleyici etkisini öne 

çıkarmaktadırlar. Bununla birlikte sosyal inĢacılık tek bir uluslararası iliĢkiler 

gerçekliği olmadığını; aksine, tarihsel ve sosyolojik olarak değiĢen ve dinamik bir 

uluslararası sistemin var olduğunu savunmaktadır (Küçük, 2019: 362). Bu çerçevede, 

sosyal inĢacılık, devletlerin ve diğer uluslararası aktörlerin davranıĢlarını daha 

derinlemesine anlama fırsatı sunarak, uluslararası iliĢkilerdeki karmaĢıklığı daha iyi 

kavramaya yardımcı olmaktadır. 

B. Sosyal ĠnĢacılık Teorisinin GeliĢimi 

Sosyal inĢacılık teorisinin uluslararası iliĢkiler disiplinine katkıları, teoriye dair 

tartıĢmaların belirli aĢamalarla Ģekillenmesiyle daha iyi anlaĢılmaktadır. Bu teori, 

uluslararası sistemi anlamlandırma ve devletler arasındaki iliĢkileri açıklama 
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amacıyla ortaya çıkmıĢ, ancak geliĢimi süresince çeĢitli eleĢtirilerle karĢı karĢıya 

kalmıĢtır. Sosyal inĢacılık teorisinin temel aldığı ilkeler ve bu ilkeler doğrultusunda 

uluslararası iliĢkilerde kimlik, norm ve kültür gibi sosyal unsurların rolü, uluslararası 

sistemin daha geniĢ bir perspektifle anlaĢılmasına olanak sağlamıĢtır (Navon, 2001: 

612). 

Uluslararası iliĢkiler literatüründe sosyal inĢacılığa gelene dek, birden fazla 

tartıĢma meydana gelmiĢ ve bu tartıĢmalar “Büyük TartıĢmalar  olarak 

adlandırılmıĢtır. Ġlk büyük tartıĢma, 1940’lı yıllarda uluslararası barıĢın sağlanması 

amacıyla idealizm ve realizm arasında yaĢanmıĢtır. Bu tartıĢma sonucunda, 

uluslararası politikayı güç mücadelesi olarak gören realizm, idealizmin önüne 

geçerek baskın bir teori haline gelmiĢtir. Realizmin bu zaferi, devletlerin egemenliği 

ve uluslararası iliĢkilerin anarĢik doğasının anlaĢılması açısından önemli bir dönüm 

noktası oluĢturmuĢtur (Ġnal, 2021: 24). 

Ġkinci büyük tartıĢma ise 1950 ve 1960’lı yıllarda davranıĢsalcılar ile 

geleneksel realizm arasında gerçekleĢmiĢtir. Bu tartıĢma, uluslararası iliĢkiler 

teorilerinin bilimsel temele dayandırılması sorunsalına odaklanmıĢtır (ġatana, 2015: 

19). Sonuç olarak, yeniden inĢa yaklaĢımı bilimsel deneye yenik düĢerek, pozitivizm 

uluslararası iliĢkiler disiplininin egemen akımı olmuĢtur. Bu dönemde, 

davranıĢsalcılık, nesnel ve ölçülebilir verilere dayalı bir anlayıĢ geliĢtirmiĢ ve teorik 

çerçevelerin bilimsel temellerle desteklenmesini sağlamıĢtır. Böylece, uluslararası 

iliĢkilerde bilimsel bir yaklaĢımın benimsenmesi, teorilerin geliĢimine zemin 

hazırlamıĢtır (Büyükdeniz, 2020: 318). 

 Özellikle 1980'li yıllarda pozitivizm ve post-pozitivizm arasındaki "üçüncü 

büyük tartıĢma" ile sosyal inĢacılık kendine daha geniĢ bir alan bulmuĢtur (Kaya, 

2008: 87). Bu süreç, teorinin uluslararası iliĢkiler disiplininde önemli bir konum elde 

etmesine katkıda bulunmuĢtur. 

Sosyal inĢacılığın ortaya çıkıĢı, Sovyetler Birliği’nin dağılması ve Soğuk 

SavaĢ’ın sona ermesiyle birlikte uluslararası sistemin yeni dinamiklerinin 

anlaĢılmasını gerektiren bir döneme denk gelmiĢtir (Karacasulu, 2012: 109). Bu yeni 

sistem, daha fazla çeĢitlilik, çok merkezlilik ve anarĢi içermekteydi; dolayısıyla 

sosyal inĢacılık, devletler arası iliĢkilerin sadece askeri güçle değil, aynı zamanda 

sosyo-kültürel unsurlarla da açıklanması gerektiğini vurgulamıĢtır. Nicholas Onuf’un 
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“World of Our Making  (1989) adlı eseri, sosyal inĢacılığın uluslararası iliĢkiler 

teorisi olarak ilk sunulduğu eser olarak kabul edilmektedir (AteĢ, 2008: 215). 

Onuf’un ardından Alexander Wendt de bu teoriyi daha da geliĢtirmiĢtir (Bakan ve 

ġahin, 2018: 145). 

Onuf’tan önce, inĢacı teorisyenler, Anthony Giddens’in etkisiyle 

yapılandırmacılık yaklaĢımını benimsemekteydi. Bu bağlamda, inĢacılar uluslararası 

iliĢkilerde kimliklerin, çıkarların ve normların nasıl inĢa edildiğini ele almaktadırlar. 

Onlara göre kimlikler, uluslararası sistemdeki aktörlerin çıkarlarını belirlemekte ve 

bu çıkarlar, normlar ve değerler aracılığıyla Ģekillenmektedir (cc: 318). Rasyonalist 

teoriler olarak adlandırılan realizm ve liberalizm gibi yaklaĢımlar, uluslararası 

sistemi sabit ve verili bir yapı olarak ele alırken, inĢacılar bu anlayıĢa karĢı çıkarak 

uluslararası sistemin ve aktörlerin davranıĢlarının bir toplumsal inĢa sürecinin 

sonucunda ortaya çıktığını vurgulamaktadırlar. Bu yaklaĢım, uluslararası iliĢkiler 

alanındaki aktörlerin dinamik ve değiĢken doğasını, sosyal süreçlerin ve 

etkileĢimlerin sonucunda Ģekillendiği bir perspektiften değerlendirmektedir (Kiraz, 

2014: 211). 

Teori, devletlerin çıkar ve eylemlerinin kimlikleri üzerinden Ģekillendiğini 

savunarak, iliĢkileri sosyolojik bir perspektiften ele almaktadır. Neorealizm ve 

neoliberalizmin eksik kaldığı noktaları tamamlamayı hedefleyen sosyal inĢacılar, 

dünya siyasetini yalnızca maddi unsurlarla değil, aynı zamanda normatif ve kültürel 

unsurlarla da anlamlandırmayı amaçlamıĢlardır. Bu doğrultuda sosyal inĢacılık, 

uluslararası iliĢkilerdeki süreçlerin sabit olmadığını ve sürekli bir etkileĢimle 

değiĢtiğini öne sürmektedir (Baylis, 2008: 79). 

Sosyal inĢacılık, insanların sosyal varlıklar olduğu ve bu varlıkların dünyayı 

belirli düĢünceler çerçevesinde inĢa ettiği varsayımına dayanmaktadır. Zehfuss’e 

göre sosyal dünya "verili" bir dünya değil, insanların ortak düĢünceleriyle 

oluĢturulmuĢ bir dünyadır (Zehfuss, 2002: 4). Bu teori, uluslararası iliĢkileri sabit bir 

olgu olarak görmek yerine, dinamik bir süreç olarak değerlendirmektedir. Pozitivist 

ve materyalist yaklaĢımların aksine, sosyal inĢacılar uluslararası iliĢkileri sosyal 

yapılar üzerinden açıklamaktadır (Adler, 2005: 95). 

Teorinin ana odak noktalarından biri de devletlerin kimlik ve çıkarlarının nasıl 

oluĢtuğudur. Sosyal inĢacılar, kimliklerin kültürel, ideolojik ve sistemsel faktörler 
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tarafından Ģekillendiğini, bu faktörlerin de karar alma süreçlerinde belirleyici rol 

oynadığını savunmaktadır. Normların da bu süreçte kritik bir öneme sahip olduğu 

belirtilmiĢtir. Kimi teorisyenler, norm kavramını kural ve ilke kavramlarıyla eĢdeğer 

olarak kullanmaktadır (Ġnal, 2021: 25). Sosyal inĢacılık, uluslararası sistemdeki 

aktörlerin çıkarlarını tanımlama sürecinde normların etkili olduğunu vurgulamaktadır 

(Arı ve Kıran, 2011: 51). 

Sosyal inĢacılık, bireylerin ve devletlerin kendilerini nasıl 

konumlandırdıklarını, kimliklerinin nasıl inĢa edildiğini ve bu süreçlerin uluslararası 

iliĢkilerde nasıl bir rol oynadığını araĢtırmaktadır. Bu teori, devletlerin ve diğer 

aktörlerin uluslararası sistemdeki yerlerini anlamlandırırken, kimlik ve normların 

gücüne dikkat çekmektedir (Frederking, 2003: 364). Kopenhag Okulu, bu bağlamda 

sosyal inĢacılıktan yararlanarak güvenlik teorilerine katkı sağlamıĢtır. Barry Buzan 

ve Ole Waever gibi isimler de sosyal inĢacı teorinin temel ilkelerinden yararlanarak 

uluslararası iliĢkilerde kimliğin önemini vurgulamıĢlardır (Arı ve Kıran, 2011: 51). 

C. Sosyal ĠnĢacı YaklaĢımın Ana Ġlkeleri 

Sosyal inĢacı yaklaĢımın temel ilkeleri, uluslararası iliĢkiler teorisinde dikkat 

çeken unsurlar arasında yer almaktadır. Ancak bu yaklaĢımı benimseyen tüm 

düĢünürlerin üzerinde uzlaĢtığı kesin bir çerçeve çizmek oldukça zordur. Zira sosyal 

inĢacılığın geniĢ yelpazesi içinde birbirine karĢıt epistemolojik görüĢler 

savunulmaktadır. Bu bağlamda sosyal inĢacılık, hem pozitivist-modernist hem de 

post-pozitivist ve postmodernist teorilere yaklaĢan çeĢitli unsurlar içermektedir 

(Bayar, 2021: 26). 

Sosyal inĢacı anlayıĢın felsefi kökenleri çeĢitli filozofların ve araĢtırmacıların 

eserlerinde izlenebilmektedir. ĠnĢacılık eklektik bir yapıya sahip olduğundan dolayı 

farklı kuramsal yaklaĢımlardan esinlenmiĢtir. Bu nedenle inĢacılığın temelinde yer 

alan varsayımlar, onu diğer teorilerden ayıran belirli özellikler taĢımaktadır. Bu 

özellikleri Ģu Ģekilde sıralamak mümkündür (Bayar, 2012; Gözen, 2019):  

 Bilginin ĠnĢası: Sosyal inĢacılar, klasik nesnelciliğin savunduğu gibi insanın 

dıĢ dünyayı pasif bir Ģekilde yansıtan bir bilgi süreci içerisinde olmadığını 

savunurlar. Nesnelci yaklaĢıma göre bilgi, insan zihninden bağımsız bir 

gerçekliği ifade eder. Ancak sosyal inĢacılar, bilginin insanın aktif katılımıyla 
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oluĢturulduğunu, yani bilginin inĢa edilen bir süreç olduğunu öne 

sürmektedir. Bu nedenle ontolojik bir gerçeklikten ziyade, insanların sosyal 

süreçler aracılığıyla anlam yükledikleri bir gerçeklik anlayıĢı mevcuttur.  

 Anlamın Göreceliliği: Nesnelci yaklaĢımların iddia ettiği gibi dünya 

üzerinde değiĢmez ve evrensel anlamlar bulunmamaktadır. Sosyal inĢacılar, 

gerçekliğin ve bilginin tamamen insani ve sosyal süreçler aracılığıyla inĢa 

edildiğini savunurlar. Dolayısıyla bilgi ve gerçeklik bir toplumsal ürün olup 

sabit ve evrensel değerler taĢımamaktadır.  

 AnarĢi ve Devletlerarası EtkileĢim: Realist teorilerin sıkça kullandığı 

"anarĢi" kavramı, sosyal inĢacılıkta farklı bir Ģekilde ele alınmaktadır. Sosyal 

inĢacılar, anarĢinin tek bir anlam taĢıyan ve kaçınılmaz bir durum olmadığını; 

farklı kültürel ve sosyal süreçlerin anarĢiyi Ģekillendirebileceğini savunurlar. 

Hobbesçu anarĢinin düĢmanlık ve kaosla özdeĢleĢmesine karĢılık, sosyal 

inĢacılar Lockeçu bir anarĢiyi tercih ederler. Bu yaklaĢım, devletler arasında 

paylaĢılan normlar ve beklentiler sayesinde çatıĢma riskinin azaltılabileceğini 

ifade eder.  

 Kimlik ve Normların Rolü: Sosyal inĢacılar, devletlerarası iliĢkilerde 

kimliğin ve normların belirleyici bir rol oynadığını savunurlar. Devletlerin 

kimlikleri, uluslararası sistemdeki rollerini ve davranıĢlarını Ģekillendirmekte 

önemli bir faktör olarak öne çıkar. Aynı zamanda devletlerarası 

etkileĢimlerde normlar, hem çatıĢmayı azaltan hem de iĢ birliğini artıran 

yapısal öğeler olarak kabul edilmektedir.  

Bu temel ilkeler, sosyal inĢacılığı uluslararası iliĢkiler teorisinde ayrı bir 

noktaya yerleĢtirmekte ve realist veya liberal teorilere karĢı alternatif bir bakıĢ 

sunmaktadır. AnarĢi, kimlik, normlar gibi kavramlar, sosyal inĢacı teorinin 

uluslararası sistemde nasıl iĢlediğini anlamak adına kritik öneme sahiptir. 

D. Sosyal ĠnĢacı YaklaĢımda Analiz Birimleri 

Sosyal inĢacı yaklaĢımda temel analiz birimi, devlet olarak kabul edilmektedir. 

Ancak analiz düzeyi olarak uluslararası sistem ön plandadır. Bu doğrultuda sosyal 

inĢacılar, uluslararası iliĢkilerdeki kimlik, kültür, norm ve söylem gibi faktörleri göz 

önüne alarak farklı bir perspektif sunmaktadır (Erez, 2021: 2-3). Bu kavramlar, 
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realist ve liberal teorilerde arka planda kalan unsurlar olmasına rağmen sosyal inĢacı 

teoride kritik bir öneme sahiptir. 

Sosyal inĢacılık, uluslararası iliĢkilerde genellikle göz ardı edilen kimlik, 

kültür, norm ve söylem gibi kavramları analiz eder. Bu yaklaĢım, farklı çalıĢmalarda 

çeĢitli analiz birimlerinden yararlanır. Kimlik ve kültür ile norm ve kurallar, 

birbirleriyle etkileĢim halinde olan iki kavram olarak aynı baĢlık altında incelenir. Bu 

bölümde, kimlik ve kültür, norm ve kurallar ile söylemin uluslararası iliĢkilerdeki 

yapı-yapan ve sosyal inĢa süreçlerindeki etkileri genel bir çerçevede ele alınacaktır. 

1. Normlar ve Kurallar 

Uluslararası iliĢkilerde normlar ve kurallar, sosyal inĢacı yaklaĢımın önemli 

yapı taĢlarını oluĢturmaktadır. Bu teoriye göre normlar, uluslararası aktörlerin 

kimliklerini Ģekillendiren ve onların davranıĢlarına rehberlik eden temel unsurlardır. 

Sosyal inĢacıların bakıĢ açısında normlar, hem bireylerin kimliklerini oluĢturmakta 

hem de davranıĢlarını belirleyen sınırlayıcı bir çerçeve sunmaktadır (Kowert and 

Legro, 1996: 468). Aynı zamanda, maddi güç unsurları ile sosyal unsurların da analiz 

edilmesi gerekliliği vurgulanmaktadır (Hopf, 1998: 177). 

Normlar, aktörlerin kimliği ile sıkı bir bağ içinde olduğu için aktörlerden bu 

normlara uygun hareket etmeleri beklenmektedir. Sosyal inĢacılar, "uygunluk 

mantığı" (logic of appropriateness) ilkesini benimseyerek, aktörlerin kimlikleri 

doğrultusunda uygun olan davranıĢları sergileme eğiliminde olduklarını öne 

sürmektedirler (Risse, 2000: 4). Bu bağlamda, bir aktörün kimliği ve normları 

birbirinden ayrı değerlendirilememekte, normların doğru analiz edilmesi, diğer 

aktörlerin o aktörün kimliği hakkında fikir edinmesini sağlamaktadır. 

Normların oluĢum süreçleri, sosyal inĢacı yaklaĢıma göre aktörlerin sosyal 

çevrelerinden bağımsız değerlendirilemez. Normlar, kurallar, inançlar ve ortak 

düĢüncelerle Ģekillenen bir yapıdır ve bu yapı, sosyal çevredeki etkileĢimlerle inĢa 

edilmektedir (Karacasulu, 2012: 20). Öznelerarası iliĢkiler, zaman zaman kolektif 

düĢüncelerin oluĢmasına yol açmakta, bu kolektif düĢünceler ise yapıların ve 

kimliklerin biçimlenmesinde rol oynamaktadır. 

Sosyal inĢacı teori, kuralların da normlar kadar önemli olduğunu 

vurgulamaktadır. Kratochwill’in (1989: 26) yaptığı ayrımda, kurallar iki farklı 

kategoride ele alınmaktadır: düzenleyici kurallar ve kurucu kurallar. Düzenleyici 
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kurallar, aktörlerin eylemlerini ve faaliyetlerini düzenlerken, kurucu kurallar bu 

eylemlerin varlığını ve gerçekleĢtirilmesini mümkün kılmaktadır. Böylece kurallar 

hem düzenleyici hem de kurucu bir iĢlev üstlenmektedir (Kratochwill, 1989: 26, akt. 

Akın, 2020: 18). 

Normatif yapılar yalnızca aktörlerin kimliklerini ve davranıĢlarını belirlemekle 

kalmayıp iletiĢim süreçlerinde de etkili olmaktadır (Reus-Smit, 2005: 198). Bu 

durum, normatif yapılar doğrultusunda hareket eden aktörlerin, iletiĢim yoluyla diğer 

aktörleri dönüĢtürme veya onların politikalarını etkileme potansiyeline iĢaret 

etmektedir. Örneğin Avrupa Birliği'nin 1993'te kabul ettiği Kopenhag Kriterleri, 

üyelik müzakerelerinde insan hakları ve demokrasi konularında aday ülkelerin iç 

politikalarını etkileyen normatif vurgular içermektedir. Bu kriterler, AB’nin aday 

ülkelerin iç politika tercihlerini Ģekillendirmede etkili olduğunu göstermektedir. 

2. Kimlik ve Kültür 

1980'lerin son dönemi, uluslararası iliĢkiler teorilerinde önemli bir dönüĢüm 

süreci olarak değerlendirilmektedir. Bu süreçte, rasyonalist yaklaĢımlar ve pozitivist 

epistemoloji eleĢtirilmiĢ, bunun yerine eleĢtirel teoriler ağırlık kazanmaya baĢlamıĢtır 

(Keyman, 2016: 227). Bu bağlamda, uluslararası iliĢkiler literatüründe tekrar 

gündeme gelen temel kavramlardan biri de kimlik olmuĢtur. Özellikle 1990'lı 

yıllardan itibaren Sosyal ĠnĢacılık, uluslararası sistemi anlamlandırmak ve devletlerin 

davranıĢlarını açıklamak amacıyla kimlik kavramına sıklıkla baĢvurmaktadır. Sosyal 

ĠnĢacılık, kimliği verili bir unsur olarak değil, sosyal olarak inĢa edilen bir yapı 

olarak tanımlamaktadır (KarakaĢ, 2022: 2-3). Bu yaklaĢım, rasyonalist teorilerden 

temel bir farklılık arz etmektedir. 

Kimlik kavramı, Sosyal ĠnĢacı kuramın merkezinde yer almakta olup bu teoriyi 

diğer rasyonel yaklaĢımlardan ayıran önemli bir unsurdur. Sosyal ĠnĢacılar, kimliğin 

ve kültürün devletlerin çıkarları üzerinde belirleyici bir rol oynadığını öne sürmekte 

ve analizlerine dahil etmektedirler. McSweeny'e göre Sosyal ĠnĢacılar açısından 

kimlik, devlet çıkarlarından daha öncelikli bir kavram olarak değerlendirilmekte, 

çıkarlar kimlik üzerinden Ģekillenmektedir (McSweeny, 1999: 126). Ayrıca kimlik, 

öteki ile kurulan iliĢkiler üzerinden tanımlanmakta olup kimlik inĢası sürecinde diğer 

aktörlerin kimlikleri de belirleyici olmaktadır (Ruggie, 1998: 873). Bu çerçevede, 
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kimliklendirme süreci, aktörler arasında “ben ve öteki  iliĢkisinin bir sonucu olarak 

ortaya çıkmaktadır. 

Wendt'in yaklaĢımına göre kimliklendirme süreci iki Ģekilde sonuçlanabilir: 

olumlu veya olumsuz. Olumlu kimliklendirme, devletlerin çıkarlarını diğer aktörlerin 

refahını gözeterek tanımlaması anlamına gelir. Bu durumda, devletler arasında 

biliĢsel bir bağ kurulmakta ve iĢ birliği imkanları artmaktadır. Olumsuz 

kimliklendirme ise devletlerin çıkarlarını ötekine saygı göstermeden tanımladığı bir 

duruma iĢaret etmektedir. Bu yaklaĢım, realist teorilerin maddi güç ve göreceli 

kazanç odaklı doğasını yansıtmaktadır (Wendt, 1994: 386; Wendt, 1992: 400). 

Sosyal ĠnĢacılık ise bu görüĢe karĢı çıkarak, devletler arasında kolektif kimliklerin ve 

iĢ birliğine dayalı kurumların inĢa edilebileceğini savunmaktadır. Bu kolektif 

kimlikler, devletlerin "biz" duygusu etrafında birleĢmesini mümkün kılmaktadır 

(Kaya, 2008: 104). 

Sosyal inĢacı yaklaĢıma göre devletlerin kimliklerini ve dolayısıyla çıkarlarını 

Ģekillendiren önemli bir unsur kültürdür. Kültür, devletlerin içsel dinamiklerini 

ortaya koymakta; askeri doktrinlerden stratejik kültüre, siyasal ve kültürel unsurlara 

kadar geniĢ bir yelpazeyi kapsamaktadır (Ruggie, 1998: 864). Bu bağlamda, 

devletlerin çıkarları yalnızca dıĢsal faktörler tarafından değil, aynı zamanda kimlik 

ve kültür gibi içsel dinamikler tarafından da belirlenmektedir. Kültürel unsurlar, 

devletlerin uluslararası arenada nasıl hareket edeceğini, hangi stratejileri 

benimseyeceğini ve hangi ittifakları kuracağını etkileyen belirleyici etkenler arasında 

yer almaktadır. Bu durum, devletlerin uluslararası iliĢkilerde nasıl bir kimlik 

oluĢturduklarını ve bu kimliğin çıkarlarına nasıl yansıdığını anlamayı 

kolaylaĢtırmaktadır (Battal, 2021: 295). 

Sosyal inĢacılar, uluslararası sistemin de tıpkı devletler gibi bir kültüre sahip 

olduğunu savunmaktadırlar. Bu sistemin yapısı, "fikirlerin dağılımı" ve "bilgi stoğu" 

gibi kavramlarla tanımlanmakta; bu yapı, uluslararası iliĢkilerde belirleyici bir unsur 

olarak karĢımıza çıkmaktadır (Wendt, 1999: 249). Kültürel normlar, değerler ve 

inançlar, uluslararası iliĢkilerdeki etkileĢimleri biçimlendirmekte ve bu etkileĢimler, 

devletlerin politikalarını, güvenlik anlayıĢlarını ve iĢ birliği biçimlerini 

etkilemektedir. Böylece, kültürel dinamikler, devletlerin davranıĢlarını anlamak için 

kritik bir çerçeve sunmaktadır. Bu bağlamda, kültürün rolü, uluslararası iliĢkilerdeki 
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karmaĢık dinamiklerin anlaĢılmasında önemli bir anahtar olarak 

değerlendirilmektedir. 

3. Söylem 

Sosyal inĢacılık teorisini uluslararası iliĢkiler alanına kazandıran Nicholas 

Onuf, insanları sosyal varlıklar olarak kabul edip sosyal iliĢkilerin inĢa sürecine 

odaklanmıĢtır. Onuf'a göre sosyal iliĢkiler insanlar tarafından inĢa edilmekte ve bu 

inĢa süreci, insanların etkileĢimleri aracılığıyla gerçekleĢmektedir. Bu bağlamda, 

Onuf sosyal dünyayı, insanlar tarafından etkileĢimle inĢa edilen bir yapı olarak ele 

almakta ve bu yapının temel unsurlarından birinin söylem olduğunu ifade etmektedir 

(Onuf, 1998: 59). Söylemin, sosyal dünyayı inĢa etme sürecinde belirleyici olduğunu 

ileri süren Onuf, insanların sosyal dünyayı dilleri aracılığıyla kurduklarını 

vurgulamaktadır. 

Onuf’un sosyal inĢacılık teorisi üç temel düĢünceye dayanmaktadır. Birinci 

düĢünce, birey ve toplumun karĢılıklı olarak birbirlerini inĢa etmesidir. Bu süreçte 

toplumsal iliĢkiler, birey ve toplum arasındaki etkileĢimle Ģekillenmekte ve bu 

iliĢkiler değiĢken veya sabit olabilmektedir. Ġkinci düĢünce ise dilin bir araç olarak 

kullanılmasına odaklanmaktadır. Dil, toplumsal inĢa sürecinin temel unsurlarından 

biri olup kurallar, kurumlar ve politikalar dil aracılığıyla inĢa edilmektedir. Ġnsanlar 

isteklerini dile getirerek birbirleriyle anlaĢır ve bu süreçte söylem aracılığıyla 

dünyayı Ģekillendirirler. Üçüncü düĢünce ise kuralların varlığıdır. Kurallar, bireyler 

ve toplum arasındaki iliĢkileri belirleyen temel unsurlardır ve bu kurallar da insanlar 

tarafından oluĢturulduğu için tarafsız olmamaktadır. Bu durum, kuralları koyan 

bireylerin, diğerleri üzerinde üstünlük ve kontrol sağlama yetkisine sahip olduğunu 

göstermektedir (Onuf, 1994: 1-19). 

Onuf’a göre sosyal inĢa süreci yalnızca dil ve düĢünce üzerinden 

gerçekleĢmemekte, materyal ve sosyal unsurlar arasında da belirgin bir ayrım 

bulunmamaktadır. Sosyal inĢacılık, materyal ve sosyal unsurların birbirini 

tamamladığı bir süreç olarak görülmekte ve bu unsurların birbirini yok edecek 

biçimde öncelik taĢımadığını savunmaktadır (Onuf, 1989: 40). Bu yaklaĢım, 

uluslararası iliĢkilerde hem maddi hem de sosyal unsurların birlikte 

değerlendirilebileceğini göstermektedir. 
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Onuf, uluslararası iliĢkilerde dilin ve kuralların önemini vurgularken, söz 

eylemleri (speech acts) kavramını merkeze almıĢtır. Ġnsanların dünyayı dille 

kurduklarını ve söylemlerinin eylemlerle birleĢtiğini savunan Onuf, söz eylemleri 

aracılığıyla insanlar arasında kuralların oluĢtuğunu ifade etmektedir. Eğer insanlar 

belirli eylemleri sürekli tekrarlarlarsa, bu eylemler kurallara dönüĢmekte ve genel 

kabul gören bir yapı haline gelmektedir (Onuf, 1998: 65-67). 

Onuf, söz eylemlerini üç temel kategoride ele almaktadır. Birincisi, iddiacı söz 

eylemler (assertive speech acts) olup dünyayı kesin yargılarla ifade eden ve belirli 

kurallar koyan söylemlerdir. Bu tür eylemler, egemenlik gibi örneklerle açıklanabilir 

ve bu süreçte yönergeci kuralların (instruction-rules) oluĢumuna yol açmaktadır. 

Ġkinci kategori, yönlendirici söz eylemler (directive speech acts) olup karĢı tarafı ne 

yapması gerektiği konusunda yönlendiren ve zorunluluklar içeren söylemleri 

kapsamaktadır. Bu eylemler de yönlendirici kurallara (directive-rules) 

dönüĢmektedir. Üçüncü kategori ise vaat edici söz eylemler (commissive speech 

acts) olup vaatler içeren söylemleri ifade etmektedir. Bu tür sözler de vaat edici 

kurallara (commitment-rules) evrilebilmektedir (Onuf, 1998: 65-68). 

E. Uluslararası ĠliĢkilerde Sosyal ĠnĢacı YaklaĢımlar 

Uluslararası ĠliĢkiler disiplininde 1980'lerden sonra gündeme gelen sosyal 

inĢacı yaklaĢımlar, Pozitivizm ve Postpozitivizm arasındaki tartıĢmalarda "üçüncü 

yol" veya "orta yol" olarak anılmıĢtır (Büyüktanır, 2015: 8-9). Ancak sosyal inĢacı 

teorinin, bu iki ana akım arasında kesin bir köprü iĢlevi gördüğü iddiası tartıĢmalıdır. 

Çünkü sosyal inĢacılık, yeknesak ve bütüncül bir teori olarak değil, çeĢitli 

yaklaĢımlardan oluĢan bir düĢünce kümesi olarak değerlendirilmelidir. Farklı sosyal 

inĢacı yaklaĢımlar arasında önemli ayrımlar bulunmaktadır. 

Tek bir sosyal inĢacı teoriden ziyade, birden fazla sosyal inĢacı yaklaĢımın 

varlığından söz edilmelidir. Bu yaklaĢımlar arasında bazıları ana akım teorilere 

yakınken, diğerleri büyük ölçüde postpozitivist görüĢlere yakın durmaktadır. Sosyal 

inĢacılığin pozitivizm ve postpozitivizm arasındaki boĢluğu doldurabilme kapasitesi 

de eleĢtirel bir Ģekilde değerlendirilmektedir. Sosyal inĢacı uluslararası iliĢkiler 

yaklaĢımlarını sınıflandırmada da çeĢitlilik mevcuttur (Bayar, 2021: 45). 
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Örneğin K. M. Fierke sosyal inĢacı yaklaĢımları "geleneksel" ve "tutarlı" 

inĢacılık olarak sınıflandırırken, John Ruggie'nin yaptığı ve literatürde daha fazla 

kullanılan sınıflandırma, sosyal inĢacı yaklaĢımları üç ana kategoriye ayırmaktadır: 

Tabiatçı (natüralist) inĢacılık, neo-klasik inĢacılık ve postmodernist inĢacılık. Peter J. 

Katzenstein, Robert O. Keohane ve Stephen D. Krasner ise sosyal inĢacılığı 

"geleneksel" ve "eleĢtirel" yaklaĢımlar olarak iki gruba ayırmıĢlardır (Karadamar, 

2017: 42). Jeffrey T. Checkel ise benzer Ģekilde sosyal inĢacı yaklaĢımları 

"geleneksel", "yorumsamacı" ve "eleĢtirel/radikal" olarak gruplandırmıĢtır. Bu 

çalıĢmada, literatürde daha fazla yer bulmuĢ olan Ruggie'nin sınıflandırması temel 

alınarak farklı sosyal inĢacı yaklaĢımlar ele alınacaktır (Kaya, 2008: 71). 

Ruggie (1998: 881), sosyal inĢacı yaklaĢımlar arasında görüĢ ayrılıklarının en 

çok epistemoloji ve metodoloji alanlarında yaĢandığını belirtmektedir. Kendisinin 

yaptığı sınıflandırma da büyük ölçüde bu metodolojik ve epistemolojik farklara 

dayanmaktadır. Sosyal inĢacılar, ontolojik meselelerle daha fazla ilgilenirken, 

epistemolojik tartıĢmalara genellikle uzak durmuĢlardır. Bu nedenle sosyal inĢacı 

düĢünürler arasında, epistemolojik olarak birbirinden oldukça farklı hatta zıt 

pozisyonlar alabilen isimler yer almaktadır. Bazı sosyal inĢacılar pozitivist 

epistemolojiyi benimserken, bazıları postpozitivist epistemolojiye yönelmektedir 

(KarakaĢ, 2022: 2). Meta-teorik tartıĢmalar bu çalıĢmanın kapsamı dıĢında tutulacağı 

için sosyal inĢacı yaklaĢımlar arasındaki temel farklılıklar üzerine odaklanılacaktır. 

1. Neo-Klasik ĠnĢacılık 

Uluslararası iliĢkiler disiplininde sosyal inĢacı teoriler, klasik ve modern 

yaklaĢımların bir sentezi olarak ortaya çıkmıĢtır. Bu teoriler, uluslararası sistemdeki 

aktörlerin davranıĢlarını ve iliĢkilerini yalnızca maddi güç dinamiklerine 

indirgemeyip sosyal yapılar ve normların etkisini ön plana çıkarmaktadır. Bu 

bağlamda neo-klasik inĢacılık, klasik sosyal teoriyle modern düĢüncenin bir harmanı 

olarak ĢekillenmiĢ ve Ruggie’nin sınıflandırmasında önemli bir yer edinmiĢtir. Neo-

klasik inĢacılık, geleneksel sosyal bilimler yaklaĢımlarını kullanmakla birlikte 

modern analitik araçları da bünyesine dâhil ederek kendine özgü bir perspektif 

sunmaktadır (Gözen, 2019: 388). 

Bu yaklaĢım, epistemolojik açıdan pragmatizme yakın bir duruĢ sergilemekte 

ve özellikle normların, değerlerin ve sosyal yapının önemine vurgu yapmaktadır. 



21 

Neo-klasik inĢacı teoriye dâhil edilen düĢünürler, analitik araçlar açısından farklılık 

göstermektedir. Örneğin Ernst Haas ve Peter Haas gibi akademisyenler, normatif 

unsurların uluslararası iliĢkilerdeki yerini analiz ederken, Martha Finnemore ve 

Alexander Wendt gibi isimler sosyal teorinin etkileĢimci boyutuna dikkat 

çekmektedir (Gözen, 2019: 388). Buna ek olarak bu yaklaĢıma göre uluslararası 

aktörlerin sözlü ve yazılı beyanları, yani söylemleri, yalnızca bir iletiĢim aracı olarak 

değil aynı zamanda bir eylem olarak değerlendirilmektedir. John R. Searle’nin 

konuĢma edimi teorisinden etkilenen bu bakıĢ açısı, uluslararası iliĢkilerde sözlerin 

eyleme dönüĢme potansiyelini vurgulamaktadır. 

KonuĢma edimi teorisinin bu bağlamdaki önemi, devletler ve uluslararası 

kurumların verdikleri taahhütler, tehditler veya özürlerin ciddi sonuçlar 

doğurabilecek politik eylemler olarak değerlendirilmesidir. Bu yaklaĢıma göre 

örneğin bir olayın "terör saldırısı" ya da bir çatıĢmanın "etnik temizlik" olarak 

adlandırılması, yalnızca tanımlama değil, aynı zamanda uluslararası alanda siyasi ve 

etik sonuçlar doğuran bir eylem niteliği taĢımaktadır. Bu tür nitelemeler, uluslararası 

aktörlerin davranıĢlarını Ģekillendiren güçlü söylemsel araçlar olarak kabul 

edilmektedir (Gözen, 2019: 390). 

Neo-klasik inĢacı teorinin bir diğer dikkat çeken özelliği, sosyal yapıları ve 

kimlikleri dilsel pratikler aracılığıyla inĢa etmesidir. Bu bakıĢ açısına göre 

uluslararası iliĢkilerde sosyal yapıların inĢasında dilsel eylemlerin oynadığı rol 

büyüktür. Dil ve söylem, uluslararası sistemdeki normların, kimliklerin ve kuralların 

Ģekillenmesinde kilit bir iĢlev üstlenmektedir. Öznelerarası anlam, sosyal güç 

iliĢkileri ve tarihsel koĢullarla birlikte dilsel pratikler üzerinden Ģekillenmektedir 

(Gözen, 2019: 390). 

Sonuç olarak neo-klasik inĢacılık, klasik sosyal teorinin ilkelerini modern 

analitik araçlarla harmanlayan, uluslararası iliĢkilerde dilin ve söylemin önemini 

vurgulayan bir yaklaĢımdır. Ruggie ve Wendt gibi düĢünürler bu çerçevede, sosyal 

yapıları anlamlandırmak için dilsel ve normatif unsurları dikkate alarak uluslararası 

iliĢkilerdeki güç dinamiklerine alternatif bir bakıĢ açısı sunmuĢlardır. 

Onlara göre “hegemonik söylem  disipliner güçler aracılığıyla bir “hakikat 

rejimi  oluĢturmakta ve bu rejim, toplumsal algıları etkilemektedir (Checkel, 2004: 

239). 
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2. Postmodernist ĠnĢacılık  

Postmodernist inĢacılık, uluslararası iliĢkiler alanında geleneksel yaklaĢımlara 

alternatif bir perspektif sunmaktadır. Bu yaklaĢım, özellikle bilgi, güç ve kimlik 

iliĢkileri üzerindeki sorgulamalarıyla dikkat çekmektedir. Postmodernistler, mevcut 

uluslararası iliĢkiler teorilerinin temel varsayımlarını sorgulayarak, tarihsel ve 

kültürel bağlamın önemine vurgu yapmaktadır. Bu doğrultuda, postmodernist 

inĢacılığın temel amacı, normatif yapıların ve söylemlerin nasıl oluĢturulduğunu ve 

bunların toplumsal gerçekliği nasıl Ģekillendirdiğini anlamaktır (Sepli, 2022: 97-98). 

Böylece, uluslararası iliĢkilerdeki güç dinamiklerinin daha kapsamlı bir Ģekilde 

analiz edilmesine olanak tanımaktadır. 

Ruggie’nin sınıflandırmalarında yer alan Postmodernist ĠnĢacılık, bazı yazarlar 

tarafından radikal inĢacılık olarak da tanımlanmaktadır. Bu yaklaĢım, Richard 

Ashley, David Campbell, James DerDerian ve Robert B. J. Walker gibi isimlerin 

yanı sıra feminist araĢtırmacılar arasında Spike Peterson gibi düĢünürleri de 

kapsamaktadır. Postmodernist inĢacılar, sosyal bilimlerin geleneksel epistemolojisine 

karĢı çıkarak, epistemolojik bir kopuĢ gerçekleĢtirdiklerini ifade etmektedirler. Bu 

akımın entelektüel temelleri, Friedrich Nietzsche, Michel Foucault ve Jacques 

Derrida’nın fikirleri ile iliĢkilendirilmektedir (Gözen, 2019: 420). 

Postmodernist düĢünürler, güç ve bilgi iliĢkisine yoğun bir Ģekilde 

odaklanarak, Foucault’nun bilgi üretimi ile güç arasındaki karĢılıklı iliĢkinin siyasi 

bir süreç olduğu yönündeki görüĢünü benimsemektedirler. Nietzsche’nin tek bir 

tarihi doğruya sahip olunmadığı ve doğruluğun nesnel bir standardının 

bulunmadığına dair düĢünceleri, bu akım içinde yaygın bir kabul görmektedir. Bu 

bağlamda, tek bir doğrunun varlığını reddeden postmodernistler, ana akım teorilerin 

pozitivist metodolojilerini eleĢtirmekte ve bu yaklaĢımların doğru bilgi ediniminde 

yeterli olmadığını savunmaktadırlar. Ayrıca öznelerin dilsel inĢasını vurgulayan 

postmodernist inĢacılar, söylem analizi üzerinde de durmaktadırlar. Onlara göre 

“hegemonik söylem  disipliner güçler aracılığıyla bir “hakikat rejimi  oluĢturmakta 

ve bu rejim, toplumsal algıları etkilemektedir (Checkel, 2004: 239). 

Postmodernist inĢacılar, sosyal dünyaya dair bilgilerin dil ve söylemler dıĢında 

nesnel bir referans noktasının bulunmadığını ifade etmektedirler. Bu nedenle doğa 

bilimlerinde kullanılan yöntemlerin sosyal bilimlerde uygulanamayacağını 
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savunmakta ve iki alan arasında yöntem birlikteliğinin mümkün olmadığına 

inanarak, mevcut yaklaĢımların sadece egemen söylemin bir yansıması olduğunu 

ileri sürmektedirler. Uluslararası iliĢkiler disiplini içinde pozitif ve pozitivist 

yaklaĢımların hegemonyasını kırmak ve farklı bakıĢ açılarına alan açmak, 

postmodern inĢacıların ana hedeflerinden birini teĢkil etmektedir (Gözen, 2019: 425). 

Radikal inĢacılar, pozitivizm ile post-pozitivizm arasındaki ontolojik, 

epistemolojik ve metodolojik farklılıkların kapatılmasının olanaksız olduğunu 

düĢünmektedirler. Bu doğrultuda, sosyal inĢacılığın iki pozisyon arasında “üçüncü 

bir yol  sunabileceğine dair inanç, radikal inĢacılar için geçerliliğini yitirmiĢtir. 

Sonuç olarak, postmodernist/radikal inĢacılığın moderniteden kopuĢu temsil ettiğini, 

diğer sosyal inĢacı düĢünürlerin ise modernist bir perspektife sahip olduklarını 

belirtmek mümkündür.  

3. Tabiatçı (Naturalist) ĠnĢacılık  

Sosyal bilimlerde, teori geliĢtirme süreci farklı yaklaĢımların bir araya 

gelmesiyle zenginleĢmektedir. Bu bağlamda, sosyal inĢacılık teorileri de kendi içinde 

farklı alt yaklaĢımlara ayrılmaktadır. Bu alt yaklaĢımlar, toplumsal olayların, 

iliĢkilerin ve yapıların anlaĢılmasına yönelik farklı perspektifler sunarak, uluslararası 

iliĢkiler alanında geniĢ bir bakıĢ açısı sağlamaktadır. Tabiatçı inĢacılık, bu bağlamda, 

bilimin doğasını ve toplumsal gerçekliği anlamaya yönelik özgün bir çerçeve 

sunmaktadır (Sepli, 2022: 98-99). Bu yaklaĢım, uluslararası iliĢkiler literatüründe 

önemli bir yer edinmiĢ ve çeĢitli tartıĢmaların odak noktası olmuĢtur. 

John Gerard Ruggie, sosyal inĢacı yaklaĢımları gruplandırırken Alexander 

Wendt, Roy Bhaskhar ve David Dessler’i natüralist inĢacılar olarak tanımlamıĢtır. 

Pozitivizm ile post-pozitivizm arasındaki tartıĢmalarda, natüralist inĢacılığın 

pozitivist yaklaĢıma en yakın sosyal inĢacı yaklaĢım olduğu söylenebilir. Natüralist 

inĢacılık, diğer inĢacı yaklaĢımlardan özellikle epistemolojik açıdan ayrıĢmaktadır. 

Neoklasik inĢacı yaklaĢımlar ile bazı benzerlikler taĢımasına rağmen “bilimsel 

realizm  felsefi doktrininden ve Roy Bhaskhar’ın çalıĢmalarından 

kaynaklanmaktadır (Gözen, 2019: 420). 

Bilimsel realizm kavramı, çeĢitli biçimlerde tanımlanmaktadır. Kendilerini 

bilimsel gerçekçi olarak nitelendiren yazarlar, “olgun  bilimsel teorilerin dünyanın 

gerçek özelliklerine iĢaret ettiğini savunmaktadır. GeçmiĢteki bilimsel teorilerin 
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zamanla yanlıĢlanması, mevcut teorilerin doğruluğuna yönelik Ģüpheciliği haklı 

çıkarmamaktadır. Bilimsel gerçekçilik, bilgiye bağımlı olmayan nesnel bir dünyanın 

varlığına iĢaret ederek, bilimsel teorilerin amacının gözlemlenen ve 

gözlemlenemeyen yönleri açığa çıkarmak olduğunu belirtmektedir. Bu durum, 

bilimsel gerçekçiliğin sosyal inĢacılıkla ve mantıksal ampirizmle çeliĢmesini 

sağlamaktadır. Alexander Wendt, bilimsel realizmin felsefe sözlüğündeki 

anlamından farklı bir yorum sunmakta; realizmin bir bilim felsefesi olduğunu ve 

toplumsal teoriler olmadığını vurgulamaktadır (Wendt, 2012: 374). 

Wendt’e göre bir toplum veya uluslararası siyaset teorisi, devletler sisteminin 

realizmi sayesinde bilinebilir. Ancak devletlerin nasıl davrandığı veya 

yapılandırıldığı sosyal bilimcilerin, felsefecilerin değil, ilgilendiği bir alandır. 

Wendt’in realizm tanımının özünü, dıĢ dünyada olup bitenlerin bilgi ve 

inançlarımızdan bağımsız olarak var olduğu düĢüncesi oluĢturmaktadır. Ona göre 

gözlemcilerden bağımsız bir dünya bulunmaktadır ve mevcut teoriler 

gözlemlenemese dahi bu dünyaya atıfta bulunmaktadır (Wendt, 2012: 73-74). 

Naturalist inĢacılar, ana akım neorealist yaklaĢımdan farklı olarak, yalnızca 

gözlemlenebilir olanı değil, gözlemlenemeyen bir sosyal dünyanın varlığını da kabul 

etmektedirler. Sosyal dünyanın öznelerarası niteliği üzerinde durarak, doğa 

bilimlerinde kullanılan yöntemlerin sosyal bilimlerde de geçerli olabileceğini 

savunmaktadırlar. Natüralist inĢacılar, sosyal dünyanın, bireysel düĢüncelerin ve 

söylemlerin ötesinde nesnel ve yapısal bir gerçekliğe sahip olduğunu ifade 

etmektedirler (Wendt, 2012: 374). 

Maddi unsurları göz ardı etmediği gibi sosyal inĢanın ancak maddi bir zemin 

üzerinde tesis edilebileceğini savunan natüralist inĢacılar, aynı zamanda doğa 

bilimlerinde kullanılan araĢtırma yöntemlerinin sosyal bilimlerde de 

kullanılabileceğini iddia etmektedirler. Böylece inĢacı yaklaĢıma uluslararası iliĢkiler 

disiplini içerisinde daha saygın ve merkezi bir konum kazandırmayı 

amaçlamaktadırlar. Alexander Wendt, hem inĢacıların yorumsamacı ve kurucu 

yöntemlerinin hem de rasyonalistlerin nedensel yöntemlerinin sosyal araĢtırmalarda 

kullanılabileceğini savunmaktadır. Ancak sosyal araĢtırmalarda kurucu yöntemin 

analitik önceliğe sahip olduğunu da ifade etmektedir (Gözen, 2019: 425). 
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F. Sosyal ĠnĢacı YaklaĢımın EleĢtirileri 

Sosyal inĢacı yaklaĢımlar, 1980’li yıllardan itibaren uluslararası iliĢkiler 

disiplininde önemli bir yer edinmiĢtir. Bu dönemde, Robert Keohane gibi düĢünürler, 

neoliberal kurumsalcılık perspektifinden sosyal inĢacılığı eleĢtirerek bu yaklaĢımların 

yeterli bir araĢtırma programına sahip olmadığını ileri sürmüĢtür. Neorealist John 

Mearsheimer, sosyal inĢacılığin eleĢtirel teori ve postmodern teorilerin realizmin 

sunduğu karamsar tabloyu sorgulamasını olumlu bulmakla birlikte barıĢçıl bir dünya 

hedeflemesi için yeterli mekanizmalar sunamamasını eleĢtirmiĢtir. Ancak zamanla 

Mearsheimer ve Keohane tarafından getirilen eleĢtirilerin etkisi azalmıĢtır (Gözen, 

2019: 383). 

Sosyal inĢacılığa yönelik eleĢtirilerin önemli bir kısmı, inĢacı yazarlar 

tarafından yöneltilmiĢtir. Özellikle Alexander Wendt’in natüralist inĢacılığı, 

eleĢtirilerin en yoğun Ģekilde yöneltildiği bir alan olmuĢtur. Wendt’in devlet merkezli 

yaklaĢımı, eleĢtirilerin temelini oluĢturmuĢ ve bu durum, devlet dıĢı aktörlerin ve 

maddi olmayan etkileĢim süreçlerinin etkilerini göz ardı etmesine neden olmuĢtur 

(Paul vd., 2012: 298-299). Wendt’in teorik çerçevesi, devletleri temel aktörler olarak 

konumlandırdığı için uluslararası iliĢkilerdeki dinamiklerin daha geniĢ bir 

perspektiften incelenmesine engel teĢkil etmektedir. Bu durum, devlet dıĢı aktörlerin, 

uluslararası normların ve süreçlerin etkisini yeterince yansıtamayan bir kuramın 

ortaya çıkmasına neden olmuĢtur (Arı ve Kıran, 2019: 49). 

Wendt’e yöneltilen bir diğer eleĢtiri, devlete ontolojik bir statü vermesidir. 

Wendt, devletin uluslararası yapılardan önce meydana geldiğini savunarak, devletin 

yalnızca sosyal kimliğinin uluslararası etkileĢime girdiğini öne sürmüĢtür. Bu 

yaklaĢım, devletin varlığını, uluslararası sosyal yapılarla iliĢkisi üzerinden 

tanımlamak yerine, devletin bağımsız bir varlık olarak ele alınmasını teĢvik etmiĢtir. 

Bu durum, eleĢtirmenler tarafından sosyal yapıların dinamiklerinin göz ardı edilmesi 

olarak değerlendirilmektedir (Bayar, 2021: 69). 

Sosyal inĢacı yaklaĢımların yapı üzerine fazla odaklanması, mikro süreçleri göz 

ardı etme eleĢtirisine neden olmuĢtur. Yapı ile aktörler arasındaki karĢılıklı etkileĢim 

ve yapılanma sürecine rağmen sosyal inĢacı yazarlar genellikle yapıyı merkez alarak, 

aktörlerin etkileĢimini açıklamakta zayıf kalmaktadır. Bu bağlamda, küresel 

düzeydeki yapılar ve normlar baĢarıyla açıklanabilirken, devletlerin iç dinamikleri ve 
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mikro düzeydeki sosyal dönüĢüm üzerindeki etkileri yeterince ele alınamamaktadır 

(Güney, 2022: 80). 

Sosyal inĢacı yaklaĢımlar arasında hangi analiz düzeyinin daha açıklayıcı 

olduğu konusunda da görüĢ farklılıkları bulunmaktadır. Wendt’in sistemik inĢacılığı, 

uluslararası normların ve kültürel yapıların devletlerin dıĢ politikaları üzerindeki 

kurucu etkilerini vurgularken, birim-düzey inĢacılar, devletlerin iç yapılarına, siyasi 

kültürlerine ve toplumsal dinamiklerine daha fazla önem vermektedir. Bu durum, 

devletlerin dıĢ politikalarını oluĢtururken, uluslararası topluma göre kendi ulusal 

toplumsal ve siyasal kültürlerinden daha fazla etkilendiği savını güçlendirmektedir 

(Özev, 2013: 493). 

Wendt’in kimlik ve çıkarların oluĢum sürecini devletlerarası düzeyde 

incelemesi, önemli yapısal değiĢikliklerin gözden kaçırılmasına sebep 

olabilmektedir. Ayrıca sosyal dünyanın inĢasında daha çok aktörlerin tutum ve 

davranıĢlarına odaklanan Wendt, dilin ve söylemin rolüne gereken önemi 

vermemekle eleĢtirilmiĢtir. EleĢtirel ve modernist inĢacı yaklaĢımı savunan yazarlar, 

dilin ve söylemlerin kurucu özelliklerine vurgu yaparak, sosyal etkileĢimdeki dilsel 

pratiklerin dönüĢtürücü etkisini ortaya koymaktadır (Gözen, 2019: 402). 

Sosyal inĢacı yaklaĢıma yöneltilen teorik ve meta-teorik eleĢtirilerin büyük bir 

kısmı, eleĢtirel ve modernist sosyal inĢacılar tarafından yapılmaktadır. Bu eleĢtiriler, 

sosyal inĢacı yaklaĢımın kendi içindeki teorik tartıĢmaların bir yansıması olarak 

değerlendirilmekte ve bu durum, sosyal inĢacılığın evriminde önemli bir rol 

oynamaktadır. 

G. Sosyal ĠnĢacılık ve Güvenlik Kavramı 

Sosyal inĢacılık, uluslararası iliĢkiler alanında güvenlik anlayıĢını yeniden 

değerlendiren bir perspektif sunmaktadır. Bu yaklaĢım, güvenliğin yalnızca askeri 

tehditler ve fiziksel risklerle sınırlı olmadığını, aynı zamanda toplumsal kimlikler, 

normlar ve kültürel dinamikler tarafından belirlendiğini vurgulamaktadır. 

Günümüzde, küreselleĢmenin getirdiği karmaĢık dinamikler ve kimlik temelli 

çatıĢmalar, güvenlik algılarının Ģekillenmesinde önemli bir rol oynamaktadır. Sosyal 

inĢacılığın bu bağlamda sunduğu analizler, devletlerin güvenlik politikalarını 
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oluĢtururken kimliklerin nasıl bir araç olarak kullanıldığını anlamaya yönelik önemli 

ipuçları sunmaktadır (Arı ve Kıran, 2011). 

Sosyal inĢacılık, küreselleĢmenin doğurduğu ikilem, kriz, değiĢim, ayrıĢma ve 

birleĢmelerin açıklanmasında, devlet gücü ve piyasa gücü gibi maddi unsurların 

ötesinde, normlar, fikirler, kültürler ve kimlikler gibi sosyal dinamiklere 

odaklanmaktadır. Bu bağlamda güvenlik anlayıĢı, sadece fiziksel tehditlerle değil, 

aynı zamanda kimliklerin ve devletlerin oluĢturduğu algıların Ģekillendirdiği bir alan 

olarak ele alınmaktadır. Soğuk SavaĢ'ın sona ermesiyle sınıf çatıĢmasının yerini 

kimlik çatıĢması almıĢ ve bu dönüĢüm, özellikle 21. yüzyılda güvenlik algılarının 

değiĢmesi gerekliliğini doğurmuĢtur. 11 Eylül saldırıları sonrasında Batı dünyasında 

Ġslam kimliğine karĢı oluĢan önyargılar, devlet politikalarında kendine yer bulmuĢ ve 

bu durum, kimliklerin güvenlik alanındaki önemini daha da artırmıĢtır (Bekar, 2019: 

183). Devletler, kimlikler üzerinden Ģekillendirdikleri güvenlik politikalarını, sanal 

tehditlerle meĢrulaĢtırmakta ve bu yolla toplumların güvenlik anlayıĢlarını 

etkilemektedirler. 

Sosyal inĢacılığın temel tezlerinden biri, uluslararası iliĢkilerdeki davranıĢları 

belirleyen faktörün kimlik olduğudur. Devletlerin birbirleriyle çatıĢma ya da uzlaĢma 

kararları, büyük ölçüde kimlikler üzerinden Ģekillenmektedir. Alexander Wendt’in 

görüĢlerine göre bir devletin güvenlik algısı, baĢka bir devletin kimliğine dayalı 

olarak oluĢmaktadır. Örneğin Wendt, “Kuzey Kore’nin 5 nükleer silahı, ABD için 

Ġngiltere’nin 500 nükleer silahından çok daha fazla tehdit içermektedir  ifadesiyle 

kimliğin güvenlikteki belirleyici rolüne dikkat çekmiĢtir (Wendt, 1995: 73). Bu 

bağlamda, devletlerin birbirlerini dost veya düĢman olarak tanımlaması, kendi kimlik 

tanımlamalarıyla doğrudan iliĢkilidir (Sandıklı ve Emeklier, 2012: 40). Bu noktada, 

kimliklerin birbirleriyle olan iliĢkileri, güvenlik algılarını Ģekillendirmektedir. 

Arnold Toynbee ve Samuel Huntington’ın çalıĢmaları, kimlik temelli 

önyargıların ve konumlandırmaların tarihsel olarak yeni olmadığını ortaya 

koymaktadır. Toynbee, medeniyetler arasındaki kültürel iliĢkileri incelemiĢ, 

Huntington ise Soğuk SavaĢ sonrası dönemde “Medeniyetler ÇatıĢması  tezini öne 

sürmüĢtür. Bu iki yaklaĢımın ortak noktaları, kimlik üzerinden doğan algıların 

geçmiĢte de var olduğunun altını çizmektedir (Davutoğlu, 1997: 1-4). Özellikle 

Huntington’ın “Batı ve diğerleri  tanımı, 11 Eylül sonrasında ABD’nin dıĢ 

politikalarında belirgin bir Ģekilde kendini göstermiĢtir (Sandıklı ve Emeklier, 2012: 
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42-43). KüreselleĢmenin etkisiyle kültürel aidiyet duygusu, diğer kültürlere karĢı 

önyargıların artmasına neden olmuĢtur. Bu önyargılar, devletler arası iliĢkilerde 

olduğu kadar toplumlar arası iliĢkilerde de hissedilmektedir (Appiah, 2010: 163). Bu 

durum, kimliklerin sadece bireysel değil, kolektif bir Ģekilde nasıl algılandığını ve 

güvenlik politikalarının nasıl Ģekillendiğini göstermektedir. 

Sosyal inĢacılığın güvenlik alanına kattığı önemli bir diğer geliĢme, güvenlik 

ikilemi modelinin yeniden inĢasıdır. Wendt, bir ülkenin kendi güvenliğini sağlarken, 

diğer ülkelerin güvenliğini tehdit etmesinin arkasında, o devletin geçmiĢ 

deneyimlerinin ve inançlarının yattığını belirtmektedir. Güvenlik ikilemi, karĢılıklı 

güvensizlik durumunda devletlerin birbirlerinin niyetlerini anlayamaması ve bu 

nedenle tehditle algılaması sonucu ortaya çıkmaktadır (Wendt, 1995: 73). Bu 

durumda, devletler kendi güvenliklerini sağlama çabasıyla silahlanmaya 

yönelmektedir. Ancak bu silahlanma, komĢu devletlerin de benzer bir güvenlik 

arayıĢına girmesine yol açmakta ve güvenlik ikilemi derinleĢmektedir. Sosyal inĢacı 

yaklaĢım ise bu durumu “Güvenlik Toplumu  kavramı ile yeniden Ģekillendirerek, 

devletler arasındaki iliĢkilerin güvene dayalı olabileceğini öne sürmektedir. Böylece, 

devletler arası iliĢkilerde Ģeffaflık ve iletiĢimin önemi vurgulanmakta ve güvenin 

geliĢtirilmesi hedeflenmektedir (Kaya, 2008: 101). 

Sosyal inĢacılığın güvenlik ikilemini açıklamak için Ġran nükleer krizini ele 

almak mümkündür. Ġran’ın bölgede uzun süre yalnız bırakılması, egemen güçlerin 

ekonomik, siyasi ve sosyal baskılarına maruz kalması gibi faktörler, bu ülkenin 

karĢılıklı algılamasında mağduriyet, negatif önyargı ve güvensizlik duygularının 

geliĢmesine neden olmuĢtur (Sandıklı ve Emeklier, 2012: 44). Bu psikolojik ve 

sosyolojik altyapı, nükleer krizin çözüm sürecine engel olmuĢ ve tarafların 

birbirlerine güven duymasını zorlaĢtırmıĢtır. Dolayısıyla sosyal inĢacılık, güvenlik 

ikilemini anlamak ve çözmek için önemli bir çerçeve sunmaktadır. 

Sonuç olarak, sosyal inĢacılık, geleneksel güvenlik yaklaĢımlarının sınırlarını 

aĢarak küresel dünyadaki yeni iliĢki ağlarını etkili bir Ģekilde açıklama kapasitesine 

sahiptir. Bu yaklaĢım, güvenlik alanında sunduğu yenilikçi bakıĢ açıları sayesinde 

klasik güvenlik paradigmasını sorgulamakta ve literatüre önemli katkılarda 

bulunmaktadır. Sosyal inĢacı yaklaĢım, sosyal gerçeklikleri anlamlandırma çabasıyla 

güvenlik alanına taze bir perspektif kazandırmaktadır. Bu durum, gelecekteki 

güvenlik politikalarının Ģekillenmesine yönelik önemli bir zemin oluĢturmaktadır.  
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H. EleĢtirel Söylem Analizinin Kavramsal Çerçevede Ġncelenmesi 

EleĢtirel söylem analizi (ESA), dilin sosyal güç iliĢkilerini, ideolojileri ve 

toplumsal yapıları nasıl yansıttığını ve Ģekillendirdiğini inceleyen bir yöntemdir. Bu 

yaklaĢım, dilin yalnızca iletiĢim aracı değil, aynı zamanda toplumsal yapıları ve güç 

dinamiklerini ortaya koyan bir araç olarak nasıl iĢlediğine odaklanır (Saussure and 

Schulz, 2005: 1-2). EleĢtirel söylem analizi, dilin ve söylemin toplumsal gerçeklikleri 

inĢa etme ve güç iliĢkilerini meĢrulaĢtırma üzerindeki etkilerini araĢtırırken, aynı 

zamanda bu süreçlerin eleĢtirel bir Ģekilde değerlendirilmesini sağlar. Bu kapsamda 

eleĢtirel söylem analizi, dilin ideolojik ve kültürel etkilerini anlamak, toplumsal 

eĢitsizlikleri ve iktidar iliĢkilerini ortaya koymak için kullanılır. Bu bölümde, 

eleĢtirel söylem analizinin temel kavramları ve tarihsel geliĢimi üzerinde durulacak, 

bu yöntemin nasıl bir çerçeveye oturtulduğu ve uygulama alanları ele alınacaktır.  

1. EleĢtirel Söylem Analizi  

Dil, toplumda ortak kurallar ve öğeler kullanılarak düĢünce, duygu ve isteklerin 

aktarılmasını sağlayan karmaĢık bir sistemdir (Aksan, 2003: 55). Bu açıdan dil, 

iletiĢimde önemli bir rol oynar; bireylerin zihinlerinde oluĢturdukları anlamları karĢı 

tarafa açıkça iletmesini sağlar. Dil ve zihin arasında güçlü bir iliĢki bulunduğundan, 

dilin ve özellikle söylemin incelenmesi insanı ve toplumun düĢünce biçimlerini 

anlamada kritik öneme sahiptir (Büyükkantarcıoğlu, 2006: 105). 

Söylem, bağlam sayesinde anlam kazanan dilsel birimlerdir ve hem sözlü hem 

de yazılı olarak ele alınabilir. Bağlamın bu süreçteki önemi, söylem analizinin 

gerekliliğini ortaya koyar (Ercan ve DanıĢ, 2019: 528). Söylem, dilsel birimlerin 

ötesinde, anlamlı iletiĢim birimleridir ve analizi, metin veya konuĢmaların anlamını 

çözümlemeye yönelik bir çalıĢmadır (Ġmer vd., 2011: 227). Bu analizler, dilin 

ideolojik ve toplumsal etkilerini anlamak için yapılır (Ercan ve DanıĢ, 2019: 529). 

Söylem, sosyal olarak hem biçimlendirici hem de biçimlendirilen bir unsurdur. 

Söylem ve bağlam arasındaki iliĢki, söylemin toplumsal ve bireysel etkilerini gösterir 

(Johnstone, 2008: 10). Rönesans sonrası bilimsel geliĢmelerin ardından, 20. yüzyılda 

toplumsal anlamlandırma arayıĢında söylem analizi önem kazanmaya baĢlamıĢtır 

(Güngör, 2020: 7). 
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Söylem kuramları, dilbilim, sosyoloji, psikoloji ve diğer sosyal bilim dallarının 

katkılarıyla ĢekillenmiĢtir. Bu yaklaĢımlar arasında bilgi temelli, ideoloji temelli ve 

iletiĢim temelli olanlar öne çıkmaktadır (Elbirlik ve Karabulut, 2015: 31-50). 

1970’lerin sonlarında eleĢtirel dilbilim çalıĢmalarının etkisiyle eleĢtirel söylem 

analizi geliĢmiĢtir (Van Dijk, 2015: 466-485). 

EleĢtirel söylem analizi, dil aracılığıyla toplumsal eĢitsizlikleri ve güç 

iliĢkilerini eleĢtirel bir bakıĢ açısıyla incelemeyi hedefler. Bu yaklaĢım, toplumsal 

süreçleri ve bireylerin metinlerle etkileĢimlerini de teorize eder (Dursun, 2013: 69). 

EleĢtirel söylem analizi, toplumsal düĢünceleri ve algıları ortaya koyarak bilim 

insanlarına yol gösterir (Saussure and Schulz, 2005: 1-2). Bu yöntem, dilin ötesine 

geçerek toplumsal ve bireysel faktörlerle bağlantılı analizler yapar (Solak, 2011: 3). 

Söylem, hem toplumu hem de bireyleri etkileyen bir araçtır ve eleĢtirel söylem 

analizi, bu etkileri ĢeffaflaĢtırmayı amaçlar (Blommaert, 2000, akt. Güngör, 2020: 7). 

ÇeĢitli alanlarda uygulanabilen bu analiz, ideolojik ve politik yorumlamalar yapar 

(Doyuran, 2018: 315). Fairclough’un yaklaĢımı, sosyal pratikler ile semiyotik 

unsurlar arasındaki bağı incelerken (ġah, 2020: 212), Van Dijk’ın yaklaĢımı biliĢ, 

toplum ve söylem unsurlarına odaklanır. Van Dijk’ın analizinde, metinlerin makro ve 

mikro düzeyde incelenmesi yapılır. Wodak ise söylemin toplumsal olayların yorumu 

olduğunu belirtir ve eleĢtirel bilginin üretilmesini amaçlar (Ercan ve Marsh, 2016: 

309). 

EleĢtirel söylem analizi, dilsel öğeleri yapısal olarak inceleyerek anlamı açığa 

çıkarmayı hedefler ve demokratik toplum oluĢturmanın bir aracı olarak önemli bir 

yer tutar (Tuğan, 2015: 49). 

2. EleĢtirel Söylem Analizinin Tarihsel Seyri 

ESA, dilin toplumsal güç iliĢkilerini yansıtan ve yeniden üreten bir yapı olarak 

incelenmesi gerektiğini savunan bir yaklaĢımdır. Bu yöntemin tarihsel geliĢimi, dil 

biliminin teorik ve metodolojik evrelerinden etkilenmiĢ, dilin toplumsal bağlamını 

ele alarak dil biliminin sınırlarını geniĢletmiĢtir (Dursun, 2013: 69). 

ESA'nın kökenleri 20. yüzyılın ortalarına kadar uzanır ve dil biliminin 

yapısalcı ve post-yapısalcı yaklaĢımlarından etkilenmiĢtir. Ferdinand de Saussure'ün 

yapısalcı dil anlayıĢı, dilin sistematik incelenmesini savunmuĢ, dilin toplumsal 

iĢlevlerine dair ilk adımları atmıĢtır. Ancak yapısalcılığın sınırlılıkları belirginleĢmiĢ 
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ve post-yapısalcı düĢünürler, dilin toplumsal bağlamdan etkilenen, sürekli değiĢen bir 

yapı olduğunu savunmuĢtur. Jacques Derrida ve Michel Foucault gibi isimler, dilin 

toplumsal güç iliĢkilerini biçimlendiren bir araç olduğunu vurgulamıĢtır (Onan, 

2012: 219-243). 

1970'lerde, ESA'nın geliĢiminde önemli bir dönüm noktası yaĢanmıĢtır. Michel 

Foucault, dilin bilgi üretimi ve iktidar arasındaki iliĢkiyi nasıl yapılandırdığını 

incelemiĢ, dilin toplumsal normları ve değerleri yeniden üreten bir mekanizma olarak 

iĢlev gördüğünü savunmuĢtur. Bu dönemde, söylemin toplumsal gerçekliğin 

inĢasında merkezi bir rol oynadığı düĢüncesi güçlenmiĢtir (Lynch, 2010: 13-26). 

1980'lerde, ESA'nın ilk sistematik uygulamaları Norman Fairclough ve Teun 

A. Van Dijk gibi dilbilimciler tarafından geliĢtirilmiĢtir. Fairclough, dilin toplumsal 

değiĢimle olan iliĢkisini analiz eden çalıĢmalarında, dilin yalnızca iletiĢim aracı 

değil, aynı zamanda toplumsal pratiklerin Ģekillenmesinde ve yeniden üretilmesinde 

bir araç olduğunu vurgulamıĢtır (Fairclough, 2003: 14). Van Dijk ise medya söylemi 

üzerindeki çalıĢmalarıyla ESA'ya önemli katkılarda bulunmuĢtur. Onun çalıĢmaları, 

özellikle medya metinlerinde ideolojik manipülasyonların nasıl gerçekleĢtirildiğini 

göstermiĢtir (Van Dijk, 2008: 89). 

1990'lı yıllarda ESA, daha geniĢ bir bilimsel kabul görmüĢ ve farklı 

disiplinlerle etkileĢimde bulunmuĢtur. Özellikle feminist teori, postkolonyal teori ve 

ırk teorisi gibi alanlarla etkileĢime girerek, toplumsal cinsiyet, ırk ve kimlik gibi 

konular üzerinde yoğunlaĢmıĢtır (Wodak and Meyer, 2009: 10). Bu dönemde, Ruth 

Wodak'ın tarihsel yaklaĢımla eleĢtirel söylem analizi çalıĢmaları, ESA'nın tarihsel 

bağlamı göz önünde bulundurarak nasıl uygulanabileceğini göstermiĢtir (Wodak, 

2011: 50). 

2000'li yıllar, ESA'nın medya, politika, eğitim ve hukuk gibi alanlarda geniĢ bir 

uygulama alanı bulduğu bir dönem olmuĢtur. Ruth Wodak, bu dönemde ESA'nın 

toplumsal ve politik değiĢimlerle nasıl etkileĢime girdiğini göstermiĢtir. Onun 

“tarihsel söylem analizi  yaklaĢımı, söylemi tarihsel bağlamı içinde incelemeyi ve bu 

bağlamın söylem üzerindeki etkilerini analiz etmeyi öngörmektedir (Wodak, 2011: 

42). Bu dönemde, ESA, dijital medya ve küresel iletiĢim bağlamında da önemli bir 

araç haline gelmiĢtir. Dijital içeriklerin analizi, ESA'nın yeni bir uygulama alanı 

olarak öne çıkmıĢtır (Gee, 2014: 77). 
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Günümüzde, ESA, dijital medya ve küresel iletiĢim bağlamında yeniden 

değerlendirilmektedir. Dijital söylemler, toplumsal güç iliĢkilerini yeniden üretme 

potansiyeline sahip olduğundan, ESA'nın bu alandaki rolü giderek önem 

kazanmaktadır. Gelecekte, ESA'nın toplumsal adalet, eĢitlik ve insan hakları gibi 

konulara daha fazla odaklanacağı öngörülmektedir (Cameron, 2020: 65). 

EleĢtirel Söylem Analizi, dilin toplumsal bağlamdaki rolünü eleĢtirel bir bakıĢ 

açısıyla inceleyen bir yöntem olarak, tarihsel süreç içinde sürekli evrilmiĢtir ve 

günümüzde de dilin toplumsal etkilerini anlamak için önemli bir araç olarak 

kullanılmaya devam etmektedir. 
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III. ĠSTĠHBARAT VE ĠSTĠHBARAT ÇEġĠTLERĠNĠN 

KAVRAMSAL ÇERÇEVEDE ĠNCELENMESĠ 

A. Ġstihbaratın Tanımı 

Ġstihbarat, insanlık tarihi boyunca varlığını sürdüren ve sürekli olarak evrilen 

bir bilgi toplama ve analiz süreci olarak tanımlanmaktadır. Bu süreç, baĢlangıçta 

falcılar ve din adamları gibi figürler aracılığıyla yürütülmüĢken, zamanla ajanlar, 

casuslar ve muhbirler gibi modern aktörlerin sahneye çıkmasıyla dönüĢüm 

geçirmiĢtir. Arapça “haber  kökünden türeyen istihbarat terimi, haber alma, duyma 

ve öğrenme anlamlarını taĢımaktadır (TDK, 2024). Modern anlamda ise istihbarat, 

bilgi toplumundaki köklü değiĢikliklerle birlikte yeni boyutlar kazanmıĢtır. 

Ġstihbarat, belirli bir kuruma, kiĢiye ya da devlete sunulmak üzere toplanan, 

tasnif edilen ve analiz edilen bilgi setlerini içermektedir. Bu süreç, genel bilgi 

toplama faaliyetlerinden farklı olarak, verilerin iĢlenmesi ve yorumlanmasını da 

kapsamaktadır. Türkiye'de yasal olarak faaliyet gösteren Millî Ġstihbarat TeĢkilâtı 

(MĠT), istihbaratı “devletin belirlediği ihtiyaçlara göre toplanan haber, bilgi ve 

belgelerin analizi, işlenmesi ve değerlendirilmesi süreçlerinin tamamı  olarak 

tanımlamaktadır (MĠT, 2024). 

Ġstihbaratın tanımı, yeni aktörler ve disiplinlerin katılımıyla geniĢlemiĢ, farklı 

bakıĢ açıları ve analiz yöntemleri ile zenginleĢmiĢtir. Sun Tzu, “Başarılı bir iktidar 

ve akıllı bir komutanın rakiplerini yenip başarılar kazanmasını sağlayan etmen, ön 

bilgidir” diyerek, istihbaratın stratejik önemine dikkat çekmektedir (Tzu, 2008: 196). 

Sherman Kent ise istihbaratı “bilgi ve organizasyon faaliyetlerinin tamamını içeren 

bir süreç” olarak tanımlamaktadır (Kent, 2003: 23). Bu bağlamda, istihbarat 

örgütlerinin ana görevi, doğru bilginin ilgili makamlara zamanında ulaĢtırılması 

olarak belirlenmiĢtir (Herman, 1996: 33). 

Özdağ (2011: 30) istihbaratı daha geniĢ bir perspektiften ele almakta ve bu 

süreci “açık, yarı açık veya gizli kaynaklardan elde edilen verilerin ulusal ve 

uluslararası politikaların gerçekleştirilmesi amacıyla sınıflandırılması, 
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karşılaştırılması ve analiz edilmesi” olarak tanımlarken; Acar (2011: 75) istihbaratın 

“devletin güvenliğini korumak ve sürekliliğini sağlamak amacıyla bilgiye hızlı bir 

şekilde ulaşılması ve bu bilginin kıymetlendirilmesi süreci  olduğunu ifade 

etmektedir. Yılmaz (2007: 77) ise istihbaratı yalnızca bilgi üretimi olarak değil, aynı 

zamanda psikolojik savaĢ, propaganda ve istihbarata karĢı koyma faaliyetlerini içeren 

geniĢ bir faaliyetler bütünü olarak değerlendirmektedir. Amerikan Merkezî Ġstihbarat 

TeĢkilatı (CIA) ise istihbaratı, “ABD politika yapıcıları tarafından verilen kararların 

öncesinde çevrede olup bitenleri bilmek ve önceden bilgi almak  olarak 

tanımlamaktadır (Agency, 1999: 8). 

Sonuç olarak, istihbarat, tanımlayan kiĢilerin algısı, eğitimi ve bakıĢ açısına 

göre değiĢen, ancak genel olarak bilginin toplanması, iĢlenmesi ve ilgili makamlara 

sunulması süreçlerini içeren bir faaliyet olarak öne çıkmaktadır. Günümüzde, küresel 

güç dengeleri ve yeni dünya düzeni ile istihbaratın tanımı ve kapsamı da geniĢlemiĢ, 

akademik dünyada da ilgi gören bir araĢtırma alanı haline gelmiĢtir. Özellikle dijital 

gözetleme mekanizmalarının yaygınlaĢması ile istihbarat çalıĢmaları, güvenlik ve 

demokrasi ekseninde daha da belirgin bir alan olarak dikkat çekmektedir. 

Ġstihbarat faaliyetleri, somut ve soyut bilgi, veri ve belgelerin değerlendirilip 

analiz edilmesi, stratejik planlamaların yapılmasına katkı sağlayacak bilgilerin 

toplanması ve bu bilgilere dayanarak kararlar alınmasını kapsayan bir süreç olarak 

tanımlanabilir (Çıtak, 2017: 62-63). Kaynak'a (2006: 25) göre ise “İstihbarat, örtülü 

bir faaliyet çeşidi olup aynı zamanda bir yanıltmaca ve zekâ oyunudur.  Ġstihbaratın 

bu yönü, onu politik bir kuvvet ve stratejik bir araç haline getirmektedir. 

B. Ġstihbaratın Tarihsel GeliĢimi  

Devletler tarih boyunca istihbaratı çeĢitli yöntemlerle kullanmıĢ ve bu alandaki 

baĢarının yönetimin sürekliliği açısından önemini vurgulamıĢtır. Ġnsanlık tarihiyle 

paralel olarak geliĢen istihbarat, enformasyon çağında yeni bir boyut kazanmıĢ ve 

ulusların kaderlerinde önemli bir unsur olarak yer almıĢtır. Gizemini yüzyıllar 

boyunca koruyan istihbarat, 1950'lerde akademik ilgi görmeye baĢlamıĢtır(Çıtak, 

2017: 87). “1955 yılında CIA bünyesinde kurulan ve ilk başkanlığını Sherman 

Kent‟in yapmasıyla istihbarat Çalışmaları Dergisi‟oluşturulmuştur” (Ford, 1980; 

Davis, 2002; Dujmovic, 2005: 1, akt. BeĢe ve Seren, 2011: 128-129).   
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Ġstihbaratçılık, dünyanın en eski mesleklerinden biri olarak (Herman: 116, akt. 

Özdağ, 2023: 37, Aydın, 2010: 23, Güner, 2023: 23) evrilmiĢ ve ülkelerin en iyi 

Ģekilde temsil edilebilecek nitelikli elemanları yetiĢtirmiĢtir. Devletler, iç ve dıĢ 

politikalarını güvence altına almak için nitelikli bir donanım oluĢturmuĢ ve stratejik 

hamle yetilerini geliĢtirmiĢtir. Bilgi gücünü elde tutmaya çalıĢan devletler, istihbarat 

ve istihbaratçılığı önemseyerek bu alanda çalıĢmalar yapmıĢlardır. “İstihbarat değişik 

nedenlerle yapılan bir ticarettir  ifadesi, istihbaratın çok boyutlu yönünü ve çıkarlar 

doğrultusunda yapılan bir faaliyet olduğunu göstermektedir (Treverteon vd.: 369, 

akt. Özdağ, 2023: 37). 

Ġstihbaratın tarihsel sürecine bakıldığında, bilinen ilk istihbarat faaliyetlerinin 

yaklaĢık beĢ bin yıl önce Eski Mısır Kralı Tutmosis tarafından baĢlatıldığı 

söylenebilir. Kral, Yafa Ģehrini gözetlemek için casuslarını un çuvallarına 

yerleĢtirmiĢtir (Volkman, 2004: 8, akt. Yılmaz, 2009: 21). Eski Mısırlılar diplomatik 

ve askerî istihbarat konusunda oldukça ileri düzeyde bilgiye sahipken, Eski 

Yunanlılar da istihbarat amaçlı farklı kurumlar oluĢturmuĢlardır. Örneğin Proxenia 

ajanları üst tabaka vatandaĢlarla ilgili bilgi toplar ve gerekirse suikast 

düzenleyebilirlerdi (Yılmaz, 2009: 21). 

Haber alma ve ulaĢtırma yöntemlerinin zamanla geliĢmesi, istihbarat 

faaliyetlerinin verimli sonuçlar elde etmesini kolaylaĢtırmıĢtır. Veri ve istihbarat 

faaliyetleri, bilgi ve enformasyonun toplanması ve etkili iletiĢim kanallarıyla 

dağıtılmasını içermektedir. Bu bağlamda, kodlama ve Ģifreleme yöntemleri de 

geliĢtirilmiĢtir. En ilkel Ģifreleme yöntemlerinden biri, içi oyulmuĢ ağaç sopaların 

içine konulan yazılar olarak ifade edilmektedir. Bu yöntemin ilk mucidinin Büyük 

Ġskender olduğu söylenmektedir (Innes, 1966: 9-12, akt. Yılmaz, 2009: 22). 

Enformasyon çağı ve değiĢen diplomatik iliĢkilerle istihbarat, ilkel yöntemlerden 

arınarak daha sistematik bir düzen içinde geliĢmiĢtir. 

Çin'in askerî istihbarat baĢarısı tarih boyunca önem arz etmiĢ ve günümüzde 

ders kitaplarında yer almıĢtır (Sawyer, 2007: 38, akt. Yılmaz, 2009: 22). Çin 

kültüründe, hız, gizlilik ve minimum güç kullanımıyla stratejik bir Doğu geleneği 

sunan yedi klasik eser bulunmaktadır. Bunlardan biri olan Sun Tzu'nun MÖ 520 

yılında yazdığı “SavaĢ Sanatı  adlı eserinde, savaĢ kazanmanın iyi bir istihbaratla 

mümkün olduğu vurgulanmıĢtır (Tzu, 2008: 196, akt. Yılmaz, 2009: 22). Çin 

istihbaratı, tarih boyunca Türkler üzerine yoğunlaĢmıĢ ve bu iki milletin millî 
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kimliklerini değiĢtirmeden sürdürmelerine yardımcı olmuĢtur (Özkan, 2003: 23, akt. 

Özdağ, 2023: 40). Türklere yönelik toplama faaliyetleri, sosyo-kültürel, ekonomik, 

askerî ve coğrafi bilgileri detaylı Ģekilde sunarak savaĢlarda büyük fayda sağlamıĢtır 

(Çıtak, 2017: 88-89). GeçmiĢte Çin'in içe dönük politikası ve az geliĢmiĢlik sorunu 

nedeniyle istihbaratı yeterince ele alınmamıĢken, günümüzde Çin enformasyon 

çağında ve teknolojideki gereklilikleri etkin bir Ģekilde kullanmayı baĢarmıĢtır 

(Feakin, 2013: 1, akt. Çelik, 2017: 69). Modern dönemde, Çin’in istihbarat yapısı, 

ekonomik ve diplomatik güç kapasitesinin artıĢıyla dikkat çekmiĢ (Stratfor, 2010: 2, 

akt. Çelik, 2017: 70) ve çeĢitli organlar aracılığıyla yönetilmektedir (Stratfor, 2010: 4 

akt. Çelik, 2017: 70).  

Modern devletlerin geliĢimi ve yaĢanan dönüĢümler, istihbarat ve güvenlik 

yapılarına yönelik sistematik kurumsal yapılanmaları zorunlu kılmıĢtır (Özdağ, 2023: 

45). XIX. yüzyıl boyunca yaĢanan büyük dönüĢümler, ideolojiler ve modern devlete 

geçiĢ süreci, güvenlik ve istihbarat anlayıĢını geliĢtirmiĢtir. Fransız Devrimi sonrası 

ulus devletlerin ortaya çıkıĢıyla devletlerin kurumsallaĢması güvenlik ve istihbarat 

anlayıĢını sürekli bir yapı hâline getirmiĢtir (Volkman, 1995: 14, Herman, 1996: 12, 

akt. Çıtak, 2017: 89). Modern istihbarat faaliyetlerinin kurumsallaĢması, modern 

devletin tarih sahnesine çıkmasıyla paralel bir geliĢme göstermiĢtir (Özdağ, 2023: 

45) 

1850’lerden Birinci Dünya SavaĢı’na kadar olan süreç, geleneksel insan 

istihbaratı ve espiyonaj faaliyetlerini merkezine almıĢtır. SavaĢın baĢlamasıyla 

birlikte geleneksel istihbarat toplama tekniklerinin yetersiz olduğu ve istihbarat 

servislerinin gerekli bilgi gereksinimlerini karĢılayamadığı görülmüĢtür (Özdağ, 

2011: 46). Ġngiltere’nin ilk modern istihbarat örgütleri, 1877 yılında Askerî Ġstihbarat 

Dairesi ve Deniz Ġstihbarat Dairesi olarak kurulmuĢtur (Özdağ, 2008: 49, akt. Güner, 

2023: 24). Birinci Dünya SavaĢı sonrasında yaĢanan sömürgeci faaliyetler, Sanayi 

Devrimi’nin modernizm değerlerinin toplumsal dönüĢümlerde yarattığı krizler ve 

ĢehirleĢmenin artması sonucu güvenlik kaygıları çok boyutlu istihbarat faaliyetlerinin 

geliĢmesine neden olmuĢtur (Güner, 2023: 24-25). Modern devletlerin iç güvenlik 

sorunları da ortaya çıkmıĢ ve istihbarat ile güvenlik, dıĢ ve iç tehdit algısı olarak iki 

koldan geliĢmiĢtir. 

Birinci Dünya SavaĢı, istihbarat faaliyetlerinin dönüm noktalarından biri olup 

savaĢ sonrasında istihbarat yeni bir boyut kazanmıĢtır. Bu savaĢın etkileri, 
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Uluslararası Ġstihbarat Topluluğu’nun oluĢturulmasında önemli rol oynamıĢtır. Ġkinci 

Dünya SavaĢı, daha önceki savaĢlardan farklı olarak, bilimsel ve teknolojik 

geliĢmelerin etkisiyle birçok yeniliğe ve kurumsal yapılanmalara ev sahipliği 

yapmıĢtır (Gehlen, 1999: 31 vd., akt. Özdağ, 2011: 78). Ġkinci Dünya SavaĢı’nda, 

çeĢitli savaĢ stratejileri ve teknolojik yenilikler istihbarat alanında önemli değiĢimlere 

neden olmuĢtur. Özellikle Ģifreleme teknolojisi, havadan ve uydu yoluyla veri 

toplama, iletiĢim yöntemleri, dijital gözetim gibi unsurlar bu dönemde öne çıkmıĢtır. 

Günümüz dünyasında istihbarat, yalnızca askeri ve güvenlik alanlarıyla sınırlı 

kalmayıp aynı zamanda ekonomik, politik, teknolojik ve kültürel alanlarda da önemli 

bir yer edinmiĢtir. Modern istihbarat, yapay zekâ, büyük veri analizi, siber güvenlik 

ve elektronik gözetim gibi alanlarda da geliĢmeler kaydetmiĢtir (Çıtak, 2017: 62-63). 

Bu geliĢmeler, istihbaratın devletlerin ulusal güvenliğini sağlama noktasında nasıl bir 

rol oynadığını ve uluslararası iliĢkilerdeki önemini ortaya koymaktadır. Sonuç 

olarak, istihbaratın tarihsel süreci, bilgi toplama ve yönetme gereksinimlerinin 

geliĢim sürecini yansıtmakta ve günümüz dünyasında devam eden yeniliklerle sürekli 

evrim geçirmektedir  

C. Ġstihbarat Çarkı 

Ġstihbarat çarkı, istihbarat faaliyetlerinin sistematik ve organize bir biçimde 

yürütülmesini sağlayan, birbirini takip eden aĢamalardan oluĢan bir süreçtir. Bu 

süreç, istihbarat bilgilerini toplama, tasnif etme, analiz etme, raporlama, arĢivleme ve 

gerektiğinde geri bildirim alma gibi temel adımları içermektedir (Seren, 2021: 249). 

Ġstihbarat çarkının geliĢimi, tarihsel bir arka plana dayanmaktadır. Ġkinci 

Dünya SavaĢı sırasında askerî alanda oluĢturulan muharebe öğretileri, istihbarat 

çarkının oluĢmasına önemli katkılar sağlamıĢtır. Bu dönemde, istihbaratın etkin bir 

biçimde kullanılması, savaĢ stratejilerinin baĢarısını doğrudan etkilemiĢtir. Ġstihbarat 

çarkı, yalnızca bilgi toplama değil, aynı zamanda stratejik karar alma süreçlerinde de 

kritik bir rol üstlenmektedir (Aras, ToktaĢ ve Kurt, 2010, akt.. Kavırsacı ve 

DemiĢbaĢ, 2020: 703).  

Ġstihbarat çarkının tarihsel geliĢimi ve askeri doktrinlerdeki yeri, özellikle 20. 

yüzyılın ortalarından itibaren belirginleĢmiĢtir.  

Bu bağlamda, istihbarat çarkının kökenine dair önemli bir bilgi Ģu Ģekildedir:  
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“1926 yılına kadar askerî istihbarat subaylarına taktik muhabere istihbaratının dört 

işlevinin; ihtiyaçlar, toplama, kullanma (analiz dâhil) ve dağıtım olduğu söylenir ama 

„istihbarat çarkı‟ diye bir tanım kullanılmazdı. İstihbarat çarkının orijini, 1940‟lı yıllarda ABD 

ordusunun muhabere istihbaratı doktrinini geliştirmesi için sosyal bilimlerde askerî eğitim 

programlarına yapılan katkılardan doğdu. Terim olarak „istihbarat çarkı‟ ilk defa ABD‟deki 

Merchurst Üniversitesinden Kristan Wheaton‟un 1948 yılında iki yarbay ile birlikte 

yayımladığı Komutanlar için İstihbarat (Intelligence for Commanders) kitabı ile ortaya çıktı” 

(K.J.Wheaton, 2011, akt. Yılmaz, 2022: 117).  

1940’lı yıllarda geliĢtirilen istihbarat çarkı modeli, özellikle Ġkinci Dünya 

SavaĢı sırasında askerler ve askerî stratejistler için büyük önem taĢıyan bir araç 

hâline gelmiĢtir. Bu model, askerî operasyonların planlanması, yürütülmesi ve 

baĢarıyla sonuçlandırılması için kritik bilgiler sağlayarak savaĢın gidiĢatını 

etkilemiĢtir. Kısaca, istihbarat çarkı, istihbarat verilerinin hangi aĢamalardan geçerek 

istihbarat bilgisi hâline geldiğini gösteren bir süreçtir. 

“Farklı şekillerde ifade edilse de planlama, toplama, tasnif, değerlendirme ve 

dağıtım-yönlendirme gibi aşamalar, istihbarat oluşumundaki ortak noktalar’’ olarak 

görülmektedir. Ġlk zamanlarda basit aĢamalardan oluĢan bu süreç, istihbarat 

dünyasındaki yeni geliĢmelerle birlikte yeni bir boyut kazanmıĢtır. Ġstihbarat çarkının 

aĢamalarında karĢılıklı etkileĢim ve yeni bulgular çerçevesinde kendini yenileyen bir 

yapı haline gelmiĢtir. Bu yönüyle istihbarat çarkı, istihbaratın her yönüyle analizinin 

yapılması açısından oldukça önemlidir (Badia vd., 2008: 216, akt. Çıtak, 2017: 71). 

Görev odaklı istihbarat desteğinin sağlanması için oluĢturulan prosedürel bir 

çerçeve niteliğindeki istihbarat çarkı, belirli bir amaca hizmet eden esnek bir araçtır. 

Katı bir prosedür serisi olarak değil, ihtiyaçlara göre biçimlendirilebilen bir model 

olarak kullanılmaktadır. Bu çerçevede, istihbarat çarkının klasik biçimi ve süreçleri 

ġekil 1’de gösterilmiĢtir:  

 

ġekil 1 Klasik Ġstihbarat Çarkı (Clark, 2016, akt. Küçükyılmaz ve Çolak, 2022: 101) 
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Klasik istihbarat çarkının ilk aĢaması olan ihtiyaçların tespit edilmesi, 

istihbarata katkıda bulunması beklenen politikaları, konuları veya alanları 

tanımlamak ya da bu faktörlerin önceliklerini belirlemek anlamına gelmektedir 

(Lowenthall, 2009, akt. Küçükyılmaz vd., 2022: 101). Ġstihbarat çarkı, istihbarat 

toplama ve analiz süreçlerini düzenleyen bir dizi aĢamadan oluĢmakta; bu aĢamalar, 

doğru ve etkili bilgi elde etmeyi ve bu bilgiyi kullanılabilir hâle getirip istihbari bilgi 

üretmeyi amaç edinmektedir. 

Ġstihbarat çarkının ana aĢamaları aĢağıda belirtilmiĢtir:  

a. Planlama ve Yönlendirme (Planning and Direction): Ġhtiyaç duyulan 

istihbaratın belirlenmesi, istihbarat faaliyetlerinin planlanması ile yönetim ve 

organizasyonunu kapsamaktadır. “İstihbarat ürününün müşterileri, ulusal güvenlik 

istihbaratı için politika yapıcılarıdır’’. Bu kiĢiler, belirli bir konu ya da hedef için 

istihbarat talebinde bulunurlar (Yılmaz, 2022: 117). Yönlendirme ilkesi 

doğrultusunda, bu aĢamada hizmet süreçlerindeki ilgili ihtiyaçları gidermeyi 

sağlayacak birimlere görev dağılımları gerçekleĢtirilmektedir (Küçükyılmaz ve 

Çolak, 2022: 104). 

b. Toplama (Collection): Gerekli bilgilerin, insan istihbaratı (HUMINT), 

sinyal istihbaratı (SIGINT), görsel istihbarat (IMINT) gibi metotlar kullanılarak elde 

edildiği yöntemlerdir. “Bu aşamada istihbarat ürünü üretmek için gerekli olan ham 

bilgiye ulaşılı.” (Yılmaz, 2007: 118).  

c. ĠĢleme ve Sömürme (Processing and Exploitation): Toplanan ham 

verilerin iĢlenmesi, kullanılabilir bilgiye dönüĢtürülmesi ve bilgilerin doğrulanması 

ile düzenlenmesi bu aĢamanın temelini oluĢturur. Açık ve gizli yollardan toplanan 

bilgi, doğrudan istihbarat olarak kabul edilmez. Ham bilgi, iĢleme ve analiz 

aĢamalarından geçtikten sonra istihbarat niteliğine kavuĢmaktadır. Bazı bilim 

insanları, iĢleme ve analiz aĢamalarını birleĢtirmektedir (Yılmaz, 2007: 118). 

ĠĢleme aĢaması, ham bilginin analiz edilmek üzere çeĢitli tekniklerle filtrelenip 

hazırlandığı bir ön analitik safhadır. Bu aĢamada uygulanan teknikler arasında 

ĢifrelenmiĢ bilginin çözümü, dil çevirisi ve verinin arındırılması veya azaltılması 

süreci yer almaktadır. Bu süreçler, ham bilginin daha anlamlı ve kullanıma hazır bir 

hâle getirilmesiyle nihai istihbarat ürününe dönüĢmesine katkı (Yılmaz, 2007: 118). 
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d. Analiz ve Üretim (Analysis and Production): ĠĢlenmiĢ bilgilerin analiz 

edilmesi, bu bilgilerin anlamlı bir rapor hâline getirilmesi sürecidir. Bu aĢama, 

istihbarat ürünlerinin oluĢturulması ve değerlendirilmesinde kritik bir rol 

oynamaktadır. Analiz sürecinde, toplanan verilerin anlamlı bir Ģekilde bir araya 

getirilmesi, yorumlanması ve sonuçların net bir Ģekilde ifade edilmesi 

sağlanmaktadır (Yılmaz, 2007: 118). 

Milli istihbarat teĢkilatının da kullanıdığı klasik istihbarat çarkını Sherman 

Kent dağıtım ve değerlendirme süreci olarak altıya bölmektedir. Sherman Kent 

yukarıda belirtilen istihbarat çarkı safhalarına dağıtım ve değerlendirme süreçlerini 

de dahil etmiĢtir (Kent, 2003: 11, akt. Biçer, 2017: 453-454). 

e. Dağıtım ve Yayma (Dissemination and Integration): Analiz edilen 

istihbaratın, ilgili birimlere ve karar vericilere iletilmesi bu aĢamanın temelini 

oluĢturur. Bilgilerin zamanında ve doğru bir Ģekilde aktarılması, dağıtım ve yayma 

süreci olarak değerlendirilmektedir. Bu süreç, belirlenen istihbarat prosedürlerinin 

ilkelerine uygun bir biçimde, genellikle gizli ve ĢifrelenmiĢ yöntemlerle 

gerçekleĢtirilmektedir (Yılmaz, 2007: 118). 

   f. Değerlendirme ve Geri Bildirim: Ġstihbarat süreçlerinin ve ürünlerinin 

etkinliğinin değerlendirilmesi, süreçlerdeki eksikliklerin belirlenmesi ve iyileĢtirme 

önerileri geliĢtirilmesi bu aĢamanın amacını oluĢturmaktadır. Bu geri bildirim 

mekanizması, karar mercinin varsayımları dayandıracak bilgiye ihtiyaç duymaları 

halinde istihbarat çarkının sürekli olarak tetiklenecek ve geliĢtirilmesine katkı 

sağlayacaktır (Yılmaz,2022: 119). 

Ġstihbarat çarkı, sivil ve askerî istihbarat birimleri için evrensel olarak geçerli 

bir model olmamaktadır. Farklı istihbarat faaliyetleri (örneğin örtülü operasyonlar, 

kriminal istihbarat, siber istihbarat) kendi konularına ve amaçlarına göre değiĢkenlik 

göstermektedir(Seren, 2021: 251). 

Ġstihbarat çarkı sabit bir model olmaktan ziyade, her bir istihbarat faaliyetine 

özgü gereksinimlere uyacak Ģekilde esneklik göstermesi gereken bir çerçeve 

sunmaktadır. Örneğin MĠT dört aĢamalı bir istihbarat çarkı kullanırken, Federal 

Bureau of Investigation (FBI) istihbarat süreçlerini altı safhada ele almaktadır. Bu 

farklılık, her iki kurumun kendi operasyonel gereksinimlerine ve stratejik hedeflerine 
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uygun olarak istihbarat toplama ve analiz süreçlerinin nasıl yapılandırıldığını 

yansıtmaktadır (Johnston, 2005: 45-46, akt. Seren, 2021: 251). 

 

ġekil 2 FBI Ġstihbarat Çarkı Modeli (Seren, 2021: 253)  

FBI istihbarat çarkı, ulusal güvenlik ve suç soruĢturmaları çerçevesinde gerekli 

istihbaratın toplanması, iĢlenmesi, analiz edilmesi ve dağıtılması süreçlerini 

kapsayan bir modeldir. Bu model sayesinde FBI, çeĢitli istihbarat kaynakları ve 

yöntemleri kullanarak etkili ve zamanında bilgi sağlamayı amaçlamaktadır. 

 

ġekil 3 MĠT Klasik Ġstihbarat Çarkı (MĠT, 2024) 

ġekil 2 ve ġekil 3, iki farklı yaklaĢımı temsil etmektedir. Bu yaklaĢımlar, MĠT 

ve FBI gibi kurumların kendi performans ve faaliyet düzeylerine uygun Ģekilde 

istihbarat süreçlerini optimize etmelerine olanak tanımaktadır. MĠT’in dört aĢamalı 

dağıtım modeli, daha basit ve doğrudan bir yaklaĢım sunarken, FBI’ın altı aĢamalı 

modeli, daha geniĢ ve kapsamlı bir analiz olanağı sağlamaktadır. Bu esneklik, her iki 

teĢkilatın karĢılaĢtıkları çeĢitli tehditlere ve değiĢken durumlara etkin bir yanıt 

vermelerini kolaylaĢtırmaktadır. 
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Doğru ve zamanında gerçekleĢtirilen istihbarat, karar vericilerin bilinçli ve 

stratejik kararlar alabilmeleri için kritik öneme sahiptir (Chapter, 2003, akt. Seren, 

2021: 251-255). 

Doğru zamanda iletilen istihbarat, operasyonel baĢarının yanı sıra ulusal güvenliğin 

sağlanması ve sürdürülmesi açısından da kritik bir rol oynamaktadır  

Çizelge 1 Kaynağın Güvenirliği ve Bilginin Doğruluğu Derecelendirmesi  

 

Kaynak: Handbook, 2009, akt. Yılmaz, 2022: 119) 

Ġstihbarat süreci, yeni verilerin toplanması ve bu verilerin tasnif edilip 

karĢılaĢtırılması sonucunda istenilen bilgilere ulaĢmayı amaçlayan bir haber iĢleme 

süreci olarak tanımlanmaktadır. Yukarıda belirtilen tabloda, haberin güvenilirlik 

ölçütünü sayısal bir değere indirgeyerek yorumlamaya yönelik bir yaklaĢım 

sunulmaktadır. Bu sürecin etkin bir Ģekilde iĢleyebilmesi için toplanan bilgi, veri ve 

malumatların analistler tarafından istihbarat çarkının aĢamaları çerçevesinde 

değerlendirilmesi gerekmektedir (Yılmaz, 2022: 119) 

Diğer taraftan beĢ aĢamalı istihbarat çarkı perspektifinden verinin istihbarata 

dönüĢtürülme sürecindeki aĢamalar ise Ģu Ģekildedir:  

“İlk aşamada istihbaratçı veriyi bulur, verinin kendisini ve kaynakları tanımlar. İkinci 

aşamada elde edilen verileri analiz eder, eksiklerini tamamlar ve önemlerini belirler ki belirli 

istihbarat çarkında ise bir fenomenin kanıtı hâline getirebilsin. Üçüncü aşamada elde edilen 

bilgiyi tutarlı bir hipotez hâline getirerek öngörüler oluşturur ve dördüncü aşamada bunun 

için kanıtları toplar ve maliyet hesabı yaparak değişimlerin kârlılığını ortaya çıkartır. Son 

aşamada ise istihbaratçı, raporu çıkartarak karar alıcının önüne koyar. Burada raporun 

hazırlanmasına daha fazla vurgu yaparak raporun içeriğinde belirlenen hedefin tanımlanması 

ve hedefin elde edilebilmesi için gerekli amaçların bulunması, dipnotlar ile açıklanması, 
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istihbarat analizinin sonuçları, alınması gerektiği önerilen önlemlerin bulunması, metot ve 

konu hakkındaki son görüşlerin bulunması gerekmekte” (Bartes,2013: 283-288, akt.Berk ve 

Sarı, 2021: 8).  

BeĢ aĢamalı istihbarat çarkının sistematik bir yapıya sahip olması, istihbarat 

sürecinin daha açık ve anlaĢılır bir Ģekilde yürütülmesine önemli katkı sağlamaktadır. 

Bu sistematik yapı, sürecin her aĢamasının belirli ve net adımlarla ilerlemesi için 

gerekli bilgileri sunmaktadır. Böylece, sürecin birleĢtirilmesi ve kurumlaĢma 

gereksinimleri daha rahat bir Ģekilde karĢılanmaktadır. 

“Altı aşamalı istihbarat çarkı ile aslında geleneksel istihbarat çarkına ek 

olarak değerlendirme ve geribildirim safhaları ayrı birer safha olarak eklenmiştir ve 

uygulanabilir bir konsept olarak görülmektedir‟‟(Berk ve Sarı 2022: 73). Bu 

istihbarat çarkının öncekilerine göre değerlendirme ve geri istihbarat süreçlerini 

sistematik ve koordineli bir Ģekilde ele alarak, doğru ve zamanında bilginin 

kullanılmasını amaçlayan bir model olarak tanımlanmaktadır. Bu model, planlama ve 

yönlendirme, toplama, iĢleme ve kıymetlendirme, analiz ve üretim, sunma ve 

entegrasyon, değerlendirme ve geri bildirim olmak üzere altı ana aĢamadan 

oluĢmaktadır (Berk ve Sarı 2022: 72). 

Altı aĢamalı istihbarat çarkı, veri tabanının sistematik ve etkili bir Ģekilde 

iĢlemesini sağlamaktadır. Planlama ve yönlendirme ile baĢlayan süreç; bilgi toplama, 

iĢleme ve kıymetlendirme, analiz ve üretim, dağıtım ve entegrasyon bölümlerinin 

değerlendirme ve geri bildirim ile tamamlanarak, doğru ve zamanında verilen 

bilginin önemini artırmaktadır. 

Yeni küresel aktörlerin ortaya çıkması ile günümüzde istihbarat çarkının, 

istihbarat faaliyetleri için yeterli bir model olup olmadığı tartıĢılmaktadır. Julian 

Richards’a göre istihbarat çarkı “Soğuk Savaş Dönemi‟nde tek ve yavaş hareket eden 

bir tehdit olan Sovyetler birliği‟ne karşı işe yaramıştır; ancak günümüzün post-

modern zorluklarına cevap verememektedir  (Richards, 2003: 43, akt. Yılmaz, 2022: 

125). Sanat ve mimari alanlarında baĢlayan post-modern geliĢmeler, bilgi çağının 

ilerlemesiyle birlikte küresel ölçekte yeni aktörleri de beraberinde getirmiĢtir. Bu 

durum, yeni güvenlik tehditlerinin de ortaya çıkmasına neden olmuĢtur. Klasik 

istihbarat çarkının yetersiz kaldığı ve yeni güncellemelerin elzem olduğu 

belirtilmektedir. 

Ġstihbarat çarkını daha net anlamak amacıyla Ģu örneği vermek uygun olacaktır:  
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“Örneğin bir bölücü terör örgütünün X liderinin ülkeye bir noktadan giriş yaptığı ve bu 

kişinin genelde büyük şehirlerde eylem yaptığı istihbaratı alınmıştır. Bu teröristin kullandığı en 

yaygın bomba da C4 patlayıcılarıdır ve genelde halkın çok olduğu alışveriş merkezlerinde 

eylem yaptığı da bilinmektedir. Bahse konu teröristin ülkeye giriş yaptığı aynı zaman diliminde 

bu tür patlayıcıların da ülke sınırlarından içeriye sokulduğu bilgisi gelmiştir. İstihbarat 

analistleri, elde bulunan bir kısım bilgileri de analize dâhil ettiklerinde ortaya şöyle bir (kısa) 

analiz ve rapor çıkmaktadır: X teröristi yakın zamanda veya bugünlerde özellikle İstanbul ve 

Ankara‟da bulunan AVM‟lerde tesir gücü yüksek olan bombalı eylem(ler) yapacaktır. Tam 

karar vericilere rapor edileceği bir aşamada yeni bir bilgi geliyor ve C4 patlayıcılarının 

bölücü değil de dinî motifli bir terör örgütü elemanı tarafından devlet yetkililerine karşı 

kullanılacağı öğreniliyor. Rapor edilme aşamasında iken en son elde edilen bilgi, analizin 

sonucunu ve geçerliğini tamamen etkisiz hâle getirmiştir. Aşamaları tekrar göz önüne 

getirdiğimizde raporlama en son aşamalardan olmasına rağmen bilgi toplama aşamasından 

direkt gelen bir bilgi her şeyi değiştirebilmektedir. Böyle bir durumda analiz aşamasından 

bilgi toplamaya geri dönüş olabilir ve açıklanamayan durumlar için belirli bir kısım bilgiler 

istenebilir veya o bilgilerin araştırılması ve bulunmaya çalışılması talep edilebilir. Başka bir 

açıdan, gelen ve derlenen bilgiler büyük resmin tamamını okumaya yeterli olmadığında önceki 

aşamalara geri dönerek bilgi toplayıcılardan, açıklanamayan kısımlara ait (yönlendirici veya 

spesifik) bilgi istenebilir” (Gül, 2015: 11). 

Bu senaryo, istihbarat analitiği olarak ele alındığında, bilgilerin doğruluğu ve 

devamlılığı önem arz etmektedir. Raporlama ve portföy analiz aĢamalarına geri 

dönerek ek bilgi toplanması, vakanın doğru sonuçlanması aĢamasında kritik rol 

oynamaktadır. Sistematik ve net bir Ģekilde ele almak için istihbarat çarkının 

aĢamaları çerçevesinde atılabilecek adımlar her aĢamada anlatılmıĢtır. 

D. Seviyelerine Göre Ġstihbarat 

1. Stratejik Ġstihbarat 

“Strateji kavramı, eski Yunancada „strategos‟ kelimesinden türemiş olup „stratos= 

ordu, ego=liderlik‟ kelimelerinin birleşimidir. Kavram, modern anlamıyla ilk kez 1779 yılında 

Fransız general ve askerî literatürde önemli bir yeri olan ve Yedi Yıl Savaşları‟nın birçok 

askerî seferine katılan Kont Jacques de Guibert (1743-1790) tarafından kullanılmış olup geniş 

çaplı orduların yönetilmesi anlamına gelmektedir” (Goldman, 2006: 83, akt. Koca, 2019: 5).  

Stratejik istihbarat kavramı, Sherman Kent’in Amerikan DıĢ Politikası ve 

Ġstihbarat adlı eseri ile literatüre kazandırılmıĢtır. Eserde stratejik istihbarat 

“Devletler için kritik bir öneme sahip olan stratejik istihbarat; uzun vadeli hedeflere 

ulaşmak amacıyla bilgi ve veri toplama, analiz etme ve kullanma sürecinin tamamını 

kapsamaktadır.  Ģeklinde tanımlanmıĢtır. Bir diğer tanım ise Ģu Ģekildedir: “Stratejik 

istihbarat, güvenlik politikalarının geliştirilmesi ve uygulanmasında yakın veya 

muhtemel önemi bulunan yabancı ulusların veya bölgelerin bir ya da birden fazla 

yönü ile ilgili sürekli ve yeterli istihbarat teminidir  (Yılmaz, 2022: 141). 
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Bu tanımlardan yola çıkarak stratejik istihbarat; hedefe ulaĢmak amacıyla 

istihbarat toplama yöntemleri sonucunda elde edilen bilgi ve verilerin analistler 

tarafından kıymetlendirilerek faaliyete geçirilmesi sürecidir. Bu süreçte, hedef 

ülkenin en kritik alanlarına sızmak ve önemli hamleleri yapmak maksadıyla gerekli 

olan bilgileri edinmek için farklı ve etkin bakıĢ açıları geliĢtirilmesi gerekmektedir. 

Bu süreç, belirli aĢamalar zinciri ile devam etmektedir ve bu zincirin halkaları 

stratejik, taktiksel ve operasyonel bir ağ ile hareket etmektedir. 

Sherman Kent’in yorumuyla “Stratejik istihbarat verisinin büyük bir kısmı açık kaynak 

istihbaratında temin edilmektedir‟‟ (Kent,1951, akt. Gül, 2014: 86)Teknolojinin geliĢmesi 

ve bilgiye küresel ölçekte ulaĢmanın en kolay yöntemi olan internet uygulamalarının 

yaygınlaĢmasıyla açık kaynak verisinin takibi daha kolay ve maliyetsiz bir hale 

gelmiĢtir. 

2. Taktik Ġstihbaratı  

Taktik istihbarat, muharebe sahasında kullanılan ve harekâtı icra eden karar 

alıcıların, hedefi tanıma ve anlama süreçlerini desteklemek amacıyla yapılan 

planlama faaliyetlerini kapsamaktadır.Askerî ve güvenlik operasyonlarında kısa 

vadeli ve doğrudan harekete geçme amaçlı bilgi toplama ve analiz etme sürecini 

ifade etmektedir. Bu tür istihbarat, sahadaki birliklere anında ve kesin bilgi 

sağlayarak, onların etkin ve güvenli bir Ģekilde hareket etmelerini mümkün 

kılmaktadır. Taktik istihbaratın temel unsurları, gözlem ve keĢif ile elektronik 

istihbarattır (www.lop.parı.gc.ca/content/lop/researchpublication, akt. Seren, 2021: 

271-272).  

Liderlik mücadelesi, insanlık tarihi kadar eski olup bu uğurda birçok savaĢ 

yaĢanmıĢtır. Eski zamanlarda fiziksel güç unsurları kullanılarak yürütülen bu 

mücadeleler, bilgi çağının ilerlemesiyle yerini veri ve iletiĢim üzerindeki denetime 

bırakmıĢtır. Bu durum, ülkeler arası güvenlik ve istihbarat mücadelesinde yeni 

değiĢkenlerin ortaya çıkmasına neden olmuĢtur. Hedef ülkclerelerin ve toplumların 

sosyolojik, kültürel, ekonomik ve askerî gibi birçok alanda izlenerek, yeni 

yöntemlerin geliĢtirilmesi amacıyla bilgi setleri oluĢturulmakta ve yeni savunma 

stratejileri geliĢtirilmektedir (Connable, 2012: 19 vd., akt. Yılmaz, 2022: 167-168). 

Bu bağlamda, istihbarat süreci geniĢ bir yelpazede uzmanlık gerektiren farklı 

profesyonellerin bir arada çalıĢmasını içermektedir denilebilir.  

http://www.lop.parı.gc.ca/content/lop/researchpublication
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3. Operasyonel Ġstihbarat 

Operasyonel istihbarat, operasyonun baĢarılı olması amacıyla hedef ülkenin 

yeterliliklerine, imkân ve kabiliyetlerine odaklanarak, bu imkân ve kabiliyetlerin 

nerede, ne zaman, nasıl ve kiminle gerçekleĢtirileceğini tespit etmeye dayanmaktadır. 

Bu süreçte, farklı istihbarat yöntemlerinin bir arada kullanılmasına özen 

gösterilmektedir. Operasyonel istihbaratta, farklı birimlerin koordine bir Ģekilde 

hareket etmesi, istihbarat faaliyetlerinin interdisipliner karakterini yansıtmaktadır. Bu 

çok yönlü operasyon birimlerinin ortak çalıĢması, operasyonun baĢarı oranını 

artırmaktadır (Çınar, 2014: 76-77, akt. Seren, 2021: 272). 

Operasyon alanındaki hazırlıkların yapılması, gerekli ve muhtemel acil durum 

koordinasyonunun sağlanması gibi süreçler, koruyucu, önleyici ve yapıcı durumları 

desteklemektedir. Operasyonel istihbaratın en önemli kriterleri Ģu Ģekilde 

sıralanmaktadır (Seren, 2021: 272):  

1.Hedefin sosyo-kültürel yönden analiz edilmesi, 

2. Hedefin biyografik taramasının yapılarak biyografi istihbaratı ile ilgili 

bilgi kazanılması (kiĢisel özellikleri, eğilimleri vb.), 

3. Ekonomik ve politik durum değerlendirmesinin yapılması, 

4. Askerî imkân ve niyetlerinin analiz edilmesi, 

5. Teknolojik ve endüstriyel kapasitelerinin incelenmesi ve gözlenmesi, 

6. Sahip oldukları istihbarat yapılanmaları ile ilgili bilgi toplanması. 

Bu kriterler, operasyonel istihbaratın baĢarılı olabilmesi için gerekli sorgulama 

ve faaliyet süreçlerini kapsamaktadır (Seren, 2021; Yılmaz, 2022). 

Yukarıdaki tanımlardan anlaĢılacağı üzere, stratejik, taktik ve operasyonel 

istihbarat seviyeleri, “operasyon öncesi istihbarat hazırlığı  sürecinde askerî 

operasyonların koordinasyonunu sağlamayı hedefleyen bir yaklaĢıma dayanmaktadır. 

Operasyon öncesi analiz ve değerlendirme safhaları, düĢmanı tanımayı ve taktik, 

stratejik ve operasyonel seviyede yürütülen faaliyetlerin, kendi alanı dıĢındaki 

durumları da etkileyebileceğini öngörmektedir (Seren, 2021: 274). 
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E. Ġstihbarat Toplama Yöntemleri 

Ġktidar mücadelesinde gerekli olan istihbarat faaliyetlerindeki eksikliklerin 

ortaya çıkmasıyla birlikte haber edinme ve bilgi alma gibi eylemler için yeni 

yöntemler geliĢtirilmiĢtir. Ġstihbarat faaliyeti, tarih boyunca âdeta bir satranç 

oyununda rakibini yenmek isteyen oyuncunun stratejik hamleler geliĢtirmesi gibi 

sistematik bir düzen içerisinde ilerlemiĢtir. Ġstihbarat, karĢılıklı süregelen mücadele 

ve yöntemler olarak değerlendirilebilir. Özünde gizlilik anlamı taĢıyan bu faaliyetler, 

düĢman ya da tehdit olarak algılanan yapılar hakkında bilgi edinmeyi 

amaçlamaktadır. Bu açıdan, istihbarat “veri, haber, bilgi ve belgelerin, kanuni ya da 

kanun dışı yollarla, hedefin bilgisi olmadan çeşitli yöntem ve tekniklerle 

toplanmasıdır  (Özdağ, 2011: 116). 

Tarihin ilk dönemlerinden bu yana en etkili kullanılan istihbarat türü olan insan 

istihbaratı (HUMINT), zaman içerisinde etkisini yitirmemiĢ, aksine teknoloji ve 

enformasyon teknolojileri ile birleĢerek multidisipliner bir kavrama dönüĢmüĢtür. 

Ġstihbarat, farklı alanların ortak çalıĢmaları ve dayanıĢması ile son hâlini alırken, 

kendi içinde de çeĢitlilik göstermektedir. ÇalıĢmanın bu bölümünde temel istihbarat 

çeĢitleri olan Ġnsan Ġstihbaratı (HUMINT), Açık Kaynak Ġstihbaratı (OSINT), 

Görüntü Ġstihbaratı (IMINT), Sinyal Ġstihbaratı (SIGINT) ve Teknik Ġstihbarat 

(TECHINT) gibi temel baĢlıklar ele alınacaktır (Yılmaz, 2022: 334-335). 

Bu istihbarat türleri, ayrı uzmanlık alanlarına sahip olup bu faaliyetleri 

yürütecek personel özel eğitim süreçlerinden geçerek görevlendirilmektedir. 

KurumsallaĢmıĢ istihbarat birimlerinde, istihbaratın türlerine göre uzmanlık 

departmanları bulunmaktadır.  

1. Ġnsan Ġstihbaratı (HUMINT) 

En eski mesleklerden biri olan casusluk, hiçbir kural tanımayan; duygu, inanç, 

ideal ve zaafların amaç doğrultusunda araç olarak kullanıldığı bir faaliyet alanıdır. 

Ġnsan istihbaratında kaynak, ajan, muhbir gibi vasıtalar aracılığıyla belirlenen hedef 

izlenmekte ve gerekli bilgiler toplanarak analiz için sunulmaktadır (Yılmaz, 2022: 

314). Ġstihbarat faaliyetlerinde “kaynak  ifadesi, temel olarak insan unsurlarını ifade 

etmektedir. Bu kavram, genellikle haber ve bilgi edinme aracı olarak da 

kullanılmaktadır. Ġnsan istihbaratı, insanlar aracılığıyla ve onlarla kurulan temaslar 

sonucunda elde edilen bilgiyi ifade etmektedir. 
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Ġnsan istihbaratı, istihbarat teĢkilatlarının yetiĢtirmiĢ olduğu profesyonel 

eğitimli personeli, ajanları, casusları, muhbirleri ve gizli soruĢturmacıları da bilgi 

kaynağı olarak kabul etmektedir (Urhal, 2008: 222). Bu bağlamda, istihbarat toplama 

sürecini yürüten kiĢilerin gizliliği hayati öneme sahiptir. Bu nedenle insan istihbaratı 

faaliyetinde bulunan kiĢilerin görünürde kurgusal meslekleri, sosyal iliĢkileri ve 

yaĢam biçimleri bulunmaktadır. Böylece, bu kiĢilerin kimlikleri ve faaliyetleri 

gizlenerek, hedef ülke ya da yapı içinde dikkat çekmeden bilgi toplama iĢlemleri 

gerçekleĢtirilmektedir.  

“Bir diğer ifade de ise insan istihbaratı en eski istihbarat toplama yöntemlerinden biri 

olup diplomasi tarihinin var olmasıyla birlikte diplomatların görevli oldukları ülkenin de 

bilgisi dâhilinde istihbarat edinme faaliyetlerine açık istihbarat denir. Kapalı istihbarat 

faaliyetleri ise hedefin bilgisi dışında gizli yapılan, bulunmuş olduğu ülkenin bilgisi dışındaki 

faaliyetlere denilmektedir” (irp.fas.org, 2024).
*
 

Açık istihbarat faaliyetlerinde ajanın kimliğinin tespiti hususunda, resmî 

görevli olması sebebiyle risk unsuru azdır. Ancak bu durum, kapalı istihbarat 

faaliyetlerinde yüksek riskler barındırmaktadır. Zira söz konusu kiĢinin hayatına son 

verilebileceği gibi yakalanması durumunda millî sırları ve çıkarları tehdit altına 

sokabilecek bir durumla karĢılaĢılabilir. Dolayısıyla insan istihbaratı faaliyetleri kimi 

zaman ölüm ve Ģiddet olaylarına yol açabilmektedir. Bu nedenle insan istihbaratı 

faaliyetlerinde gizlilik en önemli strateji olarak değerlendirilmektedir. Bu tür 

istihbarat faaliyetlerinde, casuslar farklı kimliklere bürünerek varlıklarını gizlemekte 

ve bilgileri toplama sürecinde bu kimlikleri kullanmaktadır. 

Ġnsan istihbaratı, veriyi toplayacak casusun sahadaki eylemleriyle doğrudan 

iletiĢime geçtiği kiĢilerden edindiği bilginin toplamını ifade etmektedir. Ġstihbarat 

teĢkilatları, bilgi edinmek için teorik ve pratik eğitim süreçlerini baĢarıyla geçmiĢ 

kiĢilerle birlikte belirli kriterler ekseninde bazı kiĢilerin zaaflarından faydalanarak 

bilgi toplamaktadır. Bu tür zaaflar, genellikle kumar, uyuĢturucu, kadına düĢkünlük, 

siyasal ve kiĢisel hırslar, maddi ve manevi beklentiler ile millî duyguların zayıflığı 

gibi unsurlar üzerinden değerlendirilmektedir (Yılmaz, 2022: 316). 

Ġnsan istihbaratı yapan kiĢi, bilgi kaynağından uzaktan (görünmeden) veri 

alabileceği gibi bazen de doğrudan iletiĢime geçerek bilgi toplayabilmektedir. 

                                                 

*
 Amerika Silahlı Kuvvetleri tarafından 2006 yılında yayımlanan FM 2-22.3 (FM34-52) Human 

Intelligence Collector Operations For Official Use Only ulaĢılabilir. 
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Özünde gizlilik teĢkil eden bu istihbarat türünde, görünmeden bilgi toplama, 

istihbaratın önceliğini oluĢturmaktadır. Bu nedenle bu tür faaliyetlerin etkinliği 

büyük ölçüde casusun gizlilik ve dikkatle hareket etme yeteneğine bağlıdır.  

Ġnsan istihbaratı yalnızca casus ve ajanlardan oluĢmamakta; askerler, polisler, 

akademisyenler, yurt içinde ve yurt dıĢında ticari faaliyet yürüten kiĢiler, öğrenciler 

ve kurumlarda hizmet veren personel tarafından da sağlanmaktadır. Ġnsan istihbaratı 

alanında yeni casus devĢirilmesi amacıyla hem ulusal hem de uluslararası düzlemde 

çalıĢmalar gerçekleĢtirilmekte ve saha personelleri yetiĢtirilmektedir. Dolayısıyla 

insan istihbaratını gerçekleĢtiren kiĢiler bazen yabancı bir ülke vatandaĢı 

olabilmektedir. Bu alanda farklı pratikler uygulanmakta olup kimliği belirli ve maaĢlı 

kiĢilerin yanı sıra iĢ birliği içinde olan diğer kiĢiler de bu istihbarat türü içinde yer 

almaktadır (Özdağ, 2011: 120). 

Ġnsan istihbaratı, casus faaliyeti kapsamı taĢıdığından yüksek risk içermekte 

olup istihbarat faaliyeti gerçekleĢtiren kiĢinin veri toplama, analiz etme ve koordine 

olma durumunu iyi planlaması gerekmektedir. Bu bağlamda, istihbaratı yürüten 

kiĢinin sahayı iyi bilmesi ve toplumsal dokunun katmanlarında deneyime sahip 

olması büyük önem taĢımaktadır. Ġnsan istihbaratı, toplumsal boyutu ağır basan bir 

istihbarat toplama yöntemidir (Akman, 2019: 36). 

Bu tür istihbarat, bireylerin özelliklerini tahlil etmekle kalmayıp örgütlerin ve 

toplumların kültürel yapısını, değerlerini, inançlarını ve kültürel alanlarını da analiz 

etmektedir. Örneğin yabancı bir ülkeye gönderilecek istihbarat elemanının, 

gönderileceği ülkenin sosyo-kültürel, ekonomik, politik ve teknolojik alanlarına dair 

edineceği bilgiler, gerçekleĢtireceği istihbarat faaliyetlerini daha etkin kılmasına 

yardımcı olacaktır. Bilgi edinme faaliyetleri, yerel bir halk gibi maskeleme tekniği 

kullanılarak toplumda varlığını sürdürmek Ģeklinde gerçekleĢtirilebilmektedir. Gizli 

istihbarat elemanları, hedef ülkenin kurallarına ve görevlerine uygun davranıĢlar 

sergilemekte; gizlilik kuralları çerçevesinde dikkati üzerine çekecek tutum ve 

davranıĢlardan kaçınmaktadır. Gerekli durumlarda, istihbarat elemanının görevi ile 

ilgili bilgi vermesi veya bireyleri, örgütleri ya da toplumu yönlendirecek tutumlar 

sergilemesi olasıdır. 

Ġnsan istihbaratı denildiğinde yalnızca istihbarat toplamak değil, aynı zamanda 

istihbarata karĢı koymak (ĠKK) gibi eylemlerin asli yürütücüsü olarak istihbarat 



51 

görevlisinin rol aldığı vurgulanmaktadır. Ġnsani istihbarat kaynaklı karĢı istihbarat, 

yabancı istihbarat teĢkilatlarının faaliyetlerini takip etmekten ziyade, bu faaliyetlerin 

toplanma, iĢleme, değerlendirme ve uygulama analizi sonucunda ortaya çıkan bir 

faaliyet olarak ele alınmaktadır. “İnsan faktörü, alınan tüm tedbir faaliyetlerinde 

daima en etkili önlemlerden olup insan eksikliği minimum seviyeye ulaştığında 

alınan hizmet her daim daha sağlıklı olmuştur  (ġeĢen ve Kuzcuoğlu, 2021: 99). 

Yapılan bazı araĢtırmalarda, bilgi güvenliği risklerini gidermede insan faktörünü göz 

ardı ederek oluĢturulacak sistemsel güvenlik çemberlerinin etkili olmadığı 

görülmektedir (ġahinaslan vd., 2009: 190). Sonuç olarak, insan istihbaratının bakıĢ 

açısı, yorumlama, ön sezi ve geleceğe yönelik kavrayıĢ imkânına sahip olması, 

teknik istihbaratın yapamayacağı niteliklere sahip olduğunu ortaya koymaktadır. 

Teknolojinin hızla geliĢmesiyle beraber insan kaynağına duyulan ihtiyacın 

azalması, bilinen bir olgu olmakla beraber karmaĢık veri süreçlerinin tasnif, analiz ve 

hedefe uygun sonuçlandırma nihayetinde insan uzmanlığına olan ihtiyacı 

sergilemektedir. Bu sebeple en geliĢmiĢ ve en karmaĢık teknolojiler istihbarat 

faaliyetlerinde kullanılsa da yapıların merkezinde insan kaynağı yönetici bir faktör 

olarak yer almaktadır. Buradan hareketle istihbarat stratejileri yeni teknolojilere 

ihtiyaç duymakla beraber bu teknlojilerin kavrayıĢına yönelik de yetiĢmiĢ uzman 

personele ihtiyaç duyar. 

2. Teknik Ġstihbarat (TECHINT) 

Teknik istihbarat, teknoloji ve bilimin buluĢmasıyla ortaya çıkan istihbarat 

faaliyetlerini ifade etmektedir. Kısaca teknik istihbarat, yabancı ülkelerin silahlı 

kuvvetlerinin kullandığı savaĢ teknolojisi ile ilgili silah ve teçhizat verilerinden elde 

edilen bilgi olarak tanımlanmaktadır (Seren, 2021: 298-299) 

Ġstihbarat, zaman içinde beĢerî bilimlerden faydalanarak farklı alanlarla 

koordine bir Ģekilde faaliyet göstermeye baĢlamıĢtır. ABD ve Sovyet Rusya’nın 

Soğuk SavaĢ Dönemi boyunca teknolojinin imkânlarından yararlanarak birbirlerinin 

eylemlerini takip etme arzusu, bu ülkelerin teknik istihbarat alanında büyük 

geliĢmeler göstermesine neden olmuĢtur. “ABD ilk uzay programına 1956‟da 

başlamıştır. WS-117L programının amacı Sovyetler üzerinde casusluk yapmaktır. 

Sovyetler ise 1950‟lerde Zenit keşif uydu programını başlatmıştır; kavradığımız 

anlamıyla 4 Ekim 1957 tarihinde uzaydaki yerini almıştır  (Yılmaz, 2022: 355). Bu 
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nedenle ortaya çıkan teknolojik mücadele, geleneksel istihbarat metotlarının ötesinde 

küresel bir istihbarata doğru ilerlemenin yolunu açmıĢtır. Bu ülkeler, farklı 

coğrafyalarda askerî ve istihbarat yapılanmalarıyla kendi çıkarları doğrultusunda 

dünya düzenine yön vermeye çalıĢmakta; bu süreçte istihbarat önemli bir araç olarak 

faaliyet göstermektedir. 

Teknik istihbarat, XIX. yüzyılın üçüncü çeyreğinde telefonların dinlenmesiyle 

sinyal istihbaratının keĢfi ile baĢlamıĢ; 1960’lı yılların baĢında casus uyduların uzaya 

oturmasıyla önemli ilerlemeler kaydetmiĢtir (Özdağ, 2011: 122-123). Teknolojinin 

günlük hayattaki yeri ve önemi arttıkça, ülkeler arasındaki rekabet harp sahalarından 

çıkıp küresel sınırları ortadan kaldırmıĢtır. Ġstihbarat stratejilerinin temelinde yatan 

bilgi edinme, değerlendirme ve yorumlama süreçlerinde, teknolojik bilgilerle insan 

istihbaratına ihtiyaç duyulmuĢtur. Bu nedenle teknik istihbarat sıklıkla insan 

istihbaratı ile hibrit bir yapı sergilemektedir. 

Ġnsan istihbaratını kolaylaĢtırmak amacıyla teknoloji imkânlarından 

yararlanılmaktadır. Günümüzde devletlerin geliĢmiĢlik düzeyleri, eriĢebildikleri 

teknolojik istihbarat modelleri ile belirginleĢmiĢtir. Bu durum ülkelerin uluslararası 

düzeyde itibar kazanmaları için önemli bir rekabet ortamı oluĢturmaktadır. 

“Enformasyon çağının hızla gelişmesi, teknolojinin çeşitli alanlardaki gelişimine 

katkıda bulunmuş ve ilerleyen zamanlarda daha da gelişeceği kanaatine varılmıştır  

(Çıtak, 2017: 102). Uzay uydularının varlığı, küresel siber iletiĢim kanalları ve 

gerçek dünyanın dijital alanlara kayması, teknik istihbaratın kapsamını ve 

çeĢitliliğini artırmıĢtır. Bugün teknik istihbarat alanında uzman ve çalıĢan kiĢiler 

çoğunlukla sayısal alanlardan mezun mühendislerden oluĢmaktadır. Dolayısıyla 

teknoloji geliĢtikçe teknik istihbaratın karmaĢıklığı artmakta, buna bağlı olarak insan 

kaynağına ihtiyaç duyulmaktadır.  

Günümüzde özel savunma Ģirketleri ve devlet bünyesindeki askerî-savunma 

kurumları, teknik istihbaratın geliĢimine yönelik önemli yatırımlar yapmaktadır. Bu 

çalıĢmalar, genellikle gizli süreçler içerdiğinden, geliĢmiĢ ülkelerin hangi aĢamalarda 

olduğunu belirtmek zordur. 

3. Sinyal Ġstihbaratı (SIGINT) 

Sinyal istihbaratı, teknolojik faaliyetlerin ilerlemesiyle birlikte frekansların ve 

sinyallerin toplanmasını, analiz edilmesini, değerlendirilmesini ve yer tespitinin 
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yapılmasını tanımlayan çalıĢmalar olarak belirlenmektedir (Schleher, 2004: 35). 

Sinyal istihbaratı denildiğinde ilk akla gelen haberleĢme, dinleme ve Ģifreleme gibi 

yöntemlerin çözümlenmesidir (Yılmaz, 2022: 350). Bu alan, en ilkel dönemlerinde 

radyo dalgalarının çözümü etrafında geliĢim göstermiĢ, Ġkinci Dünya SavaĢı 

süresince radarların ve kripto Ģifrelemelerin keĢfiyle çalıĢma alanı geniĢlemiĢtir. 

Özellikle bu savaĢ sırasında Nazilerin Ģifreleme sistemini çözmeye yönelik Alan 

Turing’in çalıĢmaları, sinyal istihbaratının geliĢimine büyük katkılar sağlamıĢtır. 

Sonraki süreçte teknolojinin ilerlemesine paralel olarak, sinyal istihbaratı dijital 

veriye doğru dönüĢüm geçirmiĢtir.  

Ġster insan istihbaratı ister sinyal istihbaratı olsun, her ikisi de kaos ve savaĢ 

dönemlerinde olumlu sonuçların elde edilmesine katkı sağlamıĢ, daha büyük 

felaketlerin yaĢanmasını engellemiĢtir. Örneğin Ġkinci Dünya SavaĢı sırasında 

Amerikan Generali George Smith Patton’ın istihbarata karĢı koyma faaliyetleri çoğu 

kez Nazileri ĢaĢırtmıĢ, Dunkirk ve D-Day çıkarmalarında büyük baĢarıların 

kazanılmasına zemin hazırlamıĢtır.
*
 Sonraki süreçte “Enformasyon çağının ve 

teknolojinin ilerlemesiyle birlikte casusluk faaliyetlerini geliştiren sistemler 

kullanılmaya başlanmış ve savaşların seyrini değiştirmede büyük fayda sağlamıştır  

(Seren, 2021: 299). Harp teknolojisindeki geliĢmelerle birlikte istihbarat bilimindeki 

veri toplama ve analiz sürecinde bilgiye doğrudan ulaĢma, kaynağın güvenirliği, 

lokasyon tespiti, zaman ve mekânsal müdahaleler gibi birçok sorunun yanıtı 

bulunmuĢtur.  

“Sinyal istihbaratı 19. yüzyılın ortalarında ortaya çıkmıştır. İkinci Dünya Savaşı 

sırasında Almanların ve Japonların şifreli mesajlarını yakalamak için kullanılan yöntemlerle 

kendini göstermiş olan sinyal istihbaratı, günümüzde temel hatları aynı olmak üzere büyük 

gelişmeler göstermiştir. İngilizlerin „Ultra‟, Amerikalıların da „Magic‟ olarak adlandırdıkları 

sinyal yakalama ve yakalanan sinyallerdeki mesajların şifrelerinin kırılması bugünkü sinyal 

istihbaratının temelini oluşturmuştur” (Çıtak, 2017: 103).  

Teknolojik ve sinyal istihbaratının geliĢim sürecinde tarihin dönüm 

noktalarından biri Ġkinci Dünya SavaĢı’dır. Bu savaĢ esnasında ünlü fizikçi Reginal 

Victor Jones’un Ġngiliz Hava Kuvvetleri Ġstihbarat Dairesinde “yeni Alman silahları  

                                                 

*
 Burada totaliter ve faĢist rejimlere karĢı verilen mücadelede istihbaratın önemi anlaĢılmıĢtır. Bu 

açıdan istihbarat kavramsal olarak kulağa pek hoĢ gelmese de iyi amaçlar için kullanılan bir alan 

olarak da düĢünülmelidir. Keza istihbaratın önemini anlama noktasında Ġkinci Dünya SavaĢı süreci 

önemli bir veri olarak karĢımızda durmaktadır. BBC tarafından 6 bölüm olarak çekilen 2. Dünya 

SavaĢı’nı konu alan “World War II: From the Frontlines  belgeseli istihbaratın önemini 

vurgulamaktadır. 
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ve “kör bombalama sistemleri ni incelemek üzere istihdam edilmesiyle radar 

sistemleri geliĢtirilmiĢtir. Bu durum, savaĢ dönemlerinde bilim insanlarının önemini 

daha iyi anlamayı sağlamıĢtır. Böylelikle bir bilim insanının istihbarat çalıĢmalarında 

yer alması, istihbaratın multidisipliner geliĢmeye baĢlamasının ilk adımı olmuĢtur. 

Bu aĢamadan sonra istihbarat ve bilim paralel bir geliĢim göstermeye baĢlamıĢtır 

(Clark, 1975: 39, akt. Seren, 2021: 300) 

Ġkinci Dünya SavaĢı sırasında Nazi Almanyası ile BirleĢik Krallık arasındaki 

savaĢ, aynı zamanda teknolojik bir mücadeleye de sahne olmuĢtur. Bu açıdan, savaĢ 

boyunca teknolojik alanda yeni geliĢmeler de yaĢanmıĢtır. BirleĢik Krallık BaĢbakanı 

Winston Churchill’in talimatıyla Kraliyet Hava Kuvvetlerinde (RAF) görev yapan 

R.V. Jones, radyo sinyal ve frekanslarından yola çıkarak sinyal bozucu radarı 

keĢfetmiĢtir. Bu keĢif, Alman bombardıman uçaklarını etkisiz hâle getirerek savaĢın 

seyrini değiĢtirmiĢtir. Bunun üzerine Almanlar, rakip ülkelere karĢı üstün gelmek 

amacıyla yeni radyo navigasyon sistemleri geliĢtirmeye baĢlamıĢ, Ġngilizlere karĢı 

teknolojik sistemler üzerinde çalıĢmalar yapmıĢlardır. Böylece Ġkinci Dünya SavaĢı 

boyunca süren istihbarat mücadelesi baĢ göstermiĢtir. ”İngiliz tarihçiler İkinci Dünya 

Savaşı‟nda Amerikan ve İngiliz istihbaratının Alman kodlarını kırarak Alman 

haberleşmesini dinlemesinin Avrupa‟da savaşı üç dört sene kısalttığını ileri 

sürmektedir” (Herman, 1999: 145, akt. Özdağ, 2023: 124).  

Ġkinci Dünya SavaĢı sırasında bilimsel ve teknik birçok zorlu problemi çözmek 

için çaba veren Jones, geliĢmiĢ yeni silah ve teknolojik cihazların üretilmesine 

yönelik önemli çalıĢmalar gerçekleĢtirmiĢtir (Robert, 1975: 42). Diğer taraftan bu 

dönemde savunma cihazlarının geliĢtirilmesinin yanı sıra hedef ülkelerin bu bilgi ve 

faaliyetleri satın alması ve kullanması, ülkeler arasında yeni karĢı önlemlerin 

alınmasını zorunlu kılmıĢtır (Sevinç, 2023: 69). Sinyal istihbaratı, bir ülkenin 

elektronik sinyalleri izleyerek ve analiz ederek düĢmanların taktiksel ve stratejik 

bilgilerini toplamak için kullandığı istihbarat metotlarını ifade etmektedir. Bu 

önlemler genellikle sinyal gizliliğini artırmak, sinyal karıĢtırma ve sahte sinyal 

yayımlama gibi tekniklerin kullanılması ile gerçekleĢmektedir. Bu Ģekilde hem 

düĢmanın sinyal istihbaratı faaliyetlerinin engellenmesi amaçlanmakta hem de kendi 

güvenlik ve istihbarat operasyonlarını korumak için yeni stratejiler geliĢtirilmesinde 

fayda sağlanmaktadır. 



55 

Soğuk SavaĢ Dönemi’nde hızla geliĢen teknolojinin nimetlerinden faydalanan 

Doğu ve Batı blokları, küresel boyutta bir sinyal istihbaratı rekabeti içerisine 

girmiĢlerdir.  

“Batı‟nın sinyal istihbaratı bütün Sovyet ve pro-Sovyet coğrafyanın kenar kuşağına 

konuşlanarak bu kızıl coğrafyaya yönelik gerçekleşirken Moskova da kendi coğrafyası, Doğu 

Avrupa ve Üçüncü Dünya‟daki dostlarının topraklarında kurduğu tesislerle Batı dünyasını 

izlemeye almıştır” (Özdağ, 2011: 124). 

 Soğuk SavaĢ döneminde, Batı ve Sovyetler Birliği karĢılıklı sinyal istihbaratı 

ile istihbarat faaliyetlerinde bulunmuĢlardır. Batı, Sovyetler Birliği ve 

müttefiklerini çevreleyen bölgelerde dinleme ve gözetleme merkezleri kurarark 

Moskova da kendi topraklarında ve müttefiklerinin bölgelerinde dinleme ve 

gözetleme faaliyetleri kapsamında istihbarat elde etme mücadelesi içerisine 

girmiĢlerdir. Doğu ve Batı bloklarının istihbarat mücadelesi hızla geliĢen 

teknoloji ile beraber rekabete dönüĢmüĢ, bilgiye sahip olmanın liderlik öncüsü 

olduğunu benimsemiĢtir. 

    “SIGINT faaliyetleri için kullanılacak platform seçimi; (1) toplanacak hedef sinyallerin özellikleri, 

(2) ihtiyaç olan bilgi türünün içerik, konum vb. belirlenmesi, (3) sinyallerin bulunduğu arazi koşulları 

ve (4) toplama platformunun yetenekleri dikkate alınarak belirlenmektedir” (Bağcı, 2022: 34).  

Platform seçimi aĢağıdaki kriterlere göre yapılmaktadır (Bağcı, 2022; Sevinç, 

2023; Yılmaz, 2020; Yılmaz, 2022; Özdağ, 2011):  

 Hedef sinyallerin özellikleri: Hedef sinyallerin türü, frekansı, gücü ve 

modülasyonu gibi özellikleri belirleyici olmaktadır. Örneğin RF 

sinyalleri için uygun bir platform seçimi farklı olabilirken, internet 

trafiğinin izlenmesi için farklı bir platform tercih edilmektedir. 

 Ġhtiyaç olan bilgi türü: Toplanacak bilgi türüne göre platform seçimi 

yapılabilmektedir. Örneğin konum bilgileri gerekiyorsa GPS destekli bir 

platform tercih edilmektedir. 

 Arazi koĢulları: Toplama iĢleminin gerçekleĢtirileceği arazi koĢulları, 

platform seçimini etkilemektedir. Örneğin hareketli araçlarla yapılan 

toplama iĢlemleri için yüksek manevra kabiliyetine sahip platformlar 

tercih edilmektedir. 

Toplama platformunun yetenekleri: Toplama platformunun teknik özellikleri 

ve yetenekleri de seçimde dikkate alınmalıdır. Örneğin uzun menzilli iletiĢim 

gerektiren bir operasyon için uygun iletiĢim araçlarına sahip platformlar tercih 

edilmektedir. Bu kriterlere dikkat ederek SIGINT faaliyetleri için en uygun platform 
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seçimi yapılabilmekte ve daha etkili bir toplama süreci sağlanabilmektedir. Sinyal 

istihbaratı, elektromanyetik yayma ve sensör araçları ile tespit mümkün olup alt 

baĢlıklar hâlinde incelenmektedir. Bunlar COMINT (ĠletiĢim Ġstihbaratı) ses, mors, 

video ve faks gibi bildirimleri içermektedir. Hava dalgaları; kablolar, fiber veya diğer 

ortamlardan edinilebileceği gibi Ģifreli ve Ģifresiz de olabilmektedir (Yılmaz, 2022: 

102).  

“İstihbarat çalışanları COMINT faaliyetlerinde mikrofon ve ses vericilerini 

kullanabilirler ancak bu biraz risklidir, hedef tarafından cihaz tespit edilirse karşı istihbarat 

olarak kullanılabilir veya tamamen yok edilebilir. Akustik dinleme ile materyallerin 

titreşiminden faydalanır; boru ve boru içerisinde taşınan su, ortamdaki sesi uzun mesafelere 

taşıyabilir. Geophone
*
 denilen sensörler vasıtasıyla bu sesler alınabilir, ayrıca elektrik 

kanalları ve hava kanallarından da ortam sesi taşınabilir ve toplanabilir” (Bağcı, 2022: 22).  

Bu ve benzeri yöntemler, istihbarat çalıĢanları tarafından kullanılmıĢ ve 

kullanılmaya devam edilmektedir. Bu tür tekniklerin gizli kalması ve tespit 

edilmemesi büyük önem taĢımaktadır. Bu nedenle istihbarat çalıĢanları genellikle bu 

yöntemleri dikkatli ve kontrollü bir Ģekilde kullanmakta; sürekli yenilenen yazılım 

sistemleri ve güncellenen teknolojik ekipmanlarla çalıĢmaya özen göstermektedirler. 

Ġstihbarat çalıĢanları, teknik ve teknolojik olarak her geçen gün daha da geliĢen 

bir alanda çalıĢtıkları için sürekli olarak yeni yöntemler ve teknolojileri öğrenmeli ve 

faaliyete geçirmelidirler. Böylelikle, etkili ve güvenilir bir Ģekilde istihbarat toplama 

faaliyetlerinde baĢarıya ulaĢabilmektedirler.  

“ELINT (elektronik istihbarat) herhangi bir iletişim aracı olmadan vasıtalar 

aracılığıyla elde edilen verilere elektronik istihbarat denilmektedir. Örnek verecek olursak ateş 

kontrol radarının yaydığı sinyallerin tespiti ateş eden silahların veya füzelerin kabiliyetleri ile 

ilgili analiz imkânlarını sağlayarak radarın lokasyonun ve düşmanın yerini tespit etmede 

kullanılmaktadır” (Yılmaz, 2022: 102).  

Bağcı’ya (2022: 26) göre ELINT, iletiĢim sinyalleri dıĢındaki radyo sinyallerini 

toplamakta ve sinyal türü, frekansı, bant geniĢliği, frekans tekrarlama oranı, varıĢ 

açısı, varıĢ zamanı ve yön bilgisi gibi verileri kullanarak sinyal tespiti iĢlemleri 

sonucunda istihbarat üretmektedir. Elektronik istihbaratın oluĢum sürecinde, radarlar, 

telsizler, füze kumandaları ve elektronik harp sistemleri gibi çeĢitli elektronik 

                                                 

*
 Geophone sensörleri yer hareketini (hızı) voltaja dönüĢtüren ve bir kayıt istasyonunda kaydedilebilen 

cihazdır. Yer hareketini, depremleri veya volkanik aktiviteyi izlemek ve ölçmek için kullanılırlar. 
Geophone sensörleri tipik olarak bir dizi metal bobinin birbirine bağlanmasıyla oluĢturulmuĢtur. Bu 

bobin, yer altı titreĢimlerinden kaynaklanan alan değiĢikliklerini tespit ederek bunları elektrik 

sinyallerine dönüĢtürür. Bu sinyaller daha sonra veri toplama cihazlarına gönderilir ve analiz edilir. 
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cihazlar kullanılmaktadır. Elektronik istihbarat sayesinde balistik füze denemeleri, 

nükleer silah denemeleri ve uzun menzilli güdümlü bombaların varlığı takip edilerek 

düĢman ülkenin teknolojik gücü hakkında bilgi edinilebilmektedir. 

“NSA‟ya göre ELINT, konuşma veya metin içermeyen elektronik sinyallerden (radarlar 

tarafından yayılan sinyaller) istihbarat üretme yöntemidir. Teknik sinyal yapısını tanımlayan 

ELINT, TechELINT olarak adlandırılmaktadır. Radar, işaretçiler, bozucular ve seyir sinyalleri 

gibi yayıcıların yeteneklerini ve rollerini tanımlayabilen TechELINT, emisyon karakteristikleri, 

çalışma modları, emitör fonksiyonları ve silah sistemleri hakkında istihbarat sağlamaktadır. 

TechELINT elektronik savaşın bir parçasıdır; temel amacı, sinyal parametrelerini elde ederek 

radar algılama, karşı önlem geliştirmedir. Belirli ELINT hedeflerini bulmaya ve belirlemeye 

odaklanan operasyonel ELINT (OpELINT) ise genellikle „taktiksel ELINT‟ olarak adlandırılır. 

OpELINT, tehdit değerlendirmeleri ile savaş alanında askerî operasyon planlamacılarını, 

taktik askerî komutanları destekler” (Bernard, 2009: 1-2, akt. Bağcı, 2022: 27).  

ELINT’in askerî amaçlar için kullanılması önemli istihbarat faaliyetlerinin 

gerçekleĢmesinde de kritik önem teĢkil etmektedir. Özellikle dijital verilerin kontrolü 

ve koordinasyonunu sağlamada siber güvenlik ve ĠKK noktasında etkindir. 

Elektronik istihbaratın varlığı hızla yükselen teknolojiyle birlikte her mecrada 

varlığını koruyor olması ciddi güvenlik açıklarına ve siber savaĢların Ģiddetini 

arttırma yoluna gittiği gerçeğini gözler önüne sermektedir. 

Dijital dünyanın sınır tanımayan casusluk faliyeti sergilemede önemli bir yer 

tutuyor olması güvenlik algısında ve güvenlik stratejilerindeki değiĢimlere sebebiyet 

vermektedir. Öyle ki sınırların kalktığı iletiĢim mecrasında sadece ulusların değil 

kiĢisel verilerin korunamaması insan hak ihlallerini de beraberinde getirmektedir. 

ELINT, kapsamı bakımından TechELINT ve OpELINT olmak üzere iki ayrı 

alt disipline ayrılmaktadır.  

“TechELINT (teknik elektronik istihbarat) sinyal parametreleri elde eden, yayıcının 

yeteneklerini ve rolünü tanımlayabilen, radar algılama, karşı önlem alma veya karşı silah 

ekipmanı da dâhil olmak üzere karşı önlemlerin uygulanmasında da etkin rol alan elektronik 

savaşın bir parçasıdır. TechELINT kısaltması olarak kullanılan, yabancı teknik sistemlerinin 

analizini değerlendiren elektronik istihbarat disiplinidir. Hedef ülkelerin teknolojisini ve 

yeteneklerini anlamak, değerlendirmek maksadıyla elektronik sinyallerin, iletişimlerin, radar 

emisyonlarının ve diğer elektronik verilerin toplanmasını ve analiz edilmesini içerir. 

TechELINT, potansiyel tehditlere ilişkin öngörüler sağlayarak ve savunma stratejilerinin 

şekillendirilmesine yardımcı olmak, askerî hedeflerin iletişim altyapısını izlemek, bilgi 

toplamak ve güvenlik açıklarını tespit etmek amacı ile kullanılır. Bu bilgiler genellikle askerî 

operasyonları desteklemek, düşmanın niyetlerini belirlemek ve askerî karar verme süreçlerini 

geliştirmek amacıyla kullanılır” (Bernard, 2009: 6, akt. Bağcı,2022: ).  

Bir diğer önemli disiplin, operasyonel elektronik istihbarat olarak bilinen 

OpELINT’tir. OpELINT, radarların yerini tespit etmek ve operasyonel durumlarını 
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belirlemek amacıyla radar sinyallerinin kesilmesi ve analizi Ģeklinde 

tanımlanmaktadır. Bu süreç, düĢmanın radar sistemleri hakkında bilgi edinmek ve 

askeri planlamaya katkı sağlamak için kritik bir öneme sahiptir.  

“OpELINT (operasyonel elektronik istihbarat) faaliyetleri ile hedefin konumu Yön 

Bulma-Direction Finding (DF) teknikleriyle Sinyal Varış Açısı-Angle of Arrival (AOA), Sinyal 

Varış Zamanına-Time Difference of Arrival (TDOA), Sinyal Varış Frekans Farkına-Frequency 

Difference of Arrival (FDOA) veya hassasiyeti arttırmak için hibrit şekilde bu yöntemlerin 

birlikte kullanımıyla tespit edilebilir. Bu yöntemler ile karadan düşman hareketli unsurlarının 

yeri ve rotası tespit edilebilirken aynı şekilde hareketli bir OpELINT platformu ile düşman 

unsurlarının karasal faaliyetleri de tespit edilebilir” (Bağcı, 2022: 28).  

Operasyonel teknik istihbaratın amacı, belirli bir hedefle ilgili bilgileri 

toplamak, analiz etmek ve kullanmak suretiyle bu hedef üzerinde etkili bir Ģekilde 

hareket etmektir. Operasyonel teknik istihbarat platformları, genellikle elektronik 

harp sistemleri, uzaktan algılama ekipmanları, iletiĢim istihbarat araçları, yarı 

otomatik ve otomatikleĢtirilmiĢ veri analiz sistemleri gibi çeĢitli donanım ve yazılım 

bileĢenlerinden oluĢmaktadır. Bu platformlar, çeĢitli sensörler ve veri toplayıcılarla 

entegre edilmiĢ merkezi bir komuta ve kontrol sistemine sahip olmaktadır. 

Sinyal istihbaratının diğer alt disiplinlerinden biri FISINT’tir (yabancı alet 

istihbaratı). FISINT, hedef ülkelerin füze ve uçaklarından alınan telemetre bilgilerini 

içermektedir. Telemetri paketleri aracılığıyla prototipin çalıĢma sistemi, özellikleri 

ve yakıt akıĢı bilgileri tespit edilmektedir (Yılmaz, 2022: 102). 

“Yabancı cihaz sinyal istihbaratı (FISINT), bazı kaynaklara göre „yabancı 

enstrümantasyon istihbaratı‟; yabancı unsurların silah sistemleri, füzeleri, hava, kara, deniz 

araçlarından gelen telemetri verilerinin analiz edilerek yabancı unsurun teknoloji yetkinlikleri 

hakkında istihbarat elde edilmesi faaliyetleridir. Geliştirilen yeni sistemlerin test verilerini de 

hedef alan FISINT taktik sahada ve teknoloji yönetiminde devletlere avantaj sağlamaktadır” 

(Bağcı, 2022: 30-31).  

Yabancı enstrümantasyon sinyalleri istihbaratı anlamına gelen ELINT ile 

karıĢtırılmaması gereken FISINT, yabancı havacılık, yüzey ve yer altı sistemleri gibi 

yabancı silah sistemlerinin test edilmesi ve kullanılmasıyla oluĢturulan sinyallerin 

toplanmasını ifade etmektedir (jemengineering.com, 2024). FISINT, ülkelerin 

teknolojik geliĢmelerini izlemek, analiz etmek ve değerlendirmek açısından önemli 

bir rol oynamaktadır. Bu sayede rakip ülkelerin silah sistemleri ve savunma 

yetenekleri hakkında bilgi sahibi olunabilmekte ve bu bilgiler doğrultusunda stratejik 

kararlar alınabilmektedir. 
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FISINT faaliyetleri sayesinde ülkelerin kendi savunma sanayisinin 

geliĢtirilmesi ve güçlendirilmesi için önemli fırsatlar elde edilebilmektedir. Ancak 

FISINT faaliyetlerinin yasal ve ahlaki sınırlar içinde yürütülmesi gerekmektedir. 

Uluslararası hukuka ve etik standartlara uygun olarak gerçekleĢtirilmeyen istihbarat 

faaliyetleri, uluslararası iliĢkileri olumsuz etkileyebilmekte ve diplomatik krizlere yol 

açabilmektedir. 

Sinyal istihbaratında teknolojik geliĢmelerle ortaya çıkan birçok alt disiplin 

bulunmaktadır. Bunlar kısaca Ģöyledir: LASINT (lazer istihbaratı), “lazer veya diğer 

doğrudan enerji vasıtalarıyla elde edilen bilgi analizi” olarak tanımlanmaktadır. 

RADINT (radar istihbaratı), “radarı olan hedef ülke uçaklarına kilitlenerek alınan 

bilgi ile yapılan istihbarat türü  olarak ifade edilmektedir. IRINT (kızılötesi ıĢın 

istihbaratı) ise “kızılötesi yayınlar ve bazı elektromanyetik olgulardan toplanan 

bilgilerdir  (Yılmaz, 2022: 104). 

Sinyal istihbaratı, hedefin veya hedef ülkenin istihbarat verilerini elektronik 

yöntemlerle izleyerek ve iletiĢim ağlarını analiz ederek hedef hakkında bilgi 

sağlamaktadır. Kullanıldığı amaç ve içeriğine bağlı olarak sinyal istihbaratı olumlu 

ya da olumsuz sonuçlarla neticelenebilir. Örneğin terör örgütlerinin yapacağı 

eylemleri gözetleme ve önleme çerçevesinde ulusal güvenliği sağlamak amacıyla 

fayda sağlarken, bu yöntemin kötüye kullanılması hak ihlallerinin de önünü 

açabilmektedir (Yılmaz, 2022: 270). 

“SIGINT; istihbarat faaliyetleri için antenler, sensörler, radar sistemlerini kullanır ve 

bu sistemlerin farklı platformlarla (uydular, insansız hava araçları, uçaklar ve jetler, balonlar, 

gemiler ve denizaltılar, karasal platformlar vb.) entegrasyonu ile farklı bilgi türlerinde ve 

geniş kapsama alanında istihbarat toplama faaliyetleri gerçekleştirilebilmesine olanak tanır. 

SIGINT alt disiplinleri olan ELINT istihbarat faaliyetleri için antenler ve radarları, COMINT 

antenler ve diğer sensörleri, FISINT antenler ve diğer sensörleri kullanmaktadır” (Bağcı, 

2022: 85).  

SIGINT faaliyetlerinde kullanılan yüksek teknoloji ile daha fazla bilgi, veri ve 

malumata eriĢilmesi hızlı sonuçlar verse de istihbarat analizinin yorumlanması, 

değerlendirilmesi ve analiz edilmesinde HUMINT’e (insan istihbaratı) ihtiyaç 

duyulmuĢtur. Sinyal istihbaratının yüksek maliyetle elde edilmesi geliĢmemiĢ ülkeler 

tarafından kullanılmasını kısıtlarken, geliĢmiĢ ülkeler daha aktif olarak sinyal 

istihbaratından yararlanmaktadır. Sinyal istihbaratı, teknik konuda yetiĢmiĢ personele 

ihtiyaç duymaktadır. Bir taraftan sinyalleri yakalayacak uydular ve radarlar gibi 
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teknolojik altyapılar ile toplanan verilerin analiz ve değerlendirme süreci, iyi bir 

insan istihbaratına ihtiyaç duymaktadır. 

4. Açık Kaynak Ġstihbaratı (OSINT) 

Açık kaynak istihbaratı (OSINT); gazete, dergi, internet, broĢür, haber siteleri, 

sosyal medya platformları, bloglar ve diğer online kaynaklardan elde edilen, kamuya 

açık olan verilerin tamamına denilmektedir. Günümüzde, özellikle internete eriĢim 

ve kullanımın hızla yayılması neticesinde, devletlerin gizli kalmamasında bir sakınca 

görmedikleri veya herhangi bir nedenden dolayı gizleyemedikleri bilgilerin hedef 

ülkeler tarafından takip ve analiz edilmesi sağlanmaktadır. Ġstihbarat analizlerinin 

ortalama %85’inden fazlasının açık kaynak istihbaratından elde edildiği 

düĢünülmektedir. Açık kaynak istihbaratı, ülkelerin sosyolojik, kültürel, ekonomik 

ve politik geliĢmeleri hakkında bilgi verdiği gibi toplanan verilerin bileĢenlerini 

analiz ederek bilgi üstünlüğü sağlamaktadır (Yılmaz, 2022: 209).  

“XV. yüzyılda ortaya çıkan matbaanın, bilgi ve düşüncelerin yayılma hızını artırması 

neticesinde kriptolama/şifreleme ve açık kaynak istihbaratı gibi beklenmedik istihbarat sanatları 

ortaya çıkmıştır. Rönesans Dönemi ile Venedik‟te başlayan ticari ve politik istihbarattaki gelişmelerin 

temel kaynağını, casuslar ve kurulan ticari ağlar üzerinden hareket eden tüccarların getirdiği 

“avvisi” olarak adlandırılan haber bültenleri oluşturmuştur’’(Andrew, 2018: 126, akt. Erol, 

2022: 26).  

Matbaanın sağladığı çoğaltma imkânı ile yeni geliĢmeler, olaylar coğrafyaları 

aĢarak tüccarlar ve gezginler aracılığıyla yayılmıĢ; ilgi ve merak toplumlarda 

yaygınlık kazanmıĢtır. Ülkelerde yaĢanan politik geliĢmeler, yeni teknolojiler, 

sanatsal ve kültürel üretimler yazı yoluyla taĢınarak ortak değer ve kültürlerin 

üretimine yol açmıĢ; bu süreç Ġkinci Dünya SavaĢı sonrası yeni bir boyuta evrilmiĢtir. 

“Savaşın tahribatı çok yüksekti; taş üstünde taş kalmamış, alt yapılar çökmüş, şehirler-

fabrikalar yıkılmış, ülkeler iç ve dış cenderesi altında sıkılmış, adeta bu iki süper güce muhtaç 

bir durum ortaya çıkıştır. Dünyada yükselen değer sosyalizm olmaya başladı, anti-

emperyalizm ve anti-sömürgeciliğe karşı, eşitlik, kardeşlik ve bağımsızlık değerleri ile SSCB 

dünyaya öncülük ediyordu. Rusya bu anti sömürgeci tutumunu işgalci anlayışa dönüştürdü‟‟ 

(Akın, 2017: 122) 

 Ġkinci Dünya SavaĢı’ndaki kayıplar, dünya tarihinin dönüm noktası olmuĢtur. 

YaĢanan zorlu süreçler, yeni devlet anlayıĢı örgütlenmesine, ideolojik ve kültürel 

mücadeleye, yeni teknolojik ve istihbarat anlayıĢının oluĢmasına yol açmıĢtır. Rakip 

ülkeler, açık kaynaklar yoluyla bilgi toplayarak küresel öncü güç olma hedefi 
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gütmüĢlerdir. Sovyet Rusya’nın yıkılmasıyla tek kutuplu dünyanın oluĢması, 

sonrasında yaĢanan küreselleĢme anlayıĢı, Ģiddetin ve öncü ülke olma isteğinin önüne 

geçememiĢtir. Dünya sahnesindeki iktidar olma mücadelesi, farklı stratejileri 

beraberinde getirmiĢtir 

Günümüzde siber teknolojinin küreselleĢen dünyayı etkisi altına almasıyla 

kaynaklara ulaĢmanın maliyetinin en aza indirilmesi ve daha fazla kaynağa eriĢim 

sağlanması, ekonomik, politik ve sosyal açılardan fayda sağlamaktadır (Bal vd., 

2013: 179-218, akt. Tiryaki vd., 2020: 274) Ancak bu durum, kaynakların terör 

örgütü mensupları tarafından kötüye kullanılmasına da yol açmıĢtır. ġiddet yanlısı 

örgütler ve terör grupları, açık kaynak istihbaratını kullanarak hedeflerini 

gerçekleĢtirmeye çalıĢmaktadırlar (Yılmaz, 2022: 221). Özellikle suç Ģebekelerinin 

devletlerin kültürel, coğrafi, siyasi ve ekonomik bilgi kaynaklarına açık kaynak 

istihbaratını kullanarak ulaĢmaları ve buna karĢın kurumsal bir düzen içerisinde 

olmamaları, açık kaynak istihbaratının çift yönlü yapısına iĢaret etmektedir. Ayrıca 

gizli örgütler daha çok kapalı kaynaklar üzerinden iletiĢim ve haberleĢme 

gerçekleĢtirirken, kurumsal yapılar ve devletler açık kaynak verisini daha fazla 

üretmektedir (Özdağ, 2023: 306). 

 Açık kaynak istihbaratının analisti, üst seviyedeki bir yetenek ve yeterlilikle 

birçok hamleyi deĢifre edebildiği gibi elde edilen bu verilerin analizi neticesinde 

hedef ülkelerin yapabileceği hamleleri tahmin edebilme yeteneğine de sahiptir 

(Özdağ, 2023: 310) 

Açık kaynak istihbaratı denildiğinde üniversiteler, akademik yazılar, makaleler 

ve düĢünce kuruluĢlarının ürettiği kaliteli ve stratejik bilgiler de önemli bir yer 

tutmaktadır. Üniversitelerde yabancı öğrenci statüsünde bulunan öğrenciler ve 

uluslararası projelerde görev alan iyi yetiĢmiĢ bireylerden elde edilen akademik 

veriler, bilgi devĢirmek ve beyin göçünü sağlamak amacıyla kullanılmaktadır 

(Yılmaz, 2022: 224-225). Ancak açık kaynak istihbaratı olarak değerlendirilen bu 

bilgiler, bazı ülkeler tarafından gizli bilgi olarak korunmaktadır. Örneğin Kuzey 

Kore, Suriye ve Irak gibi ülkeler, kendi ülkeleri hakkındaki tüm bilgileri gizli bilgi 

olarak değerlendirmiĢ ve saklamıĢlardır (Özdağ, 2011: 313-314).  

Ülkelerin kendi faaliyetlerini gizleme arzusu, onları kapalı bir istihbarat 

sistemine yönlendirse de sosyo-kültürel, ekonomik ve politik süreçlerin 
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gizlenemediği durumlar da söz konusudur. XXI. yüzyılın en önemli aracı olan siber 

teknoloji, uluslararası diplomatik süreçlerin oluĢumuna katkıda bulunduğu gibi 

büyük bir açık kaynak verisi sunduğu için de istihbarat faaliyetlerinin yürütüldüğü 

geniĢ bir alan sunmaktadır.  

“Sosyal ağlarda günlük yaşantılardan, sıradan içerikler paylaşılabileceği gibi örgütler, 

siyasetçiler, ünlü kişiler, kurum ve kuruluşlar sosyal medyayı çok amaçlı bir araç olarak 

kullanabilmektedir. Sosyal medya platformları bilgi ve düşünce paylaşımının yanı sıra 

devletlerin veya örgütlerin propaganda yapmak için kullandığı bir araç hâline de 

dönüşebilmektedir. Bu sebeplerle sosyal medya platformları açık kaynak bilgisi toplamak için 

oldukça elverişli ortamlardır” (Tiryaki ve Özdal, 2020: 267-269).  

Bunun yanında sosyal medya platformları, toplulukların örgütlü ve koordine 

bir Ģekilde hareket etmelerine olanak vermesi nedeniyle yaygın ve etkili bir iletiĢim 

aracı olarak kullanılmaktadır. Örneğin 2010 yılının aralık ayında Tunus'ta baĢlayan 

bir dizi protesto ve halk hareketi, diğer Arap ülkelerine yayılarak birçok ülkede 

toplumsal ve siyasi değiĢimlere yol açmıĢtır. “Arap Baharı  adı verilen bu toplumsal 

hareketler, ilk olarak sosyal medya araçlarıyla örgütlenmiĢ ve güçlü bir halk kitlesine 

dönüĢerek devlete karĢı protestolar gerçekleĢtirmiĢtir (Yılmaz, 2022: 276) 

Twitter, Facebook ve diğer sosyal medya platformları, Arap Baharı sırasında 

protestocuların hızlı ve anlık iletiĢim sağlamasına yardımcı olmuĢ; kitlesel 

gösterilerin organize edilmesi ve hızla yayılması kolaylaĢmıĢtır. Ayrıca video ve 

fotoğraf paylaĢımı sayesinde küresel ölçekte ses getirmiĢ, dünyanın dört bir yanından 

insanların hareketi desteklemesini sağlamıĢtır (Keller vd., 2011, akt. Yılmaz, 2022: 

280-281; Özdağ, 2011: 314). Sosyal medya, toplumsal hareketlere veri akıĢını 

sağlayarak protestoların sürekliliğine de olanak tanımıĢtır.  

Protestocuların bir araya gelerek gerçekleĢtirdiği eylemler, kitle psikolojisinin 

en etkin ağı hâline gelmiĢ; ancak hem protestocular hem de devlet organları, sosyal 

medya platformlarında kimi zaman yanlıĢ bilgi yayma giriĢiminde bulunarak süreci 

manipüle etmeye çalıĢmıĢlardır. Dolayısıyla sosyal medya alanı, açık kaynak verisi 

sunsa da bu veriler çoğu zaman dezenformasyona, propagandaya ve algı yönetimine 

olanak tanımıĢ, “kitle iletişim araçlarından istifade eden milli bir güç unsusrna dönüşmüştür‟‟ 

(Özdağ, 2011: 275). 

Terör gruplarının sosyal medya platformlarını propaganda ve dezenformasyon 

amacıyla sıkça kullanması, açık kaynak istihbarat verisini önemli hâle getirmiĢtir. 

ABD, son zamanlarda sosyal medya teknolojisini çözümleme çabalarına yönelmiĢ, 
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dezenformasyonu tespit edip tahmin duyarlılığını geliĢtirebilecek çalıĢmalar üzerine 

yoğunlaĢmıĢtır. Bu alandaki araĢtırmalar, süreç içerisinde özel sektör tarafından 

gerçekleĢtirilmiĢtir (Keller vd., 2011, akt. Yılmaz, 2022: 281). 

5. Sosyal Medya Ġstihbaratı (SOCMINT) 

Sosyal medya istihbaratı, sosyal medya platformlarında kullanıcılar tarafından 

paylaĢılan verilerin toplanması, analizi ve yorumlanması sürecidir. Sosyal medya 

istihbaratı (SOCMINT), bu platformlarda bilgilerin saklanması ve analiz edilmesi ile 

ilgilidir. Bu süreç, güvenlik ve istihbarat ajanları tarafından terörizm, suç ve diğer 

güvenlik tehditlerini izlemek ve önlemek amacıyla kullanılmaktadır (Shulman, 2013, 

akt. Yılmaz, 2022: 278-279) 

SOCMINT, çeĢitli sosyal medya platformlarında yer alan paylaĢımlar, 

yorumlar, beğeniler, takipçi hareketleri ve diğer etkileĢimlerin incelenmesini 

kapsamaktadır. Ayrıca bireylerin, grupların veya toplulukların davranıĢlarını, 

eğilimlerini ve genel ruh hâllerini anlamak amacıyla da önemli bir araçtır. Bu sayede, 

güvenlik güçleri, potansiyel tehditleri daha iyi değerlendirme ve müdahale stratejileri 

geliĢtirme imkânı elde etmektedir (Bural, 2022: 74).  

Sosyal medyanın kullanıldığı bazı alanlar Ģunlardır:  

1. Pazarlama ve Reklamcılık: ġirketler, sosyal medya istihbaratını 

kullanarak hedef kitlelerinin davranıĢlarını ve tercihlerini analiz 

etmekte; bu sayede etkili reklam ve pazarlama modelleri 

geliĢtirmektedirler. Pazarlama ve reklam teknikleri konusuna göre 

farklılıklar göstermekle beraber, bu süreç etik ve ahlaki anlayıĢtan 

ayrılmadan gerçekleĢtirilmelidir (Temel vd., 2016: 32). 

2. MüĢteri Hizmetleri: Sosyal medya platformlarının yaygın ve düĢük 

maliyetli kullanımı, müĢterilerin geri bildirimlerini izleyerek müĢteri 

memnuniyetini artırmayı ve sunulan hizmetlerin hedef kitlelere hızlı bir 

Ģekilde yayılmasını sağlamayı mümkün kılmaktadır. Ayrıca olası 

sorunların hızlı bir Ģekilde çözülmesine olanak tanıyarak, kitlelere 

ulaĢma imkânını artırmaktadır (Kietzmann vd., akt. Akyüz, 2013: 7) 

3. Güvenlik ve Ġstihbarat: Kamu kurumları ve güvenlik birimleri, sosyal 

medya istihbaratını kullanarak potansiyel tehditleri önceden tespit etme 
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imkânına sahip olmaktadırlar. Bu sayede, toplumsal güvenliği sağlama 

yönünde etkili adımlar atılabilmektedir Omand vd., 2014: 25, Bural, 

2022: 68-69). 

“Sosyal ver n n toplanması, depolanması,  şlenmes  ve kullanılması devletler  ç n 

güvenl k sorunu arz edeb lmekted r. Sosyal ver  sayes nde b r toplumun „toplumsal gen 

har tası‟ ya da reaks yon formülü çıkarılab l r; bu formül toplumsal karmaşa/kargaşa, suç, 

terör, seç mler ya da s yas  man pülasyon g b  amaçlarla kullanılab l r. Sosyal medyada 

oluşan b lg  havuzu b r toplumun anlık, saatl k, günlük, haftalık ve aylık duygu, düşünce ve 

reaksiyon fonksiyonunun elde edilmesine yarayabilir” (Demir, 2021: 15).  

Özellikle terörizm, organize suçlar ve siber tehditlerle mücadelede sosyal 

medya önemli bir araç olarak değerlendirilmektedir. Bu platformlar, hedefle ilgili 

lokasyon, zaman, saat, süreç ve konu gibi önemli bilgileri sağlamaktadır. 

1. Rekabet Analizi: Kullanıcıların aynı anda birden fazla rakip sosyal 

medya platformunu kullanabilmesi, pazar piyasasında kayma etkisi 

yaratmaktadır. Bu durum, mevcut rakip platformların kullanıcı 

sayılarını artırmasına ve yeni platformların pazara girmesine olanak 

tanımaktadır. Çoklu eriĢim, pazar yoğunlaĢmasını azaltarak Ģebeke 

etkileri ve tüketici kilitlenmesi yaĢanan pazarlarda önemli bir rol 

oynamaktadır (Demir, 2021: 15-16). ġirketler, rakiplerinin sosyal 

medya aktivitelerini izleyerek piyasa trendlerini ve rekabet stratejilerini 

daha iyi anlayabilir; bu bilgiler doğrultusunda analizler yaparak rekabet 

piyasasındaki baĢarılarını artırmak için yeni stratejiler geliĢtirebilirler. 

2. Seçim Analizleri: Seçmen davranıĢları ve siyasi eğilimler analiz 

edilerek seçim stratejileri geliĢtirilebilmektedir. Seçim dönemlerinde 

siyasi partilerin, stratejilerini kendi lehlerine kullanma ya da rakip 

seçmen üzerindeki eğilimleri değiĢtirme amacıyla kullanacağı 

yöntemler, dezenformasyonlara yol açabilir. Bu süreç, ülkenin 

kaderinin değiĢmesinde etkili bir rol oynayabilmektedir (Karaca, 2024: 

138-139) 

Sosyal medya istihbaratı; büyük veri analitiği, doğal dil iĢleme (NLP) ve 

makine öğrenimi gibi ileri teknolojik araçlar kullanılarak gerçekleĢtirilmektedir 

(Bartlett vd., 2015: 34, akt. BaĢarır Yurtsever, 2024: 107) Bu teknolojiler, elde edilen 

verilerin hızlı ve doğru bir Ģekilde analiz edilmesine ve sayısal değerler üzerinden 
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yorumlanmasına olanak tanımaktadır. Bu sayede sosyal medya verilerinden aranan 

bilgilere ulaĢmak, stratejik kararların alınmasında yol gösterici olabilmektedir. 

“Teknolojik ağ veya internet etnografisi olarak ifade edilen netnografi, etnografi gibi 

gözlemlerle insan davranışlarını ve bu davranışların altında yatan çeşitli nedenleri bağlamsal 

düzeyde analiz edilme yöntemi olarak ifade edilmektedir‟‟ (Kozinets, 1997: 473, akt. Başarır 

Yurtsever, 2024: 108 ). 

Sosyal medya, bireylerden toplumlara kadar uzanan bir etkileĢim alanı 

sunmakta; bu durum, istihbarat toplama ve yürütme politikalarında sürekli geliĢme 

göstermektedir. KiĢisel verilerin takibi ve dijital ayak izi olarak tanımlanan verilerin 

izlenmesi daha kolay hale gelmektedir. Özellikle bir kiĢi hakkında kiĢilik analizi 

yapmak, dijital verilerin yorumlanmasıyla mümkün olmaktadır.  

“Sosyal medyalardan elde edilen açık kaynak verileri gereksinimler doğrultusunda farklı 

program ve algoritmalar kullanılarak istihbarat, güvenlik, akademi, ticaret, siyaset gibi çok farklı 

amaçlara hizmet etmesi için analiz edilebilmektedir. Buradaki hedef ise faydalı bilgiler ortaya 

çıkartılarak ihtiyaca yönelik değer yaratabilmektir‟‟ (Akın vd., 2018: 799, akt. Tiryaki vd., 2020: 291) 

 Geleneksel medyanın aksine interaktif iletiĢime olanak veren sosyal medya 

mecraları, kullanıcılara sundukları esneklikle hem içerik üretimine hem de 

tüketimine olanak tanımaktadır. Bu platformlar, birey ve toplum davranıĢları 

üzerinde etkin bir rol oynamaktadır.  

“Sosyal medyadan elde edilen açık kaynak bilgileriyle gerçekleştirilen faaliyetler göz önünde 

bulundurulduğunda sosyal medyanın gücü göz ardı edilemeyecek seviyededir. Gerek sosyal medya 

sitelerinin sahipleriyle yapılan anlaşmalarla gerek kendi teknik ve yöntemleriyle devletler sosyal 

medyadan elde ettikleri bilgilerden istihbarat çalışmaları yapmaktadır. Sosyal medya verileri 

üzerinde çalışılarak kitlelerin hareketleri önceden tespit edilmekte, olası tehlikeler bertaraf edilmekte 

veya olası şüpheli kişiler takip altına alınmaktadır. Bu durumda toplumun ve devletin güvenliği için 

sosyal medya üzerinden toplanan açık kaynak verileri üzerinden istihbarat çalışmaları yapmak 

kaçınılmaz olmaktadır‟‟(SavaĢ, 2015: 4, akt. Tiryaki vd., 2020: 291). 

  ĠlletiĢim ağlarını geniĢletmek, diğer kiĢilerin deneyimlerini görmek ve kendi 

deneyimlerini paylaĢmak, tanımadıkları insanlarla iletiĢim kurmak gibi seçenekler 

sunmakta; bu bağlamda örgütlenme, dezenformasyon, bilgi yayma ve propaganda 

amacıyla da kullanılmaktadır. 

Yukarıda belirtilen sosyal medya mecrasındaki geliĢmeler, dijital iletiĢim 

faaliyetlerinin önemli adımlar atmasını temsil etmekte; aynı zamanda uluslararası 

iliĢkilerde ve diplomatik süreçlerin Ģekillenmesinde hızlı ve etkin bir rol 
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oynamaktadır. Sosyal medya, insanların bilgi paylaĢımında bulunma, sosyalleĢme ve 

iletiĢim kurma biçimlerini köklü bir Ģekilde değiĢtirmiĢtir. 

BiliĢim teknolojilerinde 2000'li yıllar itibarıyla önemli geliĢmeler yaĢanmıĢtır. 

Klasik medya anlayıĢında üreticiden tüketiciye bir akıĢ söz konusu iken, 

enformasyon çağındaki hızlı geliĢmeler küresel ölçekte yayılmaya baĢlamıĢtır. 

2000'li yılların baĢına gelindiğinde, internet ağında hızlı yaygınlaĢmanın yanı sıra 

yeni programlar da yerini almaya baĢlamıĢtır. Bu durum, iletiĢim dinamiklerini 

değiĢtirmiĢ ve bilgiye eriĢim Ģekillerini çeĢitlendirmiĢtir (Dhiraj, 2013: 7-8, akt. 

Yılmaz, 2022: 273-274) 

“L teratürde „sosyal medya‟  fades yle kavramsallaştırılan bu olgu herhang  b r k ş n n 

enformasyonun yayılmasını ve ona er şmes n  ortak amaç doğrultusunda  ş b rl ğ  yapmasını 

veya  l şk ler gel şt rmes n  mümkün kılan, görece daha ucuz ve kolay er ş leb l r b r elektron k 

aygıt sayes nde çıkmış b r b l ş m ağıdır” (Dhiraj, 22013: 7-8, akt. Yılmaz, 2022: 273-274). 

274 sayfa iste 

Kullanıcılar, sosyal medya platformlarında benzer ilgi alanlarına sahip kiĢilerle 

bir araya gelerek çevrimiçi üretici ve tüketici toplulukları oluĢturabilmektedirler. Bu 

topluluklar; iĢ, aile, politika, hobi, moda, sanat ve teknoloji gibi konularda fikir 

alıĢveriĢinde bulunarak topluluğun bilgi birikimini artırmaktadır. Sosyal medya, 

bireylerin bilgi paylaĢımını ve ortak ilgi alanlarını tartıĢmasını teĢvik ederek geniĢ ve 

dinamik bilgi ağlarının oluĢmasına katkıda bulunmaktadır. 

Bugün ülkeler, kurumsal düzlemde sosyal medya hesaplarını kullanmakta ve 

kendi ulusları hakkında detaylı bilgi vermektedirler. Bu sürecin varlığı, güvenlik ve 

istihbarat faaliyetlerinin bu mecralarda yoğun bir Ģekilde yapılmasını zorunlu 

kılmaktadır.  

“Facebook ortamının siyasal iletişim kampanyalarında kullanılma olgusu, ABD 

Başkanı Barack Obama‟nın Facebook ortamında başarılı bir destek hayran kitlesi kampanyası 

yürütmesi ile gündeme gelmiştir” (Binark vd., 2009: 73, akt. Babacan vd., 2014: 74) 

2010 yılına gelindiğinde sosyal medya platformları küresel çapta yaygınlaĢarak 

büyük bir kullanıcı kitlesine ulaĢmıĢtır. Özellikle Facebook, bu dönemde önemli bir 

sosyal medya mecrası olarak ön plana çıkmıĢtır. Öyle ki 2010 yılında Barack 

Obama’nın baĢkanlık seçim kampanyası Facebook üzerinden yapılarak seçimin 

kazanılması, Facebook’un güçlü bir siyasal mecra olduğunu kanıtlamıĢtır.  
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6. Görüntü Ġstihbaratı (IMINT) 

Görüntü istihbaratı; 

 “Keşif/gözetleme uyduları, insanlı ve insansız hava araçları (İHA), gemiler ve 

denizaltılar, kara taşıtları, el kameraları bulunan optik, elektro-optik (EO), kızılötesi (IR-

Infrared), radar (SAR-Synthetic Aperture Radar), lazer (LIDAR- Light Detection And Ranging) 

vb. sensör/algılayıcılarla temin edilen görüntülerin kıymetlendirilmesi ve diğer bilgilerle 

desteklenmesi sonucunda elde edilen istihbarattır” (m5dergi.com, 2024).  

Ġleri teknolojik cihazlar dâhil olmak üzere elde edilen görüntü bilgisinin, diğer 

istihbarat teknikleriyle bütünleĢtirilerek yapılan analizler neticesinde doğru istihbarat 

verisine ulaĢılması hedeflenmektedir. Görüntü istihbaratı, askerlerin çevreleri 

hakkında bilgi toplamak amacıyla balonlar aracılığıyla keĢfetmek istedikleri 

bölgelerden aldıkları fotoğraflar ile elde edilen bilgileri içermektedir 

(usnwc.libguides.com, 2024).  

Birinci Dünya SavaĢı ve Ġkinci Dünya SavaĢı sırasında istihbarat dönüĢümünde 

ciddi geliĢmeler yaĢanmıĢ ve bu dönemde görüntü istihbaratı ile hedef ülkelerin sahip 

olmak istedikleri bilgi gücü için rekabet artmıĢtır. 

“Fotoğraf istihbaratı, günümüzde çok başvurulan bir yöntem değildir. Teknolojik 

gelişmeler, yeni icatları hayatımıza getirdi ve artık uydu istihbaratı ya da insansız hava 

araçları gibi sistemler ile görüntü alınabilmektedir. Fakat geçmiş dönemlerde fotoğraf 

istihbaratı ordular ve servisler için önemli fırsatlar sunmuştur. Örneğin Sovyetler Birliği‟nin 

Küba‟da konumlandırdığı nükleer başlıklı füzelerin fark edilmesi, U-2 uçaklarının fotoğraf 

istihbaratı sayesinde gerçekleşmiştir. Günümüzde fotoğraf istihbaratının gelişmiş versiyonu 

olarak uydu istihbaratından bahsetmek mümkündür. Bugün üretilen teknolojik cihazlar, hızlı 

ve detaylı görüntüyü uydular vasıtasıyla alma imkânı sunmaktadır. Bu sayede ordular ve 

istihbarat servisleri hızlı, daha az masraflı, daha az riskli bir şekilde istedikleri bölgeden canlı 

görüntüler alabilmektedir” (Kavırsacı ve Demirbaş, 2020: 55).  

Bu duruma verilecek en güzel örnek, 1960’lı yıllarda ABD’nin Sovyet hava 

sahası içerisinde fotoğraf çekip görüntü alarak gerçekleĢtirdiği istihbarat 

faaliyetleridir. Bu olay, Soğuk SavaĢ Dönemi’nde diplomatik krizlere sebep 

olmuĢtur. Nitekim bunun ardından görüntü istihbaratında hızlı geliĢmeler 

yaĢanmıĢtır. Günümüzde ise uyduların uzaydan gerçekleĢtirdikleri görüntü çekme 

kabiliyeti, anlık istihbarat olanağı tanırken, uzayda uydusu bulunmayan devletler bu 

konuda geri kalmaktadır. Bu durum, uluslararası güvenlik ve stratejik denge 

açısından önemli bir faktör haline gelmiĢtir.  
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“Görüntü istihbaratı kapsamında fotoğraf, uydu ve insansız hava aracı istihbaratları 

geniş yer tutmaktadır ve özellikle drone olarak isimlendirilen hava araçları toplamada giderek 

daha yaygınlaşmaktadır‟‟ (Çıtak, 2015: 106).  

Devletlerin millî güvenliklerini korumak amacıyla hem istihbarat faaliyetlerini 

artırma hem de istihbarata karĢı koyma amacıyla uzayda gerçekleĢtirilen analizler 

stratejik öneme sahiptir. Görüntü ve uydu teknolojileri sayesinde detaylı haritalar 

çıkarılabilmektedir. Tarım alanlarının ve doğal kaynakların izlenmesi sağlanarak 

istihbarat elde edilmektedir. Görüntü istihbaratı, özellikle operasyon öncesi hedef 

belirleme ve takip gibi bilgileri sağlamakta önemli bir rol oynamaktadır. 

F. Ġstihbarata KarĢı Koyma (Kontrespiyonaj/IKK) 

Ülkeler, geliĢme hedefleri doğrultusunda güvenlik ve istihbarat faaliyetlerini 

yürütürken, tehdit olarak algıladıkları hedef ülkelere ve yapılara karĢı da benzer 

çalıĢmalar gerçekleĢtirmektedirler. Tehdit algısı yaratan durumlar karĢısında 

kurumsal güvenlik ve istihbarat yapıları oluĢturarak, hedef ülkelerin ve örgütlerin 

istihbarat yapılarının teknik ve akılsal yönlerini öğrenmek, deĢifre etmek ve 

nihayetinde ortadan kaldırmak millî bir strateji haline gelmiĢtir. Tarihsel süreçte 

istihbarat mücadelesi, bir yandan bilimsel ve teknik mücadeleleri, diğer yandan insan 

merkezli istihbaratı (HUMINT) geliĢtirme stratejisini sergilemiĢtir (Darıcılı, 2022: 

7). 

Bu bağlamda, istihbaratın geliĢim çizgisi, bilim ve teknik temelli bir 

mücadeleyi ifade etmekte; teknik yönde ilerleme kaydeden ülkeler, istihbarat 

konusunda küresel bir güç elde etmektedirler. Dolayısıyla istihbarat faaliyetleri, 

tehdit olarak görülen ülkelerin ve örgütlerin istihbarat yapılarıyla mücadele etme 

çerçevesinde ele alınmaktadır. 

Millî güvenliklerini korumak amacıyla ülkeler, yabancı istihbarat servislerinin 

bilgi, veri ve doküman toplama faaliyetlerini engellemeye yönelik yöntem ve 

stratejiler geliĢtirmektedir. Bir ülkenin ekonomik, kültürel özellikleri, savunma 

sanayisi, tıp bilimi, politik ve diplomatik iliĢkileri hakkında bilgi almak kadar rakip 

ülkelerin kendi ülkeleri hakkında ne düĢündüğü ve planladığı da önemli bir husustur. 

Bu nedenle bilgi edinme ve engelleme stratejileri, millî güvenlik açısından kritik bir 

yere sahiptir (Özdağ, 2011: 144-145).  
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Kontrespiyonaj/istihbarata karĢı koyma kavramını eski CIA KarĢı Ġstihbarat 

ġefi James M. Olson Ģu Ģekilde ifade etmiĢtir:  

“Bir ulusun vatandaşının, gizlilik mahiyetini haiz bilgilerini ve teknolojik gelişmelerini 

yabancı istihbarat servislerinden korumak maksadıyla alınan koruma ve tedbir yöntemlerinin 

tamamıdır. Karşı istihbarat eylemlerinde dost ülkelerin var olduğu fakat dost istihbarat 

servisinin olmadığı düşüncesinden uzaklaşılamaz” (Olson, 2021: 42).  

“Kontrespiyonaj; ilk zamanlarda düşmanı durdurmak, muhaliflerin ve hatta 

müttefiklerin bile ülkenin kendi sırlarını çalmasını engellemek anlamına gelmekteydi. Bugün 

kontrespiyonaj yalnızca rakibi durdurmaktan çok daha fazlasını teşkil etmektedir. Günümüzde 

terörle mücadele, narkotik akışları ve küresel organize suçlar da kontrespiyonajın sahasına 

girmektedir. Tehdit ne olursa olsun, istihbari faaliyetlerin bertaraf yöntemleri birbirine 

benzerlik göstermektedir” (Küçükyılmaz, 2019: 7-8).  

Yabancı istihbarat servisleri, istihbarat memurlarının gizliliğini sağlamak 

amacıyla büyük çaba göstermektedirler. Bu süreçte diplomatlar, öğrenciler, 

gazeteciler ve iĢ insanları gibi sivil bireyler arasından istihbarat memurları 

seçilmekte veya yetiĢtirilmektedir. Bu durum, tüm ülkelerin istihbarata karĢı koyma 

faaliyetlerinde ortak bir hedef oluĢturmaktadır. Amaç, casusları tespit etmek ve çift 

taraflı ajan olarak kullanma çabası olarak belirginleĢmektedir (Olson, 2021: 149). 

“Kontrespiyonaj, ilk zamanlarda, düĢmanı durdurmak, muhaliflerin ve hatta müttefiklerin bile 

ülkenin kendi sırlarını çalmasını engellemek anlamıyla gelmekteydi. Bugün, kontrespiyonaj yalnızca 

rakibi durdurmaktan çok daha fazlasını teşhkil etmektedir. Günümüzde, terörle mücadele, narkotik 

akışlar ve küresel organize suçlar da kontrespiyonajın sahasına girmektedir. Tehdit ne olursa olsun, 

istihbari faaliyetlerin bertaraf yöntemleri birbirine benzerlik atfetmektedir‟‟ (Küçükyılmaz, 2019: 95-

96) 

XXI. yüzyıla gelindiğinde, yeni aktörlerin uluslararası sistemde ortaya 

çıkmasıyla birlikte sınır ötesi operasyonlar ve uluslararası organize suç örgütlerine 

karĢı yapılan kontrespiyonaj faaliyetleri, uluslararası istihbarat teĢkilatları arasında 

bilgi paylaĢımının gerekliliğini ön plana çıkarmıĢtır. Bu ihtiyaç, özellikle ideolojik, 

kültürel ve ekonomik bağlamda iĢ birliği içinde olan ülkelerin koordinasyonunu 

sağlamada etkili olmuĢtur. Terör, narkotik akıĢları ve diğer küresel tehditlerle 

mücadelede etkili kontrespiyonaj faaliyetleri, toplumların güvenliği ve istikrarı 

açısından hayati bir öneme sahiptir. Bu nedenle devletler ve kuruluĢlar bu alandaki 

güçlerini ve yeteneklerini sürekli olarak artırmaya çalıĢmaktadır. 

Ġstihbarata karĢı koyma faaliyetlerindeki baĢarı aĢağıda belirtilen ilkelerle 

doğrudan iliĢkilidir (Özdağ, 2011: 57-58; Olson, 2021: 73-109):  
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1. Saldırgan Ol: Ülke içine sızan düĢmanların varlığından emin 

olunduktan sonra herhangi bir olayın gerçekleĢmesi beklemek, karĢı 

istihbarata fayda sağlamayacaktır. DüĢman istihbarat elemanı ülkeye 

sızmıĢ ve bünyeye ağır darbeler indirmeye baĢlamıĢtır. KarĢı istihbarat, 

zaman kaybetmeksizin arayıĢa geçmeli ve saldırgan bir tutum 

izlemelidir. 

2. KarĢı Ġstihbaratçıya Saygı Göster: KarĢı istihbaratçılar, kendi 

teĢkilatlarında popüler olmamalarına rağmen yaptıkları iĢin istihbarat 

kadar önemli bir faaliyet olduğunu unutmadan onlara saygı duymak, 

istihbarata karĢı koymanın en önemli ilkelerindendir. 

3. Sokaklara Hâkim Ol: Gözetleme faaliyetlerinin ana merkezi olan 

sokakların ve burada faaliyet gösteren düĢman istihbarat görevlilerinin 

izlenmesi ile kanıt elde edilmesi çok önemlidir. Film senaryolarında bu 

durum kolay görünse de oldukça zor ve pahalı bir iĢtir. 

4. Tarihini Bil: KarĢı istihbarat elemanı, çok iyi bir tarih bilgisine sahip 

olmalıdır. Tarihsel akıĢtaki olaylar silsilesi, mevcut durumun neden-

sonuç iliĢkisi arasındaki bağlantıyı ortaya koymaktadır. Zor ve tehlikeli 

bir alan olan karĢı istihbaratta entelektüel yeterliliğe sahip olmak, 

karĢılaĢılan pek çok zorlukta hızlı ve doğru karar verme mekanizmasını 

faaliyete sokmaktadır. Ġyi bir istihbarat uzmanının entelektüel 

yeterliliğe sahip olması, karĢı istihbaratta baĢarı ve etkinliği 

sağlamaktadır. 

5. Analizin Önemini Asla Unutma: Analiz süreci, istihbaratın temel yapı 

taĢlarından biridir. Ġstihbarata karĢı koymada, bu sürece genellikle üvey 

evlat muamelesi yapılması nedeniyle teknik ve teorik bilgi eksikliği 

olan yetersiz personelle çalıĢılması, istihbarata karĢı koyma 

faaliyetlerinin baĢarısızlıkla sonuçlanmasına sebep olmuĢtur. 

6. Dar GörüĢlü Olma: Ġstihbarata karĢı koymanın en temel 

özelliklerinden biri, farklı kurum, kuruluĢ veya mesleki alanlarda bilgi, 

veri ve malumatların paylaĢılması gerçeğidir. BaĢka kurumlarla 

koordine çalıĢma, hiçbir bilgiye önemsiz damgası vurmadan analiz ve 

değerlendirmeye alma, kontrespiyonaj faaliyetlerinin baĢarı oranını 
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artıracaktır. Örneğin geçmiĢte CIA ve FBI’ın yeterince paylaĢımda 

bulunmaması, karĢı istihbarat elemanları için bir fırsat olmuĢ ve bu 

durum onlar tarafından kendi lehlerine kullanılmıĢtır. 

7. Sürekli Eğitim Yap: Ġstihbarat çalıĢanları, personel seçimlerinde 

analitik zekâları yüksek olan kiĢilerin tercih edilmesi nedeniyle eğitime 

ve geliĢime açık kiĢiler olarak karĢımıza çıkmaktadır. Enformasyon 

çağının yenilikleri, eğitim sürecinin sürekli olmasının gerekliliğini 

ortaya koymaktadır. 

8. Kenara Çekilme: Ġstihbarat camiasında karĢı istihbarata hak ettiği 

değerin verilmemesi, karĢı istihbarat faaliyetlerinin ne olduğu ve ne iĢe 

yaradığını anlamlandıramayan bazı siyasi karar alıcılar ve elitler 

tarafından ötelenmesine yol açmaktadır. KarĢı istihbaratı icra eden 

çalıĢanlar, bu ötekileĢtirme sendromunun önüne geçmelidir. 

Kendilerinin küçümsendiğini veya manipüle edilmeye çalıĢıldığını 

düĢünen karĢı istihbarat elemanları, durumu belgelendirerek üst 

amirlere bilgi vermelidir. 

9. Çok Fazla Bekleme: Mesleğin zorlu olması, sürekli eğitim ve 

yenilenmeyi gerektirmesinin yanı sıra Ģüpheyle beslenmesi, meslekte 

sürekli taze kan akıĢını gerekli kılmaktadır. Bu nedenle yeni ve genç 

kadroların getirilmesi elzemdir. Meslekte uzun süre çalıĢan kiĢilerdeki 

psikolojik hasarlar kaçınılmaz olabilmektedir. 

10. Asla Pes Etme: KarĢı istihbarat, olayları iyi analiz etmeyi ve uzun 

soluklu bir mücadeleyi gerektirmektedir. Stres ortamında 

çalıĢamayacak kiĢilerin özellikle bu mesleği seçmemeleri gerekir. 

Zorluklarla karĢılaĢıldığında sabırla beklenmeli ve sonuca gidene kadar 

vazgeçilmemelidir. 

“Bir istihbarat servisinin her türlü bilgiye erişebilmesi, ulusal bilgi yönetim 

sistemlerinden istediği bilgileri çekebilmesi bireysel hak ve özgürlüklere ve insan haklarına 

aykırı bir tutum teşkil edebilir. Ancak unutulmamalıdır ki günümüzde devletler artık yüz yüze 

savaşlardan (face to face war) ziyade, binlerce kilometre uzaklıktan ilgili yaptırım ve 

saldırıları yapmaktadır. Terörist gruplar, bilgisayar korsanları, uyuşturucu kaçakçıları vb. 

birçok oluşum, devlet ve toplumların hayatlarını tehdit eder hale gelmişlerdir. Bu sebeple 

istihbarat örgütlerinin bilgiye erişim durumları, insan haklarını, bireysel hak ve özgürlüklere 

tecavüzden ziyade, kanun sınırlamalar içerisinde yapıldığında, güvenlik ve yaşama hakkı için 

bir nevi elzem konuma gelmiştir (Aydın, 2018: 87, akt. Küçükyılmaz, 2019: 101). 
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KarĢı istihbarat faaliyetlerini yürüten kiĢiler, istihbarat havuzuna bilgi, belge ve 

veri toplarken yaptıkları iĢin görünmez ve gizli kalması için casusluk yöntemleriyle 

gizlilik ilkesine bürünmektedirler. Ancak teknolojik geliĢmeler ve istihbarat ile karĢı 

istihbarat faaliyetlerinde yaĢanan yeni açılımlar, istihbaratın sürekli bir dönüĢüm 

ilkesine yaslandığını göstermektedir. Bunun yanı sıra yeni aktörlerin varlığı, yeni 

güvenlik sorunlarının ortaya çıkmasına neden olmakta ve millî güvenlik kaygısının 

sahasını geniĢletmektedir. 

“2013 yılında NSA (National Security Agency) Ulusal Güvenlik Merkezinde bilgisayar 

uzmanı olarak çalışan Edward Snowden Beş Göz ortaklarını, ticari ve uluslararası iş 

birliklerini ortaya çıkaran NSA sızıntılarıyla göstermiştir. ABD tarihinde en önemli bilgileri 

basına sızdırarak dünya siyasetinin en üst sıralarında yer alan Edward Snowden ABD 

tarafından tüm zamanların en büyük haini ilan edilmiştir” (Aust and Ammann, 2019: 75-76).  

Sonraki süreçte Snowden, Çin ve Rusya’ya sığınarak yargılanmaktan kendini 

korumuĢtur.  

Yeni aktörlerin uluslararası sistemde boy göstermesiyle sınır ötesi operasyonlar 

ve uluslararası organize suç örgütlerine karĢı yapılan kontrespiyonaj faaliyetleri, 

uluslararası istihbarat teĢkilatları arasında bilgi paylaĢımı gerekliliğini açığa 

çıkarmıĢtır. Ayrıca bu konuda özellikle ideolojik, kültürel ve ekonomik bağlamda iĢ 

birliği içerisinde olan ülkelerin koordine olmasında öncü olmuĢtur. Terör faaliyetleri, 

narkotik akıĢları ve diğer küresel tehditlerle mücadelede etkili kontrespiyonaj 

faaliyetleri, toplumların güvenliği ve istikrarı adına hayati öneme sahiptir. Bu 

nedenle devletler ve kuruluĢlar bu alanda sürekli olarak güçlerini ve yeteneklerini 

artırmaya çalıĢmaktadır. 

G. Soğuk SavaĢ Dönemi’nde Ġstihbarat 

Ġkinci Dünya SavaĢı’nın sona ermesiyle birlikte birçok alanda radikal 

değiĢiklikler olmuĢtur. Bu değiĢikliklerin baĢında ülkelerin siyasi yapılanmaları yer 

almaktadır. Ġkinci Dünya SavaĢı’nın ardından ABD, dünya sahnesinde süper güç 

olarak yerini almıĢtır. Birinci Dünya SavaĢı sonrası Monroe Doktorini’ne sadık 

kalarak kendi kıtasına çekilen ABD, Ġkinci Dünya SavaĢı sonrası Ġngiltere ve 

Fransa’nın ekonomik, siyasi ve askerî yönden zayıflamasıyla Orta Doğu’da oluĢan 

otorite boĢluğunu fırsata çevirerek dünyada söz sahibi olmak maksadıyla dünya 

siyasetinde boy göstermeye baĢlamıĢtır. Aynı Ģekilde, Ġkinci Dünya SavaĢı sonrası 

topraklarını ve siyasi hâkimiyetini geniĢleten SSCB de ekonomi-politik örgütlenme 
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ve ideolojik yapılanma noktasında liberal kapitalist ülkelerin lideri olan ABD ile yeni 

bir mücadeleye girmiĢtir. Bu mücadele, beraberinde silahlanma yarıĢını doğurmuĢ ve 

iki ülke arasında kesintisiz bir Soğuk SavaĢ’ın baĢlamasına neden olmuĢtur. Soğuk 

SavaĢ Dönemi, uluslararası sistemdeki değiĢiklikleri beslemiĢ ve gerek diplomatik 

gerek politik gerekse istihbarat döngüsünün hızla değiĢimine sebebiyet vermiĢtir 

(Hasanov and Katman, 2019: 1138-1150).  

Ġkinci Dünya SavaĢı sırasında Almanya’ya karĢı ittifak içinde olan ABD ve 

Sovyetler Birliği, savaĢ bitiminde iki süper güç olarak uluslararası mecrada boy 

göstermiĢ ve bu dönemde dünya, Doğu Bloku ve Batı Bloku kavramlarını tanımıĢtır. 

ABD ve Sovyetler Birliği, askerî ve psikolojik alanlarda kendilerini sürekli test 

etmiĢ, deneyimleri sonucunda kendilerine ve ittifak kurdukları devletlere yönelik 

tehditleri engellemek amacıyla tedbir yarıĢına girmiĢlerdir. Bu durum, savunma 

sanayisinin ve silahlanmanın hızla artmasına, füze teknolojilerinin geliĢmesine ve 

dünya üzerindeki mücadelenin uzaya taĢınmasına kadar sürmüĢtür (Gülmez ve 

Tahancı, 2014: 2). Soğuk SavaĢ Dönemi, iki süper güç olan ABD ve SSCB 

arasındaki ideolojik ve siyasi mücadelenin yoğunlaĢtığı bir dönemdir. Bu mücadele, 

sadece askerî ve ekonomik alanlarda değil, aynı zamanda kültürel ve ideolojik 

alanlarda da yürütülmüĢtür.  

Tarih boyunca istihbarat servisleri sadece sırları toplamakla kalmamıĢ, aynı 

zamanda kendi uluslarının çıkarlarını geliĢtirmek için baĢka gizli faaliyetler de 

yürütmüĢtür. Soğuk SavaĢ’ta bu gizli faaliyetler, Sovyetlerin komünizmi dünya 

çapında yayma politikası ile ABD’nin bu geniĢlemeye karĢı koyma ve onu tersine 

çevirme politikasının temel araçları olmuĢtur. Bu faaliyetler, dezenformasyon, 

propaganda, psikolojik savaĢ ve hükûmetlerin veya isyancı grupların 

silahlandırılması ve desteklenmesi gibi çeĢitli önlemlerin oluĢmasına sebep olmuĢtur. 

Soğuk SavaĢ’ın ilk günlerinde ABD’nin Sovyet stratejik silah yeteneklerine 

iliĢkin çok az bilgi kaynağı bulunmaktaydı. ABD hava keĢif uçuĢları, askerî 

iletiĢimleri kesmiĢ ve askerî tesislerin fotoğraflarını çekmiĢ, ancak vurulma riski 

olmadan yalnızca Sovyet topraklarının kenarlarını kontrol edebilmiĢtir. BaĢkan 

Eisenhower’ın giriĢimiyle CIA, Sovyet topraklarının derinliklerine nüfuz edebilecek 

yüksek irtifa uçağı U-2’yi geliĢtirmiĢtir. Eisenhower, Pilot Francis Gary Powers’ın 

vurularak düĢürülmesinin ardından 1960 yılında CIA’nın SSCB’deki U-2 uçuĢlarına 

son vermiĢtir. U-2 Olayı, Eisenhower için büyük bir diplomatik utanç olmuĢtur ve 
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bu, ABD baĢkanlarının istihbarat faaliyetleri nedeniyle karĢı karĢıya kalacağı pek çok 

olaydan ilki olmuĢtur (Qasımlı, 2013: 30-31). 

Daha sonraki süreçte ABD, uydu teknolojisinin geliĢmesine enerjisini 

harcayarak uzay uydularıyla SSCB’yi gözetlemeye baĢlamıĢtır. ABD’nin keĢif 

uyduları çabası, nükleer savaĢın önlenmesinde kritik bir rol oynamıĢtır. Birbirini 

takip eden yeni nesil casus uydular, fotoğrafları gerçek zamanlı olarak dünyaya geri 

göndermiĢtir. Bu, özellikle dünya çapında hızla geliĢen krizlerin izlenmesinde yararlı 

olmuĢ ve Sovyet silah yeteneklerinin daha doğru değerlendirilmesi için giderek daha 

yüksek çözünürlüklü görüntüler üretmiĢtir. Uzay iletiĢimindeki geliĢmeler, NSA’nın 

izleme yeteneklerinde de benzer ilerlemelere yol açmıĢtır. 

Ġkinci Dünya SavaĢı, milyonlarca insanın ölümüne ve büyük ekonomik 

kayıplara yol açmıĢtır. SavaĢta yenilen Almanya ve Japonya’dan doğan güç 

boĢluğunu değerlendiren Sovyetler Birliği, doğuda ve batıda yayılmacı bir politika 

izlemiĢtir. Buna karĢın, ABD ise Batı Avrupa’nın güçlü ve demokratik devletleriyle 

ittifak yaparak 1949 yılında Kuzey Atlantik AntlaĢması Örgütü’nü (NATO) 

kurmuĢtur (Kennedy, 1994: 445). 

NATO’nun kurulmasıyla birlikte Sovyetler Birliği’ndeki güvenlik kaygıları da 

artmıĢtır. Sovyetler Birliği, sosyalist düĢünceyi yayma ve yayılmacı bir politika 

izlemesi sebebiyle dünya üzerinde hegemonya kurmak istemiĢtir. Bu bağlamda, 

jeopolitik ve stratejik açıdan önemli bir konuma sahip olan Türkiye’ye gözünü 

dikmiĢtir. Türkiye’nin toprak bütünlüğünü ve millî güvenlik unsurlarını tehlikeye 

sokacak taleplerde bulunan Sovyetler Birliği’nin nihai hedefine ulaĢmasını 

engellemek maksadıyla 1947 yılında ABD tarafından Marshall ve Truman planları 

hayata geçirilerek Türkiye’ye askerî ve ekonomik yardımlar yapılmıĢtır (Gülmez ve 

Tahancı, 2014: 227).  

Ġkinci Dünya SavaĢı’nın doğurduğu yorgunluk, idealizm savunucularını 

güçlendirmiĢtir. Bu dönemde sıcak çatıĢma olmadan yumuĢak güç unsurlarını 

kullanarak savaĢın çoklu boyutlarla ele alınması, yeni savaĢ stratejilerinin 

doğrmasına ve askeri doktorine girmesi olanak tanımıĢtır. Sanayisinin hızla 

geliĢmesinin yanında yeni mücadele teknikleri de devreye girmiĢtir. Ġdeolojik üretim, 

propaganda faaliyetleri, sivil toplum üzerinde örgütlenme ve yoğun istihbarat 
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çalıĢmaları, bu dönemde blokların yürüttüğü ekonomi-politik örgütlenmeyi haklı 

gösterme hedefiyle sistematik hâl almıĢtır. 

Her iki blok da kendi ideolojilerini ve yaĢam tarzlarını küresel düzeyde 

yaygınlaĢtırmak için çeĢitli kamu diplomasisi yöntemlerini kullanmıĢtır. Doğu Bloku 

(Sovyetler Birliği), sosyalist ideolojiyi yaymak ve Doğu Bloku’nun geniĢletilmesini 

sağlamak amacıyla çeĢitli kamu diplomasisi faaliyetlerinde bulunmuĢtur (Yılmaz, 

2007: 275). SSCB, kendi ideolojisini yayma adına devlet bünyesinde oluĢturulmuĢ 

propaganda kurumlarıyla yoğun Ģekilde aaliyetler yapmıĢ özellikle gazeteler ve 

radyo gibi kitle iletiĢim araçları yoluyla yumuĢak güç unsuru kullanmıĢtır. 

ABD de bu süreçte sosyalist ideolojiyi engelleme noktasında geliĢmekte olan 

ülkelere mali destek sağlamıĢ, siyasi ve askerî yapılarını örgütleyerek daha 

muhafazakâr ve dindar bir toplum inĢasına yönelik politikalar geliĢtirmiĢtir. Ayrıca 

sivil toplum ve cemaat örgütlerinde istihbarat faaliyetleri yürüterek liberal kapitalist 

ideolojiyi güçlendirmeye çalıĢmıĢtır.  

H. ABD Ġstihbaratının DönüĢümü 

Ġkinci Dünya SavaĢı’na kadar olan süreçte istihbarat bilimi hak ettiği değeri 

görmemiĢtir. Ülke güvenliğini korumak ve bunun sürekliliğini sağlamak amacıyla 

istihbarat gereksinimine ihtiyaç duyulmamıĢ, sadece savaĢ dönemlerinde 

baĢvurulacak bir yöntem olarak kabul edilmiĢtir. Ancak ülkelerin güvenlik 

gereksinimlerinin açığa çıkmasıyla birlikte istihbarat faaliyetlerinde yeni bir dönem 

baĢlamıĢtır. Soğuk SavaĢ Dönemi’nde ABD, SSCB’ye karĢı istihbarat faaliyetleri 

için önemli bir bütçe ayırmıĢtır (Yılmaz, 2022: 629). Bu yönüyle istihbaratın 

geliĢimi, ülkelerin savunma ve güvenlik alanına ayırdıkları bütçeyle doğru orantılı 

bir seyir izlemiĢtir. 

1940 ve 2000’li yıllar arasında ABD istihbarat yapılanması ve faaliyetleri 

sürekli yenilikler geçirmiĢtir (AteĢ, 2023: 13). ABD istihbaratı, geçmiĢten günümüze 

iki dönem olarak incelenmektedir. Bunlardan ilki, 1914 yılına kadar olan Amerika Ġç 

SavaĢı’nın etkin olduğu süreçtir. Diğer dönem ise 1940 yıllarından sonrasını 

kapsamaktadır. Ġlk dönemlerde geleneksel istihbarat teknikleri kullanılarak daha çok 

HUMINT ön planda olmuĢtur. 1940’lı yıllarla beraber istihbarat mekanizması, bilim, 
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teknoloji, ekonomi ve diplomatik geliĢmelerle çok boyutlu bir yapıya dönüĢmüĢtür 

(Güner, 2023: 52). 

Bu sebeple, ABD istihbaratının geliĢiminde rol alan tarihi momentler 

bulunmaktadır. Ġkinci Dünya SavaĢı sonrası SSCB, rakip bir askeri, ekonomik ve 

ideolojik birlik olarak ABD’nin kuruluĢ kodlarını ve dünya sahnesindeki varlığını 

tehdit etmiĢtir. Bu durum, zorunlu bir askeri ve istihbarat yapılanmasına gidilmesini 

gerektirmiĢtir.  

1991 yılında Sovyetler Birliği’nin çöküĢüyle birlikte yeni tehdit algıları, dünya 

sahnesinde istihbarat faaliyetlerinin daha aktif ve karmaĢık bir görünüme ulaĢmasını 

sağlamıĢtır. Ġstihbarat örgütlerine harcanan bütçe azaltılarak askeri operasyonlar 

desteklenmiĢtir (Yılmaz, 2022: 630). “Soğuk Savaş‟ta yapılan Amerikan istihbarat 

harcamalarının %65‟i SSCB ve Varşova Paktı ülkelerine, %25‟i Asya‟ya, %7‟si 

Arap-İsrail çatışmasına, %2‟si Latin Amerika‟ya ve %1‟i dünyanın geri kalan 

bölgelerine hedef önceliğine göre harcanmıştır  (Herman,2003: 48, akt. Doğan, 

2013: 52-53). 

Soğuk SavaĢ Dönemi’nde Amerikan istihbarat harcamalarının çoğu, Sovyetler 

Birliği ve VarĢova Paktı gibi tehdit olarak görülen ülkelere yönlendirilmiĢtir. Bu 

harcamalar, komünist ideolojinin önüne geçmek amacıyla Doğu Bloku’na karĢı 

yapılmıĢtır. Diğer taraftan, Sovyetler Birliği’nin dağılmasıyla beraber ABD açısından 

yeni tehdit unsurları olarak görülen fundamentalist dinci örgütlerin giderek ses 

getiren eylemleri, istihbarat alanında yeni bir küresel yapılanmanın gerekliliğini 

ortaya koymuĢtur. Artık sadece düĢman devletler değil, terör olarak tanımlanan 

örgütler de ulusal tehdit olarak görülmeye baĢlanmıĢtır.  

Asya bölgesi, stratejik önemi nedeniyle Soğuk SavaĢ Dönemi’nde bu bölgedeki 

istihbarat harcamaları diğer bölgelere göre daha yüksek olmuĢtur. Özellikle Çin, 

Kuzey Kore ve Vietnam gibi ülkeler, bu dönemde ABD'nin dikkatini çeken önemli 

aktörler arasında yer almıĢtır. Ancak Soğuk SavaĢ Dönemi’nde yapılan istihbarat 

harcamalarının çoğunluğu SSCB’ye yönelik olduğundan süreç içinde geliĢen yeni 

aktörlerin farkındalığı ABD tarafından yeteri kadar kapsayıcı istihbarat ve askeri 

faaliyetler gerçekleĢtirememiĢtir. 

Bu süreçte, istihbarat servislerine harcanan maliyetlerin kısıtlanması nedeniyle 

ABD istihbarat servislerinde %23'lük bir küçülmeye gidilmiĢtir (Yılmaz, 2022: 630). 
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Bu durum, ABD istihbarat yapılanmasında güvenlik açığına neden olmuĢ ve insan 

istihbaratında tecrübeli personelin göz ardı edilmesiyle sistemin zayıflamasına yol 

açmıĢtır. Özellikle 11 Eylül saldırıları sonrasında insan istihbaratının önemi 

anlaĢılmıĢ ve mikro ölçekte daha esnek bir istihbarat örgütlenmesine yönelik adımlar 

atılmıĢtır.  

Ġstihbarat örgütlerinin dönüĢümü iki Ģekilde açıklanabilir: rutin değiĢim ve 

dönüĢtürücü değiĢim. Rutin değiĢim, internet ve dijital iletiĢim gibi teknolojik 

geliĢmeler çerçevesinde istihbarat teĢkilatlarının bilgi toplama (Akyüz, 2013: 7) ve 

analiz süreçlerini değiĢtirmektedir. Bu değiĢim, enformasyon çağının takip edilmesi 

ve teknolojik geliĢmelere entegre edilmesinin istihbarat çalıĢmalarında etkin 

olacağını savunmaktadır (AteĢ, 2023: 48). Rutin değiĢim, değiĢen veri toplama 

koĢullarına göre yeniden örgütlenmeyi ve personel uzmanlığını gerektirmektedir. 

DönüĢtürücü değiĢim ise terörizm, siber saldırılar, organize suçlar ve 

uyuĢturucu kaçakçılığı gibi sürekli değiĢen güvenlik tehditleriyle baĢa çıkma 

ihtiyacını yansıtmaktadır. Bu tehdit unsurlarına karĢı alınacak pozisyon, istihbarat 

teĢkilatlarının mevcut kapasitelerini sürekli olarak iyileĢtirmesini gerektirmektedir. 

Örneğin 15 Temmuz Darbe GiriĢimi sonrası Fethullahçı Terör Örgütü’nün (FETÖ) 

Türkiye Cumhuriyeti’nin milli güvenliğine büyük bir tehdit olarak algılanması, 

istihbaratın kapsamının geniĢlemesine neden olmuĢtur (AteĢ, 2023: 48-49). 

DönüĢtürücü değiĢim, güvenlik alanını ve istihbarat yapılanmasını yeni geliĢmelere 

karĢı daha güçlü hale getirebilmektedir. Bu bağlamda, yeni kriz durumlarına karĢı 

proaktif pozisyon alabilen bir örgütlenmenin varlığı, ülkelerin güvenliği açısından 

önem taĢımaktadır.  

ABD istihbarat ekolü tarihsel olarak iki dönem çerçevesinde ele alınsa da 11 

Eylül saldırısı sonrası köklü bir değiĢim yaĢanmıĢtır. Bu değiĢimin önemli 

nedenlerinden biri, saldırıların ABD’nin süper güç olma algısını sarsmasıdır. Daha 

önce terör faaliyetlerine dair elde edilen verilerin yetersiz analizi ve bilgi belgelerinin 

doğru yorumlanamaması, El-Kaide’nin 1990’lı yıllarda sivil uçaklarla planladığı 

saldırıların olasılığının bilinmesine rağmen gerekli tedbirlerin alınmamasına yol 

açmıĢtır. Bu durum, 11 Eylül saldırılarına neden olmuĢ ve ABD, istihbarat açığıyla 

yüzleĢerek yeniden bir yapılanma sürecine girmiĢtir (Çıtak, 2017: 210).  
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Milli ve ulusal çıkarlarına ters düĢen yeni tehdit olarak terör örgütleri, 

uluslararası iliĢkilerde geniĢ bir alanı iĢgal etmeye baĢlamıĢtır. Ġstihbarat, suç ve suç 

örgütlerinin artıĢıyla küresel ölçekte büyük bir güvenlik tehdidi oluĢturmuĢken, 

köktenci dinci grupların ortaya çıkıĢı, daha büyük bir tehlike haline gelmiĢtir. ABD, 

bu bağlamda, suç teĢkil edecek tüm örgütlere karĢı büyük bir mücadele verileceğini 

açıklamıĢtır (Güner, 2023: 51).  

11 Eylül saldırılarının hemen ardından “teröre karĢı savaĢ  (War on terror) 

konsepti devreye sokulmuĢ; bu kapsamda terör olarak kabul edilen yapı ve liderlere 

yönelik askeri operasyonlar düzenlenmiĢtir. Ancak bu operasyonlar sırasında sivil 

insanların hedef alınması, uluslararası kamuoyunun tepkisini çekmiĢtir. 

ABD, Ġkinci Dünya SavaĢı sonrasında “Süper Güç  olarak tarih sahnesinde yer 

alması ve SSCB’ye karĢı galip gelmesiyle sarsılmaz bir kuvvet olarak 

düĢünülmüĢtür. Ancak 11 Eylül saldırıları, bu imajın sarsılmasına neden olmuĢ hem 

ulusal düzeyde hem de uluslararası politikada büyük bir saygınlığın kaybedilmesine 

yol açmıĢtır. Dünyanın en iyi istihbarat yapılanmasına sahip olduğu düĢünülen 

ABD’nin, kendi halkının güvenliğini sağlayamadığı algısı güçlenmiĢ, terör örgütleri 

de büyük bir tehdit olarak görülmüĢtür. Bu durum, istihbarat açıkları üzerine yeniden 

düĢünülmesinin yolunu açmıĢtır (Aust and Ammann, 2019: 58-59). 

ABD, bu istihbarat ve güvenlik açığını kapatma adına uzak coğrafyalarda 

operasyonlar yapmaya, yeni askeri üsler kurmaya ve yeni ittifaklar oluĢturmaya 

giriĢmiĢtir. Anglo-Amerikan ideolojinin bileĢenleriyle yeni bir ruh oluĢturma 

politikası izlenmiĢtir.  

Dünya Ticaret Merkezi’ne yönelik saldırının ardından, ABD’nin dünya 

sahnesinde güç kaybettiği ve terör faaliyetlerine karĢı güçsüzlüğünün derin izler 

bırakacağı, NSA Ģefi Michael Hayden’ın “11 Eylül Tuzak  adlı röportajında belirttiği 

gibi önemli bir tespit olmuĢtur. Hayden, “Ülkenin bu saldırılar sonucunda yeni bir 

düzene geçeceğini ve hiçbir şeyin eskisi gibi olmayacağını biliyordum  diyerek, 

ABD’nin hızlıca dönüĢen yapısının sırrını ifade etmiĢtir (Aust and Ammann, 2019: 

60).  

11 Eylül saldırıları sonrası yaĢanan güvenlik açığının gerekçeleri ve yeni bir 

saldırının olasılığı karĢısında ABD, hızlı bir Ģekilde askeri ve sivil istihbarat 

dönüĢümü için aksiyon almıĢtır. Ġtibarını tesis etmek amacıyla radikal kararlar ile 
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terör olarak adlandırdığı yapılara karĢı küresel düzeyde operasyonlar düzenlemiĢtir. 

Bu operasyonlar, Afganistan ve Irak gibi geniĢ bir coğrafyayı kapsayan iĢgalleri 

içermektedir. Bu süreç, ABD'nin uluslararası güvenlik stratejilerini yeniden 

Ģekillendirmesi açısından önemli bir dönüm noktası olmuĢtur.  

Ġ. ABD’nin Ġstihbarat Yapılanması 

“Siyasi olaylar, başarısızlıklar ve teknolojik gelişmeler neticesinde yenilenen bir 

devinim tarihi içerisinde yer almaktadır. Özellikle istihbarat topluluğunun ABD‟de belirli 

siyasi kırılmalar çerçevesinde kurulmuş olmasının yanında siyasi ihtiyaçlar ve teknoloji uyumu 

bağlamında oluşturulan bir yapılanma süreci içinde olduğu görülmektedir” (Şencan ve Tınas, 

2020: 132).  

Bu kırılmalar ya da baĢka bir deyiĢle kriz dönemleri, ihtiyaçların tespitinde ve 

eksikliklerin giderilmesinde etkin bir rol almıĢtır. ABD’nin hem siyasi hem sosyal 

hem de teknolojik gereksinimlerini nasıl ve ne Ģekilde kullanması gerektiğinin 

haritasını çizmiĢtir. YaĢanan kırılma dönemlerinin en belirgin örneği 11 Eylül 

saldırılarıdır. Bu güvenlik açığı hem tehdidin adını hem de dıĢ politika ve iç 

politikadaki dengeleri değiĢtirmiĢtir. Dengeleri değiĢtirmek bir yana, en önemli nokta 

istihbarat zafiyetinin nerede ve ne denli yetersiz olduğudur. Bu düĢünceye göre 

ABD’nin bundan sonraki süreci Ģu Ģekildedir:  

11 Eylül saldırılarında istihbarat yetersizliğinden kaynaklanan bu saldırının 

sorununu bulmaya çalıĢırken yapılan en önemli tespitlerden biri, istihbarat 

teĢkilatında istihdam edilen dil uzmanlarının yetersizliğidir. Ayrıca insan istihbaratı 

konusunda nitelikli analistlerin bulunmaması da dikkat çekmiĢtir. Bu sebeple yeni 

süreçte ABD, istihbarat yapısındaki temel dönüĢümlerin ve Anglo-Sakson istihbarat 

yapısından beslenmenin yanı sıra disiplinler arası geçiĢi ve farklı uzmanlık 

birimlerini bir araya getirerek istihbarat yapısının güçlendirilmesini hedeflemiĢtir. 

Böylece dünyanın en iyi istihbarat teĢkilatlarından birine sahip olan ABD, büyük bir 

bütçeyi istihbarat harcamalarına ayırmıĢtır. Bu durum gerek teknolojik üstünlüğü 

gerekse nitelikli personel ve dil uzmanlarının yetiĢtirilmesine katkı sağlamıĢtır 

(Yılmaz, 2012: 14). Neticede 11 Eylül saldırıları sonrası küresel ölçekte operasyonlar 

düzenleyen ABD, yerel iletiĢimi güçlü kılmak ve yerel bölgelerden gerekli istihbaratı 

toplamak amacıyla farklı dil becerilerine sahip personel sayısını artırmıĢtır.  

Ġlk resmi ve sistematik istihbarat örgütlenmesine sahip olan “Ġngiliz Kraliyet 

Gizli Servisi , 1530 yılında teĢkilat halini alarak istihbaratın kurumsallaĢmasına 
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öncülük etmiĢtir. Esasında “Ġngiliz Kraliyet Gizli Servisi , Anglo-Sakson 

zihniyetinin ve istihbaratın temelleri olarak düĢünülmektedir (Acar, 2011, s.21, akt. 

Avcı, 2024: 7). BeĢ Göz olarak bilinen ABD, Kanada, Ġngiltere, Avustralya ve Yeni 

Zelanda’nın oluĢturduğu Anglo-Sakson istihbarat yapılanması, küresel ölçekte diğer 

istihbarat teĢkilatlarının iĢleyiĢ mantığından daha uzak bir stratejiye sahiptir. Bu 

strateji, Soğuk SavaĢ sonrası avantajlı konuma geçen ve Batı bloğundaki üstünlük 

mücadelesini korumayı hedefleyen bu ülkelerin, yalnızca kendi çıkarlarını korumakla 

kalmayıp küresel bir kontrol sağlamaya yönelik hareket ettiklerini göstermektedir. 

Bu açıdan askeri, siyasi ve ekonomik üstünlüğü elde tutma noktasında küresel 

ittifaklar oluĢturmuĢlardır. Ayrıca küresel propaganda araçlarıyla da ideolojik 

üstünlüklerini sürdürmeye çalıĢmaktadırlar (Goldman, 2011: 240, Acar, 2019: 106). 

Ġkinci Dünya SavaĢı sonrası ABD ve Ġngiltere arasında imzalanan UKUSA 

Sinyal Ġstihbarat AnlaĢması, Avustralya, Yeni Zelanda ve Kanada’yı da içine alarak 

dünya üzerindeki hegemonya kurma ittifakını resmileĢtirmiĢtir. BeĢ Göz (Five Eyes) 

ittifakı, elektronik, teknik istihbarat, sinyal istihbaratı, faks, e-posta ve teknik 

dinleme (telefon görüĢmeleri) gibi faaliyetler konusunda veri paylaĢımına gidilmiĢtir. 

“ECHELON  olarak isimlendirilen bu örgütlenme yapısı, istihbarat sinyalleri 

toplama ve toplanan verilerin analizini kapsayan geniĢ kapsamlı bir ittifakı 

yansıtmaktadır.  

YaĢanan yeni tehdit durumlarına karĢı ABD, istihbarat noktasında yönünü yeni 

güvenlik kapsamı olarak 11 Eylül saldırıları sonrası, baĢta terör suçları olmak üzere 

küresel uyuĢturucu trafiğine yönelik yeni düzenlemeler ve yasal uygulamaları 

devreye sokarak geniĢ istihbarat ağını koordinasyon noktasında Ulusal Ġstihbarat 

Direktörlüğü’ne (DNI) bağlamıĢtır (Aust and Ammann, 2019: 62). Ulusal Ġstihbarat 

Direktörlüğü, Anglo-Sakson anlayıĢa göre hareket etmekte, kendisine bağlı istihbarat 

servislerinin görece özerk hareket etmesi nedeniyle örgütlenme olarak siyasetten 

etkilenmesi de zorlaĢmaktadır (Acar, 2019: 107).  

1947 yılında kurulan Ulusal Güvenlik Yasası kapsamında oluĢturulan ve bugün 

farklı bir kurumsal kimlik olarak bilinen CIA, bugün merkezi çatı olma gücünü 

Ulusal Ġstihbarat Direktörlüğü’ne (DNI) bırakmıĢtır (Doğan, 2013: 106). ABD’nin 

istihbarat politikası, birden fazla kurum ve kuruluĢtan bilgi toplama eğilimine 

geçerken, bir bakıma disiplinler arası bir yapı benimsemiĢtir. DNI, bağlı on yedi 

farklı istihbarat örgütüne çatı görevi yapmaktadır. 



81 

Amerikan Ġstihbarat Topluluğu: Ulusal Ġstihbarat Direktörlüğü  (DIA) 

koordinasyonunda faaliyet gösteren istihbarat kuruluĢları Ģunlardır (Bulut, 2015: 8-

79):  

 “Bağımsız Ġstihbarat TeĢkilatları  

1. Ulusal Ġstihbarat Direktörlüğü Ofisi (ODNI)  

2. Merkezi Ġstihbarat TeĢkilatı (CIA)  

 Savunma Bakanlığı’na Bağlı Ġstihbarat Birimleri  

3. Ulusal Güvenlik TeĢkilatı (NSA)  

4. Savunma Ġstihbaratı TeĢkilatı (DIA)  

5. Ulusal Coğrafi Ġstihbarat TeĢkilatı (NGA)  

6. Ulusal KeĢif Ofisi (NRO)  

7. Askeri Ġstihbarat ve Güvenlik Komutanlığı (INSCOM)  

8. Hava Kuvvetleri Ġstihbarat, Gözetim ve KeĢif Ofisi (AFISRA)  

9. Deniz Piyade TeĢkilatı Ġstihbarat Kuvveti (MCIA)  

10. Deniz Kuvvetleri Ġstihbarat Ofisi (ONI)  

 Adalet Bakanlığı’na Bağlı Ġstihbarat Birimleri  

11. Federal AraĢtırma Bürosu (FBI)  

12. UyuĢturucuyla Mücadele Dairesi/Ulusal Güvenlik Ġstihbaratı Ofisi 

(DEA/ONSI)  

 Ġç Güvenlik Bakanlığı  

13. Ġstihbarat ve Analiz Ofisi (OIA)  

14. Sahil Güvenlik Ġstihbaratı (CGI)  

 DıĢiĢleri Bakanlığı’na Bağlı Ġstihbarat Birimi  

15. Ġstihbarat ve AraĢtırma Bürosu (INR)  

 Hazine Bakanlığı’na Bağlı Ġstihbarat Birimi  

16. Ġstihbarat ve Analiz Ofisi (OIA)  
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 Enerji Bakanlığı’na Bağlı Ġstihbarat Birimi  

17. Ġstihbarat ve Ġstihbarata KarĢı Koyma Ofisi (OICI)   

Yukarıda belirtildiği Ģekilde ABD istihbarat yapılanması, Anglo-Sakson 

anlayıĢı ile hareket etmekte, istihbarat örgütleri arasında bilgi paylaĢımına rağmen 

görece özerk bir yapı olarak bağımsız düzlemde faaliyet yürütmektedir. Bu durum, 

her bir istihbarat biriminin kendi görev ve yetki alanları içinde etkin olmasını 

sağlamaktadır. Aynı zamanda bu özerklik, farklı tehditlere karĢı daha hızlı ve etkili 

tepkiler verilmesine olanak tanımaktadır.  

   

ġekil 4 ABD istihbarat yapılanması (upload.wikimedia.org, 2024) 

J. Bağımsız Ġstihbarat TeĢkilatları 

1. Ulusal Ġstihbarat Direktörlüğü Ofisi (ODNI) 

Ulusal Ġstihbarat Direktörü, istihbarat teĢkilatlarının koordinasyonu, 

planlanması ve yönlendirilmesi aĢamalarına baĢkanlık etmektedir. Ulusal Ġstihbarat 

Direktörlüğü Ofisi, ABD Senatosu'nun onay ve önerisi üzerine BaĢkan tarafından 

atanmıĢtır. ABD’nin iç ve dıĢ güvenliğini sağlamak amacıyla Senato üyeleriyle iĢ 

birliği yaparak istihbarat planlarını organize etmektedir. Ulusal Ġstihbarat 

Direktörlüğü, istihbarat faaliyetlerinin yürütülmesinde ve yapılandırılmasında karar 

mekanizmasını iĢletme gerekliliği nedeniyle millî güvenlik olgusunu oluĢturma 



83 

amacına yönelik eylemler gerçekleĢtirmektedir (Bulut, 2015: 80). Kısaca, Ulusal 

Ġstihbarat Direktörlüğü Ofisi, merkezi bir üst çatı olarak siyasi kurumlarla iletiĢim 

kuran, gerekli raporları ve analizleri sunan, yeni yasal düzenlemeler ve yapısal 

dönüĢümler için önerilerde bulunan, lobicilik gücü olan bir yapı olarak hareket 

etmektedir. 

Ulusal Ġstihbarat Direktörlüğü Ofisi, ülkedeki istihbarat faaliyetlerini koordine 

eden ve yönlendiren diğer istihbarat kuruluĢlarının bağlı olduğu en üst düzey 

kurumdur. Kendisine bağlı istihbarat örgütlerini denetlemektedir. Bu kurum, bilginin 

toplanması, analiz edilmesi, değerlendirilmesi ve raporlanması gibi faaliyetleri 

yürütmek amacıyla içiĢleri ve dıĢiĢlerinde toplanan istihbarat verilerinin siyasi 

mercilere sunulması ve baĢkana arz edilmesi konularında yetkili bir güce sahiptir. 

Ulusal Ġstihbarat Direktörlüğü, istihbarat organizasyonunu sağlarken ülke 

içinde ve dıĢında oluĢabilecek tehditlere karĢı alt birimler Ģeklinde yapılanmıĢtır. Bu 

alt birimler, Ulusal Terörle Mücadele Merkezi, Ulusal Silahsızlanma Merkezi, Ulusal 

KarĢı Ġstihbarat Dairesi ve Ulusal Ġstihbarat Konseyi gibi uzmanlaĢmıĢ birimlerden 

oluĢmaktadır. Bu birimler ve özellikleri kısaca Ģu Ģekildedir:  

Ulusal Silahsızlanma Merkezi (National Counterproliferation Center- 

NCPC): Kitle imha silahlarının yayılmasını önlemek ve kontrolünü sağlamak 

amacıyla kurulmuĢtur. Bu merkez, silahsızlanma faaliyetlerini inceleme, 

değerlendirme ve gözetleme konularında ABD istihbaratına önemli katkılar 

sunmaktadır. ABD'nin tehdit olarak gördüğü yapıların ve ülkelerin silahlanma 

geliĢimini ve konvansiyonel silahlarını yakından takip eden bu birim, özellikle 

nükleer geliĢmelere karĢı raporlar hazırlamakta ve karĢı planlar gerçekleĢtirmektedir 

(Türk, 2019: 62). Ayrıca kimyasal silahların uluslararası mücadelede sıkça 

kullanılması nedeniyle bu birim, biyogüvenlik konusunda da yetki sahibidir. Yabancı 

biyolojik tehditlere karĢı gerekli istihbarat faaliyetlerini yürütmektedir. 

Ulusal Terörle Mücadele Merkezi (National Counterterrorism Center): Bu 

birim, Ulusal Ġstihbarat Direktörlüğüne terörle mücadelede veri toplama, analiz etme, 

iĢleme, takip ve koordinasyon konularında istihbarat desteği sağlamaktadır (Türk, 

2019: 62). Terör faaliyetlerine karĢı yapılan istihbarat çalıĢmalarının 

organizasyonunda önemli rol oynamaktadır. 
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Ulusal KarĢı Ġstihbarat Ġdaresi (National Counterintelligence Executive): 

Ġstihbarata karĢı koyma faaliyetlerinin icra edildiği bu birim, ülke içinde ve dıĢında 

oluĢabilecek güvenlik tehditlerine karĢı koruyucu ve önleyici bir yaklaĢım 

sergilemektedir (Türk, 2019: 62). Özellikle yabancı istihbarat servislerinin ülke 

içinde planladıkları istihbarat faaliyetlerini engellemek ve yurt dıĢında diğer ülkelerle 

ilgili bilgi temin etmekle sorumludur. 

Ulusal Ġstihbarat Konseyi (National Intelligence Council): Ulusal Ġstihbarat 

Konseyi, disiplinli ve stratejik istihbarat döngüsünün rotasını belirleyen, ulusal 

istihbarat konularının uygulanmasında faaliyet gösteren bir yapıdır (Türk, 2019: 62). 

1979'daki kuruluĢundan bu yana, istihbarat ve politika toplulukları arasında bir köprü 

görevi üstlenmiĢtir. 

Yukarıda da belirtildiği gibi Ulusal Ġstihbarat Direktörlüğü, alt birimlerini 

oluĢturarak uzmanlaĢmıĢ ve oluĢabilecek her türlü istihbarat zafiyetini doğru 

değerlendirme ve raporlama konusunda tüm riskleri bertaraf etmekle yükümlüdür. 

Bu bilgilerden yola çıkarak, istihbarat kuruluĢlarının en üst hiyerarĢisini oluĢturan bu 

kurumun, ülkenin kaderini belirlemede önemli kararlar aldığı görülmektedir.  

2. Merkezi Ġstihbarat TeĢkilatı (CIA) 

1947 yılında Harry Truman tarafından kurulan CIA, Virginia Eyaleti’nin 

Langley Ģehrinde konumlanmıĢtır. Özellikle Soğuk SavaĢ Dönemi'nde SSCB'ye karĢı 

önemli istihbarat faaliyetleri yürütmüĢtür. Günümüzde enformasyon çağının getirdiği 

yenilikler ıĢığında görev yapmaktadır. CIA'nin görevi, dıĢ kaynaklı istihbaratın 

toplanması, bu verilerin iĢlenerek istihbarat haline getirilmesi ve oluĢturulan faaliyet 

raporunun Ulusal Güvenlik Konseyine sunulmasıdır (Sarıçicek vd., 2024: 6-7). 

Kısaca CIA, ulusal güvenliği korumak amacıyla yurt dıĢındaki ekonomik, askeri, 

siyasi, bilimsel ve diğer geliĢmelere iliĢkin hayati bilgileri toplamakta ve bu bilgileri 

değerlendirerek ilgili kurumlara iletmektedir. CIA, kendini kısaca Ģöyle 

tanımlamaktadır:  

“Dünyanın önde gelen yabancı istihbarat teşkilatı olarak CIA'da yaptığımız işler 

ABD'nin ulusal güvenliği açısından hayati öneme sahiptir. Yabancı istihbaratı topluyor, analiz 

ediyor ve gizli eylemler yürütüyoruz. Amerika Birleşik Devletleri Başkanı da dahil olmak üzere 

ABD'li politika yapıcılar, sağladığımız bilgiler doğrultusunda politika kararları alırlar” (CIA, 

2024).  
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CIA'nin kuruluĢ amacı, Ulusal Güvenlik Konseyi'ni elde ettiği istihbarat 

verileri ile bilgilendirmek ve Konseyin verdiği görevleri yerine getirmektir. Ulusal 

Güvenlik Konseyi'nin iĢlevi, sadece analiz raporu sunmak ve görevleri yerine 

getirmekle sınırlı kalmayıp diğer istihbarat yapılanmaları ile istihbarat paylaĢımını 

sağlamakta ve koordinasyonu gerçekleĢtirerek etkin bir istihbarat faaliyeti 

yürütmektedir (KarataĢ, 2018: 143; Yılmaz, 2022: 633). Buradan hareketle, CIA, 

ulusal güvenlik kararlarının alınmasına yardımcı olmak amacıyla baĢkana, Ulusal 

Güvenlik Konseyine ve diğer politika yapıcılara yabancı ülkeler ve küresel meseleler 

hakkında objektif istihbarat sağlayan bir ABD hükümet kurumudur. 

CIA’nin kurulması ile askeri kanattaki istihbarat yapılanmasının gücünün sivil 

istihbarat teĢkilatları ile paylaĢıldığı düĢüncesi ortaya çıkmıĢ ve bu durum, sivil 

istihbarat kanadına karĢı tepkilere yol açmıĢtır. Askeri istihbarat birimleri, sivil 

istihbarat teĢkilatlarının gereksiz olduğunu savunarak, güçlü bir muhalefet 

sergilemiĢtir. Bu tür suiistimalleri engellemek ve olası olumsuz durumların önüne 

geçmek amacıyla 1975 yılında CIA bünyesinde dört farklı alt birim oluĢturulmuĢtur 

(KarataĢ, 2018: 143). Günümüzde ise CIA’nin misyonu, “Tehditleri önceden etkisiz 

hale getirmek ve ABD‟nin ulusal güvenlik amaçlarını ilerletmek için gerekli 

istihbaratı toplamak, tam kaynaklı, tarafsız istihbarat üretmek, Devlet Başkanı 

tarafından emredilmiş etkili gizli eylemler yürütmek ve vatanın güvenli kalmasına 

yardımcı olan sırları muhafaza etmektir  (KarataĢ, 2018: 149) Ģeklinde 

tanımlanmaktadır. 

ABD istihbaratı zaman içinde birçok değiĢimden geçmiĢ ve bu süreçte edindiği 

deneyimlerle istihbarat yapılanmasını geliĢtirmiĢtir. CIA'nin yapılanmasındaki 

birincil ve en önemli unsur, millî güvenlik politikası doğrultusunda hareket 

etmesidir. Bu hedef dahilinde kurulan CIA alt birimleri Ģunlardır:  

a. Ġstihbarat Direktörlüğü (Değerlendirme ve Analiz Direktörlüğü) 

 Direktörlüğün görevi, istihbarat toplamanın yanı sıra Ulusal Güvenlik Konseyi 

tarafından gelen istihbaratların analiz ve değerlendirme süreçlerini de kapsamaktadır. 

ÇalıĢan personeli politik, askeri ve psikoloji alanlarında uzman analistlerden oluĢan 

Direktörlük on dört birimle hizmet vermektedir. Bu birimler Ģunlardır (KarataĢ, 

2018: 151-152):  

 “Suç ve Nartkot k Merkez   
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 KarĢı Ġst hbarat Merkez   

 Bilgi Operasyonları Merkezi  

 Asya Pasifik, Latin Amerika ve Afrika Analizi  

 Toplama Stratejileri ve Analizi  

 Tüzel AraĢtırmalar  

 Irak Analizi  

 Yakın Doğu Analizi  

 Politika Desteği  

 Rusya ve Avrupa Analizi  

 Terörizm Analizi  

 Ulusal Sorunlar  

 S lah Ġst hbaratları, KarĢı S lahlanma ve S lah Kontrol Merkez   

 Ġst hbarat Anal z   ç n Okul   

b. Ulusal Gizli Servis Direktörlüğü (NCS)  

Planlama Direktörlüğü olarak göreve baĢlamıĢ, sonrasında ise Ulusal Gizli 

Servis Direktörlüğü adıyla yenilenmiĢtir. Bu yapı, insan istihbaratı, elektronik 

istihbarat ve teknik istihbarat gibi toplama faaliyetlerini yerine getirmekle yükümlü 

bir direktörlüktür. Ulusal Gizli Servis Direktörlüğü, daha çok sahada etkinliğini icra 

eden, kontrespiyonaj ve suikast giriĢimleri gibi birçok önemli alanda faaliyet 

göstermektedir (KarataĢ, 2018: 152; Sarıçicek vd., 2024: 6). Ayrıca bu birim ABD 

para birimini korumakla yükümlüdür ve dünya genelinde suçlular tarafından ABD 

mali sistemine ve siber uzayda iĢlenen suçlara karĢı araĢtırmalar yürütmektedir. 

c. Bilim ve Teknoloji Direktörlüğü 

Bilimsel ve teknik destek sağlamak amacıyla kurulmuĢ olan bu direktörlük, 

daha çok teknik istihbarat ve elektronik istihbarat gibi teknolojinin gerekliliklerini 

karĢılamak için faaliyet göstermektedir. Ancak gerektiğinde insan istihbaratının her 

aĢamasında istihbarat profesyonellerini kullanmaktadır (KarataĢ, 2018: 152; 

Sarıçicek vd., 2024: 6). Bilim ve Teknoloji Direktörlüğü, 2003 yılında Ġç Güvenlik 

Bakanlığı (DHS) bünyesinde, sekreterin bilim danıĢmanı ve DHS'nin araĢtırma ve 

geliĢtirme kolu olarak kurulmuĢtur. Bilim ve Teknoloji Direktörlüğü, politikalara 

bilgi sağlamak ve geniĢ bir yelpazede mevcut ve yeni ortaya çıkan tehditleri 
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doğrudan ele almak amacıyla sağlam, kanıta dayalı bilimsel ve teknik uzmanlık 

sunmaktadır. 

Bu birim, “ĠĢ Stratejileri ve Kaynakları Merkezi, Bilim Adamı ġefliği, 

Teknoloji Yönetimi için Merkez, GeliĢtirme ve Mühendislik, Küresel EriĢim, Görev 

ve Yöneticiler, Özel Faaliyetler, Özel ĠletiĢim Programları, Sistem Mühendisliği ve 

Analizi, Teknik Koleksiyon, Teknik Hızlılık, Teknik Servis  gibi toplam on iki alt 

birimden oluĢmaktadır (KarataĢ, 2018: 153). 

d. Destek Direktörlüğü 

Destek Direktörlüğü, bir nevi gizli arĢiv görevi üstlenmektedir. Burada, 

ABD'nin yaptığı gizli operasyonlar, bu operasyonlarda görev alan kiĢilerin bilgileri 

ve görevli personelin kimlik bilgileri gibi önemli veriler muhafaza edilmektedir. 

Destek Direktörlüğü çatısı altında çalıĢan personelin her türlü bilgisine sahip olup 

gerektiğinde bu bilgileri kullanmaktadır. Bu bilgilere sahip olmanın en büyük 

avantajı, kontrolün her daim devam etmesi ve özel hayatın gizliliği esasının ihlal 

edilmesidir. Destek Direktörlüğüne bağlı olarak çalıĢan Birimler Ģunlardır (KarataĢ, 

2018: 154):  

 Stratejik Kaynaklar Yatırımı  

 Kritik Görev Sigortası  

 Destek Koleji  

 Geleneksel Olmayan Destek  

 NRO Program Yöneticisi  

 Kurum ĠĢleri  

 Küresel Alt Yapı  

 Küresel Servisler  

 Tıbbi Servisler  

 Görev Entegrasyonu  

 Personel Kaynakları  

 Güvenlik   

Yukarıda belirtilen Destek Direktörlüğüne bağlı birimlerin oluĢturulması, 

personel gizliliğinin korunmasını esas almakta; güvenli bir hizmet sunmanın 

yanında, takip ve koordinasyonun birim çatısı altında sürdürülmesini sağlamaktadır. 

Bu durum, Destek Direktörlüğünün amacını desteklemektedir. 
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K. Savunma Bakanlığına Bağlı Ġstihbarat Birimleri 

1. Ulusal Güvenlik TeĢkilatı (NSA)  

Ulusal Güvenlik Ajansı/Merkezi Güvenlik Servisi’nin (NSA/CSS) kuruluĢ  le 

 lg l  m syonunu Ģu Ģek lde  fade etmekted r:  

NSA “hem sinyal istihbaratı (SIGINT) hem de siber güvenlik faaliyet ve hizmetlerini 

kapsayan bir kuruluş olarak faaliyet göstermektedir. ABD Hükümetinin espiyonaj ve 

kontrespiyonaj eylemlerinde öncülük etmekte olup bilgisayar ağı operasyonlarının ulus ve 

müttefiklerimiz için belirleyici bir avantaj elde etmesini sağlamaktadır (nsa.gov, 2024).  

Ulusal Güvenlik Ajansı (NSA), küresel ölçekte güçlü istihbarat teĢkilatlarından 

biri olup sinyal istihbaratı (SIGINT) toplama yönteminde öncü bir konumda 

bulunmaktadır. Birçok istihbarat toplama birimini bünyesinde barındırmakta ve rakip 

veya hedef ülkelerin iletiĢim ağlarını analiz ederek iletiĢim ve bilgi sistemlerinin 

güvenliğini sağlamakla yükümlüdür. NSA, ABD Savunma Bakanlığı'nın bir organı 

olarak haberleĢme ve iletiĢim desteği sağlamakta ve dünyanın dört bir yanındaki 

askeri hizmet üyelerini bu faaliyetler çerçevesinde desteklemektedir. 

NSA analistleri, dilbilimciler, mühendisler ve diğer personel, sahadaki 

operasyonel ekiple birlikte eylemlerde bulunarak SIGINT ve siber güvenlik desteği 

sunmaktadır. Bu kapsamda Afganistan gibi düĢmanca bölgelere konuĢlandırıldıkları 

NSA’nin resmi internet sitesinde belirtilmiĢtir (nsa.gov, 2024). 

NSA’nın resmi internet sitesinde de ifade edildiği üzere, küresel ölçekte bir 

hegemonya kurma arayıĢında olan ABD, dünyanın belirli noktalarına kurdukları 

ortak savunma tesisleri üzerinden dinleme ve gözetleme faaliyetleri yürütmektedir. 

Bu durum, ABD’nin üstün teknolojisini milli güvenlik ve ulusal çıkarlarını korumak 

amacıyla kullandığını göstermekte ve dünya üzerinde lider olma çabasının bir 

yansıması olarak hafızalara kazınmaktadır.  

“Government Code and Cypher School GCCS 1946‟da ismini değiştirerek Government 

Communication Headquarters (GCHQ) olarak anılmaya başladı. İngiltere ile birlikte II. 

Dünya Savaşı sırasında ve hemen sonrasında sinyal dinleme ve şifre konusunda önemli 

ilerlemeler kaydeden ABD‟de de başta AFSA (Armed Forces Security Agency) olmak üzere 

konuyla ilgili çeşitli birimler olmasına rağmen Kore Savaşında sinyal dinleme ve kod çözme 

konusundaki koordinasyonsuzluk, birimler arasındaki iç çekişmeler ve bunların getirdiği 

başarısızlık 1952‟de Washington ve Baltimore kentleri arasında yer alan Fort Meade merkezli 

National Security Agency‟nin (NSA) kurulmasına yol açtı. Asıl görev alanı ABD iç güvenliği 

olan FBI ve yurdışında operasyonel casuslukla görevli CIA‟nin tersine NSA‟nın görevi 

elektronik sinyal dinleme ve bunları ABD sivil ve askeri yönetimindeki “tüketicilere” sunmaktı. 

GCHQ‟nun varlığı tüm dünya tarafından bilinmesine rağmen NSA‟nın kuruluşu tam bir gizlilik 
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içinde gerçekleştirildi. Öyle ki gizlilik gereği NSA‟nın kuruluşundan ABD Kongresinin bile 

haberi olmadı; dolayısıyla bu teşkilatın hiçbir zaman bir kuruluş kanunu olmadı. Altında 

Başkan Truman‟ın imzası bulunan yedi sayfalık gizli kuruluş belgesini bile açıklamayan NSA 

1976 yılında bu belgeye kamu erişimini amaçlayan bir girişimi mahkeme kararıyla engelledi” 

(Kırlıdoğ, 2011: 1-2).  

NSA, 1952 yılında BaĢkan Harry S. Truman’ın öncülüğünde kurulmuĢ ve uzun 

yıllar gizli bir yapılanma olarak faaliyet göstermiĢtir. NSA’nın Soğuk SavaĢ sırasında 

kurulması, etkili sinyal istihbaratında mevcut olan eksikliklerin giderilmesinde 

önemli rol oynamıĢtır. ABD, NSA’nın kurulması ile sinyal istihbaratına (SIGNT) 

odaklanmıĢ ve bu kapsamda radyo, televizyon gibi geleneksel iletiĢim araçlarının 

dinlenmesiyle baĢlayan süreç, karmaĢık ağ bağlantıları, dijital iletiĢim araçları ve 

sosyal medya gibi birçok ağ sistemini içeren siber savaĢlara geçiĢ yapmıĢtır. 

“NSA-CSS (Central Security Operations Center) asli görevi, dünyanın dört bir yanına 

dağılmış ABD Kuvvetlerine zamanında, uygun ve kayıt altına alınmış istihbaratın ulaştığını 

teyit etmektir. NSACSS‟nin diğer bir işlevide operasyonel ve teknik destek sağlamaktan öte dil 

desteği vermesidir. Yerli personelin yanı sıra ülke genelinden ve dünya ülkelerinden gelen 

personele de eğitim ve destek verilmektedir” (Güner, 2023: 89).  

ABD, küresel gözetleme faaliyetlerinin yanı sıra elde edilen bilgi, veri ve 

malumatın değerlendirilip analiz edilmesinde görev yapacak yerli ve yabancı dil 

analistlerinin eylem planlarında aktif rol almalarını sağlamanın büyük önem 

taĢıdığını vurgulamaktadır. ABD’nin dil analistleri konusunda titizlikle çalıĢmasının 

en önemli nedenlerinden biri, telefon, faks, e-mail, sosyal medya gibi siber 

platformlardaki hedef ülke veya kiĢinin eylemlerini analiz etmede profesyonel 

olmaları gerekliliğidir. Bu gereklilik, özellikle 11 Eylül saldırıları sonrasında daha 

belirgin hale gelmiĢ ve bu konuda titiz çalıĢmalar yürütülmeye baĢlanmıĢtır. 

11 Eylül saldırıları, ABD istihbaratı için kara bir leke niteliğinde olmuĢ ve 

1999-2005 yılları arasında NSA-CSA (Central Security Operations Center) Direktörü 

olarak görev yapan Michael Hayden, 11 Eylül saldırısındaki ve diğer terör 

saldırılarındaki istihbarat baĢarısızlığını “11 Eylül Tuzağı  adlı belgeselde Ģu sözlerle 

ifade etmiĢtir: “Ülkenin bu olaylardan sonra bambaşka bir ülke olacağını ve 

sonuçlarının Amerika‟da hayatın her alanını etkileyeceğini biliyordum. Kendimi ve 

Milli Güvenlikteki işlevimi söylemiyorum bile.  Bu açıklamalar, istihbarat 

yapılanmasında yeniliklerin ve olası tehdit unsurlarına karĢı yeni bir yapılanmanın 

gerekliliğini iĢaret etmektedir (Aust and Ammann, 2019: 60). 
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Bu saldırılar neticesinde ABD, sadece hedef ve rakip ülkeleri izlemenin ötesine 

geçerek küresel ölçekte bir izleme koordinasyonu kurmuĢ, müttefiklerini de 

gözetleme faaliyetleri kapsamına alarak uluslararası sistemde bir tür savaĢ-barıĢ 

dengesini koruma çabası içinde olmuĢtur. 

Günümüzde istihbarat teĢkilatlarını güçlü kılan önemli detaylardan biri, ülkeler 

arası güvenlik ve istihbarat paylaĢımlarının ittifak ülkelerle birlikte oluĢturduğu ağ 

zinciri ile nitelikli insan kaynağı, altyapı ve eğitim kurumları, ileri teknolojik 

kapasiteye sahip örgütlenme gibi unsurlardan oluĢmaktadır. Bu bağlamda, ABD’nin 

NSA örgütü de güçlü sinyal istihbaratı ağı oluĢturmuĢ ve nitelikli insan kaynağı ile 

ortak savunma tesisleri kurarak istihbarat yapılanmasını güçlendirmeyi hedeflemiĢtir. 

“Bugün telli-telsiz hatlar üzerinden her türlü haberleşmeyi kontrol ederek ticari, 

ekonomik ve askeri istihbarata yönelik dinleme ve tele kulak faaliyetlerinin yürütüldüğü 

Echelon kapsamında UKUSA‟ya bağlı sinyal istihbarat merkezleri “ (Keser, 2020: 65). 

Ticari, ekonomik ve askeri istihbarat elde etmek amacıyla gerçekleĢtirilen 

dinleme ve gözetleme faaliyetleri, özellikle geliĢmiĢ ülkelerin istihbarat 

yapılanmaları tarafından kullanılmaktadır. Bu faaliyetler, telli haberleĢme hatları, 

telefon, kablo ve fiber optik ağlar gibi iletiĢim hatları üzerinden veri akıĢının 

sağlanmasıyla çeĢitli izleme teknikleriyle takip ve analiz yapılabilmektedir. 

Telsiz haberleĢme, radyo dalgaları, uydu bağlantıları ve kablosuz ağlar 

aracılığıyla gerçekleĢtirilen iletiĢim yolunu kapsamaktadır. Özellikle dinleme ve 

gözetleme faaliyetlerinin uygulanmasında, kablosuz ağlar ve mobil cihazlar 

üzerinden gerçekleĢtirilen iletiĢimlerin takip ve koordinasyonu da önemli bir rol 

oynamaktadır.  

“Echelon kapsamında UKUSA‟ya bağlı sinyal istihbarat merkezleri ABD‟nin West 

Virginia bölgesindeki TIGINT II sistemiyle Sugar Grove, Porto Riko‟daki Sabana Seca, 

Washington‟daki Yakima Eğitim Merkezi, Pasifik Okyanusu‟ndaki Guam, Japonya‟da Misawa 

Hava Üssü, Kanada‟nın Ontario bölgesindeki Leitrim, Yeni Zelanda‟nın Marlborough 

bölgesindeki Waihopai, Avustraya‟nın Geraldton bölgesindeki Kojarena ve 

Newfoundland‟deki Gader İstasyonu, İngiltere‟nin Yorkshire bölgesinde bulunan son derece 

kritik Menwith Hill istasyonu, Avustralya‟nın Northern Territory bölgesindeki Pine Gap, Shoal 

Bay, Almanya‟da Bad Aibling, İngiltere‟Morwenstow ve ABD‟deki Fort Gordon NSA 

Karargâhı, Hawaii‟deKunia Üssü, Denver/Colorado ve San Antonio/Texas‟da bulunan 

Lackland Hava Üssü istasyonlarıyla Kıbrıs adasındaki 3 antenli Paramali ve 9 antenli Ayios 

Nikolaos istasyonlarıdır” (Keser, 2020: 64-64). 

Echelon gibi küresel gözetleme ağları, haberleĢmelerin toplanması ve analiz 

edilmesi konusunda etkin olup yapay zekâ ve büyük veri analiz tekniklerinin modern 
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teknolojinin yükseliĢi ile geliĢmesi sonucunda teknik istihbarat faaliyetleri birçok 

alana dağılmıĢ ve daha karmaĢık hale gelmiĢtir. Modern teknolojiler sayesinde 

askeri, ekonomik, siyasi ve ticari verilerin takibi yapılarak devletlerin ve Ģirketlerin 

çalıĢma yöntem ve tekniklerinin elde edilmesinin yanı sıra alınan kararlar üzerinde 

de stratejik etkiler yaratılmaktadır. 

ABD'nin ve müttefiklerinin küresel ölçekte gözetleme ve istihbarat toplama 

faaliyetlerinde stratejik rol oynayan Buckley Hava Kuvvetleri Üssü (Colorado, 

ABD), Menwith Hill (Yorkshire, Ġngiltere) ve Pine Gap (Avustralya), küresel çapta 

gözetleme ve istihbarat toplama faaliyetlerini yürütmekte olup müttefik ülkelerle 

birlikte istihbarat paylaĢımlarını gerçekleĢtirmektedir. Ortak Savunma Tesisi olarak 

anılan bu merkezler, NSA'ye bağlı olarak faaliyet göstermektedir.  

NSA'ye bağlı olarak faaliyet gösteren tesisler Ģunlardır:  

a. Buckley Hava Kuvvetleri Üssü (Colorado, ABD)  

Colorado'da, Denver Ģehrine yakın bir lokasyonda bulunan Buckley Hava 

Kuvvetleri Üssü, ABD Hava Kuvvetleri'ne bağlı olarak faaliyet göstermektedir. Bu 

üs, uzay ve füze savunma operasyonlarının koordinasyon ve devamlılığını sağlamada 

önemli bir rol oynamaktadır. Buckley Üssü, ABD'nin uzayda yürüttüğü gözetim ve 

keĢif faaliyetlerini desteklerken, uyduların takibi ve uzaydan gelen güvenlik 

tehditlerinin tespit edilmesinde kritik bir öneme sahiptir. Ayrıca siber güvenlik ağı 

oluĢturmanın yanı sıra ABD'nin Küresel Füze Savunma sisteminin bir parçası 

olmuĢtur. Buckley Hava Kuvvetleri Üssü, dünya genelinde balistik füze 

fırlatmalarını tespit ederek istihbarat toplama ve operasyonel anlamda destek 

sağlamak amacıyla önemli faaliyetler yürütmektedir (spoc.spaceforce.mil, 2024). 

Denver'ın hemen dıĢında yer alan NSA Colorado (NSAC), Buckley Uzay 

Kuvvetleri Üssü'ndeki Havacılık Veri Tesisi Colorado'da (ADF-C) faaliyet gösteren 

önemli bir sinyal istihbaratı (SIGINT) merkezidir. NSA (Ulusal Güvenlik Ajansı) ve 

CSS (Merkezi Güvenlik Servisi) tarafından iĢletilen bu merkez, ABD hükümetini ve 

müttefiklerini destekleyerek entegre istihbarat verileri sağlamaktadır. 

NSAC'nin operasyonları, Ulusal KeĢif Ofisi (NRO) ve Ulusal Jeo-Uzaysal 

Ġstihbarat Ajansı-Denver (NGA) gibi diğer kilit istihbarat ve keĢif merkezleriyle 

yakın iĢ birliği yapmaktadır. Bu iĢ birliği, hava ve uzay tabanlı teknik sinyal 

istihbarat toplama ve analiz faaliyetleri ile öne çıkmakta olup özellikle SIGINT 
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toplama, iĢleme ve analiz yapma sürecinde küresel ölçekte ABD ve müttefiklerine 

stratejik istihbarat desteği sağlamaktadır (nsa.gov, 2024). 

b.  Menwith Hill (Yorkshire, Ġngiltere) 

 Ġngiltere'nin Yorkshire Ģehrinde konuĢlanan ABD askeri ve istihbarat üssü 

olan Menwith Hill, ortak savunma tesislerinden biri olarak NSA'ya bağlı organlardan 

biridir. Bu üs, dünya çapındaki elektronik istihbarat ve sinyal istihbaratı (SIGINT) 

operasyonları için istihbarat paylaĢım merkezi olarak hizmet vermektedir. Menwith 

Hill, elektromanyetik sinyalleri toplayarak ve analiz ederek küresel ölçekte istihbarat 

toplama faaliyetlerinde etkin bir rol üstlenmektedir. 

 “Menwith Hill istasyonu 25 uydu dinleme anteni ve 1.400 Amerikan Ulusal Güvenlik 

Ajansı personeliyle İngiltere Savunma Bakanlığı‟ndan konunun uzmanı 350 kişinin görev 

yaptığı son derece önemli bir merkezdir. İlk defa 1951 yılında aktif olarak görev yapmaya 

çalışan bu istasyon Amerikan Hava Kuvvetleri ile İngiltere Savunma Bakanlığı tarafından aynı 

bölgede kiralanan arazi üzerinde çalışmalarına başlamıştır.1966 yılından itibaren bu dinleme 

istasyonun komuta-kontrolü ise tamamen Amerikalılara devredilmiş durumdadır. 1970‟e kadar 

diplomatik olmayan dinlemeler yapan istasyon 1974 yılında ilk casus uydu izleme takip 

sisteminin devreye girmesiyle birlikt istihbarat açısından son derece önemli bir merkez haline 

gelir. Bu üssün doğrudan bağlantısı ise Washington DC‟nin 20 kilometre kadar kuzeyinde 

kurulmuş bulunan ve yaklaşık 20.000 Ulusal Güvenlik Ajansı çalışanının bulunduğu karargâh 

olur” (Keser, 2020: 65) 

Menwith Hill üssü, teknik istihbarat bakımından yüksek teknolojiye sahip 

kapasitesiyle askeri ve diplomatik paylaĢımları takip etmenin yanı sıra terörist ve suç 

örgütlerinin faaliyet ve koordinasyon süreçlerini de izlemektedir. Güçlü teknolojik 

siber ağlara sahip olan Menwith Hill, ABD ve BirleĢik Krallık arasındaki yakın 

istihbarat iliĢkilerini “Five Eyes  ittifakı çerçevesinde koordine etmektedir. 

c. Pine Gap (Avustralya)  

Orta Avustralya’da, Alice Springs kasabasının 18 km dıĢında yer alan Pine Gap 

Ortak Savunma Tesisi, Avustralya Savunma Kuvvetleri, Avustralya Sinyal 

Müdürlüğü, ABD Merkezi Ġstihbarat TeĢkilatı (CIA), ABD Ulusal Güvenlik Ajansı 

(NSA) ve ABD Ulusal KeĢif Ofisi (NRO) tarafından ortaklaĢa yönetilmektedir (Ball 

vd., 2015: 5).  

ABD'nin küresel ölçekteki devasa teknolojik altyapısı temelinde oluĢan ve 

teknik istihbarat toplama tesislerinden biri olan Pine Gap, üç farklı iĢlevi bünyesinde 

barındırmaktadır. Bu iĢlevler arasında operasyonel sistemlerin ve koordinasyonun 

sağlanması, jeosenkron sinyal istihbarat (SIGINT) uydularının kontrol istasyonu 



93 

faaliyetlerinin yönetimi ve elde edilen istihbarat verilerinin NSA ve CIA'ya hızlı bir 

Ģekilde raporlanması yer almaktadır. Pine Gap tesisinde ABD ve Avustralya 

vatandaĢı yaklaĢık 800 personel görev yapmaktadır (Ball vd., 2015,: 5-6). 

Pine Gap, ABD ve Avustralya arasındaki istihbarat paylaĢımı ve savunma iĢ 

birliğinin ortak bir sembolü olarak iĢlevini sürdürmektedir. Ortak savunma tesisi 

olarak, iki ülkenin ortak güvenlik çıkarlarını desteklemek ve istihbarat toplama 

faaliyetlerinin yürütüldüğü stratejik bir merkez olarak hizmet vermektedir. 

Avustralya'nın Asya-Pasifik bölgesinde bulunan Pine Gap, Çin, Kuzey Kore, 

Rusya'nın Asya bölgeleri ve Orta Doğu dahil olmak üzere ABD casus uyduları ile 

küresel ölçekte önemli izleme ve dinleme faaliyetleri gerçekleĢtirmektedir. 

Pine Gap, yalnızca teknik istihbarat toplama iĢleviyle değil, aynı zamanda 

küresel güvenlik stratejilerindeki rolleriyle de CIA, NRO ve ABD Savunma 

Bakanlığı gibi kurumlarla iĢ birliği yapmaktadır. Ayrıca özel istihbarat Ģirketleriyle 

de iĢ birliği içerisinde olduğu bilinmektedir. Avustralya halkı tarafından eleĢtirilen 

önemli konulardan biri, ABD’nin özel istihbarat Ģirketlerine verdiği görev ve 

faaliyetlerin kontrolcü konumda olmasıdır (Ball vd., 2015: 8-9). 

Pine Gap, izleme ve gözetleme faaliyetleri çerçevesinde operasyonların 

kaderini değiĢtirecek önemli faaliyetler gerçekleĢtirmiĢtir. Bu faaliyetlerden biri Ģu 

Ģekildedir:  

“Fairfax Media tarafından yapılan araştırma da Pine Gap'in ABD'nin insansız hava 

aracı (İHA) ile saldırısını ve Pine Gap Ortak Savunma Tesisini El Kaide ile Taliban liderlerini 

hedef alındığı operasyonlara katkısını ortaya çıkarmıştır. Pine Gap Üssü, doğu yarımküredeki 

radyo sinyallerinin coğrafi konumunu izleyerek, cep telefonları ve el telsizleri gibi iletişim 

araçlarından elde edilen sinyaller sonucunda istihbarat verisine ulaşılmaktadır. Bu veriler 

terörist şüphelilerin lokasyon tespitini sağlamak amacıyla elde edilen verilerin elde edilen 

bilgi, belge ve malumatlarla ABD'nin drone saldırılarına ve diğer askeri operasyonlarında 

kullanılmıştır. 2004'ten bu yana Pakistan'da düzenlenen 370'ten fazla drone saldırısı, 2500 ila 

3500 arasında El Kaide ve Taliban militanının öldürülmesi ile sonuçlanmıştır. Bu saldırılar, 

özellikle ABD'nin terörle mücadele politikasında önemli bir yer tutarken, aynı zamanda birçok 

sivil kayıplara da yol açmıştır. Bu durum, Pakistan'da Amerika karşıtı protestolara ve 

Washington ile İslamabad arasında diplomatik gerginliklere neden olmuştur. Ayrıca drone 

savaşlarının uluslararası hukuk bağlamında tartışmalı bir konu olarak gündeme gelmesine, 

hedefli öldürme programı adı altında eleştirilere yol açmıştır. Özellikle sivil kayıpların ve ABD 

vatandaşlarının öldürülmesinin ortaya çıkması, bu saldırıların meşruiyeti üzerine ciddi sorular 

doğurmuştur” (web.archive.org/, 13.09.2024) 

Pine Gap Ortak Savunma Tesisi, ABD’nin kendisi ve müttefikleri için güvenlik 

tehditleri ile siyasi-politik düzlemde stratejik denge sağlama amacı doğrultusunda 
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istihbarat sunan bir merkez olarak önemli bir rol üstlenmektedir. Bu durum, dünya 

genelindeki diplomatik iliĢkilerin değiĢmesine yol açmıĢ ve savaĢ-barıĢ çatıĢması 

arasındaki gözlemlenebilir dengeyi sağlamıĢtır. 

2. Savunma Ġstihbaratı TeĢkilatı (Defense Intelligence Agency, DIA) 

Savunma Ġstihbarat TeĢkilatı (Defense Intelligence Agency, DIA), ABD 

Savunma Bakanlığı’na bağlı bir istihbarat yapısı olarak askeri istihbaratın 

toplanması, analizi ve değerlendirilmesinde kritik bir rol üstlenmektedir. DIA’nın 

NATO müttefikleriyle askeri istihbarat bilgilerini paylaĢması, uluslararası güvenlik iĢ 

birliği açısından büyük bir önem taĢımaktadır. Bu teĢkilat, savaĢ alanındaki tehditleri 

analiz etme, savunma planlamasına katkı sağlama ve uluslararası müttefiklerle iĢ 

birliği yaparak güvenlik tehditlerini önceden tespit etme görevlerini yerine 

getirmektedir (ġencan ve Tınas, 2020: 135). 

Savunma Ġstihbarat TeĢkilatı (DIA), resmi internet sitesinde “Yabancı ordular 

hakkında istihbarat sağlamak ve savaĢları önlemek, kesin kazanmak  misyonuyla 

hareket ettiğini belirtmektedir (About FAQs, 2024). DIA, yabancı orduların 

kapasitesi, niyetleri, askeri doktrinleri ve faaliyetleri hakkında istihbarat toplayarak, 

ABD ve müttefiklerinin savunma stratejilerini belirlemelerine destek olmaktadır. 

Ġstihbaratın birincil amacı, potansiyel çatıĢmaları öngörerek diplomatik veya 

askeri stratejilerle savaĢları önlemek ve uluslararası krizlerin tırmanmasını 

engellemektir. “SavaĢları kesin kazanmak  ifadesi, çatıĢmanın kaçınılmaz olduğu 

durumlarda doğru istihbaratın, savaĢın baĢarıyla yönetilmesi ve kazanılması için 

kritik bir rol oynadığını vurgulamaktadır. DüĢmanın zayıf yönlerini belirlemek, 

askeri operasyonları planlamak ve müttefik kuvvetlere bilgi sağlamak bu yaklaĢımın 

temel unsurları arasında yer almaktadır. Bu bağlamda, modern askeri istihbarat ve 

stratejik planlama için bu unsurlar mihenk taĢı oluĢturmaktadır. 

a. Ulusal Coğrafi Ġstihbarat TeĢkilatı (NGA) 

“Coğrafi uzamsal istihbarat veya GEOINT, Dünya'daki veya çevresindeki fiziksel 

özellikleri ve aktiviteleri tanımlamak, değerlendirmek ve görsel olarak göstermek için görüntü 

ve coğrafi bilgi ve verilerin kullanımı ve analizidir. GEOINT, görüntülerden, görüntü 

istihbaratından ve coğrafi verilerden oluşur” (intelligencecareers.gov, 2024)  

Teknolojinin ve enformasyon çağının hızla ilerlemesi sonucunda uydu 

teknolojileri ile sensörlerin geliĢimi, Coğrafi Ġstihbarat (GEOINT) ve modern 
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istihbaratın vazgeçilmez bir unsuru haline gelmiĢtir. Bu geliĢmeler, yer yüzeyinde 

veya atmosferde gerçekleĢen faaliyetlerin izlenmesine olanak tanıyarak karar 

alıcıların stratejik öngörüler geliĢtirmesine ve önemli kararlar almasına yardımcı 

olmaktadır. 

Ulusal Coğrafi Ġstihbarat TeĢkilatı (NGA), coğrafi istihbarat sağlayarak ulusal 

güvenlik hedefleri doğrultusunda, yeryüzünün fiziksel özellikleri ile insan 

faaliyetlerinin analiz, değerlendirme ve görselleĢtirilmesini gerçekleĢtirmektedir. 

NGA, uydu görüntüleri, haritalar ve Coğrafi Bilgi Sistemleri (CBS) analiz ve 

değerlendirmesi sonucunda elde edilen istihbarat verilerini sunmaktadır. NGA, 

Savunma Bakanlığı'na bağlı olarak faaliyet gösteren ABD’nin önemli istihbarat 

yapılarından biridir (nga.mil, 2024). 

NGA, uydu görüntüleri, askeri operasyonlar, istihbarat değerlendirmeleri ve 

stratejik planlama konularında önemli bilgiler sağlayarak etkili bir rol 

üstlenmektedir. TeĢkilat, savaĢ alanındaki askeri birliklerden sivil kriz müdahale 

ekiplerine kadar geniĢ bir yelpazeye hitap etmekte olup yer belirleme, haritalama, 

izleme ve uzaktan algılama yöntemleriyle istihbarat faaliyetlerinde stratejik 

kararların alınmasında etkinlik göstermektedir. 

Coğrafi istihbarat, askerî harekât planlamaları, doğal afet müdahaleleri, sınır 

güvenliği, terörle mücadele ve insani yardım operasyonlarında kullanılmakta; bu 

bağlamda coğrafi bilgileri eyleme geçirilebilir bir forma dönüĢtürerek karar vericilere 

doğru ve zamanında bilgi aktarımını sağlamaktadır. Bu sayede, ulusal güvenlik ve 

acil durum yönetimi alanlarında kritik destek sunmaktadır (nga.mil, 2024). 

3. Ulusal KeĢif Ofisi (National Reconnaissance Office – NR) 

Ulusal KeĢif Ofisi (NRO), Amerika'nın istihbarat uydularını tasarlamak, inĢa 

etmek, fırlatmak ve bakımını yapmaktan sorumlu olan ABD’nin bünyesindeki 

önemli istihbarat kuruluĢlarından biridir. GeliĢmiĢ teknolojik altyapıyla hizmet veren 

bu kurum, özellikle uydu teknolojisindeki en son yenilikleri yaratmakta, uygun 

maliyetli endüstriyel tedarikçilerle sözleĢmeler yapmakta ve titiz fırlatma 

programları yürütmektedir. NRO, 1961 yılında kurulmuĢ ve ABD'nin uzaydan 

istihbarat toplama faaliyetlerini yürüterek askeri operasyonlarda kullanılmak üzere 

yüksek çözünürlüklü uydu görüntüleri elde etmiĢtir. 1992'de varlığı kamuoyuna 



96 

açıklanana kadar NRO'nun çalıĢmaları büyük bir gizlilik içerisinde yönetilmiĢtir 

(nro.gov, 2024). 

NRO, geliĢmiĢ uydu teknolojileri ile uydu tabanlı sinyal istihbaratı (SIGINT) 

ve görüntü istihbaratı (IMINT) toplama kapasitelerine sahip olup güvenlik 

tehditlerini önlemede ve istihbarat operasyonlarına fayda sağlamada önemli bir rol 

üstlenmektedir. Sürekli yenilenen uydu altyapısını desteklemek için ticari 

tedarikçilerle iĢbirliği yaparak maliyet etkin çözümler geliĢtirmektedir.  

4. Askeri Ġstihbarat ve Güvenlik Komutanlığı (INSCOM) 

Askeri Ġstihbarat ve Güvenlik Komutanlığı (INSCOM), ABD Kara 

Kuvvetlerine bağlı olarak istihbarat toplama, analiz ve yorumlama süreçlerini 

yöneten bir istihbarat yapılanmasıdır. 1 Ocak 1977'de kurulmuĢ ve Virginia’daki 

Arlington Hall Ġstasyonu'nda konumlanmıĢtır. INSCOM, elektronik savaĢ, karĢı 

istihbarat, insan istihbaratı (HUMINT), sinyal istihbaratı (SIGINT) ve tehdit 

analizlerini içeren birçok faaliyeti gerçekleĢtirmektedir. 1980’lerde Soğuk SavaĢ 

döneminde hızlı bir geliĢme göstermiĢ ve ABD’nin askeri istihbarat operasyonlarında 

önemli rol oynamıĢtır (army.mil, 2024). 

Soğuk SavaĢ'ın sona ermesiyle 1990'lar boyunca INSCOM, operasyonlarını 

küresel krizlere yanıt verebilecek Ģekilde yenilemiĢ; 2000’li yıllara gelindiğinde, yeni 

aktörlerin dünya sahnesinde belirmesi ve küresel tehditlerin güvenlik sınırlarını 

zorlaması ile siber alanda da faaliyet göstermeye baĢlamıĢtır. 

Bunlar dıĢında Savunma bakanlığına bağlı olarak görev yapan teĢkilatlar 

Ģunlardır (Bulut, 2015: 8-79):  

 Hava Kuvvetleri Ġstihbarat, Gözetim ve KeĢif Ofisi (AFISRA): 

AFISRA, hava kuvvetlerine bağlı olarak istihbarat, gözetim ve keĢif 

faaliyetlerini yürütmektedir. Hava ve uzay operasyonlarının etkinliğini 

artırmak amacıyla istihbarat desteği sağlamaktadır. 

 Deniz Piyade TeĢkilatı Ġstihbarat Kuvveti (MCIA): MCIA, deniz 

piyadelerine istihbarat desteği sağlamakta ve deniz operasyonlarının 

planlanması için gerekli istihbarat bilgilerini üretmektedir. 

 Deniz Kuvvetleri Ġstihbarat Ofisi (ONI): ONI, deniz kuvvetlerine bağlı 

olarak deniz istihbaratı sağlamakta ve denizcilik faaliyetleri hakkında 
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bilgi toplamaktadır. Aynı zamanda karĢı istihbarat operasyonları 

yürütmektedir. 

Adalet Bakanlığı’na bağlı istihbarat birimleri Ģunlardır:  

 Federal AraĢtırma Bürosu (FBI): FBI, iç güvenlik ve ceza 

soruĢturmaları konularında faaliyet göstermekte ve terörizm, casusluk, 

organize suç gibi konularda istihbarat sağlamaktadır. Aynı zamanda 

ulusal güvenlik tehditlerine karĢı önleyici operasyonlar düzenlemektedir. 

 UyuĢturucuyla Mücadele Dairesi/Ulusal Güvenlik Ġstihbaratı Ofisi 

(DEA/ONSI): DEA/ONSI, uyuĢturucu kaçakçılığı ve buna bağlı ulusal 

güvenlik tehditleri ile mücadele etmekte ve bu konuda istihbarat 

faaliyetleri yürütmektedir. 

Ġç Güvenlik Bakanlığı’na bağlı istihbarat birimleri Ģunlardır:  

 Ġstihbarat ve Analiz Ofisi (OIA): Ġç Güvenlik Bakanlığı’na bağlı olan 

bu birim, iç tehditlere karĢı istihbarat toplamakta ve analizler 

yapmaktadır. Terörizm, doğal afetler ve diğer ulusal güvenlik risklerine 

karĢı bilgi sağlamaktadır. 

 Sahil Güvenlik Ġstihbaratı (CGI): CGI, deniz güvenliği, kaçakçılık ve 

terörizm gibi konularda istihbarat sağlamakta ve sahil güvenlik 

operasyonlarını desteklemektedir. 

DıĢiĢleri Bakanlığı’na bağlı istihbarat birimleri Ģunlardır:  

 Ġstihbarat ve AraĢtırma Bürosu (INR): DıĢiĢleri Bakanlığı’na bağlı 

olan INR, uluslararası konularla ilgili istihbarat toplamaktadır. 

Diplomatlara ve dıĢ politika yapıcılara istihbarat desteği sunmaktadır. 

Hazine Bakanlığı’na Bağlı Ġstihbarat Birimi:  

 Ġstihbarat ve Analiz Ofisi (OIA): Hazine Bakanlığı’na bağlı olan bu 

ofis, finansal istihbarat toplamakta ve kara para aklama, terörizmin 

finansmanı gibi konularda analizler yapmaktadır. 

Enerji Bakanlığı’na bağlı istihbarat birimleri Ģunlardır:  
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 Ġstihbarat ve Ġstihbarata KarĢı Koyma Ofisi (OICI): Enerji 

Bakanlığı’na bağlı olan OICI, enerji altyapısına yönelik tehditleri 

değerlendirmekte ve enerji güvenliği konusunda istihbarat sağlamaktadır. 
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IV.  ABD’NĠN KÜRESEL GÖZETLEME ANALĠZĠ 

A. Gözetleme  

Aydınlanma hareketi ile toplumsal yaĢamda düĢünsel bir kırılma yaĢanmıĢ ve 

insan merkezli bir dünya yaratma projesi hayata geçirilmiĢtir. Bu dönemde aklın 

merkezde olduğu, hakikat arayıĢının teolojik bir anlayıĢtan akıl temelli bir anlayıĢa 

evrildiği görülmüĢtür. Sonuç olarak, birey ve topluma dair yeni yaklaĢımlar, 

paradigmalar ve eleĢtirel kuramlar ortaya çıkmıĢtır. Ancak aydınlanma ve modernite 

hareketinin eĢitlikçi, demokratik toplum yaratma hedefi zamanla baĢarısız olmuĢ; 

aklın araçsallaĢması sonucunda bireye ve doğaya hükmeden totaliter yönetimler 

ortaya çıkmıĢtır.  

Mitlerden ve efsanelerden arınma hedefi olarak savunulan Aydınlanma 

hareketi ve modern yaĢama geçiĢ, yeni bireysel ve toplumsal sorunları beraberinde 

getirmiĢtir. Bu sorunların merkezinde aklın araçsal bir görünüme kavuĢması yer 

almaktadır. Akıl, sahip olduğu bilgi gücü ile yeni tahakküm mekanizmalarının 

yaratılmasında iĢlevsel bir rol üstlenerek bu mekanizmaların geliĢiminde belirleyici 

olmuĢtur.  

 “Nesnel aklın ürettiği bilgi, aklın kendi otonomisinin sonucu olduğundan başka bir 

şeyin aracı değil, kendi varoluşu ile bir amaçtır. Buna karşılık araçsal aklın ürettiği bilgi ise 

fayda, çıkar ve tahakküm üçlemesinin belirlenimi altında kendisine dışsal bir amacın 

hizmetindeki bir araç olarak kullanılır. Temelleri ve işleyişleri bakımından araçsal aklın 

kullanımına bağlı olan modern bilimler; bilmek, anlamak ve ereklerin rasyonel geçerliliğini 

sağlamak durumunda olan bilimler değil, insanın karşılaştığı sorunlara somut pratik çözümler 

üretmek durumunda olan teknik bilimlerdir. Modern teknik bilimler için önemli olan, bilgi ve 

anlamın elde edilmesi değil pratik sorunlara somut çözümler üretmektir” (Çörekç oğlu, 2003: 

220).  

Aydınlanma projesinin en büyük eleĢtirisi, aklın ürettiği bilginin teknik bir 

hegemonyaya dönüĢmesidir. Bu durum, aklın ürettiği teknik bilginin pratik 

çözümünün, yeni tahakküm biçimlerinin yaratılmasıyla doğrudan iliĢkili olduğu 

sonucunu doğurmaktadır. Modern savaĢ silahlarının geliĢimi, bu araçsal aklın nihai 

ürünleri olarak öne çıkmıĢtır. 
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Bu bağlamda, Aydınlanma projesinin kapsamlı analizi ve eleĢtirisi Frankfurt 

Okulu tarafından yapılmıĢtır. Aydınlanma projesine ve moderniteye mesafeli duran 

Frankfurt Okulu'nun çalıĢmaları, Aydınlanma eleĢtirisini merkezine almaktadır. 

Özellikle Theodor Adorno ve Max Horkheimer (2014) tarafından yazılan 

“Aydınlanmanın Diyalektiği  eseri, Aydınlanma projesine yönelik en önemli eleĢtiri 

olarak bilim literatüründe yer edinmiĢtir. Bu düĢünürlere göre öznenin teolojik 

kültüre, mitlere ve efsanelere karĢı uyanıĢı, baĢlangıçta hedeflenen amacına 

ulaĢamamıĢtır. Çünkü Aydınlanma ile aklın doğaya karĢı sömürücü bir yapıya 

bürünmesi, insanların üzerindeki olumsuz etkileri beraberinde getirmiĢtir.  

“Aydınlanmanın diyalektiğinde araçlar amaçları kendilerine bağlı kılmış, doğa 

üzerindeki tahakküm insan üzerindeki tahakküme dönüşmüş ve üretici güçler yıkıcı güçlere 

dönüşmüştür. Tekno-bilimsel güçleri sayesinde sonsuz arzular yaratıp bunları doyuran 

sermaye; Marcuse‟un „tek boyutlu insanını‟, sistemin sınırları dışında düşünemeyen hatta 

algılayamayan bir özneyi yaratacak kadar kapsamlı bir denetim kurmuştur” (Dyer-Witheford, 

2004: 75).  

Zamansallık, toplumlarda değiĢimlere yol açmıĢ ve dönem sosyologları, 

toplumları çağların karakterize edici özelliklerine göre isimlendirmiĢtir. Tarım 

toplumu ve sanayi toplumu gibi adlandırmalar, 21. yüzyılda önce biliĢim toplumu, 

ardından gözetim toplumuna dönüĢmüĢtür (Bayhan, 2013: 113). Gözetim toplumu 

kavramı, 1985 yılında ilk kez Gary T. Marx’ın “The Futurist  dergisinde yayımlanan 

makalesinde ele alınmıĢtır (Karahisa, 2014: 223, akt. Bitirim Okmeydan, 2017: 54) 

Günümüz de dünya, insanların güvenlik ihtiyacını karĢılamak amacıyla her 

alanı gözetlemektedir. BiliĢim toplumu ile gözetim toplumu arasındaki farklılaĢma, 

güç erkini elinde bulunduran iktidarın niyeti ile yakından iliĢkilidir. Bireylerin 

bilgilerinin güvenlik için kullanılması, enformasyon toplumunun zeminini 

oluĢturmakta; diğer yandan toplumların gözetlenmesi noktasında önemli bir araç 

olarak iĢlev görmektedir (Bayhan, 2013: 114).  

Sistematik gözetim örüntülerinin modernizm ile ortaya çıktığı söylenebilir. 

Modern toplumlarda iktidarlar, elde ettikleri güç erkini korumak ve büyütmek 

amacıyla modern toplumların sunduğu teknolojilerden faydalanarak denetime ve 

tahakküme dayalı bir sistem geliĢtirmiĢtir. Ġlk modernist düĢünürler Weber, Taylor, 

Marx ve Giddens, gözetim sistemini modernizm çerçevesinde değerlendirmiĢ; 

Foucault'un çalıĢmaları ile gözetim kavramı olgunluk kazanmıĢtır (Bitirim 

Okmeydan, 2017: 55). 
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Enformasyon toplumunda topluma uyum sağlama davranıĢında kitle iletiĢim 

araçlarının önemli bir iĢlevi bulunmaktadır. Bu araçlar aracılığıyla gerçekleĢtirilen 

gözetleme, üç ana baĢlık altında ele alınmaktadır (Bayhan, 2013: 115). Pastoral 

gözetleme, ilkel toplumlar, imparatorluklar ve yeni yerleĢik toplumların 

gözetlenmesinde kullanılmıĢ; iĢgücü denetimi, vergi geliri sağlama ve asker 

ihtiyacını karĢılama gibi amaçlara hizmet etmiĢtir. Modern toplumların ortaya 

çıkmasıyla birlikte gözetim türü de değiĢim göstermiĢ ve teknik gözetim safhası 

baĢlamıĢtır. Teknik gözetim, ulus devletlerde toplumları yönetebilmek, iç ve dıĢ 

tehditlere karĢı korumak, ekonomik süreçleri denetlemek ve iktidarın yerini 

sağlamlaĢtırmak için kullanılmıĢtır. Günümüzdeki denetleme, enformasyona bağlı 

gözetlenme olarak adlandırılmaktadır. Bu tür gözetleme hem bireylerin hem de 

büyük ölçekli grupların izlenmesini kapsamaktadır. Teknolojinin sağladığı yoğun 

bilgi akıĢı, denetleme mekanizmalarına büyük miktarda bilgi sağlamakta; iktidarların 

toplum güvenliği kisvesi altında bu bilgileri meĢru bir denetleme aracı olarak 

kullanmasına olanak tanımaktadır (Dolgun vd., 2008: 16-17, akt. Bayhan, 2013: 

116). 

B. Panoptikon’dan Sinoptikon’a 

Ġktidarlar tarih boyunca görünürlüklerine dair çeĢitli yaklaĢımlar benimsemiĢ, 

geçmiĢte görünürlüğün gözetim üzerindeki olumlu etkilerini kullanarak iktidarlarını 

güçlendirmiĢtir. Bu bağlamda çeĢitli törenlerle toplum içindeki kontrol 

mekanizmalarını güçlendirmeyi hedeflemiĢlerdir. Ġktidarın görünürlüğü, sonraki 

dönemlerde görünmeden gözlemleme üzerine kurgulanmıĢ ve panoptikon olarak 

kavramsallaĢtırılan sistem, geliĢen sistemlerle geniĢleyerek yeni boyutlar eklemiĢtir; 

bu durum sinoptikon olarak adlandırılmaya baĢlanmıĢtır (Öztürk, 2023: 133). 

Görme eyleminin gözetlemeye evrilmesinde kaydedilme, maddesel dünyaya 

aktarılma ve gözetlenen alanın geniĢlemesi gibi önemli özellikler ön plana 

çıkmaktadır. Ġktidarlar, gözetleme pratiklerinde yeni araçlar aracılığıyla bulundukları 

alan dıĢında kalan büyük çaplı alanları da kontrol altına almaktadırlar (Yanık, 2017: 

786). Bu yeni araçlar, gözetleyen ile gözetlenen arasındaki iliĢkiyi doğrudan 

gözetlenen tarafından görünür hale getirerek gizli bir tahakküm mekanizması iĢlevi 

görmektedir.  
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Eski dönemlerde panoptikon ile kavramsallaĢtırılan gözetleme, geliĢen 

teknoloji ve yeni ihtiyaçlar doğrultusunda ardıllarını doğurmuĢtur. Enformasyonun 

artması ve teknolojinin geliĢimiyle panoptikon elektronikleĢmiĢ, yapısal ve sınırlı bir 

gözetleme sisteminden, geniĢ ölçekli, denetlenemeyen ve siber ortamda hareket alanı 

bulan küresel bir gözetleme ağına evrilmiĢtir. Modernizmin zorba gözetim sistemi 

olan panoptikon, postmodern toplumlarda rızaya dayalı gözetim sistemi olan 

sinoptikona ve ardından omniptikona dönüĢmüĢtür. Bu gözetleme pratikleri zamanla 

küresel ölçekte de kabul görmüĢtür (Bitirim Okmeydan, 2017: 59-60). 

Modern dünyada gözetleme olgusu, gücü elinde bulunduranların gözetlenen ile 

ilgili bilgileri toplayarak kontrol sağlamayı amaçlamaktadır. Teknolojinin 

yükseliĢiyle teknolojik aletler çeĢitlenmiĢ, bireyselleĢerek gündelik hayatın 

vazgeçilmez parçaları haline gelmiĢtir. Bireysel hayata entegre edilen bu teknolojik 

aletler, hayatı kolaylaĢtırırken mahremiyet ihlallerini de kaçınılmaz hale getirmiĢtir. 

Gücü elinde bulunduranlar, yükselen teknolojinin araçlarıyla hem bireysel hem de 

küresel boyutta gözetleme faaliyetlerini sürdürmekte, yeni algoritmalar sayesinde 

gözetimle kalmayıp toplumu yeniden inĢa ederek temel bir iktidar iĢlevi 

görmektedirler. Böylece bireysel ve küresel boyutta gözetleme ve biçimlendirme tek 

bir araçla gerçekleĢtirilmektedir. Orta çağ panaptikonu, artık yeni teknolojilerle 

ceplerde taĢınır hale gelmiĢtir (Kurt, 2023: 139, 141).  

 Panoptikon, esasen bir hapishane dizaynı olarak Foucault tarafından 

alanyazına kazandırılmıĢtır. Jeremy Bentham tarafından tasarlanan bu hapishanenin 

amacı, burada kalan bireylerin ıslah edilerek topluma kazandırılmasıdır. Panoptikon, 

ortada bir gözetleme kulesi bulunan ve etrafını saran hücrelerin bu kule tarafından 

izlenebildiği, hücreler arasında iletiĢimin olmadığı bir yapı olarak özetlenebilir. 

Gözetleyenin varlığı, gözetlenen tarafından anlaĢılmadığı için kontrol mekanizmasını 

güçlendiren önemli bir amaca hizmet etmektedir. Kulede daima gözetleyen bir göz 

olma ihtimali, gözetlenenlerin kontrolünü sağlamayı kolaylaĢtırmaktadır. Bu algı, 

gücü elinde bulunduranların daha da güçlenmesine olanak tanımaktadır (Foucault, 

2006: 292, 296-297). 

Panoptikon, eski denetleme pratiklerindeki karanlıkta bırakma, baskı altında 

tutma ve daimî gözetlemenin yerini alarak, gözetlenen üzerinde bıraktığı Ģüphe ile 

gözetleyenin sürekli orada olabileceği ihtimali ile otomatikleĢmiĢ bir kontrol 

sağlamaktadır. Eski gözetim mekanizmalarında toplumu karanlıkta bırakma stratejisi, 
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panaptikon ile sürekli gözlemlenmeye uygun Ģekilde tasarlanan aydınlatma ile yer 

değiĢtirmiĢtir. Bu yöntemler aracılığıyla gözetlenen, gözetleyenin imgesini sürekli 

zihninde canlandırarak kendini kontrol eden bir sistem haline dönüĢmektedir (Yanık, 

2017: 788).  

Enformasyonun artması ve teknolojilerin yükseliĢi ile iktidarın toplumu 

gözetlediği pratikler, omniptikon aracılığıyla toplum içinde gözetlemenin artıĢını 

mümkün kılmıĢtır. Bu bağlamda, gözetlenme durumu gözetlenen tarafından büyük 

ölçüde kabul edilmiĢtir. Omniptikon ile iktidarın gözetleme alanı geniĢlemiĢ, buna 

paralel olarak gözetlenenin gözetlemesi de mümkün hale gelmiĢtir (Bitirim 

Okmeydan, 2017: 59-61). Ġktidarın gözetlemesi, yönetenlerin yönetilenleri 

izlemesinden yönetenlerin birbirini izlemesine yönelik yeni pratikler oluĢturmuĢtur 

(Bayhan, 2013: 119). 

Gözetimin değiĢen çehresi, iktidarın yalnızca eĢzamanlı ve bulunduğu yerlerde 

değil, çok daha geniĢ bir alanda varlık göstermesine olanak tanımaktadır. Gözetleme, 

aynı anda gözetlenen, gözleyen ve gerçeği dönüĢtürebilen donanımlara sahiptir. 

Enformasyon sağlanan öznenin izole durumu sayesinde kontrol daha kolay ve sessiz 

bir Ģekilde sağlanabilmektedir. Bu açıdan elde edilen kontrollü bilginin hakikat 

olduğu iddiası temellendirilemez hale gelmektedir (Yanık,2017: 786).  

Dijital iletiĢim araçlarının yanı sıra gündelik iĢlerin neredeyse tamamını 

kolaylaĢtırmaya yarayan çok çeĢitli dijital teknoloji bulunmaktadır. Söz konusu 

araçlar, kimi zaman post-panoptikon gözetiminde kullanılabilen iĢlevsel araçlar 

haline gelmektedir. Hayatın neredeyse tamamını kapsayan kullanım alanına sahip 

teknolojiler, birçok avantajın yanı sıra büyük riskleri de barındırmakta ve hem birey 

hem de iktidar açısından endiĢe kaynağı haline gelebilmektedir (Özdemir, 2020: 83). 

Özetle çeĢitli disiplinler tarafından kullanılmıĢ panoptikon kavramı, zaman 

içinde değiĢen özellikleri nedeniyle isim değiĢtirmiĢ, sinoptikon ve omniptikona 

evrilmiĢtir. Panoptikonun karakteristik özelliği olan tek taraflı ve dayatmaya dayalı 

gözetleme sistemi, sinoptikon ve omniptikonda daha rızaya dayalı bir görünüm 

kazanmıĢtır. Hatta bu durum, gözetlenmekten ve görünürlükten haz alan bir toplum 

inĢasını göstermektedir. Sinoptikonda, az sayıda kiĢi tarafından çeĢitli kaynaklar 

aracılığıyla küresel bir inĢa ve gözetlemenin gerçekleĢtirildiği söylenebilecektir 

(Özdemir, 2020: 84).  
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C. Snowden, Manning ve Assange Vakası  

Julian Assange, Chelsea Manning (diğer adıyla Bradley Manning) ve Edward 

Snowden, izinsiz bilgi ifĢaları ile gündeme gelmiĢ isimler olarak 21. yüzyılın en 

önemli bilgi ifĢacıları arasında değerlendirilmektedir. Ġngilizce literatürde 

“whistleblowing  olarak geçen terim, normlarla korunan veya etik bir çerçeve ile 

temellendirilmiĢ bilginin ifĢası olarak tanımlanmaktadır. ĠfĢanın yapılma sebebi, etik 

olmayanı ortaya çıkarmaktır (Boussios, 2023: 402). 

2000'li yılların baĢında NSA ve CIA için bir süre çalıĢan Kuzey Carolina 

doğumlu Snowden, NSA’nin Batılı devletlerin hareketlerine iliĢkin topladığı verileri 

kamuoyuna açıklamıĢtır. Bu açıklama ile 2014 yılında yaklaĢık olarak 1,7 milyon 

dosyaya istihbarat tarafından eriĢildiği belirtilmiĢtir (Boussios, 2023: 402). Söz 

konusu veriye ulaĢılmasının ardında, ABD’nin siber veriye ulaĢmasını engelleyen 

katı kuralların 11 Eylül saldırıları ile gevĢemesi yatmaktadır. Verinin elde 

edilmesinde, ABD istihbarat servisleri PRISM aracılığıyla çeĢitli internet 

Ģirketlerinden verilerin çekilmesinde kullanılmıĢtır (Boussios, 2023: 405).  

2013 yılında Edward Snowden vakasının patlak vermesiyle dijital dünyanın ve 

siber alanın karanlık yüzünün deĢifre edilmesi olanaklı hale gelmiĢtir. “Bütün 

biçimleriyle yeni iletişim teknolojileri, askeri alanlarda odak noktası olmuş; 

demokratik sürecin geleneksel kavramlarıyla karşıtlık oluşturan siyasal denetim, 

gözetim ve bütünleşme için kullanılmaya başlamıştır  (Lundby and Ronning, 2014: 

23). Edward Snowden’ın 2013’teki açıklamaları, Avustralya’nın komĢularının büyük 

öfkesine yol açacak Ģekilde, Ģüpheli FVEY ittifakındaki Avustralya’nın rolüne ıĢık 

tutmuĢtur. Bu açıklamalar, Avustralya Sinyal Müdürlüğü (ASD) ile Ulusal Güvenlik 

Ajansı (NSA) arasındaki bilgi paylaĢımının çoğunun Çin ve Endonezya’daki askeri 

ve siyasi konularla ilgili olduğunu göstermiĢtir (Monique vd., 2018: 4-5). 

ABD Ulusal Güvenlik Ajansı NSA’ın yeni bir veri toplama sistemi kullandığı 

Snowden olayı ile ortaya çıkmıĢtır. Buna göre ulaĢılabilen tüm verilerin ayırt 

etmeksizin kullanılması ile toplanan verilerin kiĢisel mahremiyeti korumayı amaç 

edinmediği, güvenlik uğruna mahremiyetin kolayca gözden çıkarılabileceği açıkça 

görülmüĢtür. Öte yandan Snowden olayı ile ifĢa edilen bilgilerin Big Data’nın 

boyutunun görülmesinde önemli bir rol oynamasının yanı sıra bazı eleĢtirmenler, bu 
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bilgilerin çok yüzeysel olduğunu ve toplanan verinin bundan çok daha büyük 

olabileceğini savunmaktadır (Uluç, 2023: 112). 

Snowden olayı, Amerikan siyasetinde önemli bir yere sahiptir. Edward 

Snowden gibi istihbarat için görece önemsiz bir Ģahsın hem ABD'yi hem de güvenlik 

servisini bu denli tehdit etmesi, beklenmedik bir darbe olarak görülmüĢ ve Snowden, 

vatan hainliği ile suçlanmıĢtır. Vatan hainliği ile suçlanmasının bir diğer nedeni ise 

Rusya’dan sığınma talep etmesidir (Olson, 2021).  

Assange vakasında bilgi ifĢası 2010 yılında WikiLeaks adlı site aracılığıyla 

gerçekleĢtirilmiĢtir. Assange, ABD’nin Afganistan ve Irak’ta gerçekleĢtirdiği savaĢ 

suçlarına dair belgeleri 2015 yılında NSA aracılığıyla çeĢitli ülkelerin yetkililerini 

gözetlediğine dair yayımlamıĢtır (aa.com.tr, 2024). WikiLeaks 2006 yılında 

kurulduğunda amacı gizli bilgilerin ifĢası için kullanılan bir mecra olarak iĢ görmesi 

hedeflenmiĢtir. Sitenin çalıĢma prensibi sansürlenememesi ve takip edilememesi 

üzerine kurulmuĢtur (Boussios, 2023: 402). 

Benzer Ģekilde, Bradley Edward Manning de istihbarat analisti eğitimi 

sırasında Irak’ta bulunmuĢ ve elde ettiği askeri bilgileri WikiLeaks aracılığıyla ifĢa 

etmiĢtir. Bu bilgiler, savaĢ günlüklerini, ABD’nin Afganistan ve Irak’taki askeri 

hareketlerini, çeĢitli devlet suçlarını ve yolsuzlukları içermesi açısından önemli bir 

etki yaratmıĢtır. Öte yandan Manning’in paylaĢtığı bilgiler arasında “Collateral 

Murder  olarak bilinen Bağdat hava saldırısına ait görüntüler de bulunmaktadır. 

(Boussios, 2023: 406).  

D. Big Data 

GeçmiĢten günümüze gücü elinde bulunduranlar, bilgiyi bir tahakküm 

mekanizması olarak kullanmıĢtır. Günümüzde ortaya çıkan internet, temel olarak 

askeri amaçlar için tasarlanmıĢ olmasına rağmen fonksiyonlarının çeĢitlenmesi ve 

toplum tarafından kolayca özümlenmesi sayesinde büyük güçler tarafından bir 

enformasyon ve dolayısıyla tahakküm mekanizması olarak kullanılabilir hale 

gelmiĢtir (Özcan, 2021: 14). 

Büyük veri, gelecekte gerçekleĢme ihtimali bulunan ve ulusal çıkarlara ters 

düĢecek durumları tespit etmek, avantajlı durumları değerlendirmek ve dezavantajlı 

durumları önlemek amacıyla devletler tarafından kullanılan teknolojik bilgi ağı 
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olarak tanımlanabilmektedir. Büyük veri, çok geniĢ bir sahada etkin olarak 

kullanılmakta ve siber uzayda yer alan çok sayıda bilgiden iĢe yarayacak olanların 

çekilmesine olanak sağlamaktadır. 

KiĢi ve kiĢilere dair bilginin toplanması, Big Data’nın kullanılmasından önceki 

süreçte çeĢitli prosedürlere takılmakta ve bilgi alım sürecini yavaĢlatmakta iken, Big 

Data’nın kullanılmaya baĢlanmasıyla bilgi toplama süreci hızlanmıĢ ve kiĢilerin 

günlük hayatta kullandıkları aletler bile takip için kullanılmaya baĢlanmıĢtır. Öte 

yandan bu tür bir teknoloji, büyük miktardaki verinin içinden iĢe yarayan kısmın 

ayıklanması noktasında yadsınamaz bir kolaylık sağlamaktadır. 

Bahsi geçen verilerin kullanılması ve elde edilmesi esnasında özel yaĢamın 

ihlaline iliĢkin tartıĢmalar, hala etik ve ulusal güvenlik çerçevesinde 

sürdürülmektedir. Bu büyüklükte bir enformasyon kaynağının kullanımında verinin 

kötüye kullanılabilirliğinin denetlenebilirliği tartıĢmaları da alevlendirmiĢtir. 

Bilgilerin kullanıldığına dair komplo teorilerinin gerçekliği, Snowden ve Assange 

vakası ile açıkça ortaya konmuĢtur. (Uluç, 2023: 1-2).  

Gündelik hayatta birçok iĢi teknolojik sistemlerden bağımsız olarak yürütmek 

mümkün olmamaktadır. Bireyler alıĢveriĢ yapmak, hastane randevusu almak, ajanda 

oluĢturmak veya bir yerden bir yere gitmek gibi iĢlemleri gerçekleĢtirmek amacıyla 

teknolojiden faydalanmakta ve bu süreçler dijital izler bırakmaktadır. Bu izlerin 

hacmi her geçen gün artmaktadır. Elde edilen veriler, çeĢitli amaçlara hizmet edecek 

Ģekilde tasarlanmıĢ algoritmalar aracılığıyla iĢlenerek, kullanılabilir anlamlı 

enformasyon kaynaklarına dönüĢmektedir (Özcan, 2021: 12). 

Teknolojinin yaygın kullanımı esnasında gerçekleĢtirilen hareketler, online 

ortamda davranıĢsal ipuçları olarak kaydedilmektedir (Özcan, 2021: 19). Verinin 

giderek değer kazandığı toplumda dijital gözetim de aynı oranda önem kazanmıĢtır 

(Özdemir, 2020: 83). 

Yükselen teknolojinin sonucu olarak ortaya çıkan algoritmalar, kiĢisel alanlara 

her geçen gün daha fazla dahil olarak hayatımızda oynadıkları rolü büyütmektedir. 

Bu tür algoritmalar, sanal ortamda hareket alanımızı geniĢletmekle kalmayıp sanal 

ortamdaki hareketlerimizi de yönetmektedir. Birçok alıĢveriĢ ve eğlence sitesi ne 

alacağımıza veya ne izleyeceğimize iliĢkin önerilerle bizi, belki de fark 

edemeyeceğimiz Ģekilde yönlendirmektedir (Kurt, 2023: 147). Bu yönlendirmelerin 
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yapılabilmesi ve bizim ne istediğimizi tahmin edebilmesi, aslında gözetlendiğimizin 

sessiz bir itirafı niteliğindedir.  

GeliĢen teknolojilerin kullanımı, bireysel ve toplumsal hayatta kolaylıkları 

beraberinde getirmektedir. Ancak söz konusu teknolojilerin kullanılması sırasında, 

büyük miktarlarda veri akıĢını elde edebilme imkânı, büyük miktarlarda veri 

paylaĢımında bulunulması gereken bir süreci de beraberinde getirmektedir. Bu tür bir 

veri alıĢveriĢinin toplamı ise Big Data’yı oluĢturmaktadır. Son dönemlerde teknolojik 

sistemlerin geliĢmesi ve artan internet kullanıcı sayısı, doğrusal bir korelasyon ile 

Big Data’nın büyümesine olanak sağlamıĢtır. 

Big Data, Ģirketlerin kâr marjlarını artırmakta kullanılmasının yanı sıra bireysel 

gözetleme ve kötü niyetle kullanılması durumunda da faydalanılabilecek bir bilgi 

yığını olarak değerlendirilmektedir. Bu açıdan, Big Data gözetleme olgusuna hizmet 

etmeye elveriĢli bir ham bilgi yığını olarak rahatlıkla kullanılabilmektedir. Bahsi 

geçen enformasyon kaynağı, insanların gerçekte ne istediğini tespit etme açısından 

oldukça değerli görülmektedir. Big Data’nın hacmi ve birçok cihet tarafından 

kullanıma açık olması, verilerin güvenliği ve tehditleri de gözden geçirmeyi gerekli 

kılmaktadır (Ketizmen and Kart, 2019: 64-76).  

E. Küresel Gözetlemenin YükseliĢi  

Dünyanın küreselleĢmesi ve teknolojik ile iletiĢimsel öğelerin yükseliĢe 

geçmesi ile güvenliğin sağlanabilirliği konusu daha çok gündeme gelmeye 

baĢlamıĢtır. Soğuk savaĢın sona ermesinin ardından 11 Eylül saldırıları ve daha 

sonrasında dünyanın dört bir yanında meydana gelen ve ülkeleri tehdit eden 

saldırıların çoğalması, düĢüĢe geçen istihbarat faaliyetlerinin yeniden yükseliĢe 

geçmesine ve geliĢimsel olarak yol kat edilmesine olanak tanımıĢtır. Küresel ve 

bölgesel tehditler, istihbarat araçlarının yoğunlaĢması, çeĢitlenmesi ve uzmanlık 

gerektiren sistemlerin ortaya çıkmasına zemin oluĢturmuĢtur. Tehditlerin sürekli 

değiĢim göstermesi, yükselen yeni teknolojilerin, elde edilen verinin ve verinin elde 

edilme yönteminin de değiĢmesine neden olmuĢ ve bu durum istihbarat 

çalıĢmalarının derinleĢmesine ve çeĢitlenmesine olanak tanımıĢtır (Özkan, 2023: 

107).  
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 Yönetenden yönetilene doğru gerçekleĢen gözetleme olgusunun zaman içinde 

yönetenlerin birbirini gözetlemesine evrilmesi, devlet bünyesinde gözetleme ve 

istihbarat faaliyetlerinin öneminin artmasına neden olmuĢ ve bu alanın geliĢimine 

yönelik yatırımlar yapılmıĢtır. Ġkinci Dünya SavaĢı sonrası iki kutuplu dünya 

anlayıĢının dünya sahnesinde yeni bir mücadele alanı yaratması, istihbarat ve 

güvenlik alanlarına yönelik güçlü devletler tarafından büyük kaynaklar ayrılmasını 

sağlamıĢtır. Çünkü Ġkinci Dünya SavaĢı, küresel dengeleri değiĢtirmiĢ ve uluslararası 

iliĢkilerde yeni politikaların yaratılmasına yol açmıĢtır.  

Özellikle ABD, Ġkinci Dünya SavaĢı sonrası cereyan eden Soğuk SavaĢ 

Dönemi boyunca ideolojik hegemonya kurmaya yönelik olarak savunduğu değerler 

arasında demokrasi, insan hakları, liberal ekonomi ve reformları diğer ülkelere 

empoze etmek amacıyla Sovyet Rusya ile büyük bir mücadeleye girmiĢtir. 

Askerî mücadelenin yanı sıra kültürel mücadeleye de önem verilmiĢtir. Buna 

örnek olarak, 1948-1951 yılları arasında uygulanan Marshall Planı, Sovyet Rusya’nın 

baskılarına karĢı Avrupa’nın ve bazı diğer ülkelerin yeniden yapılandırılmasını amaç 

edinmiĢtir. Bu doğrultuda hem mali yardımlar yapılmıĢ hem de ilgili ülkelerde liberal 

ekonominin geliĢmesine yönelik reformların gerçekleĢtirilmesinin önü açılmıĢtır. 

(Alley vd., 1999: 266).  

Ancak hem askerî hem de kültürel hegemonya kurma mücadelesi, küresel 

düzeyde bir dizi yapının yaratılması gerekliliğini ortaya koymuĢtur. Bu sebeple 

ABD’nin Sovyet Rusya ile olan mücadelesinin boyutları çok boyutlu olarak geliĢme 

göstermiĢtir. Dolayısıyla ABD, güvenlik hedefi olarak küresel bir kontrol ve 

denetleme mekanizması kurmaya yönelik yapılar geliĢtirmiĢtir. Burada öne çıkan en 

önemli faaliyet, istihbarat çalıĢmalarındadır. Ġstihbarat, beraberinde gözetleme, takip, 

veri toplama ve veri analizi süreçlerini barındırmakta olup teknolojik geliĢmelerle 

ilerleme kat etmiĢtir. 

Denilebilir ki gözetleme ve istihbarat çalıĢmaları dinamik bir sürece iĢaret 

etmekte ve bu alandaki geliĢmeler, dijital dünyanın varlığı ile uydu sistemleriyle 

bambaĢka bir sürece girmiĢtir. Bu açıdan, çağdaĢ dünyada küresel düzeyde yönetme 

iddiasında bulunan devletler, dijitalleĢmenin gücünden istifade ederek küresel bir 

gözetleme sistemi kurmuĢlardır. Bu nedenle uydular, internet yoluyla kurulan siber 
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ağlar ve altyapılar ile gözetleme merkezleri aracılığıyla küresel bir gözetleme süreci 

yaĢanmaktadır. 

Teknoloji-özgürlük iliĢkisi, akademik literatürde uzun zamandan beri farklı 

açılardan değerlendirilmektedir. ÇalıĢmalarda teknoloji, bir yönüyle gündelik 

yaĢamın ritmini kolaylaĢtırırken, diğer yönüyle iktidar yapıları açısından güç ve 

kontrol mekanizmasına dönüĢebilmektedir (Locksley, 1985: 83). Öyle ki çağdaĢ 

dünyada teknolojinin yarattığı imkânlar, küresel bir gözetlemeye ve istihbarat 

faaliyetine olanak vermektedir. Teknoloji sayesinde zaman ve mekân baskısı ortadan 

kalkmakta, sınırları aĢan süreksiz bir takip ve gözetleme yapılabilmektedir. 

Bu açıdan, küresel düzlemde ekonomi ve politikaya yön veren, baĢta ABD 

olmak üzere bütün devletler, teknolojinin imkânlarından istifade ederek küresel 

politikaya yön vermeye çalıĢmaktadırlar. Bu sebeple merkezi bölgeler kurulmakta, 

bu merkezi yerler aracılığıyla belirli coğrafi sahalar gözetlenmekte ve geliĢmelere 

karĢı pozisyon alınmaktadır. Esasında Soğuk SavaĢ Dönemi boyunca devam eden 

istihbarat politikası, Sovyet Rusya’nın yıkılıĢı sonrası yeni bir aĢama sürecine 

girmiĢtir. Bundan dolayı merkezi gözetleme istasyonları, dünyada yaĢanan yeni 

geliĢmelere paralel bir istihbarat politikası yürütmektedir.  

Küresel bir gözetleme ve savunma altyapısına sahip olan Batılı müttefiklerin 

“BeĢ Göz  olarak tarif edilen küresel düzeyde bir ağı bulunmaktadır. Bu ağ, BirleĢik 

Krallık, ABD, Kanada, Avustralya ve Yeni Zelanda arasında oluĢturulan ve temelleri 

2. Dünya SavaĢı'ndan sonra atılan teknik istihbarat koalisyonudur. Daha önceki 

dönemlerde Ġngiltere ile yapılan BRUSA anlaĢmasının teknik istihbarat noktasında 

sağladığı faydalar, BeĢ Göz Ġttifakı'nın kurulmasına ön ayak olmuĢtur. 

Ġkinci Dünya SavaĢı sonrasında ortaya çıkan Sovyetler Birliği yayılma 

faaliyetleri nedeniyle Ġngiltere ve ABD, iĢ birliğini devam ettirme yönünde adım 

atmıĢ; 1946 yılında UKUSA anlaĢması ile iki ülke arasında elektronik istihbarat iĢ 

birliği sağlanmıĢtır. UKUSA ile Sovyetlerin izlenmesi mümkün olmuĢ ve bu 

zeminde bilgi paylaĢım sistemleri hayata geçirilmiĢtir. Ġlerleyen süreçte bu 

mekanizmaya Kanada, Avustralya ve Yeni Zelanda da dahil edilmiĢtir (Mermer, 

2022: 1). FVEY ağı, sinyal istihbaratının (SIGINT) toplanması ve paylaĢılmasına 

odaklanmaktadır (Monique and Daly, 2018: 4).  
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F. Küresel Gözetleme Ağı Çerçevesinde ABD 

Enformasyon ve gözetleme, ülkelerin güç elde etme ve bu gücün istikrarını 

sağlama adına kullandıkları araçlar olarak önemli bir rol oynamaktadır. Ġktidarlar, 

güçlerini ellerinde tutabilmek için gözetleme ve istihbarata iliĢkin hizmetleri 

artırmayı ve küresel boyutta bir gözetim ağı kurmayı tercih etmiĢlerdir. Son dönemde 

gerçekleĢen toplumsal ve teknolojik süreçler, gözetlenen ile gözetleyen arasındaki 

özelliklerin de değiĢmesine neden olmuĢtur. 

ABD’nin küresel gözetleme ağı, elektronik iletilerin izlenmesi ve elde edilen 

verilerin toplanmasını içeren geniĢ çaplı bir sistem olarak tanımlanmaktadır. Bu 

sistem, terörle mücadele ve iç-dıĢ tehditlerin belirlenmesi gibi durumlar için 

istihbarat ve ulusal güvenliğin bir parçası olarak iĢlev görmektedir. Ulusal güvenliğin 

sağlanması amacıyla gerçekleĢtirilen küresel gözetleme faaliyetleri, sıklıkla 

uluslararası iliĢkiler ve kiĢisel haklar bağlamında sorunlar oluĢturabilmektedir. 

Günümüz gözetleme pratikleri, 11 Eylül sonrası güvenliğin artıĢı ile ortaya 

çıkmaya baĢlamıĢtır. Dijital küresel gözetleme pratiklerinin birçok örneği, 11 Eylül 

saldırılarının izlerini taĢımaktadır. Bu dönemde, gözetleme pratiklerine yasal 

meĢruluk kazandırmak amacıyla atılan adımlar, diğer ülkelerin gözetleme 

sistemlerinde yenilikler yapmalarına ve standartlara uymak için adımlar atmalarına 

olanak tanımıĢtır. ABD Vatanseverlik Yasası ile, ABD vatandaĢlarının telefon 

konuĢmaları ve e-postaları gibi dijital haberleĢme sistemlerinde oluĢan veriler, hiçbir 

sınırlamaya tabi olmaksızın toplanmaya baĢlanmıĢtır.  

NSA, küresel gözetleme faaliyetlerini yürütürken çeĢitli yöntemler 

kullanmaktadır. Küresel internet ağının izlenebilmesi için fiber optik kablolar 

üzerinden veri alırken, uydu iletiĢimlerini takip etmek amacıyla sinyal takibi 

gerçekleĢtirmektedir. PRISM, XKeyscore gibi uygulamalar aracılığıyla telefon 

görüĢmeleri, mesajlaĢmalar ve Google, Facebook, Microsoft gibi internet sitelerinin 

kullanımından elde edilen verilerle big data toplanmaktadır. 

ABD, gözetleme faaliyetlerini geniĢletmek için çeĢitli ülkelerle anlaĢmalar 

yapmıĢ, bu doğrultuda Ġngiltere, Kanada, Avustralya ve Yeni Zelanda arasında 

UKUSA antlaĢması imzalanmıĢ ve bu ittifak Five Eyes olarak anılmaya baĢlanmıĢtır. 

ABD, gözetleme sonucunda elde ettiği verileri paylaĢarak istihbarat iĢ birliği 

gerçekleĢtirmektedir. 
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ABD’nin gözetleme sistemlerinin yapı, iĢleyiĢ ve hukuka aykırılığına iliĢkin 

verilere Snowden olayını inceleyerek ulaĢmak mümkündür. Bu vaka ile ABD’nin 

NSA aracılığı ile topladığı telefon kayıtları, e-posta ve internet verileri görülmüĢtür. 

Ayrıca bu sızıntı ile GCHQ’nun G-20 zirvesine katılan siyasetçilerin e-posta, mesaj, 

tarama geçmiĢi gibi bilgilerine nasıl eriĢtiği ve bu bilgilerin ABD istihbarat servisi ile 

paylaĢıldığı da ortaya çıkmıĢtır. Küresel gözetlemeden elde edilen verilerin ortaya 

çıkması, gözetlemenin geniĢ alanını ve büyük çaplı gizlilik sorununu gözler önüne 

sermiĢtir. Ülkeler gözetleme sistemlerini geliĢtirmeyi amaçlayan adımlar atmıĢ, 

ülkeler arası güvenilirlik büyük ölçüde sarsılmıĢtır. Öte yandan ABD'nin gözetleme 

faaliyetlerinin doğası, gizliliğin sağlanması ve kiĢisel hakların ihlali konularında 

süregelen tartıĢmalara neden olmaktadır. 

ABD'nin küresel gözetleme ve istihbarat faaliyetleri, küresel ölçekte yaygın bir 

ileri teknoloji ağı kullanarak terörizmle mücadele, dıĢ tehditleri izleme ve küresel 

stratejik çıkarları koruma amacıyla yeni yöntemler geliĢtirmiĢtir. Uydu sistemleri, 

elektronik gözetleme teknolojileri ve dünya çapındaki ortak savunma tesisleriyle 

istihbarat faaliyetleri gerçekleĢtirilmiĢtir. ABD’nin teknolojik üstünlük arzusu, 

istihbarat paylaĢımı ve stratejik iĢ birliklerinin kritik bir sürecini takip etmekte, ulusal 

çıkarlar bakımından önemli durumlar ortaya çıkarmaktadır. Ulusal güvenliği 

sağlamada iĢ birliği ve istihbarat paylaĢımı, uluslararası düzeyde siber savaĢlar ve 

güvenlik tehditlerini de beraberinde getirmektedir. 
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V.  PĠNE GAP DĠZĠSĠNĠN SÖYLEM ANALĠZĠ  

A. Pine Gap Dizisinin EleĢtirel Söylem Analizi 

Özünde gizlilik taĢıyan istihbarat ve güvenlik faaliyetlerinin geliĢen teknolojik 

çağda hangi yapılarla hareket ettiği analizi güç görünmektedir. Bu sebeple, kimi 

istihbarat servislerinde çalıĢan ajanların açıklamaları, bu tür yapıların derin ve çok 

katmanlı yönüne eleĢtirel bir bakıĢ açısı sunmaktadır. Bu açıdan Pine Gap dizisi, 

ABD’nin Asya coğrafyasında Avustralya ile yürüttüğü güvenlik ve istihbarat 

anlayıĢını yansıtmaktadır. Eski bir Ġngiliz sömürgesi olarak Avustralya, yüzyıllardır 

Uzak Doğu coğrafyasında egemen güç olma mücadelesi vermektedir. Bu bağlamda 

John Blaxland Avustralya’nın Asya politikasını Ģöyle özetlemiĢtir:  

Avustralya muharebe kuvvetlerinin 1971‟de Vietnam‟dan çekilmesine rağmen 

Avustralya, başta Beş Güç Savunma Düzenlemesi veya FPDA olmak üzere bir dizi forum 

aracılığıyla Güneydoğu Asya‟yla askerî olarak ilgilenmeye devam etmiştir. İmparatorluğun bu 

görünen kalıntısı oldukça kalıcı bir kurum olmuştur. 1971‟de İngiltere‟nin Süveyş‟in 

doğusundan çekilmesi sırasında kurulan FPDA, İngiliz Milletler Topluluğu ülkeleri olan 

Avustralya, Yeni Zelanda ve Birleşik Krallık‟ın Malezya ve Singapur ile ilişkilerini 

sürdürmesini sağladı. Soğuk Savaş‟ın zirvesinde kurulan ve Konfrontasi‟nin
*
 sona ermesinin 

ardından Endonezya‟nın uzlaşmazlığına ilişkin korkuların henüz yatışmadığı bir dönemde 

kurulan FPDA, zaman içinde kendi koşullarına uyum sağladı. FPDA, Avustralya Kraliyet 

Hava Kuvvetleri savaş uçakları ve deniz devriye uçaklarının dönüşümlü varlığıyla 

Avustralya‟ya Güneydoğu Asya‟da askerî bir ayak izi sağladı. Bu mevcudiyet, Malezya 

Kraliyet Hava Kuvvetleri ile içinde ve çevresinde rutin gözetleme uçuşları da dâhil olmak 

üzere yakın etkileşimi kolaylaştırdı (Blaxland, 2017: 28). 

Batılı müttefiklerin ortak bir savunma ve güvenlik politikası yürütmelerinin 

arka planı, Sovyet Sosyalist tehdidine karĢı ortak bir ideolojiye sahip olmalarına 

dayanmaktadır. 

“Avustralyalı politikacılar, Avustralya-Amerikan İttifakı‟nın ortak ulusal çıkarlarla 

ilgili olduğunun farkındadır ancak kamuya açık beyanları neredeyse her zaman ortak veya 

ortak değerler fikrine odaklanmaktadır. Sonuçta Avustralya, tıpkı ABD gibi kendisini ağırlıklı 

                                                 

*
 Endonezya-Malezya çatıĢması veya Borneo çatıĢması, Endonezya’nın Malaya Federasyonu’ndan 

Malezya eyaletinin kurulmasına karĢı çıkmasından kaynaklanan, 1963’ten 1966’ya kadar silahlı bir 

çatıĢmaydı. Endonezya Devlet BaĢkanı Sukarno’nun 1966’da görevden alınmasının ardından 

anlaĢmazlık barıĢçıl bir Ģekilde sona erdi. 
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olarak aynı özgürlük, hukukun üstünlüğü ve demokrasi değerlerine bağlı bir „Anglo-Sakson‟ 

ülkesi olarak görüyor.” (Blaxland, 2017: 34).  

Bu nedenle küresel düzlemde kurulan ittifakların arkasında ortak değerler ve 

ideolojilerin var olduğu söylenebilmektedir. Kısaca ideolojik değerler bağlamında 

liberal kapitalist bir toplumsallaĢmayı benimseyen ABD ve Avustralya, ortak 

savunma ve güvenlik konusunda anlaĢmalar yaparak liberal kapitalist 

toplumsallaĢmanın varlığını sürdürmeye çalıĢmaktadır. Neticede Pine Gap Ortak 

Savunma Tesisi, liberal kapitalist ideolojinin devamlılığını savunan ve küresel güç 

dengeleri açısından Batılı güçlerin hegemonyasını pekiĢtiren bir yapı olarak faaliyet 

göstermektedir. Ancak bu tesisin Avustralya Kıtası’nın ortasında izole bir Ģekilde, 

çöl denilebilecek bir yerde gizli bir Ģekilde faaliyet göstermesi nedeniyle nasıl bir 

çalıĢma yapısı sergilediğini göstermek zor görünmektedir. Bu sebeple ABD ve 

Avustralya arasındaki ortak savunma tesisi olarak Pine Gap’in varlığını bir 

televizyon dizisine dönüĢtüren Greg Haddrick ve Felicity Packard’ın çalıĢmasının 

2018’de altı bölümlük bir canlandırma belgesel tarzı gösterimi sonrası uluslararası 

politikada gündem yaratması, küresel gözetleme ve istihbarat ağının Ģifrelerine 

eleĢtirel bakmayı mümkün hâle getirmiĢtir. 

 

ġekil 5 Pine Gap Ortak Savunma Tesisi Uzaydan Görünümü (theintercept.com, 2024) 

Özellikle Soğuk SavaĢ sonrası Çin’in yükselen yeni bir küresel güç olması 

nedeniyle Avustralya, Çin’e karĢı istihbarat ve güvenlik faaliyetlerini daha güçlü hâle 

getirme noktasında ABD için daha stratejik bir konuma gelmiĢtir (Dibb, 2018: 101). 

Bu nedenle ABD, ilgisini Asya Pasifik’e çevirmiĢ, bölgesel askerî gücünü 
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pekiĢtirmek için istihbarat ve güvenlik ağlarına önem vermiĢtir. Esasında ABD’nin 

hangi coğrafyada ne tür yapılar inĢa ettiği sır gibi gizlenmektedir. Ancak yukarıda 

dile getirildiği gibi Pine Gap gibi televizyon dizi projeleri, ABD’nin güvenlik 

politikalarını anlama hususunda önemli bir kesit oluĢturmaktadır. Bu sebeple küresel 

bir gözetleme ve istihbarat ağının nasıl bir dünya düzeni disiplini yarattığını anlamak 

mümkün hâle gelmektedir. Esasen bu gözetleme ve istihbarat ağları ve merkezleri, 

küresel bir “panoptikon 
*
 dünyası yaratmaktadır. Örneğin Halsall’a (2024) göre Pine 

Gap dıĢında çalıĢtırılan uydular, doğu yarım kürede, özellikle Çin, Rusya ve Orta 

Doğu’nun menzilinde konumlandırılmıĢtır. Çok çeĢitli sinyalleri yakalamaktadır: 

telefon çağrıları, radyo dalgaları, füze fırlatmalarının ürettiği ısı ve daha fazlası. Pine 

Gap, sinyalleri çözerek, onları istihbarata dönüĢtürüp ABD ve Avustralya’nın mevcut 

ve potansiyel düĢmanları hakkında veri toplamak suretiyle askerî operasyonların 

planlanmasına olanak tanımaktadır. 

1. Küresel Bir Denetleme Çağına Doğru 

Ġktidarın yönetim rasyonalitesinin en önemli bileĢeni “panoptikon  yani 

görünmeden gözetleme ve denetlemedir. Bu yönetim rasyonalitesi, devletin 

yurttaĢlarıyla kurduğu iliĢkide olduğu gibi küresel düzeyde devletlerarası 

mücadelede de kendini sergilemektedir. Kısaca devletler birbirini gözetler ve bu 

gözetleme faaliyetlerini görünmeden yapmak istemektedirler. Denilebilir ki bu 

gözetleme, özünde küresel bir düzen ve disiplinin devamlılığı için kurulan iktidar 

ağının bileĢenini oluĢturmaktadır. Dolayısıyla gözetleme ve istihbarat faaliyetleri, 

küresel ekonomi-politik iktisadi düzenin iktidar bileĢeni olarak kendini 

sergilemektedir (Gill, 1995: 404-405). Böylece küresel düzlemde cereyan eden askerî 

ve istihbarat mücadelesi, özünde uluslararası düzenin devamlılığı adına ekonomi-

politik bir yapıya iĢaret etmektedir. Bu sebeple Batılı müttefiklerin oluĢturduğu 

istihbarat ağı, inĢa edilmiĢ küresel güç dengelerinin devamlılığı için iĢlev 

görmektedir. Buradan hareketle aĢağıda eleĢtirel söylem analizi yapılacak olan Pine 

Gap (2018) dizisi, bu dünya düzeninin bir resmini göstermektedir. 

Esasında bir dizi olsa da Pine Gap senaryosu gerçeklik temellerine 

dayanmaktadır. Çünkü Pine Gap senaryosu, Pine Gap Üssünde görev alan kiĢilerin 

                                                 

*
 Panoptikon, kelime kökeni olarak Antik Yunan’a dayanmakta olup her Ģeyi görmek anlamına 

gelmektedir. 
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bilgileri, demeçleri ve yardımlarıyla yazılmıĢtır. Örneğin Pine Gap Üssünde 18 yıl 

görev alan David Rosenberg, hem senaryo aĢamasında hem de çekimlerde dizinin 

yapımında etkili olmuĢ bir analist ajandır. Hatta sahne çekimlerinde yönetmen Mat 

King’e dekor ve diyaloglarda yardımcı olmuĢtur. The Guardian’ın internet sitesinde, 

dizinin ele alındığı bir yazıda esasında dizinin bir bilimsel çalıĢma olarak izleyici 

tarafından değerlendirilmeli vurgusu da yapılmaktadır (Buckmaster, 2018). David 

Rosenberg’in Pine Gap hakkında dünyanın farklı ülkelerinde verdiği demeçler ve 

konferanslar bulunmaktadır. Google ya da YouTube’da David Rosenberg ya da Pine 

Gap anahtar kavramlarıyla yapılan aramalarda Rosenberg, Pine Gap hakkında detaylı 

bilgiler vermekte, tesisin dünyadaki rolünü açıklamaktadır. Ayrıca Pine Gap 

hakkında yazdığı bir kitap da bulunmaktadır. Bu kitap, David Rosenberg’in 

hikâyesine ve Pine Gap Üssünde yaĢadığı dönemin faaliyetlerine odaklanmaktadır 

(Rosenberg, 2018).  

2. Küresel Denetlemenin Hikâyesi 

Dizinin baĢlangıç kurgusunda küresel dünyanın varlığı; siber dijital ağlar, 

uydular, mobil iletiĢim araçları ile örülmüĢ bir dünya yaĢamını yansıtmaktadır. Bu 

dünyada ABD’nin yönetiminde kurulan üç tesis bulunmaktadır ve bu tesisler dünyayı 

kontrol edilebilir gözetleme ağı içinde sarmalamaktadır. 

Pine Gap dizisi ilk bölümünde Ģöyle baĢlamaktadır: ABD’nin küresel gücü, üç 

büyük uydu gözetim tesisinden toplanan istihbarata dayanmaktadır. Ġlki Denver, 

Colorado’daki Buckley Hava Kuvvetleri Üssüdür. Ġkincisi Harrogate, Yorkshire’daki 

Menwith Hill’dir. Üçüncüsü ise Avustralya kırsalında bulunan Pine Gap’tir. Bu üç 

merkezden anlaĢılan o ki dünya, küresel ölçekte ABD tarafından bu üç merkezden 

gözetlenmekte ve istihbarat faaliyeti yürütülmektedir. Peki, bu merkezlerin 

gözetleme ve tarama sahaları nasıldır? Dünyayı gözetleme konusunda nasıl 

paylaĢmıĢlardır? Aralarındaki iliĢki nasıl iĢlemektedir? 

Dizinin birinci bölümünün ilk sahnelerinde Avustralya ve Amerika arasındaki 

tarihsel iliĢkiden bahsedilmektedir. ABD baĢkanı Myanmar’da bir konferansta 

Avustralya baĢbakanına seslenmektedir. Aralarındaki ortak değerlere ve tarihsel 

ittifakın önemine vurgu yapmaktadır. Bu kutsal ittifakın Asya Pasifik bölgesinde 

kendilerini egemen güç olarak koruduğuna değinmektedir. Müttefik olmanın 

kendilerini bölgesel liderlik pozisyonuna getirdiğini söylemektedir. Esasında bu 
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ifadelerden anlaĢılacağı üzere iki ülke arasındaki ittifakın hem ideolojik hem de 

stratejik önemi bulunmaktadır. Her iki ülkenin de liberal kapitalist değerleri 

benimsemesi, geçmiĢ dönemde sosyalist toplumsallaĢmaya karĢı ortak hedefte 

buluĢarak mücadele etmelerine olanak tanımıĢtır. Diğer taraftan Avustralya’nın 

konumu itibarıyla ABD için Çin’e karĢı jeostratejik bir öneme sahip olması, iki 

ülkenin uluslararası politikada ortak faaliyet yürütmelerini mümkün kılmıĢtır. 

 

ġekil 6 Pine Gap Dizisinden Bir Sahne  

Dizinin ġekil 6’da görülen sahnesinde Amerika’yı temsil eden Ajan Gus ile 

Avustralya’yı temsil eden Jasmina’nın aralarında bulunan ABD bayrağı ile 

Avustralya bayrağı, iki ülkenin ittifakının göstergesini sunmaktadır. Ġki güçlü ülkenin 

küresel ittifak değerini yeniden üreten bu sahnede egemen güçlerin küresel varlığı, 

böylece meĢruluk zemini elde etmektedir. 

Yine birinci bölümün ilk sahnelerinde Myanmar’daki ABD baĢkanının 

konuĢmasını takip eden Pine Gap Ortak Güvenlik Tesisinin içinde çalıĢan ofis 

görevlilerini ve ajanları izlemekteyiz. Aralarında ABD baĢkanının Myanmar’daki 

konuĢma ve gezisinin güvenliğiyle ilgili çalıĢmaların yürütüldüğü görülmektedir. 

Sonrasında Pine Gap Ajanı Gus’ın telefonda Denver’da bulunan Buckley Hava 

Kuvvetleri Üssüyle olan konuĢması geçmektedir. Ajan Gus, ABD baĢkanının 

Myanmar’daki güvenlik ve istihbarat faaliyetleri ile ilgili durumu Denver Buckley 

Hava Kuvvetleri Üssüne bildirdiği gözlemlenmektedir. Burada anlaĢılan o ki Pine 

Gap Üssü sadece istihbarat toplamamaktadır. Anlık güvenlikle ilgili de bir pozisyona 

sahip olmaktadır. Kısaca olası olumsuz bir durum karĢısında Pine Gap, Denver’de 

bulunan Buckley Hava Kuvvetleri Üssünü bilgilendirmek zorundadır. Böylece aksi 
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bir durumda anlık bilgi alan Hava Kuvvetleri pozisyon alacak ve operasyon 

gerçekleĢtirecektir. Ajan Gus, Buckley Hava Kuvvetleri Üssüne telefonda Ģöyle 

demektedir: “Myanmar Koruma Bölgesi‟ni tam izlemeyi sürdürüyoruz.   

Burada, Pine Gap Tesisi'nin yalnızca tehdit olarak görülen bireylerin ve 

devletlerin izini takip etmediği, aynı zamanda ABD ile müttefiki Avustralya’nın 

hareket sahası olarak askerî, sivil ve ekonomik faaliyetlerinin güvenliğinden de 

sorumlu olduğu anlaĢılmaktadır. Bu bağlamda, ilerleyen sahnelerde ABD ve 

Avustralya'nın güvenliği için hava uçuĢlarının kontrol edildiği, izlendiği ve takip 

edildiği gözlemlenmektedir. 

Dizinin istihbarat ve gözetleme mekânı olarak Pine Gap Tesisinde, büyük 

verileri takip eden ekranlar ile bu ekranları izleyen ve kulaklıklarıyla sürekli tetikte 

olan uzmanlık alanlarına göre farklı ajanlar ve analizcilerin bulunduğu dikkat 

çekmektedir. Ekranlarda büyük veri akıĢlarının yer aldığı ve bu verilerin telefon 

dinlemeleri ile e-posta trafiğini yansıttığı görülmektedir. Bu verilerin belirli Ģifreleme 

kodlarıyla izlendiği, dolayısıyla tehdit olarak değerlendirilen herhangi bir telefon 

görüĢmesi veya e-posta trafiğinin tespit edildiği kurgusu sunulmaktadır. Gözetimin 

özünde iktidar ile iliĢkili olduğu algısının oluĢturulduğu bu sahnede, kiĢisel 

enformasyonun bilinmeyen yapılar tarafından izlendiği ve istismar edildiği vurgusu 

önem taĢımaktadır. 

Sinyal frekanslarının takip edildiği bir sahnede, Pine Gap merkezi ile uzaydaki 

uyduların ve siber alanın eĢ güdümlü olarak birbiriyle iliĢkisinin olduğu 

gözlemlenmektedir. Bu bağlamda, Myanmar’a doğru ilerleyen bir füzenin varlığı 

radar ile tespit edilmektedir. Elde edilen bilgi, derhal Özel Hava Sahası Füze 

Savunma Merkezine bildirilmektedir. Hatta bu gözetleme merkezi, canlı uydu 

görüntüleri vasıtasıyla füzenin rotasını ekranlarda izlemekte ve durum detaylı bir 

Ģekilde Denver’da bulunan ABD Hava Kuvvetlerine aktarılmaktadır. 

YaĢanan durum daha sonra Pentagon’a da iletilmektedir; aynı zamanda kimliği 

belirsiz bir sivil uçak da uydu görüntülerine yansımaktadır. Kimliği belirsiz bu sivil 

uçak, ilerleyen uydu görüntülerinde, kimin ateĢlediği belirsiz bir füze tarafından 

vurularak düĢürülmektedir. Bu olay, Pine Gap’in kontrolü aĢan bir durum olarak üst 

düzeyde tartıĢılmaya baĢlanmaktadır. Sonrasında ajanlar, olaya iliĢkin tahminlerde 

bulunmakta ve Ġslami Cemaat, El Kaide ya da IġĠD gibi gruplar arasında sorumluları 
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tespit etmeye çalıĢmaktadırlar. Bu sahnedeki diyaloglardan da anlaĢılacağı üzere, 11 

Eylül sonrası yaĢanan yeni tehdit algısı, köktenci dinci örgütlerin küresel ölçekteki 

varlığının istihbarat merkezleri tarafından izlenen bir süreci iĢaret etmektedir.  

Gill’in (1995: 404-405) vurguladığı üzere, küresel gözetleme sistemi yalnızca 

hedef ülkelerin varlık geliĢimini takip etmekle kalmamaktadır; aynı zamanda çocuk 

pornografisi, kara para aklama faaliyetleri, yasadıĢı silah ve uyuĢturucu kaçakçılığı, 

hatta insan organlarının ticareti gibi suçların izini de sürmektedir. Bu nedenle Pine 

Gap gibi istasyonlar, bireylerden baĢlayarak devletlerin kurumsal yapılarına kadar 

geniĢ ölçekli bir gözetleme ağı faaliyeti içinde istihbarat ve operasyonel veriler 

toplamaktadır. Denilebilir ki Pine Gap, sorumlu olduğu çalıĢma coğrafyasında her 

Ģeyi gözetleyebilmekte, ancak kendisi gözetlenememektedir. Böylece XXI. yüzyılın 

dijital panoptik yapısının bir yansıması olarak iĢlev görmektedir. 

Bu bağlamda, “panoptikon  meselesine kısaca değinmek gerekmektedir. 

Sanayi Devrimi’yle birlikte baĢlayan üretim ve üretim iliĢkilerindeki dönüĢüm, 

toplumsal bedenin inĢası adına bireylerden baĢlayarak toplumun gözetlenmesini, 

üretimin hedefleri için ekonomi-politik bir strateji olarak modern yönetim 

aygıtlarının geliĢmesine zemin hazırlamıĢtır. Modern çağda “panoptikon , çalıĢma 

yaĢamının düzenlenmesiyle doğrudan iliĢkilidir. 

“Bu anlamda işçiler üzerindeki denetim ve gözetimin sağlanması iktidar için iş 

yaşamına eklemlenmiş, yeni teknolojilerin gelişimiyle birlikte gözetim biçimleri gelişmiş ve 

gözetim iş yaşamının en etkin ögelerinden birisine dönüşmüştür. Kapitalizmin işçi üzerindeki 

denetimi öncelikle iş yerlerinde başlar ve sonrasında emekçi sınıfların tüm yaşam alanlarının 

denetimi ve gözetimi ile yaygınlaşır” (Çoban, 2016: 111).  

Toplumsal bedeni bir üretim makinesine dönüĢtürmeyi hedefleyen 

“panoptikon  stratejisi, nüfus politikası yönetimi anlamına gelmektedir. Premodern 

iktidar rasyonalitesinden farklı olarak, modern iktidarın yeni yönetim aygıtı olan 

panoptikon, bireyi ve toplumu disipline edici bir iĢlev taĢımaktadır. “Yeni iktidar 

biçimi, üretken bir sınıf yaratmayı amaçlayan, gözetime dayanan disiplinel bir 

yapılanmaya  (Çoban, 2016: 114) sahiptir. Bu gözetleme mekanizması, teknolojinin 

gücünden yararlanmakta ve teknolojiyi disipliner bir aygıta dönüĢtürmektedir. 

“İktidarın teknolojik alanı kullanarak güçlenmesi, teknolojinin temel belirleyen 

olduğu, iletişimsel alanın da totaliterleşmesini beraberinde getirmektedir  (Çoban, 

2016: 116). Bu sebeple bugün, tüm dijital iletiĢim alanının küresel güç merkezleri 

tarafından gözetlendiği artık sır olmaktan çıkmıĢtır. 
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Bir baĢka sahnede, bir grup insanın bir rehber eĢliğinde Pine Gap'in Alice 

Springs bölgesinde turistik vadi ve doğa gezisi yaptığına tanık olunmaktadır. Rehber, 

bölge hakkında bilgi vermekte ve geçmiĢte burada yaĢayan yerel halkın bölgeyle 

olan ruhani iliĢkisine değinmektedir. Sonrasında ise Pine Gap'in bulunduğu yeri 

iĢaret ederek oraya girmenin yasak olduğunu belirtmektedir. Bu sahnede verilmek 

istenen mesaj Ģudur: Pine Gap bölgesi izole edilmiĢ, yasaklı bir bölgedir. Rehber, 

“Pine Gap bir casusluk üssüdür. Amerika'nın, Rusya, Çin, Orta Doğu, Hindistan, 

Pakistan ve Kuzey Kore'nin istihbaratının tamamı oradadır. Alice Springs dışındaki 

insanların çoğu Pine Gap'in varlığı hakkında bir şey bilmemektedir. Amerikan 

Hükûmetinin de istediği budur  Ģeklinde ekleme yapmaktadır (Rosenberg, 2018).  

1. Bölüm’ün ilerleyen sahnelerinde vurulan uçak hakkında, tesisin istihbarat 

ajanları arasında olayı kimin gerçekleĢtirdiğini anlamaya yönelik konuĢmalar 

geçmektedir. Bu sivil uçağı kimin vurduğu araĢtırılmakta, ancak net bir bilgi 

bulunmamaktadır. KonuĢmanın bir noktasında, Ajan Gus bu saldırıdan kimsenin 

haberdar olmadığını belirtmektedir. Hatta üst komutanına, Myanmar’da bulunan 

herhangi bir HUMINT ajanın da bu saldırıya iliĢkin bir bilgi vermediğini ifade 

etmektedir. Ajan Gus’ın bu cümlesi önemli bir anlam taĢımaktadır. Bu ifade, Pine 

Gap’in dijital ağlar ve uydular aracılığıyla istihbarat toplarken aynı zamanda 

HUMINT ajanlarıyla da hedef coğrafyalarda insan istihbaratı yoluyla faaliyet 

yürüttüğünü göstermektedir. Pine Gap Üssü’nün, istihbarat faaliyetlerinin tüm 

bileĢenlerini içinde barındıran bir yapı olarak çalıĢtığı anlaĢılmaktadır.  

 

ġekil 7 Pine Gap Ajanlarının Kendi Bilgileri DıĢında Meydana Gelen Bir Füzenin Kaynağını 

Öğrenmeye ÇalıĢtıkları Sahne  
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Sivil bir uçağın kimliği belirsiz bir füze tarafından düĢürülmesi sonrasında, 

hem uçak hem de füzenin kaynağı hakkında bilgi alıĢveriĢi yapmak amacıyla bir 

araya gelen Pine Gap ajanları, sivil uçakta bulunan kiĢileri ülkelerine göre 

sıralamaktadır: 6 Myanmar vatandaĢı, 2 Tayland vatandaĢı, 2 Hong Kong vatandaĢı 

ve 4 Amerikan vatandaĢı. Uçakta bulunan 4 Amerikan vatandaĢı, Pine Gap 

ajanlarının toplantısında önemli bir mesele hâline gelmektedir. Kimliği belirsiz bir 

füze tarafından vurulan uçağın içinde bulunan 4 Amerikan vatandaĢı, komuta 

kademesindeki üst yetkililer için kabul edilemez bir vaka olarak 

değerlendirilmektedir. Nasıl olur da bu uçakta bulunan 4 Amerikalıyı vuran füzeden 

haberleri olmamıĢtır? Bu konuda büyük bir tartıĢma yaĢanmaktadır. Pine Gap 

Üssü’nün, sorumluluk sahasında her türlü uçuĢ hakkında bilgi sahibi olmak zorunda 

olduğu ve ABD dıĢında bulunan vatandaĢlarını korumakla yükümlü olduğu 

vurgulanmaktadır. 

Ancak asıl mesele, ABD baĢkanının Myanmar’da bulunduğu bir zamanda bir 

sivil uçağın havada imha edilmesidir. Bu durum, sahnedeki diyaloglarda bölgeyle 

ilgili çok geniĢ bir istihbarat ağına sahip olunduğunun vurgulanmasıyla daha da 

çarpıcı hâle gelmektedir. Siber mecrada gözetim yapan ajanlar, sahada insan kaynağı 

faaliyeti yürüten ajanlar, radarlar, uydu antenleri ve uzaydaki uydular gibi tüm 

bileĢenler, birbirleriyle iletiĢim hâlinde olup kolektif bir gözetleme ve istihbarat 

faaliyeti yürütmektedir. Buna rağmen düĢürülen uçaktan Pine Gap’in haberdar 

olmaması, tesis içinde büyük bir kaosa neden olmaktadır. ABD’yi temsil eden üst 

düzey yetkili Ethan James ile Avustralya’yı temsil eden üst düzey yetkili Kath 

Sinclair arasında büyük bir polemik baĢlamaktadır. 

Toplantı sonrası ajanlar bir ekip oluĢturmaktadır. Bir grup canlı dinlemeleri 

yaparken baĢka bir grup ise arĢiv dinlemeleri gerçekleĢtirmektedir. Bir ajanın “ne 

kadar geriye gidilecek?  sorusuna komutanı “2 yıl  diye cevap vermektedir. Bu 

durum, Pine Gap’in sadece canlı telefon akıĢlarını dinlemekle kalmayıp aynı 

zamanda dinlemeleri kayıt altına alarak depoladığını göstermektedir. Bu noktada, 

Orwell’in “Büyük Birader  kehanetini yaĢamakta olduğumuz anlaĢılmaktadır. 

“Orwell‟in „Büyük Birader‟i, bireyin her anına hâkim bir yapıyı çağrıştırırken, yeni 

çağın gözetimi, bireylerin yaşantısına doğrudan müdahil olan bir imgeyi değil, 

dolaylı yoldan işleyen bir bilgi üretimi ve analiz sistemini barındırmaktadır” 

(YumuĢak, 2015: 2-3). Orwell’in kehaneti devlet-yurttaĢ iliĢkisini distopik bir hikâye 
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üzerinden kurgularken, Pine Gap’de yaĢanan bu durum, küresel güçler ve dünya 

yurttaĢları arasındaki iliĢkiye göndermede bulunmaktadır. Orwell’in 1984 distopik 

kurgusunda, iktidar tarafından uygulanan gözetleme araçları yerini dijital gözetim 

teknolojilerine bırakmıĢ; bu dijital teknolojiler, “gözetlenen  hakkında bilgi üretimini 

sağlayarak zaman ve mekân baskısını ortadan kaldırmıĢtır. 

ArĢiv dinleme taraması yapıldıktan sonra önemli bir konuĢma tespit 

edilmektedir. BangladeĢ-Myanmar sınırında yapılan Amerika karĢıtı bir konuĢma 

yakalanmakta ve bu konuĢma, IġĠD ile bağlantılı Sbadhinata terör örgütüyle 

iliĢkilendirilmektedir. Dinlemeler sırasında Ģüpheli bir kadın tespit edilmektedir. 

Kadının, Sbadhinata terör örgütüyle bağlantısı araĢtırılmakta; telefon kayıtları ve 

geçmiĢ görüntü istihbaratı kayıtları incelenmektedir. Bu sahnede görüntü istihbaratı 

meselesi de dikkat çekmektedir. Uydu aracılığıyla görüntüler kaydedilebilmekte ve 

gerektiğinde canlı ve daha net görüntü elde etmek için drone kullanılmaktadır. 

Drone, geliĢmiĢ insansız hava aracı olarak belirtilmektedir. Bunun yanında, sinyal 

istihbaratı yoluyla Ģüpheli kadının izi sürülmekte; gittiği yerin koordinatları anbean 

takip edilebilmektedir. Bu sahneden anlaĢıldığı üzere Pine Gap, sorumlu olduğu 

coğrafi saha içinde istediği kiĢiyi izleyebilmektedir. 

Shoshana Zuboff’un (2019) “Gözetleme Kapitalizmi Çağı  adlı eserinde 

belirttiği gibi gözetleyen ve gözetlenen arasında demokratik olmayan bir süreç 

iĢlemektedir. Pine Gap’in kuruluĢu, ABD ve Avustralya hükûmetlerinin çıkarlarını 

koruma ve sürdürme hedefi doğrultusunda iĢliyor olsa da dünya barıĢı için tehdit 

oluĢturup oluĢturmadığı sorunsal olarak karĢımıza çıkmaktadır. GeçmiĢte yaĢanan 

birçok sivil ölüm, bu tür istihbarat faaliyetlerinin yanlıĢ verileri nedeniyle meydana 

gelmiĢtir. Bu konuda yaĢanan olayları kitaplaĢtıran Kieran Finnane, bu tür güvenlik 

ve istihbarat üslerinin kazalara ve sivil ölümlerde oynadığı role dikkat çekmektedir 

(Finnane, 2020). Finnane kitabında Afganistan’da yaĢanan bir olayı Ģu Ģekilde 

özetlemektedir:  

“O tarihte dünyada yıldızlar kadar sayısız olaydan birini seçiyorum. Afganistan‟ın 

Doğu Achin bölgesindeki Shadal Bazar adlı bir köyde Hacı Rais adında bir adam, en az on beş 

kişinin yaşadığı evindeki ölümlerle boğuşuyordu. Mekke‟ye yaptığı hac ziyaretinden 

dönüşünde onu karşılamaya gelmişlerdi. Izgara koyundan oluşan bir yemek ve bir gece 

sohbetin ardından herkes uyudu. Ancak bu ev, ABD insansız hava aracından atılan füze ile 

şafaktan önce vuruldu. Hayatta kalanlar şarapnel yağmuru altında uyandılar. Saldırı, o yıl 

ABD Başkanı Barack Obama‟nın yetkilendirdiği, uçak veya insansız hava aracıyla IŞİD 

militanlarını hedef alan birçok saldırıdan biriydi. Hemen ölen ve yaralananların çoğunun sivil 
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olduğu yönünde iddialar ortaya çıktı. Hayatta kalanlar eyaletin başkenti Celalabad‟daki 

hastaneye kaldırıldı ve burada gazetecilerle konuştular: Raghon Shinwari onlara „Her yerde 

ölü ve yaralı cesetler gördüm.‟ dedi. Afganistan‟daki ABD Kuvvetleri (USFOR-A), „IŞİD‟i 

aşağılamak, dağıtmak ve yok etmek‟ amacıyla „terörle mücadele‟ amaçlı bir hava saldırısı 

düzenlendiğini doğruladı. Sivil kayıplar Birleşmiş Milletler tarafından kınandı: IŞİD personeli 

ölmüş olabilir ancak öğrenciler ve bir öğretmenin yanı sıra hükûmet yanlısı olduğu düşünülen 

aile üyeleri de ölmüştü” (Finnane, 2020: 8). 

Kurgusal düzlemde, ilk bölümde yaĢanan bir olay Kieran Finnane’nin 

tespitlerini doğrular niteliktedir. DüĢürülen sivil uçağın arkasındaki kiĢilerin kimliği 

araĢtırılırken uydu görüntüleri yoluyla bir araç konvoyunda füze olduğu düĢünülen 

silahlar tespit edilmektedir. Ancak bu silahların düĢürülen uçakla bağlantılı olup 

olmadığı konusunda kesin bilgi bulunmamasına rağmen konvoyun imha edilmesine 

karar verilmektedir. Pine Gap’in bu sahnedeki bir baĢka rolü ise askerî tesislere 

iletilen bilgilerin büyük kayıplara yol açma potansiyelidir. Bir hedefin tehdit olarak 

değerlendirilip değerlendirilmemesi, Pine Gap’in üst düzey yöneticilerine bağlıdır. 

Tehdit olarak değerlendirilen hedeflerin ilgili askerî üsse bildirilmesiyle hedefler 

imha edilmektedir. Böylece kimi zaman yanlıĢ istihbarat, sivil ölümlerle 

sonuçlanmaktadır. 

Pine Gap açısından bir baĢka önemli durum, istihdam edilen personelin ait 

olduğu ülkelerdir. Ortak bir savunma tesisi olarak ABD ve Avustralya hükûmetleri 

tarafından atanan kiĢilerce yönetilen tesis, dizi boyunca eĢit bir yönetim kurgusu 

sergilemektedir. Ancak açık kaynaklardan yapılan araĢtırmalar, durumun böyle 

olmadığını göstermektedir. Örneğin Philip Dorling’in (2015) “Newsroom  internet 

sitesinde ele aldığı yazıda Pine Gap Tesisinde 800 kiĢinin çalıĢtığı ve bunların 

yalnızca %10’unun Avustralya Hükûmeti tarafından görevlendirildiği 

belirtilmektedir. 

Sinemasal gerçeklik temasında belgesel kurgusu Ģeklinde ilerleyen 1. 

Bölüm’de, çalıĢanların Pine Gap yakınlarındaki Alice Springs kasabasında yaĢadığı 

görülmektedir. Pine Gap’in ihtiyaçlarını karĢılamak amacıyla kurulan ve 29 bin 

civarında insanın yaĢadığı bu kasaba, dizide de ekrana yansıtılmaktadır. Alice 

Springs hakkında açık kaynaklardan yapılan bilgi taraması, gerçek durumun dizide 

yansıtılanlarla uyumlu olduğunu göstermektedir. Genel plan çekimlerinde Alice 

Springs bölgesi, bol güneĢli ve kuru bir iklime sahip bir coğrafya olarak 

yansıtılmaktadır. Bölgenin belirlenmesinde önemli bir etken de bu iklimsel 

özelliğidir. Çünkü sinyal istihbaratının etkin bir Ģekilde yapılabilmesinde iklimsel 
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özelliklerin önemli olduğu, David Rosenberg’in “Ortak Savunma Tesisi Pine Gap’in 

Rolü  baĢlıklı YouTube konferansında belirtilmektedir. Sinyal istihbaratı uzmanı 

Rosenberg’e göre yağıĢ bakımından yetersiz bölgeler sinyal istihbaratının 

yapılabilmesi için ideal yerlerdir (Rosenberg, 2024). 

Bunun yanında, NSA (Ulusal Güvenlik Ajansı) bünyesinde faaliyet gösteren 

Pine Gap Üssü’nün öncelikli çalıĢma alanı, iletiĢim sinyalleri (COMINT) ve radarlar 

(ELINT) gibi elektronik sinyallerin analizini kapsamaktadır. Analiz edilen sinyaller 

rapor edilmekte ve hedef ülkelerin silah sistemleri, test aĢamaları sıklıkla telemetri 

sistemi ile izlenmektedir. Telemetri sinyalleri analizinin bu son kategorisi “yabancı 

enstrümantasyon sinyalleri istihbaratı  (FISINT) olarak adlandırılmakta ve 

kategorize edilmektedir. NSA, çalıĢmalarını elektronik dinleme yoluyla yürütmekte 

olup yurt dıĢında insan kaynaklarından bilgi toplayan saha ajanları 

bulundurmamaktadır. Gizli ve açık bilgi toplama teknikleri yoluyla bir insan 

kaynağından (HUMINT) istihbarat toplama ve yabancı medyadan açık kaynaklı 

veriler elde etme görevi CIA’nın yetki alanında yer almaktadır. Ancak Güney Kore, 

Japonya, Ġngiltere ve Avustralya gibi çeĢitli coğrafyalardaki temsilcileriyle 

dünyadaki en büyük elektronik sinyal toplama ve analiz operasyonunun merkezi 

NSA’dır (Rosenberg, 2018: 69-70). 

Dizinin ilerleyen sahnelerinde, ana karakterlerden Jasmina Delic’in Alice 

Springs’teki yeni erkek arkadaĢıyla buluĢmasına tanık olunmaktadır. Üçüncü 

buluĢmalarını gerçekleĢtirmektedirler ve Jasmina, iliĢkilerinin ciddiyetinin devam 

etmesi hâlinde erkek arkadaĢının güvenlik soruĢturmasından geçeceğini 

belirtmektedir. GeçmiĢi, siyasi görüĢü, arkadaĢları, ailesi ve bağlantılarının 

tamamının araĢtırılacağını ifade etmektedir. David Rosenberg’in NSA ve sonrasında 

Pine Gap ile ilgili hikâyesi de benzer bir durumu yansıtmaktadır. KiĢisel 

deneyimlerinden yola çıkarak Pine Gap’i ele aldığı çalıĢmasında Rosenberg, NSA’ya 

girmeden önce geniĢ kapsamlı bir güvenlik soruĢturmasından geçtiğini 

belirtmektedir. Bu güvenlik soruĢturmasında, Arap kökenli ve sosyalist düĢüncelere 

sahip arkadaĢlarının olup olmadığı bile araĢtırılmıĢtır. Bu sahne ve Rosenberg’in 

hikâyesi birbirleriyle örtüĢmektedir. NSA ve Pine Gap çalıĢanları, yeni bir iliĢki ya 

da arkadaĢlık kurduklarında hayatlarına giren yeni kiĢilerin varlığı geniĢ bir güvenlik 

soruĢturmasından geçmektedir. 
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Sahnenin devamında, Alice Springs kasabasında bir basketbol salonunda, 

operasyon odasında görevli olan Pine Gap çalıĢanları görülmektedir. Kimisi 

basketbol oynarken, oyunun sonunda Çin kökenli Shonguran ġirketinin, basketbolun 

geliĢimine katkıda bulunduğu duyurulmaktadır. Ancak Shonguran’ı temsil eden ve 

konuĢma yapan Çinli Zhou’ya, Pine Gap çalıĢanlarının mesafeli yaklaĢtıkları 

gözlemlenmektedir. Zhou’nun bir Avustralyalı gibi konuĢmasına ve kültürü 

benimsemesine rağmen kendisine temkinli bir tutum sergilemektedirler. Herkesin 

birbirinden çekindiği kuĢkulu bir yaĢam ekosistemi sahnelenmektedir. 

Devamında, dizinin bir diğer ana karakteri olan Gus Thompson’ın, babasıyla 

konuĢmasına tanık olunmaktadır. Amerika’da yaĢayan babasıyla kriptolu bilgisayar 

üzerinden görüĢme yapmaktadır. Telefonla görüĢme yapması yasaklanmıĢtır. 

Babasının bilgisayar kullanma konusundaki yetersizliği nedeniyle iletiĢim sorunları 

yaĢamaktadırlar. Memnuniyetsiz bir konuĢma gerçekleĢmekte ve Gus, yaĢadığı 

gerçekleri babasıyla paylaĢamamaktadır. BaĢka bir sahnede, Avustralya’yı temsil 

eden Amir Kath Sinclair, Gus hakkında dıĢ bir istihbarat bilgisi almakta ve Gus’ı 

takibe almaktadır. Herkesin herkesi gözetlediği bir panoptikon dünyası içindeyiz. 

Kath Sinclair, Avustralya Hükûmetini temsil etmektedir. EĢit derecede diğer bir amir 

ise ABD’yi temsil eden Ethan James’dir. Pine Gap’in, ABD ve Avustralya tarafından 

ortak savunma üssü olarak yönetildiği dizide sıklıkla vurgulanmaktadır. Bir 

konuĢmasında Kath Sinclair, Pine Gap’in “BeĢ Göz  istihbarat ağının en gözde 

parçası olduğunu dile getirmektedir. 

Takımlar hâlinde bölünen ve her takımın görev operasyonu yürüttüğü Pine 

Gap’te, büyük ekranlar, verilerin takip edildiği süper hızlı veri tabanları, uydular ve 

uzman analistler ekranda belirmektedir. Uzun yıllardır gizlilik içinde sürdürülen 

faaliyetlerin izlendiği bu düzen, izleyicinin meselelere daha eleĢtirel bir gözle 

bakmasına olanak sağlamaktadır. Ekrandaki büyük veriler, dijital izlerin takibinin 

birkaç tuĢa basılarak yapılabilmesi, dijital mecranın panoptik yüzünü yansıtmaktadır. 

ABD ve Avustralya Devleti tarafından düĢman olarak görülen yapılar ve kiĢiler 

hizaya çekilmeye, yok edilmeye çalıĢılmaktadır. Dizi, ayrıca bir ideolojik söylem 

olarak ikili bir dil kullanmaktadır. “Öteki  olarak damgalananlar yalnızca dil kodu 

olarak ekrana yansıtılmaktadır. Kısaca Dijk’ın (2015: 468) dile getirdiği gibi düĢman 

olarak kodlananlar için olumsuz söylemler kullanılırken, egemen olan ABD ve 
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Avustralya için olumlu söylemler dile getirilmektedir. DüĢman olarak görülen kiĢiler, 

terörist, sinsi ve sürekli saldırı planlayan kimseler olarak kodlanmaktadır.  

 

ġekil 8 Amerikan Bayrağına Sarılı Tabutun Önünde Saygı DuruĢu 

Bu sahnede Amerika için fedakârlıkta bulunduğunu düĢünen Ajan Gus, 

Amerikan bayrağına sarılı Ģekilde tabutta bulunan Ģehit asker kardeĢi için yas 

tutmaktadır. Amerikan bayrağına sarılı tabut görüntüsü ile Amerika’nın küresel 

varlığının meĢrulaĢtırılmaya çalıĢıldığı mesajı verilmektedir. Öyle ki kimi zaman 

yeterli istihbarat bulunmamasına rağmen olası hedeflerin yok edilmesi 

kararlaĢtırılmaktadır. Küresel uydu aygıtları ile elde edilen veriler üzerinden yapılan 

analizlerle, düĢman olduğu düĢünülen bölgeler yok edilmektedir. Pine Gap’in, kimi 

zaman yanlıĢ istihbarat nedeniyle büyük felaketlere yol açabildiği söylenebilir. 

Esasında, kapitalist ülkelerin iĢ birliğini sergileyen bir yapı olarak, küresel bir 

gardiyanlık rolü üstlenmektedir.  

“Pine Gap‟in başlangıçtaki amacı CIA uydularını izlemek ve kontrol etmekti. Bu 

uydulardan o dönemde Sovyetler Birliği‟nden füze fırlatmalarına ilişkin bilgiler toplanıyordu. 

Pine Gap‟in kapasiteleri yıllar içinde büyük ölçüde genişledi. Füze fırlatmalarını izlemenin 

ana işlevi devam ediyor. Bu bilgiler Japonya gibi diğer emperyalist ülkelerle paylaşılıyor” 

(Clark, 2016: 15).  

Pine Gap ayrıca Avustralya Devleti ve müttefiklerine bireylerin ve hareketlerin 

siyasi iletiĢimlerini izleme konusunda büyük ölçüde geniĢletilmiĢ bir yetenek 

sağlamaktadır. Tesis, artık ABD Ulusal Güvenlik Ajansı tarafından kurulan “BeĢ 

Göz  (Five Eyes) bilgi toplama kartelinin bir parçası olarak faaliyet göstermektedir. 
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Bu yapıda, Avustralya Sinyal Müdürlüğü'nün yanı sıra BirleĢik Krallık, Kanada ve 

Yeni Zelanda’daki muadil kuruluĢlarla ortaklıklar kurulmuĢtur. 

3. Kurgu Dünyasında Gerçekliği Aramak 

Pine Gap, gerçek bir yer olmasına rağmen hakkında oldukça az bilgi 

bulunmaktadır. Bu durum, dizinin kurgusal anlatımı sayesinde küresel düzlemde 

Pine Gap hakkında ulusların daha detaylı bilgi edinmesini mümkün hâle 

getirmektedir. Özetle, dizi kurgusu ulusların kendilerini güvende tutmak için 

güvendikleri teknolojinin, tüm teknolojiler baĢarısızlığa uğradığında (örneğin Pine 

Gap’e kurulan kötü amaçlı yazılım saldırısı) ne olacağına dair özgün bir hikâye 

sunmak için gerçek bir istihbarat ve gözetleme üssü olan Pine Gap Tesisinin 

gizemini kullanmaktadır. Pine Gap’te meydana gelen olaylar oldukça gizli olsa da bu 

durum, dizinin bazı gerçekçi unsurlardan tamamen yoksun olduğu anlamına 

gelmemektedir. 

The Guardian, setin görünümünün ve diyalogların gerçekçiliğini sağlamak 

amacıyla 18 yıl boyunca Pine Gap’te çalıĢmıĢ olan 23 yıllık ABD ajanı David 

Rosenberg’in dizi danıĢmanı olarak görev yaptığını bildirmiĢtir. Dizinin yazarı Greg 

Haddrick, The Guardian’a verdiği demeçte dizinin, Pine Gap’in sırlarını hayal 

etmeye çalıĢtığını ancak “dizinin Pine Gap karĢıtı olmadığını  açıklamıĢtır. 

Haddrick, Pine Gap’in “Avustralya‟nın bu dünyada nerede olduğu ve bir ulus olarak 

kendi çıkarlarımız için ihtiyaç duyduğumuz istihbaratı nasıl topladığımız konusunda 

bazı insanların gözlerinin açılmasına olanak tanıyacağını  belirtmektedir (O’Keeffe, 

2018). 

Öyle ki Pine Gap’in, dünya çapında kullanılan cep telefonlarının coğrafi 

konumlarının belirlenmesinde devam eden bir rolü olduğuna dair yetkili bir onay 

sağlamaktadır. Belki daha da dikkat çekici olan, Pine Gap’in karadan havaya füzeler, 

uçaksavar topçuları ve görevlendirilmiĢ hedef birimlerden toplanan savaĢ uçağı 

sinyalleri hakkındaki verileri toplayan, kaydeden, iĢleyen, analiz eden ve raporlayan 

RAINFALL kod adlı bir ittifak projesi olarak faaliyet göstermesidir. 

ABD ve Avustralya arasında bir ittifak üssü olarak hareket eden Pine Gap’te 

çalıĢan ajanlar, ülkelerinin çıkarlarını koruma göreviyle hareket ettiklerinden, 

Ģüphecilik dizi boyunca kendini göstermektedir. Özellikle, ABD’nin analist ajanı 

Moses Dreyfus’un (Mark Leonard Winter), dijital sistemde olduğundan Ģüphelendiği 
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bir virüsü, Ģefi Ethan James ile paylaĢması, dizi içinde iki tarafın birbirinden 

Ģüphelendiği bir süreci baĢlatmaktadır. Virüsün varlığı kesin olarak bilinmemesine 

rağmen Moses, araĢtırmaya devam etmektedir. Bu sahnede, müttefik güçlerin bile 

zaman zaman birbirlerini gözetleyebileceği ve karĢı istihbarat faaliyeti yürütebileceği 

mesajı verilmektedir. 

Ġlerleyen süreçte, terörist grupların kayıtlarının tutulduğu ve analiz edildiği bir 

odanın ekrana yansıtıldığı görülmektedir. Sorumluluk sahası içerisinde Amerika 

karĢıtı faaliyetlerde bulunanlar, demeçler, söylemler ve eylemler kayda alınmaktadır. 

Ajan Jasmina Delic, bu veriler üzerinden binlerce terörist grubun gözetlendiğini ve 

Amerika karĢıtı söylemlerinin kayıt altına alındığını belirterek yeni Amir Jacob 

Kitto’yu bilgilendirmektedir.  

 

ġekil 9 Yeni Ajanlara Gözetleme ve Kayıt Odası Hakkında Bilgi Verildiği Sahne 

ġekil 9’da ekranda tasnif edilmiĢ gruplar ve bu grupların bağlı olduğu dijital 

veri bilgisayarları görünmektedir. Bu sahnede Ajan Gus Thompson, Jasmina Delic 

görevi yeni devralan Ajan Jacob Kitto’ya gözetleme ve kayıt odası hakkında bilgi 

vermektedir. Bu oda, kayıt ve tasnif odası olup gerektiğinde operasyon odası bu 

birime bağlanarak ihtiyaç duyduğu bilgileri temin edebilmektedir. Büyük bir veri 

arĢivinin bulunduğu odada fiĢlemelerin yapıldığı ve tehdit olarak görülen örgütlerin 

kayıtlarının tutulduğu bilgisi verilerek Pine Gap’in küresel bir gözetleme merkezi 

olarak faaliyet gösterdiği vurgulanmaktadır.  
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Diğer taraftan, Batı’nın küresel gözetleme gücünün Çin üzerinde büyük bir 

önem taĢıdığını dile getiren Ġngiltere’nin eski Ġstihbarat BaĢkanı Richard Dearlove’a 

göre Pekin’deki hareketlerin takip edilmesi için Pine Gap Üssü'nün varlığı, ABD ve 

Batı Bloku için çok büyük bir önem teĢkil etmektedir. Avustralya’nın eski DıĢiĢleri 

Bakanı Julie Bishop ile yaptığı bir podcast yayınında konuĢan Dearlove, bölgesel 

politik yapılanma açısından Pine Gap’in faaliyetlerinin, Çin’in agresif politikalarına 

karĢı gerekli olduğunu ifade etmektedir (Hurst, 2022). Dearlove’un bu bakıĢı 

esasında ikili bir politik gösterge sergilemektedir. Ülkelerin dıĢ siyaset konusunda bir 

devlet aklı bulunmakta, bu akıl iyi-kötü, dost-düĢman ikilikleri yaratmaktadır. 

Batı’nın “zihniyet kalıplarının  (Swartz, 2011: 77) bir göstergesi olarak bu ikilikler, 

tarihsel olmakla birlikte küresel güç dengelerinin dünyaya bakıĢını da 

yansıtmaktadır. Ekonomi-politik bir örgütlenme farklılığı olarak liberal kapitalist 

değerlerin gölgesinde kalmayan güçler ve geliĢmeler düĢman ve tehdit olarak 

algılanmakta, bu düĢmanın yok edilmesi için Pine Gap, gerekli istihbarat ve 

gözetleme faaliyetleriyle bu tehditlerin önüne geçmeye çalıĢmaktadır. David 

Rosenberg’in (2018) de belirttiği gibi Pine Gap
*
, faaliyeti süresince birçok savaĢta ve 

operasyonda yer almıĢ; Batılı müttefiklere, kimi zaman koalisyon güçlerine istihbarat 

sağlamıĢtır. Örneğin 1990 yılında Irak’ın Kuveyt’i iĢgaliyle baĢlayan kriz sonrası 

ABD öncülüğünde, Fransa, BirleĢik Krallık, Suudi Arabistan, Mısır, Suriye’nin de 

içinde bulunduğu 37 ülkenin oluĢturduğu koalisyon güçlerine istihbarat sağlayan 

Pine Gap, “Çöl Fırtınası Harekâtı  (Operation Desert Storm) olarak adlandırılan 

operasyonda aktif rol almıĢtır. 

Pine Gap, küresel ekonomi-politik geliĢmelere karĢı pozisyon alan, yeni 

düĢman tehdidi olarak algılanan politikalara göre stratejiler oluĢturmaktadır. Soğuk 

SavaĢ Dönemi’nin zirvesinde kurulan tesis, ABD ve Batı Bloku’nun küresel düĢman 

algısının 11 Eylül saldırıları sonrası değiĢmesiyle kökten dinci örgütlerin 

faaliyetlerini de izlemekte ve bu örgütler hakkında istihbarat toplamaktadır. Öyle ki 

                                                 

*
 Pine Gap ve Menwith Hill, yabancı topraklardaki en büyük iki ABD istihbarat istasyonudur; ABD 

ve Britanya (birinci taraflar) ile Avustralya, Kanada ve Yeni Zelanda’dan (ikinci taraflar) oluĢan BeĢ 

Göz koalisyonunun tacındaki mücevherlerdir. 1947’den beri devam eden bu iĢ birliğine ve son 

zamanlarda kullanılan incir yaprağı terimi “ortak tesisler e rağmen bu ulusötesi istihbarat topluluğu 

ABD’nin himayesinde olan, inĢa edilen ve yönlendirilen küresel bir hiyerarĢi sergiler ve dünya 

çapındaki ABD askerî operasyonlarıyla yakından bütünleĢmiĢtir. Pine Gap Tesisi dünya boyunca 

iĢletilen elektromanyetik spektrum tarafından oluĢturulan görünmez bir Hertz sistemine sahip ve 

geliĢmiĢ bilgi iĢlem olanakları, sensörler, veri bankaları, iletiĢim uyduları, özel optik fiberler, uydular 

ve antenlerle örülü dünya çapında bir iletiĢim ağı sistemini içinde barındırmaktadır (Tanter, 2017). 
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zaman zaman gerçekleĢtirilen operasyonlarda sağladığı istihbarat verisiyle ABD 

ordusunun nokta hedef operasyonlar yapmasına yardımcı olmaktadır. 

Örneğin dizide arĢiv bölümüne gidip bilgi toplayan Ajan Jasmina, görevliye 

terör örgütü olarak tanımlanan IġĠD, El-Kaide gibi örgütlerin isimlerini sayarak dört 

yıllık bir arĢiv taraması yapılmasını talep etmektedir. ABD ve Batı Bloku’nun teknik 

üstünlüğünün sergilendiği bu sahnede, dijital ortamlara daha mesafeli yaklaĢılması 

gerektiği vurgulanmakta ve dijital veriler üzerindeki ABD hâkimiyeti ön plana 

çıkarılmaktadır. Buradan hareketle, BaĢaran’ın internet teknolojilerini küresel güç 

merkezleri çerçevesinde ele alarak dijital teknolojilere karĢı eleĢtirel bir perspektif 

geliĢtirme çabası, bu bakıĢ açısına katkı sunmaktadır. 

“İnternet alanında yaşanan eşitsizlikler, diğer bir başlangıç noktasını oluşturmaktadır. 

Bu alanda yaşanan iki tür eşitsizlik üzerinde durulacaktır. İlki, internet alanının başından 

itibaren bir özel sektör etkinliği olarak düzenlenmesi sonucunda oluşan eşitsizliklerdir. Farklı 

ülkeler ya da aynı ülkeler farklı sınıflar arasında internete erişim noktasında yaşanan 

eşitsizlikler günümüzde sayısal eşitsizlik ya da sayısal uçurum kavramsallaştırması ile 

uluslararası bir ilgiyi üzerinde toplamış bulunmaktadır. İkinci tür eşitsizlik ise internet 

üzerinde akan bilgiye ilişkindir. İnternetin ABD‟de gelişmesi ve tüm dünyaya ABD‟den 

yayılması sonucunda coğrafi olarak aynı bölgede bulunan ülkeler bile öncelikle ABD‟ye 

bağlantı kurmak ihtiyacı duymaktadırlar. Ayrıca internet trafiğinde ülkelere giren ve çıkan veri 

miktarı büyük farklılıklar göstermektedir. Eşitsizlikleri temel alan, internetin eleştirel ekonomi-

politiği, internet pratiğini şekillendiren taraflılıkları ortaya koyacağı gibi var olan eğilimleri 

tersine çevirmek için gereken düzenlemeler için de bir zemin oluşturacağından açık, çeşitlilik 

taşıyan ve erişebilir bir iletişim sistemi genel ideali için de temel ölçüleri sağlayacaktır” 

(Başaran, 2005: 36).  

4. ABD’nin Dijital Hegemonyası 

YaĢadığımız çağda yaĢamın dijitalleĢmesi, ekonomi ve kültür alanlarının dijital 

teknolojilerle sarmalanması, bu sistemlerin çoğunlukla ABD kontrolü altında 

geliĢmesine neden olmaktadır. Bu durum, küresel eĢitsizliklerin yeniden üretilmesine 

yol açmaktadır. 

“Dijital gözetim karmaşık algoritmalarla potansiyel tehditleri tespit etmek için 

iletişimle faaliyetleri takip eden neoliberal idari aygıtlarda, giderek merkezî bir silaha 

dönüşmektedir. Ayrıca önceden gördüğümüz gibi çevrimiçi faaliyetleri takip etmeye yarayan 

dijital algoritmalar, kullanıcıların oluşturduğu çeşitli toplumsal üretim formlarındaki değere el 

koymak için arama motorlarıyla sosyal medyanın başvurduğu temel araçlardır. Dijital 

aygıtlarınız ziyaret ettiğiniz web sitelerini, çevrimiçi bağlantılarınızı ve şehirde gittiğiniz 

yerleri, alışveriş ve eğlence tercihlerinizi, arkadaş ağınızı, politik görüşlerinizi ve çok daha 

fazlasını takip etmektedir” (Hardt and Negri, 2019: 296).  

Dolayısıyla dijitalleĢme, görünürde zaman ve mekân baskısını ortadan kaldıran 

bir özgürlük sahası yaratıyor olsa da arkasında küresel iktidar aygıtlarının kendilerini 
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yeniden kurdukları bir yapıya da iĢaret etmektedir. Örneğin aĢağıda yer alan ġekil 

10’da görüldüğü üzere Pine Gap ajanları, Çin’in silah tatbikatlarını takip etmekte ve 

geliĢen Çin silah sanayisine karĢı istihbarat toplayarak ABD ve Avustralya 

hükümetine sunabilecekleri karĢı savunma verilerini elde etmektedirler.  

 

ġekil 10 Çok Boyutlu Gözetleme ve Ġstihbarat Faaliyeti Yürüten Pine Gap Üssü.  

Pine Gap hakkında yapılan birçok çalıĢmanın ortak noktası, küresel bir 

gözetleme ve istihbarat merkezi olarak savaĢ ve çatıĢma bölgelerinde Batı Bloku’na 

istihbarat toplama faaliyetlerine dayanmasıdır. Aynı zamanda Rusya ve Çin için 

tehdit olarak görülmesi, tesisin nükleer hedef olarak varlığını gündeme getirmektedir. 

Bu nedenle Avustralya’da tesisin kapatılması için zaman zaman protestolar 

düzenlenmektedir. Özellikle son dönemde Ġsrail ve Hamas arasındaki çatıĢmalarda 

ABD üzerinden Ġsrail’e istihbarat sağlandığı düĢünülerek bölge halkı ve savaĢ karĢıtı 

aktivistler Pine Gap’in kapatılmasını talep etmektedir (Barwick, 2024). 1970’lerde 

Soğuk SavaĢ Dönemi’nde Sovyet Rusya’ya karĢı bir istihbarat merkezi olarak 

tasarlanan bu tesisin yeni geliĢmelere göre faaliyet gösterdiği gözlemlenmektedir. 

ġekil 11’de görüldüğü gibi bazı savaĢ karĢıtı aktivistler, bu tesisin savaĢları 

körüklediğine inanarak protestolar gerçekleĢtirmektedir.  
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ġekil 11 Pine Gap Protestolarından Bir Görüntü (abc.net.au, 2024)  

Soğuk SavaĢ Dönemi’nde SSCB’ye karĢı oluĢturulan bir yapılanmanın 

senaryosu dizi boyunca yeni geliĢmeler ıĢığında ele alınmaktadır. Çin’in yeni büyük 

tehdit olarak görülmesiyle Uzak Doğu coğrafyasındaki askerî geliĢmeler asıl gözetim 

alanı haline gelmiĢtir. David Rosenberg’in belirttiği gibi Pine Gap, Doğu ve Batı 

blokları arasında süregelen bir yarılmayı devam ettiren bir iĢleve sahiptir. Üssün, 

Hint Okyanusu üzerinde iki Orion jeosenkron sinyal istihbarat uydusu çalıĢtırarak 

Afrika’dan Orta Doğu’ya ve Avrupa’ya kadar geniĢ bir alanı gözetlediği ifade 

edilmektedir. Uzmanlar, Pine Gap’in pasif bir casus istasyonu olmaktan ziyade 

askerî planlama ve hedefleme üssü olarak tanımlanmasının daha doğru olacağına 

dikkat çekmektedir (Grenfell, 2023). 

Bu tesis, çok geniĢ bir yelpazede sinyal istihbaratı toplamakta, balistik füze 

fırlatmalarının erken uyarısını sağlamakta ve nükleer silahların hedeflenmesinde rol 

oynamaktadır. Ayrıca Afganistan ve Irak dâhil, ABD silahlı kuvvetleri için savaĢ 

alanı istihbarat verileri sunmakta ve Japon füze savunmasını destekleyerek silah 

kontrolü doğrulamasına yardımcı olmaktadır. Pine Gap, ABD drone saldırılarına 

yönelik hedefleme verileri sağlamakta ve kritik destek sağlamaktadır.  

Pine Gap’i, küçük ya da büyük tüm tehditlere karĢı pozisyon alan ve 

operasyonlar için hedef belirten bir istihbarat yapısı olarak değerlendirmek 

mümkündür. Dizi senaryosu da bu doğrultuda ĢekillendirilmiĢtir. Dizinin üçüncü 

bölümünde, Çin’in askerî geliĢmeleri hakkında tüm istihbarat birimleri ilgili Ģefe 
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bilgi verirken, bu tesiste istihbaratın uzmanlık alanlarının her katmanının bulunduğu 

ve profesyonel birimlere ayrılarak süreksiz bir gözetleme gerçekleĢtirdiği, iletiĢim ve 

veri akıĢlarını dinleyip kayıt altına aldıkları gösterilmektedir. 

Çin’in Uzak Doğu’daki geliĢimini engellemek ve teknolojik, askerî 

ilerlemelerini yakından takip etmek, senaryonun merkezinde yer alan bir tema olarak 

yansıtılmaktadır. Terör örgütü olarak değerlendirilen yapıların da Pine Gap 

tarafından gözetlendiği ve takip edildiği vurgusu yapılmaktadır. ġekil 12’de 

görüldüğü üzere Türkiye dâhil, Pine Gap’in küresel geniĢ tabanlı bir gözetleme ve 

veri toplama sahası bulunduğu belirtilmektedir. Ayrıca bireysel düzlemde kiĢilerin 

sosyal medya hesaplarının istenildiğinde incelenebildiği görülmektedir. Bu durum, 

sosyal medya hesaplarının güvenliğinin sağlıklı olmadığı anlamına gelmektedir. 

Kimi sahnelerde, bireylerin kiĢisel telefonlarının gerektiğinde canlı olarak 

dinlendiğine dair görüntüler ekrana yansıtılmaktadır.
*
 

 

ġekil 12 Pine Gap’in Etki Alanının GeniĢliğine dair Bir Görüntü (Murphy, 2023) 

                                                 

*
 Çin ve ABD arasındaki son yıllarda süregelen teknolojik rekabet özünde yalnız ticari hedefler için 

düĢünülmemektedir. Teknolojik geliĢmeler beraberinde gözetleme, istihbarat faaliyetlerinde de önemli 

bir gücün elde edilmesine olanak tanımaktadır. Bu sebeple Çin kendi teknolojisini yaratarak bu gibi 

istihbarat faaliyetlerinden korunmaya çalıĢmaktadır. Özellikle ABD kökenli sosyal medya 

hesaplarının Çin’de kullanılmasının yasaklanması ve bunlara muadil Çin kökenli millî sosyal medya 

alt yapılarının oluĢturulması güvenlik temelinde ele alınmaktadır. Bunun en önemli örneği 

Whatsapp’a karĢı oluĢturulan Wechat programıdır. 
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ġekil 13 Jeosenkron Perspektif (Murphy, 2023) 

Pine Gap Uydu Ġzleme Tesisi, 1979 yılında hem yurt içi hem de uluslararası 

sinyalleri tespit etmek ve çözümlemek amacıyla kurulmuĢtur. Bu tesis, ABD ve 

çevresindeki bölgeler üzerindeki uydu iletiĢimlerini kapsamakta ve diğer istihbarat 

bürolarına, ABD lisans sahiplerine ve federal hükûmet kurumlarına destek 

sağlamaktadır. Ayrıca ABD’nin uzay izleme tesisi olarak Uluslararası 

Telekomünikasyon Birliği’ne (ITU) kayıtlıdır ve uluslararası ortaklara parazit/sinyal 

analizi desteği sunmaktadır. 

Eski ABD istihbarat görevlisi Edward Snowden tarafından 2013 yılında 

sızdırılan belgeler, Pine Gap’in ABD askerî operasyonlarında kilit bir rol oynadığını 

doğrulamaktadır. David Rosenberg, 1991 Irak iĢgali, 2011 Afganistan iĢgali ve 1999 

Kosova SavaĢı sırasında Pine Gap’in NATO ve koalisyon güçlerine istihbarat 

sağladığını ifade etmiĢtir (Rosenberg, 2018). ABD insansız hava araçlarının, 

özellikle terör örgütleri olarak bilinen kiĢileri hedef almasının arkasındaki 

istihbaratın da zaman zaman Pine Gap tarafından sağlandığı basına yansımaktadır. 

Pine Gap, ABD ve Batı Bloku’nun askerî gücünü tesis ederken, ABD açısından 

barıĢın sürdürülmesi için bir denge iĢlevi gördüğü düĢünülmektedir. Bu bakıĢ açısı, 

dizi içinde de kendini göstermektedir. Simon Penny (Sachin Joab) ile Deb Vora 

(Alice Keohavong) arasındaki konuĢmada, Deb Vora Pine Gap’in esas görevlerinden 

birinin insanların ölümünü engellemek olduğunu dile getirmektedir. Kısaca, Pine 

Gap bir denge sağlamakta ve barıĢın devamı için bir yapı olarak 
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değerlendirilmektedir. Küresel güç mücadelesinde Pine Gap’in varlığı, dengeleyici 

caydırma görevi üstlenmektedir. 

 

ġekil 14 Pine Gap’in Küresel Ölçekte Ġstihbarat Faaliyeti Yürüttüğü Saha (researchgate.net, 

2024) 

Uzak Doğu’da Çin’in yükseliĢi, ABD ve Çin arasındaki mücadelenin arka 

planında yaĢanan istihbarat savaĢları ve küresel bir panoptikon merkezi olarak Pine 

Gap’in faaliyetleri dizi boyunca belirgin bir Ģekilde sergilenmektedir. Çin’in nükleer 

denizaltılarını gözetlemekle yükümlü olan Pine Gap, Çin’i yakından takip ederek 

Uzak Doğu’da Çin’in varlığını kontrol altına almaya çalıĢmaktadır. 

ġekil 15’te gösterilen karede, operasyon odasında uzay uyduları aracılığıyla 

Çin donanması izlenmektedir. Olası tehditler takip edilmekte, savaĢ gemileri ve 

denizaltılarının hareket sahaları kontrol edilerek istihbarat bilgisi toplanmakta ve bu 

bilgiler Pentagon’a bildirilmektedir. Diğer taraftan, operasyon odasında bazı 

ajanların baĢka ülkelerin devlet baĢkanlarının birbiriyle olan konuĢmalarını dinlediği 

de görülmektedir. Bu durum, bireyden baĢlayarak devlet düzeyine kadar uzanan 

geniĢ bir gözetleme ağına sahip olan bir merkezin varlığını gözler önüne sermektedir.  
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ġekil 15 Dizide Çin Donanmasının Takibi Sahnesi 

5. Küresel Politika Üzerinde Pine Gap’in Rolü 

Küresel gözetleme ve istihbarat faaliyetleri çerçevesinde bir misyon üstlenen 

Pine Gap, yaptığı analizler, raporlar ve verilerle politika yapıcılara geliĢmeler 

hakkında yön veren bir bilgi merkezi iĢlevi görmektedir. Bu misyon, dizi içinde de 

belirtilmekte; Çin Denizi üzerindeki mücadelede toplanan verilerin raporlar Ģeklinde 

politika yapıcılara bildirilmesiyle Çin’e karĢı uygulanacak uluslararası stratejilerin 

belirlenmesi sağlanmaktadır. 

Pine Gap, Batı Bloku’nun lideri olarak ABD Hükûmetine sunduğu raporlarla, 

ABD’nin uluslararası politik, askerî ve ekonomik hamlelerine yön vermektedir. 

Çin’in Uzak Doğu coğrafyasındaki yayılmacı politikası ve askerî hareketleri dizi 

boyunca güçlü bir Ģekilde vurgulanmaktadır. Ayrıca Avustralya ve ABD’nin ortak 

müttefik olmasına rağmen olası bir Çin ve ABD savaĢında Avustralya’nın tarafsız 

kalacağı, gizli bir istihbarat bilgisi olarak kurgulanmaktadır. 

Burada öne çıkan baĢka bir mesaj, müttefiklerin bile uluslararası politikada 

zaman zaman birbirlerine karĢı gizli hamleler yaptığıdır. Sonuç olarak, müttefiklerin 

birbirlerine karĢı teyakkuzda olduğu, birbirlerini izlediği ve istihbarat topladığı 

anlaĢılmaktadır.
*
  

                                                 

*
 Müttefiklerin istihbarat faaliyeti olarak birbirlerini izlemesi ve dinlemesi gerçekte yaĢanan birçok 

olayla su yüzüne çıkmıĢtır. Örneğin ABD’nin müttefik olmasına karĢın Avrupa ülkelerini ve 

liderlerini dinlediği sık sık basına yansımıĢ bir durumdur. Özellikle ABD’nin Almanya eski BaĢbakanı 

Angela Merkel’i uzun süre dinlediği basına yansımıĢ ve ardından iki ülke arasında bir krize sebep 



137 

 

ġekil 16 Pine Gap Ajanlarının Olası ABD-Çin SavaĢında Avustralya’nın Çin Ġle Gizli 

AnlaĢma Yaparak Tarafsız Kalacağı Ġstihbaratı Üzerine TartıĢtıkları Sahne.  

GeliĢmiĢ ülkelerdeki demokrasiler ve vatandaĢlık hakları, izinsiz gözetleme ve 

istihbarat faaliyetlerini engelleyen yasalarla dolu olmasına rağmen Pine Gap’in ABD 

ve Avustralya dıĢındaki ülkeler ve insanlar hakkında istihbarat toplaması, hukuksal 

bir mücadeleyi zorlaĢtırmaktadır. Bu nedenle Pine Gap’in ABD ve Avustralya 

vatandaĢlarından iletiĢim sinyalleri toplamaması, iki ülke arasında tarihsel olarak var 

olan güvene dayalı iliĢkinin sürdürülmesine katkıda bulunmuĢtur ve bu durumun 

değiĢmesi pek olası değildir. 

Dolayısıyla Pine Gap’ n ABD ve Avustralya arasında kuvvetl  b r bağın 

oluĢmasına da katkı sağladığı düĢünülmekted r (Rosenberg, 2019). Bunun yanında 

d ğer müttef k ülkelere de verd ğ  ver  akıĢıyla Batı Bloku’nun d nam kler n  

güçlend rd ğ  görülmekted r. Bu sebeple P ne Gap yalnız b r gözetleme ve 

istihbarat merkezi olmanın ötesinde bir savaĢ merkez , küresel pol t kaya yön veren 

askerî b r üs olarak de değerlend r lmekted r.  

Pine Gap üssündeki köstebeği tespit etme çalıĢmalarına üst düzey yetkili Rudi 

Fox (Lewis Fitz-Gerald) takılır. Avustralya hükümetini temsil eden Rudi Rox’un 

köstebek eylemi Ethan James’I ve Kath Sinclair’I ĢaĢırtır. Hem Ethan hem Kath 

yaĢadıkları varoluĢsal gerçekliği sorgulamaya baĢlar ve Kath Sinclair, Ethan Jamse’e 

Ģöyle der:  

                                                                                                                                          

olmuĢtu. Bu olaydan sonra ABD’nin bu illegal gözetleme faaliyetleri kınanmıĢ ve AB liderleri 

tarafından sert tepkilere neden olmuĢtur. 
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Tanrım! Bazen her Ģeyden uzakta, güneĢ panelli küçük bir hobi çiftliğin olsun 

istemiyor musun?  

Buna karĢın Ethan Jamse de: “Ġstediğini eker, günbatımı izlersin? Bütün bu 

saçmalıkları unutursun.   

Ve Kath Sinclair ekler: “Saçmalık olduğuna inanabilsek tabi  

Hizmet ettikleri güçlü devletlerinin istihbarat yapılanmalarına kendi varoluĢsal 

pratikleri üzerinden eleĢtiri getirmeleri, bir anlamda bu sekansta izleyicinin modern 

devletlerin iĢleyiĢ mekanizmalarına karĢı eleĢtirel bir mesafe içinde olmalarını davet 

eder. Rasyonel olarak örgütlenen ve sürekli birbirleriyle mücadele eden devletlerin 

varlığı sorgulanır. BaĢka bir uluslararası iliĢkiler mümkün mü? vurgusu öne çıkar.  

Esasında burada bu vurguyu daha geniĢ bir yelpaze oturtma adına Michel 

Focault’nun modern devlet teorisinde iler sürdüğü öznenin inĢası kendini gösterir. 

Foucault açısından modern öznenin tarihi ancak modern devletlerin tarihiyle beraber 

ele alındığnıda anlaĢılabilir. Modern devlet tarihsel uzun erimli bir proje olarak 

toplumsalın bedenini yeniden inĢa eder. Toplumsal özne modern devletin ekonomi 

politiği ekseninde kuĢatılır ve ulus devletin ideolojisi ekseninde söylemsel aygıtlarla 

bedeni ve belleği inĢa edilir. Dolayısıyla devletin gerçek nesnesi insandır. 

Dolayısıyla yeni bir politika olarak “bireyselleşmenin yönetilmesi” (Foucault, 2014: 

62) söz konusudur. “Bu iktidar biçimi bireyi kategorize ederek, bireyselliğiyle 

belirleyerek, kimliğine bağlayarak, onu hem kendisinin hem de başkalarının onda 

tanımak zorunda olduğu bir hakikat yasası dayatarak doğrudan gündelik yaşama 

müdahale eder. Bu, bireyleri özne yapan bir iktidar biçimidir” (Foucault, 2014: 63). 

Bu çerçevede bireyin üzerinde kurucu bir güce sahip olan aygıtlar bireyselleĢtir ve 

bireylerin kendileriyle iliĢkisi bu kurucu aygıtların hedefleri doğrultusunda 

gerçekleĢir. Ancak bu sekansta yaĢanan özdüĢünümsel sorgulama kendi benliklerinin 

kurucu aygıt olarak devlet mekanizması tarafından nasıl ele geçirildiğini ortaya serer. 

Sinclair ve Ethan özlem duydukları otantik yaĢamın uzağında küresel düzlemde 

rekabet eden devletlerin birer istihbarat aygıtı olduklarının bilincine ulaĢırlar.  
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ġekil 17 Devletlerin akıl almaz mücadelesi karĢısında tükenmiĢlik sendromu yaĢayan üst 

düzey istihbarat çalıĢanlarının yaĢadıkları irrasyonel gerçekliği sorgulamaya baĢladıkları 

sahne.  

Sonuç olarak, Pine Gap’in ABD ve Avustralya arasında kuvvetli bir bağ 

oluĢturmasına da katkı sağladığı düĢünülmektedir (Rosenberg, 2019). Bunun yanı 

sıra diğer müttefik ülkelere de sağladığı veri akıĢıyla Batı Bloku’nun dinamiklerini 

güçlendirdiği görülmektedir. Bu sebeple, Pine Gap yalnızca bir gözetleme ve 

istihbarat merkezi değil, aynı zamanda bir savaĢ merkezi ve küresel politikaya yön 

veren askerî bir üs olarak da değerlendirilmektedir. 

B. Değerlendirme 

Soğuk SavaĢ Dönemi’nde nükleer silah tehdidi gölgesi altında yaĢayan 

toplumların güvenlik konusunda devletlerden beklentileri yüksek olmuĢtur. Bu 

çerçevede devletler yalnızca konvansiyonel silahlar konusunda büyük bütçeler 

ayırmamıĢ, aynı zamanda istihbarat ve casusluk alanlarına da geniĢ ölçekte yatırım 

yapmıĢlardır. Devletlerarası iĢ birliği anlaĢmaları imzalayarak tehdit öncesi pozisyon 

almaya çalıĢtıkları görülmektedir. Anglo-Sakson ülkelerin ortak hedefte buluĢmaları 

sonucu iki kutuplu bir dünyanın inĢası kaçınılmaz hale gelmiĢtir. Bir tarafta Sovyet 

Bloku, ideolojik, kültürel ve ekonomik varlığını korumaya ve yaymaya çalıĢırken, 
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karĢı tarafta liberal kapitalist ülkeler askerî ve istihbarat alanında büyük yatırımlar 

yaparak geliĢmeleri yakından takip etmiĢtir. 

Liberal kapitalist ülkeler, ekonomi-politik yapılarını güçlendirmek amacıyla 

sosyal refah devleti politikalarını devreye sokmuĢ ve kapitalist üretimin varlığını 

yüceltmiĢlerdir. Bu büyük rekabet, Doğu Bloku’nun çöküĢüne kadar devam etmiĢtir. 

Tek kutuplu olarak ifade edilen yeni bir dünya düzeni oluĢmuĢ; neoliberal kapitalist 

değerler, liberal kapitalist değerlerin yerini almaya baĢlamıĢtır. Batı’nın egemen 

değerlerinin dünyadaki geliĢim varlığını hegemonyası altında aldığı yeni bir süreç 

1990’larla birlikte sahneye çıkmıĢtır. 

Ancak bu süreçte Uzak Doğu’da Çin’in yükseliĢi, üçüncü dünya ülkeleri olarak 

tabir edilen yerlerde karĢı kökten dinci örgütlenmelerin geliĢimi, emperyalizm 

baskısı altında sömürülen ülkelerdeki toplumsal rahatsızlıklar ve isyanlar, Soğuk 

SavaĢ Dönemi güvenlik ve istihbarat konseptinin devamına yol açmıĢtır. Batılı 

müttefikler, yeni geliĢmelere karĢı yeni pozisyonlar alarak küresel düzlemde ortaya 

çıkan tehditleri bertaraf etmeye çalıĢmaktadır. Bu nedenle günümüzde küresel 

istihbarat ve gözetleme merkezleri aracılığıyla bireyden baĢlayıp devlet kurumlarına 

kadar tüm alanlar uydu istasyonları ve dijital güç sayesinde kontrol edilmekte, dünya 

yaĢamı bu merkezler ve yapılar yoluyla tasarlanmaya çalıĢılmaktadır. 

Bu kapsamda Avustralya’nın merkezinde bulunan Pine Gap Ortak Savunma 

Tesisi, ABD ve Avustralya için kuzey-güney yarım kürelerindeki istihbarat 

faaliyetlerinin merkezini oluĢturmakta, müttefiklerin gemi ve uçaklarının güvenliğini 

sağlamakla kalmayıp tehdit olarak görülen ülkelerin geliĢim faaliyetlerini de 

yakından takip etmektedir. Pine Gap, dünyadaki en büyük, en önemli ve en gizli 

ABD istihbarat toplama istasyonlarından biridir. GeliĢmiĢ silah sistemleri testleri, 

radar emisyonları ve diğer elektronik formlarla ilgili telemetri de dâhil olmak üzere 

çok çeĢitli yabancı sinyalleri toplayan az sayıda sabit sinyal istihbaratı (SIGINT) 

uydusu için bir yer kontrol ve veri iĢleme istasyonu olarak “5 Göz Ġttifakı na veri 

sağlamaktadır. 

Bu istasyon, ilk Rhyolite uydusunun fırlatıldığı 19 Haziran 1970 tarihinde 

faaliyete geçmiĢ olup Washington ile Canberra arasında 9 Aralık 1966’da imzalanan 

bir antlaĢma kapsamında çalıĢmaktadır. BaĢlangıçta Merkezî Ġstihbaratın SIGINT 

Operasyonları Ofisi (OSO) tarafından yönetilmiĢtir. Pine Gap’in en önemli orijinal 
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iĢlevi, Sovyetler Birliği’nin yeni balistik füzeler ve diğer geliĢmiĢ silah sistemlerini 

geliĢtirme aĢamasındaki telemetriyi engellemek olmuĢtur. Sovyetler Birliği’nin 

dağılmasının ardından Rus silah sistemlerinin testlerini izlemeye devam etmiĢtir. 

Aynı zamanda, Çin’in balistik füzeler, seyir füzeleri ve karadan havaya füzeler 

geliĢtirmesine iliĢkin önemli istihbarat sağladığı da bilinmektedir. Ayrıca tesisin, 

Kuzey Kore’deki nükleer ve füze geliĢmelerini de yakından takip ettiği 

vurgulanmaktadır. 

Barker’ın (2016: 38) belirttiği gibi bu yapılar aracılığıyla artık sınır ve kara 

merkezli güvenlik anlayıĢı çökmüĢtür. Stratejik politika olarak coğrafi yaklaĢım 

temelli güvenlik politikaları önemini yitirmiĢtir. Çünkü siber ağlar, uydu ağları ve 

diğer istihbarat merkezleri güvenlik noktasında sınırların önemini aĢındırmaktadır. 

Küresel dünyada istihbarat ve güvenlik anlayıĢının çözümlenmesine yönelik Pine 

Gap dizisinin kurgusal gerçekliği, Batılı müttefiklerin istihbarat ve güvenlik 

ideolojisini anlamayı olanaklı kılmaktadır. Bu bağlamda, Pine Gap yalnızca bir 

istihbarat merkezi değil, aynı zamanda küresel güvenlik politikalarının 

Ģekillendirilmesinde önemli bir aktör olarak karĢımıza çıkmaktadır. Dolayısıyla bu 

tesisin iĢlevleri ve etkileri, uluslararası iliĢkilerin dinamiklerini anlamak açısından 

kritik bir öneme sahiptir. Dizinin kurgusal varlığının yaĢadığımız çağla olan iliĢkisi 

nedeniyle bu yapım küresel düzlemde önemli bir yankı yaratmıĢ olup bu tesisin 

uluslararası rekabetteki iĢlevi daha belirgin bir görünüm kazanmıĢtır. Dolayısıyla 

denilebilir ki bu dizi sayesinde Anglo-Sakson ittifakı olarak “5 Göz Ġttifakı nın 

küresel ölçekte istihbarat ve gözetleme faaliyetlerini nasıl yürüttükleri eleĢtirel bir 

düzlemde daha çok anlaĢılmaya baĢlanmıĢtır. Özellikle Pine Gap üssünde çalıĢan 

David Rosenberg’in de dizinin yapımında yer alması dizinin yaĢadığımız gerçeklikle 

olan iliĢkisini kuvvetlendirmiĢ ve bu yapım ile dünya kamouyu küresel gözetleme ve 

istihbarat tesislerini anlama noktasında önemli bir veri elde etmiĢtir. 
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VI. SONUÇ 

Sınırların gittikçe anlamsızlaĢtığı ve uzak diyarların yakınlaĢtığı bir çağda 

küresel eĢitsizliklerin daha belirgin hâle geldiği gözlemlenmektedir. Küresel güç 

merkezlerinin bu eĢitsizlikler üzerinde yapısal kurumlarla gücünü tahkim ettiği 

görülmektedir. Özellikle istihbarat ve gözetleme merkezleri, güç dengelerinin 

pekiĢtirilmesi noktasında önemli bir yapı olarak karĢımıza çıkmaktadır. Küresel 

güçlerin ortak çalıĢma hedefleri, ortak askerî ve istihbarat merkezleri aracılığıyla ulus 

devletlerin birbiriyle mücadelesinin ana güç dengelerini oluĢturmaktadır. Bu 

bağlamda bu çalıĢma, Batı ve Doğu blokları arasındaki küresel politikalarda önemli 

bir rol oynayan Pine Gap Ortak Savunma Tesisinin varlığını göstermeye 

çalıĢmaktadır. 

Devletlerin istihbarat ve gözetleme faaliyetlerini gizli tutmaları, geliĢmiĢ 

ülkelerin ileri istihbarat teknolojilerini görünmez coğrafyalarda kurmaları, hangi 

ülkenin ne tür bir istihbarat ve güvenlik anlayıĢına sahip olduğunu yeterince 

öğrenmeyi mümkün kılmamaktadır. Zaman zaman yapılan araĢtırmalar ve bu 

tesislerde çalıĢan bazı kiĢiler ile yapıların çalıĢma mantığını deĢifre etmeleri, çok 

büyük bir gözetleme ve takip teknolojileriyle kuĢatıldığımızı görmemizi 

sağlamaktadır. Bu açıdan, küresel bir gözetleme ağıyla kuĢatıldığımız artık bilinen 

bir gerçektir. Öyle ki küresel bir dijital ağ, uzay uyduları ve yer üstü radar 

istasyonları, birbiriyle iliĢkili bir merkez olarak Pine Gap Ortak Savunma Tesisinde 

küresel bir istihbarat ve gözetleme faaliyeti yürütmektedir. Esasında bugünün küresel 

istihbarat ve güvenlik tesislerinin arka planı, Ġkinci Dünya SavaĢı sonrası kurulan 

kurumların varlığıyla iliĢkilidir. Bu durum, uluslararası iliĢkilerin yeniden 

Ģekillendiği günümüzde stratejik önem taĢımaktadır. 

ABD Hükûmeti’nin sivil personele sahip yeni istihbarat teĢkilatlarını da içeren 

kapsamlı bir istihbarat sistemi kurması, yalnızca Ġkinci Dünya SavaĢı sonrasında 

gerçekleĢmiĢtir. BaĢkan Franklin D. Roosevelt, savaĢtan önce ve savaĢ sırasında 

askerî istihbarat teĢkilatlarını örgütlemiĢtir. Ancak istihbarat teĢkilatlarının kapsamlı 

ve iĢ birlikçi çerçevesi, savaĢtan sonra uygulamaya konulmuĢtur. SavaĢ öncesi ve 
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savaĢ sırasındaki dönemde, ABD ordusu ve donanması, Stratejik Hizmetler Ofisi 

(OSS) ve Federal SoruĢturma Bürosunun (FBI) istihbarat unsurlarını kurmuĢtur. 

Aynı zamanda, bir kolluk kuvveti olan FBI’ın Ulusal Güvenlik ġubesi (NSB), savaĢ 

öncesi ve sonrasında karĢı istihbaratla görevlendirilmiĢtir. 

Her ne kadar sıklıkla Merkezî Ġstihbarat TeĢkilatının (CIA) öncüsü olarak 

anılsa da OSS, Ġkinci Dünya SavaĢı sırasında -CIA’nın aksine- Genelkurmay 

BaĢkanlığının komutası altında bir askerî istihbarat teĢkilatıydı. SavaĢtan sonra ABD, 

sivil istihbarat teĢkilatlarını güçlendirmiĢtir. DıĢiĢleri Bakanlığı bünyesinde yeni bir 

sivil istihbarat teĢkilatı olan Ġstihbarat ve AraĢtırma Bürosunun (INR) kurulması 

amacıyla OSS’nin AraĢtırma ve Analiz (R&A) Ģubesinin personeli ve kayıtları gibi 

varlıklar INR’ye devredilmiĢtir. 

ABD ordusunun Sinyal Ġstihbarat Servisi ve ABD Deniz Kuvvetlerinin ĠletiĢim 

Özel Birimi, her ikisi de Dünya SavaĢı öncesinde ve sırasında Nazi Almanya’sının 

Enigma kodunun yanı sıra “Magic  olarak bilinen program kapsamında Japonya 

DıĢiĢleri Bakanlığının Ģifreli iletiĢimlerinin ele geçirilmesiyle uğraĢmıĢtır. Ġkinci 

Dünya SavaĢı’ndan sonra Ulusal Güvenlik TeĢkilatının (NSA) kurulması amacıyla 

bu birimler feshedilmiĢtir. NSA, sinyal istihbaratının (SIGINT) genel olarak 

yönetilmesiyle görevlendirilmiĢ ve aynı anda yaklaĢık 100.000 personeliyle 

ABD’deki en büyük istihbarat teĢkilatı hâline gelmiĢtir. NSA Ģu anda siber uzaydan 

da sorumlu bulunmaktadır. 

ABD güvenlik konsepti, 1947 yılında BaĢkan Harry Truman tarafından 

imzalanan Ulusal Güvenlik Yasası’yla Ġkinci Dünya SavaĢı sonrası askeriye, ulusal 

güvenlik ve istihbarat sistemleri için kapsamlı bir temel oluĢturarak Soğuk SavaĢ 

boyunca yapılan kısmi reformlarla günümüze kadar varlığını korumuĢtur. Bu 

bağlamda, kurumsal yapının güçlendirilmesi, uluslararası güvenlik dinamiklerinin 

yeniden Ģekillenmesinde önemli bir rol oynamıĢtır. 

Soğuk SavaĢ Dönemi boyunca ABD ve Batı Bloku, ortak bir savunma ve 

mücadele konsepti geliĢtirerek SSCB ile mücadeleye giriĢmiĢtir. Bu süreç içinde yeni 

ittifaklar ve ortak savunma antlaĢmaları gerçekleĢtirilmiĢtir. Pine Gap, ilk olarak 

1966’da Avustralya ile ortak bir tesis olarak hizmete sokulmuĢ olup istihbarat ve 

güvenlik merkezi Ģeklinde tasarlanmıĢtır. Soğuk SavaĢ Dönemi’nde ortak düĢman 

olarak kurgulanan SSCB’nin dağılmasıyla düĢman konsepti değiĢmiĢ, süreç içinde 
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Çin’in Uzak Doğu’daki geliĢmeleri ve 11 Eylül saldırıları sonrası Küresel Terörle 

SavaĢ Konsepti devreye girerek Batı Bloku’nun istihbarat anlayıĢında eksen kayması 

yaĢanmıĢtır. Ancak bu küresel güçlerin ne tür bir istihbarat ve güvenlik yapısına 

sahip olduğu, ne tür bir teknolojik güç sergiledikleri sır gibi gizlenmektedir. 

Özellikle ABD’nin üç büyük küresel gözetleme merkezinden biri olarak Pine 

Gap, yakın tarihe değin son derece gizli bir merkez olarak faaliyet göstermektedir. 

Edward Snowden’ın demeçleri, Pine Gap'te bir analist olarak 18 yıl çalıĢan ve 

sonrasında 2018 yılında tesis üzerine kitap yazan David Rosenberg’in çalıĢmaları, 

özellikle kurgu belgesel formatında çekilen Pine Gap dizisinin varlığı, bu istihbarat 

merkezinin sırrının aralanmasına büyük katkı sağlamıĢtır. 

AraĢtırmanın temel sorunsalı, küresel ölçekte yapılan dinleme ve gözetleme 

faaliyetlerinin uluslararası sistemde müttefik ülkelerle iĢ birliği sağlayarak dünya 

politikasına yön verme isteğidir. Bu bağlamda müttefik ülkelerle yapılan istihbarat iĢ 

birliği sayesinde geniĢ kitlelerin dinlenmesi ve gözetlenmesi noktasında ABD’nin 

küresel ölçekte bir kontrol sistemi kurduğu görülmektedir. ABD’nin bu tutumu, 

müttefik ülkelerin istihbarat paylaĢımlarının bir ürünü olsa da devletlerarasındaki 

güven bağının dayanıklılığını bazı dönemlerde testlerden geçirmekte ve her ülkenin 

kendi bünyesinde sergilediği pragmatik yaklaĢımını ortaya çıkarmaktadır. 

Pine Gap Ortak Savunma Tesisi, yüksek teknolojiye sahip olması gerekçesiyle 

izleme ve gözetleme faaliyetlerinin gerçekleĢtirildiği önemli merkezlerden biri olma 

ünvanı kazanmıĢtır. ABD ve Avustralya iĢ birliği ile faaliyetlerini sürdüren bu tesisin 

Avustralya bölgesine konuĢlandırılmasında bazı önemli sebepler bulunmaktadır. Bu 

sebepler arasında bölgenin fiziki ve coğrafi yapısı ile Avustralya Devleti ile tarihsel, 

kültürel ve ideolojik bağların varlığı yer almakta ve bu unsurlar, istihbarat ittifakının 

bir araya gelmesinde ya da müttefik ülke tanımına sığdırılmasında açıklayıcı önemli 

bir rol oynamaktadır. 

Fiziki sınırların ortadan kalktığı ve geleneksel istihbarat anlayıĢının yerine 

modern istihbarat anlayıĢının kabul edildiği günümüz dünyasında güvenlik 

tehditlerinin baĢrol oyuncusu olan yeni aktörlerle karmaĢık bir yapı ortaya 

çıkmaktadır. Bu durum, yeni dünya düzeninin yapısallığını da gözler önüne 

sermektedir. Ġstihbarat teĢkilatları, yüksek teknolojinin getirileriyle donatılarak 
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küresel boyuttaki etkisini kontrol mekanizmasını açığa çıkarmakta ve gözetlemeden 

gözetleme kavramını doğurmaktadır. 

Ġstihbarat tesislerinin faaliyetleri ve küresel güvenlik politikaları nesnel 

gerçekliklerden ziyade toplumsal normların temel değerlerine indirgenerek yani 

tarihsel arka plan, ideolojik kimlikler ve ülke menfaatleri doğrultusunda inĢaa 

edilmiĢ ve çok boyutlu bir bakıĢ açısı getirmiĢtir. Sosyal inĢaacılık teorisi, güvenlik 

tehditlerinin toplumsal açıdan ele alındığında gelecekteki istihbarat faaliyetlerinin 

haritasını çizebilmekte ve ön görülerde bulunabilmektedir. 

 Pine Gap Ortak Savunma Tesisi sadece dinleme ve gözetleme merkezi değil 

sosyal ve kültürel faktörlerden etkilenerek stratejisini belirlemekte yeni dünya 

düzeninin inĢaa edilmesinde rol almaktadır. Bu sebeple küresel ölçekte ABD kontrol 

sistemlerini yorumlamada Pine Gap ve aynı faaliyetleri gerçekleĢtiren ortak savunma 

tesislerinin teknik ve operasyonel yaklaĢımlarının yanında gözetleme toplumunu 

inĢaa etmede kritik önem arz etmektedir. 

ABD’nin gözetleme toplumu inĢa etmesi, Soğuk SavaĢ Dönemi’nin 

baĢlangıcıyla beraber etkin olmaya baĢlamıĢ ve bu süreçte hedef ülkelerin teknolojik 

geliĢmelerini yakından takip etmesi, istihbarat yapılanmasına uyarlamalarıyla 

istihbarat rekabetinin artmasına yol açmıĢtır. Bu geliĢmeler, karĢı istihbarat 

faaliyetlerinin günden güne yeni bir boyut kazanmasını sağlamıĢtır. Siber uzaydaki 

bu geliĢmeler, siber güvenlik açıklarını meydana getirmiĢtir. 

Bu bağlamda ABD’nin küresel ölçekte müttefik ülkeleriyle iĢ birliği yaparak 

konumlandırdığı ortak savunma tesisleri üzerinden gerçekleĢtirdiği gözetleme ve 

dinleme operasyonları aracılığıyla sağladığı istihbarat faaliyetleri, günümüzde 

uluslararası politik dengeleri sağlamaktadır. Ancak her ülkenin mahremiyet 

dokunulmazlığı söz konusu olduğundan, bu durum diplomatik krizlere sebebiyet 

vermekte ve ilerleyen zamanlarda bu gibi durumların denge mekanizmasının nasıl 

kurulacağına iliĢkin tereddütler doğurmaktadır. 
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