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BOLUM 1

HAVALIMANI VE HAVALIMANI iSLETMECILIiGi

1.1 HAVALIMANI

Havacilik endiistrisi; havalimanlari, hava yolu kuruluslari, tedarik¢i firmalar, hava
yolunu kullanan yolcular ve hava trafik kontrol sistemlerinin tiimiiniin iliskili oldugu bir ag
sistemidir. Oldukg¢a karmasik ve birbiriyle etkilesimli yapiya sahip bu endiistri igin sistem
aginin her parcasi ayr1 bir oneme sahip olmakla birlikte bunlarin i¢inde tiim organizasyonlari
bir araya getiren havalimanlarinin yeri biiyiiktiir. Havalimanlar1 hava tagimaciliginin giivenli
ve basarili bir sekilde gerceklestirilmesi icin gerekli altyapiyr saglamaktadir. Hava
tasimaciliginin giin gegtikce artan talebini karsilama ihtiyact ve degisimlere ayak uydurma
cabas1 havalimanlarinin endiistri igindeki 6nemini daha da arttirmaktadir. Son zamanlarda bu
ihtiyact karsilamak i¢in havalimani isletmeciligine bakis acgisinin degistigi goriilmektedir.
Havalimani isletmeciligi havacilik sektoriiniin biinyesinde barindirdigi ulusal ve uluslararasi
gerekliliklerin siirekli olarak uygulamakla yiikiimlidiir. Bunun yaninda bir havalimaninin
isletilmesinde daha girisimci ve yenilik¢i fikirlere ihtiyag duyuldugu goézlemlenmektedir

(Price ve Forrest; 2016;4).

17 Aralik 1903 tarihinde ilk gii¢lii ve kontrollii pilot ugusuna onciiliikk eden Orville ve
Wilbur Wright’in s6z konusu ugus i¢in kullandiklar1 alan, Huffman Prairie Flying Field-Ohio,
diinyanin ilk havalimani olarak kabul edilmektedir. Ugaklarin inis ve kalkisi i¢in ayrilan bu
alanda hayvan ve vahsi yasam kontrolii, hava kosullar1 i¢in belli basli dnlemler, yolcu ve
ziyaretciler icin Ozel olarak ayrilmis yerler gibi simdi tiim havalimanlarinda profesyonel

olarak yonetilen operasyonlarin temeli sayilabilecek uygulamalar olup bu sekilde ucguslari



giivenli bir sekilde gerceklestirmek amaclanmustir. Ilk baslarda pilotlar hava araglarmi
herhangi bir alana indirirken sonralar1 belirli bir yiizeye inmenin ugus giivenligini arttirdigi
kabul edilmistir. Ucus faaliyetleri i¢in 6zel olarak ayrilmis alanlarda zamanla ugak i¢in bakim
alanlari, yolcularin, pilotlarin ve ziyaretgilerin bekleyebilecekleri derme ¢atma kapali alanlar
olusturulmaya baslanmistir. Ortaya cikan ihtiyaglar i¢in ucgagin inis kalkis yapacagi alan
etrafinda bir yapilasma baglatilmig, boylelikle modern havalimanlarinin kabaca altyapisi
olusturulmustur. Pistin! etrafi giivenlik gerekcesiyle citlerle cevrilmis, yolcu sayisinm
artmasiyla birlikte belli bir bolgenin park alani olarak ayrilmasina karar verilmis ve bekleme
stirelerinin uzamasi terminal i¢inde yolcularin ihtiyaclarini karsilamaya yonelik hizmet
verilmesi ihtiyacin1 dogurmustur. Ticari uguslarin artmasiyla birlikte pilotlar daha gelismis ve
glivenli ¢alisma ortamlar1 talep etmis, havalimanlarinda giivenlik giderek arttirilmis ve
yapilan tiim faaliyetlerde giivenlik dncelikli olarak degerlendirilmistir (Price ve Forrest, 2016;

29-31).

Bilinen ilk resmi havalimani 1909’da yapilmistir. Sonralari, hava tagimaciligi
yayginlastik¢a havalimani sayisi da artmigtir. Hemen hemen her {ilkenin havacilik sektoriinde
cagin gerektirdigi teknolojiyi yakalamaya calismasi havacilik sektoriiniin hizla gelismesine
katki saglamigtir. Daha dnce basit bir pist ve yolcular i¢in u¢aga ulasma yerini temin edebilen
yerlere sahip alanlar havalimani olarak adlandirilirken simdi havalimanlar1 yolcularin degisen

ihtiyaglarini karsilamak igin siirekli gelisen karmasik bir yap1 halini almistir (IATA, 2015).

Temelde bir havalimanmin havacilik fonksiyonu hava araglarinin havalanmasi,
konmasi, park edilmesi, yakitlarinin doldurulmas: ve bakiminin yapilmasi igin gerekli

ihtiyaglarin karsilanmasina izin verilmesidir. Fakat gelisen teknoloji ile havalimanlar: emniyet

! Pist: Hava araglarimin kalkis ve inisi i¢in hazirlanmis, havalimami iizerinde belirlenmis dikdortgen
alan (Annex 14 Cilt 1-2).



(safety), giivenlik (Security), giivenilebilirlik, verimlilik ve ¢evre hassasiyeti gibi konulara

ozellikle hassasiyet gosteren bir altyapiyla insa edilmektedir (Young ve Wells, 2011; 53-68).

Havalimani ¢ogunlukla hub (aktarma merkezi) havalimanit ve bolgesel havalimani

olmak iizere 2 ¢esitte ifade edilmektedir:

e Hub (Aktarma Merkezi) Havalimam yolcu ve yiik tasimaciliginda yogun i¢/dis hat
ve baglant1 uguslarina ev sahipligi yapan havalimani olarak tanimlanmaktadir. Bu tarz
havalimanlar1 biiyiilk havayolu sirketleri i¢in ana iis gorevi gormektedir (Giizel,
2014;7).

e Bolgesel Havalimam yeterli yolcu sayisim1 yakalayamamis belirli bir bolgedeki
havalimanlarindan bir tanesinin merkez segilip secili bolgedeki yolcularin kiiciik
ucaklarla adi1 gecen havalimanina getirilmesi ve buradan baska bolgelere tasinmasi
veya halihazirda havalimani bulunmayan belirli bir bdlgenin tiimiine hizmet

verebilecek uygunlukta tek bir havalimani yapilmasidir (Giizel, 2014;8).

Havacilikta havayolu sirketlerinin ve yolcu sayilarinin hizla artmast sektorii
genisletmis ve havaciliktan elde edilen karin artmasina vesile olmustur. Bu hizli biiylimeye
uyum saglayabilmek i¢in havalimanlari giin gectikce gelistirilmektedir. Gelisen havalimanlari
bulunduklar1 bdlgenin kalkinmasinda 6nemli bir rol iistlenmektedir. Fakat bir havalimani insa
etmek ve isletmek i¢in ciddi maddi yatinmlara gereksinim duyulmaktadir (Giiner ve Giilay,

2018).

1.2 HAVALIMANI BOLUMLERI

Havalimani bir¢cok hizmeti ayn1 anda saglamakla yiikiimli karmagsik bir yapiya
sahiptir. Havalimanimi ¢esitli kriterleri temel alarak farkli kategorilerde incelemek

miumkindiir.



Price ve Forrest (2016)’a gore her havalimaninda gergeklestirilen gesitli operasyonel
faaliyetler 2 temel grupta incelenebilmekte olup bunlar havacilikla ilgili faaliyetler ve
havacilikla ilgili olmayan faaliyetlerdir. Havacilikla ilgili faaliyetler genel olarak ticari hava
tasimaciligl, 6zel havacilik hizmet operatorleri (SASO) (ugus okullari, ugak hat bakim
atOlyeleri vb.), charter ucuslar1 ve parasiitle atlama gibi tiim ugus faaliyetlerini kapsarken;
havacilikla ilgili olmayan faaliyetler arasinda imtiyazlar, ticari yerlerin kiralanmasi, yolcular
ve hava yollar1 i¢in hizmet saglayicilar ile iliskiler, insaat faaliyeti hizmetini saglayicilar ile
iliskiler, yer hizmetleri saglayicilari ile iliskiler gibi bir¢ok alt faaliyet yer almaktadir (Price

ve Forrest, 2016; 14).

Doganis (1992)’e gore havalimanlar1 saglanan hizmetler bakimindan; temel
operasyonel hizmetler, hava trafik ve yer hizmetleri ve ticari faaliyetlerin yiritildigi

hizmetler olarak 3 ayr1 grupta incelenebilmektedir:

1. Temel Operasyonel Hizmetler: Daha ¢ok ucak ve havalimani kullanicilarinin
giivenligi, hava trafik kontrol hizmetleri, meteoroloji hizmetleri, telekomiinikasyon
hizmetleri arama kurtarma, pistte verilen her tiirlii hizmet gibi daha ¢ok hava tarafinin
giivenligi ve emniyeti ile ilgilidir. Havalimani isletmecisi bu hizmetleri kapsayan
operasyonlarin devamliligindan sorumludur ancak bu hizmetler ¢esitli ulusal ve
uluslararasi ¢ergevelerle standarda baglandig i¢in s6z konusu operasyonlar iizerindeki
kontrolii sinirhdir. Baska bir deyisle giivenlik veya Hava Trafik Kontrolii (ATC)? gibi
hizmetler havalimani isletmecisinin takdirinden ¢ok, ulusal ve uluslararasi kurallarla
belirlenmektedir.

2. Hava Trafik ve Yer Hizmetleri: Bu hizmetler hava tarafi operasyonlarinda

verilmekte olup emniyet ve giivenligin 6neminin diger hizmetlere nazaran ¢ok daha

2 Air Traffic Control



yiiksek oldugu faaliyetleri kapsamaktadir. Yolcularin, bagajlarin veya yiiklerin
terminal icinden ugaga tagsinmasi veya tam tersi faaliyetlerde kullanilan her tiirlii
hizmet ile hava aracinin temizligi, yakit dolum hizmeti, bagaj veya yiik ambarimin
bosaltilmas1 / yliklenmesi gibi hizmetler bu kapsamda yer almaktadir. Bazi havalimani
isletmeleri bu operasyonel faaliyetlerden bazilar1 i¢in havalimani ¢alisanlarindan
faydalanirken bazilar1 icin ise profesyonel hizmet satin almaktadir. Boyle faaliyetlere
ornek olarak yangin, giivenlik veya ambulans hizmetleri verilebilmektedir. Bu tiir
hizmetlerin yiiriitiilmesi isletmeden isletmeye degismekle birlikte cogunlukla biiytlik
havalimanlarinda havaliman1 otoritesine bagli calisanlar kullanilirken kiiciik
havalimanlarinda yerel devlet hizmetlerine birakilir.

3. Ticari Faaliyet Hizmetleri: Havalimanindaki ticari yerler miilkiyet sahibi veya
havalimani isletmecisi tarafindan isletilebilmektedir fakat cogunlukla alanlarinda

uzman imtiyaz sahipleri tarafindan isletilmektedir.

Havalimanlarinin isleyisine bagli olarak boliimlere ayrilmasi gesitlige neden olsa da
havacilik ve havacilikla ilgili olmayan operasyonel faaliyetlerin gerceklestirildigi yerler
hemen hemen aynidir. Ozellikle havacilik ile ilgili operasyonlarda uluslararas1 giivenligi ve
emniyeti saglamak i¢in tekdiizelik s6z konusu oldugundan havacilik ile ilgili tiim faaliyetler
uluslararasi standartlara ve kurallara baglanmistir. Bu yiizden operasyonlarin gergeklestirildigi
temel alanlar 3 grupta incelenmekte, bu boliimler bir havalimaninin béliimleri olarak
tanimlandiginda daha net bir ayrim ortaya cikmaktadir. Kiiciik havalimanlarinda bazi
degisiklikler olsa da temelde havalimanlari hava tarafi, terminal ve kara tarafi olarak 3

bolimde incelenmektedir.



1.2.1 Hava Tarafi

Limanin hava tarafi; hava araglarinin kullanimina sunulan tiim pistleri, taksi yollarini,
park yerlerini kapsamaktadir. Hava tarafi terminal i¢indeki arindirilmis alandan ¢ikan kapilar
ile baglar. Hava tarafinin etrafi ¢itlerle gevrilidir. Yaygin bir kullanimla havalimaninin hava

araglari igin ayrilmis ¢evresi ¢itli bolge olarak tarif edilmektedir (Price ve Forrest, 2016;34).

Hava tarafinda bulunan pist, apron® sahasi ve taksi yollarnin kullanimi igin gerekli
gorsel yardimcilar, radar gibi elektronik yardimcilar ve iletisim igin gerekli altyapi her
havalimani hava tarafinda mevcuttur. Hava tarafi; servis saglayicilari, meteoroloji servisi,
hava trafik kuleleri, hava tarafi yer hizmetleri ve Havalimani1 Kurtarma ve Yanginla Miicadele
(ARFF*) faaliyetlerini kapsamaktadir. Hava tarafi operasyonel faaliyetler emniyet, bakim ve
insaat Sirasinda emniyet plani, denetim ve teftigler, havayolu tasit operatorii egitim programi,
havaalani acil miidahale planlari, havaliman1 bakimi, yaban hayat Kontrolii, ¢evre koruma
yonetimi, yabanci madde hasar1 (FOD?®), giiriiltii yonetimi, apron yénetimi, havacilik bilgi

yayinlar1 (AIP) gibi bir¢ok faaliyetten sorumlu olan alandir (IATA, 2015).

Hava tagimaciligimin yayginlasmasi hava araglarinin hacminin ve motorunun
biiyiimesi, daha uzun pistlere ihtiyaci ortaya c¢ikarmistir. Ozellikle hava trafigi fazla olan
havalimanlarinda ugaklarin giivenli bir sekilde park etmesini ve kalkisini ayarlamak biiyiik
onem kazanmistir. Hava araclarinin inis - kalkis ve park ettigi, yakit, bakim onarim
ihtiyaglarinin karsilandigi bu kisimda hava trafik kontrol kuleleri yer almaktadir. Hava trafik

kontrol kuleleri ucaklarin inis kalkis sirasinda veya havada ¢arpismalarinin 6nlenmesi, hava

3 Apron: Havaliman {izerinde ugaklarm yolcu, posta veya kargo yiikleme veya indirme, yakit ikmali,
park etme veya bakim amagli bariacaklar1 6nceden belirlenmis alan (Annex 14 Cilt 1-2).

4 Aircraft Rescue Fire Fightening

® Foreign Object Damage



trafik akisinin sorunsuz bir sekilde saglanmasi i¢in olusturulan kulelerdir. Bu tarafta yer

hizmeti araglar1, hangarlar ve ugak yakit ve bakim tiniteleri mevcuttur (Sherry, 2009).

Havalimanlarinda ugagin temizligi, yakit ikmali, yolcularin bagajlarinin terminalden
ucaga aktarimi ve ylik ambarinin yiiklenmesi, bosaltilmasi, rampanin kullanimi ¢esitli yer
hizmetlerine &rneklerdir. Her bir yer hizmetinin isletimi farkli firmalar tarafindan
yapilabilmektedir fakat havalimani isletmeciligi birbirini takip eden ve birbiri i¢ine ge¢cmis
operasyonlarin aksamadan ilerlemesinden sorumludur. Aksi takdirde en ufak bir aksaklik

birbirini takip eden faaliyetler zincirini bozacagindan havalimaninda gecikmelere neden olur.

Yine iilkeden iilkeye farklilik gostermekle birlikte bu hizmetin verilmesinde ya

havalimani otoritesi ya da havayolu sirketleri gérev almaktadir (Doganis, 1992).

1.2.2 Terminaller

Terminal alan1 hava tagimaciligin1 kullanacak yolcularin giivenlik taramasindan gegip
ucaga binis alanina kadar vakit gecirdikleri alan1 kapsamaktadir. Havalimaninin boyutu ne
olursa olsun terminal alaninda bulunan hizmetlerden elde edilen gelir olduk¢a 6nemlidir. Bu
nedenle havalimani igletmeciliginde terminal kismi 6nemli bir rol oynamaktadir. Havacilik
endiistrisinin hizla gelismesi terminal yapisini da degistirmistir. Terminal alan1 hizmetlerinden
beklenilen yolcular ve personel i¢in saglikli, emniyetli ve giivenli bir ortam yaratmasidir

(Price ve Forrest, 2016;17-18).

Havalimani terminalleri operasyonel faaliyetleri; havalimanma gelen 6zel ve toplu
tagsima araglari, otel servis otobiisleri vb. tiim araglarin yiikleme bosaltma ve bekleme yeri
olan terminal 6nii kaldiriminin yonetimi ve giivenligi, terminal i¢i kalabalik kontroli, ticari
yer tahsisleri, ortak kullanim alanlarinin temizligi, 1sitma ve havalandirma sistemleri ve

havalimani operasyonel faaliyetleri i¢in Kritik mekanik ve elektronik sistemlerin faaliyetlerini



icermektedir. Bu mekanik sistemlere 6rnek olarak; bagaj tasima sistemleri, asansorler,

yiiriiyen merdivenler ve yollar, bagaj tasima kayislari verilebilmektedir (IATA, 2015).

1960’lara kadar havacilik giivenligine ¢ok 6nem verilmediginden 0 zamanlar yolcunun
ve bavullarin aranmasi s6z konusu degildir fakat giivenlik unsurunun 6nemi anlasildik¢a
havaliman1 altyapis1 mevcut ihtiyaca gore sekillenmistir. Giriglerde metal detektorler,
makinede okunabilir pasaportlar gibi sistemlerle manuel operasyonlarin yerini teknolojik

sistemler almistir (IATA, 2015).

1.2.3 Kara Tarafi

Kara tarafi yolcularn havalimanina ulasimi sirasinda kullandigi otomobil, taksi,
otobiis ve servis araglari icin ayrilmis boliimdiir. Kara tarafi operasyonlart havalimanina
erisimi destekleyen erisim altyapis1 (kaldirim, isaretler, 1siklar, peyzaj, duvarlar bariyerler
vb.), yeterli park yeri altyapisi, levhalandirmalar ve gostergeler, kiracilarin ticari faaliyetlerini
desteklemek icin arsa tahsisleri seklinde siralanmaktadir. Baz1 havalimanlarinin kara tarafinda
kara yolu ile ulagimin yani sira demir yolu ve deniz yolu ile ulagim imkani1 mevcuttur. Bu saha
sadece yolcular i¢cin degil aym1 zamanda ziyaretciler ve terminal calisanlari i¢in biiyiik
avantajdir. Havalimani altyapis1 olusturulurken kara tarafina yeterli alanin ayrilmis olmasi
gerekmektedir. Kisa ve uzun siireli park alani, ara¢ kiralama sirketleri, taksi, otobiis ve
calisanlara ayrilan park alanlarina sahip kara tarafinin intizamli olmasi ve herhangi bir

gecikmeye mahal vermemesi i¢in 6nemlilik arz etmektedir (IATA, 2015).

Kara tarafi yolcular i¢in havalimani ile etkilesiminin ilk veya son asamasini temsil
etmektedir. Kara tarafi hizmetinin etkili bir sekilde saglanmasi diger operasyonel faaliyetlerin

verimli bir sekilde siirdiiriilebilmesine olanak saglamaktadir (Price ve Forrest, 2016;17).



Bunun yaninda kargo hizmetlerinin bir ayagi kara tarafinda yiiriitiilmektedir. Hava
tasimaciligi kullanilarak tasmnan yiikler, transit mallar, posta hizmeti, yolcusuz bagaj ve
cenazeler gibi havacilikta kargo hizmetinin verildigi her tirlii ylik kara tarafinda

toplanmaktadir (Havacilik Terimleri Sozlugi; 134).

Havalimaninin bahse konu 3 bolimiinde verilen hizmetler asagidaki tabloda

aktarilmistir.

Tablo.1 Havalimaninda Verilen Hizmetler

Hava tarafinda verilen | Terminalde verilen | Kara tarafinda verilen
hizmetler hizmetler hizmetler
PAT sahas1 kontrolii Giivenlik Otopark isletmeciligi
PAT sahas1 gorsel Havalimani Gtivenlik
yardimcilar terminallerindeki ticari
mahallerin isletilmesi veya | Ticari operasyonlar
Apron yénetimi kiralanmasinin ytriitiilmesi
(duty free, restoran, biife, Atik yonetimi
PAT sahalarinda arag seyahat acentalari, hediyelik
kullanma

esya magazalari, satig
stantlar1, otopark, bankalar

ARFF vb.)

Dogal yagsamla miicadele Yolcu hizmeti

Vahsi hayatla miicadele Havalandirma 1s1tma
(vabani hayat ve kus) Sogutma hizmetleri
Kotii hava kosullariyla Temizlik hizmeti
micadele

Bagaj operasyonu
Pist emniyeti (SMM) Ja) operasy

Park planlamasi
Manialarin kontroli

_ Koprii operasyonu
Pist yiizey sartlar1




Acil durum plani

Hareket kabiliyetini
kaybetmis ugaklarin
kaldirilmasi

Meydan kontrol (Hava trafik
kulesi)

Emniyet Yonetim Sistemi

Yer hizmetleri yonetimi
(ugak teknik bakimi,
akaryakit, kargo
operasyonu)

Atik yonetimi

(ICAO Doc 9137 — 9157, 2016)

1.3 HAVALIMANI iSLETMECILIiGi

Havalimani isletmeciligi havalimaninin hizmet verdigi alanlarin igletilmesinden
sorumludur. Havalimaninda birbirinden ¢ok farkli alanlarda hizmet verilmektedir.
Meteorolojik birimler, giivenlik hizmeti, saglik hizmeti, yurt dis1 giris ¢ikis islemleri gibi bazi
hizmetler devletin eliyle yiiriitiilmektedir. Bu hizmetlerin uygulama asamasinda havalimani
isletmecisinin sorumlulugu yoktur fakat islemin talimatlara uygun yapilmasindan ve diger
birimlerle koordinenin saglanmasinda ¢esitli gorevleri bulunmaktadir (Kuyucak Sengiir,

2017).

Havalimani isletmeciligi hava tasimaciliginin etkin, kaliteli ve giivenli bir sekilde
gergeklestirilmesinin - temel  faktoriidiir. Hava tasimaciligmin = verimli  bir  sekilde
gerceklestirilmesi i¢in havalimani yonetimi birgok alt faaliyetin yerine getirilmesinden
sorumludur. Ornegin havalimani isletmecisi hava operasyonlar1 kapsaminda emniyet yonetimi

ve acil durum y6netiminin standartlara uygun bir sekilde uygulanmasindan sorumludur.
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Havalimani isletmecileri ayni zamanda havalimani biinyesinde gergeklestirilen
birbiriyle etkilesimli karmasik faaliyetleri koordine etmekle de yiikiimlidiir. Hizmet
saglayicilar, hava yolu sirketleri, yolcular, personel, yerel halk, ¢evre lobisi ve devlet
kurumlart havalimani isletmeciliginin yirittiigii operasyonlarda etkilenen veya etkileyici
unsur olduklarindan koordine faaliyetlerinde dikkate alinmalar1 onemlilik arz etmektedir

(Graham, 2008; 23).

Herhangi bir ugusun gecikmesi havayollarina yiiksek maliyetli olmakla birlikte zincir
halinde gergceklesen operasyonlarin isleyisinde aksamalara sebep olmaktadir. Tim
operasyonlarin  dengeli bir sekilde yiiriitiilmesi havalimani igletmeciliginin  yasal

diizenlemelere uygun bir bigimde uygulanmasina baglidir (Price ve Forrest, 2016; 12).

Havalimani isletmeciliginde havalimanini kullanan hava yolu kuruluslari, yolcular,
personel ve tedarik¢iler icin ihtiyaclarin karsilanmasi sirasinda birbiriyle iliskili birgok
faaliyet aynm1 anda siirdiiriilmektedir. Price ve Forrest (2016)’a gore havalimani yonetimi
tarafindan bu faaliyetler ¢ogunlukla 4 ana baglik altinda yiiriitilmektedir. Havalimaninin
boyutuna ya da havalimanini isleten otoriteye gore bu yOnetim  birimleri

genisletilebilmektedir.

1) Finans ve Yonetim: Tipik olarak bir isletmenin ilgilendigi finansal konular1 ele
almaktadir. Bunlar arasinda biitce ve gelir yonetimi, finansal kiralamalar, imtiyaz
yOnetimi 0rnek gosterilebilmektedir.

2) Pazarlama ve Hava Servisleri: Isletmelerin pazarlama faaliyetleri ile ilgili isleri ele
almaktadir. Bunlara 6rnek olarak hava yolu kuruluslari tarafindan tercih edilir bir
havalimani olma g¢alismalar1 ve terminal igindeki ticari mahalleri kiralama islemleri

verilebilmektedir.
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3)

4)

Operasyonlar, Siirdiiriilebilirlik, Giivenlik (Security) ve Emniyet (Safety): Bu
boliimde genellikle hava tarafi operasyonlar1 oncelikli olarak diisiiniilmektedir. Hem
hava tagimacilifin1 kullanan yolcularin giivenligi hem de havayolu sirketlerine ait
ucaklarin giivenligi ve bakimi i¢in gerekli olan tiim prosediirlerin yerine
getirilmesinden ve altyapinin hazirlanmasindan havalimani isletmecisi sorumludur.
Cogunlukla bu faaliyetlerin yiiriitilme isi baska bir firmaya devredilse de faaliyetin
uygulanip uygulanmadigini gozetim altina almak havalimani isletmecisinin
sorumlulugundadir. Havalimani1 operasyonlar1 3 ana grupta faaliyet gostermektedir.
Bunlar: havalimani bakimi (havaalani tabelalari, aydinlatma, isaretlemeleri vb.),
terminal binasinin bakimi (1sitma, havalandirma, sihhi tesisat ve klima), hava tarafi
bakimidir (acil durum yonetimi, emniyet yOnetimi, otla karla ve vahsi yasamla
miicadele vb.).

Planlama ve Tasarim: Sermaye iyilestirme projeleri, hava sahasi tasarimlari, giiriilti

azaltma, insaat projeleri ve ¢evre yonetimi ile ilgilenen kismi kapsamaktadir.

Asagidaki tabloda bagka bir yonetim ayrimi gosterilmektedir.

Tablo.2 Bir Havalimaninin Isletmesi igin Gerekli Tesisler, Prosediirler, Siirecler

1.Isletme Yonetimi 2.Havalimam 3. Yolcu/ 4. Hava 5. Emniyet
Y onetimi Terminal Trafigi ve Y 6netimi
Binasi Havaciik
Yonetimi | Operasyonlari
ve Iletisim
Hizmetleri
1.1 Hareket alan1 erigim 2.1 Slotlarla 3.1 4.1 Hava trafik | 5.1 Emniyet
kontrolii ilgili goriismeler | Yolcularin, kontrolii Yonetim
ve slotlarin bagaj (diistik goriis Sisteminin
tahsisi akiginin ve mesafesi (SMS)®
tesislerin isletmelerinde | uygulanmasi ve
yonetilmesi | havaalan izlenmesi
kontrolii)
1.2 Havaalani acil durum 2.2 Ugus 3.2 Yolcular | 4.2 Ugus 5.2 Emniyet
planlamasi dagitim ve halkla bilgileri ve programinin

¢ Safety Management System

12




iligkiler uyart uygulanmasi ve
hizmetleri izlenmesi
1.3 Kurtarma ve yanginla 2.3 Rehberlik ve | 3.3 VIP ve 4.3 Havacilik | 5.3 Havaalan
miicadele yer gosterme CIP yardimi | bilgileri acil durum
hizmetleri planinin (AEP)
(Uluslararasi uygulanmasi ve
Havacilara izlenmesi
Bildiri
(NOTAMY)
ofisi ve ugus
oOncesi bilgi
hizmeti)
1.4 Hareket alan1 denetimi 2.4 Hareket 3.4 Kayip 4.4 Havacilik | 5.4 Erisim
ve bakimi alan1 yonetimi bagajlar iletigimi kartlarinin
ve park yeri hizmetleri verilmesi i¢in
tahsisi bagvurularin
islenmesi
1.5 Gorsel desteklerin 2.5 CAT Il ve 3.5  Portor
bakimi CAT I disiik yardimi
goriis mesafeli
isletmeler
1.6 Ingaat yonetimi 2.6 Trafik 3.6 El
kurallarinin arabasi
kontrolii ve yonetimi
lisans verme
diizenlemeleri
1.7 Apron emniyet yonetimi, | 2.7 Temizlik, 3.7 Temizlik
(arag trafigi dahil) atiklarin ve zararli

kaldirilmasi ve
zararli kontroli

atik kontrolu

1.8 Vahsi yasamla ilgili
tehlikelerin yonetimi

1.9 Engel kontrolii

1.10 Kullanilamaz
durumdaki ucaklarin
kaldirilmasi

1.11 Tehlikeli mallarin
tasinmasi

1.12 Diisiik goriis mesafesi
ve olumsuz hava kosullar1

1.13 Telsiz seyriisefer
yardimcilarinin kurulmasi ve
bakimi (NOTAMLAR)

(ICAQ, Doc.9859)

" Notice for Airmen
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Sekilde goriilen yonetim boliimleri Uluslararast Sivil Havacilik Orgiitiiniin (ICAO®)
sistem tanimlamasi yapilirken operasyonel ortamin karakteristigine bagli olarak belirlenmesi
gerektigini, bu ylizden her bir havalimaninin sistem tanimlamasi yapilirken bakilmasi gereken
yonetim birimleri 6rnegidir. Havalimanimin 6rgiit yapisina bagli olarak hava ve yer trafigi

karakteristikleri, havalimani altyapisi ve hava durumu gibi etkenler de eklenebilmektedir.

Giiner ve Giilay (2018) Tirkiye’ de havalimani isletmeciliginin nasil yapildigi,
miilkiyetinin kime ait oldugu ve Yap Islet Devret anlayis1 ve Yap Islet Devret yonetimindeki
havalimanlarimin basarilarina ve oOzellestirilmis havalimanlarinin  devlet elinde olan

havalimanlarindan daha basarili bir yonetim sekli olduguna deginmektedir.

Goriildigi tizere havalimani isletmeciliginin kapsami genis ve yonetim alt birimleri
oldukg¢a fazladir. Bunun yaninda kati kurallarin ve uluslararasi standartlarin fazla oldugu bir
sektordiir. Havalimani isletmeciligi hem tiim standartlari, uluslararasi prosediirleri, gerekli
yaptirimlar1 uygulama yiikiimliiliigii hem de kiiresellesmeyi takip etme ile basa ¢ikmaktadir.
Bunun yaninda havalimani isletmeciliginde koordinasyon 6nemli bir yer tutmaktadir ¢ilinkii
havalimani1 dis paydaslarinin sayisi ¢ok ve aralarinda etkilesim yadsinamaz derecede
biiyiiktiir. Bu sektorde isletmecilik anlayisinin kurallar ¢ergevesinde yiiriitiiliip, her bir
paydasin hakkimin gozetilip, finansal ve stratejik basariyr yakalamak oldukg¢a zorlu bir

stirectir.

1.4 HAVALIMANLARINDA MULKIYET YAPISI

Hava tasimaciliginin hizli biiyiimesini ve gelisimini oncelikle hava yolu sirketleri
yakalamistir. Ozellestirme ve kiiresellesme egilimleri sonucunda hava yolu sirketleri hizla

degismis fakat havalimanlari bu hiz1 yakalayamamistir. 1978 yili Amerika Birlesik

8 International Civil Aviation Organization
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Devletleri’nde hava yollarinin serbestlesme egilimleri baslamistir. Avrupa Birligi’nde ise
1987, 1990, 1993 yillarinda yapilan diizenlemelerle serbestlesmeye olanak saglanmistir. Bu
gelismeler birbirini tetikleyen birgok diizenlemenin altyapisini olusturmus ve diinyanin birgok
yerinde devam etmistir. Sonug olarak tiim bu gelismeler daha diisiik maliyetli hava yolu ve
havalimani olusumunu tesvik etmistir. Hava yolu endiistrisinde bu kokli degisimler miilkiyet
modellerine de yansimistir. Miilkiyet modellerinin degisiminde devletin de rolii biiyiiktiir.
Biiylik miktarda yatirim gerektiren hava yolu veya havalimani isletmeciliginin kamu sektorii
iizerinden yukiinii azaltma ve verimliligi arttirma caligmalar1 etkili olmustur. Uluslararasi
hava yollarmin kurulmasi veya birka¢ hava yolu sirketinin birlesmesi bu degisimlere 6rnek
olarak gosterilmektedir. Hava yolu sirketlerinin bu hizli gelisimi havalimanlarin1 da harekete
gecirmeye zorlamis ve degisim hareketine katmistir. Boylelikle havalimanlari; ticarilestirme,
Ozellestirme ve bunun sonucunda miilkiyet yapisinin ¢esitlenmesi diye adlandirilabilecek

onemli degisimler yasamistir (Graham, 2008; 8-9).

1.4.1 Havalimanlarimin Ticarilestirilmesi

Havalimanlar1 1950 ve 60’11 yillara kadar isletme mantigiyla degil tek diize bir
yonetim anlayisiyla yonetilmistir. 70’11 yillardan sonra ise havalimanlarinin karh ticari

isletmeler olarak yonetilebilecegi fikri yayginlasmistir (Doganis, 1992).

Havalimanlar1 1970 - 80’lere kadar devletin kamu yararina sagladigi bir hizmet olarak
goriildiigiinden ticari ve finansal yonetimi ¢ogunlukla g6z ardi edilmistir. Havalimanlariin
havacilik endiistrisinin biiylimesini yakalamasina en biiyiik katki havaliman igletmeciliginin
ticari bir girisim olarak benimsenmesi ile baglamaktadir. Boylelikle kurumsal bir yonetim
felsefesi benimsenmis ve birgok farkli alanda hizla gelisme gosterilmistir. Ozellikle terminal
isletmeciliginin devlet otoritesinden arindirilip ticarilestirilmesi terminal tasarimi dahil bir¢ok

alanda degisimin temelini olusturmustur (Tuncer ve Gavcar, 2014). Ticarilesmenin ilk adimi
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havalimanlar1 ile devlet otoritesinin bagin1 azaltmak ile baslamaktadir ki bu havaliman
otoritelerinin kurulmasi ve igerisinde kamu hisselerini barindiran bir sirketlesmeye gidilmesi
ile olmaktadir. Boylelikle havalimani isletmeciligi i¢in daha Ozgiir bir alan olusturmaktir.
1970 ve 80’lerden 6nce de Amsterdam ve Frankfurt gibi havalimanlar1 ticari havalimani
olarak isletilmekte iken bu tarihten sonra bu kategoride isletilen havalimani sayisinda patlama
olmustur. Bu gelismeler birgok tilkede kendi havalimanlarini yonetecek ortak bir otoritenin
varligina ihtiyaci beraberinde getirmistir. 1970 ve 80’lerde diinyanin bir¢ok yerinde birden
¢ok havalimani tizerinde kontrol kuran yapilagsmalar kurulmustur. Bunlarin kimi devlet eliyle

kurulurken kimi sirketlerin bir araya gelmesiyle kurulmustur.

Havalimani isletmeciliginde ticarilesme ile birlikte finansal yonetim, havalimaninda
pazarlama ve havacilik dis1 faaliyetlerinin gelirleri gibi bagliklara yeni bir bakis agisi
getirilmistir. Genellikle havacilik ve havacilik disi olarak ayrilan havalimani operasyonlar
esit derecede Onemli hale gelmistir. Boylelikle yonetim siireglerinde ¢esitlilik ve
profesyonellik oncelikli hale gelmistir. Yolcular miisteri olarak degerlendirildiginden miisteri
memnuniyeti géz ardi edilmeden gelirlerin arttirilmasi, hizla biiyliyen rekabet ortaminda
ayakta kalabilmek adina yeni imkanlar yakalanmasi ve pazarlama faaliyetlerinin baglatilmasi
icin gesitli galismalar yapilmistir. Bazi havalimanlarinda pazarlama ve Kkalite birimleri
kurulmus, miisteri cekmek icin cesitli taktikler gelistirilmis ve pazar arastirmasi yapilmaya

baslanilmistir (Graham, 2008;12-15).

ABD’de sivil havaciliga acik olan havalimanlar1 ya yerel belediyelere, idari bolgelere,
eyaletlere aittir ya da bu birimlerin resmi yetkililerinden olusan bir otoriteye aittir.
Miilkiyetine bakilmaksizin havalimanlarinin giinliik ¢aligmasi ve idarenin yasal sorumlulugu;
belediye, havaalan1 otoritesi, eyalet hiikimeti veya federal hiikiimetten birine

verilebilmektedir (Young ve Wells, 2011).
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1.4.2 Havalimanlarinin Ozellestirilmesi ve Yontemleri

1970 ve 80’ler havalimanlarinda ticarilesmenin donemiyken 1990°1ar havalimanlarinin
0zellesme donemi olmustur. Hava tasimaciliginda ticarilesmenin Oniiniin agilmasiyla endiistri
hizla biliylimiis, mevcut havalimanlarinin biiyiimeyi yakalamasi i¢in sadece devlet desteginin
yetersiz olacagi anlasilmistir. Kamu harcamalarini bir havalimaninin insast ve isletimine
harcamak yerine egitim, saglik gibi daha 6nemli konular; yani toplumun tiimiinii ilgilendiren
konular i¢in kaynak olarak ayirmanin yararli olacagr diisiinilmiistir. O donemlerde
Ozellestirme devletin biitcesine katki saglamak igin bir firsat olarak goriilmiistiir. Bununla
birlikte devlet icin kendi hava sahasinin kontroliiniin stratejik olarak onemi gz Oniine
almarak oOzellestirmeye daima temkinli yaklagilmistir. Bu yaklasim diinyanin farkl
bolgelerinde havaliman1 Ozellestirilmesinde farkli 6zellestirme tiirlerinin uygulanmasina
neden olmustur. Bununla birlikte her ticarilesmis havalimani 6zellesme siirecine gegmemistir.
Omegin: Ingiltere’deki Manchester Havalimani ticari temellere dayandirilarak isletilse de

ozellesmeyi tercih etmemistir (Graham, 2008; 15-25).

Carney ve Mew (2003) havalimani yonetiminde &zellestirme kavramini temel

ozellikleri dogrulusunda 3 ana baslik altinda incelenmistir:

1. Tamamen ya da kismi ozellestirme: Operasyonel, finansal ve stratejik
sorumluluklarin 6zel sektore ait oldugu, halka arz ve ticari satis yontemlerini i¢inde
barindiran 6zellestirme tiirtidiir. Avusturya Viyana Havalimaninin %27’lik hissesini
halka arz yoluyla ozellesirken Avustralya Sydney Havalimaninin tamamu ticari satis
yonetimiyle 6zellesmistir.

2. Uzun siireli kiralamalar: Yap Islet Devret (YID), Kirala Islet Devret (KiD) gibi
modeller ile imtiyazlari i¢inde barindiran, operasyonel ve finansal sorumluluklari 6zel

sektorde iken stratejik sorumluluklart devlette olan Ozellestirme tiiriidiir. YID
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yontemine drnek Tiirkiye Atatiirk Havalimani verilirken KiD yontemine drnek olarak
30 yilligina kiralama ile JFK New York T-4 verilmektedir.

3. Hizmet alimlari: Havaliman1 miilkiyetinin devlete ait oldugu ve devletin havalimani
yonetimini; sorumluluk, performans ve Olgiilebilir operasyonel ¢iktilar1 gibi belli basl
degerleri dikkate alarak net bir bi¢imde sinirlarinin belirlendigi bir s6zlesme ile 5 ila
10 y1l gibi kisa siireli olmasi olarak ihale ile 6zel sektore devretmesidir. Indianapolis

Havalimani yonetiminin 10 yilligina 6zel sektore devri buna ornektir.

Graham (2008) ise havalimani oOzellesmesini detaylandirarak 5 baglik altinda

incelemistir. Graham’ a gore;

1. Halka Arz (Share Flotation): Kismen veya tamamen halka arz olan
havalimanlarinda havalimani {izerindeki kontrol ve ekonomik riskler devletten yeni
hissedarlara devredilmis olacaktir. Halka arz modeliyle 6zellestirilen havalimanlarinin
performansinin iyi olmasi1 gerekmektedir. Aksi takdirde bu tarz bir 6zellestirmenin
basar1y1 yakalamasi oldukea giictiir. Ik %100 halka arz 1987 yilinda Birlesik Krallikta
gerceklestirilmistir (Graham, 2008; 25-27).

2. Ticari Satis (Trade Sale): Devletin giivenlik, kalite veya baska nedenlerle
havalimanmin isletimini kalici olarak bagka birine vermesidir (Yalgm, 2018).
Genellikle ihale yontemiyle havalimanmin bir kisminin veya tamamini satisa
cikartilmast  olarak da  tanimlanabilmektedir. = Ticaret ortakliklar1  veya
konsorsiyumlarin genellikle satisa katildigi bu o6zellestirme modelinde havalimamn
isletmeciligi i¢in yonetim uzmani, teknoloji uzmani ve stratejik ortakliklarin oldugu
goriilmektedir. Cogu zaman 49-50 yil gibi uzun vadeli kiralamalar da bu kategoride

degerlendirilebilmektedir. Ilk onemli ticari satis modeliyle satilan havalimani
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Liverpool Havalimani olarak goriilmektedir. 1990 yilinda bu havalimaninin %76’s1
British Aerospace’e satilmistir (Graham, 2008; 27-29).

. Imtiyaz (Concession): Cesitli kiralamalar da dahil havalimanlarmnda mal ve
hizmetleri yolcu ve miisterilere sunmak igin verilen ticari faaliyetler i¢in havalimani
otoritesine ddenen iicrettir (Vojvodic, 2008). Imtiyazlar genellikle ihaleyle belirli bir
stire araliginda (¢ogunlukla 20 ila 30 yi1l) havalimaninin isletilmesi i¢in bagka bir sirket
ya da konsorsiyum tarafindan imtiyaz satin alinmasi veya havalimaninin kiralanmasi
seklinde olmaktadir. Bu tiir s6zlesmelerin igerigi lilkeden iilkeye degisiklik gdsterse de
sozlesme imzalanirken alinan tcret ile belli bagh yatirimlarin icrasinin garantisi veya
her yil belli bir miktar iicretin devlete 6denmesi (kazancin belirli bir yiizdesi vb.) gibi
maddeler hemen hemen tiim sézlesmelerde mevcuttur. Bu sekilde Ozellestirilmis
havalimanlar1 sadece belirli bir siire i¢in devredileceginden hiikiimetin havalimani
iizerindeki kontrolii devam etmektedir. Bu model 6zellikle gelismekte olan iilkelerde
oldukea tercih edilen bir 6zellestirme modelidir. Devlet genellikle potansiyel biiyiime
giiciine sahip fakat yetersiz altyapisi oldugundan yiiklii miktarda maliyete mal olacagi
ongoriilen havalimanlarin1 bu 6zellestirme sekliyle kiralamayr tercih etmektedir.
Boylelikle devlet hem kontrolii elinden birakmamis olacak hem de diizenli bir gelir
elde edecektir ki bazi lilkelerin politikasina bu tarz bir 6zellestirme modeli daha
uygundur. ilk imtiyaz diizenlemelerinden biri 1997'de Bolivya'nin ii¢ ana havalimani
olan La Paz, Santa Cruz ve Cochabamba i¢in kabul edilmistir (Graham, 2008; 29-31).

. Proje Finansmam Ozellestirilmesi (Project Finance Privatization): Bu model
ozellesme Ozel bir imtiyaz sdzlesmesi olarak goriilebilmekle birlikte tamamen 6zel
veya devlet 6zel ortaklig1 olan bir sirketin bir havalimaniin tamamini veya belli bir
kismin1 (terminal gibi) insa etmesi ve daha sonra belli bir siire isletmesi olarak

tanimlanmaktadir. Bu 6zellestirme modelinin bir¢ok alt modeli olmakla birlikte en
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yaygin1 YID modelidir. Bu modelde sirket havalimaninin insasin1 yapar, bitiminde
belirli bir siire isletimini siirdiiriir ve siire sonunda miilk sahibine devreder. Diger
modellere &rnekler; Yap-Devret, Yap-Kirala-Devret, Yap-Satin al-islet-Devret
seklinde siralanabilmektedir. Havacilik endiistrisinde YID Modeli ile yapilan ilk
bliyiilk proje 1987 yilinda Toronto Pearson Uluslararas1 Havalimaninda tigiinci
terminaldir (Graham, 2008; 31-34).

5. Hizmet Alimm (Management Contract): Bir diger 6zellestirme segenegi ise miilkiyeti
devlete ait olan bir havalimaninin 5-10 yillik siire boyunca isletmeciliginin bir
baskasina devredilmesidir. Bu o6zellestirmede devlet ya sdzlesmeyi imzalayana
havalimanini isletmesi i¢in performansa gore yillik iicret vermekte ya da sirket,
gelirinin bir kismini devlete vermektedir. Burada yatirimlar devlet kontroliinde ve
sorumlugundadir. Briiksel Havalimani terminalinin yonetiminin 1987 yilinda bir

sirkete kiralanmas1 Avrupa’da ilk hizmet alim1 6rnegidir (Graham, 2008; 34-35).

1.5 HAVALIMANLARININ EKONOMIYE ETKISi

Havalimanlar1 bulunduklar1 bolgenin kalkinmasina ekonomik agidan 2 sekilde katkida
bulunmaktadir. Birincisi gelir, istthdam, sermaye yatirimlari, vergi gelirleri gibi dogrudan
ekonomiye katki iken ikincisi ice doniik yatirimin veya turizmin gelismesi gibi dolayli
katkidir. Boylelikle hem is adamlar1 hem de ziyaretciler havalimaninin bulundugu bolgeye
cekilmektedir. Ozellikle gelismekte olan yerlerde bazi bdlgelerin turizm potansiyelinin
oldugu, o bolgeye direkt uguslarin gercgeklestirildigi zamana kadar fark edilmemektedir.
Turistik agidan cezbedici bir bolge haline gelindiginde oteller restoranlar ¢esitli konferans,
sergi gibi etkinliklerin yapilabilecegi yerlerin de insasiyla bolge halkinin ekonomisini
kalkindiracak ¢esitli is alanlar1 da artacaktir. Bir bolgenin havalimanina sahip olmas1 yore

halkina sosyal anlamda da ¢ok katki saglamaktadir. Havaliman1i hem etnik hem de kiiltiir
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acisindan o bolge ile diinyanin arasinda bir koprii gorevi gormektedir. Tiim bu ekonomik ve

sosyal gelismelerin ardindan saglik, egitim ve yapilasma gibi konularda yeniliklerin olmasi

kaginilmazdir (Graham, 2008; 273-284-287).

Vojvodic (2008) havalimani1 isletmeciliginde havaciliktan ziyade diger ticari
faaliyetlerden elde edilen karin son yillarda arttigina deginmekte, havalimani isletmeciligi
gelir kaynaklarindan bahsetmektedir. Havalimani1 imtiyaz sektoriinii ve imtiyaz gelirlerini
etkileyen onemli faktorleri (s6zlesme) inceleyip havalimani isletmeciliginin basarisini diger
ticari faaliyetlerle de arttirabilecegini dile getirmektedir. Vojvodic’ e gore havacilik; havacilik
dis1 faaliyetler ve havacilik faaliyetleri olmak tizere iki farkli kulvardan finanse edilmektedir.
Bu iki kaynagin da ayn1 anda basarili olmasi durumunda havalimani igletmesi ticari basariy1

yakalamaktadir.

Havalimani kara tarafinda verilen otopark hizmetlerinden 6nemli gelir saglamaktadir.
Havacilik dis1 faaliyetlerden elde edilen gelirler perakende satislar, arag¢ parki, arag¢ kiralama,
reklamcilik, arazi ve digerleri olarak boliimlere ayrildiginda, 6zellikle sehir merkezlerine
yeteri kadar toplu tasimanin olmadig1 bolgelerde arag¢ park alanlar1 ve arac kiralama hizmeti

onemli iki gelir kaynagi olmaktadir (Graham, 2008; 195).

1.6 HAVALIMANLARININ CEVREYE ETKIiSI

Havalimanlar1 hizmet ettikleri bolge i¢in olduk¢ca Onemli bir konumdadir.
Havalimanlar1 bulunduklar1 bélgeye refah getirir, istihdam olanag1 yaratir, yasam kalitesini
arttirir ve bolgesel kalkinmayr saglar. Ozellikle kiigiik bolgelere insa edilen havalimanlar

bolgeye biiyiik katk: saglayabilmektedir (Graham, 2008; 23).
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Hava tagimaciligimmin yararlarinin yaninda kiiresel 1sinmaya ve iklim degisikliklerine
sebep olacak birgok dezavantaji da mevcuttur. Ulastirma Arastirma Kiirsiisii (TRB®) hava
tagimaciliginin ¢evreye verdigi zarar1 su sekilde siralamistir: Kiiresel iklim degisimleri, hava
kirliligi, dogal habitat1 tahrip, giiriiltii, enerji ve su tiiketimi, atiklar, salimlar ve su kirliligi
(Transportation Research Board Environmental Impacts of Aviation Committee, 2004). Bu
olumsuzluklari gidermek i¢in harekete gecilmis, Ozellikle kiiresel 1sinmaya sebep olan
salinimlar iizerinde durulmus ve ¢oziim arayislar1 baslamistir. Farkli kuruluglar farkli bakis
acilartyla farkli ¢alismalar ortaya konmustur. Ortak amaclar1 gevreye verilen zarari azaltmak

ve slirdiiriilebilir havalimanlari yapmaktir (Cobanoglu ve Oto, 2011).

Gilinitimiizde hava tagimaciliginin ¢evreye olumsuz etkilerinin tespitinde birka¢ kritere
bakilmaktadir. Bu kriterler genisletilip daraltilabilmekle birlikte kabaca sunlari igermektedir:
Havaalanlarinda sera gazi etkisi ve karbon salinimi, hava kirliligi, asir1 kaynak kullanimi,

giiriiltii kirliligi, vahsi yagama etki ve su kullanimidir.

Hava tasimaciligi sirasinda basta CO: olmak flizere sera gazlari ve partikiiller
atmosfere salimmaktadir. Bu olay kiiresel 1sinmayr ve okyanus asitlenmesini hizlandirici
etkiye sahiptir. Tklim Degisikligi iizerine Devletleraras1 Panel (IPCC) (2007), kiiresel hava
yolculugunun insan kaynakli karbon salimiminin yaklasik %3,5’ini  olusturdugunu
sOylemektedir. Kiiclik gibi goriinen bu oranin havacilik sektoriiniin hizla biiylimesi sebebiyle

ileriki yillarda ciddi boyutlara gelecegi tahmin edilmektedir (Parks, 2008).

Biiylik kentsel alanlardaki giiriiltii kirliligi toplumlar i¢in gittikge biiyliyen, insan
sagligr ve cevre lizerinde olumsuz etkileri olan bir problemdir. Havaciliktan kaynaklanan

giiriiltii kirliligi ilk zamanlardan itibaren en Onemli ve insanlar1 direkt etkileyen, sosyal

® Transportation Research Board
1 The Intergovernmental Panel on Climate Change
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sikayetlerden biri olmustur. Bu tarz giiriiltii kirliligi ¢esitli hayvan popiilasyonlarin1 da
etkilemektedir (kuslar ve kii¢iik memeliler vb.). Bu sorunla ilgilenmek ve giiriiltii kirliliginin
tyilestirme c¢alismalarimi yiiriitmek igin ilk olarak 1960’11 yillarda ICAO havaalan1 giiriiltiisii
ile ilgili Chicago Konvansiyonu’na ait Annex 16 Cilt I’de standart yaymlamistir ve
devaminda ise Uluslararas: Giiriiltii Standartlarini tanimlamig, bu standartlar giiniimiize

kadar geliserek gelmistir (Shgm.gov.tr).

Havalimanlarinda su, su sogutma sistemleri, yangin kontrolii, araglarin temizligi ve
bakimi gibi farkli alanlarda asir1 miktarda kullanilmaktadir. Uluslararast Havaalan1 Konseyi
(ACI*), 2011 yilinda, diinyanin yolcu trafigi agisindan en biiyiik ilk 30 havalimani iizerinde
cevresel sorumluluk eylemleri ile ilgili 2010 yil1 verilerini kullanarak bir arastirma yapmustir.
Yapilan arastirmada, su tiiketiminin fazlaligina dikkat ¢ekmek igin bir karsilagtirma teknigi
kullanilmigtir. Aragtirma sonucuna gore; Paris - CDG havaalaninin da i¢inde bulundugu bu 30
Havalimani i¢inde bulunan 10 Havalimaninin toplam su tiiketimi 31 bin kisilik bir niifusa
sahip olan sehirlerin su tiikketimine esdegerdir (Carvalho, Calijuri, Assemany, Silva, Neto,

Santiago, Souza; 2013).

Ticari agidan getirisi oldukga yiiksek olan bu sektorde basarinin yakalanmasi i¢in belli
bash hususlara gerekli 6nemin verilmesi gerekmektedir. Risk yonetimi bu hususlardan bir
tanesi olmakla birlikte tiim karar vericiler i¢in Oncelikli olarak degerlendirilen bir husus
olmalidir. Havacilik ve havacilik dis1 faaliyetlerde hedeflenen basariya ulasmak igin risk

yonetiminin isletme ve yonetim kisminda 6ziimsenmesi gerekmektedir.

1 Airport Council International
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BOLUM 2

RiSK VE RiSK YONETIMi

2.1 RiISK KAVRAMI

Belirsizligin hedefler tizerindeki etkisi risk olarak tanimlanmaktadir (AN/NZS ISO

31000:2009).

Risk kavraminin genel kabul gérmiis tek bir tanimi bulunmamaktadir ¢linkii risk
kavrami sektorden sektore degisebildigi gibi kisiden kisiye de degisiklik gosterebilmektedir.
Is diinyasinin ele aldig1 risk tanimi saglik sektoriiniin benimsedigi risk tanimiyla bire bir
ortismemektedir. Buna benzer olarak bir kisinin risk olarak algiladigi bir unsuru bir baskasi
risk olarak gormeyebilir. Tiim bunlarin yani sira risk kavraminin herkes i¢in ayni olan bazi

cagrisimlart mevcuttur.

Risk kavrami eskiden sadece olumsuz bir kavram olarak goriilmekte iken
giinlimiizde riskin yasamin bir parcasi oldugu ve riskten tamamen kaginmanin hedefe
ulagmay1 kolaylastiracak firsatlar1 kagirmak anlamina gelecegi bilinmektedir. Risk igerisinde
hem zarar veya kayba yol agma olasiligini hem de dogabilecek olumlu sonuglari iginde
barindirmaktadir (Purdy, 2010). Riskler i¢in bir¢ok degerlendirme mevcuttur. Bunlardan biri;
risklerin sonucuna gore saf ve spekiilatif riskler olarak degerlendirilmesidir. Saf risk i¢inde
kaza veya kayip ihtimali bulunduran riskler iken spekiilatif risk icinde kazang ve kaybin
olabildigi durumlar olarak ifade edilmektedir (Yirmibes, 2013). Icinde tehdit ve firsatlar
barindiran riskleri dogru bir sekilde tanimlamak gerekmektedir. Bu iki parametre

matematiksel ifadelerle tanimlandiginda ise risk Olgiilebilir bir degerle anlatilabilmektedir.
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Boylelikle bulunan niceliksel ol¢tim risk ile basa ¢ikabilmede kolaylastirici bir rol

oynamaktadir.

Knight (1921) belirsizligin ve karin ekonomi teorisindeki yerini agiklamak igin risk ve
belirsizlik arasindaki farki ele almaktadir. Knight” a gore risk ve belirsizligin arasindaki fark
bir hesaplama ya da ge¢mis deneyimin istatistigi yoluyla riskte belirli bir aksiyonun
sonuclarinin dagilimmin bilinmesidir. Ote yandan bu belirsizlik durumunda dogru degildir.
Genel olarak bir aksiyonda belirsizligi tahmin etmek olduk¢a zordur. Yani belirsizlik ve risk
kelimelerinin bilingsizce ayni anlami ifade ediyor gibi kullanilmasi yanlistir. Knight’a gore
bir unsurun risk olarak adlandirilabilmesi i¢in onun 6lgiilebiliyor olmasi gerekmektedir. Eger
bir unsur olciilemiyorsa o belirsizlik olarak algilanmalidir. Bunun yani sira risk ve belirsizlik
terimlerini belirlemek i¢in; riski objektif, belirsizligi ise siibjektif olarak ele almak bu algi

cercevesinde dogrudur (Knight, 1921).

Sivil Havacilik Otoritesi (CAA'?) 1972 yilinda Birlesik Krallik’ ta Parlamento
tarafindan kurulan bir kamu kurulusudur. Birlesik Krallik’ ta havacilik endiistrisi i¢in yiiksek
giivenlik standartlarinin = saglamasindan, havacilik sektoriinde tliketicilerin  haklarinin
korunmasindan, hava sahasinin etkin kullanilmasindan, havaciligin ¢evresel etkisinin etkili bir
sekilde yonetilmesinden ve havacilikta basa gelebilecek giivenlik risklerinin yonetilmesinden
sorumludur. Havacilik diizenlemelerinde ve politikalarinda 6zellikle giivenlik unsurunu diinya
genelinde uyumlu hale getirmek i¢in Avrupa’da yer alan ve giivenlik diizenlemeleri ile ilgili
caligmalar yapan ICAO ve Avrupa Havacilik Emniyeti Ajans1 (EASA®) ile bir uyum iginde

calismaktadir.

12 Civil Aviation Authority
13 European Union Aviation Safety Agency
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CAA, Birlesik Kralliktaki havacilik faaliyetlerinin EASA da dahil olmak iizere tiim
Avrupa capinda uluslararast giivenlik diizenlemeleri ve standartlarina (hava kargo
sirketlerinde, kargo ve ugak i¢i tedarik sirketlerinde giivenlik diizenlemeleri) uygunlugundan

sorumludur (www.caa.co.uk).

CAA’ya gore risk “tanimlanmuig bir tehlikenin meydana gelme olasiliginin, sikliginin

ve ihtimal sonu¢larimin etkisinin birlegsimidir” (CAA Safety Regulation Group, 2002).

Eger riskin diisiiriilmesi istenirse ya olasilig1 ya etkiyi ya da ikisinin degerini birden
diisiirmek gerekmektedir. iki degerin birden diisiiriilmesi riski azaltma ¢aligmalarinda en ¢ok
istenen durumdur. Ornegin iki hava aracinin havada ¢arpismasi olasihigini azaltmak igin
yapilabilecek cok sey vardir; hava trafik kontrol sistemi ve yerlesik radarlar hem dikey hem
de yatay ayrimi izleme ve siirdirme ile takip edilebilmekte, bu sekilde olasilik
azaltilabilmektedir fakat carpismadan dogacak etkiyi azaltmak pek miimkiin olmamaktadir

(Guerra ve dg., 2008).

Federal Havacilik Kurulu (FAA') 1958 yilinda Amerika Birlesik Devletleri Ulastirma
Bakanligma bagli bir "federal" yani devlet kurulusu olarak kurulmustur. FAA genel olarak
havalimanlari, hava trafik organizasyonu ile ilgili denetim ve degerlendirme, havacilik
giivenligi ve politikalar ile gevresel etkilerin diizenlenmesi gibi faaliyetlerden sorumludur.
FAA havalimanlarimin faaliyetlerinde gilivenli ve verimli bir sistem planlama ve
havalimanlarii gelistirmek i¢in calismalar yapmaktadir. Havalimani tasarimi, ingaati,
isletimi, havaalan1 giivenligi gibi konularda ideal standardi bulmayi hedeflemektedir.
Havaalanlar1 faaliyetlerinde ¢evre ve siirdiiriilebilirlik unsurlarmi 6n planda tutarak

slirdiiriilebilir bir ulusal havaalan1 sistemi planlamay1 hedeflemektedir (www.faa.gov/about).

14 Federal Aviation Administration
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FAA’ya gore risk “bir kazamn siddeti ve olasiligimin birlesiminin kaynak kaybina
veya insan yaralanmalarina sebep oldugu ¢esitli tehlikelerdir.” Maruz kalinan sonuglar1 en
diisiik seviyeye indirmek amaciyla tiim operasyonlar1 bir biitiin olarak yoneten bir siireg
kullanilarak tiim riskler belirlenmeli ve yonetilmelidir. Yani riski yonetmek gerekmektedir.
Risk yonetimi, yonetim tarafindan rutin olarak uygulanan herhangi bir isleme ait planlamanin
ve islemi ylriitmenin tamamen biitiinlesmis bir parcasi olmalidir. Bir baska deyisle
ongoriilemeyen bir sorun ortaya ¢iktiginda tepki vermenin bir yolu degil, proaktif bir

yontemdir (FAA System Safety Handbook, 2000).

ICAO hava tasimaciligi giivenligi, teknik standartlari, yasal diizenlemeleri ve
operasyonel prosediirleri diizenleyen ve uluslararasi sivil havaciligin gelismesine katkida
bulunan bir organizasyondur. ICAO 1944 yilinda Chicago Uluslararast Sivil Havacilik
Konferansi sirasinda kurulmustur ve orgiit halen aktif olarak faaliyet gostermektedir. Merkezi
Montreal’dir. ICAO Birlesmis Milletler sistemi iginde Ozellesmis bir yapidir. ICAO’nun
amaci uluslararasi havacilik sektoriiniin gelisimi i¢in teknik prensipler ortaya koymaktir. Bu
amaca ulagsmak i¢in havayollarinin gelisimi, havalimanlari, hava seyriisefer tesisleri, ucak
tasarimi, havacilikta sebepsiz rekabeti 6nleme ve ekonomiyi koruma, uluslararasi havacilikta
giivenligi saglama gibi sivil havacilik ve havaalani ile ilgili tim konularda gelisim
destekleyici adimlar atmaktadir. Bu sayede sivil havacilikta uluslararasi standartlasmayi

saglamay1 hedeflemektedir (Mackenzie, 2010).

ICAO’nun amaci giivenli, verimli, ekonomik ag¢idan stirdiiriilebilir ve ¢evreye duyarl
uluslararasi sivil havacilik politikasi ve standartlari kurarak kendisine {iye olan 193 iilke ile
sivil havacilikta uzlagsmaya varmaktir. Bunun icin konsey tarafindan Uluslararas1 Sivil
Havacilik S6zlesmesinin 37. Maddesi geregince; Uluslararas1 Sivil Havacilik Standartlar1 ve

Tavsiye Edilen Uygulamalar (SARP'lar) kabul edilmistir. Bu SARP’lar ICAO’ya iiye olan
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devletler tarafindan yerel sivil havacilik operasyonlarinin uluslararasi normlara uygun
olmasini saglamak i¢in kullanilmaktadir. Boylelikle sivil havacilik faaliyetlerinin kiiresel

capta etkinligi ve giivenliginin saglanmasi kolaylastiriimaktadir (www.icao.int/about).

ICAQ’ya gore risk “faaliyetin icras: sirasinda ortaya ¢ikmast muhtemel herhangi bir
tehlikenin, ongoriilebilir olasilik ve ciddiyet yoniinden ifade edilmesi ile maruz kalinabilecek
olaydir.” ICAO’ya gore pist boyunca dogrudan esen riizgar bir tehlikedir. Pilotun kalkis ve
inis sirasinda ugagi kontrol edememe potansiyeli tehlikenin sonuglarindan biridir. Pilotun
boyle bir tehlike karsisinda ugagi kontrol edebilme olasiliginin, olasilik ve ciddiyet agisindan
degerlendirilmesi ve potansiyel kontrol kaybi riskinin degerlendirilmesi ve yonetilmesi

gerekmektedir (ICAO - SMS, 2008).

2.2 RISK iLE ILGIiLi TEMEL KAVRAMLAR

Bir faaliyetin icinde barindirabilecegi risklerin tanimlanmasi igin ¢esitli risk
kavramlart gelistirilmistir. Risklerin kategorilestirilmesi risk yonetimi asamasinda yon
gosterici olabilmektedir. Asagida bir faaliyetin icerdigi risklerden bahsetmek icin yaygin
olarak kullanilan bazi risk kavramlar1 verilmistir.

e Risk istam

Risk istah1, COSO™ Kurumsal Risk Yénetimi’nde “Bir kurumun stratejik hedeflerine
ulagsmak icin almak istedigi (almayi kabul ettigi) risk miktar1” olarak tanimlanmaktadir
(COSO, 2017:19). Bir organizasyonda karar vericilerin, hem yiiriittiikleri organizasyonlar
hem de bireysel operasyonlari i¢in koyduklarin hedeflere ulasmak igin kendilerince ne kadar
riskin kabul edilebilir oldugunu bilmesi gerekmektedir. Organizasyon koydugu hedeflere

ulagmak icin bir strateji gelistirmelidir. Bu stratejiyi belirlerken organizasyonun faaliyetlerini

15 The Committee of Sponsoring Organizations of the Treadway Commission
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icra ederken karsilasabilecegi riskleri tanimlamali, dikkate almali ve risk istahinin sinirlarinm
iyl hesaplamalidir. Kuruluslar sektorlerine, kiiltiirlerine ve hedeflerine ya da farkli zaman
dilimlerine bagli olarak farkli risk istahlarina sahiptirler. Bir organizasyondaki her faaliyet
icin ayr1 ayr1 hesaplanan risk istahi siirekli olarak izlemeye ve degerlendirilmeye alinmalidir

(Rittenberg ve Martens, 2012).

Kavramsal olarak risk istahinin az olmasi demek bir kurumun o faaliyet igin risk alma
isteginin az olmas1 demektir. Ornegin havalimani isletmeciliginde, ¢alisan saglig1 ve giivenlik
konusunda isletmeci tarafindan iistlenilmek istenen risk minimum olmalidir. Yani giivenlik
konusunda risk istahinin ¢ok az olmas1 demek giivenlik ile ilgili herhangi bir riske isletmenin
tahammiiliiniin ¢ok az olmas1 demektir. Diger yandan farkli bir organizasyonda biiyiime, yeni
bir hizmete veya yeni bir piyasaya giriste risk istahinin fazla olmasi stratejik biiylimede

atilmasi gereken bir adimdir.

Kurumlar i¢in genel kabul gorebilecek standart bir risk istah1 modeli
bulunmamaktadir. Bu yiizden kurumlar kendi risk istahin1 belirlemek igin gesitli unsurlara
bakmaktadir. Bu unsurlardan bazilar1 kolaylastirici tartismalar, eski ve mevcut performans
hedeflerini gozden gecirme, modelleme, stratejik, finansal ve operasyonel parametreler, risk
profili, risk kapasitesi, kurumsal risk yonetimi yetenekleridir. Yonetim tarafindan goze
alinmaya deger riskler, yonetim kurulu tarafindan onaylanmaktadir. Boylelikle tim

operasyonlar risk istahi 1s1ginda siirdiiriilmektedir (COSO ERM, 2004).

Risk istahi, organizasyonun faaliyetlerine yoneltilen 6zel sorularla ve risk haritalartyla

bulunabilmektedir.

e Risk Toleransi
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BS31100 (British Standards, 2008)’a gore risk toleranst “Kuruluslarin hedeflerine
ulasmak icin risk yonetiminden sonra, kalan riski tasimaya hazir olmalart” olarak

tamimlanmaktadir. Bu standarda goére risk toleransi yasal veya diizenleyici gerekliliklerle

sinirlanabilmektedir (BS31100: 2008; IRM, 2011).

Risk istahi risk arayisi ile ilgiliyken risk toleranst bir kurumun gercekte ne kadar risk
tastyabilecegi ile ilgilidir. Baska bir deyisle risk yonetiminin ardindan arda kalan risklerin ne
kadarinin tolere edilebilecegi ile ilgili bir kavramdir. Risk toleransi genellikle yas, gelir ve

finansal hedeflere gore degismektedir.

e Risk Kapasitesi

Risk kapasitesi organizasyonun hedeflerine ulagsmak i¢in yatirimcinin almak zorunda
oldugu maksimum risk miktaridir. Baska bir deyisle bir organizasyonun ne kadar biiytik bir
sarsintiya dayanabileceginin smiridir. Bu hedeflere ulasmak i¢in gereken geri doniis
oranlarmni, nakit miktarini, zaman gergevesini ve gelir gereksinimlerini inceleyerek tahmin
edilebilmektedir (Bozkurt, 2010). Organizasyonun risk kapasitesini bilmesi risk istahini
bulabilmesine de yardimct olur ki bu da risk analizinde ve gelecekte verilecek kararlarda

olduk¢a 6nemli bir rol oynamaktadir.

e Risk Senaryosu

Risk senaryosu analizlerinin amaci gelecege yonelik senaryo analizleri ¢ikarmaktir. O
zamana kadar meydana gelmemis yiiksek olasilikli olaylarin analizlerini yapabilmek igin
olayin risk senaryosuna dahil edilmesi ¢ok miithimdir. Senaryolar olas1 olaylar dizisi olarak
tanimlanabilmektedir. “Farz edelim ki...” diye baslayan ciimlelerle tiim olas1 olaylarin

senaryoya dahil edilmesi gerekmektedir. Risk senaryolari hazirlanirken personel birimleri
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baskanlari, risk yonetimi, bilgi teknolojisi, hukuk isleri, sigorta veya i¢ denetim gibi

uzmanlarin bilgilerine bagvurulmaktadir (Oesterreichische Nationalbank, 2006).

Risk senaryosu her faaliyetin olasi bilesenlerini (i¢sel ¢evre faktorleri, dissal gevre
faktorleri, risk yonetimi kapasitesi vb.) ayn1 anda diisiiniip her risk i¢in bir senaryo olusturmak
anlammna gelmektedir. Her bir kombinasyonu ger¢ek¢i olarak degerlendirmek ve risk

senaryosuna dahil etmek gerekmektedir (Fischer, CISA, CrISC, CPA; 2011).

Ornegin bir havalimaninda yolcu bagaj bandinin arizalanmasi senaryosu gibi olasilig
yiiksek risk kategorisine girebilecek bir durum i¢in de senaryo analizi yapilabilmekte,
havalimaninin yakinlarinda bir yanardag varsa yanardag patlamasi gibi olasiligi oldukga
diisiik ama etkisi ¢ok yliksek risk kategorisine girebilecek bir durum icin de senaryo analizi
yapilabilmektedir. Boylelikle mevcut senaryodaki her bir durum igin proaktif énlemler alarak

riskin organizasyona etkisi diisiiriilebilmektedir.

e Artik Risk

Yonetimin riskle basa ¢ikma cabalarindan sonra arda kalan toplam risk artik risk
olarak tanimlanmaktadir. Artik risk kabul edilebilir risk ile tanmimlanamayan risklerin

toplamindan olusmaktadir (FAA, 2000).

Artik risk mevcut tiim risklere yonelik yapilabilecek tiim kontrol ydntemleri
yapilmasina ragmen olusma ihtimali olan riski ifade etmektedir. Baska bir deyisle riskin

gergeklesme olasiliginin azaltilamayacagi risktir (COSO ERM, 2017: 33-34).

e Risk Algis1
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Risk algis1 insanlarin risklere karsi takindigi tutum olarak ifade edilmektedir. Algiy1
olusturan daha 6nce yasanilan deneyimler, o konuyla ilgili bilgi diizeyi, sezgisel ve kiiltiirel

yaklasimlardir. Kisaca risk algisi tehlikeyi tanimakla olusmaktadir.

Risk algisinin olusma siireci ve keskinligi tehlikenin biiytlikliiglintin farkina varilmasi
ve o konu ile ilgili bilgi ve bilin¢ diizeyine baglhdir. Bir olaya kars1 olusturulan risk algist o
riskin ortaya ¢ikma ihtimaline karsi olusmus endise diizeyi ile 6l¢iilebilmektedir (Douglas,

1992).

e Operasyonel Risk

Operasyonel risk organizasyonun calismas: ile ilgili olabilecek kayiplar olarak
nitelendirilebilmektedir. Ancak kapsamli ve tek bir tanim bulmak bu kavram igin yetersiz
kalmaktadir. Ornegin finansal kurumlar agisindan degerlendirildiginde kredi veya piyasa
riskleri altinda siniflandirilamayan tiim risklere operasyonel risk denilmektedir (Geiger, 2000:
4; Boyacioglu, M. A. (2002)). Baska bir tanima gore operasyonel risk, yetersiz ve basarisiz
icsel stireclerden, personel ve sistemlerden ya da dissal olaylardan kaynaklanan dogrudan

veya dolayl zarar riskidir (Basel Komitesi, 2001a: 2).

e Risk Kiitiigii

Organizasyonun risk istahi, risk kapasitesi, risk yonetimi ile ilgili tim belgelerin

toplandig1 yerdir (Bozkurt, 2010).

e Dogal Risk

Dogal risk; organizasyonun risk yonetiminde etki ve olasiligin1 degistiremedigi,

organizasyonun biinyesinde var olan risktir (COSO ERM, 2017).
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e Risk Kiiltiirii

Risk kiiltiirli organizasyonun pargast olan ve ortak hedeflere sahip kisiler tarafindan

paylasilan risk, deger, inang, bilgi, tutum ve anlayisi tanimlayan bir terimdir (www.theirm.org).

Organizasyonun her tiirli alt faaliyetinden kaynakli risklerin tanimlanip risk

yonetimine dahil edilmesi operasyonel riskleri azaltici proaktif bir dnlemdir.

2.3 RiSK YONETIMi

Organizasyonun faaliyetleri esnasinda giindeme gelebilecek riskler i¢in bir yonetim
anlayisinin  tasarlanmasi, uygulanmasi, izlenmesi, gozden gecirilmesi ve devaml
iyilestirilmesi igin bir dizi bilesenler kiimesine risk yonetimi adi verilmektedir (ISO: Guide

73/2009).

Risk yonetimi kavraminin ge¢misi 2. Diinya Savasindan sonrasina dayanmaktadir.
Risk yonetimi ilk baslarda bireyleri veya sirketleri olast kazalarin sebep olabilecegi
kayiplardan korumak icin yapilan piyasa sigortasi ile iligkilendirilmistir (Harrington ve

Niehaus, 2003; Dionne, 2013).

[lk piyasa sigortast 1730°da Japonya’da piring fiyatlar iizerine yapilan vadeli islemdir.
Daha sonra piyasa sigortaciligi giderek yaygimlagmistir. 1952 yilinda Markowitz’in “Portfoy
Se¢imi” makalesinin yayimlanmasi risk yonetimi kavraminda farkindalik yaratmistir. Boylece
s0z konusu piyasa sigortaciliginin tiim risklerden korunmak i¢in yeterli olmadig1 anlasilmis ve
alternatif risk yonetimi arayislar1 baglamigtir. Mehr ve Hedges (1963) ve Williams ve Heins
(1964) tarafindan yaymmlanan kitaplar ilk risk yonetimi kitaplaridir. Mehr ve Hedges, 1963

yilinda yaymnladiklari kitapta; risk yonetimini, piyasa riskleri, finansal a¢idan riskler ve liretim
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riskleri olmak iizere 3 baslik altinda incelemis ve risk yonetimi kurallarimi tanimlamustir.
Alternatif arayiglar sonucunda miihendisler teknolojik ve operasyonel risk yonetimi modelleri
gelistirmistir. Bunlara ek olarak politik risk, stratejik risk, yatirim riski gibi tiirevler zamanla
ortaya cikmustir. 1970’lerde sirketler finansal risk yonetimine yogunlasirken 1980’lerde

uluslararasi risk diizenlemeleri hizla artmistir (Dionne, 2013).

Risk diizenlemeleri ve risk yonetiminin standartlagtirilmasi iizerine ¢aligmalar diinya
iizerinde birgok yerde hemen hemen ayni zamanlarda baglamistir. 1995 yilinda ilk versiyonu
yaymlanan AS/NZS 4360 Avustralya ve Yeni Zelanda Risk Yonetimi Standartlart risk
yonetiminin diizenlenmesi ve standartlastiriimasi ile ilgili genis ¢apli ¢alismalarm ilkidir. ilk
versiyonun revize edilmis hali 1999 ve 2004 yillarinda yayinlanmistir. Bu standart, riski “bir
sirketin hedefleri tizerinde etkisi olabilecek herhangi bir seyin olma ihtimali” olarak
tamimlamigtir. Risk yonetimini ise “organizasyonun yénetimin koydugu hedeflere ulagmasini
aksatacak zararll etkilerle miicadele ederken bir yandan firsatlart gorebilme kiiltiiriiniin
olusturulmasi” olarak tamimlamistir. S6z konusu standart, risk yonetimini Risklerin
Tanimlanmasi, Risk Analizi, Risk Olgiimii, Risklerin Giderilmesi ve Izleme Faaliyetleri diye
alt bagliklara bolmiistiir. 2009 yilinda son olarak bu standardin, ISO 31000 Risk Yonetimi
Standardina adapte edilmesi karari alinmistir. Yine 2004 yilinda COSO “Kurumsal Risk
Yonetimi-Entegre Cergeve” adli g¢ercevesini yayinlamistir. Britanya Standartlar Enstitiisii
2008 yilinda “BS 31100 Ingiltere Risk Yonetimi Standardi” adiyla Britanya’nim ilk risk
yonetimi standardini yayimlamistir. Bu standart ile risk yonetimine genel bir gergeve
cizilmesi, standartlastirilmasi ve risklere proaktif bir sekilde cevap aranmasi, risk yonetimine

makul bir giivence saglanmas1 hedeflenmistir (Ozbek, 2012).

Risk yonetimi tarihine bakildiginda hemen hemen ayni1 dénemlerde farkli kurumlar ve

farkli organizasyonlar tarafindan c¢ikarilmis bircok standardin var oldugu goriilmektedir.
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Ozellikle 2000’li yillarin basinda risk ydnetimi ve kurumsal risk ydnetimi konusu diinya
genelinde ilgi goérmiis, risk yonetimi standardi sirketin sadece mali boyutunu degil aym
zamanda her faaliyetine ayni1 derecede hassasiyetle yaklasan bir ¢er¢eve haline gelmistir. Risk
yonetiminin kurumsallagmasi organizasyonun her bir faaliyetinde risk yonetiminin tartigilmasi
demektir. Burada yonetim kurulunun {izerine diisen gorev daha ayrintili anlatilmakla birlikte

risk yonetiminde uyulmasi gereken temel kurallar ve siire¢ aynidir.

2.3.1 COSO ERM - KURUMSAL RiSK YONETIiMi

COSO hileli finansal raporlamaya yol acabilecek nedenleri inceleyen bagimsiz bir 6zel
sektor girisimi olan Hileli Finansal Raporlama Ulusal Komisyonu'na sponsor olmak igin
1985'te kurulmustur. Daha sonra diizenleyiciler, egitim kurumlari kamu sirketleri ve bagimsiz
denetgiler i¢in danismanlik niteliginde Oneriler gelistirmistir. COSO'nun hedefi birbiriyle
iliskili ti¢ konuyla ilgili diisiince liderligi saglamaktir. Bu {i¢ konu: Kurumsal Risk Y 6netimi
(ERM- Enterprise Risk Management), i¢ Kontrol ve Hileli Islemlerde Caydiriciliktir. COSO
ilk olarak 1992’de diinya genelinde en fazla uygulanan fakat 2014 yilinda yiiriirliikten
kaldirilan “I¢ Kontrol - Entegre Cergeve™’yi yaymlamustir. Yaymladigi i¢ kontrol
rehberlerinde risk yonetimine i¢ kontrol basliginin altinda kisaca yer veren COSO, daha sonra
“Kurumsal Risk Yo6netimi” ni yaymlamistir. COSO 2004 yilinda yayinlanan “Kurumsal Risk
Yonetimi-Entegre Cergeve” 2017 yilinda “Kurumsal Risk Yonetimi - Strateji ve Performans

ile Entegrasyon” un yaymlanmasiyla giincellenmistir (Www.c0S0.0rg).

2004 yilinda biiyiik ilgi goren Kurumsal Risk Yonetimi- Entegre Cerceve 2017 yilinda

revize edilip tekrar yaymlanmistir. 2017 yilinda yayimlanan kurumsal risk yonetimi
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cergevesinde hem isim hem de yapi degismistir. Yeni ger¢evede 5 adet bilesen ve bunlara

iliskin 20 adet prensip belirlenmistir (COSO - Executive Summary, 2017).

e Birinci bilesen; yonetisim ve Kiiltiir: Risk yonetimini Yo6netim Kurulunun kurmasi
gerekliligi, operasyonel yapilarin kurulmasi, 6z degerler, risk kiiltiirii ve personel bu
bilesendedir.

e Ikinci bilesen; strateji ve hedef belirleme: Is ortami analizi, risk istahi, stratejiler ve
is hedefleri bu bilesenin alt kategorisidir.

e Uciincii bilesen; performans: Risklerin belirlenmesi ve risk evreninin ¢ikarilmast,
siddetinin Ol¢iilmesi ve onceliklendirilmesi, risklere cevap verilmesi ve portfoy bakis
acist gelistirilmesi bu asamadadir.

e Dordiincii bilesen; gozden gecirme ve diizeltme: Onemli degisimlerin takibi,
risklerin gézden gegirilmesi, iyilestirmeler bu kategoridedir.

e Besinci bilesen; bilgi iletisim ve raporlama: Bilisim sistemlerinden faydalanma,
riske dair bilgilerin ilgili kisilere paylasilmasi, raporlama bu bilesen altinda

degerlendirilmektedir.

Kurumsal risk yonetimi {ist yonetim tarafindan yonetilmektedir ve bu risk yonetim
modeli organizasyonun Kkiiltiirii, stratejisi ve siiregleri i¢ine yerlesik bir modeldir ve

organizasyonun tiim faaliyetlerine entegre edilmektedir (Curkovic, Wagner, Scannell; 2015).

2.3.1.1 i¢ Cevrenin Analizi

COSO risk yonetiminde baslangic olarak i¢ ¢evrenin analizini ele almistir.
Organizasyonun risk yonetimine bakis agis1, risk istah1 ve kiiltliri, organizasyonun
biitiinltigli, etik degerleri, yeterliligi ve organizasyonun her basamaginin yetki

sorumluluklarinin net bir sekilde ayirt edilmis olmasi i¢ ¢evrenin ic¢ine aldigi konulara
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ornektir. Bu unsurlarin risk yonetim siirecinin baslangicinda agiklanmasi ve organizasyon
tarafindan benimsenmesi organizasyonun risk yonetiminde ne kadar basarili olacagin
belirlemektedir (COSO-ERM, 2004). Ozellikle énceki yillara ait olan risk istah1 ve risk
kiltiriiniin  degerlendirilmesi bu asamada yapilmaktadir. Var olan risk istahinin
degerlendirilmesinin ardindan eger risk istahi ¢ergevesinde bir degisiklige ihtiyac olursa bu
sonraki agsamada ele alinacaktir. Bu bakis agisiyla hareket eden organizasyonlar kendilerine

has risk yonetim felsefesini olusturabilmektedir.

Organizasyonun i¢ g¢evresinin taninmasi, var olan risk istahinin ve risk kiltiiriiniin

belirlenmesi ve ardindan hedeflerin belirlenmesi gelmektedir.

2.3.1.2 Hedeflerin Belirlenmesi

Her faaliyet i¢in ayr1 ayri hedefler belirlenmektedir. Cogunlukla buna stratejik hedefler
denmektedir. Bu hedeflere ulasma ¢abasi operasyonun her faaliyeti igin temel
olusturmaktadir. Her faaliyet i¢c ve dis cevreden gelebilecek ¢esitli risklerle karsi karstyadir.
Risk yonetiminin temel amact en basta sdylenildigi gibi organizasyon hedeflerine ulagmada
karsilasilabilecek engellerin yaratabilecegi zarart minimuma indirgemektir. Bu hususta 6nemli
olan organizasyonun misyonunu kuracagi stratejik hedeflerle iligkilendirme ve stratejik
hedefleri de organizasyonun risk istah1 ve risk toleransi ile uyumlu hale getirebilmektir

(COSO ERM, 2004).

Bu cok yonlii etkilesimi basarili bir sekilde diizenlemek gerekmektedir. ilk 6nce
stratejik hedefler kurulmali, daha sonra bu hedeflere ulasmak igin alternatif yollar bulunmali
ve her bir yol i¢in farkli risk istahlar1 olusturulup bunlarin sonuglart analiz edilmelidir. Strateji
belirleme ve alternatif yollar i¢inden en iyisini se¢me siirecinde senaryo analizi, modelleme ve

stres testi kullanilabilmektedir. Stratejik hedefleri belirlerken g6z 6niine alinan bir diger unsur
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risk toleransidir. COSQO’ya gore risk toleransi, hedeflerin basarisina gore kabul edilebilir

degiskenlik seviyeleridir (COSO ERM, 2004;13-20).

Faaliyetleri yiiriitiirken kurulan risk toleransina sadik kalmak, organizasyonun risk
istah1 icinde kalmasma daha fazla giivence saglamaktadir. Ornegin sayisal olarak ifade
edilebilen bir hedefin degeri %90 performans ise ve organizasyon toleransini %87-%91 olarak

belirlemis ise bu araliklarda kalmak risk yonetiminde 6nemli bir kriter olusturmaktadir.

Goriildiigii lzere stratejik hedef, misyon, risk istah1 ve risk toleransi birbiriyle
baglantili unsurlardir. Hepsinin bir biitiin halinde diisiintilmesi risk yOnetiminde

organizasyona katki saglayacaktir.

Hedeflerin belirlenmesine kadar olan siire¢ organizasyonun kendini tanimasina
yonelik adimlardir. Bu adimdan sonra olaylarin tamimlanmasi vardir ki burada artik

organizasyon icsel ve dissal gevre ile ilgilenmeye baslamaktadir.

2.3.1.3 Olaylarin Tanimlanmasi

Olaylarin tanimlanmasinda organizasyon, kendi faaliyetleri i¢in kurdugu hedeflere
ulagmada olumsuz etki yaratabilecek unsurlari risk olarak, olumlu etki yaratabilecek unsurlar
ise firsat olarak degerlendirecektir. Bu agsamada risklerin ve firsatlarin ortaya ¢ikmasina neden
olacak i¢ ve dis cevre dikkate alinacaktir. I¢ ¢evreden kasit organizasyon yapisi, personel, is
stirecleri ve teknolojiyken, dis c¢evreden kasit ekonomi, dogal ¢evre (dogal afetler vb.),

politika ve toplumdur.

Risk ve firsatlarin ortaya ¢ikarilmasinda bazi teknikler kullanilmaktadir. Atdlye

caligmalari, roportajlar, anketler, siire¢ akis analizi, kayip veri iz siirme, stres tetikleyici,
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olaylarin baglangi¢ gdstergelerini kullanarak olaylar1 tanimlama, balik kilgig1 semalar1 olarak

da bilinen olay agaci semalar1 bunlara 6rnektir (COSO ERM, 2004; 21-32).

Olaylarin tanimlanmasi yapilip riskler ve firsatlar belirlendikten sonra risklerin

degerlendirilmesi asamasina gegilmektedir.

2.3.1.4 Risklerin Degerlendirilmesi

COSO’ya gore risklerin degerlendirilmesinin temelinde potansiyel risklerin ve
firsatlarin  hedeflere ulagmasi ftizerindeki etkisinin belirli bir olgekte degerlemesi
gerekmektedir. Genellikle bu 6lgek risk ve firsat olarak goriilen olaylarin meydana gelme

olasiligi ile oldugu zaman hedefi etkileme derecesinin kombinasyonuyla dl¢tilebilmektedir.

Degerlendirme asamasinda ilk olarak organizasyonun dogal risk ve artik risk ayrimi

yapilmaktadir.

Tim riskler tespit edildikten sonra risk degerlendirmesinin nicel veya nitel olarak
yapilmast gerekmektedir. Bunlarin birlikte kullanilmast da mimkiindiir. Organizasyonun
yapisina gore hangi 6l¢eklendirmenin uygun olacagi se¢ilmektedir. Nicel dl¢ceklendirme nitel
ol¢eklendirmenin miimkiin olmadig1 durumlarda ve organizasyonda karsilastirilabilir sayisal
verilerin oldugu durumlarda en iyi degerlendirme metodu olurken nitel dlgeklendirme daha
karmasik faaliyetleri ifade etmek i¢in kullanilmaktadir. Nicel 6lgiimler daha objektifken nitel
Olciimlerde risk degerlendirmesi daha cok ilgili bireylerin bilgi ve potansiyel olaylara kars
algisina bagli oldugundan daha stibjektif kabul edilmektedir. COSO’ ya gore 6l¢eklendirmeler
icin nominal, aralikli, oransal ve sirali 6lgtimler kullanilabilmektedir (COSO ERM; 2004, 38-

53).
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1. Nominal 6l¢iim iki unsuru karsilastirilabilecek ortak bir kriterin olmadigi 6l¢iim
seklidir. Baska bir deyisle biri digerinden daha fazla ya da daha az degildir. Ekonomi,
teknoloji, ¢evresel kategorilere uygulanabilmektedir.

2. Aralikh olgiim sayisal olarak esit mesafeli Olgekle tanimlanabilen bilgiler igin
kullanilmaktadir.

3. Oransal dl¢iim olaylarin belirli oranlarla ifade edebilir sekilde siralanabilmesidir.

4. Swrah olgiim olaylarin 6nem sirasina gore yiiksek, orta veya diisiik gibi etiketlerle

veya bir 6l¢ek boyunca sirayla listelenmesidir.

Niteliksel Olglimlerde ¢ogunlukla sirali 6l¢eklendirme kullanilmaktadir. Olasilik
cogunlukla sirayla; ¢ok disiik, diisiik, orta derecede, yiiksek, ¢ok yiiksek olarak ifade
edilebilirken etki sirayla; 6nemsiz, kiigiik, orta, biiyiik, ¢ok biiyiik seklinde ifade edilmektedir.
Bu ifadelerin hangi anlama geldigi 6rnegin “etkisi” orta dereceli demenin neleri kapsadigi
organizasyon tarafindan onceden belirlenmektedir (COSO ERM 2004; 36-37). Genellikle
Olgeklerdeki degerler; en kiigiik degere veya 6nemsiz degere 1 rakami verilerek 1’den 5’e
kadar ifade edilmektedir. Sayisallastirilan bu degerler riskin olasilik ve etkisinin
kombinasyonu seklinde ifade edilmesine yardimci olmaktadir. Ornegin bir riskin olasiligi
disiik, etkisi de orta derece secildiyse diislik olasiligin sayisal ifade bigimi 2, orta derece
etkinin sayisal ifadesi 3 olarak tanimlanmaktadir. Yani riskin organizasyon igin
sayisallagtirilmis  hali 2x3=6’dir. Boylelikle tiim riskler arasinda bir Oncelik sirasi
yapilabilmektedir. Bu degerlendirme yontemi daha sonra deginilecek olan 5x5°lik risk

matrisinde rahatlikla kullanilabilmektedir.

Niceliksel dlgiimlerde genellikle aralikli veya oransal dlgtimler kullanilarak olasilik ve
etkinin degeri belirlenmektedir. Burada 6nemli olan karsilagtirma yapabilmek icin igsel ve

digsal kaynakli bilgiyi yeterli seviyede toplayabilmektir. Niceliksel teknikler riski tahmin
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etmek igin yeterli bilgi mevcut oldugunda kullanilabilmektedir ve 3 alt teknikle

bulunmaktadir. Bunlar; olasiliksal, olasilik dis1 ve kiyaslama teknikleridir.

1. Olasihik temelli teknikler risk altinda olgtimleri, deger kaybi1 6l¢iimleri ve geriye
doniik  testler olmak iizere simiflandirilabilmektedir. Istatistiksel ~ verilere
dayanmaktadir ve istatistiki grafiklerle cesitli varsayimlara dayanan olasilik ve etki
olgme teknigidir. Dogru ve yeterli veriler ile istatistiki grafikleri kullanarak ¢ikarimda
bulunulmaktadir. Genellikle;

e Risk altinda 6l¢iimleri, risk altindaki nakit akisi, kazanclar gibi finansal
risklerin degerlendirilmesinde kullanilmaktadir.

o Deger kaybi dlgiimleri, operasyonel veya kredi kaybi dagilimlari
tahminleri, satis uygulamalari, yetkisiz faaliyetlerin tanimlanmasi, sug
ve suiistimal faaliyetleri gibi herhangi bir kayip s6z konusu oldugunda
yiriitiilen, ¢ogunlukla operasyonel risk basligi altinda hesaplanan bir
istatistiksel tekniktir.

o Geriye doniik testler, genellikle risk yonetiminden sonra daha 6nceden
hesaplanan risk altindaki unsurlarin son durumunu goérmek igin
periyodik olarak karsilagtirilmasimnimn yapildig: testlerdir. Yine finansal
kurumlarda siklikla kullanilmaktadir.

2. Olasiik dis1 teknikler potansiyel bir riskin veya firsatin, dagilimsal varsayimlarina
dayanarak etkisini Olgmek i¢in kullanilmaktadir. Burada olayin olasiligi ile
ilgilenilmez. Dolayisiyla bu teknikleri kullanmak olasiligt ayr1 diistinmeyi
gerektirmektedir. Bu tekniklerden bazilari; duyarlilik analizi, senaryo analizi ve stres
testidir.

e Duyarlilik analizi, operasyonun faaliyetlerinde meydana gelebilecek
potansiyel olaylardaki normal veya rutin degisikliklerin etkisini
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degerlendirmek i¢in kullanilmaktadir. Duyarlilik 6lgtimleri bir veriyi
ekleme veya cikarma islemi ile degisimine bakilip kolaylikla tahmin
edilebilecek sayisal veriye sahip faaliyetler i¢in uygundur.

e Senaryo analizi bir veya birden fazla olayin hedef {izerindeki etkisini
degerlendirmek ig¢in yaygin olarak kullanilmaktadir. Cogunlukla
organizasyonlarin stratejik planlama asamasinda koyduklar1 hedefe
ulagmak i¢in sahip olduklar alternatif yollardan en iyisini se¢gmek adina
senaryo analizi yapilmaktadir. Her durum igin baslangigtan son
asamaya kadar senaryo analizi yapilabilmektedir.

e Stres testleri, faaliyetler tlizerinde asir1 etkisi olabilecek olaylar
degerlendirmek icin kullanilmaktadir. Bagka bir deyisle senaryo analizi
gibi olabilecek her tiirlii normal degisikliklere odaklanmak yerine bir
olayin asir1 kosullar altindaki etkisini 6l¢meyi hedeflemektedir. Burada
hedef diisiik olasilik ve yiiksek etki olaylarini incelemektir. Bu teknik
genellikle biiyiik kayiplardan kaginmak i¢in kullanilmaktadir. Doviz
kurundaki hareketliligin faaliyetler {izerindeki baskisini hesaplama buna
ornek verilebilmektedir.

3. Kiyaslama Teknigi Baz1 organizasyonlar olasilik ve etkinin dl¢iilmesinde veya riske
nasil cevap verilecegi hususunda kendi i¢inde farkli faaliyetlerle kiyaslama
yapabilecegi gibi diger kuruluslarin deneyimlerine bakarak da bir kiyaslama

yapabilmektedir.

Tiim bu tekniklerde bulunan riskleri sayisallastirmak tamamen organizasyona baglhdir.
Bazilar1 1°den 5’e kadar veya {ist sinir1 arttirarak 7’ye kadar bir dlgeklendirme kullanirken
bazilar1 degerleri yiizde olarak gdstermeyi tercih etmektedir. Bazilar1 ise para birimlerinden

cikmadan aralikli 6l¢iimleme ile degerlendirme yapmaktadir. Sonugta risklerin kendi i¢inde
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onceliklendirilmesini saglayacak ve faaliyetin verilerine uygun olacak sekilde bir kistas
belirlemek gerekmektedir. Ancak verileri karsilastirma yapmak ig¢in uygun bir teknik

secildiginde dogru ve etkin bir siralama ve degerleme yapilabilmektedir.

Riskler sayisallagtirildiginda takibinin kolay ve anlasilir olmasi1 acisindan
grafiksellestirilmesi tercih edilmektedir. Risk haritalari (1s1 haritalar1) veya risk matrisi en ¢ok

kullanilan grafik teknikleridir.

2.3.1.5 Riske Cevap Verme

Risk degerlendirmesinde tiim riskler olasilik ve etki unsurlar1 dahilinde 6nem sirasina
gore dizildikten sonra risklere cevap verilmesi agamasina gegilmektedir. COSO’ya gore riske

cevap verme 4 sekilde olmaktadir (COSO ERM; 2004, 55-62).

¢ Riskten kacinma: Organizasyonun Ongordiigii riskleri kabul etmektense riskli
faaliyeti hi¢ gerceklestirmemesidir.

e Riski azaltma: Risk yonetimi siirecinde 6ngoriilen risklerin etki veya olasiligini ya da
her ikisini birden azaltma islemleridir.

e Riski paylasma: Olas1 risklerin etkilerini bagkalar1 ile bolinmesidir. Boylelikle
faaliyet muhtemel riskten daha az etkilenmektedir.

e Riski kabul etme: Organizasyonun risk istahi icinde kalmasi sartiyla olasi risklerin
kabul edilmesi baska bir deyisle herhangi bir aksiyona gecilmeden riskin iistlenilmesi

demektir.
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2.3.1.6 izleme

Risk yOnetimi sistemi ve siireci daima izlenmeli ve gerektiginde degistirilmelidir. Bu
cergeve ¢ok yonli bilesenlere sahip oldugundan risk yonetimi ile ilgili geri bildirim ve riski

azaltma eylemlerinin 6nemi biiyiiktiir (IRM, Registered in England Number 2009507).

Maruz kalinabilecek riske karsi takinilan tutumun basarili olup olmadigi burada takip
edilmektedir. Eger istenilen sonug¢ elde edilmezse tekrarlanan bir degerlendirme ile yonetim

sistemi siirecine yeniden dahil edilebilmektedir.

2.3.2 1SO 31000 ULUSLARARASI STANDARTLAR KURUMU - RiSK YONETIMI

STANDARDI (2009)

ISO 31000 Uluslararasi Standartlar Kurumu - Risk Yonetimi Standardi 2009 yilinda
genis bir komite tarafindan Avustralya ve Yeni Zelanda risk yonetimi standartlarini (AS/NZS
4360 Avustralya / Yeni Zelanda Risk Yonetimi Standardi (1995 - 1999 - 2004)) temel alarak
yayimlanmistir. ISO 31000 Risk Yonetimi Standartlart risk yonetiminin kurulmasi, analizi,
uygulanmasi, izlenmesi gibi risk yoOnetiminin organizasyonel agidan yiiriitilmesindeki

kistaslar1 anlatan bir ¢er¢ceve sunmaktadir.

ISO 31000°¢ gore tiim organizasyonlar kendilerince risklerini yonetmektedir fakat
uluslararasi standartlar risk yonetimine birgok ilkeyle bir ¢erceve olusturarak organizasyonun
risk yonetim anlayisini gelistirmeyi amaglamaktadir. ISO’ya gore sirketlerin kendilerine has
risk yOnetimi olusturmasindan ziyade siireclerin tutarli oldugu, tim sektorlerde
kullanilabilecek belirli kurallarla ¢izilmis bir ¢er¢evenin benimsenmesi ¢ok daha yararhdir.
Uluslararas1 Standartlar farkl sirketlerdeki herhangi bir risk tiiriinii seffaf, sistemli, giivenilir
bir sekilde ortak bir kapsam icinde yonetmeyi hedeflemektedir. Bu, organizasyonun o6zel

amaglariin goz ardi edilmesi anlamina gelmemektedir ciinkii bu standartlar her faaliyette
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kullanabilecek genis kapsamli bir gergeve ¢izmeyi hedeflemektedir. Risk yonetimi ile ilgili
diizenlemelerin standartlastirilmasiin daha birgok faydasi vardir. Ornegin organizasyona
hedeflere ulasma konusunda yardimci olmakta, proaktif risk yonetimini tesvik etmektedir

(1SO 31000, 2009 first ed.).

Risk yonetiminde risk yonetim siireci yonetimin goézetim ve sorumlulugunda
olmalidir. ISO 31000’ e gore risk yonetiminin 11 adet prensibi vardir ve bu prensipler risk
yOnetimi sisteminin kurulmasi i¢in temel olusturmaktadir. Risk yOnetimi sisteminde risk
yonetiminin nasil uygulanacagi ISO 31000 igerisinde yer alan siire¢ tablosunda

gosterilmektedir.

2.3.2.1 igerigi Belirleme

Risk yonetiminin en basinda, siire¢ boyunca goz oniinde bulundurulacak i¢ ve dis
faktorleri tanimlamak ve risk yonetimi politikasi i¢in kapsam ve risk kriterlerini belirlemek ilk
adimdir. I¢ faktorler icin organizasyon yapisi, yonetimdeki roller, hesap verebilirlik diizeyi,
amaglar, stratejiler, kapasite, kaynak kullanimi, bilgi akisi, karar verme mekanizmasi, i¢ ve
dis paydalarla iligkiler gibi organizasyonun igerisinde yiiriitiilen ¢aligmalar g6z Oniine
alimmaktadir. Dig faktorler i¢in ise finansal, teknolojik, politik ve rekabetci cevre ile
organizasyonun hedefleri lizerinde kilit faktdrler olan ulusal ve uluslararasi her tiirlii iligkilere

bakilmaktadir.

2.3.2.2 Riskin Tanmimlanmasi

Riskin tanimlanmas1 organizasyonun hedeflerini ger¢eklestirmesinde karsilasabilecek
firsatlarin ve tehditlerin tanimlandigi asamadir. Firsatlarin ve tehditlerin tanimlanmasi

organizasyonun i¢inde barindirdigi belirsizligin azaltilmasina yardimci olmaktadir.
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Risk belirlerken oldukg¢a genis kapsamli diistinmek ve tiim olas1 riskleri tanimlamak,
risk yonetim siirecinin bagsariya ulasmasinda 6nem arz etmektedir. Burada amag¢ hedeflere
ulasmada her tiirli avantajli veya dezavantajli olaylar1 igeren kapsamli bir risk listesi

olusturmaktir.

Organizasyonun risk algist ve gecmis deneyimlerini i¢eren varsa istatistiklerinden yola
cikarak olasi tiim risklerin belirlenmesi gerekmektedir. Eger organizasyonun bir risk kiitiigii
varsa gecmis risklerden yola ¢ikarak bir dngoériide bulunulabilir fakat sadece ge¢mis risklere
bakmak gelecekte olasi risklerin tanimlanmasina mani olabilmektedir. Bu sebeple ¢esitli risk
belirleme yontemleri gelistirilmistir (ISO 31000:2009(E)). Tiim risk belirleme yontemlerinin
ortak amaci, hedeflerin gergeklestirilmesine pozitif veya negatif bir etki yaratabilecek tiim
olasi riskleri ortaya ¢ikarmaktir. Risk belirleme asamasinda risk listesi olusturulduktan sonra
risk senaryolarinin olusturulmasi ¢ok daha etkili olacaktir. Bdylelikle, olas1 risklerin

getirebilecegi sonuglar agik bir sekilde goriilebilmektedir.

Cesitli Risk Belirleme Teknikleri

Bir organizasyondaki risklerin farkina varilmasi ve risk algisinin olusturulmasi riskleri
belirleme ve sonrasinda aksiyona ge¢mede Onemli bir rol oynamaktadir. Organizasyonun
hedeflerine ulagmasini engelleyebilecek riskler, birlestikleri takdirde tek basina olduklarindan
daha fazla etkiye sahip olacaklari igin biitin risklerin, risk yonetiminin planlanmasi yani
risklerin belirlenmesi asamasinda dogru ve tam bir sekilde tanimlanmasi risklerle basa
¢ikmada ¢ok Onemli bir adimdir. Risklerin belirlenmesinde ge¢mis deneyimler ve
istatistiklerin kullanilmasinin yani sira, ¢esitli organizasyonlara gore farklilik gosteren birkag
teknik kullanilmaktadir. Bazen bir organizasyonun cesitli alt faaliyetleri i¢in farkli risk

belirleme teknikleri kullanilabilmektedir.
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SWOT Analizi: Orgiit kimligi olusturulurken biiyiik yarar saglayan SWOT analizi
orgiitiin kendini tanimasina yardime1 olmaktadir. Kendi zayif ve gii¢lii yonlerini bilen
bir orgiit gevreden gelen firsatlar1 kagirmaz. Buna benzer olarak gelen tehditlere karsi
onlem almasi gerektiginin bilincinde olur. SWOT analiz yontemi organizasyonlarda
stratejik planlari, risk yoOnetimi, i¢ denetim mekanizmasini formiile etmek igin
baslangi¢ asamasinda kullanilan 6nemli bir aragtir. (Ommani, 2011)

PESTLE Analizi: Gittikge karmasiklasan organizasyonlarda dis ¢evreyle etkilesim
giderek artmaktadir. Bu da olas1 risklerin sayisini arttirmaktadir. Bunu 6ngorebilmek
ve dis cevreyle iliskilerde karsilasilabilecek riskleri tanimlamak i¢in ¢evreyi iyi analiz
etmek gerekmektedir. Dahast dis ¢evrenin orgiitsel islerde yarattigi tehlikelerin ve
risklerin 1yi analiz edilmesi orgiit hedeflerine ulasilmasi i¢in gerekli bir adimdir.
PESTLE analizi genellikle yeni bir ¢evreye girildiginde, organizasyonda degistirilmek
istenilen bir faaliyet oldugunda veya biiyiimeye gidildiginde kullanilmaktadir (Team
FME, 2013). Ornegin yeni bir havaliman acilmas1 istenildiginde veya var olan bir
havalimaninin isletilmesine talip olan bir isletme i¢cin PESTLE analizi olmazsa
olmazdir. Yeni bir cevreye girmek, olabilecek tehlikeleri hesaplamak, riskleri
tanimlamak, tim bunlar goz Oniine alinip bir strateji gelistirmek kurumsal bir
organizasyonda yapilmasi gereken bir eylemdir.

Beyin Firtinasi: Beyin firtinasi teknigi bir soruna olabilecek en hizli sekilde ¢esitli
¢oziim yollar1 bulmak i¢in kullanilan bir tekniktir. Bu teknik hizli aksiyon gerektiren
sorunlara ¢oziim bulmak i¢in etkili bir yontemdir. Bu teknik sayesinde riskleri
belirleme ve tehlikenin tanimlanmasi asamasinda ozellikle belli bir sektor riskinden
veya teknik risklerden bahsediliyorsa o isin i¢indeki kisilerden katilimcr segilerek kisa

stirede riskleri tanimlamaya yardimei olmaktadir (facdev@niu.edu).
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e Miilakat: Miilakat yontemiyle risklerin belirlenmesi yontemi bir nitel arastirma
yontemi olup amag¢ veri toplamaktir. Kurum i¢inden, disindan, ydneticilerin,
personelin tecriibelerinden ve bilgi birikimlerinden faydalanmayir amaglamaktadir.
Ayrica nitel arastirma yontemi, sirkete 6zel durumlarin tespitinde nicel yontemlerle

ulasilmasi zor olan, detayli ve islevsel sonuglar sagladigr igin de tercih edilen bir

yontemdir (Punch, 2005).

Cesitli risk belirleme yontemleri kullanilarak riskler olusturulduktan sonraki asama

risk analizidir.

2.3.2.3 Risk Analizi

Bu asama hazirlanan kapsamli risk listesine dahil edilen tiim risklerin, olasiliklarinin
ve ilgili faaliyete hangi biiyiikliikte zarar olusturabileceginin tahmin edilme asamasidir. Risk
listesine giren her bir riskin etki ve olasiliklarinin birlikte digiiniilerek derecelendirilmesi
gerekmektedir. Olusturulacak derecelendirme, hangi risklere karsi iyilestirmeye gidilecegine
karar vermek icin kullanilmaktadir. Boylelikle risk listesine giren tiim risklerin (risk evreni)
icinden sadece organizasyonun hedefine ulasmasi icin biiyiik tehdit olusturabilecekler igin
aksiyona gec¢ilmektedir. Buradaki bir diger 6nemli nokta farkl: risklerin ve bunlarin arasindaki

iligkilerin karsilikli bagimliliginin da dikkate alinmasidir.

Risk analizi organizasyonun yapisina, mevcut bilgiye ve kaynaklara bagli olarak
detaylandirilabilmektedir. Yine organizasyonun gerekliligine gore, nitel, nicel, veya karma

analiz tiirleri yapilabilir (ISO 31000, 2009).

ISO 31000 Risk Yonetimi Cergevesi risk analizlerini COSO ERM kadar ayrintili
anlatmamistir. Risk analizi kismi COSO ERM’de Risklerin Degerlendirilmesi kisminda

yapilan islemlerin ¢ergeve seklinde sunulmus halidir.
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Risk Matris Sistemi

Risk matrisi sistemi risklerin tipik olarak 3x3, 4x4 veya 5x5 matrisler araciligiyla
oOl¢iilmesi ve dncelik sirasina gore siralanmasi i¢in kullanilan yaygin bir yontemdir. Risk
matrisi ilk olarak 1978 yilinda Hussey tarafindan karar verme mekanizmasina yardimeci
olmak i¢in iki boyutlu bir politika matrisi olarak tanimlanmistir. Daha sonra 1980" lerin
sonlarinda Ingiltere'deki giivenlik uygulamalarinda kullanilmaya baslanmis ve Birlesik
Krallik Is Saghig1 ve Giivenligi Konferans1 ve Moore (1997) tarafindan ilk versiyonlart
anlatilmistir. Schleier ve Peterson (2010) risk matrisi ve risk degerlendirmesini, bocekler
tarafindan tasinan patojenlerin neden oldugu riskleri tahmin etmek i¢in kullanan ABD
ordusunun Entomolojik Operasyonel Risk Degerlendirmesi (EORA) kullanimini gézden

gecirmistir.

Cox (2008) risk matrisini bir olayin sonuglarina bir risk diizeyi atamak i¢in bir arag

veya teknik olarak tanimlamistir.

Risk matrisi, belirlenen risklerin olasilik ve etki dlgiitlerinin tahmin edilmesi ve bu
iki parametrenin kombinasyonunu kullanarak riske sayisal bir deger verilmesiyle
yorumlanmaktadir. Her riskin Olgiilebilirlik diizeyi farklidir. Bazi riskler tamamen
niceliksel bir risk matrisiyle olgiilebilirken bazilar1 niteliksel olarak tanimlanmaktadir.
Niceliksel matrisler izerinde mutlak sayisal dl¢ekler kullanilirken niteliksel matrislerdeki
Olgekler daha gorecelidir. Bir diger risk matrisi ise yar1 nicel ve yari nitel verilerle
hazirlanan matristir. Bu matris tlirliniin satir veya siitunun biri nitel iken digeri nicel bir
degerdir. Niceliksel risk matrisi olusturmak daha net veriler saglarken nitel verilere
dayanan bir risk matrisi olusturmak tiim niteliksel verilerin sayisallastirilmasini

gerektirdiginden daha karmasiktir. (SatishKumar, C. S. ve Shrihari S, 2016)
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R=0XE

R = Risk

O = Olasilik (Tehdidin olma ihtimali)

E= Etki (siddet) (zararin derecesi) olarak ifadelendirilmistir.

Burada dikkat edilmesi gereken, olasilik ve etki kombinasyonunu alirken asiri
yiikseklikte etki veya olasiligi goz ardi etmemektir. (Roxanna, Katie, Suela, Nick,

Askhat, Sharaf, Meera; 2009)

Tablo.3 Risk Matrisi

OLASILIK
1 2 3 4 5
(Diisiik) | (Muhtemel) | (Yiiksek | (Kaginilmaz)
(Nadir) Olasilik)
5 5 10 15
(Ciddi)
4 4 8 12
(Onemli)
3 3 6 9 12 15
(Orta)
2 2 4 6 8 10
(Az)
Y. 1 1 2 3 4 5
= (Onemsiz)

Tabloda goriildiigli gibi etki ve olasiliga 1’den 5’e kadar deger verildiginde, riskler
kendi aralarinda siralanabilir. 5x5°lik matriste en kiigiik deger 1, en biiylik deger 25°tir.
Bu araliktaki sayilar organizasyonun uygun gordiigii sekilde boliimlere ayrilir.
Yukaridaki 6rnek tabloda 1’den 25°e kadar olan sayilar 4 boliime ayrilmistir. Boliimlerin

kolay takip edilebilmesi icin renklendirmelerden faydalanilmistir. Bu bdlmelerin sikligi,
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bulunan risklerin degerinin tam ve dogru tahmin edilebilmesi adina, organizasyon
tarafindan arttirilabilir veya azaltilabilir. Ornegin teknik operasyonlarda var olan olasi

risklerin daha ayrintili incelenmesi i¢in 7x7°1ik matrisler de kullanilabilir.

Kirmizi renkli kistm “Kritik Risk” bolgesi olarak kabul edilmektedir. Bu alana
diisen riskler icin acil yonetim karar1 alinmali ve riski azaltmaya gidilmelidir. Riski
azaltacak bir onlem alinamiyorsa faaliyete son verilmelidir. Bagka bir deyisle riskten

kaginmaya gidilmelidir. Bu bolgede riski {istlenme davranigina gidilmez.

Turuncu renkli kistm “Yiiksek Risk” bolgesi olarak degerlendirilmektedir. Yiiksek
risk bolgesine diisen riskler i¢in riski azaltici Onlemler alinmalidir. Risk azaltma
faaliyetlerinden sonra izleme ile riskin istenilen seviyeye diisiip diismedigi kontrol

edilmelidir.

Sar1 renkli kisim “Orta Risk™ bdlgesidir. Organizasyon i¢in orta risk olarak kabul
edilen riskler gézden gegirilmelidir. Fayda maliyet analizi yapilarak riske en uygun cevap
verilmelidir. Orta risk bolgesine diisen riskler i¢in organizasyon riski iistlenmeye
gidebilir. Bu bdlgeye ayni zamanda organizasyonun risk toleransini gosteren bolge de

denilebilir.

Yesil renkli kisim “Diisiik Risk™ bolgesi olarak tanimlanmaktadir. Distk risk
bolgesindeki riskler organizasyon i¢in kabul edilebilir seviyededir. Baska bir deyisle
organizasyonun risk istahi i¢inde kaldigindan herhangi bir 6nlem almaya gerek yoktur.

Yalnizca izleme faaliyetlerine dahil edilebilir.
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Risk analiz metotlarinin birgok ¢esidi vardir. Birgogu COSO’nun tanimladigi risk
degerlendirme metotlar1 ile aynidir. Onlarin disinda faaliyete gore; Check-list, Hata Modu ve
Etkileri Analizi (FMEA), Tehlike ve Calisabilirlik Analizi (HAZOP), Fine-Kinney, Hata
Agac1 Analizi (FTA, Tiimdengelim), Kaza Sonu¢ Analizi (ETA) bunlara 6rnektir. Bunlarin

bir¢ogu teknik igerikli faaliyetlerin kendilerine has risk degerlendirme metotlaridir.

2.3.2.4 Risk Degerlendirme

Bu asamada risk analizinin sonug¢larina dayanarak hangi risklerin iyilestirilmesi
gerektigi ya da hangilerine 6ncelik verilmesi gerektigi hakkinda degerlendirme yapilmaktadir.
Daha 6nceki adimda analizi yapilan riskler i¢cin bulunan 6l¢iimlerin, kurumun risk kriterlerine
(risk igtahi, risk toleransi vb.) uyup uymadigi kontrol edilmektedir. Risk degerlendirmesi ayni
zamanda karar verme asamasidir. Riske karsi takinilacak tutumla ilgili karar alinmaktadir.
Bazi durumlarda riske kars1 risk analizini yineleme veya mevcut kontrollerden baska bir iglem
yapmama gibi karar alinmaktadir. Bu kararlar organizasyonun riske kars1 takindig1 tutuma ve
risk algisina bagl olup kararlar yasal, diizenleyici ve diger sartlara uygun olmalidir (ISO

31000, 2009).

2.3.2.5 Riske Cevap Verme

Bu adim riske cevap verme ve verilen cevabin izlenme siirecidir. Faaliyetlerin
ozelligine gore izleme siireleri belirlenmekte ve riske karsi alinan aksiyonun ise yarayip
yaramadigr gozlemlenmektedir. Baska bir deyisle risk seviyelerindeki degisimi gozetim
altinda tutmak icin uygulanmaktadir. Riske verilecek cevabin segilmesi ve uygulanmasini
izleme siireci yoOnetimin istedigi gibi sonuglanirsa risk yOnetim siireci burada
tamamlanmaktadir. Eger riske cevap vermede beklenmedik bir durum meydana gelirse siireg

yeni diizenlemelerle yonetim tarafindan yeniden baglatilmalidir. Tiim bu siiregler islerken
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iletisim ve danigma kanallarinin her zaman agik olmasi ve her asamada yonetim siirecinin

tamamina dahil edilmesi gerekmektedir.

Zamanin sartlarina gore risklere verilen cevaplar yeterliligini yitirebilmektedir. Yani
zaman icinde risk veya riskin maruziyetine verilen tepkide bir degisiklik olabilmektedir.
Zaman i¢inde degisebilen risk seviyeleri ya da risklere verilen cevaplarin yetersiz kalmasi
halinde yeniden aksiyona gegilebilmektedir. Bu yilizden faaliyetin yapisina gore risk izleme

faaliyetleri belli periyotlarla yapilabilmektedir (Rollason, Fisk, Haines; 2017).

COSO Kurumsal Risk Yonetimi karmasik ve ¢ok yonlii bir yonetim sekli oldugundan
bircok firma tarafindan kendi organizasyonlarina uygulanmasi zor goriiliirken 1SO 31000
Risk Yonetimi daha basitlestirilmis ve kolay uygulanabilir goriilmektedir (Gjerdrum ve Peter,

2011).

Risk yonetimi konusunda birden fazla standart ve kilavuz olmasina ragmen temelde
takip edilen adimlar hemen hemen aynidir. Bu yiizden bir organizasyon kendi isleyis tarzina
uygun, altyapisini saglam olusturdugu veya tiim gerekliliklerini yerine getirdigi risk yonetim
sekillerinden bir tanesini uygulayabilmektedir. Onemli olan organizasyonun maruz
kalabilecegi her bir riski i¢ine alan bir risk yonetim ¢ercevesinin ¢izilmesi ve organizasyonun
koydugu hedeflere ulagmasini aksatabilecek riskleri kontrol altinda tutabildiginden emin

olunmasidir.
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BOLUM 3

HAVALIMANI iSLETMECILIGINDE RiSK YONETIMi

Havalimani isletmeciliginin karmasik is yapisi, birbiriyle entegre calisan paydaslar1 ve
koordinenin 6nemli oldugu bir¢ok alt is kolu mevcuttur. Miilkiyet yapisinin karmasikligi,
uluslararasi yaptirimlar, alinmasi gereken sertifikalar, zorunlu hizmetler, hava yollar1 ve diger
paydaslart cekmek i¢in vermesi gereken minimum emniyet ve giivenlik kriterleri gibi bircok
kistas havalimani isletmecili§inin sorumlulugundandir. Havalimani isletmeciligindeki bu
karmasa iyi yOnetilmedigi takdirde sistemi savunmasiz kilmaktadir (Wilke, Majumdar,
Ochieng; 2013). Bu yiizden karmasanin igindeki tehlikelere ve risklere karsi havalimani
isletmeciliginin hazirlikli olmast ve proaktif bir yaklasimla riskleri yOnetebilmesi
gerekmektedir. Baska bir deyisle sistem ne kadar karmasik olursa olsun sistemin ig¢inde
barindirdigi tehlikelere karsi hazirlikli olmak havalimani isletmeciliginden beklenilen bir
yaklagimdir. Havalimani ihtiyacini karsilayabilecek ve sistemin tiim risklerini i¢ine alabilecek

bir risk yonetim g¢ergevesi dahilinde bu karmasa yonetilmek durumundadir.

Havalimaninin terminal, kara ve hava tarafinda gerceklestirilen tiim faaliyetlerin rutin
olarak devam etmesinden havalimanm isletmeciligi calisanlar1 sorumludur. Havalimani
isletmeciligi  her kosulda havalimanin1 islevsel tutmakla yolcularin stresini  ve
karsilasilabilecek riskleri yonetmekle sorumludur. Bu nedenle havalimani isletmeciligi giiglii
bir etik anlayisi biinyesinde barindiran ve gerekli yasal diizenlemeleri ¢ok iyi kavramis olan
bir ekiple c¢alismalidir. Havacilik endiistrisinin hizla biiyiimesi, ticari bir faaliyet olarak
goriilmesi ve akabinde 6zellesme adimlari, havaciligin bilinyesinde barindirdig: faaliyetleri
yiriitiirken karsilasilabilecek riskleri daha karmasik hale getirmistir. Risk yOnetiminin
diinyada yaygin olarak kullanilmasiyla birlikte farkindaligi artirilan proaktif yaklasim anlayis

havacilik endiistrisinde de kullanilmaya baglanilmistir (Shyur, H.J., 2007).
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3.1 HAVALIMANI iSLETMECILIGINDE KARSILASILABILECEK RiSKLER

Havacilik endiistrisinde serbestlesmenin ve kiiresellesmenin hizla artmasiyla hava
trafigi ve ag yapilarinda meydana gelen artis havalimanlarinda altyapisal riskleri ve kapasite
sorununu beraberinde getirmektedir. Siirekli biiyiiyen bir sektorde rekabetin ve baskinin etkisi
hizmet siirekliligini ve hizmetin kalitesini tehdit eden riskleri dogurmaktadir (Kiigiik Yilmaz,

2007).

Havalimaninin kapasitesinin doygunluga ulasmasi havalimani isletmecisinin ileriye
doniik gelirlerinin ve biiyiimedeki yerinin gerilere diismesine sebep olmaktadir. Doygunluga
ulagsmis havalimanlarinin genislemeye gitmesi gerekebilmektedir ve bunun i¢in fayda maliyet
analizini i¢eren bir risk yonetimi ka¢inilmazdir. Fiziki doygunluga ulagmis bir havalimani i¢in
genisletme ihtiyact dogrultusunda genislemeye karar verme asamasinda karsilasacagi riskler

altyap1 risklerini igermektedir (Kiigiik Yilmaz, 2007).

Teknolojinin her gegen giin hizla gelismesi, ileri teknolojiye sahip cihazlarin her
alanda etkin kullanilmaya baglanmasi1 havacilik sektoriinii de etkilemektedir. Havacilik
sektoriiniin en temel ayagi olan havalimanlarinin da farkli hizmet ve stratejiyi kullanmalari
beklenmektedir. Cagin gerisinde kalmis bir havalimani hava yolu sirketlerinin bagka

havalimanlarin tercih etmesine yol acarak gelir kaybina ugrayabilmektedir.

Havalimanlarinin gelirleri arasinda havacilik dis1 faaliyetlerin paymin giderek arttigi
distintildiigiinde, ozellikle terminal tarafinin ticari odaklt bakis acisiyla isletilmesi
zorunlulugu ortaya c¢ikmaktadir. Ticari bir isletmenin olasi tiim risklerinin havalimani
isletmeciligi biinyesindeki riskler kapsaminda degerlendirilmesi gerekmektedir.  Ticari
faaliyetlerden elde edilen gelirlerin artmasi1 hangi ticari faaliyete ne kadarlik yatirim yapilmasi

gerektigi konusunu da glindeme getirmektedir. Bu da yatirim risklerini ortaya ¢ikartmaktadir.

55



Bir havalimaniin bulundugu bolge, yore halki, turist sayisi ve demografik 6zellikleri
o havalimani i¢in gelecek yatirimlarin sekillenmesinde biiyiik rol oynamaktadir. Bunun yan
sira kurumsal kiiltiir ve politikalari, pazar paymi arttirma veya koruma konusunda dogru karar
almay1 ve sektordeki konumu iginde barindiran stratejik hedeflere ulagsmada karsilagilabilecek
stratejik riskler; iflas, maliyet hesaplarinda ongoriilemeyen harcamalar, yasal prosediirlerin

gerekliliklerini karsilama gibi finansal riskler de mevcuttur (Kiigiik Yilmaz, 2007).

Havalimaninda karsilasilabilecek bir diger risk kategorisi olaganiistii durumlar olarak
adlandirilabilecek dogal afetler, salgin hastaliklar ve terér saldirilaridir. Bu tiir risklerin
olasilig1 diisiik olmakla birlikte etkisinin yikici olacagi diistintildiigiinden risk istah1 diistik risk

grubuna girmektedirler.

Bunun disinda ekonomik ve politik riskler {ilke genelinde bir¢cok kanali etkiledigi gibi

havalimani igletmeciligini de etkileyebilmektedir.

Havalimanlarinin hava kirliligi, giiriiltii kirliligi, bulundugu bdlgedeki florayr ve
faunayr bozma gibi g¢evreye karsi olumsuz etkilerinin diinya genelinde azaltilmasi igin
uluslararast yaptirimlar uygulanmaktadir. Buna 6rnek olarak 1971 yilinda Uluslararasi Sivil
Havacilik Orgiitii tarafindan Uluslararasi Giiriiltii Sertifikasyon Standartlar1 olusturulmasi
verilebilmektedir (DPT 2001). Cevre dostu havalimanlarina da belli basli imtiyazlar
verilmektedir. Olumlu adimlara 6rnek olarak havalimanlarinda yakit ve yag ayiricilari, su
tasarrufuna ait tedbirler ve kaynaklarin geri doniisiimiine destek veren birgok gelisme
yasanmaktadir (IATA, 2015). Yesil havalimani olarak da adlandirilan ¢evreye duyarli
havalimanlarinin giin gectikge sayis1 artmakta, dnemi anlasilmaktadir. Cevresel risklerin de

kabul edilmeyen risk kategorisine girmesi bu hususta umut vericidir.
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Terminal isletmeciliginin sorumlu oldugu tahsis islemleri, check-in salonlar1, bekleme
salonlari, yemek ve aligveris yerleri ve tim bu yerlerin bakimi, valiz islemleri, 1sitma ve
sogutma islemleri, VIP ve CIP hizmetleri, yliriiyen yollar gibi bir ¢ok alan operasyonel
dizayn gerektirmektedir. Operasyonel faaliyetlerde en ufak bir kesinti havalimanlarinda

biiyiik bir etkiye dontisebilmektedir.

Operasyonel riskler havaliman1 isletmeciliginin en temel yapisin1 olusturan
operasyonel faaliyetleri i¢inde barindiran risklerdir. Havalimani isletmeciliginde ¢ok sayida
operasyonel faaliyet bir arada yiiriitiilmektedir. Bu faaliyetlerin hepsi birbiriyle iliskili
olmakla birlikte farkli kisi veya kuruluslarin sorumlulugundadir. Bu cesitlilik risk yonetimi
stirecini stirdiiriirken ortaya farkli risk sahiplerini ¢ikartmaktadir. Havalimanlarinda kullanilan
emniyet yonetim sisteminde faaliyetlerin sebep oldugu ve emniyeti tehdit edebilecek her tiirlii
risk, risk evreninde degerlendirilmektedir. Risk yOnetimi, atik yonetimi, vahsi yasamla
miicadele, giirtiltii yonetimi gibi bir¢ok yonetim sistemi emniyet risk yonetimi catis1 altinda

takip edilmektedir.

Havalimaninda zamanla yaris s6z konusu olabilmektedir. Ugagin piste zamaninda
inmesi ne kadar 6nemliyse yolcularin da kara tarafindaki gerekli goriilen isleri bitirip hava
tarafina zamaninda gitmesi o kadar 6nemlidir. Bunlarin yani sira terminal konforunun
terminali kullanacak insanlar i¢in optimum derecede olmasi gerekmektedir. Kalabalik
kontrolii de son derece 6nemlidir. Tiim bu faaliyetleri maliyeti ¢ok arttirmadan ifa etmek
havalimani isletmeciliginin 6ncelikli unsurlarindandir. Bu yiizden havalimani isletmeciliginde
mutlaka operasyonel riskler tizerinde durulmali ve risk yonetimi uygulanmalidir (Alodhaibia,

Burdett, Yarlagadda; 2017).

Operasyonel risklerin ¢ogu hava tarafinda olup hava tarafi insaatlari, karla, otla,

tehlikeli atikla ve kusla miicadele, FOD olusumu (bavul tekerlekleri, plastik ambalaj,
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aliminyum kutular, plastik siseler ve bardaklar, somun, civata gibi insaat malzemelerinde
kullanilan ara¢ ve geregler vb.) hava araglar1 bakim onarimi, hava araci inis ve kalkisi,
emniyet ve giivenlik ile ilgili faaliyetler, trafik hacminin tahmini, uluslararasi standartlara
uyumluluk, pist taksi yolu®® ve apron tarafinin bakimi, 1siklandirilmasi ve lehvalandiriimast,
pist faaliyetleri, ugak park, yakit ve rampa hizmetleri gibi operasyonel faaliyetlerin igerdigi

riskleri kapsamaktadir (IATA, 2015).

Havalimani isletmeciligini ilgilendiren risk cesitleri havalimanini stratejik plant g6z
Online alindiginda daha da arttirilabilmektedir. Ancak havacilik sektoriiniin  amact
diistintilerek  degerlendirildiginde,  Oncelikli  unsurun  emniyetli  ugus  oldugu
sOylenebilmektedir. Bu yiizden kiiresellesen ve maliyeti ¢ok yiiksek olan bu sektdrde bir hava
yolu sirketi ugagini indirecegi havalimaniin oncelikli olarak emniyet ihtiyacini bekledigi
diizeyde karsilayip karsilamadigina bakmaktadir. Maliyet ve itibar esash disiiniildiigiinde
emniyeti tehdit edebilecek her tiirlii riskin taviz verilmeden en aza indirilmesi gerekmektedir.
Baska bir deyisle bir havalimani igletmeciliginin havayolu sirketlerine ait hava araglarinin ve
yolcularin emniyeti ile ilgili risk istahinin oldukca diisiik olmasi gerekmektedir. Eger
havalimani ugus emniyetini uluslararas1 diizeyde temin edebiliyorsa havacilik sektorii
piyasasinda basariy1 yakalayabilmektedir. Bu sebeplerden otiirii havalimaninda emniyeti
tehdit edebilecek riskler i¢in emniyet yonetim sistemi altinda emniyet risk yoOnetimi

yayinlanmistir.

16 Taksi yolu: Bir kara havaalaninda hava araglarinin taksi yapmalari ve meydanin bir noktasini

digerine baglamay1 amaglayan tanimlanmis yollardir (DHMI, Havacilik Terimleri Sozliigii, 2011).
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3.2 EMNIYET YONETIM SISTEMI VE EMNIYET RiSK YONETIMi (SRMY)

Havalimani isletmeciligi havalimaninda gerceklesen operasyonlarin giivenli, emniyetli
ve etkili bicimde ger¢eklesmesinden sorumludur. Bunu diinya genelinde her havalimaninda
belli bir seviyenin istiinde tutmak, havalimani operasyonlarinin ne sekilde yiritilecegini
belirlemek wuluslararast organizasyonlar tarafindan g¢esitli politika ve prosediirlerle

belirtilmistir.

Havalimanlarinda emniyet risk yonetiminin uygulamaya koyulmasi emniyet yonetimi
icin yasal, etik ve finansal olarak temel zorunluluklarin yerine getirileceginin kabul edilmesi

ile baslamaktadir (Kolesar ve Petruf, 2012).

Elmabrouk (2014) “Aviation Risk Management Strategies - Case Study” makalesinde,
Tripoli Uluslararas1 Havalimaninda 2014 yilinda yaptigi calismada, havalimanlari i¢in
tanimlanmis riskleri; stratejik risk, operasyonel risk, finansal risk, emniyet ve saglik riski ve
teknolojik risk gibi kategorilere ayirmis ve havalimanlarinda karsilasilan risklerin biiyiik bir
boliimiiniin operasyonel risk oldugunu gostermis, havalimanlarinda emniyet risk yonetiminin

kullanilmas1 gerektigini vurgulamigtir.

Emniyet yonetim sistemini havalimanlarinda uygulamak, tiim havalimanlarinin daha
koordineli ve daha etkili bir siirece ge¢mesine yardimci olmaktadir. Bir havalimaninin
emniyet yonetim sistemini kullanmadaki basarisi, potansiyel tehlikelerin tiimiinii belirleme ve
kabul edilemez riski azaltma faaliyetleri ic¢in etkili karar verme faaliyetlerinde
kullanilmaktadir (Neubauer, Fleet, Ayres; 2015). Etkili karar verme de isletmenin basarisinin

bir pargasidir.

17 Safety Risk Management
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ICAO 2006 yilinda, ICAO Doc. 9859 AN/474 sayili Emniyet Ydnetimi Manueli
(Safety Management Manual) ile kendisine liye devletlerin havacilik sektoriindeki emniyet
seviyesini kabul edilebilir bir noktaya ¢ekmek ve havacilik faaliyetleri, u¢ak bakim ve hava
trafiginin giivenlik risklerini yonetebilmek i¢in SMS programini gelistirip iiye tilkelere bu
sistemi uygulama zorunlulugu getirerek havalimaninda kiiresellesmeyi daha emniyetli bir hale

getirmeyi hedeflemistir (ICAO, 2006; FAA, 2014a).

ICAO Doc. 9859 AN /474 sayili manuelin ilk baskis1 2006 yilinda, ikinci baskis1 2009
yilinda ve ticlincii baskis1 2013 yilinda yayimlanmistir. Boylelikle tilkelerdeki devlet havacilik
otoriteleri o iilkedeki havalimanlarinda ve havacilik endiistrisi ile alakali yerlerde emniyet
yonetim sisteminin uygulanmasindan sorumlu tutulmustur. Emniyet yonetim sistemi; gerekli
politika ve prosediirler iceren, hesap verilebilirligi olan, emniyet risklerin proaktif yaklagim
bicimiyle minimize edilmesini saglayan sistematik bir yaklagimdir. Emniyet yoOnetim
sisteminin politika ve prosediirlerle kavramsallastiriimasi havacilik faaliyetlerinin etkin bir
sekilde uygulanabilirligini arttirmaktadir. Emniyet yoOnetim sistemi, givenlik ve cevre
yonetimini ele alan resmi, yukaridan asagiya isletme benzeri bir yapidan olusmaktadir.
Emniyet yonetim sisteminin; emniyet politikalari, emniyet risk yonetimi, emniyet denetimi ve
emniyet iyilestirilmesi (promotion) seklinde 4 temel alt bileseni bulunmaktadir (ICAO, 2013

Annex 19):

1. Emniyet politikalar1 emniyet ile ilgili politikalar1 ulusal ve uluslararasi gerekliliklere
uygun olarak tanimlamaktadir. Emniyet yOnetim sistemine dair tiim prosediir ve
standartlarin net bir bi¢gimde uygulanmasi i¢in yonetici tarafindan her tiirli

aciklamanin yapilmasi ve gerekli dokiimantasyonun saglanmasi gerekmektedir.
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2. Emniyet risk yonetimi sistem i¢indeki tehlikenin tanimlanmasi, tehlikenin meydana
gelme olasiligini etkisi ile beraber diistintip risklerin degerlendirilmesi, riskleri analiz
edilmesi ve var olan risklerin azaltilmasi asamalarini igermektedir.

3. Emniyet denetimi emniyet performansini gelistirmek adma yapilan calismalari
kapsamaktadir.

4. Emniyet iyilestirmesi icerisinde egitim ve haberlesmeyi igermektedir. Emniyet
yonetiminde personel egitimi ve emniyette kritik bilgilerin paylasilmasina imkan

veren etkin bir haberlesme aginin kurulmasini ve gelistirilmesini igermektedir.

Glivenlik i¢in yasal sorumluluklara uymak, giivenligi Onceliklendirmek ve
olusabilecek her tiirlii riske kars1 proaktif bir 6nlemin hazir olmasi, operasyonel aksakliklar
biiylik olgiide onlemektedir. Boylelikle havalimanlar1 yeni yatirimlar ¢ekebilecek, etkin ve
basarili bir isletme halini almaktadir (Program (ACRP) Report 1 Safety Management Systems

for Airports).

Sivil Havacilik Genel Miidiirliigii tarafindan 2011 yilinda yayinlanan, ICAO Annex 19
Emniyet Yonetimi (Safety Management) adli ¢alismanin uygulamasi ve ayrintisini igeren
ICAO Doc 9859 AN/474 Safety Management Manual (SMM) adli rehberin terciimesinde

emniyet riski ile ilgili su ifadeler kullanilmaktadir:

“Daha genel olan risk yonetimi terimine karsilik, emniyet riski yonetimi terimi,
emniyetin yonetilmesinin — dogrudan — mali risk, hukuki risk, ekonomik risk vs. risklerin
vonetilmesini hedeflemedigini, temel olarak emniyet risklerinin yonetimi ile siniwrlandigim

gostermek igin kullanilmaktadir.”

Buradan, emniyet risk yonetimi denildiginde, yalnizca emniyet ile ilgili risklerin ele

alindig1 anlasilmaktadir.
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Kiiclik Yilmaz ve Kafali 2017 yilinda “Emniyet Risk Yonetiminin Organizasyonel ve
Stratejik Amaclar Agisindan Etkileri: Havalimanlar1 Ornek Olay1” adli ¢alismasinda emniyet
risk yOnetiminin sistemin Orgiitsel ve kurumsal amaglardaki etkisini belirlemek i¢in ve risk
yonetimi uygulamalarinda teori ve pratik aras1 uyumu karsilagtirarak yonetici ve ¢alisanlarin
farkindaligin1 6lgmek i¢in belirledigi 2 havalimaninda ¢esitli calismalar siirdiirmiis; kus
carpmasi, taksi yolu, apron, pist ihlalleri ve personel egitimi basliklariyla belirtilen kritik
riskler i¢in etkin ve diizenli yonetim c¢alismalarinin gerekliligi konusunda hem yoneticilerin

hem de calisanlarin farkindaliginin yiiksek oldugunu anlatmastir.

Emniyet yonetim sisteminin en temel adimi olan emniyet risk yonetiminde genel
olarak, gerceklestirilen operasyonlar ile ilgili tehlikenin tanimlanmasi, tehlikenin gergeklesme
riskinin siddeti, ger¢eklesmesi durumunda sonucunun ne olacagini hesaplama, risklere dncelik
verme ve azaltma yolunda ¢aligmalar yapilmaktadir. Risk yonetimi 5 adimda

gerceklestirilmektedir (ICAO — Doc 9859, Annex 19; SHGM, 2011):

1. Faaliyetin/sistemin tanimlanmast

2. Faaliyet boyunca gerc¢eklesebilecek tehlikelerin tanimlanmasi
3. Risklerin tamimlanmast

4. Risk degerlendirmesi ve risk analizi

5. Riskleri azaltma calismalar

3.2.1 Faaliyetin / Sistemin Tamimlanmasi

Faaliyeti tanimlama, faaliyeti etkileyecek tehlikeleri daha net gorebilmek i¢in 6nemli
bir firsattir. Oncelikle faaliyetlerin dogasini anlamak, daha sonra alt sistemlerle operasyonel
iliskisini tanimlamak, bu asamadan sonrasin1 kolaylastirici bir faaliyettir.  Sistemleri

karakterize etmek i¢in ¢esitli kurumlar farkli modeller gelistirmislerdir. Bunlara 6rnek olarak
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ACRP’nin 5M modeli (mission - gorev, man - insan, machine - makine, management -
yonetim, media - ortam), FAA nin FITS (Industry Training Standard) 3 asamali modeli (algi,

stireg, performans) gosterilmektedir (Forrest ve Price, 93-95).

Faaliyetin tanimlanmasi asamasinda, havalimaninin karakteristik 6zellikleri, bolgenin
karakteristik yapisi, bolgede gergeklestirilen faaliyetin yapisi ve fonksiyonlari, ara¢ veya yaya
trafigi, daha Once gecirdigi denetimler, cevresel faktorler gibi birgok baslikta bilgi

toplanmaktadir.

Southern Illinois Havalimani Yonetimi, 2010 yilinda FAA Part 13 Emniyet Yonetim
Sistemi Uygulama Calismasinda, havalimanlarinda onceden belirledikleri 6 farkli kor
noktanin risklerini belirlemek icin emniyet risk yOnetimini kullanmislardir. Sistemi
karakterize ederken her bir kor nokta igin ayri degerlendirme yapilmistir. Bolgenin
tanimlanmasi i¢in genellikle yaya ve ugak trafigi yogunlugu, bolgede siklikla kullanilan yakit

kamyonlar1 gibi diger araclarin yogunlugu gibi kriterlere bakilmstir.

3.2.2 Tehlikenin Tanimlanmasi

Bu asamada tanimlanan tehlikeler dogrultusunda risk yonetimi siireci
belirleneceginden bu siire¢ olduk¢a onemlidir ¢linkii bu asamada disarida birakilacak bir

tehlike risk yonetim siirecine dahil olamayacaktir.

Havalimani1 operasyonlarina 6zgii bazi tehlikeler her havalimaninda benzerdir fakat
bazilar1 ise o havalimaninin cografi konumuna, ¢evresel etkiye, techizata, havalimani yapisina
ve havalimaninin biiytlikligline gore degisebilmektedir. Bu ylizden higbir olast tehlikeyi
atlamamak i¢in ¢aligma ortami, insan, makine ve ¢evre unsuru, bakim ve ekipman hizmetleri

gibi bir¢ok alt unsur goz 6niinde bulundurulmalidir.
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Tehlikelerin tanimlanmasinda kullanilan yontemlere Ornek olarak beyin firtinasi,
metrik temelli nicel ve nitel ¢alismalar, tehlike ve islenebilirlik analizi (HAZOP) ve senaryo

analizi gésterilmektedir.

Coban (2018) “Havacilik Sektdriinde Buzlanma Riski Uzerine Bir Ugak Kazasi
Arastirmas1” adli makalesinde, ugus emniyeti i¢in havacilik isletmeleri ve ¢alisanlar
tarafindan siirekli takip edilmesi gereken buzlanma riski ilizerine bir ¢alisma yapmis, ugus
emniyeti i¢in bu riskin olduk¢a dnemli bir risk oldugunu ortaya koymus ve emniyet yonetim

sistemi igerisinde etkin bir sekilde bu riskin yonetilmesi gerektigine deginmistir.

Her bir tehlikenin ayrintilarinin yer aldigi, o tehlikeye karsi olusturulmus mevcut risk
yonetimlerinin yazildigi ve takibinin yapildigir bir tehlike karti olusturmak, tehlikeyi ve
sonuclarini tanimlamak, tehlike kartinin takibini ve giincel kalmasini saglamak bu asamada

sistemli ve disiplinli bir risk yonetimi igin ¢ok gereklidir (CAA, 2006; 23-25).

COSO Kurumsal Risk Yonetiminde bu adim, olaylarin tanimlanmasi seklinde ifade
edilirken I1SO 31000 Risk Yonetimi ¢ergevesinde igerigin tanmimlanmasi adiyla
yiriitilmektedir. Temelde tehlikenin tanimlanmasi boliimii, risk yonetiminin kapsami ve

siirliliklariin ifade edildigi boliimdiir.

3.2.3 Risklerin Tanimlanmasi

Bu basamakta belirli tekniklerle bulunan tehlikeler dogrultusunda karsilasilabilecek
riskler tanimlanmaktadir. Bir 6nceki asamada tehlike olarak adlandirilan hususlarin olasi
sonuglari, risk tasima potansiyellerine gore degerlendirilmekte ve bu risklere karsi aksiyona
gecilmektedir. Tespit edilen tehlikelerin bazilar1 kiiciik hasarlara yol agabilirken bazilari

Oliimciil sonucglar dogurabilmektedir. Yine aymi sekilde bazilarinin gerceklesme olasilig
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digerlerine gore c¢ok daha sik olabilmektedir. Riski bulmak i¢in ¢esitli sorular

sorulabilmektedir. (Ne olabilir? Nasil olabilir? Neden olabilir? Nerede olabilir? vs.)

Bu adimlardan sonra elde edilen ve risk yonetimine dahil edilecek olasi risklerin

onceliklendirilmesi i¢in degerlendirilmeye alinmasi1 gerekmektedir (SHGM; 2011).

COSO Kurumsal Risk Yonetimi Standardinda riskler, olaylarin tanimlanmasi
asamasinda belirlenirken ISO 31000 Risk Yonetimi Cergevesinde riskler, risklerin
tanimlanmasi kisminda belirtilmektedir. Emniyet risk yonetimi igerisindeki riskleri belirlemek
icin ISO 31000 Risk Yonetimi Cergevesi altinda belirtilen risk belirleme teknikleri

kullanilmaktadir.

3.2.4 Risk Degerlendirmesi ve Risk Analizi

Emniyeti olumsuz etkileyecek her tiirli riskin tanimlanmasi sonrast riskleri
olgeklendirmek gerekmektedir. Bu asamada ICAO Emniyet Risk Yonetimi daha &nce
bahsedilen risk degerlendirme yontemlerinden, risk matrisini yontem olarak belirlemistir.
Asagida gosterilen tablolar, havaliman1 Emniyet Yo6netim Sistemi alt kategorisi olan Emniyet

Risk Yonetimi uygulamasinda ICAO’nun havalimanlarina sundugu tablolardir.

Tanimlanan risklerin risk yonetimine dahil edilmesi, riskin ortaya ¢ikma olasiliginin
ve meydana geldigi takdirde operasyona etkisinin siddetini hesaplamakla baslamaktadir. Bu
niteliksel Slgiitlerin, nicelik olarak karsiligmin bulunmasi ve degerlendirilmesi risk matrisi
kisminda anlatildig1 tizere olasilik ve etkiye matematiksel degerler vererek bir Olgek
yaratmakla olusmaktadir. Emniyet riskinin siddetini gésteren, olasilik ve etki bilesenleriyle

elde edilen risk matrisi asagida gosterilmektedir:
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Tablo.4 Emniyet Riski Olasilik Tablosu

ANLAM DEGER
Sik sik Pek ¢ok kez ortaya gikabilir. 5
Arada bir Arada bir ortaya ¢ikabilir. 4
Uzak Ortaya ¢ikmasi olas1 degildir ama miimkiindiir. 3
olasilik
Olasi degil | Ortaya ¢ikma olasiligi ¢ok diisiiktiir. Daha 6nce ortaya ¢iktigi | 2
bilinmemektedir.
Son derece | Olayin ortaya ¢ikma ihtimali son derece diigtiktiir. 1
diisiik
olasilik

ICAO (2013) Safety Management Manual (SMM) Doc. 9859 AN/474

Olasilik tablosu, havalimanlarinda karsilasilabilecek risklerin ihtimal sikligini

sayisallastirmak i¢in baz alinan tablodur.

Tablo.5 Emniyet Riski Ciddiyet Tablosu

CIDDIYET

ANLAM

DEGER

Yikici diizeyde

— Donanim kullanilamaz hale gelir

— Cok sayida 6liim

Tehlikeli

— Operatorlerin gorevlerini dogru sekilde veya tamamen yerine
getirmelerinden emin olunamayacak sekilde emniyet ¢ercevesinde

biiyiik bir azalma, fiziksel sikint1 veya is yiikii

— Ciddi yaralanma

— Onemli donanim hasar1

Onemli

— Emniyet ¢er¢evesinde 6nemli bir azalma, is yiikiinde artis veya

etkinliklerini  etkileyen kosullarin sonucunda operatdrlerin
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olumsuz c¢alisma kosullari ile basa ¢ikabilme becerisinde azalma

— Ciddi olaylar

— Kigisel yaralanmalar

Onemsiz — Rahatsizlik D
— Calismanin siirlanmasi
— Acil durum prosediirlerinin kullanilmasi

— Onemsiz kazalar

Ihmal edilebilir — Kiigiik sonuclar E

ICAO (2013) Safety Management Manual (SMM) Doc. 9859 AN/474

Yukaridaki tablo, havalimanlarinin maruz kalabilecegi risklerden etkilenme
derecelerinin olusturulmasi ve etkilenme boyutlarina gore belirli bir Olgek iizerinde
siralanabilecek sekilde anlamlandiriimasiyla ICAO tarafindan olusturulmustur. Ornegin
havalimaninda 6ngoriilebilecek bir riskin var oldugu ve havalimaninin bu riske maruz kalmasi
halinde kigisel yaralanmalarin olabilecegi tahmin edilmesi durumunda ihtimal dahilindeki bu

tehlike havalimani i¢in “6nemli” olay kategorisine girmektedir.

Tablo.6 Emniyet Riski Degerlendirme Matrisi

A B C D E
5 S5A oB oC
4 4A 4B
3 3A 3E
2 2D 2E
1 1B 1C 1D 1E

ICAO (2013) Safety Management Manual (SMM) Doc. 9859 AN/474
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Yukaridaki tablo bir olaymm havalimaninda degerlendirmeye alinabilmesi igin 2

parametrenin birlikte gosterilebildigi bir matris tablosudur.

Tablo.7 Alternatif Emniyet Riski Kabul Edilebilirlik Matrisi

Degerlendirilen Riskler Indeksi Tavsiye Edilen Kriterler

5A, 5B, 5C, 4A, 4B, 3A Mevcut kosullar altinda kabul edilemez
risklerdir.

Risklerin azaltilmasina gidildigi takdirde
kabul edilebilir. Yonetim Karar1
gerektirebilir.

3E, 2D, 2E, 1B, 1C, 1D, 1E Kabul edilebilir risklerdir.

ICAO (2013) Safety Management Manual (SMM) Doc. 9859 AN/474

ISO 31000 Risk Analizi béliimiinde bulunan riskleri karsilastirma yapabilmek igin
belirli bir oOlgeklendirmeye dahil edilmesi asamasi ICAO Emniyet Risk Yonetimi
cercevesinde risk degerlendirme béliimiinde yapilmaktadir. Emniyeti etkileyecek her tiirli
riski, risk havuzuna atip olusturulacak risk matrisinde degerlendirmeye almak gerckmektedir.
Bu sekilde hangi risklerin organizasyonun risk toleransinin i¢inde oldugu hangisinin olmadigi,
baska bir deyisle riskin havalimani emniyet politikasi i¢in kabul edilebilir bir seviyede olup

olmadig dl¢iilmektedir.

Havalimanlar1 operasyonel risklerinin &lglimii igin genellikle risk matrisinde
alfanlimerik bir kombinasyon kullanilmaktadir. Bunun sebebi havacilik endiistrisindeki
risklerin olasiligmmin ve ciddiyetinin risk matrisine bakildiginda hangi derecede oldugunun
ayr1 ayr1 goriilmesinin istenmesidir. Risk matrisi kullanilarak belirli bir kurala gore siralanan
risklerin diger tablolara aktarilarak ne anlama geldigi belirlenmektedir. Boylelikle risklerin
tahammiil edilebilirlik seviyesinin ne tarafinda kaldig: tespit edilmekte ve ona gore islem
yapilmaktadir. Tahammiil edilemez bir risk ise “kaynak ayrimi, kaynaklarin dagitilmasi,

isletmenin isi iptal etmesi” gibi yontemlere gidilmektedir.
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3.2.5 Riskleri Azaltma Calismalari

Riskleri azaltma i¢in genellikle “riskten kacinma, riski azaltma, riski uzaklastirma”
yontemleri uygulanmaktadir. Risk azaltma calismalarinda “etkililik, maliyet-yarar analizi,
pratiklik, karsilayabilme, herkes tarafindan kabul edilebilme, uygulanabilirlik, dayaniklilik,
artik riskin hesaplanmasi, yeni sorunlar” gbz Oniine alinmakta ve tim bu degerler

diistiniilerek azaltma eylemine geg¢ilmektedir (SHGM, 2011; ICAO 2006, 2009, 2013).

Unal ve Uckardes (2012) “Risk Analizi ve Havacilik Sektoriinde Kaza Risklerinin
Incelenmesi” adli makalelerinde, risk yonetimi adimlarindan risk analizini kullanarak, ugak
kazalar1 lizerinde hava faktoriiniin etkisini 6l¢gmek icin lojistik regresyon analizi ile kazaya
sebebiyet veren hava faktorlerini incelemis ve en ¢ok kazaya neden olan hava faktoriiniin
yogun sis oldugunu saptamis, bu riski azaltmak icin “pist goriis menzili” olarak adlandirilan

cihazlarin gelistirilmesi ile ilgili calismalar yapilabilecegini vurgulamislardir.

Canale ve dig. (2012) “A Risk Assessment Procedure for the Safety Management of
Airport Infrastructures” adli  makalelerinde, 2001-2004 yillar1 arasinda Italya
Havalimanlarinda park halindeki, taksi yolu iizerindeki ve inis-kalkis durumundaki ucak
kazalarina neden olan olaylar1 4 ana baglik altinda emniyet yonetim sisteminin risk yonetimi
adimlarmi uygulayarak incelemistir. Bu basliklar; hava durumu, buzlanma, kus ¢arpmasi gibi
nedenleri i¢ine alan ¢evre kosullari, teknik arizalar ve yakit sikintis1 gibi nedenleri kapsayan
hava aracimin durumu, iletisimsel problemleri yaratan insan faktérii, FOD varligi, isaretler ve
aydinlatma problemleri, siirtinme kaybi, pist engelleri gibi sorunlari kapsayan pist yiizey
kosullaridir. Yine aynm kisiler, 2013 yilinda ayni yontemi kullanarak yaptiklar1 baska bir
calismada 1980-2010 yillar1 arasinda meydana gelen ucak kazalarinin risk degerlendirmesini

yapmistir.
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Guerra, Murino ve Romano (2008) sivil havaciliktaki emniyet unsurlarini analiz etme,
ozellikle risk degerlendirmesi ve risk azaltma c¢alismalar1 iizerine edinilen verileri
matematiksel bir modelle degerlendirip harita ve grafiklerle gorsellestiren bir calisma
yapmistir. Calismada gergek veriler risk analizinde kullanilarak kaza olasiligi analiz

edilmistir.

Blackwell, DeVault, Juricic ve Dolbeer (2009) yaptiklari ¢alismada havalimaninda,
kus carpmasi ve vahsi yasamin risklerini degerlendirmis mevcut yasa ve prosediirleri
incelemis, ilerde yapilacak ¢alismalar i¢in hava tasimaciligini olumsuz etkileyebilecek ve
tasimaciligin gevresel zararlarini degerlendirebilecek veri setlerinin gelistirilmesini tesvik

etmislerdir.

2012 yilinda yayimlanan “Airport Safety Risk Evaluation Based on Modification of
Quantitative Safety Management Model” adli makalede, havalimani emniyet risk yonetimi
15181 altinda nicel emniyet yonetim modelini baz alarak ¢evre faktorii, insan faktorii ve tesis ve
ekipman faktorlerini igeren havalimani emniyet risk degerlendirmesi modeli olusturulmus ve

bunlarin emniyet yonetimi iizerindeki performansi ve etkisi incelenmistir (Xianfeng ve

Shengguo, 2012).

Lopez ve dig. (2016) tarafindan yapilan “A predictive model for risk assessment on
imminent bird strikes on airport areas” adli ¢alismada havalimanlarinda kus carpmasi riski
iizerine kurulan kus radar sistemlerinin gercek zamanli risk degerlendirmesi modeli
calisilmistir. Model; tehlikeler, degerlendirilen riskler ve riski azaltma calismalar1 gesitli
senaryolarla test edilerek gelecekte kus carpmasi riskini azaltma eylemlerine sistematik bir

yaklagim sunmaktadir.
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Wilke ve dig. (2013) “Airport surface operations: “A Holistic Framework for
Operations Modeling and Risk Management” adli makalesinde, emniyet risk yonetimi 15181
altinda, havalimani pist-ylizey operasyonlarinda (pist ve taksi yolu operasyonlar1) risk
degerlendirmesini tek tek yapmak yerine, tiim paydaslari i¢ine alan 4 asamal1 biitiinsel bir risk
degerlendirme c¢ercevesi Onermektedir. Pist-yiizey operasyonlarmin siire¢ modellerinin
olusturulmasiyla baslayan bu cerceve, nedensel faktér analizi yoluyla siire¢ i¢indeki hata ve
tehlikelerin nedenlerinin risk analizi yapilarak sonuglara gore siire¢ modeli revize edilmistir.
Son olarak, siire¢ modeli ve nedensel faktor analizi bir makroskopik senaryo araci iiretmek

icin birlestirilmis, boylece biitiinsel bir risk degerlendirme cergevesi olusturulmustur.

3.3 EMNIYET RiSK YONETIiMi UYGULAMA ORNEGI

Sivil Havacilik Genel Midiirliigiiniin (2011) ICAO SMM DOC.9859 AN/474
dokiimaninin tercimesi Emniyet Yonetimi El Kitab1 Bolim 5 Ek 1°de verilen tabloda; bir
havalimaninda yiiriitiilen Emniyet Risk Yonetimi uygulamalari ayrintili bir sekilde bir 6rnek
ile ele alinmistir. Bunun i¢in bir senaryo kurularak risk yonetim siireci degerlendirilmistir
(SHGM, 2011;Ek 1). Senaryo, PAT sahalarinda yiiriitiillmesi gereken insaat ¢aligmalari i¢in
emniyet risk yonetimi uygulamalarini ele alacak sekilde sinirlandirilmistir. Bu siireg; herhangi
bir havalimaninin pist — apron - taksi yolu (PAT) sahasinda gerceklestirilmesi planlanan
ingaatin, ne i¢in gerekli oldugunu ve siirecin nasil stirdiiriilmesi gerektiginin net bir bigimde
kararlagtirllmasi ile baslamistir. Emniyet risklerini igeren bu faaliyet i¢in, emniyet risk
ydnetiminin uygulanabilirligi {izerine bir karara varilmistir. Oncelikle insaat alanina ulasimda
alternatif ulasim yollar1 diistiniilmiis, ¢evrenin tanimlanmasi, ingaat alaninin analizi ve kara
tarafindan hava tarafinda bulunan ingaat alanina gegiste hangi giizergahin kullanilacag: gibi
risk yonetiminin hangi sahada ve hangi simirlar iginde gerceklestirilecegi belirlenmistir.

Insaatin yapilmasi planlanan bdlgeye ulasimin hangi giizergahlardan yapilabilecegi, insaat
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saatinin hava trafigini géz Oniine alarak belirlenmesi, PAT sahalarindan gegislerde insaat

araclarina eslik edecek ve yon gosterecek refakatcilerin kullanilmasi, kule ve insaat

araclarinin irtibatin1 saglayacak iletisim kanallarinin agik olup olmadigi gibi bir¢ok etmen

incelenerek sistem tanimlanmistir. Sistemin tanimlanmasi emniyet risk yonetiminin birinci

asamasidir.

Havaliman1 PAT sahasinda ingaat ¢aligmalar1 senaryosunun tehlikenin tanimlanmasi

kismina gelindiginde, tanimlanan sistemin icerdigi tehlikeler ve alt bilesenleri saptanmistir.

Havalimani insaat alaninda olusabilecek tehlikeler su sekilde siralanabilmektedir:

Tablo.8 Havalimani Insaat Alaninda Olusabilecek Tehlikeler

1.Gegis yolu rotalar

12.Diisiik goriis mesafeli durumlar

2.Havaliman1 gorevlileri (ARFF, terminal
veya kule personeli) ile insaat caliganlari
arasinda koordinasyon eksikligi

13.Gegis yollarinin bakimsiz olmast

3.Insaat dolayisiyla havalimani
operasyonlarinda yapilan degisiklikler

14.Insaat calisanlarinin havalimani
operasyonlarindaki ara¢ kullanim ile ilgili
diizenlemelerinden habersiz olmasi

4.Insaat ekipmanlarin uzunlugu

15.Refakat¢i  prosediirlerinin  egitimlerinin
eksik verilmesi veya refakat¢i ile insaat araci
arasinda iletisim eksikligi

5.Yetkisiz kisilerin PAT sahasina girmesi

16.Insaat calismalarinda kazi ve asfaltlama
caligmalarinin kendine has riski

6.ARFF calisanlarinin giizergah
degisikliklerinden habersiz olmasi veya gecici
giizergahlarindan habersiz olmalari

17.0perasyonel sahada ingaat ¢alismalari
dolayisiyla arda kalan iiretim enkaz1

7.Insaat aktiviteleri dolayisiyla hava tarafi
bariyerlerinin veya ¢itlerinin gecici siireyle
acilmasi

18.Ingaat alani ile ilgili eksik veya hatal
NOTAM verilmesi

8.Gegici yollarin hatali tanimlanmasi

19.Insaat malzemelerinin emniyet seridinin
cok yakininda stoklanmasi

9.Gli¢ kaynaginin kesilmesi

20.Kullanilacak ekipmanin bakim eksikligi
veya ingsaat malzemeleri kalitesinin kotii
olmast

10.Insaat araclarinin gegisi sirasinda pistte
FOD olusumu

21.Insaat ¢alismalari nedeniyle olusan toz

11.Yetersiz  aydinlatma ve
yiiziinden olusabilecek pist ihlalleri

gostergeler

22.Insaat  c¢alismalar1  sirasinda  ortaya
cikabilecek ¢evre kirliligi veya mania
Olusumlar1
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Neubauer, K., Fleet, D., Ayres, M.Jr., (2015)

Tehlikeler ayrintili bir sekilde tanimlandiktan sonra her birinin sebep olabilecegi

riskler tanimlanmaistir.

Ornegin:

Tablo.9 Tehlikelerin Sebep Olabilecegi Riskler

1. Gegis yolu rotalari

3. Insaat dolayisiyla havalimanm

operasyonlarinda yapilan degisiklikler RiSK 1

6. ARFF calisanlarinin giizergah
degisikliklerinden habersiz olmasi veya
gecici glizergahlarindan habersiz olmalari

Herhangi bir acil durumda ARFF’nin olay
mahalline gecikme riski

8. Gegici yollarin hatali tanimlanmasti

5. Yetkisiz kisilerin PAT sahasina girmesi .
RISK 2

7. Insaat aktiviteleri dolayisiyla hava tarafi
bariyerlerinin veya citlerinin gegici siireyle PAT sahalar1 ihlali riski
acilmasi

21. Insaat ¢alismalar1 nedeniyle olusan toz

: _ : RIiSK 3
10. Ingaat araglarimin gecisi sirasinda pistte
FOD olugsumu FOD olusumu dolayisiyla hava araglarinin
17. Operasyonel sahada insaat caligmalar hasar gormesi riski

dolayisiyla arda kalan tiretim enkaz1

11. Yetersiz aydinlatma ve gostergeler
yiiziinden olusabilecek pist ihlalleri

9. Gli¢ kaynaginin kesilmesi

16. Insaat galismalarinda kazi ve asfaltlama RiSK 4
calismalarinin kendine has riski
20. Kullanilacak ekipmanin bakim eksikligi Insaat alaninda olusabilecek riskler

veya insaat malzemeleri kalitesinin koti
olmas1

19. Ingaat malzemelerinin emniyet seridinin

]
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cok yakininda stoklanmasi

7. Insaat aktiviteleri dolayisiyla hava tarafi
bariyerlerinin veya citlerinin gegici siireyle
acgilmasi

22. Insaat calismalar1 sirasinda ortaya
cikabilecek c¢evre kirliligi veya mania
olusumlari

4. Insaat ekipmanlarin uzunlugu

2. Havalimam gorevlileri (ARFF, terminal
veya kule personeli) ile insaat c¢alisanlar
arasinda koordinasyon eksikligi

6. ARFF calisanlarinin giizergah
degisikliklerinden habersiz olmasi veya
gecici glizergahlarindan habersiz olmalari

8. Gegici yollarm hatali tanimlanmast

14. Insaat calisanlarinin  havalimani
operasyonlarindaki ara¢ kullanim ile ilgili
diizenlemelerinden habersiz olmasi

15. Refakatci prosediirlerinin egitimlerinin
eksik verilmesi veya refakat¢i ile insaat araci
arasinda iletisim eksikligi

12. Diisiik goriis mesafeli durumlar

18. Insaat alami ile ilgili eksik veya hatal
NOTAM verilmesi

RISK 5

Vahsi yasam riski

RISK 6

Kayit altina alinmayan mania olusum riski
ve ¢evresel riskler

RISK 7

PAT sahalarinda kaza ve yaralanma riski

Gegici yollarin hatali tanimlanmasi veya ARFF calisanlarinin gegici gilizergahlar

hakkinda bilgilendirilmemesi herhangi bir acil durumda gecikme riskini ortaya ¢ikarmaktadir.

Prosediir geregi belli egitimleri veya sertifikalar1 almis kisilerin disinda yetkisiz

kisilerin ingaat alanina bilingsizce girmesi veya bilingli bir sekilde baskalar1 tarafindan giris

kartlarinin suiistimal edilmesi PAT sahalari ihlali dolayisiyla kaza riskini olusturmaktadir.




Insaat alan1 cevresinin yeterli kisminin izole edilmemesi ve insaat yiiziinden olusan
iiretim enkazi FOD olusumuna sebebiyet verebileceginden hava araglari ve ekipmanlara hasar

verme riskini dogurmaktadir.

Ingaat alami giizergdhim1 gosteren 1siklandirma ve gdstergelerin yetersiz kalmasi
nedeniyle pist ihlali riski veya 6zellikle hava trafigi yogunlugu nedeniyle gece dahi yiiriitiilen
ingaat c¢alismalarinda ingaat alaninin yetersiz 1siklandirmast kaza olusma riskini

dogurmaktadir.

Insaat aktiviteleri dolayisiyla hava tarafi bariyerlerinin veya citlerinin gegici siireyle
acilmasi, yetkisiz kisilerin veya vahsi hayvanlarin hava tarafina girmesi ve ¢arpigma riskini

meydana getirmektedir.

Insaat calismasmin boyutuna gére calismalar sirasinda ortaya cikabilecek atiklarin
yOnetiminin aksatilmasi ve ¢evreye zarar vererek, havalimanlarinda uyulmasi gereken cevre
yonetim sistemine uyulmamasi riski veya ICAO maénia kriterlerinin disina ¢ikilmasi hava

araglar hasar, 6liimciil kaza riskini ortaya ¢ikarmaktadir.

Insaat makinalar ile yetkili kisilerin arasindaki iletisimin saglanmamasi, diisiik goriis
mesafesi, ingaat calisanlariin havalimani prosediirlerini bilmemesi gibi tehlikeler PAT
sahalarinda kaza ve yaralanma riskine sebep olmaktadir (Neubauer, K., Fleet, D., Ayres,

M.Jr., 2015).

Kurulan senaryonun risk degerlendirme asamasina gelindiginde olasi risklerin her biri
icin ayr1 ayr1 degerleme ¢alismasi yapilmaktadir. Daha 6nce anlatilan tekniklerle yapilan bu
degerleme c¢alismas1 sayesinde riskler kendi aralarinda bir oOlcege konulabilmektedir.
Havaliman1 PAT sahalarindaki insaat c¢alismalar1 senaryosunda bulunan riskler

degerlendirildikten sonra risklerin analizi yapilmaktadir.
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Ornegin her ne kadar ingaat alanlarmin cevresi kapatilsa da insaat ¢alismalari
sebebiyle FOD olusumu riski mevcuttur ve insaat alaninin piste yakinligina bagl olarak riskin
etkisini artmaktadir. Ornegin pistte FOD olusumun olasih@1 “uzak olasilik” yani ortaya
¢tkmast olast degil fakat miimkiin olarak degerlendirildiginde tabloya goére 3 olarak
numaralandiriimaktadir. PAT sahasinda FOD olusumunun olas1 ciddiyeti onemli olarak
nitelendirildigince C Kategorisine girmektedir. Boylelikle Tablo.7 Emniyet Riski
Degerlendirme Matrisinde 3C olarak goriilen risk, tablo 8 Alternatif Emniyet Riski Kabul
Edilebilirlik Matrisi kullanilarak degerlendirilmektedir. Tabloda 3C, risk azaltilmasi
yapilmasi sartiyla kabul edilebilir risk kategorisine girmektedir. FOD olugumuna maruziyeti
azaltmak i¢in insaat ¢alismasi yapilan alanin daha genis ¢apli bir izole alan igine alinmasi ve
stirekli denetim yoluna gidilebilmektedir. Bu sekilde risk azaltma yoluna gidilebileceginden
mevcut risk kabul edilebilir seviyededir. Bu sekilde tiim riskler ayr1 ayr1 degerlenmekte ve

degerlendirmeye alinmaktadir.

Prosediirlere uymadan iletisim eksikligi, gecis yollarmin hatali tanimlanmasi,
koordinasyon eksikligi, yetersiz gostergeler veya yaninda refakat¢i olmadan kendi baslarina
piste ¢ikan insaat araclari, bir hava araciyla karsilagsma riskini dogurabilmektedir. Insaat
aracinin refakatci olmadan ve hava kulesinden izin almadan piste girme olasiligi, mevcut
onlemler (uyarilar, siiriicii egitim programlari, isaretler vs.) goz Oniline alindiginda oldukca
diisiik degerlendirilmektedir fakat diisiik olasilikta bile ciddiyeti yikici olacaktir. Bagka bir
deyisle risk degerlendirme tablolarinda olasilik puami diisiik verilse de ciddiyeti yiiksek
verilecegi igin risk, kabul edilemez risk grubuna diisecektir. Kabul edilemez riskler igin bir
aksiyon almak gerektiginden, ya riski azaltmaya gidilecektir ya da faaliyeti durdurma karari
alinacaktir. Insaat araglarinin ingaat bolgesine gidis giizergahinin degistirilmesi riski azaltma
yontemi olarak segilebilmektedir. Secilen yolun daha uzun olma ve insaat araclarinin

gecikmesi nedeniyle insaatin bitis siiresinin uzama olasilig1 gibi dezavantajlar1 olsa dahi bu
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aksiyon insaat araglarinin bir hava araciyla karsilasma riskini makul bir seviyeye cekecegi
icin ingaat sliresinin uzamasi riski, s6z konusu riski iistlenmekten daha az yikici1 olacaktir.
Devaminda risk yonetiminin yiiriitiildiigii bu siire¢ kayit altina alinacak ve konulan tedbirlerin

yeterli olup olmadig: takip edilecektir (SGHM; 2011).

Havaliman1 PAT sahalarinda insaat ¢alismasi senaryosu geregi son asamada faaliyet
sona erdiginde ve bulunan operasyonel riskler ortadan kalktiginda risk yonetim siireci ile ilgili
tim hususlar kayit altina alinmaktadir ve gelecek risk yonetim siireglerine veri olarak

kullanilmak tizere saklanmaktadir.

Havaliman isletmecisi yukarida yapilan risk senaryosuna benzer ¢alismayi, emniyet
ihlali dogurabilecek her faaliyeti i¢in ICAO Emniyet Risk Yo6netimi adimlarint géz 6niine

alarak uygulamak durumundadir.

Havalimani isletmeciligi kisminda da bahsedildigi iizere havaliman isletmeciliginin
yuriittiigii veya sorumlu oldugu birgok organizasyon olmakla birlikte bunlarin koordineli bir
sekilde yiiriitiilmesinin yaninda 6zellikle 6zellesmis havalimanlarinda havacilik sektoriiniin
rekabet ortaminda hayatta kalmasini saglayacak yenilikleri takip etmesi de bir diger ¢abasidir.
Bunun i¢in havalimani isletmeciligi yalnizca emniyet ile ilgili riskleri degil ayn1 zamanda
bulundugu sektorde kendisini ayakta tutmaya yarayacak diger faaliyetler i¢in de bir risk

yonetimi uygulamasina gitmelidir.

3.4 KURUMSAL RiSK YONETIMINiN HAVALIMANINDA UYGULANMASI

Havalimanlarinda risk yonetimi klasik olarak havalimanmnin kendine has giinliik
operasyonlarinda emniyeti saglamak icin uygulanmaktadir. Fakat bu yOnetim tarzi siirekli
gelisen ve degisen diinyaya uyum saglayabilmek i¢in yeterli gelmemektedir. Ticarilesme veya

Ozellesme yapilarindaki havalimani isletmeciliginin kendi pazarinda tutunabilmesi icin
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operasyonel faaliyetlerini aksatabilecek risklerin etkili bir sekilde yonetilmesinin yani sira
kurumsal capta karmasik ve baglantili faaliyetlerin igerdigi risklerin de degerlendirilip risk
yonetimine dahil edilmesi gerekmektedir. Bu yiizden havalimanlarinda emniyet risk yonetimi
ile beraber onun tamamlayicisi roliinii Ustlenebilecek bir risk yonetimi anlayisini da
uygulamaya koymak gerekmektedir. Kurumsal risk yonetiminin havalimani isletmeciliginde
kullanilmas1 bu ihtiyac1 karsilar nitelikte bir adimdir. Diinya genelinde uygulanan risk
yonetimi ¢ercevelerinin birgogu benzer prensiplere sahiptir. Bdylelikle emniyet risk
yonetimin etkili bir sekilde kullanan bir havalimaninda kurumsal risk yonetimi altyapisinin

olusturulmasi kolay olacaktir.

2012 yilinda ACRP Report 74: Havalimanlarinda Kurumsal Risk Yonetimi
Uygulamalart adli kitabinda kurumsal risk yonetimi anlayisi ve prensiplerini havaliman
isletmeciligine entegre etmis, halihazirda kurumsal risk yonetimi uygulayan havalimanlarina
ornekler vermis ve kurumsal risk yOnetiminin havalimant isletmeciligine katkilarmni

anlatmgtir.

Kurumsal Risk Yonetimi gergevesinin amaclarindan biri bir organizasyondaki risk
yonetiminin silo bazli degerlendirilip parca parga birden c¢ok risk yonetimi siirecini takip
etmekten ziyade biitiinsel bir bakis agisiyla riskleri yonetmektir. Bu yonetim sekli emniyeti
olumsuz etkileyecek operasyonel risklerin yan1 sira havalimanina deger katacak eylemlerin de
risk yonetim siirecine dahil edilmesini desteklemektedir. Bunun disinda risk yonetimi
slirecinin igerisine firsat yonetimini de dahil etme ve kilit paydaslarin risk yonetim siirecini

izleme gibi hedefleri mevcuttur (ACRP Report 74, 2012).

COSO - Kurumsal Risk Yonetimi kisminda da deginildigi gibi bir organizasyonda risk
istahinin, risk toleransinin agik¢a belirtilmesi ve stratejik plan ile uyumlu hale getirilmesi

Kurumsal Risk Yonetimi uygulamalarini kolaylastirmaktadir. Ayrica Kurumsal Risk
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Yonetimindeki bir diger amag¢ ise organizasyonun karar verme mekanizmasina katki

saglayarak dogru ve zamaninda karar vermeyi hedeflemektir.

Emniyet Risk Yonetiminden farkli olarak bir havalimanina ait Kurumsal Risk
Yonetimi risk evreninde stratejik atilimlar, operasyonel faaliyetler, finansal durum, gevresel
ve sosyal durum, yasal diizenleyiciler, ticari isletmeler, insan faktorli, emniyet, dogal afet
durumu, teknoloji gibi basliklar altinda havalimanin maruz kalacagi riskleri tanimlamak

gerekmektedir (ACRP Report 74, 2012).

Emniyet Risk Yonetiminde amag Organizasyonlarin karsilastigi riskleri azaltmaya
calismak iken Kurumsal Risk Yonetimi cergevesinde amag risklerin kabul edilebilir bir
tolerans igerisinde yonetilebildiginden emin olmaktir. Ayn1 zamanda Kurumsal Risk
Yonetimi belirsizliklerin nasil firsata gevrilebilecegi ile ilgilenmektedir. Kurumsal Risk
Yonetiminde risk degerlendirmesi ve risk analizi boliimleri, Emniyet Risk Ydnetiminden
farkli olarak ayrintili bir bicimde ele alinmustir. ilk olarak Kurumsal Risk Yonetimi
kapsaminda risk degerlendirmesinde, riskleri degerlerken objektifligi korumak icin birden
fazla kisinin diisiincesiyle risklere puan verilmekte ve verilen puanlarin ortalamasi alinarak
riskin degeri bulunmaktadir. Riskleri degerlerken objektifligi korumak i¢in uygulanan baska
bir yontem ise risk degerlendirme atdlyeleri kurulup birden fazla kisinin katilimiyla riskler
iizerinde tartisilarak puanlama yapmadir. Boylelikle risk haritalar1 olusturulmakta ve
olusturulan risk haritalarinda havalimaninin risk profili de acik bir sekilde goriilebilmektedir.
Ozellikle finansal risk analizlerinde Monte Carlo simiilasyonundan da yararlamlabilmektedir.
Dahas1 risklerin hepsi degerlendirildikten sonra arda kalan artik riskler de ayrica

degerlendirmeye alinmaktadir (ACRP Report 74, 2012).

ACRP Report 74 (2012) igeriginde, Kurumsal Risk Yonetimini kullanan

havalimanlarina 6rnekler verilmistir. Columbus Bolgesel Havalimani Otoritesinin (Columbus
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Regional Airport Authority) yonetiminde olan Havalimanlari, Dallas ve Fort Worth
sehirlerinin yonetiminde olan Dallas Fort Worth Uluslararasi Havalimani (Dallas Fort Worth
Internatinonal Airpot) ve 1996 yilinda Kanada Hiikiimeti tarafindan kurulan The Greater
Toronto Havaliman1 Otoritesi (the Greater Toronto Airports Authority)nin yonetiminde olan
Toronto Pearson Uluslararasi Havalimani (Toronto Pearson International Airport) Kurumsal

Risk Yonetimini kullanan Havalimani isletmecilerine 6rnek olarak verilmistir.

Yasadiklar1 finansal kriz sonrast Columbus Bolgesel Havalimani Otoritesinde iist
yonetim tarafindan havalimani isletmesinde Kurumsal Risk Yonetimi uygulama karar
alinmistir. Gerekli altyapt olusturulduktan sonra ilk olarak tiim faaliyetlerdeki riskler
kurumsal seviyeye entegre edilmistir. Kurumsal Risk Yonetimi uygulama asamasinda egitim
ve Ust yOnetimin tam destegini alma hususlari gibi konularda bazi sorunlar yasasalar da
organizasyonlarinda Kurumsal Risk YoOnetimini uygulamaya koymalarinin biiylik
avantajlarin1 gérmiislerdir. Kurumsal Risk YoOnetiminin en biiyiikk kazang¢lari departmanlarin
gizli tutmaya alistiklar1 hatalarin agiga cikarilmasi ve paylasilmasi, hatalardan ders alip
gelecekteki olast risklerden kaginma teknikleri gelistirme ve Onemli bir risk kiiltiir

olusturulmaya baslanmasidir.

Dallas Fort Worth Uluslararas1 Havalimani, bilinyesindeki tiim departmanlarin
kurumsallagsmasinin organizasyona deger katacaginin diisliniilmesi nedeniyle 2008 - 2009
yillar1 arasinda Kurumsal Risk Yonetimine gegmistir. Ust yonetimin destegiyle ilk olarak
mevcut risk yonetim siireci gdzden gecirilmis ve havalimaninin mevcut yonetim sistemine en
1yl uyum saglayacak bir Kurumsal Risk Yonetimi gelistirilmistir. Kurumsal Risk Y6netimini
uygulamaya koyan bu otorite, etkin sakinma politikalarinin gelistirilmesi ve uygulanmasi,

Kurumsal Risk Yonetiminin stratejik hedefler ve is siirecleriyle uyumlastirilmasi, riskin
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sahiplenilmesi, yonetimi ve raporlama gibi kilit pargalarin havalimam kiiltiiriine entegre

edilmesi ile bliyiik fayda saglamstir.

The Greater Toronto Havalimani Otoritesi 1999 yilindan 2009 yilina kadar kendi risk
degerlendirme sistemini kullansa da 2009 yilinda risk yonetimini gelistirmek i¢in tamamen
Kurumsal Risk Yonetimine gecmistir. Havalimani, Kurumsal Risk Yonetimine gegis ile riske
proaktif bir yaklagim, {ist yonetim ve riski tistlenenleri desteklemek icin tasarlanan etkin ve
bagimsiz bir risk fonksiyonu, karar verme siireclerine yardimer olan seffaf bir bilgi akiginin

saglanmasi ve risk farkindaliginin yiiksek oldugu bir is kiiltiirii gibi bir¢ok avantaj saglamistir.

Faaliyetlerinde Kurumsal Risk Yonetimini 2003 - 2004 yilindan beri uygulayan bir
havalimani da Kopenhag Havalimanidir. Kopenhag Havalimani, hisseleri borsada islem goren
halka agik bir havalimanidir. 2006 yilina kadar kurumsal risk yonetimi 4x4’likk matrisle
havalimanindaki riskleri tanimlamak i¢in kullanilmistir. 2006 yilinda risk yonetimini i¢
denetim ile birlestirip olasilik ve etkiyi daha ayrintili gorebilmek i¢in 5x5°lik matrise
gecilmigtir. 2013 yilina kadar bu sekilde yiiriitiilen risk yonetiminin, aslinda yoneticiler
tarafindan riskin dnemi ve bulunan risklerin anlasilmasinda zorlanmalar1 sebebiyle yetersiz ve
etkisiz oldugu goriilmiis, bir revizyona ihtiya¢ duyulmustur. Yeni Kurumsal Risk Y o6netimi
anlayisi ile havalimaninin performansini arttirabilen ve biiyiimeyi destekleyen, rekabet
giiclinli koruyan, tiiketici tercihlerini ve ileri teknolojiyi takip edebilen bir havalimani olma
hedeflerine ulasilmak istenmistir. 2013 yilinda Kurumsal Risk Yonetimi yaklagimi
uygulamaya konulmus, havalimaninda 2013 yili i¢in bulunan 120 adet risk, basitlestirilmis
haliyle 50-60 adet riske diisiiriilmiis ve risk kaydi buna gore kurulmustur. Yeni yaklasim ile
havalimani faaliyetlerindeki problemler yerine belirsizliklere odaklanilmistir. Ozellikle,
kagirilan firsatlarin belirlenmesi ve analizi tizerinde durulmustur. Yeni yaklasim ile artik risk

yonetimine kurumun risk istahinin ve risk toleransinin belirlenmesi ile baslanilmaktadir.
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Sonraki asamada; politika, diizenleyiciler, havayollar ile olan iliskiler, dogal afetler, tiiketici
davraniglari, giivenlik ihlalleri, teknolojinin dayatmalar1 gibi konulardaki kiiresel ve baglantili

riskler incelenmekte ve degerlendirilmektedir (Young, Raffel, Stephan; 2016).

Tiirkiye’de 2019 yili itibariyla sivil hava trafigine acik bulunan 56 havalimani
bulunmaktadir. Bunlarin 49 tanesi fiilen, 1933 yilinda kurulan (bugiinkii adiyla) Devlet Hava
Meydanlar1 Isletmesi Genel Miidiirliigii tarafindan isletilmektedir. ICAO Doc. 9859 AN/474
sayllt Emniyet Yonetimi Manueli baz alinarak Tiirkiye’de sivil havacilik sektériinde Emniyet
Yonetim Sistemine iligkin usul ve esaslari iceren Sivil Havaculikta Emniyet Yonetim Sistemi
Yonetmeligi (SHY-SMS) 13.01.2012 tarihli ve 28172 sayili Resmi Gazete’ de yayimlanmuistir.
Yayimlanan ydnetmelikle birlikte, Devlet Hava Meydanlar1 Isletmesi Genel Miidiirliigii,
bilinyesindeki havalimanlarinda operasyonel faaliyetler i¢in Emniyet Yonetim Sistemini 2012
yilinda uygulamaya koymustur. Bunun disinda; TS-EN-1SO 9001 Kalite Yonetim Sistemi,
TS-EN-ISO 14001 Cevre Yonetim Sistemi ve TS ISO/IEC 27001 Bilgi Giivenligi Yonetim

Sistemi ayr1 ayr yiritiilmektedir (https://www.dhmi.gov.tr). Bu yonetim sistemlerinin her

biri i¢inde kendi risk yoOnetimini barindirmaktadir ve bahse konu yonetim sistemleri
kapsaminda riskler silo bazli olarak farkli risk sahiplerince yonetilmektedir. Kurumsal risk
yonetimi modeli iist yonetimin destegi ile organizasyonun kiiltiirii, stratejisi ve slire¢leri igine
alan yerlesik ve biitiinlesik bir modeldir. Kurumlar ayakta kalmak ig¢in iggiidiisel olarak
risklerle basa ¢ikmada cesitli yollar gelistirseler dahi iist yonetimin yoOnettigi biitiinlesik
yaklasimin olmadigi bir yonetim sistemi kurumsal risk yonetim sistemi olarak
degerlendirilememektedir. Halihazirda uygulanan s6z konusu yonetim sistemlerinin iginde
barindirdigi risk yonetim siiregleri basarili bir sekilde uygulansa da kurumsal risk yonetiminin

biitiinsellik ilkesini saglayamamaktadir.
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Devlet Hava Meydanlari Isletmesi Genel Miidiirliigii tarafindan yayinlanan 2019-2023
Stratejik Planinda sektorel analiz, sektorel yapi analizi, hedef kartlar1 ve SWOT analizi
kisimlarinda kurumsal riskler tanimlanmaktadir. Ozellikle sektdrel analiz kisminda politik,
ekonomik, sosyokiiltiirel, teknolojik, yasal ve cevresel alanlardaki firsatlar ve riskler
tanimlanmistir. Hedef kartlar1 kisminda da Baskanliklarin koydugu hedeflere ulasmada
karsilagilabilecek riskler tespit edilmis ve riskler ile basa ¢ikmadaki stratejiler belirlenmistir
(DHMI 2019-2023 Stratejik Plan). Kurumsal risklerin tespiti ¢alismalari, kurumsal risklerin
farkindaligin1 ve kurumsal risk yonetimi uygulamasina gegmek i¢in bir ¢alismanin oldugunu

gostermektedir.

Kigiik Yilmaz’in 2007 yilinda yayimlanan havalimani terminal isletmeciliginde
kurumsal risk uygulamalarini gelistirmek i¢in gerekli teorik ve uygulama bilesenleri ile
yapilan modelleme calismasinda, havalimani terminal isletmeciliginde biitiinsel bir bakis
acistyla olasi risk ve firsatlarin yonetilmesinde makul giivence saglayan Kurumsal Risk
Yonetimi Modeli gelistirilmesi {izerinde durulmustur. Gelistirilen model, havalimanlarinda
kurumsal risk yonetimi i¢in 6 temel asamayr ve alt asamalar1 kapsamakla birlikte her
havalimaninin kendine 6zgii kurumsal risk yonetimi uygulamasinin daha faydali olacag:
gorlisii hakimdir. Calismada sunulan model 6nerisinin havalimani ve terminal isletmeciligi
hizmetlerinde bulunan TAV Havalimanlar1 Holding AS’ de uygulanabilirligi arastirilmistir.
Havaliman1 terminal isletmeciligi siddeti biiyiik olan risklere maruz kalabilen bir isletme
oldugu icin terminal isletmeciliginde kurumsal bazli risk degerlendirilmesi yapilmasi
onerilmektedir. TAV Havalimanlari Holding AS 2009 yilinda bagimsiz bir denetim sirketinin
danismanligiyla finansal, operasyonel, stratejik, yasal ve uygunluk alanlarinmi i¢ine kapsayan
bir kurumsal risk yonetimi sistemini kurmak i¢in bir proje baslatmistir ve halen Kurumsal

Risk Yo6netimini uygulamaktadir.
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SONUC

Havalimanlari, hava tagimaciliginin giivenli ve basarili bir sekilde gergeklestirilmesi
icin gerekli alt yapiyr saglamakla yiikiimlidiir. Havacilik sektoriiniin bilesenleri gelisen
diinyaya yetisebilmek i¢in tiimiiyle degisime giren dinamik yapilara sahiptirler. Bu
bilesenlerden biri olan havalimanlart da gerek miilkiyet yapist gerek verilen hizmetler gerekse
operasyonel faaliyetlerin kalitesi bakimindan yillar icerisinde gergeklesen biiyiik degisime
ayak uydurmustur. Havalimanlarinda hizmet verilen havacilik faaliyetleri ve havacilikla ilgili
olmayan faaliyetler, paydaslar ve hizmet verilen faaliyetler arast1 koordinasyon,
havalimanlarindan beklenilen hizmetlerin igeriginin degismesi gibi hususlar zaman igerisinde
havalimani igletmeciliginin tiim beklentileri karsilayabilir nitelikte olma zorunlulugunu

dogurmustur.

Hava tagimaciliginda emniyet ve gilivenlik konularinda uluslararas: standartlasmay1
saglamay1 amaclayan ICAO, yaymladigi Emniyet Risk Yonetimi ¢ercevesini, kendisine iiye
olan iilkelerde uygulama sorumlulugu yiiklediginden amacima biiyiik Ol¢liide ulasmustir.
Emniyet Yonetim Sistemi, igerisinde havalimaninda karsilasilabilecek emniyet risklerinin ele
almip yonetildigi Emniyet Risk Yonetimi ¢ercevesini barindirmaktadir. Bu cergeve
yardimiyla havalimani operasyonel faaliyetlerinde maruz kalinabilecek risklerle proaktif bir

sekilde biiyiik 6l¢iide basa ¢ikilmaktadir.

Risk yonetimi standartlarinin diinyada 6rnekleri mevcuttur ve bu ¢aligmada COSO
Kurumsal Risk Yd6netimi ve ISO 31000 Risk Yonetimi Cercevesinin icerigi anlatilarak risk
yonetimi adimlarinin igerigi aktarilmistir. Havalimanlarinda klasik Emniyet Risk Yonetimi
disinda Kurumsal Risk Yonetimi ile ilgili 2000°’li yillardan beri uygulama g¢alismalarinin
devam ettigi de goriilmektedir. Ustelik Kurumsal Risk Yonetimini uygulayan havalimanlar:

arasinda ticarilesmis, 6zellesmis veya kamuya ait havalimanlar1 mevcuttur. Bagka bir deyisle
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bu calismalar, havaliman1 miilkiyet yapis1 ne olursa olsun havalimani isletmeciliginde

Kurumsal Risk Yo6netiminin uygulanabilecegini gostermektedir.

Risk yonetimini kurumsal g¢apta diisiinmeyen havalimanlarinda, riskler yonetilirken
biitiinsel bir yaklagim uygulanmamaktadir. Her birim kendi riskini yonetmekte ve riskler arasi
etkilesim goz ardi edilebilmektedir. Baska bir ifadeyle parca parga olusturulan risk yonetimi
aslinda birbirini takip eden karmasik bir operasyonel faaliyetler zincirinin riskleridir ve
faaliyetleri birlestiren ortak alanlardaki riskler gézden kagabilmektedir ya da birden ¢ok
faaliyetin igerisinde bulunan ayni risk i¢in tekrarli degerlendirme yapilip zaman ve maliyet
zarar1 olusturulabilmektedir. Bu nedenle bu calismada, havalimanlarinda Emniyet Risk
Y&netimi’nin yaninda Kurumsal Risk Y&netimi iizerinde durulmustur. flerleyen ¢alismalarda
bu iki g¢erceveyi de kapsayan biitiinlesik bir risk yonetimi modellemesinin galigilabilecegi

ongoriilmektedir.
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OZET

Havalimanlarinin ticari bir isletme olarak diisiiniilmesi daha 6nce 6nem verilmeyen
hususlara dikkat g¢ekilmesini saglamig ve yatirimlarin ¢esitlendirilmesini hizlandirmistir.
Havalimani isletmeciliginin kar1 maksimize etme ve piyasanin gerisinde kalmama g¢abas1 ve
buna gore atacagi adimlar her faaliyetin biinyesinde var olan risklere kars1 hazirlikli olmasmi1
gerektirmektedir. Bunun yaninda biinyesinde barindirdigi ve taviz verilmesi soz konusu

olmayan emniyet risklerinin yonetilmesi biiyiik onem arz etmektedir.

Calismanin amaci havalimanlarinda risk yonetimi anlayisini ve isleyis tarzimi aktarmak
ve modern, ticarilestirilmis, 6zellestirilmis ve piyasada tutunma endisesini i¢inde barmdiran
havalimanlarinin emniyet risk yonetimi ile beraber kurumsal risk yonetiminin gerekliliklerini

Ozlimseyip entegre bir risk yonetimi altyapisi ¢calismasmin yapilabilece§ine de§inmektir.

Bu caligmada, havalimanlarinda kullanilan emniyet risk yonetimi hakkinda bilgi
verilmis, kapsami anlatilmis ve bir 6rnek ile emniyet risk yonetimi adimlarmin uygulamasi
aciklanmistir. Calisma esnasinda halihazirda ticari bakis agisiyla yonetilen havalimanlarinda
kurumsal risk yonetimi anlayisinin uygulanip uygulanmadigi arastirilmis, giiniimiizde kurumsal

risk yonetimini blinyelerinde barindiran havalimanlarinin oldugu tespit edilmistir.



ABSTRACT

Considering airports as a commercial enterprise has made that attention was paid to
issues that were not given importance before and this has accelerated the diversification of
investments. The airport management's efforts to maximize profit and not to lag behind the
market, and the steps to be taken accordingly, require to be prepared for the risks that exist
within each activity. In addition, it has great importance to manage the safety risks it contains

and the risks which are not compromised.

The aim of the study is to explain the understanding of risk management and the
operation method at the airports and to emphasize that an integrated risk management
infrastructure work can be done by assimilating the requirements of the corporate risk
management along with the safety risk management of the airports which are modern,

commercialized, customized and bear concerns regarding their ability to hold in the market.

In this study, information about the safety risk management used at airports has been
given, its scope has been explained and the implementation of safety risk management steps
has been explained with an example. During the study, it has been searched whether or not the
corporate risk management approach is applied in airports that are currently managed from a
commercial point of view, and it has been determined that currently corporate risk management

is embodied at some airports.
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