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OZET

Bu caligsmada; sosyal giivenlik sisteminde saglik sektoriindeki suistimallerin 6nemli bir sorun alani
olarak goriilmesi ve suistimallerle miicadelede yazilim destekli modellerin kullanimi aragtirtlmigtir.
Bu kapsamda; saglik sistemindeki suistimal alanlar1 ve bu alanlara neden basvuruldugu, sosyal
giivenlik kurumunun suistimallerle miicadelede mevcut durumunun yeterli olup olmadigi, gelisen
teknolojilerin bu miicadele siirecine katkilarinin neler olabilecegi sorularmna yanit aranmistir.
Diinyada bu kapsamda miicadelede 6ne ¢ikan yeniliklerin neler oldugu, gelisen teknolojilerin ve
Sosyal Giivenlik Kurumunun bu teknolojileri nasil kurgulamasi gerektigi incelenmistir. Yapilan
arastirmalar neticesinde; diinyada bilisim teknolojilerinin yogun bir sekilde kullanildigi, hizli bir
sekilde tilkelerin dijital devlete ge¢is yapmaya basladigi, bu kapsamda verileri sayisallastirmaya, is
stireclerini otomasyona uyumlu hale getirmeye, geleneksel denetim anlayisinin yerini kurumlar arasi
is birligine ve risk analizine dayali denetim modeline gecise biraktigi gézlemlenmistir. Sosyal
Giivenlik Kurumunun reformla hedeflenen birlesmesini teknolojik anlamda entegre edemedigi,
mevcut miicadele yontemlerinin etkin olmadigy, is siireglerini otomasyona uyumlu hale getiremedigi
degerlendirilmistir. Kurumun elindeki verilerin ¢ok kapsamli oldugu, saglik sektoriindeki
suistimallerle miicadelede kurumlar arasi is birligi yolu ile siire¢lerini otomasyona uyumlu olarak
tasarlamas1 ve bilisim teknolojilerini etkin kullanmasiyla gelistirecegi yazilim destekli denetim
modelleriyle mevcut denetim sonuglarmin 6tesinde etkin ve verimli bir denetim yapisina sahip
olacag1 sonucuna varilmistir. Bu kapsamda Suistimalle Miicadele Bilgi Sistemi (SUMBIS) olarak
adlandirilan 6rnek bir program hazirlanmustir.
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ABSTRACT

In this study; The evaluation of abuses in the health sector as an important problem area in the social
security system and the use of software supported models in combating these abuses have been
investigated. In this context; the areas of abuses in the health system are investigated, answers were
sought to the questions of why these areas are used, whether the current situation of the social security
institution is sufficient or not in combating the abuses, and what the contribution of developing
technologies to this struggle process is. In this context, the prominent innovations in combatting
against abuses around the world, the developing technologies and how the Social Security Institution
should adapt these technologies were examined. As a result of the researches; It has been observed
that the information technologies are used extensively in the world, countries are rapidly starting to
transition to the digital state in order to digitize data and to make business processes compatible with
automation, the traditional understanding of audit has been replaced by the transition to an audit
model based on inter-agency cooperation and risk analysis. It has been evaluated that The Social
Security Institution could not technologically integrate the intended unification with the reform, the
existing methods in combatting are not effective, it has not been able to adapt business processes to
automation. It has been concluded that the data in the hands of the institution is very comprehensive,
and it will have an effective and efficient audit structure beyond the current audit results in the fight
against abuse in the health sector by designing its processes in accordance with automation through
inter-institutional cooperation and by effectively using information Technologies, and by developing
software-supported control models. In this context, a sample program called the Anti-Fraud
Information System (SUMBIS) has been prepared.
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GIRIS

Son elli y1la damgasini vuran bilgi toplumu; bilgi ve iletisim teknolojilerinde meydana
gelen gelismeler sonucunda ortaya c¢ikmustir. Bilgi toplumunun temelini  bilisim
teknolojilerindeki gelismeler olusturmus, bu gelismeler toplumsal doniisiimii ve tiretimi hizli

bir sekilde degisime ugratmustir.

1980°1i yillarin basinda kisisel bilgisayarlarin devreye girmesi; insanlarin bilgiyi
toplama, tutma, tasima Ve erisim yeteneklerini degistirmistir. Internet teknolojisi, diinyadaki
milyonlarca bilgisayarin bir aga baglanmasini miimkiin kilmis, kurumsal ve Kkisisel
bilgisayarlar1 kiiresellestirmistir. Bilginin evrensel hale gelmesinin yaninda bilgi

toplumunun kontrol edilemez bir yone dogru gitmesini de saglamistir.

Bilisim teknolojilerinin gelisimi; kurum ve kuruluslarin mevcut is siireglerinde kokli
degisikliklere gidilmesini zorunlu kilmistir. Is siiregleri, bilisim teknolojilerine uyumlu
sekilde is akis semalar1 olusturularak yeniden tasarlanmig, otomasyona uyumlu hale

getirilmistir.

Kurum ve kuruluslar, bilisim teknolojilerindeki gelismelere bagli olarak, gelisen ag
teknolojilerinin de etkisiyle; i¢ ve dis kullanicilarin sistemlere ¢evrimigi katilimini
saglamiglardir. Bu katilim siireci; veri toplama, veri paylasma, veri analizi, izleme ve

raporlama yontemlerini degistirmis, seffafligi ve etkinligi artirmstir.

Bilisim teknolojilerinin ortaya ¢ikardigi firsatlar, suistimallerin artmasina ya da
azalmasma dogrudan etki etmekte, bu teknolojileri etkin kullanmayi basaran tarafa
avantajlar saglamaktadir. Bilisim teknolojilerinin avantajlarini kullanmay1 bagaran kurum ve

kuruluslar suistimallerle etkin sekilde miicadele edebilmektedir.

Islemlerinin ¢ogunu bilisim teknolojilerine dayali olarak gerceklestiren kamu
idarelerinde, bu teknolojilerin kullanimindan kaynaklanan risklerin degerlendirilebilmesi,
bilisim teknolojilerine iliskin i¢ kontrollerin yeterliligi ve etkinligi hakkinda bir
degerlendirmede bulunulabilmesi ve uygunluk, mali, performans ve sistem denetimlerinden

daha anlamli sonuglar elde edilebilmesi icin bilgi teknolojileri denetimi yontemlerinden



2

yararlanilmas1 gerekmektedir (T.C. Hazine ve Maliye Bakanlig1 i¢ Denetim Koordinasyon
Kurulu, 2014: 4).

Sosyal Giivenlik Kurumunun (SGK) hizmet alanlar1 bilisim teknolojilerinin yogun
kullanilmasin1 gerektirmektedir. Sosyal sigortacilik alaninda isyeri ve sigortali tescili, terk
ve bildirimleri, emeklilik 6demeleri, primlerin bildirilmesi ve toplanmasi; saglik sigortaciligi
alaninda genel saglik sigortasi tescili, muayene ve recete islemleri, optik ve tibbi
malzemelerin  temini gibi islemlerin tamami bilisim teknolojileri kullanilarak

gergeklestirilmektedir.

Biitiin bu islemlerin teknoloji odakli yapilmasi, Sosyal Giivenlik Kurumu agisindan
cok sayida maliyeti ortadan kaldirmakta, islemlerin elektronik olarak gerceklestirilmesi
kurumca istenen verilerin standart ve eksiksiz olarak toplamasini saglamaktadir. Bu verilere
istenildigi anda erisim saglanabilmekte, verilere dayali islemler hizli yapilabilmekte,
toplanan veriler istenildigi seckilde izlenebilmekte, raporlanabilmekte ve analiz
edilebilmektedir.

Ancak Sayistay tarafindan yapilan yillik denetim raporlarinda, Sosyal Giivenlik
Kurumu tarafindan bilisim sistemlerinden etkin sekilde yararlanilmadigi vurgulanmaktadir.
Basinda ¢ikan sigorta ve saglik alanindaki suistimal haberleri de Sosyal Giivenlik Kurumu
tarafindan bilgi teknolojilerinin bu alanda etkin bir sekilde kullanilmadigi, siirecler ve

sistemsel yonden zafiyetler igerdigini gostermektedir.

Suistimal kavrami daha ¢ok sistem igerisindeki yetkilere erisim saglanmasi yoluyla ele
gecirilen yetkinin istenmeyen sekilde kullanilmasidir. Suistimal vakalar1 diinyada
devletlerin ve sirketlerin tamamen ortadan kaldirmayi basaramadigi, iilkelere gore varlik

orani degisen 6nemli sorun alanlarindandir.

Diinyada suistimallere yonelik miicadelede, etkili bir isbirligi ve bilisim
teknolojilerinden yararlanilmaya baslanildigi gézlemlenmektedir. Devletlerin yogun bir
sekilde dijitallesmeye basladigi, tiim islemleri elektronik olarak gergeklestirerek kayit altina
almaya calistigi, elektronik olarak bilgi paylasimi yoluyla ¢apraz kontroller saglayarak
hizmetlerin denetimlerini gerceklestirdigi, bilisim teknolojileriyle ilgili i¢c denetim

mekanizmalarini olusturduklari goriilmektedir.



Saglik sektoriindeki suistimallerin 6nlenmesi igin Oncelikli olan; gerekli verinin
toplanmasi, veri paylasimimn saglanmasi, verilerin dinamik olarak analiz edilmesi ve
zamaninda amaca uygun sekilde kullanilmasidir. Bunun igin verilerin erisim yetkisi yoluyla
elde edilmesi veya tek bir merkezi veri tabanindan saglanmasi énemli degildir. Onemli olan
verilerin amaca uygun sekilde kullanilabilecegi bir hale getirilmesi ve bilisim teknolojileri

yoluyla bilgiye zamaninda doniistiiriilmesidir.

Dijital devlete geg¢is siirecinde, basta her kurumun verisinin kendisinde kaldigi, bu
verilere diger kurumlara 6zel sistemlerle erisim yetkisi verilerek (Belgika gibi) paylasim
saglandig1 goriilmektedir. Dijital devlete gecise iliskin son zamanlarda gelisen bir baska
yaklagim ise tiim kamu kurumlarmin tek bir veri merkezinde toplanmasina yonelik oldugu

(Glney Kore gibi) gézlenmektedir.

Diinyadaki bilgi teknolojilerinin gelisme siireci, kurumlarin siireglerinin de teknoloji
odaklt olmasi gerektigini ortaya koymustur. Is siireclerini degistirmeden bilisim
teknolojilerine hizli bir sekilde gegis yapmaya calisan gerek devlet gerekse 6zel isletmelerin
basarisiz deneyimlerle karsilastigi goriilmistir. Elde edilen deneyimler, teknolojik
degisimlerin is silire¢clerinden bagimsiz yiiriitiilemeyecegini, Oncelikle is siireclerinin

hedeflenen teknolojilere uyumlu hale getirilmesi gerektigini ortaya ¢ikarmistir.

Is siiregleriyle uyumlu bilgi teknolojilerin kullanilmas1 ve is birligi yoluyla veri
paylasimin saglanmasiyla saglik sektoriindeki suistimallerle etkin bir sekilde miicadele

edilebilecegi bu ¢alismayla arastirilmis, olas1 sonuglar1 analiz edilmistir.

Bu kapsamda; Sosyal Giivenlik Kurumunda siire¢ yonetiminin uygulanmasi
neticesinde bilisim teknolojilerinin bu siire¢lere uyum saglayacak sekilde gelistirilerek etkin
kullanilmasmin saglanmasi, bunun sonucunda sosyal giivenlik sisteminde saglik
sektoriindeki  suistimallerle miicadelede yazilim destekli modeller uygulanarak

suistimallerin sistematik bir sekilde tespitinin yapilarak dnlenmesi hedeflenmistir.

Tez calismasinin amaci, ozellikle kiiresellesmeyle birlikte iilkelerin diinya 6lgeginde
birbiriyle entegre olmalariyla uluslararasi boyutta da gittikge artan oneme sahip olan
suistimal sorununun Sosyal Giivenlik Kurumu agisindan ele alinmasi, siireg temelli olarak

incelenmesi, bu konudaki diizenlemeler ve simirliliklarin tespit edilmesi ve bilisim



teknolojileri ekseninde saglik sistemindeki suistimallerle etkin bir sekilde miicadele
edilmesine yonelik Sosyal Giivenlik Kurumu gorev alani ¢ergevesinde yazilim destekli yeni

bir model 6nerisi sunulmasidir.

Suistimaller ile ilgili olarak kamu y6netimdeki 6nemli sorunlarin basinda kamu kurum
ve kuruluslart arasindaki iletisim eksikligi gelmektedir. Kamuda is siireglerinin
tanimlanmamas1 ve birbiriyle uyum saglamamas: kurum igi ve kurum dis1 sorunlar
beraberinde getirmektedir. Kamu kurumlarinin is siire¢lerinin birbiriyle iliskilendirilmesi, is
ve islemlerin dlgtilebilir ve denetlenebilir hale getirilmesi, teknolojinin verimli kullanilmas1

yoluyla suistimallerle miicadelede etkinlik saglanacaktir.

Suistimallerle miicadelede; Amerika Birlesik Devletler (ABD), Avrupa Birligi (AB)
ve diger gelismis iilkelerde, teknolojinin gelismesiyle birlikte kurumlar hatta tilkeler arasi

koordinasyon ve is birligine gegilmeye caligildigr goriilmektedir.

Calisma; Tirkiye’de akademik diizeyde Sosyal Giivenlik Kurumunun, siire¢ yonetimi
ve bilisim teknolojilerini birlikte ele alarak, saglik sektoriindeki suistimallerle

miicadelesinde yazilim destekli model 6nerisi sunan ilk ¢alismadir.

Saglik suistimallerin 6nemli boyutlarda oldugu, kurum agiklarinin her gegen yil
artarak biiyiidiigii bir zamanda; etkin, hizli ve yonetilebilir bir model 6nerisi sunarak bu

sorunlarin ¢ézlimiinde yardimci olacagi degerlendirilmektedir.

Tezin temel varsayimlar ise; gliniimiiz tilkelerinin 6nemli sorunlarindan birisi olan
suistimaller; nedenleri, sonuglar1 ve isleyisi bakimindan karmasik ve c¢ok boyutlu bir
olgudur. Biiyiikliigii, nedenleri ve sonuglart yoniinden iilkeler arasinda farklilik gosteren
suistimaller ile miicadele herkes i¢in 6nem tasimaktadir. Ciinkii yliksek oranda gergeklesen
bir suistimal; tilkelerin iktisadi, siyasi, sosyal ve kiiltiirel tiim alanlarinda sorunlar ¢gikmasina
yol agmaktadir. Suistimaller, dinamik yapis1 nedeniyle; iilkeler her ne kadar 6nlemler alsalar
da bugiin oldugu gibi gelecekte de var olmaya devam edecek ve tilkeler i¢in 6nemini her
zaman koruyacaktir. Teknoloji, kiiresellesme, degisim gibi kavramlar suistimaller i¢inde
gecerlidir. Bu alandaki gelismeler, suistimallerle miicadele edilmesinde etkili olurken

suistimallerin biiylimesi ve yayginlagmasinda da etkili olmaktadir.



Gelisen teknolojiler suistimaller ile miicadelede iilkelere Onemli imkanlar
saglamaktadirlar. Teknolojilerin ve is siireclerinin suistimaller ile miicadelede dogru

kullanimi sayesinde tilkeler suistimaller ile etkin bir sekilde miicadele edebileceklerdir.

Bu ¢alismada, siirdiiriilebilir ve yonetilebilir sistemler tasarlayarak etkin bir miicadele
altyapisi olusturmak amaclanmaktadir. Bu ¢ercevede; literatlirde ve iilke politikalarinda
incelendigi, tartisildigi, onlenmeye c¢alisildigi haliyle sosyal giivenlik sisteminde saglik
sektoriindeki suistimallerle miicadelede yazilim destekli model olusturulmasi yoniinden

incelenecektir.

Ik boliimde suistimal kavrami iizerinde durulacak, Sosyal Giivenlik Kurumunun
suistimal ile miicadelede odaklanmasi gereken konular, diinyada bu kapsamda nasil
miicadele edildigine deginilecektir. Sosyal Giivenlik Kurumunun saglik suistimalleri ile
miicadelede kullanilacak alanlari detayli incelenecektir. Saglik alaninda ortaya g¢ikan
suistimaller incelenecek, bunlarin mevcut yapida nasil tespit edildigi, 6nlendigi ve etkinligi

tartigilacaktir.

Ikinci béliimde; siire¢ yonetiminin tanmimi, gelisimi ve 6nemi anlatilacak, kamu
yonetiminde ve 6zel sektorde kullanilmast tizerinde durulacaktir. Siire¢ yonetiminin kamu
yonetiminde kullanimi ve bilisim teknolojileriyle iliskisi ortaya konulacaktir. Siireg
yonetiminin bilisim teknolojileriyle baglantis1 ve uyumunun 6nemi incelenecektir. Ayrica
suistimaller ile miicadelede kullanilacak teknolojiler ve teknikler ele alinacaktir. Bu
kapsamda is zekasi ve veri madenciligi ¢oziimleri, ag teknolojileri, yonetim biligim
sistemleri, veri ambar1 teknolojileri, veri madenciligi ve is zekas1 ¢oziimleri, biiyiik veri,
bulut bilisim, sanallastirma, veri merkezi, dijital devlet vb. konular teorik olarak
aciklanacaktir. Bilisim teknolojilerinin gelisimi, devletlerin dijitallesmesi ve Sosyal

Giivenlik Kurumunun bu siiregteki rolii ve konumu agiklanacaktir.

Son boliimde Sosyal Giivenlik Kurumunun veri toplama yontemleri, veri igeriklerinin
kapsami, verilerin paylasimi ve ortak ¢alismalar gibi konularda kullandig: elektronik ve
yazili formlar vb. agik kaynaklardan arastirma yoluyla toplanan verilerin analizi yapilacaktir.
Analizi yapilan bu verilerin siire¢ temelinde bilisim teknolojileri uygulamalariyla saglik
sektoriindeki suistimallerle miicadele edilmesine yonelik yazilim destekli 6rnek bir model

oOnerisi ortaya konulacaktir.



Saglik sistemindeki suistimallerle etkin bir sekilde miicadele etmek amaciyla siireg
yonetimi, bilisim teknolojilerinin kullanilmas1 arastirilacak, teknolojik gelismeler 1s1ginda
ve suistimalle miicadele stratejileri gergevesinde Sosyal Giivenlik Kurumu 6zelinde yeni bir
model onerisi sunulacaktir. Kamu kurumlari arasinda ve kamu kurumlari ile sosyal ortaklar
arasindaki is birliginin suistimaller ile miicadelede etkin bir model olarak kullanilabilecegi

Sosyal Giivenlik Kurumu 6zelinde gosterilecektir.

Calismada Kural Tabanli Simiflandirma (Rule Based Classification) yontemi
kullanilacaktir. Bu kapsamda 6rnek ana veri datalar1 olusturulacak, olusturulan veri tabani
tizerinde gelistirilen senaryolar ¢aligtirilacak ve amaglanan hedeflere ulasilip ulagilamadigi
test edilecektir. Kullanilacak veri tabani igerisinde yer alan bilgiler, yasal durumda suistimal

olarak tanimlanan durumlari yansitacak sekilde belirlenecektir.

Calismanin genelinde nitel arastirma yontemlerinden karsilagtirmali analiz yontemi
kullanilmistir. Bu amagla diinyada sosyal giivenlik sistemlerinde saglik sektoriindeki
suistimallerle miicadele yontemleri ve bu miicadelelerde bilisim teknolojilerinin
kullanimlari karsilagtirilmigtir. Literatiir taramasi, bu alanda yayinlanmis kitaplar, akademik
dergiler, uluslararasi kuruluslar, ulusal ve uluslararas1 kamu kurum ve kuruluslari raporlari

ile internet kaynaklari taranmistir.

Yapilan arasgtirmalar ile Sosyal Giivenlik Kurumunun saglik sisteminde suistimale
sebep olan girdiler ve denetim siirecindeki ¢iktilar muvacehesinde teorik bir degerlendirme
cerevesi olusturmustur. “Degerlendirme Olgiitleri” olarak nitelendirilen bu teorik analiz
cercevesi ise kural tabanli smiflama bazli olusturulan girdileri, gelistirilen algoritmalar
kapsaminda yapisal sorgulama dilleri kullanilarak tiretilen ¢giktilar ile test edilerek amaglanan

ciktilara ulagilma diizeyi gibi performans dlgiitlerinden olusmustur.



BIiRINCi BOLUM

SOSYAL GUVENLIK SISTEMLERINDE SAGLIK SEKTORUNDEKI
SUISTIMALLER VE MUCADELE YONTEMLERI

Bu bolimde; suistimal kavrami agiklanmis, Sosyal Giivenlik Kurumunun saglik
alaninda Kars1 karsiya kaldigi suistimal alanlari, miicadele yontemleri ve etkilerine
deginilmistir. Saglik sektoriindeki suistimallere iliskin olarak diinyadaki suistimallerle

miicadele yontemleri tez kapsaminda onerilen model ger¢evesinde incelenmistir.

1.1. Suistimal Kavram ve Suistimal Tiirleri

Yolsuzluk ya da suistimal, ¢ogunlukla birbirlerinin yerine kullanilmaktadir. Kisilerin
gorev ve yetkilerini kanunsuz ya da adil olmayan bir sekilde; kanunlar, diizenlemeler, sirket
politikalar1 ve is yasamindaki ahlaki beklentilerin ihlal edilmesini igerecek sekilde kazang

saglamak i¢in kotiiye kullanmasidir (Giirer, 2009).

Suistimaller, teknolojinin yaygin kullanimiyla birlikte; banka ve finans kuruluslari,
sigorta sirketleri, telekom operatorleri gibi kuruluslar ile kamu kurumlarinda giderek artan
bir sorun haline gelmistir. Hizli gelisen ve yayginlasan teknolojiler kamu ve 6zel kuruluslar
eskiye oranla daha etkin, dinamik ve gelismis suistimal onleme politikalar1 olusturmaya
zorlamaktadir (Asseco SEE Bilisim Teknolojileri A.S., 2019).

Uluslararas1 I¢ Denetciler Enstitiisii'ne gore suistimal; hile, sahtekarlik, emniyeti
kotiiye kullanma ile nitelendirilebilecek hukuk dis1 fiillerdir. Suistimale s6z konusu islemler
sadece siddet tehdidi veya fiziksel gii¢ kullanimi olarak ortaya ¢ikmazlar. Suistimaller cesitli
sekilde ortaya ¢ikabilir. Bunlar para, mal veya hizmet saglama; hizmet kaybindan veya
odeme yapmaktan kacinma veya kendisi veya isiyle ilgili bir avantaj elde etme gibi
amaglarla yapilabilir. Yine suistimaller c¢esitli taraflar ve kurumlar tarafindan
gerceklestirilebilir (TIDE, 2019: 28).

Suistimal kisisel menfaat elde etmek kastiyla, planli ve ozellikle gizlilik igerisinde
yapilan bir eylem olmasi yoniiyle hatadan ayrilir (Hasanefendioglu & Uzel, 2015: 263).



Amerikali sug bilimcisi Donald Cressey tarafindan dolandiricilik ve diger etik disi
davraniglara yol agan faktorleri agiklamak amaciyla 1950’lerde ortaya atilan Sekil 1.1°de yer
alan Dolandiricilik Uggeni (Fraud Triangle) Teorisi uzun yillar etkin bir sekilde
kullanilmistir (Yilmaz, 2017). Teorinin; finansal baski, firsatin goriilmesi ve zihinsel

mesrulastirma olmak iizere {i¢ bileseni vardir.

A

Finansal ™.
Baski

.\
\\

L Firsatin Goriilmesi

Zihinsel Mesrulastirma N

Sekil 1.1. Dolandiricilik tiggeni
Kaynak: (Vona, 2008: 7)

Finansal baski; kisinin mevcut sartlarda ¢6zemeyecegi finansal bazi durumlarin ortaya
¢ikmasi ve bu sorunu ¢6zmek igin mesru olmayan yollar1 diisinmeye baslamasini ifade
etmektedir (Yilmaz, 2017). S6z konusu baskilar organizasyon iginde veya bireyin hayatinda
meydana gelen olaylar olup kiiresel risk faktorlerine gore degisir. Bireyin kisisel ihtiyaglar
kisisel etik veya kurulusun ihtiya¢ ve hedeflerinden daha énemli hale gelir (Vona, 2008: 7-
8).

Firsatin goriilmesi; kisinin bulundugu organizasyonda finansal sorununu mesru
olmayan yollarla ¢ozebilecegi bir agig1 fark etmesidir. Bu agik, genellikle organizasyondaki
bir i¢ kontrol acigi, kisinin amacina uygun degisiklikler yapabilecek yetkisi olmasi,
diistindiigii ¢oztiimiin denetlenmedigi bir alanda oldugunu bilmesi vb. olabilir (Yilmaz,
2017). Kisinin pozisyonu, sorumluluklar1 ve yetkileri de dolandiricilik yapma firsatina
katkida bulunur. Dolandiricilik yapma firsat1 ile bunu gizleme yetenegi arasinda dogrudan

bir korelasyon vardir (Vona, 2008: 8).

Zihinsel mesrulastirma; temel olarak, kisinin kendi ihtiyaglarin1 baskalarinin
ihtiyaglarinin tizerine koyma konusunda bilingli bir karardir (Vona, 2008: 7). Kisi, yaptigt

mesru olmayan islemleri zihninde mesrulastiracak gerekgeler (6diing aliyordum, geri



verecektim; ailemin ge¢imi i¢in mecburdum; sirketim bana hak ettigim ticreti 6demiyor vb.)
iretmektedir (Y1lmaz, 2017).

2004 yilinda Wolfe ve Hermanson isimli iki adli muhasebeci suistimal ti¢genine
dordiincii bir bilesen olarak kapasite kavramini eklediler (Yilmaz, 2017) ve bu yeni durum
Sekil 1.2°de yer aldig1 tizere Suistimal Elmasi (Fraud Diamond) Teorisi olarak anildu.
Kapasite, genel olarak kisinin; pozisyon, zeka, 6zgiliven, baski Kabiliyeti, etkili yalan
soyleme, strese dayaniklilik gibi sirketteki acig1 degerlendirebilecek imkéan ve 6zelliklere

sahip olmas1 anlamina gelmektedir (Yilmaz, 2017).

Finansal Baski Firsatin Gortilmesi

( )

‘ Stiistimal Elmasi ‘

Zihinsel Mesrulastirma Kapasite

Sekil 1.2. Suistimal elmasi
Kaynak: (Yilmaz, 2017)

Suistimal kavram1 daha ¢ok sirket ve kurumlarin icerisinden kaynaklanan, genellikle
erisim ve yonetim Yetkisi olan kisiler tarafindan yapilan usulsiizliikleri ifade etmektedir.
SGK kullandig: teknolojik altyapi, yaygin hizmet agi ve bunlari kullanmak i¢in verdigi
yetkiler nedeniyle ¢cok sayida suistimal tehlikesiyle karsi karsiyadir. SGK bir kamu kurumu
olarak suistimal kavramiyla dogrudan dogruya karsi karsiya kalan kamu kurumlarinin
basinda gelmektedir. Hatta bu alanda gerceklesen dolandiricilik, usulsiizliik, yolsuzluk
kavramlar1 igerisinde tanimlanabilecek uygulamalar da bu yetki kullanimi yoluyla
gergeklesmekte oldugundan, bu olaylarin timii uygulamada da saglik suistimalleri igerisinde
ele alinmakta olup bu tiir durumlar tez kapsaminda da suistimal kavrami igerisinde ele

alimustir.
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Sosyal Giivenlik Kurumunun saglik alanindaki is ve islemlerinin ¢ogu g¢evrimigi
yuriitilmektedir. Bu iglemler i¢in saglik hizmet sunucularina verilen kullanict kKimlikleri, bu
sifreleri kullananlari birer i¢ kullanici haline getirmistir. Dolayistyla bu kKimliklerin her biri
dolayisiyla kullananlarin hepsini sirket i¢i kullanici gibi diisiinmek gerekmektedir. Bu

nedenle, SGK is siirecleri suistimaller yoniiyle detayl bir analize tabi tutulmalidir.

Uluslararas1 Suistimal Inceleme Uzmanlar1 Birligi (ACFE) tarafindan iki yilda bir
yayimlanan 2018 yilina ait Global Hile ve Suistimal Raporu’nda yer alan bazi 6nemli veriler

susitimallerin tiim diinyada 6nemli boyutta bir sorun oldugunu géstermektedir.

Global Hile ve Suistimal Raporu’nda; 125 iilke, 23 farkli sektérden, 2.690 hile ve
suistimal vakasina iliskin bilgiler yer almaktadir. incelenen vakalarda toplam kayip 7 Milyar
Dolar ve ortalama kayip ise 130.000 Dolar (medyan) olup, bu vakalarin %22’sinde
gergeklesen kayiplar, 1 Milyon Dolarin tizerindedir. Hile ve suistimal siiresi ortalama 16 ay
stirmiistiir. Vakalarin %40’inda hile ve suistimal, gesitli kaynaklardan saglanan “ipuglari”
ile tespit edilmistir. Vakalarin %15°1 i¢ denetim, %13’{ iist yonetimin ¢alismalari, %7’si
tesadiifen, %5°i hesap mutabakati, %4l belge incelemesi, %4’ dis denetim, %3’i ise
kamera kayitlar1 ile tespit edilmistir. Hile ve suistimallerin; %42’si 6zel isletmelerde, %29°u
halka agik sirketlerde, %16’s1 kamu sektoriinde, %9’u kar amaci giitmeyen kuruluslarda
gerceklesmistir (Finansal Eksen Bagimsiz Denetim ve Danismanlik A.S., 2018: 2-3).

Global hile ve suistimal raporunda yer alan hile ve suistimal vakalarinda, 100 ve daha
az calisan olan kiigiik isletmeler ortalama 200.000 Dolar kayip verirken 100’den fazla
calisan1 olan ve biiytik 6lgekli olarak degerlendirilen isletmeler ise ortalama 104.000 Dolar
kaybetmislerdir. Farkliligin sebebi, kiiciik isletmelerin hile ve suistimale karsi daha az
onleyici kontrollere sahip olmasidir (Finansal Eksen Bagimsiz Denetim ve Danismanlik
A.S., 2018: 3-4).

1.2. Saghk Hizmetleri ve Saghk Suistimalleri iliskisi

Saglik hizmetleri zamaninda ve yeterli diizeyde karsilanmasi gereken hizmetlerdir. Bu
hizmetlerde ortaya ¢ikan aksakliklar bazen geri doniisii olmayan kalicit hasarlara (uzuv
kaybi, diyaliz, 6liim vb.) sebep olmaktadir. Bu nedenle politika olusturucular agisindan bu

alanda kural koymakta zorlanilmaktadir.
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Saglik harcamalarinda siirekli bir artig oldugu, bu artislarin tiim sistemler i¢in ciddi
oranda bir maliyet igerdigi ve bu artisa karsi Onlemler gelistirilmeye ¢alisildig
goriilmektedir. Bu ¢alismalarin basinda hasta katilim paylar1 getirilmesi, bazi hizmetlerin
kapsam dis1 birakilmasi, tamamlayici 6zel saglik sigortasi tesvikleri vb. uygulamalar

gelmektedir.

Saglik hizmetlerine ulasmada yasanan sikintilar saglik suistimallerini olusturan
nedenlerin basinda gelmektedir. Kisiler saglik hizmetlerine ulasmada yasadigi sikintilari;
engellemeleri arkadan dolasarak, usulsiizliiklere basvurarak asmaya calismaktadirlar. Bu

kapsamdaki kisiler kimlik hirsizlig1, sahte sigortalilik vb. yontemlere bagvurmaktadir.

Saglik hizmetleri ile ilgili suistimal alanlari, saglik sisteminin kapsadigi kisiler

agisindan ve saglik sistemi disinda kalanlar agisindan iki sekilde ele alinabilir.

Saglik sistemi kapsaminda bulunan kisiler acisindan yaganan suistimaller; saglik
hizmetlerinden yararlanacak kisilerin katilim payina tabi tutulmasi ve bu katilim paymdan
kurtulmak istenmesi, bazi kapsam dis1 hizmetlerin kapsam igerisindeki tedaviler igerisine
gizlenmesi, saglik giivencesinden bagkasinin yararlanmasina miisaade edilmesi gibi sorun

alanlar1 olarak goriilmektedir.

Saglik sistemi disinda kalanlar agisindan yasanan suistimaller; saglik sisteminden
yararlanan kisilerin kimliklerinin kullanilmasi, saglik yardimlari i¢in gereken muhtaglik
durumunu gosteren kayitlarda hileye bagvurulmasi, sahte sigortalilik vb. sekillerde ortaya

cikmaktadir.

Saglik sisteminde artan maliyetler saglik sigortalarinda 6zel saglik sigortalarinin
payini her gecen giin artirmaktadir. Bu siire¢, 6zel saglik sigortalarinin 6deme yaptigi
kayitlara iliskin kontrol ve denetim mekanizmalarin1 devreye sokmaktadir. Bu gelismeler

merkezi kontrol sistemine bir bagka denetim sisteminin de katki vermesini saglamaktadir.

Sosyal Giivenlik Kurumunun saglik alaninda sundugu hizmetleri genel olarak; saglik
hizmetleri, tibbi malzeme hizmetleri, ilag ve eczacilik hizmetleri ve saghk sigortaciligi
hizmetleri olarak ayirabiliriz. Saglik hizmetleri; aile hekimleri, saglik hizmet sunuculari,

laboratuvar ve goriintiileme merkezleri gibi devlet, gercek ve tiizel kisiler tarafindan sunulan


http://www.sgk.gov.tr/wps/portal/sgk/tr/saglik/saglik_sigortaciligi
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acil saglik, muayene, laboratuvar ve cerrahi islemler, dis, tiip bebek, fizik tedavi ve
rehabilitasyon, diyaliz, hastane yatis vb. islemlerdir. Tibbi malzeme hizmetleri kapsaminda;
tibbi cihazlar ve optik malzemeler yer almaktadir. ilag ve eczacilik alaninda ise yurt i¢i ve
yurt disi ilag temini ve ilag yapimi hizmetleri s6z konusudur. Saglik sigortaciligi hizmetleri
olarak; yol giderleri ve giindelikler, refakatci islemleri, yurtdisi tedavileri ve kaplica
hizmetlerinin karsilanmasi sayilabilir (SGK, 2017 b).

Genel saglik sigortast sigortalinin; hastalik, is goremezlik ve analik halinde ayakta
veya yatarak tibbi bakim ve tedavilerinin, yardimci tireme yontemi tedavileri ile ilag ve tibbi

malzeme yardimlarimin karsilanmasidir (Korkusuz & Ugur, 2010: 335).

Sosyal Giivenlik Kurumunun 2019 yili saglik harcamalari (yolluk haric)
110.697.000.000 TL’dir. Bu rakam emekli ayliklarindan sonraki en biiyiik harcama
kalemidir. Saglik harcamalarina yillar itibariyle bakildiginda; 2003 yilindaki tutarinin
10.661.718.000 TL oldugu, 2008 yilinda 25.345.913.000 TL oldugu gézlenmekte ve saglik

harcamalarin her gegen yil arttig1 goriilmektedir.

Sosyal Giivenlik Kurumunun saglik alaninda sundugu hizmetler kisi, yer ve hizmet
yoniinden ¢ok kapsamlidir. Bu alanda yasanan sorunlar ise giindemden hi¢ diismemektedir.

Bu sorunlarin 6nemli olanlarindan biri de saglik alaninda yasanan suistimallerdir.

Saglik suistimalleri, hizmetlerden yararlananlar ve hizmet sunanlar agisindan ikiye
ayirilabilir. Ayrica muayene, tedavi, tetkik ve tahlil, ilag, tibbi malzeme ve otelcilik
hizmetleri tizerinden gergeklesenler seklinde de ayrima tabi tutulabilir. Bu suistimaller
kimlik hirsizligi, sanal kayit olusturma, sahte fatura diizenleme vb. degisik yontemlerle

yapilmaktadir.

Saglik usulsiizlerinin ilk asamasinda ortaya ¢ikan husus sigortalilik statiisiidiir. Saglik
hizmetlerinden yararlanmak igin genel saglik sigortalis1 olmak, belirli bir siire prim 6demek
ve prim borcu olmamak gereklidir. Bu sartlari tasimayan ya da eksik yerine getirenler saglik
sigortasindan yararlanamamaktadir. Zorunlu veya istege bagl sigortaliliga dayali borcu olan
kisilerin borcunu 6deyemeyecek durumda olanlar1 ya kimlik hirsizligi yoluyla (baskasina ait
kimlik) ya da sigortalilik statiisiinii degistirme (6rnegin sahte 4/a sigortalis1 olarak) gibi

yontemlerle saglik hizmetlerinden yararlanmaktadir.


http://www.sgk.gov.tr/wps/portal/sgk/tr/saglik/saglik_sigortaciligi
http://www.sgk.gov.tr/wps/portal/sgk/tr/saglik/saglik_sigortaciligi/yol_giderleri_ve_gundelikler
http://www.sgk.gov.tr/wps/portal/sgk/tr/saglik/saglik_sigortaciligi/refakatci_islemleri
http://www.sgk.gov.tr/wps/portal/sgk/tr/saglik/saglik_sigortaciligi/yurtdisi_tedavileri
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Saglik hizmetlerinden yararlanma asamasinda ortaya ¢ikan suistimaller de ¢ok degisik
sekillerde gerceklesmektedir. Sigortalinin bilgisi dahilinde veya bilgisi disinda sahte
muayene Ve regete girisi, ilag ve tibbi malzeme alimi, sigortaliya gereksiz tetkik ve tedavi
yapilmasi, sigortaliya yapilan diisiik bedelli islemlerin yerine yiiksek tutarli islemlerin fatura
edilmesi, ayakta tedavinin yatarak gosterilmesi, verilmeyen hizmetlerin fatura edilmesi gibi

suistimallerin yaygin bir sekilde yapildigi goriilmektedir.

Saglik harcamalarinin giderler igerisinde yiiksek olmasi nedeniyle bu alandaki
suistimal oranin yiiksekligi bu harcamalarin maliyetini artiracak, bu maliyet bedeli basta
sigortalilar olmak tizere devlete yiiklenecek, saglik hizmetlerinin kisilmasi ve Kkalitesinin
diismesine neden olacaktir. Saglik hizmet sunumu alaninda gergeklesen suistimaller 6nemli

vergi kayiplarina da neden olmaktadir.

1.3. Diinyada Saghk Suistimalleriyle Miicadele Yontemleri

Diinyada sosyal giivenligin tarihsel gelisimiyle paralel olarak refah devleti
anlayiglarindaki farkliliklara gore sosyal giivenlik sistemleri gelismistir. Giiniimiizdeki
modern sistemler sosyal giivenligin tarihsel gelisimindeki onemli ayrimlara dayanilarak
olusturulmustur. Bu ayrimlar sonucunda sosyal giivenlik Bismarck, Beveridge ve karma

sistemler olarak ortaya ¢ikmistir (Gokbayrak, 2010).

Bismarck sisteminde is¢i, isveren ve devlet finansmana birlikte katilmaktadir.
Sistemde, ticretlerde herhangi bir azalma riskine karsi sigortalilarin yasam standartlarini
mevcut seviyede tutma giivencesini saglamak amaciyla yardimlar yapilmakta ve sistemdeki
kigiler arasinda dayanisma saglanmis olmaktadir. Beveridge sisteminde finansman vergilerle

saglanmakta, tiim niifus sosyal giivenlik sistemine dahil edilmektedir (SGK, 2019 b: 51).

Sosyal, ekonomik ve kiiltiirel gelismelere gore kimi tlkeler Bismarck Sistemi’ni,
kimileri ise Beveridge Sistemi’ni benimsemislerdir. Bazi iilkeler ise bu sistemlerin her

ikisinden de etkilenerek karma sistemler gelistirmislerdir (Erdogan, 2018: 28).

Tiirkiye’de sosyal giivenlik sistemi kamu olarak ele alindiginda SGK biinyesinde ve
sosyal sigortalar ve genel saglik sigortalari kapsaminda konumlanmistir. Bunun disinda

banka sandiklar1 da sosyal sigorta faaliyeti yiiriitmektedirler. Ozel saglik sigortalar1 da genel
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saglik sigortasi alaninda faaliyet gostermektedirler. Genel saglik sigortasi kapsaminda SGK
prim toplama ve geri 6deme yoniiyle yer almakta olup, saglik hizmeti sunmamaktadir.
Diinyadaki saglik suistimalleriyle miicadele yontemlerinde geleneksel yontemlerin hemen
hemen tiim iilkelerde uygulanmasi nedeniyle bunlarin disinda one ¢ikan uygulamalara

deginilmistir.

Giintimiizde, geleneksel yontemlerin disinda diinyada saglik suistimal ile miicadele
kapsaminda bilisim teknolojilerinin her alanda yayginlastirilma ¢abasi; kamu kurumlari,
sosyal taraflar ve iilkeler aras1 koordinasyon, is birligi ve ortak ¢alisma gruplari olusturma
adimlari, E-Devlet projeleri, kamu bulutu olusturulmasi ve veri tabanlarinin tek bir merkezde
birlestirilmesine yonelik adimlar atildigini, siirecin E-Devlet ile birlikte teknoloji odakli

olarak ilerledigini gostermektedir.

E-Devlet ile ilgili olarak baslangigta atilmis somut adimlarin igerisinde, Vverilerin
sayisal hale getirilmesi hedefi oldugu goriilmektedir. E-Devlet konseptinde kamu
kurumlarinin teknoloji kullanimi yoluyla verilerini sayisallagtirdigi, elektronik veri

tabanlarinin olusturuldugu ve bilgilerin merkezilestirildigi goriilmektedir.

AB Konseyinin 1999 tarihinde baslattigi e-Avrupa Girisimi’yle internet
teknolojilerinin yayginlastirilmasi, ¢evrimici saglik ve devlet hizmetlerinin gelistirilmesi,
akilli kartlarin ve ulasimin gelistirilmesi gibi hedefler belirlenmistir (Yasa & Colak, 2011:
6). Bu amaglar, bilisim teknolojilerin kullanim alanlari ile kullanici sayisinin artirilmasinin

hedeflendigini gostermektedir.

Saglik sistemi, siklikla ¢ogulcu veya ¢ok boyutlu geri 6deme kurumlari, saglik hizmeti
saglayicilar1 ve bir olgiide kendi takdirine gore hareket eden hastalar, biiyiik miktarda
paranin konu olmasi ve smirlt gozetim ile yiikksek ademi merkeziyetgilik gibi diger sistem
karmagikliklar1 nedeniyle 6zellikle dolandiricilik ve yolsuzluga karsi ¢ok hassastir. Bu da

saglik sistemini suglular i¢in nispeten kolay ve ¢ekici kilmaktadir (Vincke & Cylus, 2011).

Saglik suistimalleri konusunda “Saglikta Sahteciligin Finansal Maliyeti” konulu ilk
onemli resmi yayin EHFCN (Avrupa Saglik Dolandiricilik ve Yolsuzluk Agr) tarafindan

2009 Kasim ayinda yaymlanmistir. Calismaya gore, saglik hizmetleri suistimallerinin,
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harcamalarin en az % 3’{inii olusturdugu sonucuna varilmistir. Hatta suistimal oraninin %5

civarinda oldugu %10’a kadar da ¢ikabildigi ifade edilmistir (Eurosmart, 2012).

Sosyal Giivenlik Kurumunun 2019 yili gelir ve giderleri {izerinde %5 oraninda bir
kayip oldugu degerlendirilirse gelirlerin %5’i 424.228.000.0000 * 0,05 = 21.211.000.0000,
giderlerin %51 464.173.000.000 * 0,05 = 23.209.000.000 TL’dir.

Saglik hizmetlerinin sunulmasinda ve finanse edilmesinde ortaya ¢ikan suistimalleri
tespit etme, 6nleme ve ele alma stratejileri tilkeden iilkeye degismektedir. Baz1 iilkeler
sorumlulugu saglik sektorii kurumlarina (6rnegin Avustralya, Belgika) yiiklerken bazilari
odeme yapanlara (Fransa) veya genel suistimal 6nleyici kurumlara (Avusturya, Slovenya)

birakmaktadir.

Dolandiricilik ve suistimallerin tespiti; basit denetimlere ve/veya sikayetlerin
sorusturmasina dayanabilir. Bazi iilkeler yardim hatlari ile suistimallerin bildirilmesini
tesvik etmektedir (6rnegin, Avustralya, ABD). Daha gelismis iilkelerin ise veri madenciligi
de dahil olmak iizere analitik araglar kullandig1 goriilmektedir (6rnegin Fransa) (OECD,
2017: 7).

Ulkemizde yapilan bir akademik ¢alismada; saglik sektoriinde yapilan performansa
dayali ek 6deme sisteminde suistimal tespitinin veri madenciligi yontemleri kullanilarak
otomatik olarak ¢ozilip ¢oziilemeyecegi incelenmis ve suistimal tespitinin bilgisayar
yardimi ile otomatiklestirilebilecegi ortaya konulmustur. Gelistirilen model ile klasik
suistimal tespit siireglerine gore kat kat hizli olmakla birlikte yiiksek hacimli verilerin

islenmesinde oldukga basarili sonuglar elde edilmistir (Sisaneci, 2009).

Bir baska ¢alismada ise saglik sigorta sektoriinde sahtecilik ve suistimal vakalariin
provizyonlar ftizerinden tespiti i¢in makine ogrenmesi temelli interaktif bir model
gelistirilmistir. Model igerisindeki gorsellestirme araci sayesinde uygulama tarafindan riskli
olarak tespit edilen provizyonlarin, uzmanlar tarafindan provizyondaki aktor ve iligkili diger
provizyonlarla birlikte hizli ve efektif bir sekilde incelenmesini ve nihai kararin en az

maliyetle verilebilmesi saglanmistir (Kése 1. , 2015).
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Saglik hizmetlerinde suistimal degisik sekillerde olusmaktadir. Saglik hizmeti
saglayicilart  tarafindan; bilerek sunulmayan hizmetler ve/veya malzemelerin
faturalandirmasi, saglik hizmeti saglayicilarinin, bilerek verilenlerden daha pahali hizmetleri
faturalandirmasi seklinde ortaya c¢ikabilecegi gibi saglik masraflarindan muaf oldugunu
iddia eden hastanin veya tibbi bakim, malzeme veya ekipmana erismek i¢in baska bir
hastanin saglik kartin1 kullanan birinin bu hizmetlerden usulsiiz sekilde yararlanmasi
seklinde de olabilmektedir. Bu suistimaller; bir kisinin diirtist olmayan faaliyetinden bir
kurum veya grubun genis tabanli operasyonlarma kadar uzanabilmektedir (European
Healthcare Fraud and Corruption Network (EHFCN), 2019).

Saglik suistimalerinin finansal etkisinin tahminine yonelik bir ¢alisma, bunun biiyiik
miktarda oldugu ve énemli bir boyuta ulastigini dogrulamaktadir. Bu calisma; ingiltere,
Amerika Birlesik Devletleri, Fransa, Belcika, Hollanda ve Yeni Zelanda’y1 kapsayan alti
iilkede yapilan analizlere iliskin sonuglar vermektedir. Calismaya konu olan 6 iilkede 33
kurulus tarafindan 69 proje incelenmis ve yaklasik 340 milyar Euro harcama analiz
edilmistir. Soz konusu iilkelerde tespit edilen suistimaller ile ilgili arastirmalar veya
kamuoyu yoklamalari dikkate alinmamistir. Sonuglara gore drnegin, diinya ¢apinda saglik
hizmeti suistimallerinin, 260 milyar dolar (180 milyar euro) - yani kiiresel saglik
harcamalariin yaklagik % 6°s1 kadar - oldugu tahmin edilmistir. Kayip olunan miktar, yillik
olarak Finlandiya veya Malezya gibi bir iilkenin Gayri Safi Yut I¢i Hasilasina (GSYIH)
esittir (Global Health Care Anti-Fraud Network (GHCAN), 2019). Avrupa Birligi (27)

tilkelerindeki saglik yolsuzlugu nedeniyle olusan tahmini kayiplar Sekil 1.3’te verilmistir.
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Ulkeler

Sekil 1.3. AB27 saglik dolandiriciligi nedeniyle kayip tahminleri-2008
Kaynak: (Vincke & Cylus, 2011)

2005 yilinda AB tarafindan kurulan EHFCN, hata, kotiiye kullanim, sahtekarlik ve
yolsuzluk arasinda ve ayrica saglik hizmetlerinde kasitli ve kasitsiz izinsiz girisler ve
kabahatler arasinda bir tipoloji gelistirilmesinde 6ncii olmustur. EHFCN, kurumlarin
operasyonel agidan denetlenmesini ve kontroliinii desteklemek i¢in, 2014 yilinda atiklari
sonuglarma gore hata, suistimal, sahtekarlik ve yolsuzluga gore siniflandiran bir “Atik
Tipoloji Matrisi” Cizelge 1.1 gelistirmistir (Reichmann, Wild, Stepan, Reichmann, & Fried,
2018).

Atik Tipoloji Matrisi ile saglik saglayicilart tarafindan yapilan islemler atik olarak
adlandirilmaktadir. Saglik hizmeti sunanlarin, hizmet sunumuyla ilgili olarak hatali veya
yersiz faturalandirma gibi islemlerle ilgili kurallar olusturulmaya ¢alisilmaktadir. Boylece
hangi islemin hata, suistimal, dolandiricihk veya yolsuzluk kapsaminda
kategorilendirilecegi, bunlara uyari, kesinti ve cezalandirma gibi ne tiir tiir yaptirimlarin

uygulanacagi 6nerilmektedir.
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Cizelge 1.1. EHFCN atik tipolojisi matrisi

EHFCN ATIK TIPOLOJiSi MATRISI

onerilir.

ATIK TURLERI

Hatah Fatura Servisleri

Saghik hizmeti sunumunda saghk saglayicilar: tarafindan ihlallerin sozligii “atik” olarak kabul edilir ve icra eylemleri

Yersiz Servisler/Asir1 Tiiketim
Kilavuzlar Kamta Dayah

Kurallar Tip/BPF
Hizmetlerin Asiri Asir1 Pahali
YAPI R Gergel/Malzeme Kullanimy/Medikal Hizmetler/Finan-
ontroller Kontrolii Kontrol sal Kontrol
E2 Basit Bir
- Giindiiz Danismak islenmenis Bir Basit Rinit icin Enfeksiyon Igin
2 m | Yerine Yanlslkla Bir | p Radyografiyi istemeden | [T “Cehalet Disinda” | m “Cehaletten
= = Gece Danigmasini ™ Faturaland.rma et Antibiyotik | Uzak” En Pahali
E Faturalandirmak Regetesi Antibiyotiklerin | »
Regetesi Ev
N Bilgi / Uyari / (Geri Bilgi / Uyari / Geri
= Odeme Talebi) / Odeme Talebi / (Idari Bilgi / Uyar1 Bilgi / Uyar
g (Yonetici Cezast) Para Cezas1)
Bir Tedarikgi,
GMP Gostergesi Dag?e%%ﬁk&r
g2 Sigortali Bakim Igin Bir Bir Hastane, Faturalama Olmadan Bilerek Esdeger Uriin
=3 > Kod Kullanilarak 3 | Sisteminde Izin Verilen | 3, Bir > Bsulugnurken
gB_, = Sigortasiz Bakimin ™ | Hatalarin Varsayilan %’ | © | Elektrokardiyogra | Bilerek Sa deée
5 Asimilasyonu ini “Optimize Eder” m Almak Ve Kar igin Ozel Bir
Faturalamak Ortez Yapar Ve | =
Faturalandirir —i
Odaklanmus Bilgi | <
Odaklanmus Bilgi / / Uyar1 / (Geri
N Uyar1 / (Geri Odeme Talebi) /
= Uyarlamak Ya Da Uyarlamak Ya Da Odeme Talebi) / (idari Para
§ Kurallar1 Olusturmak Kurallar1 Olugturmak (idari Para Cezas1) Cezasi) /
o / (Disiplin izleme / (Disiplin izleme /
Diizeltici Tegvikler Diizeltici
Tesvikler
Bir Tedarikgi
Bilingli Ve
Uyarildiktan
Kasitl Alarak Ve Sonra Daha Ucuz
o . Bilingli Ve Uyard Bir Prefabrik
gT Ygﬁﬁgﬁa];?ﬁ %Tae}'l;k Kasith Olarak Edildikten Sonra Esdeger Uriin
2 AN . - . 3 | Olusturulmamis Bir Gece | & Gmp Iy Mevcutken,
= Bir Gece Goriigmesine . . . .
<} Danismak Gorlismesine Danismak Bellrtmek§lzm Sadece Kasitl o
= Elektrokardiyogra Olarak Ozel £
m Fatura Olarak g
Hazirlanmig Bir | ©
Ortez Yapar Ve §
Faturalandinr. | 5
Odaklanmus Bilgi | ~
Odaklanmus Bilgi / . Odaklanmus Bilgi / / Uyar / (Geri
N Uyari / (Geri Odeme ?dakla.”.r.ms Bilgi / Uyart Uyari / (Geri Odeme Talebi) /
S A (Geri Odeme Talebi) / = - .
=1 Talebi) / (Idari Para (idari Para Cezasn) / Odeme Talebi) / (Idari Para
g Cezas1) / (Disiplin (Disiplin izleme / (idari Para Cezas1) Cezast) /
® Izleme / Diizeltici Dﬁzeltpici Tesvikler / (Disiplin Izleme / (Disiplin Izleme /
Tesvikler $ Diizeltici Tegvikler Diizeltici

Tesvikler
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Bir Tedarikgi,
Kasten Sadece

ewelloz

Geri Odeme Talebi /
idari Para Cezas1 /
Vergi Talebi / Hasar
Talebi / Vergi Cezasi /
Ceza Cezas1 / Hapis
Cezasi / Disiplin Cezasi

Geri Odeme Talebi /
Idari Para Cezas1 / Vergi
Talebi / Hasar Talebi /
Vergi Cezasi / Ceza
Cezasi / Hapis Cezas1 /
Disiplin Cezasi

Geri Odeme Talebi
/ 1dari Para Cezas1
/ Vergi Talebi /
Hasar Talebi /
Vergi Cezasi /
Ceza Cezasi /
Hapis Cezas1 /
Disiplin Cezast

.<
o e I
o Dortlii I¢in s -
i~ Faturalandirma . . Gereksiz Kan Kar Igin Ozel Bir
c Bir Gece I¢in Bir . Ortez Yapar Ve
a = Yaparken Ve s Testleri Yapmak
TP o Sertifika Ile Araba o | Faturalandirr,
== a Hastaneden Veya LT Ve Laboratuvardan | { -
=< Endiistriden Geri Benzin Igin Odeme Geri Tepme Daha Ucuz Bir
3 . Yapilmamig Danigin Prefabrik Ise
P Tepme Alirken Tekil Almak Endiistriden Bir
§ Bir Kalp Pili Implant: Geri Tepme lle
Esdegerdir
Geri Odeme

Talebi / idari

Para Cezas1 /

Vergi Talebi /
Hasar Talebi /
Vergi Cezas1 /
Ceza Cezasi /

Hapis Cezas1 /
Disiplin Cezas1

Kaynak: (Margit Sommersguter-Reichmann, Claudia Wild, Adolf Stepan, Gerhard

Reichmann ve Andrea Fried, 2018)

Asagida saglik alanindaki suistimalle miicadelede, tez kapsaminda Onerilen; is
stireglerinin teknoloji ekseninde yeniden tasarimi, is birligi ve bilisim teknolojileri

kapsaminda yazilim destekli uygulama yapan iilke 6rneklerine deginilmistir.
1.3.1. ingiltere

Ingiltere saglik sigortas: sistemi 1948 yilinda kurulmus Ve biitiin toplumu kapsayacak
sekilde tasarlanmug bir sistemdir. Sistem vergilerle genel biit¢e tarafindan finanse edilmekte
ve ikamete dayali primsiz olarak yararlanmayi saglamaktadir. Ulusal Saglik Kurumu
(National Health Service-NHS) sistemi yiiriitmekte olup Saglik ve Sosyal Bakim
Bakanligina baghdir (SGK, 2019 b: 56).

Ingiltere’de basarili saglik sonuglarma karsilik harcamalarin nispeten diisiik ¢ikmasi
dikkat ¢ekmektedir. Saglik sistemi muayene hizmetlerinin biiyiik kismin1 birinci basamakta
halletmektedir. Sevk zinciri boyunca hizmet {cretsiz olup uyulmadiginda saglik
hizmetlerine iliskin maliyetler devlet tarafindan karsilanmamakta, kisiler cepten 6deme

yapmak zorunda kalmaktadir (Atag¢ & Sur, 2019).

Ingiltere’de saglik alanindaki sahtekarligm Ulusal Saglik Servisine maliyetinin yilda
yaklagik 1,27 milyar £’a oldugu tahmin edilmektedir (The NHS Counter Fraud Authority,
2020Db). ingiltere’de, 1 Kasim 2017°de, Ulusal Saglik Kurumu(NHS)’na kars1 dolandiricilik,

riisvet ve yolsuzlukla miicadeleye nciiliik etmekle gorevli yeni bir Ozel Saglik Otoritesi
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olan Ulusal Saglik Servisi Kars1 Dolandiricilik Otoritesi (NHSCFA) kurulmustur. NHSCFA,
NHS’de sahtekarlik, riisvet ve yolsuzlukla miicadeleye onciiliik etmekle gorevli 6zel bir
saglik otoritesidir (The NHS Counter Fraud Authority, 2020a). NHSCFA, NHS ve daha
genis saglik grubundaki sahtekarlik ve diger ekonomik suglari tanimlamak, arastirmak ve
onlemekle gorevlidir. Tamamen karsi dolandiricilik ¢aligmalarina odaklanan 6zel bir saglik
otoritesi olarak, NHSCFA diger NHS organlarindan bagimsizdir ve Saglik ve Sosyal Bakim
Departmanina dogrudan kars1 sorumludur. NHSCFA, Saglik ve Sosyal Bakim Departmani
ile ¢alisir (GOV.UK, tarih yok). NHSCFA iilke genelinde yolsuzlukla miicadele, riisvet ve
yolsuzluk ¢aligmalarini iyilestirmek igin bilgi ve rehberlik saglar. Bu kapsamda kilavuzlar,
standartlar hazirlar, istihbarat toplama araglari sunar. NHSCFA, istihbarat, sahtekarlik
onleme, bilgisayar adli tip, sahtekarlik sorusturmasi, finansal arastirma, veri analizi ve

iletisim alanlarinda uzmanlar1 kullanan bir merkezdir.

NHS ve daha genis saglik grubunu etkileyen mevcut ve gelecekteki dolandiricilik
risklerini degerlendirmekte, analiz edip ve raporlamakta, gelecekteki karsi dolandiricilik
calismalari i¢in gereksinimleri belirlemektedir (The NHS Counter Fraud Authority, 2017:
26).

NHSCFA, istihbarat, sahtekarlik 6nleme, bilgisayar adli tip, sahtekarlik sorusturmasi,
finansal arastirma, veri analizi ve iletisim alanlarinda uzmanlar1 kullanan bir miikemmellik
merkezidir. NHS sahtekarliginin iistesinden gelmek icin bir dizi 6zel hizmet sunmaktadir.
En ciddi, karmasik ve yiiksek profilli dolandiricilik vakalarini arastirmakta ve suglulari
adalete teslim etmek igin polis ve Kraliyet Savciligi ile yakin igbirligi i¢inde ¢alismaktadir.
Uzman mali miifettislerinin sahtekarliga ugramig NHS parasini geri alma yetkileri var ve
dijital kanitlar1 toplayip analiz eden adli bir bilgi islem ekibi bulunmaktadir. Belirlenen
sahtecilik risklerini hedef alan sahtekarlik Onleme ¢oziimleri gelistirilmektedir. NHS
genelinde kars1 dolandiricilik ¢aligsmalari igin standartlar belirlenmektedir. NHS’ye yonelik
sahtekarlik bilincini artirma ¢aligsmalar yiiriitilmektedir. Calismalar1 daha hizli, daha akilli
ve daha fazla veri odakli hale getirmek icin teknolojiyi kullanarak dijital olmaya
calisiimaktadir. NHS verilerinde hem normal davranisi hem de aykiri davraniglar: tespit
edebilmek i¢in karmasik algoritmalar ve veri madenciligi araglari kullanilmaktadir (The
NHS Counter Fraud Authority, 2020a).
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1.3.2. Belgika

Ulusal Hastalik ve Maluliyet Kurumu (INAMI), Belgika’da zorunlu saglik ve yardim
sigortasinin  yonetiminden ve denetiminden sorumludur. Ozel Yasami Koruma Yasasi
kapsaminda kalmak sartiyla, Belgika dahilinde tiim hastane ve hastane disi kayitlara erisme
yetkisi olan bir kurumdur. Biinyesinde doktorlar, sosyal miifettisler, eczacilar, sosyal
uzmanlar, hukukgular, ¢evirmenler, bilgisayar uzmanlari, aktiierler, ekonomistler,
hemsireler, teknisyenler, yoneticilerden olusan yaklasik 1.400 personel gérev yapmaktadir
(SGK, 2013 a: 166).

Talepte bulunmasi1 durumunda faturalarla ilgili biitiin bilgilere ulasabilmektedir.
Boylece belirli bolgelerde ya da hastanelerde/eczanelerde anormal hareketlerin tespiti
miimkiin olmaktadir. Elde edilen bilgiler, biinyesindeki uzmanlardan olusan kisilerce risk
analizi yontemleri uygulanarak degerlendirilmektedir. Belirlenen muhtemel suistimaller
denetim elemanlarinca yapilan denetimler ile agikliga kavusturulmaktadir (SGK, 2013 a:
167).

Belgika tiim sosyal giivenlik yardimlari igin tek bir ‘benzersiz barkod’ atanmasi
yoluyla sahtekarliklar1 tespit etmeyi kolaylastirmis ve 1.000 dava incelendikten sonra
8.500.000 € geri kazanilmistir (EURACTIV, 2010). Belgika tiim kamu siireglerini bir
noktada entegre ederek otomatik ¢alisan bir sistem tizerinde is birligini gii¢lendirmektedir.

1.3.3. Amerika Birlesik Devletleri

ABD saglik suistimallerinin tespiti ve onlenmesine yonelik c¢aligmalari baslatan
devletlerin basinda gelmektedir. 1996 tarihli Saglik Sigortasi Tasinabilirligi ve Sorumluluk
Yasasi (HIPAA) ile Saglik ve Adalet Bakanliginin ortakliginda; saglik dolandiriciligr ve
suistimaller ile ilgili olarak federal, eyalet ve yerel faaliyetlerini koordine etmek igin
isbirligine dayali ulusal bir Saglik Bakim Dolandiriciligi ve Suistimal Kontrol Programi
(HCFAC) baslatilmistir (HHS Office of Inspector General, May 2019: 3). ABD’de, 2013-
2015 arasinda, dolandiricilik ve hata tespitine harcanan her 1 dolar i¢in 6,1 dolar doniis elde
edilmistir (OECD, 2017: 7). 2018 yilinda program kapsaminda 2,3 milyar dolarin iizerinde
suistimal tespit edilmistir. Program kapsaminda yapilan 1 dolarlik harcama karsiliginda 4

dolarlik geri doniis saglanmistir (HHS Office of Inspector General, May 2019: 10).
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Program kapsaminda Saglik Bakimi1 Dolandiricilik Onleme ve Uygulama Eylem Ekibi
(HEAT), Saglik Dolandiricilik Onleme Ortakligi (HFPP), Medicare Sahtekarlik Hiicum
Giicii ve Opioid Dolandiricilik ve Suistimal Tespit Unitesi gibi birimler kurulmustur. Bu

birimler, calismalarini isbirligi ve veri analizi ¢alismalariyla yiiriiterek basar1 saglamiglardir.

Saglik ve Adalet Bakanligi, dolandiricilik ve suistimal kaliplarmi takip etmek ve
karmagsik saglik dolandiricilik davalarini  sorusturmak ve kovusturma islemlerinde
verimliligi artirmak igin Kritik veri ve bilgileri yasa uygulayicilarin ellerine almak igin veri
paylasimini ve bilgi paylasim prosediirlerini genisletmistir. Bu genisletilmis veri paylasimi
Saglik ve Adalet Bakanliginin sistemdeki en kotii oyuncular etkin bir sekilde tanimlamasini
ve hedeflemesini saglamaktadir. Departmanlar, saglik dolandiriciligi ile ilgili konularda
farkindalig1 arttirmak igin dolandiricilik egilimlerini, yeni girisimleri, fikirleri ve basari
oykiilerini paylagmak i¢in hiikiimetler aras1 saglik dolandiricilik veri istihbarat paylasim

calisma grubu olusturmustur (HHS Office of Inspector General, May 2019: 11).

Medicare ve Medicaid Services (CMS) Merkezleri, 6demeler yapilmadan once,
ozellikle de yiiksek risk tasiyan talepleri ve saglayicilart belirlemek i¢in tahmine dayali
analitik kullanan Sahtekarlik Onleme Sistemi (FPS) ile dolandiricilik belirleme konusunda
biiyiikk adimlar atmaktadir (Dun & Bradstreet, 2017).

CMS Sahtekarlik Onleme Sistemi (FPS) 30 Haziran 2011°de faaliyete baslamstir.
Odemeden 6nce tiim Medicare taleplerini yayinlar; suistimal, atik ve kotiiye kullanma
modellerini tanimlayan c¢oklu algoritmalar1 ¢alistirir. FPS talepleri ve uygunsuz
faturalandirma oneren diger verileri tanimladiginda uyarilar olusturulur. FPS daha sonra
belirli bir saglayicidaki uyarilar1 birlestirir ve yiikseltilen uyarilara baglam saglamak i¢in
arka plan bilgileri ekler. Dolandiricilik, atik veya suistimal potansiyeli en yiiksek olan
talepler arastirllmaktadir. FPS tarafindan dretilen bilgiler ayrica, fatura ayricaliklarinin
iptali, otomatik reddetme ve 6n o&deme inceleme diizenlemelerinin uygulanmas: ve
odemelerin askiya alinmasi dahil olmak tizere Medicare programini korumak igin yiiksek
riskli saglayicilara karsi idari islem yapmak i¢in de kullanilir. Medicaid, Medicare’den farkli
olarak organize edilmesine ve yonetilmesine ragmen, bazi devlet Medicaid programlari,
tahmine dayali analitiklerin program biitiinligii ¢abalarina dahil edilmesi siirecindedir
(EURACTIV, tarih yok).
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Ulusal Saglik Anti-Dolandiricilik Dernegi tarafindan (National Health Care Anti-
Fraud Association (NHCAA)) 2010 yilinda yayinlanan ve politika yapicilar i¢in dnerdigi 7
ilke asagidaki gibidir (NHCAA, 2010: 3).

1. Dolandiricilikla miicadele bilgilerinin 6zel sigortacilar ve devlet programlari

arasinda paylasilmasi tesvik edilmeli ve gelistirilmelidir.

2. Veri konsolidasyonu ve gercek zamanli veri analizi saglik dolandiricilik tespiti ve

onlenmesi 6n planda olmalidir.
3. On 6deme yorumlar1 ve denetimler artarak giiglendirilmelidir.

4. Kamu ve o&zel saglik planlari engelleme veya saglik dolandiriciligr iiretmis

sliphelenilen saglayicilari atarak kayitlh kisileri korumak igin izin verilmelidir.

5. Dolandiriciliga katilan saglhik hizmeti verenler, kendi devlet lisans kurullari

tarafindan cezalandirilmalidir.
6. Saglik saglayici tanimlayici numaralari daha giivenli hale getirilmelidir.

7. Yenilik¢i saglik sahtekarlik 6nleme, tespit ve inceleme galigsmalari ve programlarina

yatirim tesvik edilmelidir.
1.3.4. iskogya

Iskogya, Sahtekarlik Onleme Hizmetleri (CFS) kurumu aracihigiyla saglik
dolandiriciligr ile miicadele etmek igin net bir strateji gelistirmistir. Sahtecilikle miicadele
stratejisi; sahtekarligi caydirma, tespit etme, devre dis1 birakma ve onlarla basa ¢ikma
tizerine odaklanmaktadir. Ayrica, iilke genelinde, dolandiricilik bilincini artirmak ve aktif
olarak caydirmak amaciyla bilinglendirme faaliyetleri yiriitiilmektedir. Stratejilerden biri
olan tespit stratejisinde, dolandiricilik ve yolsuzluk hakkinda bilgi birikimi ve istihbarat
gelistirerek, gelismis veri madenciligi ve sahtekarliga karsi proaktif bir yaklasim
benimsenmektedir (Worsfold, 2011).
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CFS temel amaglar1 olarak; suistimal ve dolandiriciligi 6nleyici rehberlik ve tavsiyeler
vermekte, dolandiricilik bilincini arttirmakta, giicli sistemlerin mevcut olmasini saglamak

ve riskleri belirlemek igin verileri analiz etmektedir (Counter Fraud Services, tarih yok).

Verilerdeki anormal kaliplar1 belirlemek i¢in; hastane ve birinci basamak verilerini
sorgulayan risk degerlendirme metodolojisi ve aile sagligi hizmeti arag kitleri dahil olmak
tizere istatistiksel araglar kullanilarak, susistimaller ve yolsuzluklar ile ilgili tespit en iist
diizeye cikarilmaktadir. Veri ve istihbarat analizleri sonucunda potansiyel suistimal ve
yolsuzluk alanlar1 belirlenerek yillik proaktif is planlar1 hazirlanmaktadir. Bu ¢alismalarda
istihbarat kullanimi dolandiricilik yonlendirmelerinin daha akillica ele alinmasini ve

sorusturmalar i¢in daha iyi hazirlik yapilmasini saglamaktadir (Worsfold, 2011).

1.3.5. Polonya

Polonya Sosyal Sigortalar Kurumu tarafindan gelistirilen risk analiz sistemiyle veri
paylasimi yoluyla yersiz emeklilik 6demeleri vb. katkilar saglanmistir. Polonya Sosyal
Sigortalar Kurumu tarafindan gelistirilen sahtekarlikla miicadele yontemlerinin unsurlari;
dolandiricilik girisimlerini etkili algilama ve raporlamak, verimli bir sekilde ortadan
kaldirmak ve girisimleri 6nceden 6nlemek olarak belirlenmistir. Ttim riskler, Polonya Sosyal

Sigortalar Kurumu intranet sitesinde yayinlanan dolandiricilik riski siciline kaydedilir.

“Dolandiricilik Risk Yonetimi” projesi (ISSA, 2019 b) kapsaminda; siiregler ve
yazilimlar, suistimaller ve dolandiricilik ile miicadelede ¢6ziimler ortaya ¢ikan bosluklarin
teshisine gore yeniden olusturulmustur. Olusturulan dolandiricilik riski kaydinda bulunan
dolandiricilik risklerinin giincellenmesi ve yeni ortaya cikan olaylarin raporlanmasi igin
izlenecek rotanin sistematize edilmesi, gerceklestirilen eylemlerin yani sira olaylarin
Olgegini izleme ve etkinligi hakkinda ortaya ¢ikan bilgilerin belgelenmesi ve
sistemlestirilmesi igin gelistirme araglar1 olusturulmustur. Projeyle diger kuruluslarla iyi
uygulamalarin degisimi, analitik merkezin operasyonel tesislerinin gelistirilmesi, merkezin
gorevleri arasinda veri analizi yoluyla sahtekarligin tespit edilmesi, isletme sahiplerinin risk

tespiti ve izlenmesinin de desteklenmesi yer almaktadir (ISSA, 2019 b).
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1.3.6. Tunus

Tunus Ulusal Saglik Sigorta Fonu tarafindan hayata gegirilen “Risk Y 6netimi ve T1bbi
Kontroller I¢in Bir Karar Destek Sisteminin Uygulanmasi” ile her bir tibbi talep formunun
ozelliklerini dikkate alacak bir tibbi bilgi tabanma sahip bir karar destek sisteminin
kurulmasinin yaninda ayrica saglik profesyonellerinin davranisini 6nceden belirlenmis
kriterlere gore takip ederek atipik aktiviteye sahip profesyonelleri tanimlayarak tibbi
regetelerin rasyonellesmesine katkida bulunmaktir. Sistem, her seyi kapsayan bir tibbi bilgi
tabanindan (endikasyonlar, kontrendikasyonlar, dozajlar, 6rnegin yan etkiler) olusur.
Sisteme islenmis olan tibbi Kriterler, hasta oykiisii (yararlanici formu) ya da saglik kurulusu
(saglik profesyonelleri formu)’dan gelen tiim bilgileri bitiinlestirerek bir veri kontrolii
saglar. Secilen parametrelere gore tiim regeteler (tibbi talep formlari, 6n anlasma talepleri,

mesleki risk, 6rnegin sosyal sigorta) analiz edilebilir (ISSA, 2015).

Sistem tarafindan yapilan risk analizi sonucunda onerilen uyarilar ti¢ kategoriye
ayrilir: Birincisi tibbi talep formu 6demesini kolaylastirmak icin uyar verilmesidir. ikincisi
odemeyi engellemeye yonelik uyar1 durumudur. Bu durumda tiim belgelerin incelenmesi
gerekir. Ugiinciisii kalite uyarilaridir. Bu tiir bir uyar1 6demeyi engellemez, ancak bazi
kontrolleri gerektirir. Agustos 2014 itibariyle, bu sistem kullanilarak 3.969.641 tibbi talep
formu ve 18.287.639 kayit islenmistir. Olgularin %85’inde kesin bir degerlendirme yapilmis
ve 2.804.737 (%15) olguya tibbi kontrol uygulanmistir (ISSA, 2015).

1.3.7. ispanya

Gegici is goremezlik vakalariin inceleme siirelerinin 345 giine ulagsmasi nedeniyle
Ispanya Ulusal Sosyal Giivenlik Kurumu tarafindan “Gegici Is Goremezlik Yardimi

299

Uzerindeki Kontrolii Giiglendirmek Igin Yogunlastirma Plan1™ projesi gelistirilmistir.
Projede ortaya konan yenilik¢i unsur, tibbi miifettisler tarafindan gézden gecirilecek
vakalar1 se¢mek i¢in tahmini analiz araglarmin kullanilmasidir. Bunun igin, biri ilk
randevular igin digeri ardisik olanlar i¢in iki modelin olusturulmasina izin verilmistir. Bu
modeller bir dizi degiskeni (meslek, tani, yas, is sozlesmesinin tiirii, faaliyet alani, hastalik
izni siiresi vb.) bir araya getirir. Bir hak iddia edenin bir doktor tarafindan imzalanabilecegi

durumlar1 tahmin etmede etkili oldugu kanitlanmistir. Kaybolan is kapasitesini tekrar
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kazanmak i¢in SAS araciyla tahmin analizleri kullanilarak ¢alisma kapasitesi %50 geri
kazamlmstir. inceleme dénemi olan 01.10-31.12.2018 déneminde bu sistemle gecici is
goremezlik 6denegi imzalanan 1.987 kisinin inceleme siirecinde ortalama 191 giin inceleme
stiresine ulasilarak vaka basina 174 giin iizerinden 345.738 giin tasarruf saglanmustir.
Ortalama maliyet 37,23 Euro olup sistem ile elde edilen dogrudan tasarruf 12.871.826
Euro’dur. Plan sonunda personel maliyetlerinin finansal tahmini ise dogrudan tasarrufun ¢ok
altinda 63.506 Euro’dur (ISSA, 2019 a).

Bu sistemin avantajlar1 tibbi muayeneye tabi is goremezlik vakalarini segmek i¢in
tahmini analitik araglara sahip olmasi; tibbi kontrollerin se¢imini, mevcut is goremezlik
vakalarinin baskin 6zelliklerine ve varyasyonlarina ve tibbi miifettislerin mevcudiyetine her
zaman adapte edilebilmesi, ardisik fazlarda vaka se¢imi iyilestirilmesi i¢in ilk asamalarinda
elde edilen sonuglar1 uygulayarak siirekli iyilestirme saglayan bir sistem ortaya konulmasidir
(ISSA, 2019 a).

1.4. Sosyal Giivenlik Kurumunun Saghk Sektoriinde Karsilastigi Suistimaller

Sosyal Giivenlik Kurumu gorev alani kapsami igerisinde karst karsiya kaldigi saglik
alanindaki suistimaller sigortacilik alanina gére daha karmasik bir yapiya sahiptir. Kapsamin
saglik olmasi, hasta mahremiyeti, kisisel verinin mahiyeti, tibbi degerlendirme gerekliligi,
doktor degerlendirmesi gibi konular saglik alanindaki usulsiizliiklerin yapilmasini
kolaylastirmakta ve suistimallerin tespitini zorlastirmaktadir. Bu alandaki kontrol ve
miidahaleler sinirli kalmakla birlikte; biyometrik kimlik yonetimi ¢dztimleri, elektronik
imza, siki1 kontroller, dinamik denetim sistemleri, kayitlarin elektronik ortamda tutulmasi

gibi yontemlerle bu alandaki usulsiizliiklerle etkin miicadele edilebilmektedir.

Sosyal Giivenlik Kurumu saglik hizmeti sunucusu olarak degil, geri 6deme kurumu
olarak saglik sigortaciliginda yer almaktadir. SGK, saglik hizmetlerinin kargilanmast igin;
kamu hastaneleri, tiniversite hastaneleri, 6zel saglik hizmet sunuculari, eczaneler, optik
miiesseseleri vb. ile sozlesme yaparak saglik hizmetlerini finanse etmektedir. Bu gorevi

yerine getirmek i¢cin de MEDULA sistemini kullanmaktadir.

MEDULA; MED (ikal) ULA(K) sozciiklerinin birlesmesinden olusmus, SGK ile

hizmet sunuculari arasinda fatura bilgisini toplamak ve geri 6demesini gergeklestirmek igin
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elektronik olarak kurulan biitiinlesik sistemin adidir (Atasever, 2014: 94). MEDULA

sistemindeki saglik suistimal alanlar1 Sekil 1.4’te gosterildigi tizere 4 alanda yapilmaktadir.

Saglik Suistimal Alanlar1

MEDULA Hastene MEDULA Eczane MEDULA Optik MEDULA Sahis
Odemeleri
~_ ~_ ~_ ~_

Sekil 1.4. Saglik suistimal alanlari

Saglik hizmeti sunan ve bu hizmetlere iliskin bilgileri olusturan kurumlardan, verilerin
elektronik olarak toplanmas1 ve bu bilgiyi kullanarak geri 6deme islemlerinin kisa siirede ve
dogru olarak gergeklestirilmesi amaciyla, Sosyal Giivenlik Kurumu tarafindan MEDULA-
Hastane sistemi, kurumla sozlesmeli tim kamu ve 6zel hastaneler tarafindan kullanilmak
iizere 01.09.2006 tarihinde (Ozel Hastaneler Platformu Dernegi, 2017), MEDULA-Eczane
sistemi Mart 2016, MEDULA-Optik sistemi 01.06.2008 ve MEDULA-Sahis Odemeleri
sistemi 04.02.2010 tarihinde isletime acilmistir (SGK Genel Saglik Sigortast Genel
Miidirliga, 2017).

Saglik hizmeti kullanimina iligkin bilginin elektronik ortamda yiiriitiilmesiyle,
bireylerin saglik hizmetinden en iyi sekilde yararlanmasi ve saglik hizmet sunucularinin
islemlerinde elektronik veri iiretebilmesi ve saglik 6deme islemlerinin dogru ve hizl

yapilmasi hedeflenmistir (Ozel Hastaneler Platformu Dernegi, 2017).

MEDULA sistemi ile tedavi islemlerini kontrol etmek, faturalandirilan tedavi
giderlerinin Saglik Uygulama Tebligi’nde (SUT) belirtilen kurallara uygun olarak fatura
edilip edilmedigini denetlemek, yersiz 6demeleri 6nlemek ve ortaya ¢ikan kurum zararini

tespit ederek sorumlularindan tahsil edilmesi amaglanmaktadir.

Saglik alaninda tek nokta da meydana gelen bir suistimal olabilecegi gibi birden fazla
kisi ve kurulusun karistigi ¢ok boyutlu bir suistimal zinciriyle de karsilasilabilmektedir.
Ornegin bir doktorun sahte muayene iicreti tek noktada gergeklesirken, bu muayeneye bagl

regete girisi de s6z konusu oldugunda hastane, eczane ve ilag¢ firmasi olmak tizere birkag
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noktada gergeklesen zincirleme bir suistimal ortaya g¢ikabilmektedir. Saglik sisteminde;
saglik hizmet sunucular1 ve firmalar agisindan karlilik; sigortali ve hak sahibi agisindan ise
ticretsiz yararlanma hedeflenmektedir. Taraflarin bu hedeflere ulasmak igin ¢esitli saglik

suistimallerine bagvurdugu goriilmektedir.

Saglik alanindaki sunulan hizmetlerin kapsami genis bir yelpazeyi icermektedir. Bir
kisi, saglik hizmetlerinden yararlanma siirecinde; tescil, prim yiikiimliigii yaninda bu
hizmetten yararlanmasi sirasinda aldigi hizmetlerin sartlari, bunlarin verildigi kurumlar ve
calisanlar gibi ¢esitli aktorler ve kurallar zinciri ile kars1 karsiya kalmaktadir. Saglik hizmeti
sunulurken hastane, eczane, tibbi malzeme, optik firmalar1 ile kaplica ve fizik tedavi
merkezleri vb. aktorler serbest piyasa mekanizmas: igerisinde ve rekabet halinde bu
hizmetleri sunmakta ve Sosyal Giivenlik Kurumuna fatura etmektedirler. Asagida saglik
suistimallerinin saglik hizmet sunucularinda ger¢eklesme nedenleri, usulleri ve mevcut

denetim sekli agiklanacaktir.

1.4.1. Genel Saghk Sigortasi Tescili Suistimalleri

Sosyal giivenlik sisteminde 5510 sayili yasa kapsaminda tescil kavrami Sekil 1.5’te
belirtildigi gibi {i¢ agidan ele alinmaktadir. Sigortali olarak tescil; kisa ve/veya uzun vadeli
sigorta kollar1 bakimindan adina prim d6denmesi gereken veya kendi adina prim ddemesi
gereken kisinin tescilini ifade etmekte olup, bu kapsamda; zorunlu ve istege bagl tescil s6z
konusudur. Ikinci olarak genel saglik sigortalis1 olarak tescil; 5510 sayili kanunun 60.
maddesinde sayilan kisilerin tescildir. Son olarak 5510 sayili kanunun 4. maddesinin birinci
fikrasinin (a) ve (c) bentlerine gore sigortali sayilan kisileri ¢alistiran gercek veya tiizel

kisiler ile tiizel kisiligi olmayan kurum ve kuruluslarin isveren olarak tescil edilmesidir.

A
Tescil Tiirleri
N
Py P Ny Py
Sig(l)lr_tia/g};_ecscili GSS Tescili [sveren Tescili

Sekil 1.5. Tescil tiirleri
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Tescil kapsaminda olan suistimaller; sigorta kapsamindaki imkanlardan yararlanmak
ya da sigortalilik yiikiimliiliiklerinden kaginmak amaciyla yapilmaktadir. Asagida saglik

suistimallerine yonelik sigorta tescillerine bagli usulsiizliiklere deginilecektir.

Sahte sigortali tescili; genellikle 4/b borcu nedeniyle saglik hizmetlerinden
yararlanamayanlarin bagvurdugu bir yontemdir. 4/b sigortalilarinin saglik hizmeti
sunucusuna bagvurdugu tarihte 21.07.1953 tarihli ve 6183 sayili Amme Alacaklarinin Tahsil
Usulii Hakkinda Kanunun 48. maddesine gore tecil ve taksitlendirilerek tecil ve
taksitlendirmeleri devam edenler hari¢ 60 giinden fazla prim ve prime iliskin her tiirli
borcunun bulunmamasi gerekmektedir. Bu kisiler, borglarini taksitlendirmeleri ve 6demeleri
disinda diger zorunlu sigortalilik hallerinden birine tabi olmalar1 durumunda saglik
hizmetlerinden yararlanabilmektedir. Bu kapsamdaki kisiler, sahte tescil ve prim 6deme
yontemiyle 4/a sigortalist olarak saglik hizmetlerinden yararlanma yolunu tercih

etmektedirler.

Yalinizca genel saglik sigortasi tescili olan kisi sadece GSS primi 6demekte ve
yalnizca saglik hizmetinden yararlanmaktadir. Ancak diger sigortalilik durumlarinda saglik
hizmetinden yararlanmakta, emeklilik i¢in prim 6demekte ve borglanma imkanina sahip

olmaktadir.

Sahte sigortali tescili saglik hizmetlerinden daha uygun sekilde yararlanmak igin
ortaya ¢ikmaktadir. Herhangi bir sigortalilik statiisii olmayan kisiler saglik hizmetlerinden
yararlanmak igin Genel Saglik Sigortalisi olmak durumundadir. Bu kisiler gelir testi
sonucunda, asgari ticret tizerinden belirlenen kistaslara gore primden muaf tutulmakta ya da
prim 6demektedir. Genel saglik sigortalisinin 6deyecegi prim hesaplanirken; 1 Nisan 2017
tarihi 6ncesinde, 3816 sayili Kanun hiikiimlerine gore tespit edilen aile i¢indeki kisi basina
diisen gelir payinin aylik tutart; asgari ticretin iki katindan fazla oldugu tespit edilen kisiler
icin 82. maddeye gore belirlenen prime esas giinliik kazang alt sinirinin otuz giinliik tutarinin
iki kat1 prime esas asgari kazang tutari1 olarak esas alinir. Gelir diizeyi yiiksek olan kisilerin
genel saglik sigortasindan faydalanmasi igin yiiksek oranda prim 6demesi gerekmektedir.
Bu durumda olan kisiler i¢in sigortali 0lmak daha avantajli hale gelmektedir. Bu kisiler sahte
sigortalilik tescili yoluyla hem saglik hizmetlerinden yararlanabilmekte hem de emeklilik
hakki elde etmektedirler. Sigortalilik tescilleri degerlendirilirken bu sekilde usulsiiz

tescillerin oniine gecilmesi gerekmektedir. Bu sekilde olusan suistimaller, sosyal giivenlik
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sistemin bazi kisilere sagladigi avantajlarin, bu sartlar1 tasimayan kisilerin usulsiiz ¢ikarlari

icin kullanilmasina sebep olmakta ve ortaya konuldugu amacin disina ¢ikilmaktadir.

Hamile olanlar, analik sigortasindan faydalanarak saglik hizmetlerinden yararlanmak,
dogum masraflarindan kurtulmak, dogum 6ncesi Ve sonrasinda is goremezlik 6denegi almak

gibi avantajlardan yararlanmak maksadiyla sahte sigortali tesciline basvurabilmektedirler.

Ayni sekilde; kanser, kalp, bobrek yetmezligi gibi biiyiik maliyet gerektiren
hastaliklara yakalanan kisiler de hastalik sigortasindan yararlanmak maksadiyla sahte

sigortal1 tesciline bagvurabilmektedirler.

Bu suistimallerin bir kisminin, sahte isyerleri {izerinden de yapildigi, bu isyerlerinin

uzun siire yakalanmadan organize bir sekilde bu isleri yiiriittiikleri goriilmektedir.

30.01.2018 tarihli ve 2018-6 sayili “Sahte, kontrollii ve siipheli igyerleri ile ilgili

yapilacak islemler” konulu genelgede asagidaki tespitler yer almaktadir.

“Kurumca yapilan incelemeler sonucunda, ger¢ekte 5510 sayili Kanunun 4 iinci
maddesinin birinci fikrasinin (a) bendi kapsaminda sigortali ¢alistirilmadigi halde, bazi
kisilerce sahte isyeri tescili yaptirilmak suretiyle sahte sigortali bildiriminde bulunuldugu ve
Kurumun denetim ve kontrolle gorevli memurlarinca yapilan tespitlere istinaden bu
bildirimlerin iptal edilmesine ragmen, ayni kisilerin bu defa ayni veya farkli sosyal giivenlik
merkezlerinde farkli bir igyeri dosyas1 tescil ettirmek suretiyle sahte sigortali bildiriminde
bulunmaya devam ettikleri, ayrica sahte sigortali bildirilen kisilerin saglik yardimlarindan
da yararlandiklari, gegici is goremezlik 6denegi, siirekli is goremezlik geliri veya aylik

aldiklar1 anlasilmistir.

Ote yandan sahte isyeri tescil ettiren kisilerin, hastane dnlerinde bekleyerek, provizyon
alamayan vatandaslar1 kandirdiklar1 ve bu vatandaslardan aldiklar1 ciizi tutarlarda para
karsiliginda sahte sigortali bildiriminde bulunduklari, ay iginde birden fazla ek ve iptal
nitelikte aylik prim ve hizmet belgesi (APHB) diizenledikleri, aylar itibariyle bildirilen
sigortali sayilarinda ¢ok biiyiik farkliliklar oldugu, e-Sigorta kanaliyla her ay diizenli olarak
APHB gondermelerine ragmen Kurumca gonderilen tebligatlari almadiklar1 ve tahakkuk

eden primleri de 6demedikleri veya ciiz’i tutarda 6dedikleri gozlemlenmistir.”


http://www.alomaliye.com/2006/06/16/sosyal-sigortalar-ve-genel-saglik-sigortasi-kanunu-5510-sayili-kanun/
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Ayni sekilde zorunlu genel saglik sigortalist olmamak igin; kismi sigortali olarak
caligma, puantaj kaydi ile prim 6deme giin sayisinin eksik bildirimi gibi yollara
bagvurulabilmektedir. Nitekim Sosyal Giivenlik Kurumu, bu sekildeki uygulamalarin dniine

gecmek i¢in ¢esitli diizenlemeler yapmak zorunda kalmaktadir.

1.4.2. MEDULA-Hastane Suistimalleri

MEDULA-Hastane uygulamasinin saglik hizmet sunucular1 boyutu birinci, ikinci ve
ticlincli basamak saglik hizmet sunucusu olarak gruplanmaktadir (Sekil 1.6). Aile
hekimlikleri birinci basamak saglik hizmet sunucusu olarak hizmet sunmaktadirlar. 2. ve 3.
basamak kamu ve 6zel saglik hizmet sunuculari, egitim arastirma, tiniversite ve vakif
hastaneleri vb. kurum ve kuruluslar; yatarak ve/veya ayakta, teshis ve tedavi hizmetleri

sunmakta ve Sosyal Giivenlik Kurumuna fatura etmektedirler.

Saglik Kurum ve Kuruluslari

Birinci Basamak Saglik Ikinci Basamak Saglik Ucgiincii Basamak Saglik
Kuruluslar Kuruluslar Kuruluslari

Sekil 1.6. Saglik kurum ve kuruluslari

Birinci Basamak Saglik Kuruluslari: Kamu idareleri biinyesindeki kurum hekimlikleri,
saglik ocagi, verem savas dispanseri, ana-cocuk sagligi ve aile planlamasi merkezi, saglik
merkezi ve toplum saglig1 merkezi ile Saglik Bakanlig ile aile hekimligi s6zlesmesi yapmis
aile hekimleri, 112 acil saglik hizmeti birimi, tniversitelerin medikososyal birimleri,
“Ayakta Teshis ve Tedavi Yapilan Ozel Saglik Kuruluslari Hakkinda Y&netmelik”
kapsaminda acilan 6zel poliklinikler, “Agiz ve Dis Sagligi Hizmeti Sunulan Ozel Saglik
Kuruluslar1 Hakkinda Yo6netmelik” kapsaminda agilan agiz ve dis sagligi hizmeti veren

saglik kuruluslar1 bu kapsamdadir.

Ikinci Basamak Saglik Kuruluslari: Egitim ve arastirma hastanesi olmayan devlet
hastaneleri ve dal hastaneleri ile bu hastanelere bagli semt poliklinikleri, entegre ilge

hastaneleri, Saglik Bakanligi’'na bagh agiz ve dis saghgi merkezleri, tip fakiiltelerinin
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bulundugu ilin disinda yer alan uygulama ve arastirma merkezleri (iiniversite hastaneleri) ile
belediyelere ait hastaneler ile kamu kurumlarma ait tip merkezi ve dal merkezleri, Ozel
Hastaneler Yonetmeligi’ne gore ruhsat almis hastaneler, Ayakta Teshis ve Tedavi Yapilan
Ozel Saglik Kuruluslar1 Hakkinda Yonetmelik kapsaminda agilan tip merkezleri, Ayakta
Teshis ve Tedavi Yapilan Ozel Saglik Kuruluslari Hakkinda Yonetmeligin gecici ikinci

maddesine gore faaliyetlerine devam eden tip merkezleri ve dal merkezleri bu kapsamdadir.

Uciincii Basamak Saglik Kuruluslari: Egitim ve arastirma hastaneleri, 6zel dal egitim
ve arastirma hastaneleri, tiniversite tip fakiiltelerinin bulundugu ilde kurulu saglik uygulama
ve arastirma merkezleri (iiniversite hastaneleri) ile bu hastanelere bagli semt poliklinikleri
ve lniversitelerin dis hekimligi fakiilteleri ile egitim ve arastirma hastaneleri, vakiflara ait

egitim ve arastirma hastaneleri gibi resmi saglik kurumlari bu kapsamdadir

Sosyal Giivenlik Kurumunun 2019 yili saglk harcamalari yolluk dahil
110.749.000.000 TL olarak gergeklesmistir (Bkz. Cizelge 1.3). Saglik harcamalarinin
baslangi¢ noktas1 aile hekimlikleri ve birinci, ikinci ve tgiincii basamak saglik hizmet
sunuculart olarak gorev yapan hastane, tip merkezi vb. kuruluslardir. Bir saglik harcamasi
oncelikle muayene kaydi olusturulmasiyla ortaya ¢ikmakta, muayene ve tedavi islemleri,
rapor ve/veya recete (ilag, optik, tibbi malzeme vb.) diizenlenmesi seklinde gergeklesen

islemler sonucunda bu maliyet giderek artmaktadir.

MEDULA-Hastane uygulamasimin saglik hizmet sunuculari boyutunda gergeklesen

saglik suistimalleri sahte ve yersiz islemler seklinde asagidaki gibi siralanabilir.

Sahte muayene; gergekte olmayan bir muayene isleminin, sahte giris yapilarak
muayene varmis gibi gosterilmesidir. Bu islem, genellikle kisilerin kimlik bilgileri tizerinden
gerceklestirilmektedir. Muayene ticreti alabilmek i¢in kisiler adina provizyon alinmakta,

dénem sonunda Sosyal Giivenlik Kurumuna fatura edilmektedir.

Sahte muayene islemlerinde, ilk olarak sisteme bir sahte muayene islemi girilmektedir.
Bu sahte muayene, saglik sorunu olmamasma ragmen kisi adina MEDULA-Hastane
sistemine hasta kaydi olarak girilmekte, islenen bu sahte kayda gore hasta sistem iizerinde
tedavi ile taburcu edilmis olarak goriinmektedir. Bu isleme bazen muayene kaydi disinda,

yapilmayan ancak fatura edilebilen islemler de eklenmektedir. Bazi tanilarda regete
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diizenlenmekte ancak bu regeteler sadece sistem iizerinde kalmaktadir. Bu tiir sahte muayene

islemlerinde, bazen, adina sahte muayene girisi yapilan kisinin de bilgisi olmaktadir.

Sahte muayene islemlerinin bir diger amaci, bu muayenelere bagh regete
diizenlenmesi yoluyla ilag¢ suistimali yapmaktir. Bunun ig¢in sahte muayene islemlerinin
sonucunda sahte regete de diizenlenmektedir. Burada suistimalin igine eczane ve/veya ilag
firmasi/temsilcisi de girmektedir. Bu suistimal olaymin devaminda kagak ilag satisi, teror
orgiitlerine ila¢ destegi saglanmasi (http://www.milliyet.com.tr, 2010) (www.cnnturk.com,

2018) gibi boyutlar da ortaya ¢ikabilmektedir.

Bazi1 durumlarda hasta adina gergek bir muayene islemi vardir. Ancak hastanin bilgisi
disinda bu muayene islemine ek baska sahte muayene girisleri yapilmaktadir. Hastanin
acilde veya poliklinikte bir adet muayene girisinin ardindan degisik polikliniklerde sahte

muayene girisleri yoluyla tedavi faturasi artirilmaktadir.

Sahte muayene islemlerine ek olarak; gergekte olmayan ameliyat, goriintiileme, tetkik
vb. islemler ilave edilebilmektedir. Hastaneye gelen kisilere gelis amaglarinin disinda
muayene girislerinin yapilmasi ve kontrole tabi tutulmalari, diisiik bedelli tedavi islemlerinin
yiiksek bedelli tedavi islemleri seklinde fatura edilmesi gibi durumlarda diger suistimal

sekilleridir.

MEDULA-Hastane uygulamasi islem girisleri igin doktor diplomasinin muvazaali
kullanilmasi da bir suistimal seklidir. Muvazaali doktor yerine kayit disi olarak baska bir

doktor galistirilmasi suretiyle suistimal sz konusu olmaktadir.

Sahte muayeneler disinda ayrica sahte rapor islemleri de yapilmaktadir. Ornegin gegici
is goremezlik i¢cin sahte rapor diizenlenmektedir. Sigortalilara istirahatli kaldiklar1 her giin
icin yatarak tedavilerde giinliik kazancin yarisi tutarinda, ayakta tedavilerde ise giinliik
kazancin 2/3’1 tutarinda 6denek verilmektedir. Yine siirekli is goremezlik geliri baglanmasi

i¢in sahte rapor diizenlenmektedir.

Erken emeklilik islemleri igin sahte engelli veya malulliik raporlar1 diizenlenmektedir.
Ilag kullanimu igin rapor gereken durumlarda sahte rapor diizenlenmektedir. Ogrencilerin

sinavlara hazirlanmasi igin sahte rapor diizenlenmektedir. Askerlikten muafiyet icin sahte
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rapor diizenlenmektedir. Bu gibi usulsiizliikler ile hem kayit dis1 6demeler s6z konusu

olmakta hem de suistimale konu islemler ger¢eklesmektedir.
1.4.3. MEDULA-Eczane Suistimalleri

SGK hangi ilacin hangi ilde ne kadar sarf edildigini, ilacin yazildig1 saglik kurumu,
ilac1 yazan doktor, temin eden eczaci, ilag firmasi, ilag yazilan kisi, ilact hangi tarihte kimin
aldigi gibi bilgileri mevcut kayitlardan tespit edebilme yetenegine sahiptir. Hatta bu bilgilere
bir ¢6p kutusunda bulunan ilag kutusundaki karekod bilgisinden hareketle rahatga

ulasabilmektedir.

Eczane alanindaki saglik suistimalleri; ilaca suistimal yoluyla ulasmak, ilaci tekrar
satmak i¢in sistem disina ¢ikarmak ya da ilag satisin1 artirmak gibi amaglarla

gerceklestirilmektedir.

Ila¢ kullanmas1 gereken ancak saglik sisteminde buna ulasma noktasinda sorunu olan
bireyler, bu ilaglar1 bagka kisiler iizerine regete ettirmektedirler. Yani SGK saglik
hizmetinden yararlanabilen bir kisi adina islemler yiiriitilmektedir. Ozellikle ¢ocuklarda
kimlik {izerinde resim gibi tanimlayict bir referans noktasi olmamasi ve biyometrik
dogrulama kullanilamamasi nedeniyle ¢ocuklarin baska ¢ocuklarinin kKimlikleriyle tedavi
olmalar1 ve bunun Sosyal Giivenlik Kurumuna fatura edilmesi yoluyla suistimal kolaylikla

gergeklesmektedir.

Saglik hizmetinden yararlanmada sorunu olanlarin (6rnegin GSS borcu, Bag-Kur
borcu vb. olmasi durumu) da muayene ve ilag temininde usulsiizliiklere bagvurdugu, bu

kapsamda birden fazla kisinin siirece dahil oldugu suistimaller ortaya ¢ikmaktadr.

Ilaglar1 sahte muayenelere dayal: olarak Sosyal Giivenlik Kurumuna fatura ettirmek,
bunlar1 sistem digina ¢ikararak baska amaglarla kullanmak bir baska suistimal yontemidir.
Burada ilaglarin Sosyal Giivenlik Kurumuna fatura edilmesinden sonra kagak yollarla yurt
ici veya yurt disinda yeniden satigi, terdr oOrgiitlerine gonderilmesi gibi durumlar s6z

konusudur.

llag firmalar1 satis ve pazar paylarmi yiikseltmeyi hedeflemektedirler. ilag

miimessilleri genis bir promosyon biit¢esi ve ilag satma hedefiyle ila¢ suistimallerinin
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onemli bir aktorii olmaktadirlar. Buradaki iligski hastane calisanlari, eczane galisanlar1 ve
admma ilag yazilanlar arasinda Kkurulabilmektedir. Ilag satislarmin suistimal yoluyla
artirllmasi; sahte muayene ve regetelerle ilaglarin Sosyal Giivenlik Kurumuna fatura

edilmesi seklinde ger¢eklesmektedir.

MEDULA-Eczane uygulamasi iglem girigleri i¢in eczact diplomasinin muvazaalt
kullanilmast da bir suistimal seklidir. Muvazaali eczaci yerine diplomay: kiralayanlarin
eczaneyi isletmesi, eczaci kalfalar1 veya kayit dis1 olarak eczaci olmayan baska bir kisinin
calistirilmasi, diplomasi kullanilan kisiye kayit dis1 6deme yapilmasi seklinde suistimaller

sOz konusu olmaktadir.
1.4.4. MEDULA-Optik Suistimalleri

Medula Optik sistemi optisyenlere yonelik olarak hazirlanmig bir giris sistemidir.
Sisteme Sosyal Giivenlik Kurumu tarafindan verilen kullanici adi ve sifreyle
girilebilmektedir. Sosyal Giivenlik Kurumu tarafindan saglik yardimlari karsilanan kisilerin
gozliik cam ve gergevesi ile kontakt lenslerinin, optisyenlik miiessesesi tarafindan temin
edilmesinin usul ve esaslar ile karsilikli hak ve yiikiimliiliiklerin yerine getirilmesi igin
sozlesme yapilmasi zorunludur. Medula Optik girisi yapacak miiessese; teblig, 6deme
genelgesi, SGK tarafindan belirlenen usul ve esaslar ile miiessesenin kurulus ve faaliyetiyle
ilgili  tabi  olduklart  diger mevzuat hiikkiimlerine  uymakla  yiikimlidir

(http://medulamedula.com).

Optik suistimalleri tedavi, ameliyat, recete ve optik malzemeler {izerinden
gerceklesmektedir. Burada eczact  yerine optik¢i  bulunmakta, diger saglik

usulsiizliiklerindeki siirecler ve aktorler burada da yer almaktadir.

Optik o6demeleri hastane ve eczane O6demelerine gore diisiik kalmakla birlikte
suistimale agik alanlar1 bulunmaktadir. Gegmiste yapilan toplu denetimlerde; 210 optisyenin
incelemesinde sadece 74’iinde yolsuzluga rastlanmamis, denetlenen gozliikkgiilerin 65’ine

uyari cezasi, 69’una idari para cezasi verilmis, 2’sinin ise sdzlesmesinin iptali istenmistir

(Medimagazin, 2009).
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1.4.5. MEDULA-Sahis Odemesi Suistimalleri

Medula-Sahis Odemeleri Uygulamasi ile tibbi malzeme 6demeleri, yol 6demeleri,
giindelik 6demeleri, dis tedavi 6demeleri, metabolizma ve ¢6lyak hastaliklari 6demeleri ve
kaplica 6demeleri yapilmaktadir (SGK Genel Saglik Sigortasit Genel Miidirligi, 2017).
Tibbi malzeme o6demeleri MEDULA e-regete ve fatura sistemine entegre edilmeye
baslanmistir. Boylece takip sistemi daha etkin bir seviyeye cikarilmaktadir. Diger saglik

usulsiizliiklerindeki siirecler ve aktorler burada da yer almaktadir.
1.4.6. Sosyal Giivenlik Kurumu Saghk Sigortas1 Geri Odeme ve Denetim Sistemi

Saglik alaninda SGK tarafindan geri 6deme sistemi birkag sekilde yapilmaktadir. SGK
odeme sistemlerinden birisi global biitcedir. Global biitge uygulamasi ile Saglik Bakanligina
bagli temel hizmet sunucusu kurumlar niteliginde olan devlet hastanelerine sunduklari teshis
ve tedavi hizmetleri ile kullanilan ilaglar karsiliginda geri 6deme yapilmaktadir (Akyiirek,
2012). Diger SGK 6deme sistemleri ise SUT kapsaminda faturalandirmaya baglh 6rnekleme

sistemi ile yapilan 6demeler ile sahis 6demeleri seklinde gergeklesmektedir.

Saglik sigortaciligi ile ilgili olarak inceleme ve kontrol gerekgeleri; SGK
Miifettislerince, Risk Analizi ve Siirekli Denetim Grup Baskanliginca talep edilmesi, ihbar
ve sikayette bulunulmasi, il midirliklerince inceleme ve kontrol talebinde bulunulmasi
hallerinde ortaya ¢ikmaktadir (SGK, 2012: 16).

Asagida Sekil 1.7°de saglik sigortasina yonelik global biit¢e ve 6rnekleme yonteminin

uygulanmasi ve denetim sitemi kisaca agiklanmustir.

Global Biitce  Saglik Bakanligi Kamu Hastaneleri

» SUT EK-2/B ve EK-2/C Listesine Gore

Hizmet Basina Odeme

VAR IR REREPSVIE S « SUT EK-2/C Listesine Gore
Odeme

Giinlik Odeme * FTR ve Yogun Bakim vb.

Sekil 1.7. Saglik hizmetlerinde geri 6deme
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1.4.6.1. Global biitce

Tirkiye’de global biitge uygulamasi, Saglik Bakanligi biinyesinde yer alan saglik
kurum ve kuruluslarinin sunduklari teshis ve tedavi hizmetleri karsiliginda, daha dénceden
ongoriilen tutarin, geri 6deme yapilmasinin belirli bir plan dahilinde 6denmesi yontemidir.
2018 Yili Global Biitge Protokolii’ne gore, Saglik Bakanligi biinyesinde yer alan saglik
kurum ve kuruluslarindan 2018 yilinda alinacak tedavi hizmetleri karsilig1 olarak 36 Milyar
600 Milyon TL o6denecektir (Cizelge 2.2). 2018 yil1 global biit¢e tutarmin 36 Milyar 356
Milyon TL'si Sosyal Giivenlik Kurumunca 244 Milyon TL'si ise merkezi yonetim

biitgesinden ekli 6deme plan1 dogrultusunda karsilanacaktir (www.saglikaktuel.com, 2018).

Cizelge 1.2. 2018 yil1 Global biit¢e 6deme takvimi (Milyon TL)

Ay 1 2 3 4 5 6 7 8 9 10 11 12 | Toplam
SGK  [83.719]3.660 | 3.650 | 3.407 [ 2.890 | 2.890 | 2.690| 2.690 | 2.690 | 2.690|2.690 | 2.690 | 36.356
MYB 20 20 20 20 20 20 20 20 21 21 21 21 244

Toplam | 3.739 | 3.680 | 3.670|3.427[2.910[2.910| 2.710| 2.710|2.711[2.711|2.711|2.711| 36.600
Kaynak: (www.saglikaktuel.com, 2018)

Global biitge uygulamasinin en biiyiikk dezavantajlarindan birisi kontrol siirecinde
ortaya ¢ikmaktadir. SGK, devlet hastanelerinden kendisine gelen faturalarda tiniversite
hastanelerinde yaptigi gibi bir inceleme yapmamaktadir. Global biitce kapsamindaki
kurumlardan gelen toplam tutarin biitge dahilindeki kismi1 6denmekte, kalan kismi i¢in
kurumlar alacaklarindan vazge¢mektedirler. Bu durum fatura incelemesinin olmamasi
nedeniyle ortaya ¢ikan rakamlarin ne kadarmin gergek saglik harcamasi oldugu, verilen
saglik hizmetlerinin gerekliligi veya yerindeligi gibi konular bir denetim eksikligi
yaratmaktadir (Akyiirek, 2012).

Burada tizerinde durulmasi gereken baska bir nokta; bu tedavilere bagli gergceklesen
ilag, tibbi malzeme ve optik harcamalaridir. Bu tedavi stireglerindeki usulsiizliiklerin
inceleme kapsami disinda kalmasi neticesinde ilag, tibbi malzeme ve optik harcamalarinda

biiyiik bir risk alan1 ortaya ¢ikmaktadir.

Global biit¢e disindaki saglik hizmet sunucularinda tedavi sinir1 bulunmaktadir. Ozel
saglik kurulusunda, branglara gore doktorun giinlik bakabilecegi maksimum hasta

sinirlamasinin global biitge igerisinde yer alan saglik hizmet sunucusunda uygulanmadigi



38

goriilmektedir. Bu ilk bagta SGK acisindan fazla tedavi yoniiyle bir avantaj olarak
nitelenebilirse de bu tedavi sonucu ortaya ¢ikan ila¢ vb. harcamalarinda bu kapsamda ele
alinmas1 gerekmektedir. Global biitce kapsamindaki sahte ve yersiz islemlerin ilag vb.
alanlardaki harcamalara kaynak teskil ederek yeni bir suistimale sebebiyet vermesi

muhtemeldir.

Asagidaki Cizelge 1.3’te 2018 ve 2019 yillarinda ger¢eklesen saglik harcamalari yer
almaktadir. Bu tabloda global biit¢enin saglik harcamalar1 igerisindeki biiytikligi agik¢a
goriilmektedir. Aslinda global biitge ile SGK, ¢ok yiiksek bir tutar1 global biitge kapsaminda
denetim disina ¢ikarmigtir. Dolayisiyla bu alandaki suistimallerin arastirilmamasina bagl

riskin biiyiikliigii ortadadir.

Cizelge 1.3. 2018-2019 yili saglik harcamalar1 (Milyon TL)

Kapsam 2018 2019
Tedavi 59.092 69.504
Devlet Hastanesi 38.077 46.243
Universite Hastanesi 10.743 12.200
Ozel Hastane 10.272 11.061
Qlac¢ 30.989 39.628
Regete Hizmet Bedeli 339 387
Diger 1.146 1.231
Diger (Tibbi Malzeme, Dis, Optik vb.) 54 1179
Yolluk Giderleri 1092 52
TOPLAM 91.566 110.749

Kaynak: (SGK, 2019 a), (SGK, 2020 b)

Tedavi i¢in 2019 yili i¢in ortaya ¢ikan maliyet 69.504.000.000 TL’dir. Bunun
46.243.000.000 TL’si yani yaklasik % 66°s1 global biitge igerisindedir. Ayrica SGK ile bazi
tiniversite hastaneleri arasinda yapilan protokoller ile tiniversite hastaneleri de global
biitgeye gecirilmistir. Bu protokollerle {iniversite hastanelerinin de denetim disarisina
¢ikarildign goriilmektedir. Tlag 6demelerinin kaynagini teskil eden regete muayenelerinin
biiyilk bir kismi da global biitceden gelmektedir. Kamuoyunda olusan genel algi,
suistimallerin kaynag1 6zel hastanelerdir. Halbuki 6zel hastanelerin toplam tedavi ig¢indeki
pay1 2019 yili i¢in 11.061.000.000 TL ile tedavi maliyetinin yaklasik %16’sina karsilik
gelmektedir (Sekil 1.8).
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Ozel Hastane:
11.061; 16%

Universite
Hastanesi;
12.200; 18%

Devlet
Hastanesi;
46.243; 66%

m Devlet Hastanesi  ® Universite Hastanesi = Ozel Hastane

Sekil 1.8. 2019 yili tedavi harcamalari1 dagilimi
Kaynak: (SGK, 2020 b)

2019 Y1l saglik harcamalariin dagilimi Sekil 1.9°da yer almaktadir. Regete olarak
hesaplandiginda, 6zel hastanelerin muayene sayis1 kisitlamalar1 vb. nedenlerle, toplam
tedavi igerisinde oransal olarak diisiik tutarda islem adedine sahip olmalar1 sebebiyle de
recete muayenelerinin kiigiik bir kismma kaynak teskil ettigi degerlendirilmektedir. Bu
durum ozel hastanelerin paymin toplam saglik giderleri icindeki agirhigmin diger saglik

kurum ve kuruluslarina gore diisiik diizeyde oldugunu gostermektedir.

Regete Hizmet Yolluk Giderleri Diger (Tibbi

Bedeli —\ 0% Malzeme, Dis,

0% Optik vb.)
flag

1%
36%

-/

Sekil 1.9. 2019 yil1 saglik harcamalart dagilim1
Kaynak: (SGK, 2020 b)
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1.4.6.2. Ornekleme yontemi

Omekleme yontemi, ddemeye esas teskil eden kanitlayici belgelerden belirlenen
oranda belgenin incelemeye alinmasini ve tespit edilen kesinti oraninin tiim belgelere tesmil
edilmesini; kesinti tutar ise 6rnekleme yontemi ile yapilan incelemelerdeki kesinti oraninin,
ornekleme oran1 dikkate alinarak faturanin tamamina yansitilmasi ile bulunan tutari belirtir

(Saglik Hizmeti Sunucularinin Faturalarinin Incelenmesine, 2017).

Ornekleme yontemi ile secilen regetelerin incelemesi neticesinde bulunan kesinti
tutariin, ornekleme yontemi ile segilen regetelerin toplam tutarina bolinmesi suretiyle

kesinti oranina ulasilir (TEIS, 2014).

Genel saglik sigortast kapsaminda yer alan kisilere, finansmani karsilanan saglik
hizmetlerine iligskin olarak saglik kurum/kurulusu tarafindan verilen hizmetlere ait bagvuru
numaralari; 5502 sayili Kanunun Ek 1. maddesine gore %5 ila %10 oraninda genel sonuglar
verecek sekilde basit rastgele yontem ile rneklenerek incelenir. Ornekleme yontemini kabul
etmeyen saglik kurum/kurulusuna ait fatura eki belgelerin tamami incelenir. Saglik
kurum/kurulusu tarafindan sunulan saglik hizmetlerine ait fatura eki belgeler, Kurumca
gorevlendirilen personel ve komisyonlar tarafindan ilgili mevzuat ve sézlesmeler ile tibbi

uygunluk yoniinden incelenir.

A grubuna giren receteler %10, B grubuna giren regeteler ise %5 oraninda 6rneklenir.
C grubuna giren regete gruplarindan ayri faturalandirilma sart1 sirali dagitim kapsamindan
bagimsiz olan regetelerin tamami incelenir. Sirali dagitim kapsaminda olmasi sebebiyle ayri
faturalandirilan regetelerin incelenmesinde A grubu i¢in belirlenmis kurallar gegerlidir.
MEDULA-Eczane sistemi tarafindan, kiisuratli ¢ikan Ornekleme sayisi bir iist sayiya
tamamlanir. Orneklenen regete sayis1 10 adedin altinda ¢ikmasi durumunda bu say1 10’a
tamamlanir. Kuruma teslim edilen recete sayist 10 adedin altinda ise tamami1 kontrol edilir
(TEIS, 2014).

Ornekleme ydntemini kabul eden eczanelerin recete ve eklerinden sadece drnekleme
sonucu tespit edilen recete ve ekleri, 6rnekleme yontemini kabul etmeyen eczanelerin ise
tiim recete ve ekleri, mevzuat ve sézlesme/protokol hiikiimlerine uygunlugu yoniinden fatura

teslim tarihleri dikkate alinarak incelenir.
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Ozel hastanelerin toplam tedavi igindeki payi iiniversitelerden sonra olup 2019 yil igin
11.061.000.000 TL ile tedavi maliyetinin yaklasik %16’sina karsilik gelmektedir.
Ornekleme yontemiyle ise bu tedavilerin %5 ve %10°’u iizerinden denetim yapilmaktadir.
Bu denetimin biitiin i¢erisindeki oran1 goz 6niine alindiginda ise denetlenen alanin ne kadar

diisiik oldugu goriilmektedir.

1.5. Sosyal Giivenlik Kurumu inceleme ve Denetim Birimleri

Suistimaller ile miicadele ¢ok yonlii ele alinmasi gereken bir siiregtir. Suistimallere;
hukuksal diizenlemeler, biirokrasi, teknik ve yonetsel altyapi, etkin denetim ve kontrol gibi
cok sayida parametrenin etkili oldugu goriilmektedir. Suistimaller; sistemin agik biraktigi,
kapsama alamadig: ya da kor noktalar gibi zayif alanlarda ortaya ¢ikan ve varligini siirdiiren

bir olgudur. Statik degil dinamik bir 6zellige sahip oldugundan siirekli kontrolii gerektirir.

Bu ac¢idan bakildiginda sosyal giivenlik mevzuati diizenlemeleri, organizasyon
yapisindaki degisim, teknolojik altyap1 ve yazilim ¢alismalari, izleme ve degerlendirme
faaliyetleri, i¢ ve dis denetim faaliyetlerinin timii saglik suistimalleri ile miicadele igerisinde

degerlendirilmelidir.

Sosyal Giivenlik Kurumu’nun kargi karsiya kaldigr suistimal ve kayit disilik gibi
olumsuzluklarla miicadele siirecinde stratejisini; yasal diizenlemelerin yapilmasi, bilgi
paylasimina dayali ¢apraz denetim, denetim sisteminin yeniden yapilandirilmasi, tesvik
uygulamalar1 yoluyla prim maliyetlerinin distiriilmesi, bilgilendirme ve farkindalik
caligmalari ile sosyal giivenlik hizmetlerinin iyilestirilmesi olarak belirlemistir (SGK, 2013
c: 25).

Bu calismalarin her birisinin ayr1 bir éneme sahip oldugu kuskusuzdur. Ancak,
giintimiizde bilisim teknolojileri hemen her alanda merkezi konuma gelmektedir. Bilisim
teknolojilerinin merkezi roliinden maksat, bilisim teknolojilerini 6n plana ¢ikararak tek
bagina etkin kilmak degil teknolojilerin tiim fonksiyonlara entegre edilerek merkezi konuma

getirilmesidir.

Bilisim teknolojilerinin kisitlar1 ortadan kalktik¢a teknolojinin, yonetimin her alaninda

etkin kullanimi imkan1 ortaya c¢ikmustir. Teknoloji; finansal islemler, miihendislik
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faaliyetleri, muhasebe ve insan kaynaklar1 gibi alanlarin disinda da etkin ve verimli
kullanilabilecek olanaklari ortaya ¢ikarmistir. Bilisim teknolojilerindeki gelisme; iilkeler,
firmalar, bolimler hatta kisiler arasindaki rekabeti esitleme firsatin1 ortaya ¢ikarmistir. Tek
basina bir kisinin bir {ilkenin gelirinden fazla bir gelir diizeyine ¢ok kisa bir siirede ve ¢ok
basit fakat yaratici bir sekilde ulasmasini miimkiin kilmistir. Bilisim teknolojilerinin saglik
sektoriindeki suistimaller ile miicadelede kullanimini bu agidan ele almak, yazilim destekli
denetim ve izleme sistemleri olusturarak miicadelenin merkezine yerlestirmek

gerekmektedir.

SGK’nin gorev alantyla ilgili yaptig1 denetim ve kontroller; merkez denetim birimi
Rehberlik ve Teftis Baskanlig1 biinyesinde gérev yapan miifettisler, ic Denetim Birimi
Bagskanligi, tasrada il miidiirlikkleri biinyesinde gorev yapan denetmenler, saglik sosyal
glivenlik merkezleri biinyesinde gorev yapan komisyonlar ve denetim gorevlendirmeleri ile

yazilim uygulamalarindaki kurallar yoluyla yiirtitiillmektedir.

Rehberlik ve Teftis Baskanligi; 16.05.2006 tarihli ve 5502 sayili Sosyal Giivenlik
Kurumu Kanununun 17. ve 30. maddelerine gore kurulan, dogrudan Sosyal Giivenlik
Kurumu Bagkanina bagli ve onun adina gérev yapan miifettislerden olusan, kurum igi ve
kurum dis1 teftis ve denetimlerini bir arada yapmak iizere gorevlendirilmis ana hizmet
birimidir. Kurumun merkez ve tasra teskilati ile personelinin idari, mali ve hukuki islemleri
hakkinda teftis, inceleme ve sorusturmalar, Kurumla s6zlesme yapmis gergek Ve tiizel kisiler
hakkinda inceleme ve sorusturmalar, kayit dig1 istihdami ve sosyal giivenlik sufistimallerini
onlemeye, olumsuz sigorta olaylarin1 azaltmaya ve sorumlularini tespit etmeye yonelik
inceleme ve sorusturmalar; 2017 yili Kasim ayz itibariyle; 1 baskan, 340 bagmiifettis, 101
miifettis ve 33 miifettis yardimcisi tarafindan yiiriitiilmektedir (SGK Rehberlik ve Teftis
Bagkanligi, 2020).

14.10.2011 tarihinden itibaren Sosyal Giivenlik Denetmeni unvani ile gérev yapmaya
baslayan sosyal giivenlik denetmenleri, SGK’nin tasra (yerel) teskilatinda sosyal giivenlik il
miidiiri veya il miidiiriiniin gorevlendirecegi il miidiir yardimcisi tarafindan verilen gorevleri

yapmak tizere gorevlendirilmislerdir.

5018 sayil1 Kamu Mali Ydnetimi ve Kontrol Kanunu, genel yonetim kapsamindaki

kamu idareleri biinyesinde i¢ denetimin kurulmasini 6ngérmektedir. Anilan Kanun
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cergevesinde 02/07/2007 tarihinde i¢ Denetim Birimi Baskanligi kurulmus olup, idari ve
teknik altyapmin olusturulmasi ¢alismalari 2008 yilinda tamamlanmistir. 2008 yili ilk
yarisinda sertifika egitimlerini tamamlayan i¢ denetgiler, yilin ikinci yarisindan itibaren de
aktif olarak i¢ denetim faaliyetlerine baslamislardir. I¢ Denetim Birimi Baskanlig1, dogrudan
Kurum Baskanina bagli olarak faaliyetlerini yiiriiten, i¢ denetim konusunda ulusal ve
uluslararasi standart ve uygulamalar ¢ergevesinde gorevlerini planlayan ve yerine getiren bir
birimdir (SGK I¢ Denetim Birimi Baskanlig1, 2019).

Saglik hizmet sunucularinin denetlenmesine iliskin islemleri yiiriitmek tizere Saglik
Sosyal Giivenlik Merkezleri kurulmustur. Bu merkezler, Sosyal Giivenlik Kurumu Tasra
Teskilat1 Kurulus ve Calisma Usul ve Esaslar1 Hakkinda Yonetmeligin 12. maddesine gore,
genel saglik sigortalis1 ve bakmakla yiikiimlii oldugu kisilerin yol, giindelik ve refakatgi
giderlerine ait 6deme ve katilim pay1 islemleri ile bunlara iliskin itiraz islemlerini yiiriitmek;
saglik hizmet sunuculari ile sozlesme yapilmasi islemlerini yiiriitmek; saglik hizmet
sunucularina ait 6deme Ve itirazlarma iligkin islemleri yiiriitmek; yersiz 6demelere ait
islemleri yiriitmek gibi gorevleri yiriitmektedir. Yine bu birimler saglik hizmet
sunucularina iligkin olarak yerel denetimler de yapmaktadirlar. Saglik hizmet sunucularina

iliskin faturalar ise buralardaki komisyonlar yoluyla incelenmektedir.

Sosyal Giivenlik Kurumu tarafindan gerceklestirilen islemlerde; islemlerin
gerceklestirilmesinden 6nce, islem sirasinda ve sonrasinda yine yazilimlar tarafindan bazi
kontrollerin oldugu g6z 6niinde bulunduruldugunda; uygulamalar yoluyla bir denetim ve

inceleme yapildigi da soylenebilir.

Ayrica Sayistay Bagkanligi tarafindan yapilan denetim de Sosyal Giivenlik
Kurumunun denetlenmesi yoluyla saglik sistemindeki suistimaller ile miicadeleye katki

saglamaktadir.
1.6. Sosyal Giivenlik Kurumu Sayistay Denetim Raporlari

Sayistay tarafindan yapilan Sosyal Giivenlik Kurumu 2017 yilina iliskin Denetim
Raporu’nun “Denetim Gorlisti” basligi altinda; “Sosyal Giivenlik Kurumu 2017 yilina iligkin
mali rapor ve tablolarinin “Denetim Goriisiiniin Dayanaklar1” bdoliimiinde agiklanan

nedenlerden dolayr dogru ve giivenilir bilgi igermedigi kanaatine varilmustir.” denilmektedir
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(T.C. Sayistay Bagkanligi, 2018: 20). Ayn1 goriis diger gecmis donem raporlarinda da yer
almaktadir (T.C. Sayistay Baskanligi, 2013 b: 22), (T.C. Sayistay Baskanligi, 2014: 5), (T.C.
Sayistay Baskanligi, 2015: 31), (T.C. Sayistay Baskanligi, 2016: 36), (T.C. Sayistay
Bagkanlig1, 2017: 37).

flgili raporda; kurum alacaklarinin zamanasimina ugratildigi, saglik hizmet
sunucularma Vverilen avanslarin siiresi igerisinde kapatilmadigi, yurtdisi tedavileri
kapsaminda verilen doviz cinsinden saglik avanslarinin siiresi igerisinde kapatilmadigi,
SSK, Emekli Sandig1 ve Bag-Kur’un birlesme 6ncesi uygulamalar ile teknik altyapilarini
olusturacak yeni sisteme entegre edilmesi ¢alismalarinin tamamlanmamasinin kurum igin
yiiksek risk olusturdugu, suistimal tespitlerinin de yer aldigi miifettis raporlarindan
bazilarina merkez ve tasra birimlerince gereginin yapilmadigi, dosyalarin mali sonuglarinin
kapatilmadigi, ¢ift¢i kayit sisteminde kayith olan ¢iftgilerin 4/1-b (tarim bag- kur)
kapsaminda kayitlarinin olmadigi, kamu kurum ve kuruluslar1 ile yapilan protokoller
kapsaminda alinan bilgilere istinaden sigortali tescil ve terk islemlerinin zamaninda
yapilmadigi, sporcu ve teknik adamlarin hizmetlerinin veya prime esas kazanglarinin eksik
ya da hi¢ bildirilmedigi, 4/1-a kapsaminda malulliik ayligi alanlardan c¢alismaya
baglayanlarin malulliik ayliginin kesilmedigi, 4/1-a veya 4/1-b kapsaminda 6liim aylig: alan
hak sahiplerinden 4/1-a kapsaminda ¢alismaya baslayanlarin 6liim ayliginin kesilmedigi,
4/1-a veya 4/1-b kapsaminda 6liim aylig: alan hak sahiplerinden evlenenlerin 6liim ayliginin
kesilmedigi, kurumdan 4/1-a kapsaminda aylik alanlarmn 6liim tarihinden sonra ayliklarinin
kesilmedigi, birlikte 6denmemesi gereken islemlerin kuruma faturalandirildig: ve 6dendigi,
mevzuattan kaynaklanan bazi kosullarin medula sistemine aktarilamadigi gibi bulgularin
birgogunun Kronik sorun olarak devam ettigi gegmis donemlere iliskin denetim raporlarinda
(T.C. Sayistay Baskanligi, 2017) da yer almaktadir. S6z konusu tespitlere iliskin detaylarda,
bu bulgularin ¢ogunun siireclerden ve bilisim teknolojilerinin etkin kullanilmamasindan

kaynaklandig goriilmektedir.

Sayistay denetim raporlarinin ortaya koydugu sonug, Sosyal Giivenlik Kurumu gorev
alaniyla ilgili is ve islemlerini teknoloji odakl: yiiriitmekte zorlanmaktadir. Kurum etkili ve
basarili bir yonetim ortaya koymak igin; is siireglerini, veri tabanlarini ve yazilimlarini buna

gore tasarlamak zorundadir.
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1.7. Sosyal Giivenlik Kurumunun Saghk Suistimalleri ile Miicadele Sonug¢lar:

Sosyal Giivenlik Kurumunun saglik sigortaciligi ile ilgili harcamalarinin biiyiik bir
kismi global biitge igerisinde yer almakta ve denetim disarisinda kalmaktadir. Bunun disinda
kalan; hastane, eczane ve optik miiesseseler vb. saglik hizmet sunucularina ait inceleme ve
denetiminin agirlikli yoniinii 6rnekleme denen yontem olusturmaktadir. Her ay donem
sonlandirma ve 6rneklemeye diisen ve fatura edilen tedavi, rapor ve recetelerin kontroliiyle
saglik hizmet sunuculari, eczaneler ve optik miiesseselerine ddemeler gergeklesmektedir.
Yani ornekleme yontemi global biitge disindaki geri 6deme sisteminin en 6nemli kismini
olusturmaktadir. Sosyal Giivenlik Kurumunun 2019 yili saglik alanindaki denetim sayilari
Cizelge 1.4’teki gibidir.

Cizelge 1.4. 2019 yili saglik alaninda yapilan denetim sonuglari

Saghk Hizmeti Sunucusunun Tiirii

Yapilan islem Hastane/”ljlp Eczane Diger Sa_ghk

Merkezi Tesisi
Denetlenen 87 1.358 62
Feshi Onerilen 1 0 0
Saglik Hizmetlerinden Usulsiiz Yararlanmalar1 Sebebiyle
Incelenen Kisi Sayis1 10.906
Saglik Hizmetleri Alaninda Tespit Edilen Kurum Zarari 47 001.090
Toplami (TL)
(S_?El)lk Hizmet Sozlesmesi Geregi Onerilen Ceza Tutari 201.269.610

Kaynak: (SGK, 2020 b: 66).

2019 yilindaki saglik alaninda yapilan denetim sonuglarina gore (Cizelge 1.4) saglik
hizmetleri alaninda tespit edilen kurum zarari toplami 47.001.090 TL oldugu goriilmektedir.
Toplam saglik harcamasii 110.749.000.000 TL oldugu diisiiniildiigiinde ve denetim
sonucu bulunan zararin toplam harcamalarin %0,04’{ine tekabiil ettigi anlasilmaktadir.
Dolayisiyla global biitce nedeniyle kamu ve tiniversite hastaneleri tarafindan yapilan
islemlerin ve buna bagli harcamalarin denetim disinda birakildigr diistiniildiigiinde saglik

denetiminde klasik denetim oraninin disiik seyrettigi goriilmektedir.
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Cizelge 1.5’te, veri analiz ¢alismasina bagli denetim ¢alismalarinin yapildigi, ancak
bunlarin tutarlarmin da toplam harcamalarin %0,65’ine tekabiil ettigi, yani veri analizine tabi

islem biiyiikliigiiniin ¢ok diisiik tutarlarda kaldig1 gériilmektedir.

Cizelge 1.5. Veri analiz galismasina bagli siipheli islem biiytikliikleri

Ila¢/Kutu |Recete veya

Konu Sayisi Islem Sayisi Tutar (TL)
Kok Hiicre Tedavisi 21.045.506
Fluorescein Igerikli ilaclar 0 56.175 2.961.234
Umblical Herni Greft Islemleri 2.664.619
Dis Islemlerde Kullanilan Anestezi Soliisyonlari 10.002.697
Kemik Iligi Nakil islemleri 16.706.991
P520030 islemi Faturalandirilmasi 5.097.300
Artrodez Islemleri 8.784.249
Fibrin Yapistirici 299 1.560.817 6.599.866
Taniya Dayali islemlerde islem Puanima Dahil

455,353 62.606.950
Malzemeler

Ayni Seqnsta Yapilan Birden Fazla Kesi ve 886.373 491990 37571886
Islemlerin Kuruma Faturalandirilmasi

Goz Islemleri Verileri Uzerinden Risk Analizi 10.082.511 |540.945.712
Sadece 3 Uncii Basamak SHS’ler Tarafindan 3.260.794
Faturalandirilabilecek Islem ve Malzemeler B
Fiili Calismayan Hekim Islemleri 32.868
Kaynak: (SGK, 2020 b: 66).

Sosyal Giivenlik Kurumu 2017 Y1ili Sayistay Denetim Raporu’nda; 10.164.520.985,49
TL tutarindaki avansin kanunda belirtilen siireyi astig1 halde kapatilmadigi tespit edilmistir.
5510 sayili kanununun 97. maddesi geregince; saglik hizmet sunucularinin sunmus olduklar
fatura ve eki belgelerin fatura teslim tarihinden itibaren {i¢ ay i¢inde incelenerek avans
hesabinin kapatilmasi gerekmektedir (T.C. Sayistay Baskanligi, 2018: 38). Yani %5 ve %10
oraninda 6rneklemeye diismiis, 6demesi yapilmig ve bitirilmesi gereken incelemeler dahi
bitirilememektedir. Dolayisiyla 6rnekleme yontemiyle yapilan denetiminde etkili

yonetilemedigi ve beklenen fayday: da saglamadigi1 degerlendirilmektedir.

Saglik sektoriine yonelik suistimallerin dnlenmesine yonelik diinyadaki gelismelere
bakildiginda, yogun bir sekilde bilisim teknolojilerine gecildigi, is siireclerini bu
teknolojilere gore yeniden tasarladiklari, kurumlar hatta tilkeler arasi is birligine dayali
teknolojiler kullanarak gerek islemler gerekse denetimler agisindan verimliligi artirdiklar
goriilmektedir. Bu kapsamda bir sonraki boliimde sosyal giivenlik sisteminde suistimallerle

miicadelede siire¢ yonetimi ve bilgi teknolojilerinin 6nemi konulari incelenecektir.
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IKiINCi BOLUM
SOSYAL GUVENLIK SISTEMINDE SUISTIMALLERLE

MUCADELEDE SUREC YONETIMI VE BILGI
TEKNOLOJILERININ ONEMI

Bu boliimde; siire¢ yonetimi ve bilgi teknolojileri kavramlart agiklanmis, siireg
yonetiminin gelisimi ve yeni orgiitsel yapilardaki 6nemi ortaya konulmus, bilgi teknolojileri
alanindaki gelismeler ve giiniimiizde gelinen teknolojik seviye ve teknolojik araglara
deginilmistir. Sosyal giivenlik sisteminde suistimallerle miicadelede siire¢ yonetimi ve

bilisim teknolojilerindeki gelismelerin kullaniminin 6nemi tizerinde durulmustur.
2.1. Siire¢c Kavramm

Siireg, miisteriler tarafindan talep edilen mal ve hizmetler kapsaminda, ihtiyag duyulan
girdilerin talebe doniistiiriilmesi i¢in gerekli olan, birbiriyle biitiinlesmis faaliyetler dizisidir.
Sadece is hayatinda degil, giinlik yasamda da ortaya ¢ikan ve benzer sekilde gergeklesen
hemen her tiir faaliyeti de bir siire¢ olarak tanimlamak miimkiindiir (Bayraktar, Uretim ve

Hizmet Siireglerinin Y6netimi, 2007: 1).

Siire¢ kavrami, sistem igindeki bir akisi ifade eder. Bu akis; bazen tek bir olayi, olusu
ifade edebilecegi gibi bazen de bir dongliyii agiklamakta kullanilir. Yasam iginde
gerceklesen olaylar bilimsel anlamda bir sebep-olus-sonug iligkisinde ele alindiginda siireg

kavrami bu ti¢ olguyu kapsayacak sekilde ortaya ¢ikmaktadir.

Siire¢ kavrami, bir veya birkag girdiyle miisteri i¢in deger olusturacak bir ¢iktinin
yaratildig: faaliyetlerin toplami olarak tanimlanabilir (Hammer & Champy, 1997: 12).

Eyiliboglu’na gore Siireg, i¢ veya dis misteri i¢in yararli bir ¢ikt1 {iretmek amaciyla
girdiler tizerinde insan ya da makine yardimiyla gergeklestirilen, birbiriyle iligkili, katma

deger yaratan, tekrarlanabilir, tanimli ve 6l¢iilebilir islemler dizisidir (Eyiiboglu, 2010: 31).

Siireg; is giicii, para, malzeme, teknoloji, iletisim gibi girdilerin kullanilarak {iriin,

hizmet ve bilgi gibi ¢iktilarin iretilmesi i¢in (Demirci, 2011) olgu ya da olaylarin belli bir


https://tr.wikipedia.org/wiki/Olay
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tasartma uygun ve belli bir hedefe varacak bicimde diizenlenmesi ve art arda siralanmasi

(Wikipedia, tarih yok) seklinde de tanimlanabilir.

Kurumsallasmanin en 6nemli 6n kosulu, isletmelerde siire¢lerin tanimli olmasidir.
Islerin kurumsal bir sekilde yapilabilmesi igin siireglere ihtiya¢ vardir. Ancak siirelerin
tanimli olmas1 yalnizca siire¢lerin dokiimante edilmesi degil, ayn1 zamanda; tanimli

slire¢lerin uygulanmasi ve iyilestirilmesi gerekmektedir (Aksu, 2011: 9).

Siireg; girdilerden i¢ ve/veya dis miisteri i¢in deger olusturan ¢iktinin yaratildigi,
tekrarlanabilen, tanimlanabilen, dlgiilebilen, fonksiyonlar arasi olan, mutlaka bir sorumlusu

olan hiyerarsik degil yatay olarak akan faaliyetler dizisidir.
2.2. Siire¢ Yonetimi

Siire¢ yonetimi; siire¢lerin tanimlanmasi, sorumluluklarin belirlenmesi, siireglerin
performanslarinin degerlendirilmesi ve gerekli iyilestirme firsatlarinin saglanmasi igin

yiiriitiilen idari faaliyetlerdir (http://www.businessdictionary.com, tarih yok).

Is siiregleri, isletmelerin zaman iginde kurumsal amaglarina ulasabilmek amaciyla
koordineli bir sekilde yiirtittiigii faaliyetlerden olusan, birbiriyle mantiksal olarak iliskili

olarak gerceklestirilen gérev ve davranislardir (Laudon & Laudon, 2011: 11).

Is siiregleri, belirli bir hedefi gerceklestirmek iizere birbiriyle iliskili aktivitelerin
mantiksal bir sekilde gruplanmasidir. Iyi tanimlanmis is siiregleri, katma deger saglayan
tamimlanabilir ve Olgiilebilir sonuglara sahiptir. Her siirecin en az bir misterisi
bulunmaktadir. Iyi tasarlanmis bir siirecte smrlar, baslangic ve bitis noktalar: ile
sorumluluklar belirlidir. Herkes tarafindan dogru bir sekilde anlasilacak sekilde farkli detay
seviyelerinde tanimlanmustirlar. Iyi tasarlanmis bir is siireci, istenilen sonuca ulasmak igin
harcanan c¢abalar1 vel/veya zamani takip etmek isteyen tiim paydaslar tarafindan

Olciilebilirdir.

Siire¢ yonetimi, siireglerin siirekli ve diizenli olarak izlenmesi, analiz edilmesi ve

degerlendirmelerinin  yapilarak gelistirilmesini saglamak i¢in yiriitilen faaliyetler

biitiiniidiir (Aslantas, 2015).
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Siire¢ yonetimi, is alani, biiyiikliigii ne olursa olsun bir kurulusun asagidaki adimlari

uygulamasidir:

¢ VVizyon ve misyon hedefleri dogrultusunda siireglerin belirlenmesi,

e Belirlenen siireclerin tanimlanmasi Ve siire¢ sahibi atanmasi,

e Siire¢ performans gosterge ve hedeflerinin belirlenmesi,

e Calismalarin dokiimante edilmesi ve siire¢ 6l¢iim sistemi kurulmasi

e Siire¢ gostergeleri hedeflerden kotiiye gittigi zaman iyilestirme ¢alismalarina

baglanmas1 ve bu dongiiniin siirekliliginin saglanmasi (Eyiiboglu, 2010: 31-32).

2.3. Siire¢ Yonetiminin Gelisimi

Geleneksel organizasyon yapilarinda da islerin yapilma siiregleri vardi. Ancak bu
yapilarda hiyerarsik bir 6rgiitlenme modeli olmasi nedeniyle her béliimiin kendi is siiregleri
bulunmaktaydi. Her boliim kendi is siirecini olusturmakta, is stireci boliimiin gorev ve hedef

alaniyla sinirlanmaktaydi. Organizasyonun biitiiniinii kapsayan bir siire¢ yonetimi yoktu.

1980’lere kadar sirketler iiretim siireclerini diizeltmeye ve iyilestirmeye odaklandilar.
Senelerce iiretim siireglerine odaklanilmig, iretim siiregleri izlenmis, Olgiilmiis ve
diizeltilmeye calisilmistir. Uretime yogunlastiklarindan, bilgi, insan, malzeme kullanarak
cesitli ¢iktilar ve hizmetler iireten diger siireglerin de oldugu goézden kagmustir. Hizmet
saglayan sirketlerin sunmus olduklari hizmetlerin, siire¢ olarak goriiliip iyilestirilmeye
caligilmalar1 da 1980’leri bulmustur (Eyiiboglu, 2010: 16). Giinlimiizde iiriin yogunluklu
yaklagimdan siire¢ yogunluklu yaklasima gecilmistir. Siireglerin yonetiminden siireglerle
yonetime gecilmistir. Geleneksel yapilarda fonksiyon bazli olarak yiiriitillen siirecler;
girdilerden, misteri i¢in deger olusturan ¢iktinin yaratildigi faaliyetler dizisi olarak

goriilmeye baslanmistir.

Giliniimiizde endiistri ¢agindan bilgi ¢agina gegis olarak ifade edilebilecek olan siiregte

(Bayat, 2008), geleneksel yapilardaki fonksiyonel ve hiyerarsik orgiit yapisi siireclerle
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yonetimde degisime ugramaktadir. Eski orgiitsel yapi, gorevler ve kadro unvanlari vb.

stireclere gore yeniden sekillenmektedir (Buldur, 2006: 1).

Siire¢ yonetimi; toplam kalite yonetimi, degisim miihendisligi, is miikemmelligi, ISO
9000/2000 modelleri gibi tekniklerle degisen is yasaminda tiriin yogunluklu yaklasimdan
slire¢ yogunlukla yaklasima gegisle birlikte 6n plana ¢ikmistir. Tiim bu modellerde siireg
yonetimi merkeze yerlesmis ve organizasyonlari yonlendirmistir. Siire¢ yOnetimi

organizasyonu biitiinsel a¢idan ele almaktadir (Eyiiboglu, 2010: 18).

ISO 9000 kalite yonetim sistemlerinde de bir organizasyondaki siireglerin
tanimlanmasi Ve bu siiregler arasindaki karsilikli etkilesimlerin yonetilmesi “siire¢ yonetimi”

olarak adlandirilir.

Siire¢ yonetimi "normal’ yonetimin biitiinlesmis bir parcasidir. Liderlik ve yonetimin,
is stireclerinin iyilestirilmesi i¢in bir bitis ¢izgisinin bulunmadigim ve siirekli korunmasi

gereken bir program oldugunu tanimasi ¢ok énemlidir (Jeston & Nelis, 2006: 11).

Ister biiyiik ister kiiciik olsun, Avrupa, Asya veya Amerika’da biitiin sirketler temelde
ayn1 mimariyi kullanarak insa edilir. Hepsinin bir is modeli, siiregleri ve bilisim teknolojileri
(BT) uygulamalar1 vardir. Bu is modeli, hangi pazarlarda faaliyet gosterildigi, miisterilerin
ve is ortaklarinin Kimler oldugu ve sirketin gelecegi i¢in hangi iirinlerin ve hizmetlerin
tiretildigini agiklar (Buech, Kuppler, Heller, & & Davis, 2012: 3).

Siire¢ yonetiminde, siireglerin sonuglarini gosteren performans dlglimleri siirekli ve
diizenli olarak izlenerek, herhangi bir siirecin gercekten nasil ¢alistigi ortaya konulur.

Stireclerin performanslarinin iyilestirilmesi i¢in siireg iyilestirme ¢alismalar yapilir.

Siire¢  yonetimi  uygulamalari, yeni yonetim teknikleri uygulamalariyla
yayginlasmistir. Yeni yonetim teknikleri de oncelikle 6zel sektérde uygulama alani

bulmustur.

Siire¢ yonetiminin, Tirkiye’de, sirketlerin ve kamu kurumlarinin kurumsal gelisim
caligmalari igerisinde 6nemli bir yeri vardir. Kamu Mali Yonetimi ve Kontrol Kanunu ve
Kamu I¢ Kontrol Standartlar1 Tebligi ile kamu kurumlarinda i¢c kontrol sisteminin

olusturulmasi, uygulanmasi, izlenmesi ve gelistirilmesi amaglanmis, bu amaglara ulagsmak
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icin 18 standart ve bu standartlar i¢in de gerekli 79 genel sart belirlenmistir. Kuskusuz s6z
konusu standartlara ulasilabilmek igin oncelikle yapilmas: gerekenlerden birisi de Siireg

Yonetim Sistemi’ne gecilmesi gerektigidir (TUSSIDE, tarih yok).

Kamu kurumlarinda degisimin ortaya c¢ikardigi sonuglardan birisi de bilisim
sistemleriyle entegre edilebilir siire¢ tanimlari olusturulmasi zorunlulugudur. Bu durum
kamu kurumlarinda is siireglerini destekleyecek biligsim sistemleri gelistirilmesi ihtiyacini
ortaya cikarmaktadir. Ancak uygulamada, is siiregleri tanimlarmin sistematik olarak
olusturulmamasi ve is siireglerinden bagimsiz yazilim gereksinim analizi yapilmasi
nedeniyle, ortaya ¢ikan projeler, gereksinimleri karsilamayan sistemlerin gelistirilmesine

sebep olmaktadir (Aysolmaz, Coskungay, Demirors, & Ali, 2011: 183).

2.4. Siire¢ Yonetiminin Unsurlari

Siireclerin temel 6zellikleri; tekrarlanabilir, taniml, 6lgiilebilir olmalaridir. Siiregler
tek seferlik degil tekrarlanan dongiilerdir. Tim siiregleri belirlemek sonra yazili olarak
tanimlamak, bunlar1 ayn1 zamanda herkes tarafindan bilinir duruma getirmek zorunludur.
Siire¢ yonetimi siirekli iyilestirmeyi icerir. Bu nedenle siirecin etkililigi ve verimliligini takip
edebilmek i¢in 6lgiilmesi gerekmektedir (Eyiiboglu, 2010: 30-33). Siireglerin katma deger
yaratmast, bir sorumlusunun bulunmasi, fonksiyonlar arasi yapi ve hiyerarsinin tersine yatay
organizasyonu gerektirmesi de siire¢ yonetiminin diger 6zellikleri olarak belirtilebilir
(Bozkurt, 2003: 12).

Stirecin temel unsurlar1 olarak; girdi, tedarikgi, ¢ikti, misteri, faaliyet, siire¢ sahibi
sayilabilir. Miisterinin gereksinim duydugu mal ve hizmetlerin tiretimi igin tedarikgilerin
sagladig1 iiriin veya hizmetler girdi, siirece girdi ve kaynak saglayan kisi veya kuruluslar ise
tedarikgilerdir. Siiregteki islemler sonucunda yaratilan iiriin ve hizmetler ¢ikti, iiriin ve
hizmetin alicis1 miisteri olarak tamimlanir. Faaliyet, siire¢ igerisinde girdilerden ¢ikt1 elde
edilmesini saglayan birbiriyle iligkili islerdir. Siire¢ konusunda bilgi sahibi olan, siireg
sonuglarint degerlendirerek bu sonuglardan en ¢ok etkilenecek miisterileri taniyan ve siireg

c¢iktilarindan birinci derecede sorumlu olan kisi ise siire¢ sahibidir.

Siireglerin  kurumsal hedeflere gore performans gostergelerinin  olusturulmas,

stireclerin siirekli izlenmesi, kontrol edilmesi ve belli periyotlarla performans dlglimlerinin
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yapilmasi gereklidir. Hedeflerden sapmalar ve performans disiikliiklerinin hizlica ele
alinmasi, diizeltici c¢aligmalara baslanilmasi saglanmalidir. Tim bu unsurlar siireg
tamimlarinda da belirtildigi gibi, siireklilik arz etmelidir. Sekil 2.1°de siire¢ yOnetimi

sisteminin unsurlar1 gosterilmistir.

Geri Bildirim Geri Bildirim

Olgum Sistemi

Geri Bildirim

EEE—)> EEE—)>

Tedarikci/Musteri islemler/Adimlar Musteri

— <

Gereksinimler Gereksinimler

Sekil 2.1. Siire¢ yonetimi sistemi
Kaynak: (Eyiiboglu, 2010: 29)

2.5. Siire¢ Yonetimi Stratejileri

Siire¢ yonetimi, iyilestirmeyi; siire¢ iyilestirme, siireglerin yonetilmesini igerir. Bir
kurulus siire¢ ¢aligmasinin basinda heniiz bir inceleme yapmamisken bir siireci iyilestirme
ya da yeniden tasarim yapacagina karar veremez. Ancak diger kuruluslar, ele aldig siirece
iliskin bir isi artik belirli bir tarzda ve belli bir teknolojiyle yapiyorsa ve kurulus bunun
gerisinde kalmissa siirecini uzun uzadiya incelemesine gerek yoktur (Eyiiboglu, 2010: 39-
40). Ornegin diger kuruluslar tahsilatlar1 internet bankacilign ve kurumsal basvurulari
internet tizerinden alirken, kurulus tarafindan bu islemler yalnizca vezne sistemi ve bagvuru
bankolari ile gergeklestirilirken, diger kuruluslar tarafindan kullanilmakta olan yayginlasmis
ve yerlesmis bu sistemleri yeniden kesfetmeye calismamak, kendi siireglerine hizli bir

sekilde entegre etmek gereklidir.

Siire¢ iyilestirme g¢aligmalarimin basariya ulagsmasi ig¢in sorumlular tarafindan
tistlenilen gorev ve sorumluluklarin noksansiz bir sekilde yerine getirilmesi gerekmektedir.
Ozellikle iist yonetimin, siireglerin yonetimi ve iyilestirilmesi konularinda siirekli olarak

bilgilendirilmesi ve yapilan ¢alismalara destekleri saglanmalidir (Bozkurt, 2003: 38).

Siire¢ yonetim stratejilerini, isletme stratejileri dogrultusunda, siireglerinin nasil
tasarlanmasi, ytritiilmesi ve kontrol edilmesi gerektigine dair kurallar belirlemektedir

(Bayraktar & Tatoglu, Siire¢ Yonetim Stratejilerinin Saptanmasi, 2007: 12).
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2.6. Siire¢ Yonetimi Uygulama Asamalari

Stire¢ yOnetimi Ve iyilestirilmesi caligsmalarinda iist diizey yonetimden, siireg
sahiplerine, siireg iyilestirme ekip liderlerinden siireglerde yer alan ekiplere kadar herkese

cesitli gorev ve sorumluluklar diismektedir (Bozkurt, 2003: 38).

Bir isletmenin faaliyetlerini yiirlitmesi igin gereken siireclere ait iizerinde uzlagilmis,
yaygin olarak kullanilan standart bir yontem bulunmamaktadir. Farkli is alanlar1 ve is yapis
sekilleri géz 6niine alindiginda standart bir metodoloji olmamasi da normaldir (Bayraktar,

Uretim ve Hizmet Siireclerinin Yénetimi, 2007: 2).

Is siireclerinin artan 6nemi karsisinda yapilan yanlis, siireglere odaklanip oncelikle
onlar1 iyilestirmek yerine otomasyona gegirilmeye ¢alisilmasidir. Bilgisayar yazilimlarinin
her seyi halledecegi varsayilarak, siireglere iliskin ¢alismalar yapmak yerine otomasyona
gecis furyasi hakim olmustur. Oysa kotii bir siireci otomasyona gegirmek kotii siirecin daha
hizli yapilmasimi ve islerin daha da karmasiklagsmasini saglamaktan baska fayda

saglamamuistir (Eyitiboglu, 2010: 17).

2.6.1. Siire¢ Modelleme ve Yonetimi Teknolojileri

Is siirecleri yonetimi, bir organizasyonun is siireglerini tanimlama ve ydnetmeyi
amaglayan bir yonetim disiplinidir. Is siiregleri ydnetiminin amaci, is siireglerini bu
hedeflerle uyumlu hale getirmek ve bu siiregleri siirekli gelistirmek igin kurulusun
hedeflerine ulagsmaktir (Koster, 2009).

Siire¢ yonetimi faaliyetlerinin en iyi uygulama pratiklerine gore yonetilebilmesi igin
proje, dokiiman ve konfigiirasyon yonetimi gibi yazilimlar mevcuttur. Bu yazilimlar ile {iriin
ve hizmet gelistirme sirasinda yiiriitiilen siireglerin bir boliimii veya tamami elektronik
olarak yiiriitiilmekte veya desteklenmektedir (Ozvural, Giin, & Ak, 2014: 598).

Siire¢ modelleri, siireclerdeki degisikliklerin hem kisa zamanda yapilabilmesine hem
de degisiklikten etkilenebilecek diger siireglerin kolaylikla goriilebilmesine olanak
tanmimaktadir. Modelleme araglar1 tiim siireglerin goérsel bir resmini sunarak ugtan uca
izlenmesine imkan saglamaktadir. Modelleme araglariyla modeldeki bulunan 6gelere atanan
ozellikler sayesinde, siiregler kolayca dokiimante edilmektedir. Boylece siireglerin hem
gorsel hem de metin olarak gortiniimii tek bir ortamda sunulmaktadir (Aydin & Sarag, 2011:
254).
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s siireglerinin modellenmesi, siire¢ yonetiminin miihendislik yoniine iliskindir. Islerin
analiz edilerek bunlarin yapilisinda herkes tarafindan 6rnek alinabilecek metotlarin
gelistirilmesi yoluyla siireglerin iyilestirilmesi ve modellenmesinin calisilmasidir ve her
alanda uygulanabilir. Sistem kavramu ise girdilerin islenerek ¢iktilara doniistiiriilmesi oldugu
icin igleme asamasi tamamiyla bir siire¢ tanimini dogurur. Sistem ve siire¢ kavramlari
birlestirilecek olursa, sistem igerisindeki gerceklestirilen islemlerin tiimiine siireg denilebilir.
Is siirecleri modelleme, herhangi bir siirecin yeniden veya gelistirilerek belirli bir formatta
ifade edilmesidir (Wikipedia, 2015).

2.6.2. Akis Diyagram ve Ornekleri

Akis diyagrami, ele alinan probleme iliskin ¢6ziim yolunun ve sonuca ulasmak igin
izlenecek yontemlerin sekil ve semboller yoluyla ifade edilmesidir (Sekil 2.2). Coziime
ulagmak i¢in olusturulan akis diyagramindaki her adim daha 6nceden anlam yiiklenmis olan

sekillerden olusur ve izlenecek adimlar arasindaki iliski oklar ile gosterilir (Isik, 2014).

Akis semalari, slireglerin yazili olarak tanimlamanim yani sira gorsel olarak temsil
edilmesi, islerin nasil ilerlediginin goriilmesi ve boylece daha kolay algilanmasi agisindan
da gereklidir (Eyiiboglu, 2010: 88).

Is akis diyagramlari, is siireglerinde; ¢dziime yonelik yada isleyise iliskin siireg
adimlarimin, isleyise iliskin otomatik yada manuel kontrollerin, 6zel durumlar1 da iceren
alternatif siire¢ adimlarinin, paralel isleyen siire¢ adimlarin da gosterildigi semalardir (T.C.
Sayistay Baskanligi, 2013 a: 4).


https://tr.wikipedia.org/wiki/S%C3%BCre%C3%A7_y%C3%B6netimi
https://tr.wikipedia.org/wiki/M%C3%BChendislik
https://tr.wikipedia.org/wiki/S%C3%BCre%C3%A7
https://tr.wikipedia.org/wiki/Sistem
https://tr.wikipedia.org/wiki/%C4%B0%C5%9F_s%C3%BCre%C3%A7leri
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Anlamm

172
(]
=
o

Basla/Dur: Programin basladig1 ve bittigi konumu gosterir.
Her programda basla ve dur semalar1 mutlaka olmalidir.

Islem/Atama: Degiskenlere deger atamalar1 ve matematiksel
veya dizgisel islemlerin yapildig1 asamalarda kullanilir. islem
veya islemler bu sekil igerisine 6z olarak yazilir.

Girdi/Cikti: Cevre birimleri (ekran, yazici, ¢izici,
okuyucu,...) ile yapilan bilgi alisverisini simgeler. Bu tiirde
islemlerde kullanilir ve islen sekil igerisine yazilir.

~d [
LA

Karsilastirma ve karar: Karsilastirma islemi ve sonugta
varilan karar durumuna gore akis yoniini belirleyen
islemlerde kullanilir. Kiyaslama ifadesi sekil igine yazilir,
karar E (evet) veya H (hayir) simgesi ile belirtilen bir ugtan
c¢ikan akis ile baska bir diigiime gider.

Dongii: Birden ¢ok tekrar gerektiren durumlarda kullanilan
dongi kurgusunu simgeler. Dongili tamamlanmamissa
gidilecek diigiime ulasan akis ¢ikist vardir.

Alt siireg: Bir isin tamamlanmasi i¢in alt stirecler ve
uygulamalar varsa bu siiregleri simgeler. Siirecin kendisi degil
ancak tanimu sekil i¢ine yazilir.

Baglanti: Bir sayfaya sigmayan semalarda veya ayni1 sayfa
icinde karmasik akislar1 engellemek igin akis noktalarini
baglayan sekildir. Sekil i¢erisine harf veya simgeler yazilarak
ayni iKi harfin birbirine bagli oldugu ifade edilir.

AKis yonii: Semada sekiller arasindaki akisi gosterirler. Ok
yonii akis yoniinii gosterir.

P UO

Ekrana Yaz: Sonuglar1 ekrana gonderir.

Sekil 2.2. Temel is akis sembolleri
Kaynak: (Sart, tarih yok)

Siiregler ¢ikarilirken, blok sema, siire¢ haritasi veya is akis semalar1 arasinda karar
verirken; makro siiregler ve iclerindeki siiregler i¢in blok sema ¢izmek; siirecler igin siireg
haritas1 ¢izmek, bunlarin igindeki alt siirecler i¢in siire¢ haritasi veya is akis semasi ¢gizmek,

alt-alt siirecler veya etkinlikler igin is akis semalar1 ¢izmek yeterlidir (Eyiiboglu, 2010: 94).

Karmagik sistemler igin, tiim etkinlikleri, girdileri ve ¢iktilar1 gormek ve analiz etmek

icin detayl1 bir anlatim dokiimani yerine haritalara veya resimlere ihtiya¢ duyulmaktadir. Bu
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diyagramlar1 ¢izmek, sistemin anlasildigi ve sistemin baskasina agiklanabilecegini
gostermektedir. Ornegin, bir sistem akis semasi ile yonetim sistemi ve bilgi sistemi de dahil
olmak tizere is siireci boyunca belge akislar1 (elektronik ve kagit) anlasilabilir ve analiz
edilebilir. Belki de bu analiz sistem iyilestirmelerine yol agabilir. Veri akis semalari, sistem
akis semalar1 ve varlik-iliski diyagramlari, karmasik sistemler ile ¢alismak igin
anlatilanlardan ¢ok daha etkilidir (Gelinas, Sutton, & Fedorowicz, 2004: 25).

2.6.3. Siire¢ Hiyerarsisi ve Simiflandirma

Yapilan her is, bir siirecin igerisinde yer alir. Bunlar kiigiik veya biiyiik, basit veya
karmasik stirecler olabilir. Konu olarak birbirleri ile ilgili olan birkag siire¢ ya da birbirinin
pesi sira yiritiilmesi gereken birkac stire¢ bir araya getirilip daha biiyiikk bir siireci
olusturabilir. Bir araya getirilmis birkag siiregte daha biiyiik bir siirecin pargas1 olabilir. Bu
sekilde, stireglerin sistematik bir yapida bir hiyerarsi i¢inde oldugu diisiiniilebilir (Eyiiboglu,
2010: 67).

Siire¢ hiyerarsisi, siireglerin aralarindaki dikey iliskilerin boyutunu ifade eder.
Hiyerarsik olarak iist diizeydeki siiregler, kendilerini olusturan alt siiregleri kapsarlar. Bir
fonksiyonun iginde baslayip biten siiregler olabilecegi gibi, {irin ve hizmet yaratan tiim
islemleri kapsayan siiregler de olabilir. Bu nedenle, siiregler en iisten en alta dogru,

hiyerarsik olarak ayrilirlar (Buldur, 2006: 9).

Siire¢ hiyerarsisi, siire¢lerin kapsamlarina gore kademeli olarak yapilandirilmasidir.
Hiyerarsi, kapsami en biiyiik olan siirecten  baslanarak olusturulur

(https://sabriyebircan.wordpress.com, 2009).

Ana siire¢ kurulusun stratejik hedeflerini gerceklestirmek igin vizyon ve
misyonlarindaki tanimlara gore yiriitilen siire¢lerdir. Bunlar ayn1 zamanda kurulusun
hedefleridir. Makro siire¢ igindeki siiregler genel olarak bdoliimlerde yiiriitilir ve bu
stireglerin performans gosterge hedefleri bolim hedeflerine denk gelir.  Alt siireglerin
performans gostergelerinin hedefleri ise genel olarak galisanlarin bireysel performans
hedefleridir (Eyiiboglu, 2010: 70).
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Siireg belirlemeye, kiigiik siirecleri ya da islemleri listeleyip onlari birlestiren asagidan
yukart dogru bir yaklasim degil, yukaridan asagiya dogru bir yaklasim benimsenmektedir
(Eytiboglu, 2010: 67).

Stire¢ hiyerarsisi yaklasimi, 4 esas diizey olarak (Sekil 2.3); ana/temel siiregler,
stiregler, alt siiregler ve faaliyetler/islemler (siire¢ aktiviteleri) olarak siralanabilir (Educore

Egitim Danismanlik Denetim Yazilim Tic. Ltd. Sti., tarih yok).

ALT SURECLER

FAAITIYETILER / IST EAnMI ER

Sekil 2.3. Siire¢ hiyerarsi piramidi
Kaynak: (Educore Egitim Danismanlik Denetim Yazilim Tic. Ltd. Sti., tarih yok).

Anasiiregler; sirketin is sonuglari tizerinde dogrudan etkisi olan, stratejik 6neme sahip,
kurulusun vizyon, misyon ve hedeflerini dogrudan ilgilendiren iist seviyede olan siireglerdir.
Stiiregler; ana stiregleri olusturan ve birbirleri ile etkilesimde olan siireclerdir. Alt siiregler;
stiregleri olusturan ve iki veya daha fazla fonksiyonu ilgilendiren faaliyetlerdir. Aktiviteler;
ayn1 fonksiyon iginde bir veya birka¢ kisi tarafindan gerceklestirilen ve alt siiregleri

olusturan faaliyetlerdir.

Siireclerle ilgili degisik siniflandirmalar s6z konusudur. Siiregler; niteliklerine, yapilan
isin tiiriine vb. nedenlerle degisik sekillerde siniflandirilmaktadir. Siireglerle ilgili olarak,
iiretim stireci Ve is siireci; temel ve destek siiregleri; operasyonel ve destek siiregler; temel,

destek ve yonetim siiregleri gibi siniflandirmalar mevcuttur.
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Temel siiregler, kuruluslarin var olma nedenlerini gergeklestirmek yani dis miisteriyi
memnun etmeye yonelik siireclerdir. Destek siiregler ise, i¢ miisteriyi memnun etmeye
yonelik olan destek faaliyetlerini kapsar. Yonetim siiregleri, temel ve destek siireclerini
yonetmeye, performansi yiikseltmeye ve is planlarini yapmaya yonelik siireglerdir

(https://sabriyebircan.wordpress.com, 2009).

Saglik sektoriindeki suistimallerle miicadele i¢in SGK tarafindan kurulacak bir

sistemin basit is siirecleri asagidaki sekilde kurgulanabilir (Cizelge 2.1).

1. Saglik Suistimalleri ile Miicadele Siireci

1.1. Hastane Suistimalleri ile Miicadele Siireci

1.1.1. Sahte Muayene Girislerinin Onlenmesi

1.1.2. Baskas1 Adina Muayene Olunmasinin Onlenmesi

1.1.3. Yersiz Muayenelerin Onlenmesi

1.2. Eczane Suistimalleri ile Miicadele Streci

1.2.1. Sahte Regetelerin Onlenmesi

1.2.2. Baskas1 Adina Ilag Alinmasinin Onlenmesi

1.3. Optik Suistimalleri ile Miicadele Siireci

1.3.1. Sahte Regetelerin Onlenmesi

1.3.2. Baskas1 Admna Optik Alinmasinin Onlenmesi

1.4. Tibbi Malzeme Suistimalleri ile Miicadele Siireci

1.4.1. Sahte Regetelerin Onlenmesi

1.4.2. Baskas1 Adina Tibbi Malzeme Alinmasiin Onlenmesi
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1.5. Kaplica ve Otel Hizmetleri Suistimalleri ile Miicadele Siireci

1.5.1. Sahte Regetelerin Onlenmesi

1.5.2. Baskas1 Adina Hizmet Alinmasinin Onlenmesi

1.6. Diger Suistimaller ile Miicadele Siireci

1.6.1. Yersiz Yolluklar

1.6.2. GSS Tescili

Cizelge 2.1. Suistimal ile miicadele siireci

M? kro 1. Sosyal Giivenlik Sistemi Suistimalleriyle Miicadele
Siirec
Siire¢ | 1.1. Saglik Suistimalleriyle Miicadele
Tibbi Diger
Alt Siireg Hastane Eczane Optik Malzeme Suistimallerle
Miicadele
Sahte Muayene Sahte Sahte Sahte .
e . . . Yersiz
Girislerinin Recgetelerin Regetelerin Regetelerin volluklar
Onlenmesi Onlenmesi Onlenmesi Onlenmesi
Bagkas1 Adina | Bagkas1 Admna | Baskasi Adina Bask?lstl)g dina Baskas1 Adina
islem Muayene Iag Optik Malzeme Hizmet
$ Olunmasinin Alinmasinin | Alinmasinin Alinmasinin
-- . -- . - . Alinmasinin - .
Onlenmesi Onlenmesi Onlenmesi = . Onlenmesi
Onlenmesi
Yersiz
Muayenelerin
Onlenmesi

2.6.4. Siireglerin Belirlenmesi, Tanimlanmasi ve Atanmasi

Siire¢ belirlemeye ana siireglerden baslanilir. Ana siiregler, yonetilebilir, mantikli alt
gruplara boliinerek alt siiregler elde edilir. Bu islemler yapilirken kurulusun boliimleri

tamamen unutulup yapilan islere odaklanilir (Eyiiboglu, 2010: 78).

Siire¢ esasli yonetim yapilanmasi, orgiitsel hiyerarsiyi azaltmis, siire¢lerden olusan

yeni bir yapiyr beraberinde getirmistir. Geleneksel yapilardaki organizasyon semalarinin
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yerini siireclerin birbirleriyle olan iliskilerini ortaya koyan siire¢ haritalar1 almigtir. Yeni
yapilanmadaki en 6nemli 6zelliklerden biri, siire¢lerin mutlaka ya tedarikgilere ya da i¢/dis
miisteriye degecek sekilde tasarlanmis olmalar1 geregidir (Bayraktar, Uretim ve Hizmet

Siireglerinin Yo6netimi, 2007: 2).

Siiregler belirlendikten ve tanimlandiktan sonra, her siirece bir siire¢ sahibi
atanmalidir. Bir siireci tanimlamak; siire¢ ad1 ve sahibi, siirecin girdisi, ¢iktisi, tedarikgisi,
miisterisi, baslangi¢c ve bitis etkinligi, siiregte yer alan alt siire¢ veya islemler, siireg
katilimcilari, siirecin performansinin  gostergeleri ve gostergelerine konulan hedefleri

belirlemek demektir (Eyiiboglu, 2010: 81-82).

2.6.5. Siireclerin Performans Gostergeleri ve Hedeflerin Belirlenmesi

Siireglerin verimliligi ve etkinligini 6lgmek amaciyla siiregler icin performans
gostergeleri belirlenmektedir. Bunun i¢in siireglerin isleyisine iliskin hedefler belirlenmeli
ve diizenli Olgiimlerle durum izlenmeli ve degerlendirilmelidir. Belirlenen performans
gostergeleri ile elde edilen 6lgme sonuglarinin karsilastirilmasi, gidilen yonii ve zaman

icinde kaydedilen iyilesme veya kotiilesmeleri gosterir (Eyiiboglu, 2010: 95).

Kuruluslarin varliklarinin temelini olusturan amaglar1 mutlaka bir hedefi igerir. Bu
hedeflere ulasmadaki basarilar1 performans gostergelerine baghdir. Siire¢ hedefi siirecin
ciktisina/ciktilarina dair basarilmasi 6n goriilen deger/degerler veya ulasilmasi amaglanan
nokta/noktalardir. Performans gostergeleri ise performans hedeflerini veya siiregleri izlemek
ve degerlendirmek i¢in kullanilan araglardir. Performans gostergeleri, gerceklesen

sonuglarin 6nceden belirlenen hedefe ne 6l¢iide ulasildiginin ortaya konulmasinda kullanilir.

Sosyal Giivenlik Kurumunun internet sitesinde “Tasra Kamu Hizmet Standartlari
Tablosu” iller bazinda ayr1 ayr1 yer almaktadir (SGK, tarih yok). Cizelge 2.2’de bazi illerin
standart hizmet sayis1 gosterilmistir. illere iliskin tablolarda belirtilen standartlar
incelendiginde, ilden ile degisen standart sayisi oldugu goriilmektedir. Ayrica hizmet
standartlar1 incelendiginde, hizmetlerin icerigi ve ayn1 hizmete ait tamamlanma siirelerinin
de farkli oldugu géziikmektedir. Ayrica bu standartlarin hazirlanmasinin {izerinden uzun bir
siire gectigi ve gilincelleme yapilmadigr anlasilmaktadir. Bu durum, ortak hizmet

standartlarin belirlenmedigini, hedef ve performans gostergelerinin olmasi gerektigi gibi



tespit  edilmedigini,

dolayisiyla performans oGlglimiiniin

yapilamayacagini gostermektedir.

Cizelge 2.2. SGK tagra kamu hizmet standartlar1 tablosu
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karsilagtirmali ~ sekilde

il Hizmet Sayisi || Hizmet Sayisi
Antalya 99 Van 88
Samsun 82 [zmir 89
Istanbul 107 Kars 84
Gaziantep 94 Erzurum 69
Trabzon 85 Ankara 78
Sivas 97 Edirne 75
Bursa 94 Kastamonu 69

Not: http://www.sgk.gov.tr/wps/portal/sgk/tr/kurumsal/verilen_hizmetler adresindeki illere
iligkin erisim linklerinden elde edilen bilgilerden derlenmistir (Erigim tarihi 12.08.2020).

2.6.6. Siireglerin Dokiimantasyonu ve Olciilmesi

Siiregler belirlenip ve tanimlandiktan sonra “Siire¢ Tanimlama Formlari”nda yazili
hale getirilerek belgelenir. Bu islem siireglerin dokiimante edilmesidir. Boylece siireclere
iliskin islemlerin herkes tarafindan ayni sekilde anlasilmasi saglanir. Siire¢ haritalari, blok
semalar Ve is akis semalart ile siireglere iliskin dokiimantasyon ortak bir dille gorsellestirilir.
Kurumun amaglari, yasal zorunluluklar, miisteri iliskileri gibi bir¢ok konu dokiimantasyon
konusunda belirleyici rol oynar. Bilgi islem teknolojilerinin gelismesiyle dokiimantasyon

konusu organizasyonlar agisindan daha kolay yonetilebilir hale gelmistir.

Siireg iyilestirme ¢alismalarinin siirece etkisinin belirlenmesi ve iyilestirmeden 6nceki
ve sonraki durumlan kargilagtirmak amaciyla da performans olgiimleri yapilmasi gerekir
(Bozkurt, 2003: 27).

Bir siirecin istenildigi gibi calisip ¢alismadigini kontrol etmek i¢in kullanilan
araglardan birisi de kontrol ¢izelgeleridir. Kontrol cizelgeleri ile siiregler, stirekli olarak
izlenmekte, siiregte kontrol dis1 bir durumun olup olmadig: takip edilmektedir (Beskese &
Zaim, 2007).
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Olgme olmadan higbir bilim dalinin ilerlemeyecegi gibi, 6lgmeye bagvurmadan siirec
yonetimi de s6z konusu olamaz. Belirsizlige diismeden, kesin olarak, siireclerin igleyisine
ve iyilestirmelere iliskin degisikliklerin etkisi dlgiilerek ortaya konulabilir. Olgek tiirleri en
basit yani en az bilgi verenden, en ¢ok anlam ifade edene dogru; siniflama (nominal)
oOlgekleri, dereceleme (rating) 6lgekleri, siralama (ranking) olgekleri, esit aralikli (interval)
Olgekler ve oranli (ratio) 6lgekler seklinde siralanabilir (Eyiiboglu, 2010: 96-97):

2.6.7. Siireclerin Tyilestirilmesi

Bir organizasyonda siiregler, siirekli olarak izlenmiyor, isleyisler gozlenmiyor ve
belirlenen hedeflerden sapmalar oldugunda iyilestirilmeler yapilmiyorsa orada siireg
yonetiminden bahsedilemez (Eyiiboglu, 2010: 113).

Stire¢ yonetiminin en 6nemli asamasit kuskusuz siirecin iyilestirilmesidir. Siireg
iyilestirme, siirecin performans diizeyinin arttirilmasi, siireg¢ islem basamaklarinda katma
deger yaratmayan adimlarin ortadan kaldirilmasidir. Siirecin performansi arttikga, siireg
daha hizli isleyecek ve gergeklesme siiresi kisalacaktir. Siireg iyilestirme ¢alismalarinin
temel amaci, ger¢eklesme siiresini, miimkiin oldugu Ol¢iide katma deger yaratan islem

basamaklarinin toplam siiresine yakinlastirabilmektir (Bozkurt, 2003: 53).

Siireglerin izlenmesi ile tespit edilen iyilestirme ve/veya gelistirmelerin, planlamasi ve
uygulamaya gegirilmesi, siire¢lerin yeni duruma gore giincellenmesi, etkililiginin
arttirtlmas1 ve degisen miisteri ihtiya¢ ve beklentilerinin karsilanabilmesi agisindan biiyiik
onem tagimaktadir (Bozkurt, 2003: 54).

Ancak iyilestirme baslatmak i¢in siireclerde mutlaka bir gerileme olmasi beklenmez.
Sayet ayni isi baskalar1 daha iyi yapiyorsa gerekli iyilestirmeleri en uygun siirede baslatmak
gerekmektedir. Bunun i¢in de yine mevcut siireglerin siirekli 6l¢iiliiyor, izleniyor ve benzer

isi yapanlarla karsilastiriliyor olmasi gerekmektedir (Eyiiboglu, 2010: 95).
2.7. Bilisim Teknolojileri

Tiirk Dil Kurumu tarafindan bilisim, “Insanoglunun teknik, ekonomik ve toplumsal
alanlardaki iletisiminde kullandigi ve bilimin dayanagi olan bilginin 6zellikle elektronik

makineler araciligiyla diizenli ve akla uygun bir bi¢cimde islenmesi bilimi, enformatik.” ve
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biligim teknolojisi “Bilisimde kullanilan biitiin arag ve gereglerin olusturdugu sistem” olarak

tanimlanmistir (TDK).

Bir baska tamimlamaya gore bilisim teknolojisi, bilgi ve teknolojinin bir arada
kullanilabilmesi amaciyla bir araya getirilmis her tirlii gorsel, isitsel, basili ve yazili

araglardan meydana gelen bir sistemdir (Giilbahar, Tinmaz, & Kdose, 2006: 24).

[lk 6nceleri islevsiz olan terminaller, 1980’lerden itibaren kapasite ve performans artisi
ile birlikte fiyatlariin diismesi sonucunda kisisel bilgisayar olarak kullanilmaya
baslanmistir. Kullanicilarin kisisel islemlerini kendi bilgisayarlar1 iizerinde yapabilmeye
baslamalari ile 6nceleri ana bilgisayarlarin elinde olan kontrol, kullanicilarin eline gegmistir.
Bunun sonucu olarak, bilisim hizmetlerinin sunum modeli merkeziyetgilikten ayrilip, dagitik
bir hale gelmis, bilgisayar donanimu, isletim sistemi ve kisisel uygulama yazilimi alanlarinda
cok biiylik sektorler ortaya ¢ikmistir (BTK, 2013: 4).

Siyasal, sosyal, kiiltiirel ve ekonomik her bakimdan siiratle degisen bir diinyada,
kurumlarm, bu degisim ile bas edebilmeleri i¢in degisimle ayn1 hizda hareket etmeleri
gerekmektedir. Bu ise ancak gelismis bilisim ve iletisim teknolojilerinin kurumsal diizeyde
etkin bir sekilde kullanilmasi ile miimkiin olabilir (Aksu, 2011: 1).

Yonetim bilisim sistemlerinin igletmeler agisindan popiiler haline gelmesi, gelisen
teknoloji, bu teknolojinin yonetim siirecinde kullanimi1 ve bunun isletme basarisindaki
yadsmamaz roliidiir. Isletmeler ve sektorler hizli bir degisim siirecine girmekte, eskiler
azalmakta ve bu yeni teknolojileri kullanmay1 beceren isletmeler basarili olmaktadir
(Laudon & Laudon, 2011: 6).

Bilisim teknolojileri 6nemini her gecen giin daha da artirmakta, hayatin tiim
alanlarinda yayginlasmakta, yasamsal faaliyetlerin biiyiik kisminda yer almakta, gelisme ve
ilerlemelerin en 6nemli araglarindan biri haline gelmekte, siyasi, ekonomik, sosyal ve
kiiltiirel alanlardaki etkisini her gecen giin artirarak giiclendirmektedir (Yasa & Colak,
2011:3).

Teknoloji konusunda yasanan degisiklikler, birbiri ile iligki 3 noktada 6ne ¢ikmaktadir:

Mobil dijital platform, cevrimigi yazilimlarin bir hizmet halinde biiylimesi, isletme
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yazilimlarinin bulut bilgi islem ile biiytimesidir (Laudon & Laudon, 2011: 6). Teknoloji,
bilgiyi tasmabilir, aninda erisilebilir ve yiiksek miktarda depolanabilir hale getirmistir.

Bilgi yonetimi bilgi teknolojileri ile ¢ok yonlii bir hal almistir. Bilginin ortaya ¢ikisi,
iletimi, anlamlandirilmasi, kullanilmasi, raporlanmasi hususu teknoloji odakli olmakla
kalmamis ayn1 zamanda igerik, nitelik ve sayisal olarak da geleneksel bilgi yonetiminden

ayrigmistir.

Bilisim teknolojilerinin etkisiyle, bilgiyi tiretme, kullanma ve yayma kapasitesi,
uluslararasi rekabet giictiniin en kritik belirleyicilerinden biri haline gelmistir. Teknolojik
gelisme seviyesi yiiksek olan iilkelerde, ekonomik faaliyetlerin bilgi yogun faaliyetlere
donitistiigi bir siireg yasanmaktadir. Mal ve hizmet tiretim faaliyetlerinin bilgi kullanimina
bagli olmasindan hareketle bu ekonomileri tanimlamakta “Bilgi Ekonomisi” kavrami
kullanilmaktadir (Yasa & Colak, 2011: 6).

Bilgi sistemleri denildiginde ilk akla gelen, bilgisayar teknolojisine dayali bilgi
sistemleridir. Bu sistemler ¢ok gesitli sekillerde siniflanabilirler. Baslica bilgi sistemleri;
kayit/veri isleme sistemleri, yonetim bilgi sistemleri, karar destek sistemleri, ofis
otomasyon/bilgi sistemleri, iist yonetim destek sistemleri, yapay zeka ve uzman sistemler
olarak gruplandirilabilir (Gokgen, 2007: 35) (Kose T. , 2011: 612). Bilgi sistemleri, getirdigi
yenilikler ve imkanlarla kurum ve kuruluslarin hedeflerine ulasmada ¢ok sayida yonetsel

aracin kullanilmasini saglamislardir.

Tim olumlu yonlerinin yaninda genis olgekli bilgi islemin, baglanti1 ve sistemler
tizerindeki yonetim kontrolii sorunlari, kurumsal degisim gereksinimleri, genis 6l¢ekli bilgi
teknolojisinin alt yap1 giigliigii, ag giivenligi, ag giivenilirligini ve yonetimini saglamadaki
glicliik ve istemci/sunucu mimarisinin gizli masraflar1 gibi yarattigi sorunlar da vardir
(Karahoca & Karahoca, 1998: 434). Ancak iyi yonetilecek bir bilgi islem teknolojisinin

faydalari, muhtemel sorunlarin 6niine gegecektir.

2.7.1. Donamim Teknolojileri

Bilisim teknolojilerinin en 6nemli araglarinin basinda bilgisayarlar gelmektedir.

Bilgisayarin dokunabilen ve goriilebilen, yani fiziksel ve elektronik yapisini1 olusturan
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birimlerinin timi donanim olarak adlandirilmaktadir. Ana kart, merkezi islem birimi,
matematik islemci, ana bellek, sadece okunabilir bellek, cache bellek, ekran karti, baglanti
noktalar1 ve sabit disk i¢ donanim birimlerine 6rnek olarak gosterilebilir (Erses & Nese,
2014: 8). Monitor, Klavye, fare, hoparlor vb. pargalar da bilgisayarin temel donanimi

icerisine girmekte olup bilgisayarin dis donanimlarina 6rnek verilebilir (Yasakci, 2012).

Bilgisayarlar; mini bilgisayarlar (netbook, smartbook, tablet, akilli telefon vb.), ag
bilgisayarlar1 (terminaller) (Giilbahar, Tinmaz, & Kose, 2006: 25), kisisel bilgisayarlar
(masaiistii, diziistii), ana bilgisayarlar ve siiper bilgisayarlar olarak gruplandirilabilirler
(Erses & Nese, 2014: 8-10). Bunun disinda uydu, radyo, televizyon, telefon, fiber kablolama,

network gibi teknolojilerde bilisim teknolojilerinin donanim tarafinda yer almaktadir.

Cep telefonu ve tablet gibi mobil cihazlar yeni gelismekte olan bilgisayar
platformlarin1 temsil etmektedirler. Yazilimlarini kisisel veya masaiistii bilgisayarlardan
mobil aygitlara tagiyan isletme sayisi her gecen giin artmaktadir. Yoneticiler de bu aygitlar
sadece iletisim amagli degil ayn1 zamanda isletme yonetiminde kullanmakta, isleri koordine
etmek, calisanlarla iletisime gegmek, karar vermek ve bilgi saglamak i¢in kullanmaktadr.

Bu stire¢ mobil dijital platform olarak adlandirilmaktadir (Laudon & Laudon, 2011: 6).

Bilisim teknolojilerinin donanim kismimin ¢ogu hizli ve rekabetgi bir yapida
gelismekte, bireysel ve kurumsal kullanim imkanlar1 artmaktadir. Teknolojik donanimlarin
fonksiyonel yoniine iliskin tiretim maliyetlerinin yaninda, marka ve tasarim maliyetlerinin

de 6n plana ¢iktig1 goriilmektedir.

Donanim alanindaki geligsmeler bilginin toplanmasi, saklanmasi, aktarilmasi ve analizi
gibi alanlarda kisi ve kurumlara biiyiik imkanlar sunmaktadir. Donanim teknolojisi ile biiyiik
verinin olusturulmasi ve kontrolii saglanmaktadir. Depolama ¢6ziimlerinin maliyetinin
diigsmesi, kullanim kolaylig1, giivenlik seviyesi ve kalitesinin artmasi sonucu daha fazla veri
(Cizelge 2.3) toplanabilmesi miimkiin hale gelmektedir. Donanim teknolojileri, yazilim ve
ag teknolojilerindeki gelismelerle birlikte, veri tabanlarinin birlestirilmesi, bulut

teknolojiler, biiytiik veri merkezleri gibi alanlarda biiyiik gelismeler kaydedilmektedir.
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Cizelge 2.3. Bilgisayar o6l¢ii birimleri

Birimler Degerler

8 bit = | 1bayt

1024 bayt = 1 Kilobayt

1024 Kilobayt = | 1 Megabayt

1024 Megabayt = | 1 Gigabayt

1024 Gigabayt = | 1 Terabayt

1024 Terabayt = | 1 Petabayt

1024 Petabayt = | 1 Exabayt

2.7.2. Yanhm Teknolojileri

Yazilim; bir programlama diline ait komutlar kullanilarak, bir algoritmaya goére
yazilan kod parcalarmin bilgisayar veya elektronik otomasyon sistemlerinde bulunan
islemcilerin yorumlayabilecegi hale getirilmesi sonucunda donanimsal pargalar veya
kullanicr ile bilgisayar sistemi arasindaki iletisimi saglayan arabirimdir (Kilmen, 2011: 2).

Bilgisayar1 olusturan donanimlar, kullanicinin bilgisayar tarafindan yerine
getirilmesini istedigi goérevleri yazilim olmadan vyerine getiremez. Bir yazilimmn
fonksiyonlarinin basinda yiiklii olan bilgi ve sistem arasinda arabuluculuk gelir. Yine
sistemin bilgisayar kaynaklarinin yonetilmesi ve insanlarin bu kaynaklar1 kullanabilmesini

saglayan araglar1 saglar (Karahoca & Karahoca, 1998: 277).

Yazilimlar, isletim sistemi yazilimlari ve uygulama yazilimlar olarak iki gruba ayrilir.
Isletim sistemi yazilimlari, bilgisayar ve elektronik otomasyon sistemindeki donanimlar
kullanima hazir hale getirmek icin yiiklenen yazilimlardir. Isletim sistemleri bilgisayarin
icerisinde ve disinda bulunan donanimlarin yonetilmesini saglarlar. Windows, Linux, Mac

Os; Unix vb. isletim sistemleri olarak sayilabilir (Yasakci, 2012: 28-29).

Uygulama yazilimlart ise, bu donanimlar1 kullanan kisiler tarafindan talep edilen
islemlerin, isletim sistemi yazilimlari tizerinde karsilanmasi i¢in hazirlanmis (Yasakci, 2012:
28), bilgisayar kullanicilarinin istek ve ihtiyaglart dogrultusunda iiretilmis programlardir
(Giilbahar, Tinmaz, & Kose, 2006: 74). Kelime islemci, hesap tablosu, sunum, iletisim,

grafik vb. yazilimlar dosya yoneticileri ve veri tabani yonetim programlari, analiz
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programlari, ticari programlar, antiviriis programlart vb. uygulama yazilimlarina 6rnek

olarak gosterilebilir.

Programlama yazilimlar1 genel anlamda bir uygulama yazilim: olmakla birlikte, asil
fonksiyonlar1 program gelistirme olup, program gelistirmeyle ilgili olan derleyici,
programlama dilleri gibi yazilimlar1 igerirler (Cubuk¢u, 2011: 98). Programlama dili,
programcilarin bir program yazarken kullandiklari, makineyi yonetebildikleri, konusma
diline benzer 6zel bir dildir. Bilgisayar ile kullanicinin aynmi dili kullanmasini saglayarak

bilgisayarla iletisimini ve yonetimini saglar (Giilbahar, Tinmaz, & Kose, 2006: 76).

Birinci nesil programlama dilleri makine dili olarak tanimlanir. Makine dilleri (Intel
80x86, IBM 360, Motorola 680x, ARM, MIPS R2000|R3000); bilgisayarin anladigi 1 ve
0’lardan olusur ve bu komutlarin bilgisayara iletilmesini saglar. ikinci nesil programlama
dilleri ise “Assembly” dili olarak tanimlanir. Assembly dili (ASEM-51, BAL (Basic
AssembLer), COMPASS (COMPrehensiveASSembler), Emu8086, FAP (FORTRAN
Assembly Program), FASM (Flat Assembler; 1A-32, 1A-64)) biraz daha gelismis olup daha
anlasilabilir komutlar1 (6rnegin ADD ile toplama) makine kodlarna cevirir. Ugiincii nesil
diller (Fortran, ALGOL, COBOL, BASIC, C, C++, Delphi, Java) artik programcilarin
yapmak istediklerini kolayca ifade edebildikleri dillerdir. Bu diller ile “read”, “write” gibi
komutlar1 kullanarak program yazmak miimkiin hale gelmistir (Cubukgu, 2011: 100-101).

Yazilim gelistirmede 6zel durumlara yonelik hizli ¢oziimler gelistirebilme ihtiyaci,
gelisen teknolojik araglarla birlikte dérdiincti nesil programlama dillerinin gelistirilmesini
saglamistir. Onceden belirlenmis yonergeler, hazir sablonlar ve sihirbazlar sayesinde daha
az kod ve daha az yazilim bilgisi ile pratik ¢oziimler gelistirmeye yonelik olan bu diller
(SQL, Informix-4GL, Progress 4GL, SPSS, BorlandDelphi, Oracle Forms /Reports); rapor
tireteci (generator), form ireteci, vaka tasarimi, veri yonetimi, istatistiksel analitik, vb.
alanlarda uygulamalar gelistirmeye yoneliktir. Gliniimiizde gelinen noktada besinci nesil
programlama dilleri ile programcinin algoritma gelistirerek ¢6ziim gelistirmesinin 6tesinde,
kosullar ve kisitlarin bilgisayara verildiginde, bilgisayarin ¢oziimii kendisinin bulmasina
yonelik olarak tasarlanmaktadir. Kodlamanin yerine bildirimsel yontemle calisan ve
ozellikle yapay zeka alaninda arastirmalarda kullanilan bu yeni programlama dillerine 6rnek

olarak Prolog, OPS5 ve Mercury 6rnek verilebilir (Camoglu, Algoritma, 2011: 10).



68

Yazilimi bir iriin, yazilim gelistirme ise bir {iriin gelistirme etkinligi olarak ele
alindiginda; yazilim gelistirme isi de bir proje olarak degerlendirilmelidir. Yazilim
gelistirme siirecinin temel asamalarini; analiz, tasarim, gelistirme, test, teslimat, bakim

olarak ayirmak miimkiindiir (Gling6ren, 2005: 83).

Yazilim projelerinin gelistirilmesi i¢in zamanla yazilim siire¢ modelleri ortaya
cikmistir. Bunlara; kod eksenli yazilim gelistirme, dogrusal modeller (selale modeli, V
modeli), yinelemeli gelistirme (artinmli gelistirme modeli, evrimsel gelistirme, sarmal
model), c¢evik gelistirme, modiiler gelistirme, servis tabanli yazilim gelistirme Ornek
verilebilir (Nizam, 2015: 43-44). Bu modellerin se¢imi, yazilimin biytkligi,

gergeklestirilmesi gereken siire, biitge, insan kaynagi vb. unsurlara baglidir.

Giiniimiizde 6zgiir yazilim olarak adlandirilan bir yazilim akimi gittikce 6nemli hale
gelmektedir. Bu yazilim tiirii, diisiik maliyetli, saglam, esnek, giivenilir, yeniliklere agik,
yasal kisitlamalar olmadan bagimsiz olarak gelistirilmesi ve yeniden dagitilabilmesi gibi
avantajlartyla hizli bir sekilde yaygilasmaktadir. A¢ik kaynak yazilimlar, sunucu veya
kullanici basina yiiksek lisans bedellerine sahip kapali yazilimlara alternatif olarak her gecen
glin yayginlagmaktadir (Giines, 2008: 1004-1006).

2.7.3. Ag Teknolojileri

Telekomiinikasyon, belli bir mesafedeki bilginin elektronik olanaklarla iletisimi olarak
tarif edilebilir. Daha onceleri telekomiinikasyon telefon hatlarindan ses gegisi anlamina
gelirken, bugiin, cogunlukla bilgisayarlar kullanilarak telekomiinikasyon gegisi, dijital veri
gecisi olarak kullanilmaktadir. Telekomiinikasyon sistemleri, uygun donanim ve yazilim
birlesimiyle bilgiyi (metin, grafik, imaj, ses ve video vb.) bir yerden digerine yollamaya
olanak saglamaktadir (Karahoca & Karahoca, 1998: 361-363).

1990’larda, bilgisayarlarin birbiriyle haberlesmeleri yerel alan aglar (LAN) {izerinden
gerceklestiriliyordu. Bunun sonucu kurum ve kuruluslar kendilerine ait sunucu
bilgisayarlardan olusan sistem odalar1 kurmaya basladilar. 1990’larin sonunda ise, uzaktaki
bilgisayarlar arasinda haberlesme ve paylasmak amaciyla birbirlerine baglanan LAN’lar

interneti ortaya ¢ikmistir. Boylece icerik, yer ve internet servis saglayiciligi, eposta ve anti-
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viriis gibi yeni alanlar ortaya ¢ikmis ve bilisim hizmetlerinin sunum modeli merkezi yapidan
dagitik bir yapiya dontismiistiir (BTK, 2013: 5).

Baslangic1 Amerika Birlesik Devletleri Savunma Bakanliginin diinya tizerindeki bilim
adamlarina ve tiniversite profesorlerine ag aracilifiyla baglanmasiyla olmus olan internet
belki de bilinen en biiyiik ag iletisimidir. Internete biiyiik bir ag yerine aglarm birlestigi
uluslararasi bir ag denebilir (Karahoca & Karahoca, 1998: 405). APANET adini tagiyan ilk
bilgisayar agi, 1 Eylil 1969’da, agin ilk dort baglantisinin Los Angeles’ta Califonia
Universitesinde, Stanford  Arastirma  Enstitiisinde, SantaBarbara’da  Califonia

Universitesinde ve Utah Universitesinde kurulmasiyla devreye girmistir (Castells, 2008: 59).

Giintimiizde internet, sistem icerisine dahil olan milyonlarca bilgisayar, sunucu ve
elektronik aygitlari birbirleriyle iletisime ve etkilesime gegebilmeleri i¢in birbirine baglayan

diinyanin en biiyiik bilgisayar agi olmustur (Forta, 2003: 3).
2.7.4. Veri Tabani ve Veri Tabam Yonetim Sistemleri

Bilisim alaninda bilgisayara girilen islenmemis, ham halde olan; yani islenebilecek,
sonug iiretebilecek ve saklanabilecek her tiirli bilgi veri kapsaminda degerlendirilmektedir
(Elbahadir, 2012: 3).

Veri tabani; verilerin, kolay ulasilabilirligi saglayacak belirli bir sistematige gore
kaydedildigi (Dingel, 2012: 1), saklandig1 ve degisik formlarda yonetildigi dosya veya dosya
gruplaridir (Oztiirk, 2012: 1).

Veri tabani, verilerin belli kural ve sistematige gore diizenlendigi (Goziideli, 2012: 39)
birbirleriyle iliskisi olan verilerin, mantiksal ve fiziksel olarak tanimlarinin oldugu bilgi
depolaridir (Burma, 2009: 12).

Veri tabanini, birbiriyle dogrudan veya dolayli olarak iligkili verilerin sistematik
sekilde saklandigi ve gerektiginde hizli bir sekilde sorgulama ve raporlama yapildig:
(Beylan, 2009: 15), birden fazla iliskisel tablodan olusan bir sistem olarak da tanimlamak
miimkiindiir (Kaya & Tekin, 2007: 15). Veriler bu sistemde, rahat ulasabilecek sekilde belli
bir hiyerarsi ve indexleme formatinda tutulur (Cigek, 2010: 3). Basit bir listeden devasa

biiyiikliikteki miisteri iliskileri yonetimi sistemlerine kadar birgok program, olusturulan
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sorgularla, veri tabani iizerine bilgiler yazar ve veri tabanindan ihtiyag duyulan bilgileri
cekerek kullanict hizmetine sunar (Camoglu, Programlama ve Veri Taban1 Mantig1, 2010:
263-264).

Kurum ve kuruluslarin giinliik verilerinin islendigi ortamlara OLTP (Online
TransactionalProcessing) sistemler adi verilmektedir. Bir OLTP veri tabaninda yapilan
islemler veri tabanina kayit ekleme, giincellestirme, silme ve veri tabanindan kayit okuma
olarak gerceklesir (Ozkan, 2008: 20). OLTP veri tabanlari, kullanicilarin yetkileri dahilinde
stirekli olarak veri tabani igindeki verilerde degisiklik (veri girisi, veri giincelleme, veri
silme) ve sorgulama yaptiklar1 sistemlerdir. Buna karsiik OLAP (Online Analytical
Processing) veri tabanlari, kuruluslarin biiyiik verilerinin organize edilmesi, raporlanmasi ve
analiz edilmesi i¢in OLTP sistemleri haricinde olusturduklar: harici sistemlerdir (Beylan,
2009: 18). Sekil 2.4’te klasik bir OLTP veri taban1 semas1 verilmistir.

Veri Tabam Veri Taban: Veri Tabam

B Fiziksel Sem= -
4

w w

%

-~

-
Uygulama Programi 1 Uvygulama Program 2 Uygulama Program: 3 Uygulama Programi 4

Sekil 2.4. OLTP veri taban1 semasi
Kaynak: (Ozkan, 2008: 19).

Veri Taban1 Yonetim Sistemi (VTYS), veri tabanlarini tanimlamak, olusturmak,
kullanmak, degistirmek, ¢alismasi i¢in gerekli igletim gereksinimlerini karsilamak i¢in
kullanilan yazilim sistemine denir (Yarimagan, 2000: 2). Piyasada bulunan icretli ve
ticretsiz popiiler veri tabani1 yonetim sistemleri olarak Oracle, MS SQL Server, MS Access,
MySQL, IBM DB2, Informix, Interbase, Progress, Postgre SQL vb. sayilabilir (Cigek, 2010:
5-6).
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Veri taban1 yonetim sistemi veriyi merkezilestirmeye, etkili bir sekilde kullanmaya,
uygulama programlar1 tarafindan ulasilmasimna izin verir. VTYS uygulama programlari,
servisler ve sorgular ile fiziksel veri arasinda bir arabirim gérevini alir. Programlar, servisler
veya sorgular, veriye ulasmak istediginde; VTYS bu veriyi bulur ve kullanima sunar
(Karahoca & Karahoca, 1998: 326).

Veri modeline gore veri tabani yonetim sistemleri, hiyerarsik veri tabanlari, ag veri
tabanlari, iliskisel veri tabanlar1, nesneye yonelik veri tabanlar1 (Ozkan, 2008: 16); kullanict
sayisina gore tek kullanicili ve ¢ok kullanicili (Burma, 2009: 14-15); fiziksel konumuna gére

ise merkezi, dagitilmis ve federe olmak tizere iice ayrilabilir (Uysal, 2012: 15).
2.7.5. Veri Ambar Teknolojileri, Veri Madenciligi ve is Zekasi1 Coziimleri

Bilgi sistemleri, firma ve kurulusa ait biitiin verilerin elektronik olarak tutuldugu,
istenildigi zaman dogru ve hizli erisimin saglanabildigi, orgiitsel yapilarin fonksiyonlarina
gore basit yapilardan karmasik yapilara kadar genisleyebildigi sistemlerdir (Cagiltay, Is
Zekasi ve Veri Ambar Sistemleri, 2010: 4-5).

Teknolojik gelismelere bagli olarak sayisi hizla artan bilgi kaynagini bir araya getiren
karar destek sistemlerinin olusturulmasi sirasindaki yasanan giigliikler, 6zellikle farkl tiirde,
birbirinden uzak ve ¢ok biiyiik bilgi kaynaklar1 s6z konusu oldugunda daha da artmaktadir.
Bu tiir sorunlar1 asmak igin; farkli kaynaklarda bulunan, degisik formatlara sahip, farkl
zaman dilimlerine ait verilerin, gereksiz kesimlerinin ve ayrmtilarinin ayiklanip
ozetlendikten sonra, gerekli doniistiirmeler yapilip tek bir sema altinda biitiinlestirilmesi

amaciyla veri ambarlar1 ortaya ¢ikmistir (Yarimagan, 2000: 293).

Bilgi sistemlerinin iilke diizeyinde tiim kurumlar1 kapsayacak bigimde olusturulmaya
caligildig1 eski sistemlerde, kurumlar alt birimlerinden anlik, haftalik, aylik, yillik olarak bazi
analiz bilgilerini talep ederlerdi. Bu bilgilerin gogu bir hiyerarsi igerisinde yukaridan asagiya
dogru aktarilarak toplanmaya calisilirdi. Bu siire¢ uzun, zahmetli ve sagliksiz bir siireg olup
hata oranlar1 yiiksektir. Hatta boyle bir siirecte, meydana gelecek hatalarin yakalanmasi bile
imkansizdir. Alinacak olan kararlar bu verilere dayandigindan hem gecikmeli olarak

alinabilmekte hem de ne kadar saglikli olabilecekleri tartismaya acik olmaktadir. Bu
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problemin ¢ozliimii ise, tiim tlke diizeyinde takipleri gerceklestirebilecek biitiinlesmis iilke

bilgi sistemlerinin kurulmasidir (Cagiltay, Is Zekas1 ve Veri Ambari Sistemleri, 2010: 6).

Gunimiizde kurumlar, is zekasi uygulamalarinda analitik islemlere ihtiyag
duymaktadir. Bu kapsamda ortaya ¢ikan ¢6ziim arayislar: sonucunda, sorgu temelli yaklasim

ve veri ambari yaklagimi 6ne ¢ikmustir.

Sorgu temelli yaklasim, veri kaynaklarmin elindeki tim verilerde herhangi bir
Ozetleme yapmadan biitiin veriler tizerinde inceleme gergeklestirir. Bu yaklasimda, veriler
her zaman giincel ve son hali ile analiz edilir (Cagiltay, Is Zekas1 ve Veri Ambari Sistemleri,
2010: 31). Bu yaklasimin eksik yonlerini gidermek ve sakincalarini ortadan kaldirmak igin;
karar destek uygulamalari, veri madenciligi ve ¢evrimigi ¢oziimsel islemler basta olmak
tizere birgok uygulamanin farkli bir sistemde caligtirilmasi temeline dayanan veri ambarlari

ortaya ¢ikmistir (Yarimagan, 2000: 293).

Veri ambarlari, bilgi sistemlerine dahil olan ancak dagmik ve farkli bi¢imlerde
saklanan verilerin entegrasyonunu saglarlar. Boylece, birbirinden ayri sistemlerde, farkli
yap1 ve formatlarda tutulan verilere, tek bir sistem ile biitiinlesik olarak erisim saglanir. Bu
sistemler verilere biitiinlesik ve analitik bir bakis saglayarak karar verme siirecine katki
saglarlar (Cagiltay, Is Zekas: ve Veri Ambari Sistemleri, 2010: 24). Veri ambarlari,
operasyonel ve anlik verileri icermeyip, daha ¢ok analize yonelik olarak gereksinim duyulan
sorgulara cevap verecek sekilde tasarlanirlar (Cagiltay & Tokdemir, Veritaban1 Sistemleri
Dersi (Teoriden Pratige), 2010: 387-388). Sekil 2.5’te veri ambari akis mimarisi {i¢ katmanlh

olarak gosterilmistir.
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Sekil 2.5. Veri ambar1 akis mimarisi
Kaynak: (Cagiltay & Tokdemir, Veritaban1 Sistemleri Dersi (Teoriden Pratige), 2010: 389).

Veri madenciligi, biiyiik veri yiginlari igerisinden organizasyonlara fayda saglayacak
istatiksel kural ya da oriintii bigimindeki bilgilerin ¢ikarilmasidir (Yarimagan, 2000: 295).

Veri ambari sistemlerinin gelistirilmesinde izlenecek yontem Sekil 2.6°da yer almaktadr.

1. Asama
Gereksinimierin

Belirlenmesi

G 2. Asama
”\L{ Kavramsal Model

3. Asama
Mantiksai Model

Varlhik Bagint
Cizenegi
e
. Veri kavnaklan 3 lliskisel Modele F 4. Asama
: - Dénis i IZikse: Mooel
—= === :::J\ B
a ";:: [ — . : —

T — Veri Amban

CDY hlomlorl o=
Verl kavnakiar ——— S
— === / 5. Asama

l:=: Cek Dbnustur Yukle

Sekil 2.6. Veri ambari sistemleri gelistirme metodolojisi
Kaynak: (Cagiltay, Is Zekas1 ve Veri Ambari Sistemleri, 2010: 74)

Veri madenciligi asamalari; problem veya projenin tanimlanmasi, verilerin anlasilmasi

ve hazirlanmasi (verilerin toplanmasi, temizlenmesi, biitiinlestirilmesi, doniistiiriilmesi,
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indirgenmesi vb.), modelin kurulmasi (tahmin etme amacgli modeller, kiimeleme amaglh
modeller, birliktelik kurallar1 vb.), modelin degerlendirilmesi, model sonuglarinin karar
verici tarafindan kullanilmasi, modelin izlenmesi seklinde siralanabilir (Ersoz, 2013: 26-28),
(Cagiltay, Is Zekas1 ve Veri Ambar Sistemleri, 2010)

Veri madenciligi, disiplinler arasi bir ¢alismay1 temsil emekte olup igerisinde;
istatistik, veri tabani teknolojisi, makine Ogrenimi, yapay zekd ve gorsellestirmenin
kullanildig1 ¢ok boyutlu yapilardir. Veri madenciligi biiyiik veri tabanlarindan 6nceden
bilinmeyen ancak potansiyel olarak kullanilabilecek bilgilerin ¢ikarilmasi (Ersoz, 2013: 5)

ve bu bilgilerin igletme kararlar1 verirken kullanilmasidir (Silahtaroglu, 2008: 10).

Veri Madenciligi
Tahmini Tanimlayici
Simiflandirma Regresyon Kiimeleme Ozetleme
ZarR?]r;“SfiriSi Ongorii Birliktelik Kurallari Dizi Tanitma

Sekil 2.7. Veri madenciligi modelleri ve gorevleri
Kaynak: (Ersoz, 2013: 31)

Veri madenciligi, veri ambarlar {izerinde hazirlanmis olan, genel kabul gérmiis veri
modellerini de (Sekil 2.7) ihtiyaglar dogrultusunda kullanarak ¢ok daha akilli ve verimli
analizlerin gergeklestirilmesini saglayan bir yontemler biitiiniidiir (Cagiltay, Is Zekas1 ve
Veri Ambari Sistemleri, 2010: 220).Veri madenciligi analiz yontemleri; akilli zihinsel aglar,
genetik algoritmalar, karar agacglari, en yakin komsu metodu, kural olusturma, veri
goriintiileme vb. olarak sayilabilir (Cagiltay, Is Zekas1 ve Veri Ambari Sistemleri, 2010: 228-
230).
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Veri madenciliginde; IBM SPSS Modeler (Clementine), SAS Enterprise Miner,
STATISTICA Data Mining Software, Mozenda Data Mining Software, RapidMiner,
TANAGRA, Oracle, Excel Data Mining, ESTARD Data Miner, DB Miner, Data Logic/R,
R Data Mining gibi ¢cok sayida yazilim kullanilmaktadir. Bunlardan bazilari hazir programlar
bazilar1 agik kaynak yazilimlar seklinde olup, isletme ve kuruluslara ticretli (Sunucu lisans,
kullanici lisans1 vb.) ve ticretsiz sekilde sunulmaktadir (Ers6z, 2013: 18-20).

Gilinimiizde OLTP veri tabanlarina veri girisleri yapilirken ayn1 zamanda OLAP veri
tabanlarina da ayni1 anda veri girisi yapilabilmektedir. Veri ambarlar1 {izerine, uygulamalar
tizerinden veri girisi saglanmasiyla elde edilecek gergek zamanli is zekasi ¢oziimleri ile
saglik suistimallerinde kimlik hirsizligi, yersiz 6demelerin durdurulmast vb. durumlarda

onleyici sistemlerde ¢6ziim araci olarak kullanilabilir.

2.8. Biiyiik Veri

Giintimiizde bilginin stratejik dstiinliigiinden dolayr toplumsal gelisme diizeyinin
Olgiisti “Bilgi Toplumu” olarak adlandirilmaktadir. Diger tiretim faktorlerinin aksine kit
olmayan hatta giderek zenginlesen, tilkenmeyen hatta yayginlastikga degeri artan bilgi
tilkelere biiyiik avantajlar saglamakta, kiiresel rekabette ihtiyag duyulan en 6nemli faktor
haline gelmektedir. Kiiresel rekabet giiclinii artirmak isteyen iilkeler, nitelikli isgiicii yani
beseri sermaye, arastirma gelistirme, enformasyon ve iletisim teknolojileri ve bunlarin
saglanmasina zemin hazirlayan bir kurumsal yapiya gegmek zorunda kalmaktadir (Yumusak
& Bilen, 2010: 101).

Biiyiik veri platformunun olusumunda bes bilesen vardir. Bunlar; variety (gesitlilik),
velocity (hiz), volume (veri biiyiikliigii), verification (dogrulama) ve value (deger)’dir
(Fosso Wamba, 2015). Cesitlilik; iiretilen verinin homojen bir yapida olmamasi, farkli
teknolojilerden, farkli formatlarda tiretilmesidir. Hiz; verinin {iretilme hizinin ¢ok yiiksek
boyutta olmasidir. Veri biiyiikliigii; ¢ok sayida veri iiretilmesi ve bu saymin katlanarak
artmasidir. Dogrulama; verinin akis1 sirasinda giivenli olmasi, onceden bilinemeyen

belirsizligin ortadan kaldirilmasidir. Deger; verinin bir deger yaratmasidir.

Giiniimiiz bilgi toplumunda teknolojinin beraberinde getirdigi ¢cok ¢esitli ve ¢ok yonlii

olan bilginin iiretim hiz1 ve biyiikliigi insanlari, isletmeleri ve devletleri kiiresel 6lgekte
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etkisi altina almaktadir. Gelisen teknolojiler sayesinde ortaya cikan biiyiik veri, is yapis
sekillerini degistirmis, ortaya ¢ikan bilgi kiimeleri degisik acilardan analiz edilerek farkli
agilardan degerlendirilme imkanina sahip olunmustur. Giiniimiizde biiyiik veri her alanda

stratejik oneme kavusmustur.

Lori Lewis ve Chadd Callahan tarafindan yapilan bir ¢alismaya goére, 2019 yilinda
internette 1 dakika igerisinde Sekil 2.8”deki islemler gergeklesmektedir (Lewis & Callahan,
2019).

2019'da internette
1 dakikada neler yasamyor?

3.8 milyon

arama yapildi @ A
1 milyon d
giris yapildi @

18.1 milyon
mesaj atild
18 milyon

4.5 milyon 1.4 milyon
video izlendi 1.1 milyon kez kaydirma
. yapildi

) 188 milyon
390nb|f|_3(_) @ mail atildi

uygulama indirildi

862 bin 823 @
347 bin 222 il 2.1 milyon

kez ekran kaydirildi

. Q video cekildi

996 bin 956
41.6 milyon dolar harcandi
mesaj gonderildi

694 bin 444
saat izlendi

Sekil 2.8. 2019°da internette 1 dakikada neler yaganiyor?
Kaynak: (Lori Lewis ve Chadd Callahan, 2019).
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2.9. Bulut Bilisim, Sanallastirma ve Veri Merkezi

Bulut hizmeti saglayan kurumun merkezinde tahsis ettigi sunucuya dogrudan internet
izerinden erisilerek; verilerin saklanmasi, islenmesi ve kullanilmasi bulut bilisim olarak

adlandirilmaktadir (BTK, 2013: 1).

Amerikan Ulusal Teknoloji ve Standartlar Enstitiisii (NIST)’ne gore bulut bilisim,
minimum yonetim caba veya servis saglayici etkilesimi ile hizli alinip saliverilebilen,
yapilandirilabilir bilisim kaynaklarinin paylasilabilir havuzuna (6rnegin, aglar, sunucular,
depolama, uygulamalar ve hizmetler) uygun, istendiginde ve uygun bir sekilde ag erisimi
saglayan bir modeldir (Cizelge 2.4) (NIST).

Cizelge 2.4. NIST tanimina gore bulut bilisim

e Istege bagli, kendi kendine hizmet
¢ Genis ag erisimi

Temel Unsurlar e Ortak kaynak havuzu

e Cabukluk ve esneklik

e Olgiilebilir hizmet

e Hizmet olarak yazilim(SaaS)
Hizmet Sunum Modelleri e Hizmet olarak platform(PaaS)

e Hizmet olarak altyapi(laaS)
e Ozel Bulut

e Topluluk Bulutu

Konumlandirma Modelleri
e Kamuya A¢ik Bulut

e Hibrit Bulut
e Hizli genis alan aglari

e Gucli, ucuz sunucu bilgisayarlari
Anahtar Saglayan Teknolojiler ¢ BIsay

e Siradan sunucularda yiiksek performansl

sanallagtirma
Kaynak: (BTK, 2013: 3) ve (NIST) bilgilerden derlenmistir.

Bilim ve Teknoloji Yiiksek Kurulu (BTYK)’nun 25. toplantisinda aliman kararla
Tirkiye Kamu Entegre Veri Merkezinin (TKEVM) kurulmasi, boylece tiim kamu
kurumlarmin veri merkezlerinin birlestirilmesi sonucu tek bir veri merkezi olusturulmasi
amaglanmustir (BTK, 2013: 19).
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Bu kapsamda; iilkemizde ve diinyada bu alandaki yasanan gelismelerle birlikte; idari
ihtiyaclar, tasarruf ve siber giivenlik gereksinimleri dogrultusunda, veri merkezlerinin tek
bir ¢at1 altinda birlestirilerek Tiirkiye Kamu Entegre Veri Merkezi’nin kurulmasina karar
verilmistir. S6z konusu kararin uygulanmasinda sorumlu kurulus olarak Ulastirma,
Denizcilik ve Haberlesme Bakanligi gorevlendirilmistir. Kararla ilgili kuruluslar da;
Basbakanlik, Kalkinma Bakanligi, Tiirkiye Bilimsel ve Teknolojik Arastirma Kurumu
(TUBITAK) ve Tiirksat Uydu Haberlesme Kablo TV ve Isletme A.S. (TURKSAT) olarak
belirlenmistir (BTK, 2013: 19-20).

Kuruluslarin ¢ok sayidaki isletim sistemlerini ve yazilim yigmlarini tek bir platform
tizerinde birlestirmelerini ve bu platformu belirli is ve uygulama gereksinimlerinin daha
dinamik bir bi¢gimde karsilanmasina tahsis etmelerini saglayan yeni teknolojiler ortaya
cikmustir (IBM Tiirk Limited Sirketi).

Sanallastirma, fiziksel bir seyden ziyade yazilim tabanli bir sunum yaratma siirecidir.
Sanallastirma, uygulamalar, sunucular, depolama alani ve aglar i¢in gegerli olabilir ve tiim
biiytiikliikteki isletmeler igin etkinlik ve ¢evikligi artirirken bilisim teknolojileri masraflarini

diistirmenin en etkili yoludur (VMware Inc).

Bu sayede kurumlar, tek bir fiziksel bilgisayar veya sunucuyu bir¢ok sanal makineye
dontstiirebilir. Her bir sanal makine, tek bir fiziksel sunucu ya da bilgisayarin fiziksel olarak
kaynaklarin1 paylagsmasina ragmen birbirinden bagimsiz olarak etkilesimde bulunabilir,
hatta her biri farkli isletim sistemleri veya uygulamalar ¢alistirabilir. Boylece, tek bir fiziksel
makineden birden ¢ok kaynak olusturarak 6lgek ve kapasite gelistirmenin yani sira toplamda
daha az fiziksel kaynak kullanilmasina, dolayisiyla daha az enerji tiiketilmesine, altyap1 ve

bakim maliyetlerinin disiiriilmesine olanak saglar (Microsoft).

Sanallastirma sistemleri ile kullanici ve donanim arasinda mantiksal bir katman
olusturulmus olur. Boylece kullanici fiziksel sistem kaynaklarina dogrudan erisemez. Sekil
2.9°da sanallagtirma Oncesi Ve sonrasi yapi gosterilmistir. Baslica sanallagtirma tiirleri
olarak; sunucu sanallastirma, depolama sanallastirma, ag sanallastirma, masaiistii

sanallastirma, uygulama sanallastirma yontemleri uygulanmaktadir (Moral, tarih yok).


https://azure.microsoft.com/tr-tr/overview/what-is-a-virtual-machine/
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SANALLASTIRMADAN ONCE SANALLASTIRDIKTAN SONRA

Sekil 2.9. Sanallastirma 6ncesi ve sonrast yapi
Kaynak: (Moral)

2.10. E-Devlet ve Dijital Devlet

Bilgisayarin is ve islemlerde kullanilmaya baglanmasiyla baslayan degisim E-Devlet
ile devam etmis ve dijital devlete gegis siirecine yonelmistir. Dijital devlete gegis siirecinin
birinci asamasi bilgisayarlarin kamu kurumlarinda kullanimi olarak ifade edilebilir. Bu
asamada kamu kurumlar1 kendi networklerini olusturmuslardir. Ikinci asama kamu
kurumlarmin networklerinin internete agilmasidir. Bu asamada oncelikle kamu kurumlarinin
bilgilerinin internet tizerinden paylasilmasi, kamudan vatandasa/kuruluslara tek tarafli bilgi
aktarimi gortilmektedir. Daha sonraki asama kamu kurumlarinin internet tizerinden bilgi
girigine izin verildigi bir asamadir. Bu asamada internet iizerinden veri tabanlara bilgi
girigine izin verildigi donemdir. Dordiincii asamada ise kamu kurumlarinin tek bir merkez
tizerinden hizmetlerini sundugu E-Devlet olusum siirecidir. Bu siiregte kamu kurumlari hem
vatandas/kuruluglar ile hem de diger kamu kurumlari ile veri aligverisine geg¢meyi
hedeflemektedir. Bu siirecte iiretilen bilgiler bir baska bilgiye referans olarak kabul
edilmekte, bagka bir bilginin verisi olabilmektedir. Son asamada dijital devleti gérmekteyiz.
Dijital devlet aslinda bilgi teknolojilerindeki kiiresellesme olarak ifade edilebilir. Devletlerin

vatandaslar, kurum ve kuruluslar hatta diger devletlerle entegrasyonunu ifade eder.

E-Devlet ¢alismalari, devletin kamu hizmetlerinin sunumunda bilisim teknolojilerine
yonelmesidir. Boylece sunulan hizmetle daha diisiik maliyetle, kolay erisilebilir, daha hizli
ve daha kaliteli olarak sunulmaktadir. E-Devlet yapilanmasindan beklenen yararlar
asa@idaki gibi sayilabilir (Ozsagir, 2014: 190-198):
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e Kamuda tasarruf saglanmasi

e Ihtiyac duyulan bilgiye ve belgeye kolay erisimin saglanmasi

e Kamu hizmetlerinde verimliligin artirilmast

e Kamu yonetiminde etkinlik ve saydamligin saglanmasi

e Biirokrasinin, riisvetin ve yolsuzluklarin 6nlenmesi

Kamu kurumlar arsinda esgiidiimiin saglanmast

E-Devlette etkilesim alanlar1 ve E-Devletin saglayacagi baslica avantajlar Cizelge

2.5’te yer almaktadir.

Cizelge 2.5. E-devlette etkilesim alanlar1 ve E-devletin saglayacagi baslica avantajlar

Etkilesimin Yonii Etkilesim Alanlari Avantajlar
- ’ Alternatif dagitim kanallarinin
Bilgilendirme
kullanilmast
. Kisisellestirilmis, hizli ve
Vergi .
Devlet-Vatandas kolay hizmetler
Saglik Aciklik
Egitim R . .
Kltiir Diisiik islem maliyetleri
Destek programlari Hizli ve etkin iletisim
. Tavsi | g6 Dah lirokrasi
Devlet-Firmalar e.I.VSIye ve yol gosterme aha az biirokrasi
Dizenlemeler Diisiik islem maliyetleri
Vergi SRS y
. Verimlilikte art
Devlet-Calisanlar E-Islem arly

Diisiik islem maliyetleri

Kamu kurumlari arasi
Devlet-Kamu Kurum ve |iletisim

Kuruluslar Merkezi ve yerel yonetimler | Etkin bilgi paylasimi
arasl iletisim Esnek calisma ortami
Kaynak: (Ozsagir, 2014: 198)

Verimlilikte artis

Dijital devlet kavram1 bilgi kavramini yeniden sekillendirmektedir. Bilgi toplumu ya
da bilgi ekonomisi kavramlar: ile bilgiyi elinde tutma ve kullanma siireci {izerinde

durulmaktadir. Buna gore; eskiden bilgiyi uzun siire ve bir sir seklinde elinde tutanlarin
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avantajli oldugu ancak yeni siiregte bu bilgiyi en hizli sekilde yayanlarin karli oldugu bir
doneme gecildigi ve bilgi toplumunun bu siireci ifade ettigi kabul edilmektedir. Dijital devlet
ise bilginin standart, hizli, kontrol edilebilir, klonlanabilir, gelistirilebilir, fiyatlanabilir,
pazarlanabilir, erisilebilir, kesintisiz, giivenilir ve yonetilebilir entegre bir yapi icerisinde
degerli kilinmasini ifade etmektedir. Yeni yapida bilgi elektronik veriye doniisebilmelidir.
Bilgi yonetimi veri tabani yonetimiyle iliskilidir. Bir yorum bile veri olabildigi 6l¢iide

onemlidir. Sonugta veri sayisallastik¢a deger kazanmaktadir.

Dijital devlet esneklesmeyi getirmektedir. Dijital devlette bilginin tiretimi, hangi
kurumda daha hizli ve az maliyetli tiretilebiliyorsa orada iretilmesi hedeflenmektedir. Dijital
devlette bilgi tiiketiciye gore iretilmektedir. Dijital devlette bilgi transferi ¢ok hizli

olmaktadir. istenildigi zamanda iiretilmeyen bilgi énemsizdir.

2.11. Tiirkiye’de E-Devlet ve Sosyal Giivenlik Kurumu

Tiirkiye’de E-Devlet politikalarinin ve ¢alismalarinin ger¢evesini agagida yer alan plan
ve belgeler (Sekil 2.10) belirlemistir (T.C. Ulagtirma ve Altyap1 Bakanligi, 2019).

2016-2019 Ulusal
e-Devlet Stratejisi ve
Eylem Plam

e-Tirkiye =~ KamuNet-

Girisimi e-Devlet’e
Eylem Gegis Eylem
B Shiea 2006-2010 2015-2018 Bilgi Toplumu

o Stratejisi ve Eylem Plam
e-Déniisiim I*.hly .luplumu
Stratejisi ve

Turkiye X
e-Déniislim  projesi Eylem Plam
- ® Tiirkiye (2005)
2002 2003-2004  Eylem Plani
1 l Kisa Dénem ~
il s Eylem Plam
Bilisim ve Turkiye Ulusal ?
Ekonomik Enformasyon
Modernizasyon Altyapi Ana
Raporu Plani-TUENA

Sekil 2.10. Tiirkiye’de E-devlet politikalarinin ¢ergevesini belirleyen plan ve belgeler
Kaynak: (T.C. Ulastirma ve Altyap: Bakanligi, 2019).

Tiirkiye, E-Devlete yonelik calismalara; 1993 yilindan itibaren hazirlanan eylem
planlariyla baslanmis, 2003 yilinda bilgi ve iletisim teknolojileri ile ilgili ¢alismalarin E-
Dontisiim Tiirkiye Projesi adi altinda birlestirilmesi kararlastirilmig, 2011 yilinda E-Devlet

politikalaria yonelik gorev ve sorumluluklar: yerine getirmek {izere Ulastirma Denizcilik
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ve Haberlesme Bakanlig1 biinyesinde Haberlesme Genel Miidiirliigii ¢atisi altinda E-Devlet
Hizmetleri Dairesi Baskanligi kurulmustur (T.C. Ulastirma ve Altyap1 Bakanligi, 2019).

Onuncu Kalkinma Plani’nda (2014-2018) hedeflenen E-Devlet yapisi; “Etkin,
katilimci, seffaf ve hesap verebilir kamu yonetimine katki saglamak tizere; dezavantajli
kesimler de dahil kullanic1 ihtiyaglarina gore tasarlanmig hizmetlerin, kisisel bilgi
mahremiyeti ve bilgi giivenligi saglanarak, g¢esitli platformlardan, kullanic1 odakli, birlikte
isler, biitiinlesik ve giivenilir sekilde sunulacagi bir E-Devlet yapisinin olusturulmasi temel

amagtir.” seklinde tanimlanmustir (T.C. Ulastirma ve Altyap: Bakanligi, 2019).

Tirkiye’deki E-Devlet ¢alismalarinin, ilk baslarda biitiinciil bakis agisiyla degil
kurumsal diizeydeki yaklasimlarla gerceklestirildigi goriilmektedir. Bunun sonucu,
hazirlanan sistemlerde, ¢ogunlukla kurumlarin sadece kendi ihtiyaglar1 ve sunduklari
hizmetler dikkate alinmigtir. Bu sekilde gelistirilen sistemlerin birbirleri ile veri paylasim
ihtiyaci ortaya ¢iktiginda ise sorunlar yasanmaya baglanmustir. Giivenlik riskleri basta olmak
tizere, sistemler arasindaki entegrasyonun saglanamamasi, hizmet kalitesinin diismesi, ayni
verilerin defalarca farkli sistemlerde tutulmasi gibi pek ¢ok sorun ortaya ¢ikmakta, gereksiz

maliyetlere katlanilmaktadir (T.C. Ulastirma ve Altyap1 Bakanligi, 2019).

Sosyal Giivenlik Kurumu, 2019 yili bilisim teknolojilerine iliskin veri envanteri
incelendiginde; basta MEDULA olmak tizere kesintisiz hizmet veren ve degisik yazilim
dillerinde hazirlanmis yaklagik 6.036 uygulamanin yaklasik 1.919 sunucu ile 30.429
kullanici bilgisayari, 3.443 diziistii bilgisayar, 18.073 yazici, 8.574 tarayici, 540 router, 3998
adet switch, yaklasik 3 petabayt (PB) veri depolama alani, 1 PB yedekleme disk alani, 11
PB’1 mainframe olmak iizere toplamda 48 PB’lik yedekleme alani, 110 terabayt (TB) veri
ambar1 Ve is zekasi verisi bulunmaktadir (SGK, 2020 b).

E-Devlet hizmet sunumunda ortak yaklagimlarin olmamasina ragmen Sosyal Giivenlik
Kurumu, sundugu hizmetleri E-Devlet ile entegre etmekte ilk siralarda yer alan ve hizmetleri
en sik kullanilan kurumlardan biridir. Asagida SGK’nin 2019 yili igerisinde sundugu E-

Devlet uygulamalarinin listesi Cizelge 2.6’da yer almaktadir
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Cizelge 2.6. SGK E-devlet kapisi tizerinden sunulan hizmetler

SGK E-Devlet Kapisi Uzerinden Sunulan Hizmetler

Sira No E-Devlet Uygulamasi

1 SGK Tescil ve Hizmet Dokiimii

2 Sosyal Giivenlik Kayit Belgesi Sorgulama

3 SGK Tescil ve Hizmet Dokiimii Belge Dogrulama

4 4A Hizmet Dokiimii

5 4A Hizmet Dokiimii Belge Dogrulama

6 4AJAB Isgoremezlik Odemesi Gérme

7 4B Is Goremezlik Raporu Calismazlik Beyan Islemleri

8 4A Askerlik Bor¢lanmasi Bagvurusu

9 4A Dogum Borglanmasi Bagvurusu

10 Son Kez 4/A Sigortalis1 Olanlarin Avukatlik Stajinda Gegen Siireleri Bor¢lanma Bagvurusu ve Takibi

11 Son Kez 4/A Sigortalis1 Olanlarin Doktora veya Tipta Gegen Uzmanlik Siireleri Borglanma Bagvurusu
ve Takibi

12 4A On Giinden Az Siireli Ev Hizmeti Calisan Kisi Sorgulama

13 4A On Giinden Az Siireli Ev Hizmetleri Isveren Bagvuru ve Sorgulama

14 4A Sigortal Tescil Kaydi Tespiti

15 4A(SSK) Sigortalilarmim Kendini Bildirmesi

16 4B Askerlik Borglanmasi Basvurusu

17 4B Basamak Bilgisi

18 4B Bor¢ Durumu

19 4B Dogum Borglanmasi Bagvurusu

20 Elektronik ortamda diizenlenen yurt dis1 hizmet/ikamet belgeleriyle yurt disi borglanma talebinde
bulunulmasi

21 4B Hizmet Bilgisi

22 4B Istege Bagh Ik Tescil Kaydi

23 4B Odeme Dokiimii

24 4B Tescil Kaydi

25 4B(Bagkur)Giinliik Kazan¢ Beyani Girisi

26 4B Kapsaminda Toptan Odeme Ihyas:

27 4C Istege Bagli Odeme Dokiimii

28 4C Tescil Kaydi

29 5434 Sayil1 Emekli Sandig1 Kanunu Kapsammda Kamu Gérevlilerinin Hizmetlerinin Thyas

30 5434 Sayili Kanunun 12'nci Maddesine Gére Istege Bagh Ilgilendirme Isleminin Yapilmas:

31 5434 Sayili Kanun'un Ek 71'nci Maddesine Gore Sigortalilik Islemleri

32 5434 Sayili Kanun'un Ek 76'nc1 Maddesine Gére Sigortalilik Islemleri

33 5434 Sayili Kanun'un Gegici 192'nci Maddesine Gére Sigortalilik islemlerinin Yapilmasi

34 6552 Yapilandirma Sorgulama

35 6736 Yapilandirma Sorgulama

36 EGM’de Calisan Kamu Gorevlilerinin Kendi Hesabina Fakiilte veya Yiiksekokulda Okuduklari Siireleri
Borglanma Bagvurusu ve Takibi

37 EK5/EK6/5G/30 Giinden Az IBS Tescil Kaydi ve Borg Dékiimii

38 Genel Saglik Sigortasi Tescil ve Prim Borcu Sorgulama

39 Hitap Belge Dogrulama

40 Hitap Hizmet Dokiimii

a1 Kamu Gérevlileri Sendikalarmin Yonetimine Secilenlerin Ayhiksiz izinde Sayildiklar Siireleri
Borglanma Bagvurusu ve Takibi

42 Son Kez 4/C Sigortalis1 Olanlarin 1416 Sayili Kanun Uyarinca Yurtdisinda Gegen Basarili Ogrenim
Siireleri Bor¢lanma Bagvurusu ve Takibi

43 Son Kez 4/C Sigortalis1 Olanlarin Er veya Erbas Olarak Silah Altinda veya Yedek Subay Okulunda
Gegen Siireleri Borglanma Bagvurusu ve Takibi

44 Son Kez 4/C Sigortalist Olanlarin Sigortalt Olmaksizin Avukatlik Stajinda Gegen Siireleri Borglanma
Bagvurusu ve Takibi

45 Son Kez 4/C Sigortalist Olanlarm Sigortali Olmaksizin Doktora Ogreniminde Gegen Siireleri Borglanma
Basvurusu ve Takibi

46 _?OE_EEZ 4/C Sigortalist Olan Hekimlerin Fahri Asistanlikta Gegen Siireleri Borglanma Bagvurusu ve

aKibl

47 Son Kez 4/C Sigortalist Olan Kadin Sigortalinin Dogum Sonrasi Primsiz Gegen Siireleri Bor¢lanma
Bagvurusu ve Takibi

48 Kamu Goérevlisi Sigortalilarmn Fiili Hizmet Siiresi Zammu Uygulamast Kapsamindaki Hizmetlerinin

Tespit Edilerek Hizmet Kayitlarima Islenmesi
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Cizelge 2.6 (devam). SGK E-devlet kapisi lizerinden sunulan hizmetler

Son Kez 4/C Sigortalist Olanlarin Tipta Uzmanlik Ogreniminde Gegen Siireleri Borglanma Bagvurusu

49 .
ve Takibi

50 Kamu Gorevlisiyken Bu Gérevinden Ayrilanlarin Hizmet Siirelerinin Birlestirilmesi

51 Malul Cocugu Olan 4/C Sigortalis1 Kadin Caliganlarin 28/8nci Madde Bagvurusu ve Takibi

52 Personel Mevzuatlarina Gore Ayliksiz Izinde Gegen Siireleri Borglanma Basvurusu ve Takibi

53 Segim Kanunlar1 Geregince Gorevlerinden Istifa Eden Kamu Gérevlilerinin Segimler Nedeniyle Acikta
Gegirdikleri Siireleri Bor¢lanma Bagvurusu ve Takibi

54 5434 Sigortalisiin Fahri imamlikta Gegen Siireleri Bor¢lanma Bagvurusu ve Takibi

55 TSK’da Calisan Askeri Personelin (Astsubay-Subay) Kendi Hesabina Fakiilte veya Yiiksekokulda
Okuduklar Siireleri Bor¢lanma Basvurusu ve Takibi

56 4857 Sayili Kanuna gore Kismi Siireli Calisan Sigortalilarin Borglandirilmasi

57 4A Ise Giris Cikis Bildirgesi

58 4A Tse Giris Cikis Bildirgesi Dogrulama

59 Ev Hizmetlerinde Calisanlarin Istirahat Raporu Calismazlik Bildirimi

60 4A Istege Bagl 11k Tescil Kaydi

61 4A Istege Bagli Sigortalilig: Sona Erdirme

62 4/B-2020 Erteleme Kapsam Listesi (Covid-19)

63 5510 Sayili Kanun 4/1(c) Kapsaminda Yaghlik Aylig1 Baglanmasi

64 Almanya / Bulgaristan Emekli Odemeleri

65 4A Banka ve Adres Degisikligi

66 4A Emekli Ayhig Kesintileri

67 4A Emekli Aylik Bilgisi

68 4A Emekli Aylik Bilgisi Belge Dogrulama

69 4A Emekli Odeme Bilgileri

70 4A Emeklilik Kaydi

71 4B Banka ve Adres Degisikligi

72 4B Emekli Ayligi Hesaplama

73 4B Emekli Aylig: Kesintileri

74 4B Emekli Aylik Bilgisi

75 4B Emekli Aylik Bilgisi Belge Dogrulama

76 4B Emekli Odeme Bilgileri

77 4C Banka ve Adres Degisikligi

78 4C Bir Aylik Maag Tercihi

79 4C Emekli Aylik Bilgisi

80 4C Emekli Aylik Bilgisi Belge Dogrulama

81 4C Emekli Aylik Odeme ve Kesinti Bilgileri

82 4C Emeklilik Islemleri Evrak Takibi

83 Sosyal Giivenlik S6zlesmeleri Kapsaminda Baglanan Malullilk Ayliginin Tam Ayliga Doniistiiriilmesi

84 Sosyal Giivenlik S6zlesmeleri Kapsaminda Baglanan Yaglilik Ayliginin Tam Ayliga Doniistiiriilmesi

85 Sosyal Giivenlik Sézlesmesi Kapsaminda Baglanan Oliim Aylig1 ikinci Karar Islemlerinde Meydana
Gelen Durum Degisiklikleri
Sosyal Giivenlik Sézlesmesi Kapsaminda Baglanan Meslek Hastalig1 Geliri Ikinci Karar Islemlerinde

86 SO
Meydana Gelen Durum Degisiklikleri

87 Sosyal Giivenlik Sozlesmesine Gore Meslek Hastaligi Kapsaminda Baglanmis Oliim Geliri Ikinci Karar
Islemlerinde Meydana Gelen Durum Degisiklikleri

88 Almanya Harig¢ Sosyal Giivenlik Sézlesmesi Kapsaminda Baglanan Malullik Ayl Ikinci Karar
Islemlerinde Meydana Gelen Durum Degisiklikleri

89 Almanya Harig Sosyal Giivenlik Sézlesmesi Kapsaminda Baglanan Yaslilik Aylig: Ikinci Karar
Islemlerinde Meydana Gelen Durum Degisiklikleri

90 Almanyaile Imzalanan Sosyal Giivenlik Sozlesmesine Gére Baglanan Yaslilik Aylig: Tkinci Karar
Islemlerinde Meydana Gelen Durum Degisiklikleri

a1 Almanyaile Imzalanan Sosyal Giivenlik Szlesmesine Gére Baglanan Malulliik Ayhg: ikinci Karar
Islemlerinde Meydana Gelen Durum Degisiklikleri

92 Egitim Ogretim Yardim Talebi

93 Emekli Ayliginin Yurt Disina Transfer Edilmesi Talebi

94 Sosyal Giivenlik Sozlesmesi Kapsaminda Baglanan Ayliklarin Yurt Digina Transferinin Yapilmasi

95 Erbas ve Erler ile Giivenlik Korucularina Vazife Malulliigii Aylig: Baglanmasi

96 Evlenme Ikramiyesi Odenmesi Talebi

97 Faizsiz Konut Kredisi ve TOKI Kampanya Hak Sahipligi Belgesi Bagvurusu

98 Geygici Koy Korucusu ve Hak Sahiplerine Aylik Baglanmas: Talebi

99 Gegici Koy Korucusu ve Hak Sahiplerine Tazminat Odenmesi Talebi

100 Gelir, Aylik, Odenek Talep Belgesinin Verilmesi
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Cizelge 2.6 (devam). SGK E-devlet kapisi lizerinden sunulan hizmetler

101 Hareketsiz ve Blokeli Emekli Maas1 Iade Basvurusu

102 Hareketsiz ve Blokeli Emekli Maag1 Sorgulama

103 Muristen Dogan Hakkin Odenmesi Talebi

104 Normal Sartlarda Ne Zaman Emekli Olabilirim?

105 Oliim Yardimi ve Dul / Yetim Ayhig Talebi

106 Sosyal Giivenlik Sozlesmeleri Kapsaminda Baglanan Oliim Ayhgmin Tam Ayhiga Déniistiiriilmesi
107 Toptan Odeme Talebi

108 Vatani Hizmet Tertibinden Seref Aylig1 Baglanmasi

109 Yurt Disindan Getirilen Ilaglarin Basvurusu

110 4A/4B/4C ilag Kullanim Siiresi Sorgulama

111 4A/4B/4C Muayene Katilim Pay1 Sorgulama

112 Dis Protezi Hakki Sorgulama

113 Hekim Bilgilendirme

114 Ila¢ Rapor Bilgisi Sorgulama

115 Kurum Soézlesmeli Saglik Tesisi Sorgulama

116 Kurumsal Hekim Parolast Alma

117 Medikal Market Sorgulama

118 Medula Optik Cam ve Cergeve Bilgisi Sorgulama

119 Medula Optik Regete Bilgileri Sorgulama

120 Saglik Yardimi Talep ve Taahhiit

121 SPAS Miistehaklik Sorgulama(Saglik Provizyon Aktivasyon Sistemi)

122 SPAS Miistehaklik Sorgulama(Saglik Provizyon Aktivasyon Sistemi) Belge Dogrulama
123 Sahis Odeme Durumlar1 Goriintiileme

124 Sahis Odemeleri Banka Hesabi Tanimlama

125 Sahis Odemeleri Sorgulama

126 Tedavi Bilgileri Sorgulama

127 Vatandaslarin Kurumla Sozlesmeli Isitme Cihazi Satis Merkezlerinin Isim ve Adres Bilgileri
128 Aile, Caligma ve Sosyal Hizmetler iletisim Merkezi "ALO 170"

129 SGK Cep Telefonu Bilgisi Beyan

130 Maluliyet ve Hastaneye Sevk Talep Bagvurusu

131 e-Bildirge Aylik Prim ve Hizmet Belgesi

132 E-Bildirge Bagvuru Yetkili Onay

133 E-Borcu Yoktur

134 e-SCK Sifre

135 Ise Girig/Isten Ayrilis Bildirgeleri

136 Is Kazas1 ve Meslek Hastahigi E-Bildirim

137 Isyeri Bildirgesi (4-a I Sigortali Calistirilanlar Yéniinden)

138 Isyeri NACE Degisiklik Talep

139 Isyeri UAVT Adres Giris

140 Egitimli Cocuk Bakicilarmin Tesviki Yoluyla Kayitli Kadi Istihdaninin Desteklenmesi Projesi
141 Kurumsal Cocuk Bakim Hizmetleri Yoluyla Kayitli Kadin Istihdammnin Desteklenmesi Projesi
142 SGK Kurum Dist Sinav Uygulamasi

143 SGK Sinav Sonug ilan Uygulamasi

144 Sosyal Giivenlik Kurumu DY'S Evrak Takip

145 Sosyal Giivenlik Kurumu Kart ile Prim Odeme Uygulamasi

Kaynak: (E-Devlet Kapisi, 2020)

Sosyal Giivenlik Kurumu tarafindan 2019 yili sonunda E-Devlet {izerinden 145
uygulama ile hizmet verilmektedir. SGK’nin E-Devlet hizmetlerine iliskin kullanim oranlar1
2014 yilinda %26,8, 2015 yilinda %28,8, 2016 yilinda %32.00, 2017 yilinda %28,8, 2018
yilinda %22,1 ve 2019 yilinda %16,2 oraninda ger¢eklesmis ve en ¢ok uygulama
kullanimina sahip kurum olmustur (SGK, 2020 b: 73). SGK tarafindan sunulan E-Devlet

hizmetlerinin igerik olarak da nitelikli hizmetler oldugu goriilmektedir.
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Bu bdliimde siire¢ yonetimi ve bilisim teknolojilerinin suistimallerle miicadelede ne
kadar 6nemli oldugu ortaya konulmus olup bu bilgiler 1s1ginda bir sonraki boliimde saglik
sektoriindeki suistimallerle miicadelede yazilim destekli model 6nerisi gelistirilecek ve

ornek bir uygulama ile nasil galistig1 gosterilecektir.



87
UCUNCU BOLUM

SAGLIK SEKTORUNDEKI SUISTIMALLERLE MUCADELEDE
YAZILIM DESTEKLiI MODEL ONERISi

Bu bolimde; saglhk sektoriindeki suistimallerle miicadele kapsaminda Onceki
boliimlerde yapilan agiklamalar 1s1ginda Sosyal Giivenlik Kurumu igin bir yazilim destekli
model onerisi ortaya konulmustur. Olusturulan teorik modele iliskin bazi algoritmalar

gelistirilerek bazi1 6rnek sorgulamalar bir uygulama yazilimi ile gosterilmistir.
3.1. Dijital Devlet ve Merkezi Veri Sistemi Olusturulmasi

Suistimallerle miicadelede basar1 orani bilinenler ile bilinmeyenler arasindaki orana ve
iliskiye baglidir. Bu nedenle sistemin biitlinciil ve kapsayict olmasi suistimallerle miicadele
icin ¢ok onemlidir. Suistimal ile tiim alanlarda etkili miicadelede makro diizeyde ulasilmasi
gereken hedef konsolide edilmis veri merkezine sahip dijital devlete gegilmesidir. Boylece
devletler, tiim sistemin, siire¢ temelli teknolojiler kullanarak olusturuldugu biitiinlesmis bir

yapida, her alanda suistimallerle etkin bir sekilde miicadele edebileceklerdir.

Diinyada dijital devlete gecis siireci E-Devlet calismalar1 ile baslamis olup
gliniimiizde, tiim kamu kurumlarinin tek bir veri merkezinde birlestirilmesi seklinde bir yone
dogru gitmektedir. Birlesmis Milletler tarafindan yaymlanan E-Devlet Endeksinde, 2016
yilinda 1. sirada yerini alan Ingiltere’nin agik veriye ve kamu verisinin paylasimina yoneldigi
goriilmektedir (TUBITAK BILGEM YTE, 2017 b). Bu kapsamda 6ne ¢ikan iilkelerden biri
olan Giiney Kore’de, dijital devlet stratejisi asagidaki Sekil 3.1°deki gibi kurgulanmustir.

Giiney Kore’nin Gov 3.0 politikasi ile hedefledigi seffaf, etkin ve hizmet odakli
yonetim anlayisina ulasmak igin kamu yatirnrmlarinin hedefleri arasinda idari hizmetlerin
mobil cihazlarla yapilabilmesi, kamu politikalarinin olusturulmasinda biiyiik veri
analizlerinin esas alinmasi, bulut bilisim teknolojisinin etkin kullanimi ve bulut temelli akilli
yonetim anlayisinin saglanmasi yer almaktadir (TUBITAK-BILGEM-YTE, 2017 c).


http://www.dijitaldonusum.gov.tr/birlesmis-milletler-e-devlet-olcumleme-calismalari/
https://publicadministration.un.org/egovkb/en-us/Data/Country-Information/id/182-United-Kingdom-of-Great-Britain-and-Northern-Ireland/dataYear/2016
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Vizyon Tiim insanlarin Mutlulugu

Amag Ozellestirilmis is Yaratma ve Yeni Biiylime
Hizmetlerin Saglanmasi Motorlari
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Sekil 3.1. Giiney Kore government 3.0 stratejisi — genel ¢erceve
Kaynak: (TUBITAK-BILGEM-YTE, 2017 c).

Saglik sektoriindeki suistimallerle miicadele kapsaminda Tiirkiye i¢in, olmasi gereken
dijital devlet ve merkezi veri sistemi modeli de bu sekilde olusturulmalidir. Bu modelde
amaglanan, tim kamu kurum ve kuruluslar1 ile diger kurum ve kuruluslarin devletle
paylagmasi gereken verilerinin tek bir merkezde toplanmasi ve/veya iligkilendirilmesidir.
Kamu kurum ve kuruluslarma ait veriler ile diger kurum ve kuruluslarin kamuyla
paylasilmasi gereken bilgilerinin bir kamu bulutu olusturularak tek bir merkezde toplanmasi

en verimli ¢oziim olacaktir.

Kamu bulutu, kamu kurum ve kuruluglarimin verilerinin yedeklenmesini de
saglayacaktir. Buradaki veriler dogru kurgulandig: takdirde, aktif yedekleme sistemi olarak
da kullanilabilecektir. Boylece herhangi bir kurum, kendi sisteminde sorun olustugunda

merkezi sistemdeki veri merkezinden yararlanabilecektir.

Kamu bulutu sayesinde veri paylasimi i¢in kamu kurum ve kuruluslart ayrica veri
iretmek ve gondermekle ugrasmayacaktir. Veri paylasimi tek noktadan saglanabilecektir.
Boylece verinin paylasilmasinda hukuki yonden kontrol ve veri giivenligi saglanmis

olacaktir.
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Kamu kurum ve kuruluslarina bilgi verme zorunlulugu olan kurum ve kuruluslar ise
verilerini kamu bulutuna gondererek sorumluluklarini yerine getirmis sayilacaktir. Bu
verilerin tiim kamu kurum ve kuruluslari tarafindan ¢apraz kontroller i¢in kullanilabilmesi

saglanmig olacaktir.

Kamu bulutu i¢in ortak bir framework olusturulmasi; standart yazilim gelistirilmesi,

giivenlik ve verilerin kullanilabilmesini de kolaylastiracaktir.

DYS

Formlar
Tim Kamu

Sorgulamalar
Kurumlari

Intranet

Talep Yonetimi
Kamu Raporlama
B u I utu Analiz

DYS

E-Devlet Hizmetleri ~ Formlar
Web (Kamu, Ozel Gergek  sorgulamalar

ve Tiizel Kisiler) -
Talep Y6netimi

Basvurular

Yazigsmalar

Sekil 3.2. Kamu bulutu

Veri merkezlerinin kamu bulutuna tasinmasi (Sekil 3.2); kamu kurumlarinin biitiinsel
bir yapiya uyumlu is siireclerini, veri tabani ve yazilimlarini olusturmalar1 sonucunda;
donanim, yazilim, veri tabani gibi teknolojik maliyetler diisecek, is siirekliligi saglanacak,

biitiinlesmis is siirecleri ile giivenli veri paylagimi saglanacaktir.
3.2. Suistimalle Miicadelede Kurumlar Arasi s Birligi

Saglik sektoriindeki suistimallerle miicadelede teknoloji disinda kurumlarca atilmasi
gereken bir baska adim; kamu kurumlarinin aralarinda aktif bir bigimde is birligi yapmasidir.

Giintimiizde bu tiirde bir iletisim kamu kurumlari arasinda yaygin degildir.

Kurumlar arasinda is birligi yapilmasinda; kurumsal egoizm, verilerin korunmasina
iliskin diizenlemelerin farkli yorumlanmasi, is birligini tesvik eden veya tanimlayan yasal
altyapi eksikligi, hitkkiimet dis1 aktorlerin de olumsuz etkisiyle ciddi giicliikler yasanmaktadir
(SGK, 2013 b: 4).
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Kamu kurumlarinin tek bir veri merkezinde konsolide edilmesi, is birligi yoluyla
miicadele imkaninm {ist diizeye cikaracaktir. Is birligi ile miicadelede, kamu kurum ve
kuruluslarinin 6niindeki en biiyiik sorunlardan birisi veri sahipligi olup buna iliskin sorunlar,
kurumlarin veriyi paylasmamasina neden olmaktadir. Aslinda veriler konusunda; veri
sahipligi degil verinin giivenligi ve paylagilmasi esas olmasi gerekmektedir. Merkezi veri

sisteminin kurulmasi bu sorunu da ortadan kaldiracaktir.

Sosyal giivenlik sisteminde denetim alaninda yapilacak is birligi, ayn1 konu ile ilgili
farkli kamu kurum ve kuruluslarin denetim birimleri tarafindan miikerrer denetim
yapilmasini onleyecektir. Boylece denetim birimlerine kaynak, zaman ve emek tasarrufu
saglanacak, ig birligi ile birlikte farkli denetim birimlerinin ellerinde bulunan bilgiler ve hatta

deneyimler paylasilarak etkin ve verimli bir denetim yapilmasi saglanacaktir (Cavus, 2017).

Denetim yoniinden sosyal giivenlik sistemine iliskin is birliginin, 4447 sayili Kanun
ile kayit dist istihdam ile miicadele yoniiyle ele alindigi ve tiim kamu denetim birimlerinin
stirece dahil edildigi gorilmektedir. 5510 sayili Kanun ise kayit dis1 istihdamin denetimi
acisindan kurumlar arasi is birligi ve bildirim yiikiimliigiinii genisletmistir (Ozsuca &
Gokbayrak, 2012/2). Bu tiir bir is birligine yonelik yaklasimlarin saglik sektoriindeki

suistimallerle miicadeleyi de kapsamasi saglanmalidir.

Bu is birligi siirecinin, Sosyal Giivenlik Kurumu agisindan Kayit Disi Ekonomiyle
Miicadele stratejisi Eylem Plani’nda (2011-2013) yer alan 2 ve 4 nolu amaglar igerisinde
belirlenen eylemlerde; veri tabani ve denetim boyutunda kurulmaya c¢alisildig:
goriilmektedir (Gelir Idaresi Baskanligi, 2011: 7-18). Ancak bu konuda istenilen diizeye
heniiz erisilemedigi, bu kapsamda gergeklestirilen denetim oranmin genelde diisiik ve
istikrarsiz oldugu da disiiniiliirse, gerceklesen is birliklerinin ¢ok kapsamli oldugunu
soylemek miimkiin degildir. Kuskusuz saglik sektoriindeki suistimaller yoniinden de
ozellikle Saglik Bakanligi ve 6zel saglik sigortalart ile bu tiir bir is birliginin kurulmasi

gerekmektedir.

Kurumlar arasinda is birligi yoniiyle tim kurumlarin bir veri merkezinde
konsolidasyonu yaklasimina alternatif olarak ise Belgika sosyal giivenlik sistemi ornek

verilebilir. Belgika sosyal giivenlik sistemi, iilkede yasayan tiim vatandaslar1 kapsayici,
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herkes i¢in zorunlu ve devletin de sosyal giivenlik sisteminde yer aldigi karma bir sistem
olarak tasarlanmigtir (SGK, 2019 b: 51).

Belgika’da sosyal giivenlik kurumlar1 uzun siiredir Crossroads Sosyal Giivenlik
Bankas1 (CBSS) tarafindan koordine edilmekte olan elektronik bir ag {izerinden is birligi
yaptiklari bir sistem tizerinde yer almaktadir. S6z konusu ag tiim Avrupa igin iyi bir 6rnek
olusturacak olan E-Devlet yontemiyle sosyal giivenlik kurumlarinin tiim islemlerinin
entegrasyonunun basarili bir birlesimine 6rnek teskil etmistir. Bu sistemle kayit disilikla
miicadele agisindan, E-Devlet iizerinde yeterli kontrollerin uygulanmasi igin iyi bir baslangig
noktasi olusturulmustur (SGK, 2013 a: 46).

Kurumlar arasi bilgi aligverisi, GENESIS (Sosyal Denetim Hizmetleri i¢in Ulusal
Sorgularla Delillerin Toplanmasi) ve OASIS (Dolandiricilikla Miicadeleye Y 6nelik Denetim
Hizmetleri Organizasyonu) ile daha da gelistirilmistir. Vatandaslarina sosyal giivenlik karti
verilmis tim islemler bu kart tizerinden takip edilebilir hale getirilmistir. CBSS ile
isletmelerin ekonomik faaliyetlerinin acilis ve idari islemleri tek noktadan yapilmasi ve basit
is siiregleri ile modernize edilmistir. Calisan gelirlerinin beyanini1 anlik yapabilmeleri,
gbemen is¢iler igin E101 formu ile sosyal giivenlik sistemine elektronik kaydi saglanmistir.
Insan ticareti ve yasadis istindamla ilgili bir veri taban1 (Riskli Sektorlerde insan Ticareti
(MERI)) olusturulmustur. Bu sistemlerin, diger E-Devlet ¢alismalari ile birlestirildiginde,
“hayalet” olarak adlandirilan, higbir yerde kayitli olmayan ve bu nedenle denetlenmesi
oldukga zor olan kesimin kayit altina alinmasinda oldukga basarili bir sistem olacagi
gortilmektedir (SGK, 2013 a: 157).

Belgika’da olusturulan Sosyal Giivenlik Kurumlarinin koordinasyonunu saglayan
Crossroads Sosyal Giivenlik Bankasi (CBSS) Sekil 3.3’te yer almaktadir. CBSS Belgika’nin
sosyal alandaki E-Devlet stratejisini ayrintili bir sekilde ortaya koymakta ve bu sektordeki
E-Devlet projelerinin uygulanmasini koordine etmektedir. Sosyal alandaki 3.000 aktor
arasinda, CBSS koordinasyonunda, ¢ok biiyiik kapsamli is siiregleri, degisim miihendisligi
ile yeniden yapilandirilmistir. Bu ¢aligma sonucunda, maksimum sayida sosyal yardimlar ve
tamamlayic1 haklar, ¢alisanin ya da igverenin ek bildirimler yapmasina gerek kalmadan
otomatik olarak verilir hale getirilmistir. Boylece galisanlar ve igverenler tizerindeki yiikler

biiyiik dl¢lide azaltilmistir (Crossroads Bank for Social Security, 2016).
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Parlamento denetimine tabi olarak gérev yapan Ozel Yasami Koruma Komitesi hangi
kurumun veri bankasina girebilecegi ve hangi bilgileri alabilecegini izne yetkilidir. Ger¢ek
kisiler hakkinda bilgi toplama izni amag, yasal dayanak, gerektigi kadar ve giivenlik yoniiyle
degerlendirilerek miimkiin olmaktadir (SGK, 2013 a: 161-162).
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Sekil 3.3. Crossroads Sosyal Giivenlik Bankasi (CBSS)
Kaynak: (Crossroads Bank for Social Security, 2016).

CBSS ile sosyal sigortalilarin veya isverenlerinin sadece bir bagka sosyal giivenlik
kurulusuna devretmek igin bir sosyal giivenlik kurumuna girmek zorunda kaldiklari yaklasik
220 tirde kagit belge ortadan kaldirilmis ve ilgili sosyal giivenlik kurumlari arasinda
dogrudan elektronik veri degisimi ile degistirilmistir. 2016 yilinda 1.109.577.113 somut
elektronik veri aligverisine iliskin sorgulamalarin % 99,27’si 4 saniyeden diisiik cevaplama
stiresi ile gerceklesmistir. Sosyal giivenlige yonelik yaklagik 50 ¢esit bildirim formu
kaldirilmistir. Geriye kalan 30 bildirim formunda sosyal giivenceye yonelik olarak
basliklarin sayis1 ortalama olarak tigte iki oraninda azaltilmistir. Bildirimlerin elektronik
olarak gonderilmesi ile is¢i, isveren ve kurumlar arasi temaslarin sayisi azalmistir. Sigortali
ve igverenler artik beyanda bulunmak zorunda kalmadan g¢ok sayida istirakgilige iliskin

haklara otomatik olarak sahip olmaktadir (Crossroads Bank for Social Security, 2016).
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3.3. Suistimallerle Miicadelede Yazilim Destekli Model Onerisi

Sosyal Giivenlik Kurumunun saglik sektoriindeki suistimal alanlari genel saglik
sigortas1 kapsami olarak ele alinabilir. Kuskusuz ortak bir kamu bulutu tizerinde kurulu
dijital devlet {izerinde entegrasyon saglanarak saglik sektoriindeki suistimallerle etkili
miicadele sekli en rasyonel ¢oziim olmakla birlikte; mevcut yapida, kamu bulutunun (dijital
devlet veri merkezinin) yerini ilgili kamu ve 6zel kuruluslarin veri tabanlarindan temin

edilen verilerin yer aldigi SGK Veri Merkezi ya da SGK Kamu Bulutu almaktadir.

Sosyal Giivenlik Kurumunun saglik sektoriindeki suistimallerle miicadelede
kullanacagi verilerin ¢ogu SGK tarafinda olup, ihtiyag duydugu dis veriler genelde
dogrulama ve haberdar olmasina saglayacak ve veri paylasimina engel olmayan bilgiler
icermektedir. Veri paylasimi konusunda saglik verileri zaten SGK biinyesinde oldugundan,
bu veriler tizerinde suistimal ile miicadele etmek i¢in ¢alisma yapmasina iligkin bir kisitlama

da bulunmamaktadir.

Sosyal Giivenlik Kurumu, is siireglerini yeniden tasarlamak i¢in Sosyal Giivenlik
Entegrasyon Projesi (SGEP) yiiriitmektedir. Proje ile is siireglerin yeniden ele alinmasi, veri
tabanlarinin  tasarlanmasi ve uygulamalarin biitiinsel olarak yeniden yazilmasi
hedeflenmektedir. Sayistay’in 2017 yili denetim raporunda da; SSK, Emekli Sandigi ve Bag-
Kur’un birlesme 6ncesi uygulamalar1 ile teknik altyapilarini olusturacak yeni sisteme
entegre edilmesi ¢alismalarinin tamamlanmamasinin kurum igin yiiksek risk olusturdugu
belirtilmistir (T.C. Sayistay Baskanligi, 2017: 45). Kuskusuz bu ¢alismanin basarisi ile SGK
bilisim teknolojileri alaninda ve sundugu hizmetlerin gelistirilmesinde 6nemli bir mesafe kat

edilecektir.

Asagida tez kapsaminda 6nerilen ve Suistimalerle Miicadele Bilgi Sistemi (SUMBIS)

olarak anilan sistemdeki ana siiregler asagida Sekil 3.4’te yer almaktadir.
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Sekil 3.4. Suistimalle miicadele bilgi sistemi siire¢ semasi

Veri Katmani: Veri katmani herhangi bir kaynaktan temin edilebilen bir bilgi

kiimesidir. Veriler birden fazla formatta, tip ve boyutta olabilir.

Veri Aktarimi: Verilere ait veri tabanlarina restfull web servis ile erisilmesi esastir.

Bunun disinda yapisal sorgulama dili ile erisilen veya CSV vb. formatlara

dontisiimii/gikarimi yapilmis olan verilerin sisteme yiiklenmesi de miimkiindiir.

Analiz-Hesaplama: Verinin tiirline, boyutuna, hedeflenen senaryoya gore farkli

algoritmalar hedeflenen veri kaynagi {izerinde ¢alistirilabilir olmalidir. Sistem tizerinde veri
madenciligi, kiimeleme, siniflandirma ve zaman serisi inceleme vb. islemlerin
gerceklestirebiliyor olmas1 gerekmektedir. Onerilen model sistemde, belirlenen
algoritmalarmn incelenen veri setinin iizerinde ¢alistirilmasidir. Yine genel kabul gérmiis veri

analiz yontemlerinin sistem tizerinde ¢alistirtlabilmesi miimkiindiir.

Veri Gosterimi: Veri analizinin hedeflenen amaglar i¢in gruplama, 6zetleme ve

zamanlama yoluyla raporlanmasi ya da baska bir algoritma igin kullanilabilir sekilde yeniden
bi¢imlendirilmesi, istatistikler icin veri saglamasi i¢in gerekli diizenlemelerin yapilacagi

adimdir.

Sonug: Veri analizinin Trettigi sonug verisinin sorgulamadaki amaglar igin
raporlanmasi, belirlenen durumlarda uyar1 ve énleme mekanizmalarini harekete gegirecek
sekilde tepki vermesinin saglanmasi, yonetimsel olarak hareket edilebilmesi i¢in gerekli

diizenlemelerin yapilacagi adimdir.
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Suistimalle Miicadele Bilgi Sistemi (SUMBIS) hizli ve ekonomik olarak hayata
gecirilebilmesi amaciyla Sosyal Giivenlik Kurumu veri ambari lizerine kurulacak bir sistem
olarak tasarlanmistir. Bu sistem veri ambari tizerinde zaten veri madenciligi igin gerekli olan
bir yapiya eklemlenmektedir. Sistem Onerilen yeni veri setleri ile veri ambarina veri
cesitliligi katacak, proaktif kullanim hedefi yoniiyle de veri ambarinin aktif kullanimini
saglayacaktir. Asagida Sekil 3.5’te, sistemin genel yapisi ve kapsami yer almaktadir.

Suistimalle Miicadele Bilgi Sistemi (SUMBIS)

Kurum Dis1

Sigorta Saglik Veriler

‘ Emniyet,
Tapu, Arag,
Tescil Prim Tahsis Hastane Eczane Optik Sahis VEDOP,
Ticaret Sicil,
‘ MERNIS vb.

/ A

Sekil 3.5. Suistimalle Miicadele Bilgi Sistemi (SUMBIS)

3.4. Suistimalle Miicadele Bilgi Sistemi (SUMBIS)

Kamu kurumlar1 kontrol mekanizmalarini gelistirdikge; suistimal yapanlar da bu
kontrollerden kagis tekniklerini gelistirmektedirler. Ancak kayitli alanlar genisletildikge ve
kontrol noktalar1 arttirildikga suistimal yapabilmek i¢in gerekli alanlar azalmakta, kapsam

icerisine alinan kayitlarin dogru kullanilmasiyla da suistimaller 6nlenebilmektedir.

Saglikla ilgili denetimlerde yalnizca MEDULA sistemi verileri kullanildiginda, kural
bazli incelemeler s6z konusu olmakta ve ilk asamada istenilen diizeyde sonug
vermemektedir. Bu kayitlar tizerinde ancak detayli incelemeler ile bazi sonuglar
tiretilebilmektedir. Buna karsilik, MEDULA disindaki veriler ilk asamada sonug iiretme
kapasitesine sahiptirler. Tkamet, 6liim, askerlik, yurt disinda olma gibi bilgiler dogru

kullanildiginda, ilk asamada kesin sonuglar tiretilebilmektedir.
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Mevcut yapida 6zellikle hastane ve eczanelere iliskin denetimler ayr1 yapilmaktadir.
Oysa hastane, eczane, optik ve sahis 6demeleri denetimleri bir biitiin olarak yapildiginda
yani MEDULA hastane, eczane, optik ve sahis bilgileri karsilastirmali olarak incelendiginde
kurum zararinin tespit ve tahsili daha gergekgi ve hizli olacaktir. Yine MEDULA disindaki
bilgiler (sigorta veri taban1 ve kurum dis1 bilgiler) incelemeye dahil edilerek suistimal

incelemeleri ile dogru sonuca ulasilmast miimkiin olacaktir (Sekil 3.6).

Saglik Denetimi

Kurum Dis1
Veriler (Kamu
Kurumlari,

Sigorta
MEDULA g MEDULA 8 MEDULA @ MEDULA (Tescil,

Hastane Eczane Optik Sahis

Prim,
Tahsis) Kisiler,ihbar,
Sikayet vb

Basvurular)

Sekil 3.6. Saglik denetim modeli

Saglik sektoriinde suistimale yonelik islemleri 6nlemek ¢ok yonlii bir bakis agisi ve
degerlendirme yapilmasiyla miimkiindiir. Asagidaki siiregler (Sekil 3.7) saglik alanindaki
denetimin hangi yonde ve nasil yapilmasi gerektigini de gostermektedir. Ornegin bir ilag
usulsiizliigii s6z konusu oldugunda bunun kaynaginin bir regete oldugu ve bu regetenin bir

muayene sonucu olustugu mevzuat gergevesinde zorunlu olarak karsimiza ¢ikan bir siiregtir.

Rapor-Regete [lag-Optik-Sahis

* Tlag
 Optik
« Sahis Odeme

* Muayene
* Ilag

* Tibbi
Malzeme

« Rapor
* Recete
* Rapor+Recete

Sekil 3.7. Saglik isleyis siireci

Saglik isleyis siiregleri ile saglik sektoriindeki suistimallerle miicadele kapsaminda

atilmasi gereken baslica adimlar agsagida siralanmuistir.
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1. Saglik denetiminde 6ncelikli hedef, tim provizyonlarin ger¢eklestigi anda izlemeye
alinmasidir. Saglik alaninda ortalama olarak giinliik 1.500.000 adet hastane ve 1.200.000
regete provizyonu gergeklestigi disiiniildiigiinde, sistemin tiim islemler tizerinde esanli
denetim yapmasi ¢ok 6nemlidir. Bu denetim siirecinde kayitlarin hizli bir sekilde analizi;
saglik sektortindeki suistimallerin tespit edilmesi, 6nlenmesi ve caydiricilik yoniinden etkili

olacaktir.

2. Hastayr merkeze alip yapilan muayene isleminin, sadece mevcut tedavi kaydiyla
degil hastanin gegmis muayeneleriyle uyumlu olup olmadiginin incelenmesi, yine tedaviye
iliskin olarak ailenin diger fertleriyle ilgili tan1 gruplarinda aile fertlerine iligkin saglik
kayitlarinin da birlikte degerlendirilmesi saglik sektoriindeki suistimallerle miicadelede

hasta bazli incelemelerde dogru sonuca ulastiracaktir.

3. Yine doktor, hastane, eczane, ilag, firma, miimessil vb. kapsaminda yapilan analize
dayali planli bir denetim siirecinin yiiriitilmesi de saglik sektoriindeki suistimallerin

onlenmesinde faydali olacaktir.

4. Belirli hastalik gruplarinin ve dénemsel ilag tiikketimlerinin analizine dayanan planl
bir denetim siirecinin gelistirilmesi de saglik sektoriindeki suistimallerin 6nlenmesinde etkili

olacaktir.

5. Geri 6deme paket programlarinin analizi sonucu, bu paketlerdeki rastlanan
suistimallere yonelik engelleyici giincellemeler de saglik sektoriindeki suistimallerin

onlenmesinde ve maliyetlerin diisiiriilmesinde etkili olacaktir.

6. Thbar ve sikayetlere bagh denetimlerde, 6rnegin basvuranin édiillendirilmesi, fazla
kesintinin Kurum tarafindan iade edilmesi vb. tesviklerle bu yontemin etkili bir bagvuru
haline getirilerek bu kapsamda elde edilen bilgilere dayali bir denetim siirecinin yiiriitiilmesi

de saglik sektoriindeki suistimallerin 6nlenmesinde verimliligi artiracaktir.

3.4.1. Provizyon Esash Denetim

Saglik sektoriindeki suistimallerin  nerede, ne zaman, kim tarafindan, nasil
gerceklestirildigi, ne kadar devam ettigi, boyutunun ne oldugu, telafisinin miimkiin olup

olmadigi gibi hususlarin tamami biitiinsel bir bakis acisiyla ele alindiginda rasyonel bir
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sekilde tespit edilebilmektedir. Mevcut yapida ve gegmis uygulamalarda teknolojik
gelismelere bagli olarak ozellikle baslangic noktasi daha ¢ok tesadiifi yontemlere
(6rnekleme yontemi), ihbar ve sikayetlere baghidir. Ayrica bu yapida mevcut inceleme
kapsaminin genisletilmesi de smirlidir. Bu nedenle saglik sektoriindeki suistimaller, ¢ogu

zaman tam tespit edilememekte ya da geg tespit edilmektedir.
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Sekil 3.8. Denetim verileri

Yukarida, tim provizyonlar1 gerceklestigi anda izlemeye alan, bir denetim veya
inceleme sirasinda goz Oniinde tutulmasi gerekli olan hususlar1 6ne ¢ikaran bir model
olusturulmustur (Sekil 3.8). Bu model biitiinsel bir bakis agisin1 ortaya koymaktadir. Modele
gore yukaridaki genel isleyis siireci temelinde gerekli adimlarin neler oldugu ve neler
yapilmasi gerektigi belirlenerek; saglik sektoriindeki suistimallerin ortaya ¢ikarilmasi igin

yapilmast gerekenler agiklanmustir.

Giintimiizde gelinen noktada teknolojik gelismeler ¢ok boyutlu bir denetim modelinin
uygulanabilirligini miimkiin hale getirmektedir. Yazilim, donanim ve iletisim alanindaki
teknolojik gelismeler ¢esitli denetim modellerini uygulanabilir kilmaktadir. Bu kapsamda
denetimin baslangi¢ noktas1 olarak provizyonun olusmasiyla birlikte sonraki siireglerin
tamami; hasta, hastane, ilag, eczane, doktor vb. yonlerden biitiinciil bir bakis agisiyla;
timevarim Ve tiimden gelim y6ntemleri uygulanarak saglik sektoriindeki suistimaller tespit
edilebilmektedir.
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Bu kapsamda hasta, ilag, eczane, hastane, doktor bazli incelemeler esas alinarak
modelleme yapilmalidir. Modelin baslangi¢ noktasi, provizyonun olusturulmasidir. Bundan
sonra asagida belirtilen siire¢ gergevesinde, sistem ve personel kontrolleriyle birlikte saglik
sektortindeki suistimallerin 6nlenmesine yonelik denetim siirecinin etkinliginin artirilmasi

mimkin olacaktir.

Saglik hizmeti sunumu, hastaya provizyon verilmesiyle baslamaktadir. Hasta olarak
sisteme girisi yapilan kisinin SGK sistemindeki ve disindaki verilerle karsilagtirilmasi
yapilacaktir. Bu karsilastirmalarin ilk asamasi hazirlanan kontrol listeleri iizerinden
olacaktir. Boylece daha dnce tespit edilmis suistimaller hizlica filtrelenerek mevcut durumda
suistimallerin devam etmesi onlenecektir. Ornegin kimlik hirsizligi yoluyla adina sahte
muayene provizyonu ve/veya regete provizyonu diizenlenen bir kisi adina provizyon girisi
yapildig1 anda sistem gerekli uyarilar1 yapacak, sistemde bu kisi adina diizenlenen yeni
provizyonun kimlik kontrolii yoluyla ger¢ek olup olmadigi sorgulanacaktir. Bu kisi igin
sistemin uyarisiyla biyometrik kimlik dogrulama ve/veya kimlik belgesi kontrolii yapilmasi
istenilecek, kisiye (veli/vasi), hakkindaki kimlik hirsizligiyla ilgili bilgilendirme yapilacak

ve Sosyal Giivenlik Kurumuna yénlendirilecektir.

Provizyon

. Istatis- l Gecmis D1s Ic

Sekil 3.9. Provizyon denetim modiilii

Bu modiilde; MEDULA sisteminden elde edilen bilgiler, Sosyal Giivenlik Kurumu ve
diger kurumlardan gelen kayitlar ile kontrol edilerek saglik sigortasi suistimallerinin

onlenmesi ile geri 6deme kapsamindaki incelemelere bilgi akisi saglanacaktir (Sekil 3.9).

MEDULA sisteminden gelen bilgiler; sigorta veri tabani ve diger kurumlardan gelen
veriler ile kontrol edilerek riskli ve siipheli kayitlar tespit edilecektir. Hasta olarak girisi
yapilan kiginin, doktorun ve eczaciin kontrol listelerinde olup olmadigi, ikamet bilgileri,
yurtdisi ¢ikis ve girig bilgileri vb. bilgiler sistem tarafindan otomatik kontrol edilip

raporlanacak, kullanicilara uyarilar gonderilecektir. Sistem; provizyon esasli degerlendirme
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sonucu elde edilen ¢iktilarin, belirlenen esik degerlerle incelemeye alinip alinmayacagina

karar verecektir.

3.4.2. Konu Bazli Denetim

Konu bazinda incelemeler; genellikle ihbar ve sikayete bagli, 6rnekleme yontemi veya
stratejik kararlara dayali olarak yapilan istatistiksel analizler sonucunda belirlenen konular
bazinda olusturulan incelemelerdir. Bu incelemeler provizyon esasli denetim ile birlikte
kullanildiginda; saglik sektoriine yonelik suistimallerin 6nlenmesinde etkili olabilecegi gibi

geri 6deme sistemleri ile stratejik kararlar alinmasina da katki saglayacaktir.

Mevcut siiregte kullanilan ihbar ve sikayet mekanizmasi daha etkin hale getirilmelidir.
Kisilere sunulan saglik hizmetlerinin elektronik wuyarilar yoluyla gonderilmesi
yayginlastirilmali, ihbar ve sikayet yoluyla yapilan geri doniislerde elde edilen kazanglardan

geri doniis yapanlarinda faydalanmasi saglanmalidir.

Ihbar ve sikayete konu olan inceleme; bir hasta muayenesi, ila¢ raporu, recete vb.
olabilecegi gibi, saglik hizmet sunucusu, doktor veya eczaci da olabilmektedir. Ornegin
hastane tarafindan sozlesme kapsaminda belirtilenden fazla katilim pay1 alindiginin tespiti
halinde; bu konuda SGK sadece kendi agisindan incelemesini yiiriitmekte, kisinin 6dedigi
fazla katilim pay1 konusunda bir sey yapmamaktadir. Halbuki bu gibi durumlarda kesinlesen
fazla katki payinin hastane alacaklarindan kesilerek kisiye 6denmesinin saglanmasi, kiginin
engelledigi kurum zarariin boyutuna gére prim indirimi vb. yollarla ihbar ve sikayet edene

yansitilmast bu mekanizmalarda etkinligi artiracaktir.

Yine ihbar ve sikayet sonucunda hasta adina sahte rapor ve ilag¢ yazildigina iliskin bir
konuda hastanin 0 hastalik kapsamina doniik herhangi bir gegmis bulgusu olup olmadigina
iliskin tim muayene gec¢misi Ve taninin 6zelligine gore ailesel dongii bulunup bulunmadig:
gibi hususlara dontik kapsamli bir raporlama sisteminin olusturulmasi ve inceleme yapan

personelin bu sistemi kullanmasi saglanmalidir.

Sistemde konu bazli sorgulamalar hazirlanip bu raporlara dahil edilmeli, inceleme
sirasindaki kontrol sayilari miimkiin oldugu oranda artirilarak hizli ve kapsamli bir

sorgulamayla dogru karar iiretilmesi saglanmalidir. Ornegin belirli periyodik kullanima
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sahip ilaglarin kullanma donemlerine iliskin sapmalar bu raporlara dahil edilerek sistem
tarafindan inceleyiciye otomatik olarak sunulmalidir. Béylece inceleme yapan personelin
ihtiya¢ duyabilecegi tiim bilgiler detayli sekilde raporlanacak ve denetimde asgari bir

inceleme seviyesi getirilmis olacaktir.

Kurumun verilerinin, istatistik ya da risk temelli analizlerin ortaya koydugu sonuglarin
raporlanmas1 ve stratejik olarak yorumlanmasi kapsaminda; inceleme konularinin
belirlenmesi yoluyla denetim alaninda olup incelemeye girmesi gereken kayitlarinda gerek
provizyon sistemindeki sorgulamalar1 gerekse ayrintili raporlamalarinin yapilarak inceleme
yapanlara sunulmasi gerekmektedir. SGK tarafindan stratejik kararlar yoluyla konu bazli

denetim kapsaminda, denetim alaninin esnek bir sekilde yonetilmesi de saglanmig olacaktir.

Ormegin her hastane, eczane, optik ya da medikal firmanin belirli bir dénem
araligindaki islemleri igerisinde incelenmesi gereken teshis/tedavi/ilag/medikal malzeme
gruplar1 belirlenip bu kapsamdaki tiim provizyonlarin provizyon esasli denetim ve konu
bazli denetim kapsaminda teknik olarak analiz edilmesi ve inceleyiciye raporlanmasi

saglanabilecektir.

Saglik suistimalleri igerisinde karsilasilan muvazaali eczane boyutunun tespitine
iliskin olarak ise; degisik agilardan yaklagsmak gerekmektedir. SGK tarafindan yapilan
yerinde kontroller sirasinda bu durumun hemen tespit edilmesi kolay olmasa da inceleme ve
kontrol ekibinin yapacagi cesitli tespitler s6z konusu eczanenin inceleme ve kontrol
kapsamina alinmasini saglayabilir. Bu noktada eczacinin ikametgahiin eczanenin faaliyet
gosterdigi ilden farkli olmasi, eczane islemlerinin vekaletname tizerinden gergeklestiriliyor
olmasi, eczacinin ikametgahi ile es ve ¢ocuklarinin ikametgahinin farkli olmasi ve 18 yas
alti1 gocuklarinin farkli illerde egitim goriiyor olmasi, es/¢ocuklarinin veya eczacinin
ilaglarin1 farkli illerdeki eczanelerden temin etmesi gibi hususlarin birden fazlasinin mevcut
olmas1 ve verilerin birbirini teyit etmesi halinde muvazaa bakimindan 6nemli bulgular
olusacaktir. Bu noktada eczacinin teknolojik ¢6ziimlerden biyometrik dogrulama ile sistemi

acmas1 Ve kapatmasi muvazaayi biiyiik ol¢iide dnleyecektir.

Yine doktorlarin diplomalar1 kullanilarak adlarina hastane, eczane, optik ve tibbi
malzeme hizmetleri fatura edilmektedir. Bu durumda s6z konusu kisilerin fiilen ¢alisip

calismadig1 onem arz etmektedir. Bu kisilerin; askerlik, dogum, yurtdisinda bulunma, baska
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yerde ikamet etme gibi nedenlerle gorevlerini fiili olarak yapamayacaklari zamanlarin tespit
edilerek bu kisiler adina gerceklestirilen usulsiizliiklerin tespiti Snemlidir. Ornegin askere
giden eczacinin ya faaliyetlerine ara vermesi ya da mesul miidiir tutmas1 gerekmektedir.
Aymi sekilde doktorun adina muayene girisi, rapor ve recete diizenlenememesi
gerekmektedir. Bunun igin, askerlik subesinden alinacak verilerle sistemin otomatik devreye
girmesi gerekmektedir. Bu noktada provizyon esasli denetimde yapilan sorgulamalarda bu

gibi veriler kendiliginden ortaya ¢ikacaktir.
3.5. Suistimalle Miicadele Bilgi Sistemi Teknik Ozellikleri

Yukarida anlatilan hususlara uygun hazirlanacak suistimal denetim modeli, SGK’nin
saglik sektoriindeki suistimalleri 6nlemesini ve etkin bir denetim yapmasini saglayacaktir.
Asagida bu kapsamda hazirlanan 6rnek bir programin teknik bilgileri ve ¢alisma yontemi

yer almaktadir.
3.5.1. Ana Katmanlar

Ornek sistem, asagidaki katmanlarda ve teknoloji secimleri ile modellenmistir. Istemci

ile sunucu haberlesmesi esasina dayali olarak Istemci-Sunucu mimarisi kullanilmustir.
3.5.1.1. Istemci katmam

Istemci katmani iizerinde veri hazirlik islemlerinin bir béliimii, algoritma secimi ve
sonuglarin gosterimine doniik arayiiz katmani yer almaktadir. Bu katmana erisim herhangi
bir ag tarayicist (web browser) ile gerceklesmekte, ek bir ara¢ kurulumuna gerek

kalmamaktadir.
3.5.1.2. Sunucu katmam

Bu katman ana hesaplama islemlerinin yerine getirilmesi amaci ile olusturulmustur.
Hesaplamaya doniik algoritmalarin ¢aligtirilmasi, uygun kiitiiphanelerin entegrasyonlarinin
yapilmasi, performansa doniik islemler, kullanici islemleri vb. operasyonlar bu katmanda
yerine getirilmektedir. Veri tabani yapisi olarak iliskisel veri tabani1 onerilmekle birlikte
mevcut yapi i¢in dogrudan tablolar olusturularak tablolar arasindaki iliskiler sorgulamalar

sirasinda kurulmustur.
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3.5.2. Bilesenler

Uygulamay1 olusturan bilesenler ve gelistirilme siireci asagida agiklanmistir.

3.5.2.1. Kullamic1 ara yiizii

Kullanici arayiizii olarak HTML5 destegi ile gelistirilen arayiiz kullanilmistir. JQuery

ve Bootstrap gibi web kiitiiphanelerinden yararlanilmistir.

HTML: Hiper Metin Isaretleme Dili olarak adlandirilan (Hypertext Markup Language)
ve web sayfalarinin olusturulmasinda kullanilan metin isaretleme dilidir (Wikipedia, 2004).
Kullanicilar tarafindan kullanilan Chrome, Safari, Internet Explorer ve Firefox gibi
tarayicilar tarafindan yorumlanarak goriintiilenebilmektedir. Uygulamada dilin son siirimii
olan HTMLS5 kullanilmstir.

JQuery: jQuery bir JavaScript kiitiiphanesidir. Cok hizli, kii¢iik ve zengin 6zelliklere
sahip olmasi, farkli tarayicilarda galigmasi, kullanimi kolay bir APl ile HTML belgesi gegisi
ve manipiilasyonu, olay isleme, animasyon ve Ajax gibi seyleri ¢ok daha basit hale
getirmesi, ¢ok yonliilik ve genisletilebilirlik kombinasyonu nedeniyle tercih edilmistir
(jQuery Vakfi, tarih yok).

Bootstrap CSS/JS: Bootstrap hizli ve duyarli siteler ortaya ¢ikarmak i¢in dnceden

olusturulmus kapsamli bilesenler ve giiclii JavaScript eklentileri igeren acgik kaynak arag
setlerinden olusan bir web kiitiiphanesidir (Wikipedia, 2015). Calismada bootstarp Admin
V2 template kullanilmistir.

3.5.2.2. Yontem

Onerilen siireclere gore risk faktorleri belirlenmistir. Yapisal sorgulama dili
kullanilarak, tespit edilen riskler sorgulanarak sonuglar elde edilmistir. Elde edilen sonuglar

saglik sektoriine iligkin suistimal tespitine yonelik yorumlanmastir.
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3.5.2.3. Girdiler

Girdiler igin agik kaynaklardan temin edilen mevzuat, kurumsal yaymlar, uygulama
kilavuzlari, sunumlar, formlar vb. bilgiler incelenerek modelde ihtiyag duyulan veri setleri
tespit edilmis, bu kapsamda kullanilacak veriler ihtiyaca uygun olacak sekilde rastgele
olusturulmustur. Girdi olarak iiretilen veriler herhangi bir gercek veya tiizel kisiyi temsil
etmemektedir.

3.5.2.4. Sunucu bilesenleri

Sunucu tarafi bilesenleri olarak Java Gelistirme Kiti (JDK) ve Apache Tomcat

kullanilmistir.

Java Gelistirme Kiti (JDK- Java Development Kit): Java Gelistirme Kiti (JDK) Java
gelistiricilerine yonelik bir Oracle Corporation iriintidiir. Java'nin kullanima sunulmasindan

beri en genis kullanim alani bulan Java yazilim gelistirme Kitidir (Wikipedia, 2011).

Apache Tomcat: Apache Tomcat yazilimi, Java Servlet, JavaServer Pages, Java

Expression Language ve Java WebSocket teknolojilerinin agik kaynakli kodlu bir web

sunucusudur (Apache Software Foundation, tarih yok).

3.5.3. Gelistirme Ortam

Gelistirme ortam1 olarak Cizelge 3.1’de belirtilen donanim bilesenleri, Windows ve

Eclipse IDE kullanilmustir.

Cizelge 3.1. Gelistirme ortami donanim bilegenleri

. . Intel® Comet Lake Core™ i7-10750H 6C/12T; 12MB L3; 8GT/s; 2.6GHz
Islemci | > 5 0GHZ; 45W; 14nm

Chipset | Mobile Intel® HM470 Chipset

Ekran 6GB GDDR6 nVIDIA® GeForce® RTX2060 192-Bit DX12 Refresh (2020
Karti Stiriimii)

Bellek 16GB (2x8GB) DDR4 1.2V 2933MHz SODIMM

Harddisk 512GB SAMSUNG PM981a M.2 SSD PCle 3.0 x4 (Okuma: 3500 MB/s -
Yazma: 2900 MB/s)
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3.5.4. Vaka Analizleri

Bu kisimda birinci boliimde belirttigimiz saglik sektoriindeki suistimallere yonelik
olarak yiiriittigtimiiz/gelistirdigimiz 6rnek uygulamalarla bazi senaryolarin simiilasyonu
gosterilmistir. Ayrica ikinci boliimde belirtilen bilisim teknolojileri kullanilarak bu tiir

caligmalarin degisik yazilim ¢oziimleriyle birlikte yapilmasi da miimkiindiir.

Calismada Kural Tabanli Simiflandirma (Rule Based Classification) yontemi
kullanilmistir. Bu kapsamda ornek ana veri datalar1 olusturulmus, olusturulan veri tabani
tizerinde gelistirilen senaryolar ¢alistirilmis ve amaclanan hedeflere ulasilip ulasilamadigi
test edilmistir. Kullandigimiz veri tabani igerisinde yer alan bilgiler, yasal durumda saglik

alaninda suistimal olarak tanimlanan durumlari yansitacak sekilde belirlenmistir.

3.6. Suistimalle Miicadele Bilgi Sistemi Kullanic1 Arayiizii

Suistimalle Miicadele Bilgi Sistemi (SUMBIS) uygulamasi yonetici ve uygulayicilara
yonelik olarak iki ayr1 yetki seviyesinde ¢alismaktadir. Asagida bu iki yetki seviyesine
iliskin detaylar agiklanmigtir. Uygulamanin kaynak kodlar1 tez ekinde digital olarak

sunulmustur.

3.6.1. Yonetici Kullanic1 Ekram

Admin olarak sisteme giris yapildiginda kullanicinin karsisina islem yapilabilecek
olan alanlar g¢ikmaktadir. Burada yapilacak islemlerin bir kismi uygun kodlamalarin

yapilmasi sonucunda ¢alisacaktir. Bu alanlar dort baslikta toplanmustir.

e Kayit Durumlari

e Riskler

e Sorgu Tiirleri

e Sorgu Tipleri


http://91.93.137.98:9080/KDSM/SenaryoDurumServlet
http://91.93.137.98:9080/KDSM/RisklerServlet
http://91.93.137.98:9080/KDSM/SorguTurleriServlet
http://91.93.137.98:9080/KDSM/SorguTipiServlet
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“Kayit Durumlar1” alaninda Cizelge 3.2’de sorgu sonucunda listelenen islemlerin
durumuna iligkin siniflandirma yer almaktadir. Uygulamada dort durum belirlenmis olup

yeni durum ekleme ve durum adi degistirme bu ekrandan yapilmaktadir.

Cizelge 3.2. Kayit durumlari

Durum Id Durum Adi
1 Incelenmeyi Bekliyor
2 Inceleme Asamasinda
3 Sorunsuz
4 Iptal Edilecek

“Riskler” alaninda Cizelge 3.3’te sorgu sonucunda listelenen islemlerin risk
derecesine iliskin siniflandirma yer almaktadir. Mevcut durumda 3 risk diizeyi belirlenmis

olup yeni risk ekleme ve risk adi degistirme bu ekrandan yapilmaktadir.

Cizelge 3.3. Riskler

Risk Id Risk Adi
1 Diistik Riskli
2 Riskli
3 Yiksek Riskli

“Sistem Modiilleri” alaninda Cizelge 3.4’te sistemde bulunan modiiller yer almaktadir.
Mevcut durumda 2 modiil belirlenmis olup yeni modiil ekleme ve modiil ad1 degistirme bu

ekrandan yapilmaktadir.

Cizelge 3.4. Sistem modiilleri

Tiir 1 Modiil Adi
1 MEDULA Hastane Kayitlar1 Kontrol Modiilii
2 MEDULA Eczane Kayzitlart Kontrol Modiilii

“Sorgu Tipleri” alaninda Cizelge 3.5°te sistemde bulunan modiillerde kullanilan
sorgular yer almaktadir. Mevcut durumda 26 adet sorgu belirlenmis olup yeni sorgu ekleme,
sorgu tirti degisikligi, sorgu tipi adi, sorgu tipi kisa adi, risk derecesi ile sorguda ¢alistirilip

calistirilamayacagina iliskin degisiklikler bu ekrandan yapilmaktadir.


http://91.93.137.98:9080/KDSM/SenaryoDurumServlet
http://91.93.137.98:9080/KDSM/SenaryoDurumServlet
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Cizelge 3.5. Sorgu tipleri
Sorgu
Sorgu No Sorgu Adi Kisa Sorgu Tiirii Risk (Gl
cak mi1?
Adi
. . MEDULA Hastane
1 Sigorta Sigortal Kontrol s1 Kayitlar: Kontrol Riskli EVET
Tablosunda Yer Alanlar e
Modiili
Sigorta Isyeri Kontrol MEDULA Hastane
2 gorta sy ) Kayitlar: Kontrol Riskli EVET
Tablosunda Yer Alanlar e
Modiili
MEDULA Sigortalt MEDULA Hastane Yiiksek
3 Suistimal Kontrol S3 Kayitlar1 Kontrol RuisliTi EVET
Tablosunda Yer Alanlar Modiilii
MEDULA Hastane
4 MEDULA Sorunlu Hastane | ¢, Kayitlar1 Kontrol Riskli EVET
Tablosunda Yer Alanlar e
Modiili
MEDULA Hastane
5 MELILA Sorunlu Doktor | g Kayitlar1 Kontrol Riskli EVET
Tablosunda Yer Alanlar r
Modiili
. : MEDULA Hastane
6 N e Ml lamglg™ o Kayitlart Kontrol Riskli EVET
Ili Farkl: Olanlar e
Modiilii
. : MEDULA Hastane -
7 Hastanc\Gilizoxigiiikamet gl ., Kayitlar Kontrol Diisiik EVET
Ilgesi Farkli Olanlar . Riskli
Modiilii
L. MEDULA Hastane
8 Dolaggigstane LGt s8 Kayitlar Kontrol RisKI EVET
Olanlar e
Modiilii
. . MEDULA Hastane .
9 Doktor Hastane Il¢esi Farkli 9 Kayrtlart Kontrol Dgsulf EVET
Olanlar o Riskli
Modiili
9 MEDULA Hastane
10 MEDULA Saglik Kayitlart | g, Kayrtlart Kontrol Riskli EVET
Farkl1 Olanlar o
Modiili
. . MEDULA Hastane .
11 Bagka Ilde Muayenesi Olan | o Kayrtlar Kontrol Yiksek | pypr
Doktorlar o Riskli
Modiili
.. o MEDULA Hastane ..
12 MEDULA Mikerrer Saglhk | o/, Kayrtlar Kontrol Yiksek | py/py
Kayitlar1 Olanlar e Riskli
Modiili
Muavenesi Olup Recet MEDULA Hastane
13 Y p Regete S13 Kayitlari Kontrol Riskli EVET
Diizenlenmeyenler s
Modiili
. MEDULA Hastane ..
14 llag Raporu Olup Regete S14 Kayitlart Kontrol Yiksek | py/pr
Diizenlenmeyenler e Riskli
Modiili
- - MEDULA Hastane .
15 Oliim Tarihinden Sonra si5 Kayitlar Kontrol Yiksek | py/pr
Provizyon Kaydi Olanlar o Riskli
Modiili
Eczane Isyeri Kontrol MEDULA Eczane
16 3y s1 Kayitlar1 Kontrol Riskli EVET
Tablosunda Yer Alanlar o
Modiili
. MEDULA Eczane
17 Eczane Sigortah Kontrol 2 Kayitlar1 Kontrol Riskli EVET
Tablosunda Yer Alanlar e
Modiili
MEDULA Sigortali MEDULA Eczane Viiksek
18 Suistimal Kontrol S3 Kayitlar1 Kontrol RL:sISji EVET
Tablosunda Yer Alanlar Modiilii
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Cizelge 3.5 (devam). Sorgu tipleri

MEDULA Eczane
MEDULA Sorunlu Eczane LI
19 Tablosunda Yer Alanlar S4 Kayaitlar [((.).ntrol Riskli EVET
Modiilii
MEDULA Eczane
20 MEDULA Sorunlu Eczacy S5 Kayitlar: Kontrol Riskli EVET
Tablosunda Yer Alanlar e
Modiilii
. : MEDULA Eczane ..
21 Eczane ve Sigortal: [kamet S6 Kayitlart Kontrol Yiksek | py/pr
Ili Farkli Olanlar o Riskli
Modiilii
. : MEDULA Eczane -
2o | Fezane ve Sigortali kamet | o7 Kayitlar Kontrol Disik | gyt
Ilgesi Farkli Olanlar e Riskli
Modiili
L MEDULA Eczane .
23 Eczaci ve Eczane Ili Farkli S8 Kaystlar Kontrol Yu'kse'k EVET
Olanlar e Riskli
Modiilii
. . MEDULA Eczane -
24 Ecaggie Eczane lgesi s9 Kayitlar Kontrol Bk EVET
Farkli Olanlar e Riskli
Modiilii
MEDULA Sorunlu Tla¢ MEDULA Eczane Diisiik
25 Tablosu igerisinde Yer Alan S10 Kayitlar: Kontrol usut EVET
; o Riskli
Ilaglar Olanlar Modiilii
- e MEDULA Eczane .
26 Olim Tejgipaepsonra s11 Kayitlart Kontrol Yiksek | py/pr
Regete Kaydi Olanlar Modiilii Riskli

3.6.2. Sube Kullanici1 Ekrani

Bu ekran uygulayicilarin ¢alisacagi ve yetkilerine gore modiillere erisimlerinin yer
aldigi bolimdiir. Bu ekranda sisteme tanimlanmis modiillerin yetki seviyesine gore

kullaniciya goriintiilenmesi ve burada galismalarinin saglanmast miimkiindiir.

Su an sisteme tanimlanmis olan 2 adet modiil bu ekrandan kullanici erisimine agilmis

olup modiiller asagida yer almaktadir.

e Medula Hastane Kayitlar1 Kontrol Modiilii

e Medula Eczane Kayitlar1 Kontrol Modiili

Bu modiillerden herhangi birisi se¢ildiginde 0 modiile ait sorgulama sonucuna iliskin
kisi listesi ve arama kutusu Sekil 3.10’da ekrana gelmektedir. Burada modiil kapsaminda
sorgulanan kisiler Tirkiye Cumhuriyeti Kimlik Numarasi1 (TCKN), ka¢ adet sorgu
calistirildigy, kisilerin bu sorgulardan hangilerinde yer alip almadig: ve toplam kag sorguda

yer aldig1 puanlanmaktadir. Ekranda yer alan arama kutusunda kisi “TCKN” veya “Ad
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Soyad” bilgisinden sorgulama yapilabilmektedir. Ayrica bu ekranda toplam kisi sayisi

bilgisi yer almaktadir. Modiille ilgili sorgulanan kisilerdeki degisikliklerin olup olmadiginin

kontrolii bu ekrandan baslatilabilmektedir.

MEDULA Eczane Kayitlar Kontrol Modulu

Show| 10 v entries

#0 TCK
1 30040124010
2 30040124870
3 30040125730
4 30040126590
5 30040127450
6 30040128310
i 30040129170
8 30040130030
9 30040130890

10 30040131750

Showing 1 to 10 of 40 entries

Ad Soyad
Mahmut Demir
Mustafa Baykut
Turgay Isen
Ahmet Caligkan
Ayse Uzunkaya
Mustafa Keser
Mehmet Temelli
Fatma Kugukaksoy
Omer Yicetas

Elif Yucetas

s1

s2 83 sS4 S5 S6 87 S8
1 0 0 0 1 1 1
1 0 0 0 1 1 1
1 0 0 0 1 1 1
1 0 0 0 1 1 1
1 0 0 0 1 1 1
0 0 0 0 1 1 1
0 0 0 0 1 il il
0 0 0 0 1 1 1
0 0 0 0 1 1 1
0 0 0 0 1 1 1

s9

$10 N1
0 0
0 0
0 0
0 0
0 0
0 0
0 0
0 0
0 0
0 0

Sekil 3.10. MEDULA eczane kayitlar1 kontrol modiilii sonug listesi

Search:

Toplam Durum

Inceleme Asamasinda
Inceleme Asamasinda
Incelenmeyi Bekliyor
Inceleme Asamasinda
Inceleme Asamasinda
Inceleme Asamasinda
Incelenmeyi Bekliyor
Iptal Edilecek

Iptal Edilecek

Iptal Edilecek

Bu ekranda (Sekil 3.10) herhangi bir kisi tizerine tiklandiginda kisiyle ilgili sistem

tarafindan sorunlu olarak tespit edilmis sorgu sonuglari ve bu sonuglar gergevesinde kisiyle

ilgili yapilacak islemin segildigi Sekil 3.11°deki rapor ekran1 gelmektedir.

30040126590 Nolu TCK ya ait Medula Eczane Kontrol Raporu

Kayit Durumu

$2 Eczane Sigortali Kontrol Tablosunda Yer Alanlar

TC Kimlik Numarasi

Ad

Soyad

Regete Tarihi
Recete Tiri
Recete Numarasi
Eczaci TC Kimlik
Eczaci Adi

Eczaci Soyadi

No

Eczane Tesis Kodu

Eczane Adi

30040126590
Ahmet
Caligkan
2020-09-15
Normal
XSJ263
53673327516
Sevgi
Buyukusta
1606168

Sevgi Eczanesi

Sekil 3.11. MEDULA eczane kayitlar1 kisi kontrol raporu

Inceleme Asamasinda
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Modiile ait ekranda yer alan ~ “Harita Uzerinde G&r” segenegine tiklandiginda
karsimiza 0 modiille ilgili 6zet verilerin yer aldigi gosterge paneli ortaya ¢ikmaktadir.
Gosterge panelinde kullanicilara, ¢ok sayidaki, bilgi gorsellestirme araglarindan
yararlanilarak 6zet olarak sunulmaktadir. Panelde harita, grafik, ozet tablo ve listeler yer
almaktadir. Kullanici bu ekranda ilgili modiil hakkinda hizli bir yorumlama yapma olanagina
kavugmaktadir. Sorgu parametrelerini degistirerek bu 6zet ekranlarin modiil alt sorgularina

gore degerlendirmelerini yapabilmektedir.

Harita tizerinde Sekil 3.12’de bu sorgunun Tiirkiye genelindeki durumunu goriip
bulundugu ildeki verinin anormal bir durumu olup olmadigi hakkinda fikir sahibi

olmaktadir.

SOSYAL GUVENLIK KURUMU KAYIT DISI VE SUISTIMAL ILE MUCADELE SISTEMI

MEDULA Eczane Kayitlari Kontrol

Sekil 3.12. Harita tizerinde gosterim

Yine tablo ve grafiklerden olusan gosterge panelleri (Sekil 3.13, 3.14 ve 3.15)
kullanicinin, sistemin islem listesine aldigi kisilerin sayisi, bunlarm inceleme durumu,
inceleme sonuglar1 hakkinda hizli bir degerlendirme yapmasini saglamaktadir. Boylece
kendi alanina giren kisi ile ilgili yapmas1 gerekenleri toplu veya kriter bazinda inceleme ve

degerlendirme imkanina kavusmaktadir.
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Inceleme Durumlari Sorgulama Kriteri Degerlendirme Sonuglari

Kigi K neri  Dogruluk oran Kriter ~ Oneri  Dogruluk oran
12 1 % s7 15 2 809
4 S8 14 1"
1 s9 15 12
s10 1 1
s

3

1
1

LoEpnO®
asLesag

O
1
1
1
1
1

o=®

10
80
100%
100%
100
78!

Incelenmesi Gerekenler Sorgu Oranlan

iptal Edilecek :
12 I I
-|m II S .- -

Sekil 3.13. Tablo ve grafik gosterimi

Sekil 3.13’te Sistemden gelen verilerin inceleme durumlari, sorgu Kriterlerinin

dogruluk orani gibi verilerin kullanicilar tarafindan yorumlanmasina yardimci olmasi

amaclanmaktadir.

Sorgular

Sekil 3.14. Tablo ve grafik gosterimi

Rapor Sonuglart

Sekil 3.14’te ise sorgu dagilimi, rapor sonuglari ve bunlarin illere dagilimi
gosterilmektedir. Ana sayfada sorgulama sonucu ¢ikan liste, inceleme kolayligi agisindan
gostergelerin altinda tekrar gosterilmistir (Sekil 3.15).
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Show| 10 v|eniries Search

# 4 TCK ¢ AdSoyad ¢ 8 ¢ 8 ¢ 8 ¢ 8 ¢ 8 & 88 ¢ 8 ¢ 88 & 89 & 810 ¢ 811 & Toplam ¢ Duum
1 30040124010 Mahmut Demir 0 1 0 0 0 1 1 1 1 0 0 5 Iptal Edilecek
2 30040124670 Mustafa Baykut 0 1 0 0 0 1 1 1 1 0 0 5 Iptal Edilecek
K] 30040125730 Turgay Isen 0 1 0 0 0 1 1 1 1 0 0 5 Iptal Edilecek
4 30040126590 Ahmet Caligkan 0 1 0 0 0 1 1 1 1 0 0 5 Iptal Edilecek
§ 30040127450 Ayse Uzunkaya 0 1 0 0 0 1 1 1 1 0 0 5 Sorunsuz
6 30040128310 Mustafa Keser 0 0 0 0 0 1 1 1 1 0 0 4 Sorunsuz
¥ 30040129170 Mehmet Temelll 0 0 0 0 0 1 1 1 1 0 0 4 Iptal Edilecek
8 30040130030 Fatma Kucukaksoy 0 0 0 0 0 1 1 1 1 0 0 4 Iptal Edilecek
0 30040130890 Omer Ycetas 0 0 0 0 0 1 1 1 1 0 0 4 Incolomo Agamasinda
10 30040131750 ENf Yucetag 0 0 0 0 0 1 1 1 1 0 0 4 Iptal Edilecek
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Sekil 3.15. Ozet tablo gosterimi
3.7. Saghk Suistimalleri Denetim Modeli Ornekleri

Asagida; tez kapsaminda Onerilen saglik sektoriine yonelik suistimaller ile ilgili olarak
oOnerilen yazilim destekli model kapsaminda 6rnek modiillere yer verilmis (Sekil 3.16), tez
kapsaminda deginilen suistimallere iliskin bazi sorgulamalarin yapilmasina yo6nelik
hazirlanan provizyon esasli denetim modiilii ile ilgili olarak kullanilan veri tabani tablolari,
sorgu tablolari, is akiglar1 ve sorgu sonuglar1 gosterilmistir. Uygulamanin kaynak kodlari tez

ekinde sunulmustur.

Provizyon Esasli Denetim Modiilii

* Provizyon bilgileri tizerinden kurallar olusturularak hastane, eczane, optik

ve sahis 6demelerinin denetiminin saglanmasi amaglanmaktadir.

Konu Bazli Denetim Modiilii

« Konu bazli denetimin kapsamina herhangi bir hastalik, ilag grubu, tibbi
malzeme, ameliyatlar vb. konular ve buna bagli olarak hastaligin
goriildigi kisiler, bolgeler, donemler, kullanilan tedaviler gibi faktorlerin

incelenmesine yonelik kurallar olusturularak denetim amaglanmaktadir.

Sekil 3.16. Saglik denetim modeli modiilleri
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3.7.1. Provizyon Esash Denetimle Saghk Suistimallerinin Tespiti

Bu modiilde, saglik sektdriindeki suistimallerin provizyon sisteminden tespit edilmesi
ve 6nlenmesi amaglanmaktadir. Modiilde kullanilan 6rnek tablolar ve kapsamlar1 asagida

yer almaktadir.

Asagida tez kapsaminda MEDULA Hastane ve MEDULA Eczane uygulamalarinda
olusan provizyonlardan hareketle saglik hizmet sunucularindan hastane ve eczanelere iliskin
ornek denetim modiilleri olusturulmustur. Modiillerde adlarina provizyon olusan kisilerin
MEDULA Hastane ve MEDULA Eczane veri tabanlarindaki provizyon bilgileri tizerinden

modellenen siiregte sorgulamalar yapilmaktadir.

Modiillerde sigorta tarafindaki yapilan kayit disilik ve suistimal denetimlerinden elde
edilen bilgilerden de faydalanilmaktadir. Sigorta usulsiizleri ve kayit disiliklariyla ilgili
saglik yardimlarindan faydalanmak igin gergege aykir1 tescil yapildig: tespit edilen veya
stiphelenilen kisilerin ve isyerlerinin bulundugu kontrol listeleri olusturulmustur. Yine
MEDULA sisteminden tespit edilen ve adlarina daha dnceden saglik usulsiizligii yapildigi
tespiti ya da siiphesi bulunan kisilerin ve isyerlerinin yer aldigi kontrol listeleri
olusturulmustur. MEDULA sisteminden tespit edilen, daha onceden saghk usulsiizliigi
yapildig1 yoniinde tespit ya da siiphe bulunan saglik hizmet sunucular1 (hastane, eczane,
optik vb.) velveya doktorlarin yer aldigi kontrol listeleri olusturulmustur. MERNIS
tizerinden giincel niifus bilgileri; o6lim ve adres bilgileri igeren kontrol listeleri
olusturulmustur. SGK igveren sisteminden, giincel isyeri bilgileri; ortaklar, bor¢ durumu ve

adres bilgileri iceren kontrol listeleri olusturulmustur.

Modiile bunlarin disinda ¢ok sayida sorgu eklemek de miimkiindiir. Provizyon
zincirinde yer alan kisilerin hasta, doktor, eczaci, hasta yakini vb. yurtdis1 giris-¢ikis bilgileri
sorgulanmasi sonucu yurt disinda bulunulan stirelerinde (tatil, gorevli, hac ve umre vb.
nedenler) yurtiginde adlarina islem gergeklesip gergeklestirilmediginin sorgulanmasi, asker
oldugu halde bunun diginda bir muayene kaydinin olup olmadiginin arastirilmasi gibi risk
durumlarimin uygulamaya dahil edilmek suretiyle denetim modiilii daha etkili hale

getirilebilmektedir.
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Modiilde kullanilan tablolar ve kapsamlari Cizelge 3.6’da yer almaktadir.

Cizelge 3.6. Provizyon esasl denetim modiilii tablolari

SN Tablo Adi Kapsam
1 | mdl_hastane MEDULA Hastane Kayitlari
2 | mdl_eczane MEDULA Eczane Kayitlari
. . Haklarinda Sigorta Suistimali Sorusturmasi
3 |ts_sigortali_kontrol )
Yapilan Sigortalilar
Lo Haklarinda Sigorta Suistimali Sorusturmast
4 | mdl_isyeri_kontrol . .
Yapilan Isyerleri
. Haklarinda Saglik Suistimali Sorusturmasi
5 | mdl_sig_kontrol Yapilan Sigortalilar
Haklarinda Saglik Suistimali Sorusturmasi
6 | mdl_hastane_kontrol Yapilan Saglik Kuruluglar
Haklarinda Saglik Suistimali Sorusturmasi
7 | mdl_eczane_kontrol
- - Yapilan Eczaneler
8 | mdl ilac_kontrol Haklarinda Saglik Suistimali Sorusturmasi
Yapilan Ilaglar
9 |mdl doktor kontrol Haklarinda Saglik Suistimali Sorusturmasi
- - Yapilan Doktorlar
10 |mdl_eczaci_kontrol Haklarinda Saglik Suistimali Sorusturmasi
Yapilan Eczacilar
L Ise Giris Bildirgesi Tablosu (ise Giris
11 |ts_isegiris Bildirgesindeki Kisiler)
12 | mdl_eczane_listesi Eczane Bilgileri Tablosu
13 | mernis Kisilerin MERNIS Bilgileri Tablosu
14 | senaryosonuc Sonug Tablosu
Modiilde hedeflenen sorgu amaglar1 Cizelge 3.7’°de yer almaktadir.
Cizelge 3.7. Provizyon esasli denetim hastane modiilii sorgu tablolari
Sorgu No Sorgu Amaci
Hastane sisteminde adlarina provizyon diizenlenen sigortalilarin sigorta veri tabaninda
sorunlu sigortalilar listesinde olup olmadiklar1 sorgulanmaktadir. Sigorta suistimali
1 kaynakli bir saglik hizmet sunumu gergeklesip gerceklesmedigi arastirilarak sigorta
suistimallerinin saglik sigortasindan yararlanmak amaciyla yapilip yapilmadiginin
tespit edilmesi amag¢lanmaktadir.
Medula hastane kayitlarindaki kisiler, ¢alisan sigortalilar1 hakkinda sigorta suistimali
2 yapilan igyerleri listesi ile karsilastirilarak sigorta suistimali kaynakli bir saglik hizmet
sunumu gergeklesip gerceklesmediginin tespit edilmesi amaglanmaktadir.
Medula hastane kayitlarindaki kisiler haklarinda saglik suistimali yapilan kisiler listesi
3 ile karsilastirilarak; kimlik hirsizligi yoluyla kisilerin bilgisi dahilinde olmayan
usulsiizliikleri anlik takip edilerek onlenmesi, bu islemleri yapan saglik hizmet
sunucularimin tespit edilmesi amaglanmaktadir.
Medula hastane kayitlarindaki kisilerin tedavi oldugu tesisin daha once bir saglik
4 suistimali yapip yapmadig1 karsilastirilarak; daha énceden usulsiiz islemler yapan
saglik hizmet sunucularimin tedavilerinin 6n plana ¢ikarilmasi ve diger sorgulamalarda
da risk olugsmas1 durumunda incelemeye alinmas1 amaglanmaktadir.
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Cizelge 3.7 (devam). Provizyon esasli denetim hastane modiilii sorgu tablolar

Medula hastane kayitlarindaki kisilerin tedavi oldugu doktorun daha once bir saglik
suistimali yapip yapmadigi karsilastirilarak; daha onceden usulsiiz islemler yapan
doktorlarin tedavilerinin 6n plana ¢ikarilmasi ve diger sorgulamalarda da risk
olusmasi durumunda incelemeye alinmasi amaglanmaktadir.

Medula hastane kayitlarindaki kisilerin ikamet ettigi il ile tedavi oldugu hastanenin ili
farkl1 olanlarin 6n plana ¢ikarilmas1 ve diger sorgulamalarda da risk olugmasi
durumunda incelemeye alinmasi amaglanmaktadir.

Medula hastane kayitlarindaki kisilerin ikamet ettigi ilge ile tedavi oldugu hastanenin
ilgesi farkli olanlarin 6n plana ¢ikarilmas: ve diger sorgulamalarda da risk olusmasi
durumunda incelemeye alinmasi amaglanmaktadir.

Medula hastane kayitlarindaki doktorlarin ikamet ettigi il ile ¢alistigi hastanenin ili
farkli olanlarin 6n plana ¢ikarilmas1 ve diger sorgulamalarda da risk olusmasi
durumunda incelemeye alinmasi amaglanmaktadir.

Medula hastane kayitlarindaki doktorlarin ikamet ettigi ilge ile ¢alistigi hastanenin
ilgesi farkli olanlarin 6n plana ¢ikarilmas: ve diger sorgulamalarda da risk olusmasi
durumunda incelemeye alinmasi amag¢lanmaktadir.

10

Medula hastane kayitlarindaki tedavilerden son bir yil igerisinde farkli illerde
olanlarin 6n plana ¢ikarilmasi ve diger sorgulamalarda da risk olusmas: durumunda
incelemeye alinmasi amag¢lanmaktadir.

11

Medula hastane kayitlarindaki doktorlarin provizyon diizenledigi tarihlerde baska
illerde adlarina provizyon diizenlenenlerin tespiti amaglandi. Bir doktorun calistig
hastanede hasta baktigi giin baska bir ilde hasta olarak muayene olmasi durumunda
risk olarak incelemeye alinmasi amaglanmaktadir.

12

Adma provizyon alan kisilerin ayn1 giin igerisinde baska bir ilde provizyonlarinin olup
olmadig1 karsilagtirilarak ayni tarihte miikerrer saglik kayitlari olanlarin tespiti ve
diger sorgulamalarda da risk olusmast durumunda incelemeye alinmasi
amaclanmaktadir.

13

Medula hastane kayitlarindaki tedavilerden regete girisi olmayanlarin tespiti ve diger
sorgulamalarda da risk olusmasi durumunda incelemeye alinmasi amaglanmaktadir.

14

Medula hastane kayitlarindaki tedavilerden ilag raporu diizenlenip regete girisi
olmayanlarin tespiti ve diger sorgulamalarda da risk olugsmasi1 durumunda incelemeye
almmmas1 amaglanmaktadir.

15

Medula hastane kayitlarinda 6liim tarihinden sonra provizyon kaydi olanlarin tespiti
amaclanmaktadir.
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Is akislarma iliskin ¢izimler Sekil 3.17 ve Sekil 3.18°de gosterilmistir.

hangi sorgunun hangi tablolarda galistirildig1 gorsel olarak ifade edilmistir.
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Sekil 3.18. MEDULA hastane modiilii (S6-515)
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Modiilde kullanilan eczane sorgu parametreleri ve sorgu amaglar1 Cizelge 3.8°de yer

almaktadir.

Cizelge 3.8. Provizyon esasli denetim eczane modiilii sorgu tablolart

Sorgu

No Sorgu Amaci

Medula eczane kayitlarindaki kisiler, ¢alisan sigortalilari hakkinda sigorta
suistimali yapilan isyerleri listesi ile karsilastirilmaktadir. Boylece sigorta
1 [suistimali kaynakli bir saglik hizmet sunumu gergeklesip gergeklesmedigi
arastirllarak diger sorgulamalarda da risk olusmasi durumunda incelemeye
alinmasi amaclanmaktadir.

Medula eczane kayitlarindaki kisiler haklarinda sigorta suistimali yapilan kisiler
listesi ile karsilastirilmaktadir. Boylece sigorta suistimali kaynakli bir saglik

2 hizmet sunumu gergeklesip gerceklesmedigi arastirilarak diger sorgulamalarda da
risk olusmasi durumunda incelemeye alinmasi amaglanmaktadir.
Medula eczane kayitlarindaki kisiler, haklarinda saglik suistimali yapilan kisiler
3 listesi ile karsilagtirilmaktadir. Kimlik hirsizligi yoluyla kisilerin bilgisi dahilinde

olmayan usulsiizliiklerin anlik takip edilerek 6nlenmesi, bu islemleri yapan saglik
hizmet sunucularinin tespit edilmesi amaglanmaktadir.

Medula eczane kayitlarindaki kisilerin ilag temin ettigi tesisin daha 6nce bir saglik
suistimali yapip yapmadigi karsilastirilmaktadir. Daha 6nceden usulsiiz islemler
4 |yapan saglik hizmet sunucularinin islemlerinin 6n plana g¢ikarilmasi ve diger
sorgulamalarda da risk olusmast durumunda incelemeye alinmasi
amagclanmaktadir.

Medula eczane kayitlarindaki kisilerin ilag temin ettigi eczacinin daha 6nce bir
saglik suistimali yapip yapmadigi karsilastirilmaktadir. Daha 6nceden usulsiiz
islemler yapan eczacilarin 6n plana ¢ikarilmasi ve diger sorgulamalarda da risk
olusmasi durumunda incelemeye alinmasi amaglanmaktadir.

Medula eczane kayitlarindaki kisilerin ikamet ettigi il ile ilaglarini almis oldugu
6 |eczane ili farkli olanlarin 6n plana ¢ikarilmasi ve diger sorgulamalarda da risk
olusmasi durumunda incelemeye alinmasi amaglanmaktadir.

Medula eczane kayitlarindaki kisilerin ikamet ettigi ilge ile ilaglarini almis oldugu
7 | eczane ilgesi farkli olanlarin 6n plana ¢ikarilmasi ve diger sorgulamalarda da risk
olusmas1 durumunda incelemeye alinmasi amaglanmaktadir.

Eczacinin son 1 yil igerisindeki tedavi oldugu iller ile eczanenin bulundugu il
kargilagtirma sorgulamasi yapilmaktadir. Eczacinin muvazaali olup olmadig:

8 sorgulanmakta ve diger sorgulamalarda da risk olusmasi durumunda incelemeye
alinmas1 amaglanmaktadir.
Eczacinin son 1 yil i¢erisindeki tedavi oldugu ilgeler ile eczanenin bulundugu ilge
9 karsilastirma sorgulamasi yapilmaktadir. Eczacinin muvazaali olup olmadigi

sorgulanmakta ve diger sorgulamalarda da risk olusmasi durumunda incelemeye
alinmas1 amaglanmaktadir.

Sorunlu listesindeki ilaglarin yazildigi kayitlar tespit edilerek sorgulanmakta ve
10 |diger sorgulamalarda da risk olugsmasi durumunda incelemeye alinmasi
amaglanmaktadir.

Medula eczane kayitlarinda 6liim tarihinden sonra recete kaydi olanlarin tespiti
amaclanmaktadir.

11
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Is akislarma iliskin gizimler Sekil 3.19 ve Sekil 3.20°de gosterilmistir. Is akislari ile

hangi sorgunun hangi tablolarda galistirildig1 gorsel olarak ifade edilmistir.
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Uygulama tarafindan ortaya ¢ikarilan sonuglar islem yapilmak tizere listelenmektedir.
Bu verilerden istenilenlerin, belirlenecek kosullarda istenilen uygulamalara otomatik olarak
sistem tarafindan gonderilmesi de miimkiindiir. Ortaya ¢ikan sonuglara gore; MEDULA
tarafindan provizyon verilmesi sirasinda gerekli uyarilarin verilmesi saglanabilecektir.
Omegin herhangi bir kimlik hirsizlig1 {izerinden gerceklestirilmeye calisilan suistimaller
erken uyart sistemi sayesinde zamaninda tespit edilip onlenebilecektir. Yine MEDULA
sistemindeki iiretilen tim provizyonlar ¢ok sayida parametreden olusan Kkurallarla
sorgulanarak giivenilirligi denetlenecektir. Ayrica ihbar, sikayet veya incelemeye konu olan
hasta, doktor, eczaci, saglik hizmet sunucu vb. aktorlerin provizyonlariin biitiinsel bir bakis
acisiyla kontrolleri saglanacaktir. Bu sistem tiim provizyonlardan tekil provizyona ya da
tekil provizyondan biitiin provizyonlara ¢ift yonlii sorgulama, analiz ve degerlendirmeler

yapma imkani1 saglayacaktir.

3.7.2. Konu Bazh Denetimle Saghk Suistimallerinin Tespiti

Konu bazli denetim saglik alaninda ¢ok yonlii ele alinmasi gereken ve ayrica denetimin
otesinde kazanglar saglayan bir yontemdir. Konu bazli denetimin kapsamina; herhangi bir
hastalik, ilag grubu, optik, tibbi malzeme, ameliyat vb. konular ve buna bagli olarak
hastaligin goriildigi kisiler, bolgeler, donemler, kullanilan tedaviler gibi faktorlerin
incelenmesine yonelik kurallar olusturularak incelenmesi girmektedir. Burada c¢alisma
konusunun se¢imi stratejik olarak belirlenebilecegi gibi ihbar, sikayet, istatiksel gostergeler
vh. yontemlerle de olabilmektedir. Provizyon esasli denetimde oldugu gibi konu bazli

denetimde de ¢ok yonlii bir sorgulama yontemine bagvurmak gerekmektedir.

Saglik alanindaki is siiregleri ¢ok karmasik bir yapiya sahiptir. Bir provizyonun
olusmasindan 6deme yapilmasina kadar ki tim siiregler, islemlerin ilerlemesi ve dogru
olmasina yo6nelik kurallarin bu siireglere uygulanmasi ve édemenin gergeklestirilmesi igin
gerekli sartlar1 tedavi sirasinda kontrol etmek, gerek kurallarin olusturulmasinda gerekse
teknolojik olarak sorunlar barindirmaktadir. Ozellikle saglik alaninda bir hastaligin kabulii,
buna uygun tedavi ¢6ziimii ve tedavinin sonlandirilmasina iliskin farkli yaklasimlar ve
alternatif yontemlerin bulunmasi da bu alandaki isleyis siirecinde isletilecek tiim kurallarin
belirlenmesi olanagini imkansizlagtirmaktadir. Yine teknik olarak olusacak ¢ok sayida kural
setinin sosyal giivenlik sistemi olg¢eginde proaktif olarak isletilmesine iliskin risk ve

maliyetlerde sistemin uygulanabilirligini tartisilir hale getirmektedir. Ciinki sunulan hizmeti
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aksatmadan c¢ok sayida kural setinin isletilmesi, dinamik ve karmasik bir isleyise sahip olan

saglik alaninda uygulanmasini zorlastirmaktadir.

Kural bazli denetimin kapsamina, incelenen konu ile ilgili olan 6zel kurallar
girmektedir. Burada provizyon kapsamindaki tani, teshis ve tedavi tek basina yeterli
olmamakta, hastanin diger provizyonlari, ailevi faktorlere yonelik diger aile bireylerine
iliskin provizyonlar, tibbi tahliller, tibbi referans degerleri, cografi durumlar, mevsimsel
etkiler, cinsiyet ve yas gibi faktorlerin de sorgulamaya dahil edilebildigi birbiriyle iliskili

cok sayida kuralin siirece dahil edildigi bir degerlendirme yapilmaktadir.

Mevcut yapida, genellikle 6deme asamasinda gergeklestirilen sinirli sorgulamalara
dayali denetim uzmanlar tarafindan manuel olarak yapilmaktadir. Bu alanda yasanan
sorunlarin basinda 6rneklem yontemiyle belirlenen kayitlarin incelenmesi gelmektedir.
Orneklem yontemiyle segilen kayitlar, provizyon sisteminden gececek sekilde girisleri
yapilmis oldugundan, bu islemlerin hangilerinin dogru hangilerinin yanlis oldugu belli
degildir. Bu kayitlar1 kontrol eden kisiler, sistemsel olarak ¢ogu dogru olan islemlere iliskin
inceleme stirecinde belirli bir siire sonra motivasyon kaybi ve incelemenin verimliliginin

diismesi tehlikesiyle kars1 karsiya kalacaklardir.

Yine yeterli sayida uzman personel olmamasi hatta farkli uzmanlik alanlar1 gerektiren
islemlerin bu uzmanlar tarafindan degerlendirilmemesi de baska bir sorundur. Incelenecek
kayitlarin ¢ok fazla oldugu, s6z konusu incelemelerin siiresinde yapilmadigi Sayistay

raporlarinda da yer almaktadir.

Konu bazli denetimde 6ncelikle manuel denetimde yapilan tiim sorgulamalar sistem
tarafindan yapilabilmektedir. Ayrica bu sorgulamalar sadece 6rneklem kiimesine degil tiim

provizyonlara yapilabileceginden daha kapsamlidir.

Yine incelenecek provizyonu bir uzmanlar heyeti tarafindan belirlenmis bir kontrol
sirecine dahil etmek, manuel kontrol sirasinda yapilmasi mimkiin olmayan, her
provizyonun uzmanlik alanina giren bir kisi tarafindan kontroliinii miimkiin hale

getirmektedir.
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Saglik alanindaki kontrollerde ilk adim provizyonun olusmasi asamasidir. Sosyal
giivenlik kurumu provizyon sistemi ¢ok sayida kullanicinin ayn1 anda sisteme giris yapmaya
calistigi bir durumda olusturulmaya c¢alisilmaktadir. Hizmetin sunulmaya calisildigi bu
asamada meydana gelecek aksamalar telafisi giic durumlarla kars1 karsiya kalinmasina sebep
olabilecektir. Bu nedenle saglik hizmetinin kesintiye ugratilmadan provizyon yonetiminin
optimal bir sekilde yiirtitiilmesi gerekmektedir. Bu asamada MEDULA sisteminin kesintisiz
ve diizenli ¢alisma Seviyesi provizyon verilmesi esnasindaki ¢alisacak kurallarin sayisini ve
niteligini belirlemektedir. Bu ise genelde kisinin veya hak sahibinin kimlik tespiti, saglik
hizmetinden yararlanip yararlanamama durumu gibi sorgu ve kurallari, saglik hizmet sunucu
tarafina iligkin tesis, brans, doktor, yetki vb. sorgu ve kurallarin sorgulanmasini igerecek
sekilde performans ve kesintisiz hizmetin sunulmasina odaklanarak gerceklestirilir. Ornegin
eczane tarafinda; hastane provizyon kontrolii, ila¢ bilgisi ve regete kontrolii, varsa ilag rapor
bilgisi, kullamim siiresi gibi kontrolleri igerecek sekilde sorgulanarak islemler

gerceklestirilir.

Konu bazli denetim ile provizyon verilmesi sirasinda isletilemeyen kurallarin tamami
tiim provizyonlara uygulanabilmektedir. Bu asamada saglik hizmet sunucusu ile imzalanan
sozlesme ve protokoller, saglik uygulama tebligi, ayakta ve yatarak teshis ve tedavilere
iliskin diger mevzuatlar géz oniine alinarak uzmanlar tarafindan olusturulan kural setlerinin
tim provizyonlar {izerinde c¢alistirilmasi Yyoluyla gergek¢i bir yaklasimla denetim

gerceklestirilmis olmaktadir.

Konu bazli denetimde daha 6ncede ifade edildigi {izere tip literatiiriinde bir hastaliga
iliskin tani, teshis ve tedavi yontemleri iilkelere, saglik uzmanlarina hatta hastalara gore
degisiklik gostermektedir. Konu bazli denetimde bu kurallar da belirli hale getirilmis
olmaktadir. Kurallar olusurken aslinda saglik hizmet sunucusunun denetim standartlar1 da
objektif ve seffaf olarak belirlenmektedir. Boyle bir sistemde saglik hizmet sunucusu
faturalandirdigr hizmetin hangi durumda kabul veya reddedilecegini dnceden bilmektedir.
Bu noktada her iki taraf i¢in ortaya konan kural daha uygulamaya ge¢meden tartisilmaya
imkan saglanmis olmaktadir. Itirazlar sunulan tedaviye degil tedavinin 6deme kapsamina
dahil edilip edilmeyecegine iligkindir. Boylece sistem tarafindan hizli bir sekilde kayitlar
incelenmis, Odemeler siiresinde yapilmis ve SGK hesaplart zamaninda kapatilmis

olmaktadir.
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Ornegin diinyada gittikce biiyiiyen bir sorun haline gelmekte olan halk dilinde seker
hastalig1 olarak da adlandirilan diyabet hastaligi sebepleri, hastanin 6zellikleri, yasam tarzi
vb. gibi faktorlerin etkisi nedeniyle ¢ok yonlii bir hastaliktir. Bu hastalik grubunun
incelenmesinde baslangig noktas: olarak hastalik tani grubu, altinda ise incelenecek

alanlardan ilag grubu ele alinabilir.

Diyabet tedavisinde kullanilan ilag grubunu hedef alan denetim; ilaglarin kullanildig:
alanlar, kullanim siiresi ve dozu, siirekli kullanilip kullanilmayacagi, tahlile bagh bilgileri,
raporlu olup olmadig1 gibi ¢ok sayida faktoriin sorgulandigi analizlerin yapildig: bir siireci
ifade etmektedir. Yukaridaki 6rnekten yola ¢ikilarak asagida giiniimiizde her gecen giin artis
gosteren ilaglardan biri olan insiilin ilaglarinin kullanilmasina bagli suistimal tespitine iliskin

ornek bir sorgu kurali yer almaktadir.

Insiilin ilaglarinin kullanimina iliskin incelemede referans degerler 6nem tasimaktadir.
Hastaligin boyutu, hastanin kisisel Ozellikleri vb. bazi1 parametreler esas alinarak

sorgulamalar yapilmasi miimkiin hale gelmektedir.

Diyabet tedavi siirecinde; total insulin dozunun %40-50’si bazal geri kalan1 bolus doz
olarak ayarlandigini varsayalim. Uzun etkili insulin aglik kan sekerini diizenler. Kisa/hizli
etkili insulin ise 6gilinde alinan karbonhidratlardaki glukozun kullanilmasini saglar ve tokluk
kan sekerini diizenler. Aglik kan sekerini her 6giinden 6nce tokluk sekerlerini de 6glinlerden
2 saat sonra olgerek uzun ve kisa/hizli etkili insulin dozlar ayarlanir. Yas, kilo, puberte
evresi, diyabet siiresi, enjeksiyon bolgelerinin durumu, beslenme, obezite, genel aktivite,
hastalik durumu, duygusal stresler, regl donemi vb sebepler ihtiyag oranini etkilemektedir.
Ginliik ortalama insulin ihtiyact kilo basina 0,8-1 {inite olarak hesaplanabilir (Giinlik
insiilin ihtiyac1 = 0.8 iu/kg) (Kaygusuz & Hatun).

Tiirkiye’de ortalama boy ve kilo bilgileri (Cizelge 3.9) ele alindiginda 6rnegin diyabet
hastalariin ortalama kilosu (genellikle obozite 6nemli faktor oldugundan) 100 kg olarak baz
alinirsa; total insiilin dozu = 100*0,8 iu/kg = 80-100 iii olacaktir. Total insiiliin dozu=%40-
50 Bazal + %60-50 Bolus doz (100 = %40 iii Bazal + %60 Bolus)’dur. Uzun siireli insiilin
genelde Bazal doz i¢in kullanildigindan genel olarak diyabetli hastanin kullanacagi uzun

etkili insiilin dozu 50 iii olarak karsimiza ¢ikmaktadir. Dolayisiyla 50 ili/giin doz iizerinde
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insiilin kullantyor gériinen tiim regetelerin sistemde gosterilmesini saglayan bir kural diyabet

hastaligiyla ilgili konu bazli denetimde alt sorgulardan biri olarak yer alabilir.

Cizelge 3.9. Yas grubu ve cinsiyete gore Tiirkiye boy-kilo ortalamalar1 (2016)

(CM) (KG)

UGt Boy Kilo
YAS GRUBU Ortalama Erkek Kadin | Ortalama | Erkek | Kadin
ORTALAMA 167,2 173,2 161,4 72,8 77,4 68,4
15-24 168,4 173,9 162,7 63,6 68,9 58,2
25-34 169,1 175,5 162,8 71,1 77,7 64,5
35-44 168,1 173,9 162,2 76,2 81,4 71
45-54 166,5 172,2 160,7 78,2 81,3 74,9
55-64 165,5 171,2 160,0 78,4 80,6 76,2
65-74 164,1 170,1 158,9 75,3 77,2 73,7
75+ 161,3 168,3 156,7 69,6 72,8 67,5

Not: Tiirkiye Saglik Arastirmas1 Verilerinden Derlenmistir (TUIK, 2020 a).

Yiiksek doz miktar1 kuskusuz bir baslangic noktasidir. Ancak ilaglarla ilgili
suistimaller dikkat ¢cekmeyecek sekilde ve referans degerler arasindaki doz miktarlar
belirlenerek de yapilmaktadir. Bu sorgulamaya bagli olarak hastalarin 1 yillik periyottta hep
50 ili/giin tizerinden insiilin kullanip kullanmadigi, recetelerin anlamli sekilde ¢oklugu, bu
regetelerin hangi hekimler tarafindan diizenlendigi ya da hangi eczaneler tarafindan
karsilandigi, hastalarin diyabet ve diger hastalik dykiileri, kan, idrar vb. diger tahlil sonuglari,
ailesel dongiiler vb. sorgularda bu regetelerle ilgili olarak sorgulanmalidir. Bu sekilde
yapilacak bir sorgu, hastanin provizyon esasli denetim bilgileriyle birlikte karsilastirmaya

tabi tutuldugunda suistimal siiphesi olan kayitlarin analizi dogru sekilde yapilacaktir.

Konu bazli denetim sorgular1 sadece saglik sektoriindeki suistimallerin tespitine
yonelik degil ayn1 zamanda hastaliklarin 6nlenmesine de katki saglayacaktir. Konu bazl
denetim modiillerinden elde edinilen sonuglar tiim saglik kayitlarma biitiinsel olarak
bakilmasina, alinacak onlemlerin tespit edilmesine, bu amagla yapilan risk ve istatistiksel

analizlerin de anlamli hale getirilmesine katki saglayacaktir.
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SONUC VE ONERILER

Suistimal kavramui, sistem igerisindeki erisim saglanan yetkinin istenmeyen sekilde
kullanilmasidir. Giintimiizde suistimal ile miicadele politikalar1 diinyada sirketlerin, sivil

toplum kuruluslarinin ve devletlerin 6ncelikleri arasindadir.

Yasalar, kurumlar, yoneticiler, ¢alisanlar, kiiltiirel yap1, ekonomik gelismislik diizeyi,
sosyal yasam, toplumsal yapi, niifus ve yiizolgtimii gibi ¢ok sayida etken suistimallerle
dogrudan veya dolayli olarak iliskilidir. Suistimaller bu agidan gergek ve tiizel kisiler igin

cok yonlii sorun ve firsatlar ortaya ¢ikarmaktadir.

Suistimallerin oldugu tiim alanlarin (olaylar, kisiler, nesneler vb.) dogrudan ve/veya
dolayli olarak ulusal hatta uluslararasi boyutlar1 da igerecek sekilde c¢esitli etkileri
bulunmaktadir. Suistimallerin biiyiikliigii su¢ oranini artirmakta, suglarin ve suglularin
takibini zorlastirmaktadir. Su¢lu olan kisiler suistimale acgik alanlarda rahatg¢a faaliyet
gostermekte ve bunun getirdigi ek maliyet toplumun tiim kesimi iizerinden finanse
edilmektedir. Suistimallerin yayginlhigi; riisvet, irtikap gibi toplumsal yolsuzluklara sebep

olmakta, bunun sonucunda yonetimden yargiya kadar giivensizlik olugmaktadir.

Sosyal Giivenlik Kurumu agisindan suistimalin varligi hem sosyal sigorta hem de
genel saglik sigortas1 hizmetlerini olumsuz yonde etkilemektedir. Ornegin sosyal sigortalar
yoniiyle kigiler tescilsiz olduklarinda; saglik hizmetlerinden yasal olmayan sekilde

yararlanmaya yonelmektedir.

Sosyal giivenlik sisteminde saglik sektoriindeki suistimaller, sosyal sigortacilik ve
saglik sigortaciligi kapsamindaki sunulacak hizmetler i¢in planlanan ve sigortali primleri ve
vergi miikellefleri tarafindan finanse edilen paranin, gayri mesru kazang elde edenlerin
servetlerinde sona erdigi anlamina gelmektedir. Bu ise sigorta ve saglik alaninda sigortalilara
saglanan is goremezlik geliri ve emekli ayliklar1 vb. gelirlerin diisiik olmasina, bunlara
ulagma sartlarinin agirlagtirillmasina, saglik hizmetlerinden yararlanmada sigortalilarin
maliyetlere katilim payimnin artirilmasina, saglik hizmetlerine daha az kaynak ayrilmasina

dolayisiyla sigorta ve saglik hizmetlerinin miktar ve kalitesinin diismesine sebep olmaktadir.
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Giintimiizde suistimaller ile miicadele sekli; edinilen tecriibelere gore her kurumun
birbiriyle koordinasyon igerisinde ¢alismasi zorunlu olan biitiinciil bir bakis agisiyla ele
alinmas1 gereken bir konudur. Bu miicadeleye, hangi kurumun ne kadar katki saglayacagi

ise bu is birligiyle dogrudan iliskilidir.

Is birliginin basarisi, kuskusuz bilisim teknolojilerinin etkin ve yogun kullanimia
baghidir. Bilisim teknolojilerinin kamu kurumlar1 ve sirketler agisindan basarili sekilde

kullanimu, is siire¢lerinin teknolojiyle uyumu ve basarili siire¢ yonetimiyle miimkiindiir.

Is siireglerinin i¢c veya dis kullanicilar igin yararli bir cikt1 iiretebilecek sekilde,
biitiinsel bakis agisiyla, birbiriyle iligkili, katma deger yaratan, tekrarlanabilir, tanimli ve
Olgiilebilir igslemler seklinde tasarlanmasi gerekmektedir. Ayrica is siireglerinin biligim
teknolojileri kullanimina yonelik yeniden ele alinmasi, otomasyona uyumlu hale getirilmesi,

kurumlar arasinda entegrasyona uygun sekilde tasarlanmasi gerekmektedir.

Siire¢ yonetimi, siireglerin siirekli ve diizenli olarak izlenmesi, analiz edilmesi ve
degerlendirmelerinin  yapilarak gelistirilmesini saglamak i¢in yiriitiilen faaliyetler
biitiiniidiir. Uretim siireglerini  diizeltmeye ve iyilestirmeye odaklanan isletmeler,
1980’lerden itibaren hizmet iireten diger siireclere de odaklanmaya baslamislardir.
Giliniimlizde {riin yogunluklu yaklagimdan siire¢ yogunluklu yaklasima, siireclerin
yonetiminden siireglerle yonetime gegilmistir. Kamu kurumlari da yasanan degisimin ortaya
cikardigi zorunluluklar nedeniyle bilisim sistemleriyle entegre edilebilir siire¢ tanimlari
olusturmaya baslamislardir. Hatta bu siire¢ ve teknoloji entegrasyonu uluslararasi boyutlara
tasinmaktadir. Bu konuda en onemli 6rneklerden birisi, AB iilkelerinde devletlerin is
stireglerini birbirleriyle entegre sekilde yeniden tasarlayarak bilisim teknolojileriyle uyumlu

hale getirmeye yonelmeleridir.

Siire¢ yonetimi, siire¢ modelleme ve yonetimi teknolojilerinin gelismesiyle birlikte
siireglerdeki degisiklikler hem kisa zamanda yapilabilmekte hem de degisiklikten
etkilenebilecek diger siirecler kolaylikla goriilebilmekte ve yonetilebilmektedir.

Modelleme araglar1 tiim siireglerin goérsel bir resmini sunarak ugtan uca izlenmesine
imkan saglamakta, kolayca dokiimante etmektedir. Siire¢ hiyerarsisi yoluyla, siiregler

kapsamlaria gore kademeli olarak yapilandirilmaktadir. Siireg esasli yonetim yapilanmasi
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ile Orgiitsel hiyerarsi azaltilmakta, siire¢lerden olusan yeni bir yapiya gegilmektedir.
Geleneksel yapilardaki organizasyon semalarinin Yyerini siireglerin birbirleriyle olan
iliskilerini ortaya koyan siire¢ haritalar1 almaktadir. Yeni yapilanmadaki en Onemli
ozelliklerden biri, siireglerin mutlaka kurum igi ya da kurum dis1 aktorlere girdi veya gikti

iiretecek sekilde etkilesime dayali tasarlanmis olmalar1 geregidir.

Gilinimiizde bilginin ortaya ¢ikisi, iletimi, anlamlandirilmasi, kullanilmas,
raporlanmasi teknoloji odakli olmakla kalmamis ayn1 zamanda igerik, nitelik ve sayisal
olarak da geleneksel bilgi yonetiminden ayrismistir. Bilisim teknolojileri donanim, yazilim,
veri tabani ve ag teknolojilerindeki hizli degisim siirecinin etkisiyle is siire¢lerinin yeniden
ele alinmasini saglamakla kalmamus is siire¢lerinin bu teknolojilere uyumlu olarak yeniden

tasarlanmasini zorunlu kilmistir.

Bilisim teknolojilerinde veri ambar1 teknolojilerinin kullanilmaya baslanmas ile veri
madenciligi ve is zekasi ¢oziimlerinin 6n plana ¢iktigi, veri analizlerinin yayginlastigi,

raporlamalarin ve karar destek sistemlerinin yonetim siirecine dahil oldugu goriilmiistiir.

Bilisim teknolojilerindeki hizli degisim siireci biiyiik veriye dogru yonelmis, bulut
bilisim teknolojileri, sanallastirma ve biiyiik veri merkezi ¢oziimleri ile her alanda devletleri
ve sirketleri etkilemeye baglamistir. Devletler, kamu kurumlarimin veri merkezlerinin
birlestirilmesine yonelik ¢alismalara yonelmislerdir. Giiney Kore’nin 48 merkezi kamu
idaresinin bilgi sistemlerini 2 ayr1 sehre konumlandirilacak sekilde veri merkezlerini
birlestirmesi, ABD’nin bulut bilisim ve ortak veri merkezi yaklasimlariyla ¢ok sayida veri
merkezini kapatmasi gibi yaklasimlar nihayetinde tek veri merkezinde bir konsolidasyona

dogru gidildiginin gdstergeleridir.

Gelinen noktada dijital devlete ge¢ilmeye ¢alisildigi goriilmektedir. Dijital devlet ile
devletler; vatandaslar, kurum ve kuruluslar hatta diger devletlerle entegre olmaya

caligmakta, is siireglerini bu yonde yeniden tanimlamaktadirlar.

Tiirkiye bu kapsamda E-Devlet ¢alismalarina; 1993 yilindan itibaren eylem planlariyla
baglamig, 2003 yilinda bilgi ve iletisim teknolojileri ile ilgili ¢alismalarin e-Doniisiim
Tirkiye Projesi adi altinda birlestirilmesi siireciyle diinyadaki gelismelere gore

sekillendirilmeye c¢alisilmistir. Cogu alanda kamu kurumlari E-Devlet iizerinden
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birbirleriyle entegre calisir hale getirilmistir. Ancak politika belgelerinde hedeflenen

seviyelere heniiz gelinememistir.

Sosyal Giivenlik Kurumu sundugu hizmetleri E-Devlet ile entegre olan ve hizmetleri
en ¢ok sorgulanan kamu kurumlarindan birisidir. Bu hizmetlerin E-Devlet hizmetleri
cercevesinde nitelik itibariyle de ihtiyaclar1 karsiladigi goriilmektedir. Ancak dijital devlet
yoniiyle Tiirkiye’de heniiz istenilen diizeylere erisilemedigi, yine kamu kurumlarinin kendi
gorev alanlariyla ilgili konularda bilisim teknolojilerinden etkili ve verimli sekilde

yararlanamadig1 degerlendirilmektedir.

Bilisim teknolojilerinin geldigi noktada, bilgi sistemlerinin biitiinciil ve kapsayici
olmasi suistimal ile miicadele i¢in ¢ok dnemlidir. Devletler i¢in suistimal ile her alanda etkili
miicadele edilebilmesi igin ulasilmasi gereken hedef, tim kamu kurumlarinin bilisim
teknolojilerinin ve siireclerinin birbirleriyle konsolide edildigi bir veri merkezine sahip
dijital devlete gecilmesidir. Boylece devletler, tiim sistemin, siire¢ temelli teknolojiler
kullanarak olusturuldugu biitiinlesmis bir yapida, her alanda suistimallerle etkin bir sekilde

miicadele edebileceklerdir.

Kamu kurum ve kuruluslarina ait veriler ile diger kurum ve kuruluslarin kamuyla
paylasilmasi gereken bilgilerinin bir kamu bulutu olusturularak tek bir merkezde toplanmasi
dijital devlet i¢in ideal olan ¢6ziimdiir. Bu yapida; verilerin birbiriyle iliskilendirilmesi,
paylasilmasi, yedeklenmesi, kontrolii, ortak bir framework olusturulmasi, standart yazilim
gelistirilmesi, giivenlik, donanim, yazilim, veri taban1 gibi teknolojik maliyetlerin diismesi,
is strekliligi, biitiinlesmis is siirecleri ile giivenli veri paylagiminin saglanmasi gibi

avantajlar saglayacaktir.

Saglik sektoriindeki suistimallerle miicadelede teknolojik adimlar atilmasi yaninda,
kamu kurumlar1 arasinda aktif bir is birliginin yapilmasi da sarttir. Ancak giiniimiizde
kurumlar arasinda is birligi yapilmasinda; kurumsal bencillik, verilerin korunmasina ve
paylasilmasina iliskin mevzuatin farkli yorumlanmasi, is birligini tesvik eden veya
tanimlayan yasal altyap1 eksikligi, siyasi ve sivil toplum kurum ve kuruluslarinin da olumsuz
muhalefetiyle ciddi giigliikkler yasanmaktadir. Dijital devlete gecilmesi sonucunda, bu is
birliginin saglanmasina yonelik sorunlar ortadan kalkacak, is birligine dayali miicadele etkin

bir sekilde miimkiin hale gelecektir.
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Saglik sektoriindeki suistimallerle miicadele siirecinde dijital devletten en fazla yarar
saglayacak kurumlarin basinda Sosyal Giivenlik Kurumu gelmektedir. Saglik sektoriindeki
suistimallerle miicadele konusunda Sosyal Giivenlik Kurumu tarafindan inceleme, arastirma
ve sorusturmalar yoniinden diger kurumlarla yapilacak is birligi, ayn1 konu ile ilgili farkli
kamu kurum ve kuruluslarinin kontrol ve denetim birimleri tarafindan miikerrer denetim
yapilmasini onleyecek, yine bu birimlerin elinde bulunan bilgi ve tecriibelerin paylasiimasi

saglik sektortindeki suistimallerle miicadelede etkinligi ve verimliligi artiracaktir.

Saglik sektoriindeki suistimallerle miicadelede Sosyal Giivenlik Kurumunca
uygulanan miicadele politikalarinin degerlendirilmesi yapildiginda, yapilan caligmalarin
diinyada bu alandaki egilimlerle uyumluluk gosterdigi ancak bilisim teknolojilerinin

kullanilmasi yoniiyle yetersiz kalindigi degerlendirilmektedir.

2019 yilindaki saglik alaninda yapilan denetim sonuglarina gore saglik hizmetleri
alaninda tespit edilen kurum zarari toplami 47.001.090 TL ve toplam saglik harcamasinin
110.749.000.000 TL oldugu diistintildiigiinde, denetim sonucu bulunan zararin toplam
harcamalarin %0,04 ine tekabiil ettigi goriilmektedir. 2019 y1l1 veri analiz ¢aligmasina bagh
stipheli islem tutarinin 718.247.804 TL ve toplam saglik harcamasi olan 110.749.000.000
TL ile karsilastirildiginda veri analizi sonucu bulunan siipheli islem biiyiikliigiintin toplam
harcamalarin %0,65’ine tekabiil ettigi, yani veri analizine tabi islem biiyiikliigiiniin de ¢ok
diisiik tutarlarda kaldig: goriilmektedir. Ornekleme ydntemiyle yapilan denetiminde etkili
yonetilemedigi ve beklenen fayday: saglamadigi, global biit¢e nedeniyle kamu ve tiniversite
hastaneleri tarafindan yapilan islemlerin ve buna bagli harcamalarin denetim disinda
birakildig: diisiiniildiigiinde ise saglik denetiminde klasik yollarla yapilan denetim oraninin

diisiik seyrettigi goriilmektedir.

Calismamizin temelinde bilisim teknolojileri kullanilarak tiim kamu kurum ve
kuruluslarinin ve 6zel sektoriin birbiriyle entegrasyonunun saglanarak Sosyal Giivenlik
Kurumu agisindan saglik sektoriinde suistimal olarak tanimlanan ve tanimlanabilecek

alanlarda etkin miicadelenin saglanmasi hedeflenmektedir.

Bu kapsamda Sosyal Giivenlik Kurumunun saglik sektoriindeki suistimallerle
miicadelede, oncelikle kendi sistemindeki verileri dogru, etkin ve zamaninda kullanabilme

kabiliyetine erismesi gerekmektedir.



130

Yine is birligi yolu ile elde edilen verilerin saglik sektoriindeki suistimallerle
miicadelede kullanilabilir hale getirilmesi i¢cin dogru analiz edilmesi gerekmektedir. Bu
veriler analiz edildiginde; kanit, karine ya da delil olarak kabul edilip edilmeyecegi net
olarak ortaya konulmalidir. Béylece paylasilan verinin amacina uygun sekilde, dogru ve

zamaninda kullanilmasi saglanmis olacaktir.

Is birligi yoluyla miicadelede veri paylasiminin kapsami dogru ve kabul edilebilir
olmali, veri paylasimi yapan kurumlar1 kendi gérev alanlarinin disina ¢ikaracak nitelikte
yikiimliilik ve sorumluluklar igermemelidir. Aksi takdirde kurumlar arasi veri paylasimin

basarisiz olmasi kaginilmaz olacaktir.

Veri madenciligi ¢alismalari, hali hazirda istatistiki ¢alismalar ve istisnai durumlarda
hazirlanan raporlarla ve yonetimsel taleplerle ve donemsel olarak sinirli kalmaktadir. Kurum
ve kuruluslarda bu alanda yiiriitilen veri madenciligi g¢alismalar1 genellikle kisisel
calismalarla ve yeteneklerle gerceklestirilmektedir. Onerilen yazilim destekli model ile
istenen algoritmalarin otomatik olarak kendiliginden ¢alismasi ile ¢cok diisitk maliyetlerle,
stire kisitlamast olmadan ve kisi yeteneklerinden bagimsiz sekilde bu ihtiyag

karsilanabilmektedir.

Tez calismasinda, sosyal giivenlik sisteminde saglik sektoriindeki suistimallerle
miicadele yontemi olarak yazilim destekli denetim modeli 6nerilmistir. Tez kapsaminda bir
yazilim olusturulmast hedeflenmemekle birlikte; 6nerilen yazilim destekli denetim sistemi
sadece teorik diizeyde birakilmamis 6rnek bir uygulama olarak; Suistimalle Miicadele Bilgi
Sistemi (SUMBIS) olarak isimlendirilen bir sistem gelistirilerek gercekci bir yaklasim
ortaya konulmustur. Hazirlanan senaryolarla ¢alismanin uygulanabilirligi dogrulanmistir.
Algoritmalar gelistirilirken mevcut sistemlere entegrasyonlart da diistiniilmistiir. S6z
konusu algoritmalarin iirettigi sonuglarin uygulayicilar ve yoneticiler igin karar destek araci
olarak kullanilabilecek kullanict listeleri ve grafik ara yiizleri gelistirilmistir. Tim Sistemin

bir biitiin olarak ele alinmasina yonelik 6rnek bir simiilasyon olarak test edilmistir.

Sosyal Giivenlik Kurumunun, 2019 yili bilisim teknolojilerine iliskin veri envanterine
gore; basta MEDULA olmak iizere Kkesintisiz hizmet veren ve degisik yazilim dillerinde
hazirlanmis yaklasik 6.000 uygulamanin varligi gz 6niine alindiginda tiim sistemi kapsayan

bir uygulamanin tez kapsaminda hazirlanmasi miimkiin degildir. Bu nedenle tezde 6nerilen
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yazilim destekli model onerisi genel manti@i acgiklayacak sekilde kisitli olarak

gelistirilmistir.

Teorik diizeyde olusturulan algoritmalarin uygulanabilirligi kural bazli senaryolar ve
buna uyumlu hazirlanan veri setleriyle basarili bir sekilde gosterilmis, gelistirilen
algoritmalarin tez kapsaminda gelistirilen 6rnek uygulama modiiliine entegrasyonu

saglanmistir.

SUMBIS sisteminde hedefe yonelik algoritmalar hazirlanarak  modiiller
olusturulmakta, modiillerin ihtiyac1 olan veri setleri ve buna iligkin tablolar hazirlanmakta,
bu verilere yapisal sorgulama dilleri kullanilarak ulasilmakta, elde edilen sonuglar listeler ve
grafikler haline getirilmektedir. Sistemde hangi kriter ve sorgulamalarin ne Onemde

olacagini belirleme yetkisi verilmektedir.

SUMBIS, SGK igin java tabanli 6zgiin bir suistimalle miicadele bilgi sistemi drnegi
olarak tasarlanmis ve gelistirilmistir. Sistem ¢ok sayida veri tablosu barindirmaktadir.
Sistem, istenildigi kadar modiil baglanabilecek bir sekilde tasarlanmistir. Tasarlanan sistem
¢ok yonlii olup modiiller arasinda entegre ¢alismasi sayesinde elde edilen verilerin degisik
algoritmalarda da kullanilmasim1  saglamakta, veriyi degisik yonlerden bilgiye

doniistiirmektedir.

SGK i¢in 6rnek veri modellemesi olusturulurken kullanilacak olan parametreler yasal
ve idari diizenlemelerden, yayimn ve raporlardan, SGK ile ilgili bilgi formlarindan (ise giris,
isten ¢ikig, aylik prim hizmet belgesi vb.), medula hastane ve medula eczane klavuz ve
yardim dokiimanlarindan, kurumun internet sitesindeki bilgilerden ve diger agik

kaynaklardan elde edilen bilgiler 1s1ginda olusturulmustur.

Ornek bir uygulama olarak hazirlanan SUMBIS’de yer alan modiillerde kullanilan
parametrelerin degistirilmesine ve analize dahil edilip edilmeyecegine olanak saglanmakta,
risk derecesi degisikligine izin verilmektedir. Sistem gerekli yazilim degisiklikleri
yapildiginda kesintisiz galisabilmekte, proaktif ¢iktilar iiretebilmekte ve onleyici denetim
gorevi gorebilmektedir. Her bir modiiliin ve parametrenin 6lgiilebilir ve izlenebilir olmasi

saglanarak siirekli gelisime agik hale getirilebilmektedir.
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Sistem esnek ¢alisma yapisiyla timevarim ve timdengelim yoluyla inceleme yapmaya
imkan tanimaktadir. Bu sekilde olusan yeni bilgiler ile incelemeler ve denetimler arasinda
iliski kurulmasini ve 6nceki denetim sonuglarinin mevcut ve gelecekteki denetimlere katki

yapmasini saglamaktadir.

SUMBIS sistemi ile yiiksek orandaki sahtecilik ve suistimallerin diger kurumlarla veri
paylasim1 ve kurum igindeki farkli veri tabanlarindaki bilgilerin ¢apraz kontrolleri yoluyla

onlenmesi, incelenmesi ve sorusturulmasi saglanmaktadir.

SGK global biitge ile hastane saglik kayitlarinin 6nemli bir kismini1 denetim disina
cikarmaktadir. Bunun yani sira global biitce ile denetim alani disina ¢ikarilan hastane
kayitlart 6nemli bir regete denetiminin de disinda kalmasina neden olmaktadir. Dolayisiyla
yalnizca hastane kayitlarina iligkin bir sahte provizyon olmasi ihtimali yaninda bu
provizyona bagli recete de denetim disma ¢ikmis olmaktadir. SUMBIS ve tez kapsaminda
onerilen model ile global biitge igerisine alinarak denetim disina ¢ikarilmig olan provizyonlar

ve bunlara bagli regetelerin tamami1 denetlenebilir hale gelmektedir.

SGK global biitce disinda kalan diger saglik hizmetlerini ise ornekleme yontemi
kapsaminda denetime tabi tutmaktadir. Ornekleme yoluyla denetim sayisal oranlama ile
rastgele yapilmaktadir. Bu ise sahte olarak diizenlenen bir provizyonun tesadiifii olarak
ornekleme sistemine diismesi ve bazi sartlarin varligt durumunda suistimal tespitinin
miimkiin olmasi1 demektir. Cogu zaman bu kayitlar kurallara uygun olarak girildiginde ise
suistimali tespit etmek miimkiin olmamaktadir. Ancak énerilen denetim modeli ve SUMBIS

sistemi igerdigi modiilleriyle bu kayitlar1 ¢ok yonlii denetime tabi tutmaktadir.

Yine Sayistay raporlarinda da goriildiigli tizere 6rnekleme yontemine tabi tutulan
saglik kayitlarr etkin ve verimli bir sekilde denetlenememektedir. Onerilen model ve
SUMBIS sistemi sadece 6rneklemeye tabi tutulan provizyonlar1 degil tiim kayitlar: denetime

tabi tutmakta ve siiresinde tamamlama imkani1 sunmaktadir.

SUMBIS sisteminin, yapilacak degisiklikler ile veri analizi yoluyla proaktif denetim
yapilmasi, bazi sorgulamalarin islem gergeklestigi sirada uyarilar vermesi yoluyla 6nleyici

bir uygulama olarak kullanilmasi da miimkiindiir.
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SUMBIS sistemi ve &nerilen denetim modeli; miifettis, ic denetgi, denetmen ve
inceleme personeline ¢ikti tiretebilmektedir. Gerek incelemeye alinacak kayitlar gerekse
inceleme sirasinda incelenmekte olan kayitlarin ortaya cikarilmas: ve kontrol edilmesini
saglamaktadir. Saglik geri 6demelerine iliskin incelemelerde, global biit¢eyle denetim disina
cikarilan kayitlarda dahil, incelemeye alinmasi gereken kayitlarin belirlenmesine ve

incelenmekte olan kayitlarin degerlendirilmesine imkan vermektedir.

Kimlik hirsizligina ugramis bir kisinin farkli kurumlardaki tedavilerinin veya kimlik
hirsizlig1 yoluyla tedavi kaydi giren kuruluslarin tek bir raporda ortaya ¢ikmasini saglamakta
boylece denetimlerde ve incelemelerde miikerrerlikleri onlemektedir. Cok yonlii analiz
yoluyla denetimlerde ve incelemelerde biitiinsel bir bakis agisiyla kor noktalari ortadan
kaldirmaktadir.

Bu sistemin bir baska avantaji da mevcut uygulamalara paralel sekilde de
kullanilmasiin miimkiin olmasidir. Saglik alaninda uygulanan global biit¢e ve 6rnekleme
yonteminin kaldirilarak yerine SUMBIS sisteminin kullanilmas: tercih edilebilecegi gibi,
global biitge veya 6rnekleme igerisindeki incelenmeyen kayitlarin bu sistemde analize tabi

tutulmasina da engel bir durum yoktur.

Modiile bunlarin disinda ¢ok sayida sorgu eklemek de miimkiindiir. Provizyon
zincirinde yer alan kisilerin hasta, doktor, eczaci, hasta yakini vb. yurtdis1 giris-¢ikis bilgileri
sorgulanmas1 sonucu yurt disinda bulunulan siirelerinde (tatil, gorevli, hac ve umre vb.
nedenler) yurticinde adlarina islem gergeklesip gergeklestirilmediginin sorgulanmasi, asker
oldugu halde bunun disinda bir muayene kaydinin olup olmadiginin arastirilmasi gibi risk
durumlarimin uygulamaya dahil edilmek suretiyle denetim modiilii daha etkili hale
getirilebilmektedir.

Tez kapsaminda ortaya konan pilot calisma tez kapsamindaki 6nerilen modelin sadece
kiiciik bir kismini igermekte olup teorik diizeydeki oOnerilenlerin yazilim olarak ifade
edilmesi amaciyla yapilmistir. Bu uygulamada olusturulan algoritma, sorgulama ve analizler
mevcut haliyle c¢alismakta ve hedeflenen sonuglara erisilmekle birlikte SGK tarafinda
uygulanirken gerek teknolojik (yazilim, donanim, sistem vb.) olarak gerekse yazilim destekli

model olarak uyarlanmasi gerekmektedir. Bunlar yapildiginda ve tez kapsaminda onerilen
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sekilde sistem gelistirildiginde hedeflenen suistimallerle miicadelede etkin bir sekilde

kullanilabilecektir.

SUMBIS sisteminin, SGK ve diger kurumlar tarafindan gelistirilen tiim sistemlere
entegrasyonlariin yapilmasi gerekmektedir. Dolayisiyla tez kapsaminda suistimallerle
miicadele i¢in gelistirilen bu uygulamanin SGK ve diger kurumlarin halihazirdaki
sistemlerle birlikte kullanilabilirliginin boyutu ger¢ek zamanli olarak gergeklestirilecek

testlerin yapilmasi ile belirlenecektir.

Tez kapsaminda yapilan calismalarda SUMBIS’nin ciktilarimin SGK ve diger
kurumlarin sistemlerine génderecegi uyarilar ve kapsamlari bahse konu uygulamalara erisim
miimkiin olmadigindan ele alinmamistir. Ancak bu ¢iktilarin SGK ve diger kurumlarin
sistemine entegre edilirken uygulama yoneticileriyle birlikte ¢alisma yapilmasiyla s6z

konusu entegrasyon miimkiindiir.

Bununla birlikte saglik sektoriindeki suistimallerle miicadele i¢in tez kapsaminda
gelistirilmis olan SUMBIS sistemi; daha da gelistirilip dijital devlete monte edilecek sekle
getirilir veya mevcut durumda diger kurumlar igin veri tretilirse; ¢ok verimli ve yiiksek

kapasiteli bir sistem olacagi degerlendirilmektedir.

SGK ile ilgili yapilan bu ¢alismada kurumsal veri tabani, is stirecleri, is birligi
protokolleri gibi hususlara girilememistir. Bu tez kapsaminda 6nerilen model kuskusuz SGK
veri tabanlarinin biiyiikliigli ve igerigi hakkinda elde edilecek detayli bir ¢alismayla gok
sayida kurallardan olusan, genis bir alan1 kapsayan etkin ve verimli bir miicadele sisteminin

ortaya ¢cikmasini saglayacaktir.

Gelistirilen yazilim destekli model veri ambari tizerine kurgulanmistir. Bu sistemin
aktif calisan uygulamalara veri tiretecek sekilde ¢iktilar tiretmesi tek basina yeterli degildir.
Bu c¢iktilarin hangilerinin proaktif 6nleme hangilerinin tespit ve degerlendirme igin
kullanilacag1 degerlendirilmelidir. Yine verilecek bu karara gore ilgili uygulama tarafindan
verinin ne zaman, nasil ve ne sekilde kullanilacagi kural olarak o yazilima eklenmelidir.
Ornegin kimlik hirsizlig1 yoluyla adina sahte muayene kaydr girisi tespiti yapilmis ve bunun
dogru olduguna yonelik bir veri olusmus bir kisiye yonelik olarak MEDULA sisteminde bir

muayene islemi gergeklestiginde sistemin bununla ilgili nasil bir davranis sergileyecegi



135

kuraliin kisinin kimlik tespitinin; acil servis muayene girisi sirasinda hastanin veya yakinin

biyometrik kimlik dogrulama yontemiyle yapilmasi gibi siire¢ adimlart olusturulmalidir.

Bu calismada Sosyal Giivenlik Kurumuna; saglik sektoriindeki suistimallerle
miicadelede siire¢ temelli bilisim teknolojilerini kullanilarak yazilim destekli denetim
modeli 6nerilmistir. Tez kapsaminda 6nerilen modelin anlasilmasina yonelik bir kesit olarak
sunulan ve Suistimalle Miicadele Bilgi Sistemi (SUMBIS) olarak isimlendirilen bir sistem
calismaya eklenmis ve yapilan arastirmalar neticesinde ozet olarak asagidaki sonuglara

ulasilmstir:

Sosyal Giivenlik Kurumu SSK, Bag-Kur ve Emekli Sandigi kurumlarinin
birlesmesiyle olusturulmus ancak bu kurumlar fonksiyonel ve sistemsel olarak birlesmeyi
saglayamamuslardir. Sosyal Giivenlik Kurumunun is siiregleri teknolojik olarak entegre
edilememistir. Bunun sonucu olarak sistemde biitiinsel bir denetim ve kontrol
saglanamamistir. Bu nedenle Sosyal Giivenlik Kurumu, SGEP projesini en kisa siirede
tamamlamak zorundadir. Kuskusuz bu proje gerek is siire¢lerinin otomasyona uyumlu olarak
yeniden tasarlanmasini gerekse veri tabanlarinin birbiriyle tam entegrasyonunu saglamak

bakimindan dnemlidir.

Sosyal Giivenlik Kurumu daha dnceki kurumlardan devraldigi veri tabani kayitlarinin
bir an 6nce veri sayisallagtirmasini yapmak ve islevsel hale getirmek zorundadir. Bu konuda
toplumsal diizeyde yogun bir is birligi ortaya konularak eski kurumlara ait tiim kayitlarin

veri tabanina aktarilmasi saglanmalidir.

Sosyal giivenlik sisteminde saglik sektoriindeki suistimallerle miicadelede yazilim
destekli olarak kurulacak modelin; esnek, dinamik, seffaf, gelistirilebilir, izlenebilir,
Olgiilebilir, karsilagtirilabilir, caydirici, yonetimsel ve stratejik kararlara yardimci bir sistem
olarak a¢ik kaynak olarak gelistirilmesi gerekmektedir. Boylece herhangi bir lisans bedeline
tabi olunmadig: gibi agik kaynak olmas1 nedeniyle kolay bir sekilde gelistirilmeye uygun bir
sisteme sahip olunacaktir. Tez kapsaminda 6rnek olarak hazirlanan sistemde bu yaklasimla

acik kaynak java mimarisi iizerinde gelistirilmistir.

Saglik alaninda denetim yapilmasi i¢in olusturulan kurallarin 6nceden belirlenmesi,

bu kapsamdaki alinan saglik hizmetlerinin 6demelerine iliskin sartlar1 da olusturdugundan
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geri 6deme sistemindeki itirazlar1 da azaltacaktir. Hatta geri ddemelerdeki itirazlar daha ¢ok
sorgu kurallarinin olusturulmasi iizerine yapilacak ve geri 6demelerdeki farkli uygulamalar

ortadan kalkacak ve seffaflik saglanacaktir.

Yazilim destekli denetim sisteminde, kurum galisanlarinin manuel olarak yaptigi
standart islemler, otomatik olarak siire sinir1 olmaksizin yerine getirebilmelerine olanak
saglayacak modiillerde eklenmelidir. Boylece personellerin rutin islemlerini olusturan is
yiiklerinin tamami bu sistem tarafindan gergeklestirilerek, emek, kaynak ve zaman gibi

tasarruflar saglanabilecektir.

Sistemin, tim islemleri biitinsel olarak izlenebilir olmasin1 saglamasi nedeniyle
caydirict etkisi olacaktir. Kurumsal hesap verilebilirligin artirilmasina ve gelecek

uygulamalarin daha entegre gelistirilmesine katkida bulunacaktir.

Kurumsal performansi artiracagi gibi Olgiilebilir olmas1 sayesinde performans
uygulamasini da miimkiin kilacak, stratejik kararlarin alinmasina katki saglayacaktir. insan
kaynagmin daha verimli kullanilmasi sonucu yeni gelisme firsatlari, hizmet kalitesinde ve
vatandas memnuniyetinde artis saglanmasini miimkiin hale getirecektir. Ortaya ¢ikan
tespitler sonucunda yersiz harcamalar onlenecek, kurumsal giiven ve hizmet kalitesi

artacaktir.

Sonug olarak, yazilim destekli denetim sistemiyle sigorta ve saglik sistemindeki tim
kayitlarin kontrole tabi tutulmasi sonucunda, sosyal giivenlik sisteminde saglik sektoriindeki

suistimallerle miicadelede etkinligin ve verimliligin arttirilacagi degerlendirilmektedir.

Sosyal giivenlik sisteminde saglik sektoriinde gergeklesen yiiksek hacimli islemlerin
icerisinde yer alan suistimalleri, teknolojinin giiciiyle fark etmek, hizli ve esnek bir sekilde
bunlar1 6nlemek, bu siireci dinamik bir hale getirip siirekli gelistirmek kuskusuz Sosyal
Giivenlik Kurumu agisindan yazilim destekli miicadele modeliyle miimkiin olacaktir. Aksi
takdirde kendi sisteminde, goziiniin 6niinde ger¢eklesen suistimallerin farkina bile varmadan

tesadiifi ve sikayete bagl tespitler disindaki kayiplara razi olacaktir.
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Saglik sektoriindeki suistimallerle miicadele kapsaminda yazilim destekli modellerle
ilgili yapilacak calismalarda arastirmacilarin geri 6deme modellerini arastirarak bunlarin
konu bazli denetim modeline uyarlanmasi ile c¢alismayr daha ileriye tasiyacagi
diistintilmektedir. Ayrica bu kapsamdaki arastirmalarda makine 6grenmesi, yapay zeka vb.

teknolojilerin uygulanmasi da anlamli bir arastirma alan1 olarak gériinmektedir.
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EKLER

EK-1: SUMBIS Uygulama Dosyasi

SUMBIS sistemi uygulama dosyas1 elektronik olarak tez ekine alinmistir.
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